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(54) List management server for managing updating of list by third-�party terminal, list management 
system, list managing method, and program

(57) A buddy list manager stores a buddy list sent
from a receiver terminal and manages the buddy list. A
controller accepts an updating request and identifying
information of a third party terminal from the third party
terminal. When the controller accepts the updating re-
quest and the identifying information from the third party
terminal, the controller determines whether the third party
has an updating authority for updating the buddy list or
not, using the identifying information. If the controller
judges that the third party has an updating authority for
updating the buddy list, then the controller permits the
third party terminal to update the buddy list.
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Description

BACKGROUND OF THE INVENTION

1. Field of the Invention:

�[0001] The present invention relates to a list manage-
ment server for managing the updating of a list of infor-
mation provider terminals which are monitored by receiv-
er terminals, a list management system, a list managing
method, and a program, and more particularly to a list
management server for managing the updating of a list
by a third-�party terminal, a list management system, a
list managing method, and a program. The list is used to
distribute information owned by information provider ter-
minals to receiver terminals.

2. Description of the Related Art:

�[0002] Heretofore, there have been known presence
systems for managing user statuses. For example, JP-
A-�2004-246397 discloses a presence system employing
a buddy list. The buddy list represents a list of persons
whose statuses are to be monitored.
�[0003] A presence system is a term describing a pres-
ence service that is supported by a system for managing
the state of each user. The basic architecture of the pres-
ence system is described by RFC (Request For Com-
ment) 2778.
�[0004] A presence system includes a presentity, a
watcher, and a presence service.
�[0005] The presentity holds the status of a status in-
formation provider, i.e., the presence information of a sta-
tus information provider. Specifically, the presentity is a
terminal device for holding the presence information of
a status information provider.
�[0006] The watcher provides the presence information
held by a presentity to a status information receiver. Spe-
cifically, the watcher is a terminal device for accepting
the presence information owned by a presentity.
�[0007] If there is a plurality of presentities, a watcher
does not accept the presence information of all the pre-
sentities, but accepts the presence information of the pre-
sentity that the watcher has designated.
�[0008] The presentity that the watcher has designated
is referred to as a buddy (an entity to be monitored). The
watcher generates a buddy list of buddies (an information
monitored entity list) in order to acquire the presence
information of buddies.
�[0009] The presence service distributes the presence
information of a buddy represented by a buddy list to a
watcher.
�[0010] JP-�A-�2002-91893 discloses a workflow system
for allowing a plurality of terminal devices interconnected
by a network to sequentially update a single electronic
file.
�[0011] According to the disclosed workflow system,
when a terminal device finishes updating the electronic

file, it hands over its authority to update the electronic file
to another terminal device.
�[0012] A terminal device can recover the authority to
update the electronic file that the terminal device has lost.
The terminal device can recover the updating authority
even in the absence of the consent from the user of the
terminal device that is currently holding the updating au-
thority.
�[0013] Specifically, the terminal device can take back
the updating authority by issuing a request to recover the
updating authority.
�[0014] In an ordinary presence system (presence serv-
ice), only a watcher (in this case, an information receiver)
and a presence service administrator (hereinafter re-
ferred to simply as "administrator") have an authority to
update the buddy list of the watcher.
�[0015] If a third party which is neither the watcher nor
the administrator wants to update the buddy list of the
watcher, then the third party has to request the watcher
or the administrator to update the buddy list, and the
watcher or the administrator has to update the buddy list
according to the request.
�[0016] Consequently, unless the watcher or the admin-
istrator updates the buddy list of the watcher, the third
party cannot update the buddy list.
�[0017] When the watcher or the administrator is re-
quested by the third party to update the buddy list, the
watcher or the administrator needs to take the trouble of
updating the buddy list according to the request.
�[0018] JP-�A-�2002-91893 discloses a workflow system
that allows a terminal device that is free of the updating
authority to acquire the updating authority by issuing a
request to recover the updating authority.
�[0019] According to the disclosed workflow system,
the updating authority is transferred to the terminal device
that has issued the request to recover the updating au-
thority even if there is no consent from the user of the
terminal device that is currently holding the updating au-
thority.
�[0020] Consequently, if the updating authority trans-
ference technology is applied to a presence system
(presence service), then a malicious third party may re-
write the buddy list for unauthorized acquisition of the
presence information of a certain buddy.

SUMMARY OF THE INVENTION

�[0021] It is an object of the present invention to provide
a list management server, a list management system, a
list managing method, and a program that are capable
of reducing the burden on a watcher or an administrator
in updating a list and also of preventing the list from being
illegally rewritten.
�[0022] To achieve the above object, a list management
server or a list management system according to the
present invention comprises a list management server
for updating a list that represents an information provider
terminal that is monitored by a receiver terminal, based
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on an updating request that is sent through a communi-
cation link from a third party terminal. The list manage-
ment server includes a list storage unit and a controller.
�[0023] The list is used to distribute information from
the information provider terminal to the receiver terminal.
�[0024] The third party terminal is different from both
the receiver terminal and an administrator terminal of an
administrator of the list.
�[0025] The list storage unit stores the list.
�[0026] The controller accepts the updating request and
identifying information for identifying a user of the third
party terminal from the third party terminal, and deter-
mines whether the user has an updating authority to up-
date the list or not, using the identifying information.
�[0027] If the controller judges that the user has an up-
dating authority to update the list, the controller permits
the third party terminal to update the list.
�[0028] With the above arrangement, the third party ter-
minal, which is used by the user having an authority to
update the list, is able to update the list. Consequently,
the possibility that the list may be illegally rewritten is
lowered.
�[0029] Furthermore, the third party terminal can up-
date the list. It is thus possible to reduce the burden on
a watcher (receiver) or the administrator in updating the
list.
�[0030] The list management server should preferably
be arranged as follows:�

The controller comprises an authority storage unit
and an updating permission unit.
The authority storage unit stores specifying informa-
tion for specifying an authority holder. The authority
holder has an updating authority for updating the list
stored in the list storage unit and is different from the
receiver and the administrator.

�[0031] When the updating permission unit accepts the
updating request and the identifying information from the
third party terminal, the updating permission unit deter-
mines whether the user has the updating authority or not
based on the identifying information and the specifying
information stored in the authority storage unit.
�[0032] The updating permission unit permits the third
party terminal to update the list if the updating permission
unit judges that the user has the updating authority.
�[0033] With the above arrangement, the authority stor-
age unit stores specifying information for specifying an
authority holder. Therefore, it is possible to determine
whether the third party terminal can update the list or not
based on the specifying information stored in the author-
ity storage unit.
�[0034] The authority storage unit should preferably
stores, as the specifying information, updating yes/no in-
formation that indicates whether each user who can use
the list management server has the updating authority.
�[0035] The above arrangement allows an authority
holder who is capable of updating the list to be set with

respect to each user.
�[0036] The list management server should also pref-
erably be arranged as follows:
�[0037] The list storage unit stores lists sent from a plu-
rality of respective receiver terminals.
�[0038] The authority storage unit stores specifying in-
formation for specifying an authority holder having an
updating authority for updating each of the lists.
�[0039] The updating permission unit accepts an updat-
ing request for updating either one of the lists and the
identifying information from the third party terminal, and
determines whether the user has an updating authority
for updating the list which is designated by the updating
request or not based on the identifying information and
the specifying information of the list which is designated
by the updating request.
�[0040] The updating permission unit permits the third
party terminal to update the list if the updating permission
unit judges that the user has the updating authority.
�[0041] The above arrangement allows an authority
holder who is capable of updating the list to be set with
respect to each list.
�[0042] The list management server should further pref-
erably be arranged as follows:�

The authority storage unit stores specifying informa-
tion for specifying an authority holder that has an
updating authority for updating each information pro-
vider terminal in the list.
The updating permission unit accepts the updating
request and the identifying information from the third
party terminal, and determines whether the user has
an updating authority for updating the each informa-
tion provider terminal in the list or not based on the
identifying information and the specifying informa-
tion stored in the authority storage unit.
The updating permission unit permits the third party
terminal to update the information provider terminal
in the list if the updating permission unit judges that
the user has the updating authority for updating the
information provider terminal.

�[0043] The above arrangement makes it possible to
set an authority holder who is capable of updating the list
with respect to each information provider terminal in the
list.
�[0044] Preferably, the specifying information may
comprise a condition for specifying the authority holder.
�[0045] Preferably, the specifying information may
comprise a list for specifying the authority holder.
�[0046] Preferably, the specifying information may rep-
resent the authority holder.
�[0047] Preferably, the specifying information may rep-
resent an updating rejected person who is denied updat-
ing of the list.
�[0048] Preferably, the specifying information may rep-
resent the authority holder and an updating rejected per-
son who is denied updating of the list.
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�[0049] The list management server should further pref-
erably be arranged as follows:�

The updating permission unit determines whether
the user has the updating authority for updating the
list based on the identifying information of the user
and the specifying information stored in the authority
storage unit.
If the updating permission unit is unable to determine
whether the user has the updating authority for up-
dating the list, the updating permission unit asks an
authorized person terminal that is used by an author-
ized person having an updating authority for updat-
ing the list to inquire if the user is permitted to update
the list.
The updating permission unit determines whether
the user has the updating authority for updating the
list based on an answer to the inquiry.

�[0050] With the above arrangement, it is possible to
manage the updating of the list by the third party with
high accuracy.
�[0051] The list management server should further pref-
erably be arranged as follows:�

The authority storage unit stores first specifying in-
formation, second specifying information, and third
specifying information.
The first specifying information indicates whether
each user who is capable of using the list manage-
ment server has the updating authority for updating
the list.
The second specifying information specifies an au-
thority holder having an updating authority for updat-
ing each of lists.
The third specifying information specifies an author-
ity holder having an updating authority for updating
each of information provider terminals in the list.
The updating permission unit selects either one of
the first specifying information, the second specify-
ing information, and the third specifying information
depending on the updating request from the third
party terminal.
The above arrangement allows the list management
server to respond to various updating requests from
the third party terminal.

�[0052] The list management server should further pref-
erably be arranged as follows:�

The controller comprises a confirmation unit and an
updating permission unit.
The confirmation unit accepts the updating request
and the identifying information, and asks the receiver
terminal or the administrator terminal to inquire if the
user who is identified by the identifying information
is permitted to update the list, and accepts an answer
to the inquiry.

The updating permission unit determines whether
that the user has an updating authority for updating
the list based on the answer accepted by the confir-
mation unit.
The updating permission unit permits the third party
terminal to update the list if the updating permission
unit judges that the user has an updating authority
for updating the list.
With the above arrangement, the receiver or the ad-
ministrator manages the updating of the list. There-
fore, it is possible to prevent the list from being ille-
gally rewritten.

�[0053] The list management server should further pref-
erably be arranged as follows:�

When the controller accepts the updating request
and an updating certificate that represents an updat-
ing authority for updating the list, the controller in-
quires the validity of the updating certificate of a cer-
tificate issuing unit for determining the validity of the
updating certificate.
The controller determines whether the user has an
updating authority for updating the list based on an
answer to the inquiry.
With the above arrangement, it is possible to deter-
mine whether the user of the third party terminal has
an updating authority for updating the list based on
the updating certificate.
The above and other objects, features, and advan-
tages of the present invention will become apparent
from the following description with reference to the
accompanying drawings which illustrate examples
of the present invention.

BRIEF DESCRIPTION OF THE DRAWINGS

�[0054]

Fig. 1 is a block diagram of a list management server
according to a first embodiment of the present inven-
tion;
Fig. 2 is a block diagram showing the manner in
which the list management server according to the
first embodiment operates;
Fig. 3 is a block diagram of a list management server
according to a second embodiment of the present
invention;
Fig. 4 is a diagram showing an example of data
stored in updating authority database 5c1;
Fig. 5 is a block diagram showing the manner in
which the list management server according to the
second embodiment operates;
Fig. 6 is a diagram showing another example of data
stored in updating authority database 5c1;
Fig. 7 is a diagram showing still another example of
data stored in updating authority database 5c1;
Fig. 8 is a block diagram of a modification of the list
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management server according to the second em-
bodiment;
Fig. 9 is a block diagram of a list management server
according to a third embodiment of the present in-
vention; and
Fig. 10 is a block diagram showing the manner in
which the list management server according to the
third embodiment operates.

DETAILED DESCRIPTION OF THE PREFERRED EM-
BODIMENTS

�[0055] A presence system according to a first embod-
iment of the present invention will be described below.
�[0056] Fig. 1 shows in block form a list management
server according to a first embodiment of the present
invention.
�[0057] As shown in Fig. 1, the presence system, which
includes the list management server, has information
provider terminal 1, receiver terminal 2, administrator ter-
minal 3, third party terminal 4, and presence server (list
management server) 5.
�[0058] Receiver terminal 2 is an example of a watcher
or authority holder terminal.
�[0059] Presence server 5 includes buddy list manager
5a and controller 5b. Controller 5b includes buddy list
updating authority manager 5b1 and prior buddy list up-
dating authority manager 5b2.
�[0060] Buddy list manager 5a will be referred to simply
as manager 5a. Buddy list updating authority manager
5b1 will be also referred to simply as manager 5b1. Prior
buddy list updating authority manager 5b2 will be also
referred to simply as manager 5b2.
�[0061] In Fig. 1, in the functions of an ordinary pres-
ence service (presence system), manager 5b and man-
ager 5b2 that have a bearing on the present invention
are illustrated.
�[0062] Controller 5b may be implemented by a com-
puter. The computer reads a program that is stored in a
memory and executes the program. The program ena-
bles the computer to perform a list updating process that
is executed by controller 5b.
�[0063] Presence server 5 is connected to information
provider terminal 1, receiver terminal (watcher) 2, admin-
istrator terminal 3, and third party terminal 4 through com-
munication link 6 such as the Internet or the like.
�[0064] Information provider terminal 1 is a presentity
that is used by an information provider. Information pro-
vider terminal 1 accepts information provided by the in-
formation provider and holds the accepted information.
�[0065] Receiver terminal 2 is a watcher that is used by
a receiver who acquires the information accepted by in-
formation provider terminal 1.
�[0066] Receiver terminal 2 generates a list (hereinafter
referred to as "buddy list"). The buddy list is used to dis-
tribute the information owned by information provider ter-
minal 1 monitored by receiver terminal 2 to receiver ter-
minal 2.

�[0067] Receiver terminal 2 sends the buddy list to pres-
ence sever 5. Receiver terminal 2 may hold the buddy list.
�[0068] The buddy list represents the owner of the bud-
dy list, i.e., the watcher, and the information provider ter-
minal that is monitored by the watcher. Receiver terminal
2 has an authority to update the buddy list generated by
itself.
�[0069] Administrator terminal 3 is an example of au-
thority holder terminal. Administrator terminal 3 is used
by an administrator who manages presence server 5.
Administrator terminal 3 has an authority to update the
buddy list.
�[0070] Third party terminal 4 is used by a third party
that is different from both the receiver and the adminis-
trator. Third party terminal 4 sends a request for updating
the buddy list and identifying information for identifying
the third party to presence server 5 through communica-
tion link 6.
�[0071] Presence server 5 serves as an example of the
list management server.
�[0072] When presence server 5 accepts the buddy list
from receiver terminal 2, presence server 5 stores the
buddy list. When information provider terminal 1 that is
indicated by the buddy list accepts information from the
information provider, presence server 5 sends the ac-
cepted information to the owner (the watcher) of the bud-
dy list.
�[0073] Presence server 5 can update the buddy list
based on an updating request that has been sent from
third party terminal 4.
�[0074] Manager 5a stores the buddy list that has been
sent from receiver terminal 2, and manages the buddy
list.
�[0075] Controller 5b accepts an updating request and
identifying information from the third party terminal. When
controller 5b accepts an updating request and identifying
information from the third party terminal, controller 5b
determines whether the third party has an authority to
update the buddy list or not.
�[0076] If controller 5b judges that the third party has
an authority to update the buddy list, then controller 5b
permits the third party to update the buddy list.
�[0077] Manager 5b1 is an example of updating per-
mission unit.
�[0078] Manager 5b1 is connected to third party termi-
nal 4, manager 5b2, and manager 5a. Manager 5b1 de-
termines whether the third party is permitted to update
the buddy list or not.
�[0079] When manager 5b1 accepts an updating re-
quest and identifying information from third party terminal
4, manager 5b sends the updating request and the iden-
tifying information to manager 5b2.
�[0080] Manager 5b2 is an example of confirmation unit.
Manager 5b2 gives an authority to update the buddy list
to receiver terminal 2 and administrator terminal 3. Man-
ager 5b2 does not permit a terminal that is different from
both receiver terminal 2 and administrator terminal 3 to
update the buddy list.
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�[0081] When manager 5b2 accepts the updating re-
quest and the identifying information from manager 5b1,
manager 5b2 asks receiver terminal 2 or administrator
terminal 3 to inquire if the third party that is specified by
the identifying information may update the buddy list that
is designated by the updating request. Manager 5b2 ac-
cepts an answer to the inquiry, and sends the answer to
manager 5b1.
�[0082] Based on the answer, manager 5b1 determines
whether the third party has an authority to update the
buddy list or not.
�[0083] Specifically, if the answer indicates that the third
party is permitted to update the buddy list, then manager
5b1 judges that the third party has an authority to update
the buddy list. Thereafter, manager 5b1 permits third par-
ty terminal 4 to update the buddy list.
�[0084] If the answer indicates the rejection of the up-
dating of the buddy list by the third party, then manager
5b1 judges that the third party has no authority to update
the buddy list. Thereafter, manager 5b1 rejects the up-
dating of the buddy list by third party terminal 4.
�[0085] If manager 5b1 permits third party terminal 4 to
update the buddy list, then manager 5b1 accepts the up-
dating of the buddy list by third party terminal 4. Manager
5b1 sends updating details to manager 5a.
�[0086] When manager 5a accepts the updating details,
manager 5a updates the buddy list based on the updating
details.
�[0087] Manager 5a, manager 5b1, and manager 5b2
may not be included in one server, but may be compo-
nents of a system that includes them.
�[0088] Operation of the presence system according to
the first embodiment will be described below.
�[0089] Fig. 2 shows in block form the manner in which
the presence system according to the first embodiment
operates.
�[0090] In Fig. 2, those parts which are identical to those
shown in Fig. 1 are denoted by identical reference char-
acters. In Fig. 2, communication link 6 is omitted from
illustration for the sake of brevity. Operation of the pres-
ence system will be described below with reference to
Fig. 2.
�[0091] It is assumed that manager 5a manages a "W1-
BL buddy list" and that the "W1-�BL buddy list" is a buddy
list owned by "W1 watcher (receiver terminal) 2".
�[0092] In step a1, A1 third party terminal 4 sends a
request (updating request) for updating the "W1- �BL bud-
dy list" and identifying information of the A1 third party to
manager 5b1.
�[0093] When manager 5b1 accepts the request for up-
dating the "W1-�BL buddy list" and the identifying infor-
mation of the A1 third party, manager 5b1 executes step
a2.
�[0094] In step a2, manager 5b1 sends the request for
updating the "W1-�BL buddy list" and the identifying infor-
mation of the A1 third party to manager 5b2 in order for
manager 5b1 to determine whether the updating of the
"W1-�BL buddy list" by A1 third party terminal 4 is permit-

ted or not.
�[0095] When manager 5b2 accepts the request for up-
dating the "W1-�BL buddy list" and the identifying infor-
mation of the A1 third party, manager 5b2 executes step
a3.
�[0096] In step a3, manager 5b2 asks W1 watcher (re-
ceiver terminal) 2 or administrator terminal 3 to inquire if
the third party that is specified by the identifying informa-
tion may update the buddy list ("Wi- �BL buddy list") that
designated by the updating request.
�[0097] When W1 watcher (receiver terminal) 2 or ad-
ministrator terminal 3 accepts the inquiry, it executes step
a4.
�[0098] In step a4, W1 watcher (receiver terminal) 2 or
administrator terminal 3 displays inquiry details, and then
accepts an answer from the receiver or the administrator.
When W1 watcher (receiver terminal) 2 or administrator
terminal 3 accepts the answer from the receiver or the
administrator, it executes step a5.
�[0099] In step a5, W1 watcher (receiver terminal) 2 or
administrator terminal 3 sends the answer to manager
5b2. When manager 5b2 accepts the answer, it executes
step a6.
�[0100] In step a6, manager 5b2 sends the answer to
manager 5b1. When manager 5b1 accepts the answer,
it executes step a7.
�[0101] In step a7, if the answer indicates that the A1
third party is permitted to update the "W1-�BL buddy list",
then manager 5b1 judges that the A1 third party has an
authority to update the "W1-�BL buddy list". Thereafter,
manager 5b1 permits A1 third party terminal 4 to update
the "W1-�BL buddy list".
�[0102] If the answer indicates the rejection of the up-
dating of the "W1-�BL buddy list" by the A1 third party,
then manager 5b1 judges that the A1 third party has no
authority to update the "W1-�BL buddy list". Thereafter,
manager 5b1 rejects the updating of the "W1-�BL buddy
list" by A1 third party terminal 4.
�[0103] If manager 5b1 permits A1 third party terminal
4 to update the "W1-�BL buddy list", then manager 5b1
executes step a8.
�[0104] In step a8, manager 5b1 accepts the updating
of the "W1- �BL buddy list" by A1 third party terminal 4,
and sends updating details to manager 5a. When man-
ager 5a accepts the updating details, it executes step s9.
�[0105] In step a9, manager 5a updates the "W1-�BL
buddy list" based on the updating details.
�[0106] The presence system according to the first em-
bodiment offers the following advantages:�

When manager 5b accepts an updating request and
identifying information from third party terminal 4,
manager 5b determines whether the third party has
an authority to update the buddy list or not, using the
identifying information. If manager 5b judges that the
third party has an authority to update the buddy list,
then it permits the third party to update the buddy list.

9 10 
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�[0107] Therefore, the third party terminal, which is
used by the third party having an authority to update the
buddy list, is able to update the buddy list. Consequently,
the possibility that the buddy list may be illegally rewritten
is lowered.
�[0108] Furthermore, the buddy list can be updated by
third party terminal 4. It is thus possible to reduce the
burden on the watcher (receiver) or the administrator in
updating the buddy list.
�[0109] According to the first embodiment, when man-
ager 5b2 accepts an updating request and identifying
information, manager 5b2 asks receiver terminal 2 or ad-
ministrator terminal 3 to inquire if the third party specified
by the identifying information may update the buddy list
or not. Manager 5b2 accepts an answer to the inquiry.
Based on the answer, manager 5b1 determines whether
the third party has an authority to update the buddy list
or not.
�[0110] Accordingly, the receiver or the administrator is
capable of managing the updating of the buddy list to
prevent the buddy list from being illegally rewritten.
�[0111] A presence system according to a second em-
bodiment of the present invention will be described be-
low.
�[0112] Fig. 3 shows in block form a list management
server according to a second embodiment of the present
invention.
�[0113] As shown in Fig. 3, the presence system, which
includes the list management server, has third party ter-
minal 4 and presence server (list management server)
50.
�[0114] Presence server 50 includes manager 5a and
controller 5c. Controller 5c includes updating authority
database 5c1 and buddy list updating authority manager
5c2. Updating authority database 5c1 will be referred to
simply as DB 5c1, and buddy list updating authority man-
ager 5c2 as manager 5c2.
�[0115] In Fig. 3, in the functions of an ordinary pres-
ence service (presence system), manager 5a that has a
bearing on the present invention is illustrated.
�[0116] Manager 5c2 may be implemented by a com-
puter. The computer reads a program stored in a memory
and executes the program. The program enables the
computer to perform a list updating process that is exe-
cuted by manager 5c2.
�[0117] Presence server 50 is connected to third party
terminal 4 through communication link 6 such as the In-
ternet or the like.
�[0118] Presence server 50 is an example of the list
management server.
�[0119] Presence server 50 stores at least a buddy list.
When an information provider terminal that is indicated
by the buddy list accepts information from the information
provider, presence server 50 sends the accepted infor-
mation to the owner (a watcher: receiver terminal) of the
buddy list.
�[0120] Presence server 50 is capable of updating the
buddy list based on an updating request that has been

sent from third party terminal 4.
�[0121] Controller 5c accepts an updating request and
identifying information of third party terminal 4 from third
party terminal 4. When controller 5c accepts the updating
request and the identifying information, controller 5c de-
termines whether the third party has an authority to up-
date the buddy list, using the identifying information.
�[0122] If controller 5c judges that the third party has
an authority to update the buddy list, then controller 5c
permits the third party to update the buddy list.
�[0123] DB (authority storage unit) 5c1 stores specify-
ing information for specifying an authority owner. The
authority owner has an authority to update the buddy list
stored in manager 5a, and is different from both the re-
ceiver and the administrator.
�[0124] DB 5c1 stores a list of third parties having an
authority to update any buddy lists stored in manager 5a
or conditions for specifying those third parties. DB 5c1
also stores a list of third parties having no authority to
update any buddy lists stored in manager 5a or conditions
for specifying those third parties. DB 5c1 stores the lists
or the conditions as specifying information. A third party
that is specified by the specifying information is, for ex-
ample, a user who can use presence server 50.
�[0125] An example of conditions for specifying third
parties will be described below.
�[0126] If identifying information output by third party
terminal 4 is represented by a plurality of characters in-
cluding a first character representative of a group to which
the third party belongs, then a condition that the first char-
acter of the identifying information is a certain character
is used as a condition for specifying the third party that
has an authority to update any buddy lists stored in man-
ager 5a.
�[0127] If identifying information that is output by third
party terminal 4 is represented by a plurality of characters
that includes a first character representative of a group
to which the third party belongs, then a condition that the
first character of the identifying information is a certain
character is used as a condition for specifying the third
party that has no authority to update any buddy lists
stored in manager 5a.
�[0128] Fig. 4 shows an example of data stored in DB
5c1.
�[0129] As shown in Fig. 4, DB 5c1 stores identifying
information 5c1a of third parties that are capable of using
presence server 50, and updating yes/no information 5c1
b that indicates whether those third parties can update
the buddy list or not. Identifying information 5c1a is re-
lated to updating yes/no information 5c1 b in DB 5c1.
�[0130] In Fig. 4, a third party whose identifying infor-
mation 5c1a is represented by "stab" is permitted to up-
date the buddy list, and a third party whose identifying
information 5c1 a is represented by "abcd" is denied the
updating of the buddy list.
�[0131] Referring back to Fig. 3, manager 5c2 is an ex-
ample of updating permission unit.
�[0132] When manager 5c2 accepts an updating re-

11 12 



EP 1 679 650 A1

8

5

10

15

20

25

30

35

40

45

50

55

quest and identifying information from third party terminal
4, manager 5c2 determines whether the third party has
an authority to update the buddy list or not, based on the
identifying information and the identifying information
stored in DB 5c1.
�[0133] If the identifying information of the third party is
related to updating permission (yes) information in DB
5c1, then manager 5c2 judges that the third party has an
authority to update the buddy list.
�[0134] If the identifying information of the third party is
related to updating rejection (no) information in DB 5c1,
then manager 5c2 judges that the third party has no au-
thority to update the buddy list.
�[0135] If manager 5c2 judges that the third party has
an authority to update the buddy list, then manager 5c2
accepts the updating of the buddy list by third party ter-
minal 4. Manager 5c2 sends updating details to manager
5a. When manager 5a accepts the updating details, man-
ager 5a updates the buddy list based on the updating
details.
�[0136] DB 5c1, manager 5c2, and manager 5a may
not be included in one server, but may be components
of the presence system.
�[0137] Operation of the presence system according to
the second embodiment will be described below.
�[0138] Fig. 5 shows in block form the manner in which
the presence system according to the second embodi-
ment operates.
�[0139] In Fig. 5, those parts which are identical to those
shown in Fig. 3 are denoted by identical reference char-
acters. In Fig. 5, communication link 6 is omitted from
illustration for the sake of brevity. Operation of the pres-
ence system will be described below with reference to
Fig. 5.
�[0140] It is assumed that manager 5a manages a "W1-
BL buddy list" and a "W2-�BL buddy list", and that a "W1
watcher (receiver terminal)" owns the "W1-�BL buddy list"
and a "W2 watcher (receiver terminal)" owns the "W2-
BL buddy list".
�[0141] It is also assumed that identifying information
of the A1 third party is registered in association with up-
dating permission (yes) information in DB5c1.
�[0142] In step b1, A1 third party terminal 4 sends a
request (updating request) for updating the "W1- �BL bud-
dy list" and identifying information of the A1 third party to
manager 5c2.
�[0143] When manager 5c2 accepts the request for up-
dating the "W1-�BL buddy list" and the identifying infor-
mation of the A1 third party, manager 5c2 executes step
b2.
�[0144] In step b2, manager 5c2 reads updating yes/no
information 5c1 b related to the identifying information of
third parties from DB 5c1 in order to determine whether
the A1 third party is permitted to update the "W1 -BL
buddy list" or not.
�[0145] When manager 5c2 reads updating yes/no in-
formation 5c1b, it executes step b3.
�[0146] In step b3, if updating yes/no information 5c1 b

represents updating permission (yes) information, then
manager 5c2 judges that the Al third party has an author-
ity to update the "W1-�BL buddy list", and, as a result,
permits the Al third party to update the "W1-�BL buddy
list". If updating yes/no information 5c1b represents up-
dating rejection (no) information, then manager 5c2 judg-
es that the Al third party has no authority to update the
"W1-�BL buddy list", and, as a result, inhibits the Al third
party from updating the "W1- �BL buddy list".
�[0147] If manager 5c2 permits the Al third party to up-
date the "W1-�BL buddy list", then manager 5c2 executes
step b4.
�[0148] In step b4, manager 5c2 accepts the updating
of the "W1- �BL buddy list" by A1 third party terminal 4,
and sends updating details to manager 5a. When man-
ager 5a accepts the updating details, it executes step b5.
�[0149] In step b5, manager 5a updates the "W1-�BL
buddy list" based on the updating details.
�[0150] According to the second embodiment, when
controller 5c accepts an updating request and identifying
information from third party terminal 4, controller 5c de-
termines whether the third party has an authority to up-
date the buddy list or not, using the identifying informa-
tion. If controller 5c judges that the third party has an
authority to update the buddy list, then it permits the third
party to update the buddy list.
�[0151] Therefore, the third party terminal, which is
used by the third party having an authority to update the
buddy list, is able to update the buddy list. Consequently,
the possibility that the buddy list may be illegally rewritten
is lowered.
�[0152] Furthermore, the buddy list can be updated by
third party terminal 4. It is thus possible to reduce the
burden on the watcher (receiver) or the administrator in
updating the buddy list.
�[0153] According to the second embodiment, further-
more, DB 5c1 stores specifying information for specifying
an authority owner who has an authority to update the
buddy list stored in manager 5a and who is different from
both the receiver and the administrator.
�[0154] When manager 5c2 accepts an updating re-
quest and identifying information, manager 5c2 deter-
mines whether the third party has an authority to update
the buddy list or not, based on the identifying information
and the stored specifying information. If manager 5c2
judges that the third party has an authority to update the
buddy list, then manager 5c2 permits the third party to
update the buddy list.
�[0155] Manager 5c2 can determine whether the third
party has an authority to update the buddy list or not,
based on the identifying information stored in DB 5c1.
Therefore, the burden on the receiver or the administrator
can further be reduced.
�[0156] According to the second embodiment, moreo-
ver, DB 5c1 stores updating yes/no information that rep-
resents whether each of the users that can be connected
to presence server 50 has an authority to update the bud-
dy list or not.
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�[0157] With the stored updating yes/no information, it
is possible to set an authority owner who is capable of
updating the buddy list with respect to each of the users.
�[0158] The presence system according to the second
embodiment may be modified as follows: �

A first modification of the presence system will first
be described below.
According to the first modification, if manager 5a
stores a plurality of buddy lists as shown in Fig. 5,
then DB 5c1 stores, with respect to each of the buddy
lists, specifying information for specifying authority
owners having an authority in order to update the
buddy list.

�[0159] Stated otherwise, DB 5c1 stores a list of third
parties having an authority to update certain buddy lists
managed by manager 5a or conditions for specifying
those third parties. DB 5c1 also stores a list of third parties
having no authority to update certain buddy lists man-
aged by manager 5a or conditions for specifying those
third parties.
�[0160] Therefore, DB 5c1 stores a list of third parties
having an authority to update each of the buddy lists or
conditions for specifying those third parties, and also
stores a list of third parties having no authority to update
each of the buddy lists or conditions for specifying those
third parties.
�[0161] Fig. 6 shows another example of data stored in
DB 5c1.
�[0162] As shown in Fig. 6, DB 5c1 stores identifying
information 5c1 a of third parties and updating yes/no
information 5c1 b with respect to each of the buddy lists.
Identifying information 5c1 a and updating yes/no infor-
mation 5c1 b are related to each other in DB 5c1.
�[0163] When manager 5c2 accepts an updating re-
quest for updating either one of a plurality of buddy lists
and identifying information from third party terminal 4,
manager 5c2 determines whether the third party has an
authority to update the buddy list that is requested to be
updated by the updating request, based on the identifying
information and the specifying information related to the
buddy list that is requested to be updated by the updating
request.
�[0164] If manager 5c2 judges that the third party has
an authority to update the buddy list, then manager 5c2
permits third party terminal 4 to update the buddy list.
�[0165] Operation of the first modification will be de-
scribed below.
�[0166] It is assumed that manager 5a manages the
"W1-�BL buddy list" and the "W2- �BL buddy list" as shown
in Fig. 5.
�[0167] DB 5c1 stores a "W1-�BL buddy list", "identifying
information of the A1 third party", and "updating permis-
sion (yes) information". The "W1- �BL buddy list", the "iden-
tifying information of the A1 third party", and the "updating
permission (yes) information" are related to each other
in DB5c1.

�[0168] DB 5c1 also stores a "W2-�BL buddy list", "iden-
tifying information of the A1 third party", and "updating
rejection (no) information". The "W2-�BL buddy list", the
"identifying information of the A1 third party", and the
"updating rejection (no) information" are related to each
other in DB5c1.
�[0169] First, operation of the presence system at the
time A1 third party terminal 4 sends an updating request
for updating the "W1- �BL buddy list" and identifying infor-
mation of the A1 third party to manager 5c2 will be de-
scribed below.
�[0170] In step c1, A1 third party terminal 4 sends the
updating request for updating the "W1- �BL buddy list" and
the identifying information of the A1 third party to man-
ager 5c2.
�[0171] When manager 5c2 accepts the updating re-
quest for updating the "W1- �BL buddy list" and the iden-
tifying information of the A1 third party, manager 5c2 ex-
ecutes step c2.
�[0172] In step c2, manager 5c2 reads updating yes/no
information that is related to the "W1- �BL buddy list" and
the "identifying information of the A1 third party" from DB
5c1 in order to determine whether the A1 third party is
permitted to update the "W1 -BL buddy list" or not.
�[0173] Since the "W1-�BL buddy list" and the "identify-
ing information of the A1 third party" are related to the
"updating permission (yes) information" in DB 5c1, man-
ager 5c2 reads the "updating permission (yes) informa-
tion".
�[0174] When manager 5c2 reads the updating yes/no
information, it executes step c3.
�[0175] In step c3, if the updating yes/no information
5c1 b represents "updating permission (yes) informa-
tion", manager 5c2 judges that the A1 third party has an
authority to update the "W1-�BL buddy list". As a result,
manager 5c2 permits A1 third party terminal 4 to update
the "W1-�BL buddy list". If the updating yes/no information
5c1 b represents "updating rejection (no) information",
manager 5c2 judges that the A1 third party has no au-
thority to update the "W1- �BL buddy list". As a result, man-
ager 5c2 inhibits A1 third party terminal 4 from updating
the "W1-�BL buddy list".
�[0176] If manager 5c2 permits A1 third party terminal
4 to update the "W1-�BL buddy list", then manager 5c2
executes step c4.
�[0177] In step c4, manager 5c2 accepts the updating
of the "W1-�BL buddy list" performed by A1 third party
terminal 4, and sends updating details to manager 5a.
When manager 5a accepts the updating details, manager
5a executes step c5.
�[0178] In step c5, manager 5a updates the "W1-�BL
buddy list" based on the updating details.
�[0179] Operation of the presence system at the time
A1 third party terminal 4 sends an updating request for
updating the "W2-�BL buddy list" and identifying informa-
tion of the A1 third party to manager 5c2 will be described
below.
�[0180] In step d1, A1 third party terminal 4 sends the
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updating request for updating the "W2- �BL buddy list" and
the identifying information of the A1 third party to man-
ager 5c2.
�[0181] When manager 5c2 accepts the updating re-
quest for updating the "W2- �BL buddy list" and the iden-
tifying information of the A1 third party, manager 5c2 ex-
ecutes step d2.
�[0182] In step d2, manager 5c2 reads updating yes/no
information that is related to the "W2- �BL buddy list" and
the "identifying information of the A1 third party" from DB
5c1 in order to determine whether the A1 third party is
permitted to update the "W2- �BL buddy list" or not.
�[0183] Since the "W2-�BL buddy list" and the "identify-
ing information of the A1 third party" are related to the
"updating rejection (no) information" in DB 5c1, manager
5c2 reads the "updating rejection (no) information".
�[0184] When manager 5c2 reads the updating yes/no
information, it executes step d3.
�[0185] In step d3, if the updating yes/no information
5c1 b represents "updating permission (yes) informa-
tion", manager 5c2 judges that the A1 third party has an
authority to update the "W2-�BL buddy list". As a result,
manager 5c2 permits A1 third party terminal 4 to update
the "W2- �BL buddy list". If the updating yes/no information
5c1 b represents "updating rejection (no) information",
manager 5c2 judges that the A1 third party has no au-
thority to update the "W2-�BL buddy list".
�[0186] If manager 5c2 judges that the A1 third party
has no authority to update the "W2- �BL buddy list", man-
ager 5c2 executes step d4.
�[0187] In step d4, manager 5c2 discards or rejects the
updating request sent from A1 third party terminal 4.
�[0188] According to the first modification, it is possible
to set an authority owner that is capable of updating each
of the buddy lists.
�[0189] A second modification of the presence system
will then be described below.
�[0190] According to the second modification, DB 5c1
stores, with respect to each of the information provider
terminals (hereinafter referred to as "buddies") contained
in the buddy list, specifying information for specifying au-
thority owners having an updating authority with respect
to the buddy.
�[0191] Stated otherwise, DB 5c1 stores a list of third
parties having an updating authority with respect to cer-
tain buddies managed by manager 5a or conditions for
specifying those third parties. DB 5c1 also stores a list
of third parties having no updating authority with respect
to those certain buddies or conditions for specifying those
third parties.
�[0192] Therefore, DB 5c1 stores, with respect to each
buddy, a list of third parties having a buddy lists updating
authority or conditions for specifying those third parties,
and also stores, with respect to each buddy, a list of third
parties having no buddy lists updating authority or con-
ditions for specifying those third parties.
�[0193] Fig. 7 shows still another example of data stored
in DB 5c1.

�[0194] As shown in Fig. 7, DB 5c1 stores identifying
information 5c1 a of third parties and updating yes/no
information 5c1 b with respect to each of the buddies
5c1d. Identifying information 5c1 a and updating yes/no
information 5c1 b are related to each other with respect
to each of the buddies 5c1d in DB 5c1.
�[0195] When manager 5c2 accepts an updating re-
quest for updating a certain buddy and identifying infor-
mation from third party terminal 4, manager 5c2 deter-
mines whether the third party has an authority to update
the buddy that is indicated by the updating request, based
on the identifying information and the specifying informa-
tion of the buddy that is requested to be updated by the
updating request.
�[0196] If manager 5c2 judges that the third party has
an authority to update the buddy, then manager 5c2 per-
mits third party terminal 4 to update the buddy.
�[0197] Operation of the second modification will be de-
scribed below.
�[0198] It is assumed that manager 5a manages the
"W1-�BL buddy list", and that the "W1 -BL buddy list" con-
tains a "W1- �B1 buddy" and a "W1- �B2 buddy".
�[0199] In DB 5c1, the "W1-�B1 buddy", "identifying in-
formation of the A1 third party", and "updating permission
(yes) information" are related to each other, and the "W2-
B1 buddy", "identifying information of the A1 third party",
and "updating rejection (no) information" are related to
each other.
�[0200] In step e1, A1 third party terminal 4 sends the
updating request for updating the "W1- �BL buddy list" and
the identifying information of the A1 third party to man-
ager 5c2. It is assumed that the updating request has
updating details for changing the "W1-�B1 buddy" and the
"W1-�B2 buddy" contained in the "W1- �BL buddy list".
�[0201] When manager 5c2 accepts the updating re-
quest for updating the "W1- �BL buddy list" and the iden-
tifying information of the A1 third party, manager 5c2 ex-
ecutes step e2.
�[0202] In step e2, manager 5c2 reads updating yes/no
information that is related to the "W1- �B1 buddy" and the
"identifying information of the A1 third party" from DB 5c1
in order to determine whether the A1 third party is per-
mitted to update the "W1-�B1 buddy" of the "W1- �BL buddy
list" or not. Since the "W1- �B1 buddy" and the "identifying
information of the A1 third party" are related to the "up-
dating permission (yes) information" in DB 5c1, manager
5c2 reads the "updating permission (yes) information".
�[0203] Then, manager 5c2 reads updating yes/no in-
formation that is related to the "W1- �B2 buddy" and the
"identifying information of the A1 third party" from DB 5c1
in order to determine whether the A1 third party is per-
mitted to update the "W1-�B2 buddy" of the "W1- �BL buddy
list" or not. Since the "W1- �B2 buddy" and the "identifying
information of the A1 third party" are related to the "up-
dating rejection (no) information" in DB 5c1, manager
5c2 reads the "updating rejection (no) information".
�[0204] In step e3, if manager 5c2 judges that the A1
third party has an authority to update the "W1-�B1 buddy",
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manager 5c2 permits A1 third party terminal 4 to update
the "W1-�B1 buddy". If manager 5c2 judges that the A1
third party has no authority to update the "W1-�B2 buddy",
manager 5c2 inhibits A1 third party terminal 4 from up-
dating the "W1-82 buddy".
�[0205] If manager 5c2 permits A1 third party terminal
4 to update the "W1-�B1 buddy", then manager 5c2 exe-
cutes step e4.
�[0206] In step e4, manager 5c2 accepts the updating
of the "W1-�B1 buddy" performed by A1 third party termi-
nal 4, and sends updating details to manager 5a. When
manager 5a accepts the updating details, manager 5a
executes step e5.
�[0207] In step e5, manager 5a updates the "W1-�B1
buddy" based on the updating details.
�[0208] If manager 5c2 inhibits A1 third party terminal
4 from updating the "W1- �B2 buddy", manager 5c2 exe-
cutes step e6.
�[0209] In step e6, manager 5c2 discards or rejects the
updating request for updating the "W1-�B2 buddy" sent
from A1 third party terminal 4.
�[0210] According to the second modification, it is pos-
sible to set an authority owner that is capable of updating
the buddy list with respect to each of the buddies.
�[0211] In the second embodiment, manager 5c2 may
determine if it is possible to ascertain whether the user
(third party) of third party terminal 4 has an authority to
update the buddy list or not, based on the identifying in-
formation accepted from third party terminal 4 and spec-
ifying information stored in DB 5c1.
�[0212] For example, if the identifying information that
is sent from third party terminal 4 is stored in DB 5c1,
then manager 5c2 judges that it is possible to determine
whether the third party has an authority to update the
buddy list. If the identifying information that is sent from
third party terminal 4 is not stored in DB 5c1, then man-
ager 5c2 judges that it is not possible to determine wheth-
er the third party has an authority to update the buddy list.
�[0213] If manager 5c2 judges that it is not possible to
determine whether the user of third party terminal 4 has
an authority to update the buddy list, then manager 5c2
asks the authority owner terminal (receiver terminal 2 or
administrator terminal 3) used by the authority owner to
inquire if the user of third party terminal 4 is permitted to
update the buddy list or not. Manager 5c2 accepts an
answer to the inquiry.
�[0214] Based on the answer, manager 5c2 determines
whether the user of third party terminal 4 has an authority
to update the buddy list or not.
�[0215] Manager 5c2 should preferably ask manager
5b2 to send an inquiry to the authority owner terminal
(receiver terminal 2 or administrator terminal 3) and to
accept an answer to the inquiry.
�[0216] Fig. 8 shows in block form a presence system
in which manager 5c2 asks manager 5b2 to send an in-
quiry to receiver terminal 2 or administrator terminal 3
and to accept an answer to the inquiry.
�[0217] In Fig. 8, those parts which are identical to those

shown in Fig. 1 or 3 are denoted by identical reference
characters. In Fig. 8, controller 5c includes DB 5c1, man-
ager 5c2, and manager 5b2.
�[0218] In the second embodiment, DB 5c1 may store
the specifying information shown in Fig. 4, the specifying
information shown in Fig. 6, and the specifying informa-
tion shown in Fig. 7. The specifying information should
preferably be consistent with each other. Manager 5c2
should preferably select or change either one of the first
through third specifying information based on the updat-
ing request from third party terminal 4.
�[0219] For example, if manager 5c2 judges that the
updating request from third party terminal 4 is improper,
e.g., the updating request requests a predetermined
number of buddy lists or more to be updated, then man-
ager 5c2 selects the specifying information shown in Fig.
4, and excludes the identifying information of third party
terminal 4 from the selected specifying information.
�[0220] If manager 5c2 judges that the updating request
for updating buddy list A sent from third party terminal 4
is improper, e.g., the updating request for updating buddy
list A is given a number of times in excess of a predeter-
mined count within a predetermined period of time, then
manager 5c2 selects the specifying information shown
in Fig. 6, i.e., the identifying information that is related to
buddy list A, and excludes the identifying information of
third party terminal 4 from the selected specifying infor-
mation.
�[0221] If manager 5c2 judges that the updating request
for updating buddy B sent from third party terminal 4,
e.g., the updating request to remove buddy D from buddy
list A, is improper, e.g., the updating request for updating
buddy B is given a number of times in excess of a pre-
determined count within a predetermined period of time,
then manager 5c2 selects the specifying information
shown in Fig. 7, i.e., the identifying information that is
related to buddy B, and excludes the identifying informa-
tion of third party terminal 4 from the selected specifying
information.
�[0222] When manager 5c2 selects or changes certain
specifying information from a plurality of specifying infor-
mation stored in DB 5c1 based on the updating request
that is sent from third party terminal 4, it is possible to
respond to various updating requests from third party ter-
minal 4.
�[0223] A presence system according to a third embod-
iment of the present invention will be described below.
�[0224] Fig. 9 shows in block form a list management
server according to a third embodiment of the present
invention. In Fig. 9, those parts which are identical to
those shown in Fig. 1 are denoted by identical reference
characters.
�[0225] As shown in Fig. 9, the presence system, which
includes the list management server, has third party ter-
minal 4, presence server (list management server) 500,
and certificate issuing unit 7.
�[0226] Presence server 500 includes manager 5a and
buddy list updating authority manager (controller) 5d.
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Buddy list updating authority manager 5d will be referred
to as manager 5d.
�[0227] In Fig. 9, of the functions of an ordinary pres-
ence service (presence system), manager 5a that has a
bearing on the present invention is illustrated.
�[0228] Manger 5d may be implemented by a computer.
The computer reads a program stored in a memory and
executes the program. The program enables the com-
puter to perform a list updating process that is executed
by manager 5d.
�[0229] Presence server 500 is connected to third party
terminal 4 and certificate issuing unit 7 through commu-
nication link 6 such as the Internet or the like.
�[0230] Presence server 500 is an example of the list
management server.
�[0231] Presence server 500 stores a buddy list. Pres-
ence server 500 sends information, which an information
provider terminal (buddy) indicated by the buddy list has
accepted from the information provider, to the owner (a
watcher: receiver terminal) of the buddy list.
�[0232] Presence server 500 is capable of updating the
buddy list based on an updating request sent from third
party terminal 4.
�[0233] Certificate issuing unit 7 issues an updating cer-
tificate proving a buddy list updating authority of a certif-
icate user, and also determines the validity of the updat-
ing certificate.
�[0234] Manager 5d accepts an updating request and
an updating certificate that indicates buddy list updating
authority from third party terminal 4. The updating certif-
icate is used as identifying information of third party ter-
minal 4.
�[0235] When manager 5d accepts the updating re-
quest and the updating certificate from third party termi-
nal 4, manager 5d determines whether the third party
has an updating authority to update the buddy list or not,
using the updating certificate.
�[0236] Specifically, manager 5d inquires at certificate
issuing unit 7 for the validity of the updating certificate.
�[0237] Then, manager 5d determines whether the third
party has an updating authority to update the buddy list,
based on an answer to the inquiry. For example, if man-
ager 5d accepts an answer recognizing the validity of the
updating certificate from certificate issuing unit 7, then
manager 5d judges that the third party has an updating
authority to update the buddy list, and, as a result, permits
third party terminal 4 to update the buddy list.
�[0238] Operation of the presence system according to
the third embodiment will be described below.
�[0239] Fig. 10 shows in block form the manner in which
the presence system according to the third embodiment
operates.
�[0240] In Fig. 10, those parts which are identical to
those shown in Fig. 9 are denoted by identical reference
characters. In Fig. 10, communication link 6 is omitted
from illustration for the sake of brevity. Operation of the
presence system will be described below with reference
to Fig. 10.

�[0241] It is assumed that manager 5a manages a "W1-
BL buddy list" and that the owner of the "W1-�BL buddy
list" is a "W1 watcher (receiver terminal)".
�[0242] In step f1, A1 third party terminal 4 sends a re-
quest (updating request) for updating the "W1-�BL buddy
list" and an updating certificate for updating the "W1- �BL
buddy list" issued from certificate issuing unit 7, to man-
ager 5d.
�[0243] When manager 5d accepts the updating re-
quest for updating the "W1-�BL buddy list" and the updat-
ing certificate, manager 5d executes step f2.
�[0244] In step f2, manager 5d inquires at certificate
issuing unit 7 for the validity of the updating certificate
received from A1 third party terminal 4, in order to deter-
mine whether the A1 third party is permitted to update
the "W1-�BL buddy list" or not.
�[0245] When certificate issuing unit 7 accepts the in-
quiry about the validity of the updating certificate, it exe-
cutes step f3.
�[0246] In step f3, certificate issuing unit 7 determines
the validity of the updating certificate, and sends a notice
that represents the determined result to manager 5d.
When manager 5d accepts the notice from certificate is-
suing unit 7, manager 5d executes step f4.
�[0247] In step f4, if the notice indicates the validity of
the updating certificate, then manager 5d judges that the
A1 third party has an updating authority to update the
"W1-�BL buddy list", and, as a result, permits A1 third
party terminal 4 to update the buddy list. If the notice
does not indicate the validity of the updating certificate,
then manager 5d judges that the A1 third party has no
updating authority to update the "W1-�BL buddy list".
�[0248] If manager 5d permits A1 third party terminal 4
to update the "W1-�BL buddy list", then manager 5d ex-
ecutes step f5.
�[0249] In step f5, manager 5d accepts the updating of
the "W1-�BL buddy list" performed by A1 third party ter-
minal 4, and sends updating details to manager 5a. When
manager 5a accepts the updating details, manager 5a
executes step f6.
�[0250] In step f6, manager 5a updates the "W1-�BL bud-
dy list" based on the updating details.
�[0251] According to the third embodiment, when man-
ager 5d accepts an updating request and an updating
certificate from third party terminal 4, manager 5d deter-
mines whether the third party has an updating authority
to update the buddy list or not, using the updating certif-
icate. If manager 5d judges that the third party has an
updating authority, then manager 5d permits third party
terminal 4 to update the buddy list.
�[0252] Therefore, the third party terminal, which is
used by the third party having an updating authority to
update the buddy list, is able to update the buddy list.
Consequently, the possibility that the buddy list may be
illegally rewritten is lowered.
�[0253] Furthermore, the buddy list can be updated by
third party terminal 4. It is thus possible to reduce the
burden on the watcher (receiver) or the administrator in
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updating the buddy list.
�[0254] According to the third embodiment, when man-
ager 5d accepts an updating request and an updating
certificate, manager 5d inquires at certificate issuing unit
7 for the validity of the updating certificate and accepts
an answer to the inquiry.
�[0255] Based on the answer, manager 5d determines
whether the third party has an updating authority to up-
date the buddy list or not. If manager 5d accepts an an-
swer that proves the validity of the updating certificate,
manager 5d permits third party terminal 4 to update the
buddy list.
�[0256] Consequently, it is possible to determine
whether third party terminal 4 has an updating authority
to update the buddy list or not, based on the updating
certificate.
�[0257] The presence system according to the third em-
bodiment and the presence system according to the sec-
ond embodiment may be combined with each other.
�[0258] For example, when the controller accepts an
updating request and an updating certificate from third
party terminal 4, the controller determines whether the
user of third party terminal 4 has an updating authority
to update the buddy list or not, based on the accepted
identifying information and the specifying information
stored in updating authority database 5c1.
�[0259] If the controller judges that the user has an up-
dating authority to update the buddy list, then the con-
troller permits third party terminal 4 to update the buddy
list.
�[0260] If the controller is unable to determine whether
the user has an updating authority to update the buddy
list or not, then the controller asks receiver terminal 2 or
administrator terminal 3 to inquire if the user is permitted
to update the buddy list or not.
�[0261] The controller accepts an answer to the inquiry.
If the controller accepts an answer indicating that third
party terminal 4 is permitted to update the buddy list, then
the controller permits third party terminal 4 to update the
buddy list.
�[0262] When the controller accepts an updating re-
quest and an updating certificate from third party terminal
4, the controller inquires at certificate issuing unit 7 about
whether the user of third party terminal 4 has an updating
authority to update the buddy list or not.
�[0263] The controller accepts an answer to the inquiry.
If the validity of the updating certificate is proven, the
controller judges that the user has an updating authority
to update the buddy list, and permits third party terminal
4 to update the buddy list.
�[0264] Thus, it is possible determine whether the third
party has an updating authority to update the buddy list
or not, according to either one of a plurality of decision
processes. Therefore, the determination becomes accu-
rate.
�[0265] The present invention is applicable to the fol-
lowing fields: �

(1) Advertisement and publicity: �
For example, an advertisement serves as informa-
tion provided by a presentity (buddy), and the pro-
vider of the advertisement is added to a buddy list.
An advertisement agent or the like updates the bud-
dy list.
(2) TODO list: �
For example, TODO serves as information provided
by a presentity (buddy), and the provider of TODO
is added to a buddy list. A person who wants a watch-
er to process TODO or the like updates the buddy list.
(3) Privacy management: �
For example, if there is an administrator for manag-
ing the privacy of a presentity, other than the pre-
sentity, then the administrator changes a buddy list
in which the presentity is registered.
(4) Cellular phone: �
For example, a third party sends an updating request
for updating a buddy list to a presence service, using
a browser or a built-�in application of a cellular phone.

�[0266] While preferred embodiments of the present in-
vention have been described using specific terms, such
description is for illustrative purposes only, and it is to be
understood that changes and variations may be made
without departing from the spirit or scope of the following
claims.

Claims

1. A list management server for updating a list repre-
senting an information provider terminal monitored
by a receiver terminal and used to distribute infor-
mation from said information provider terminal to
said receiver terminal, based on an updating request
sent through a communication link from a third party
terminal which is different from both said receiver
terminal and an administrator terminal of an admin-
istrator of said list, said server comprising: �

a list storage unit for storing said list; and
a controller for accepting said updating request
from said third party terminal and identifying in-
formation for identifying a user of said third party
terminal, determining whether said user has an
updating authority to update said list or not, us-
ing said identifying information, and, if said con-
troller judges that said user has an updating au-
thority to update said list, permitting said third
party terminal to update said list.

2. The list management server according to claim 1,
wherein said controller comprises: �

an authority storage unit for storing specifying
information for specifying an authority holder
that has an updating authority for updating the
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list stored in said list storage unit and that is dif-
ferent from said receiver and said administrator;
and
an updating permission unit for accepting said
updating request and said identifying informa-
tion from said third party terminal, determining
whether said user has said updating authority
or not based on said identifying information and
the specifying information stored in said author-
ity storage unit, and permitting said third party
terminal to update said list if said updating per-
mission unit judges that said user has said up-
dating authority.

3. The list management server according to claim 2,
wherein said authority storage unit stores, as said
specifying information, updating advisability infor-
mation indicating whether each user who can use
said list management server has said updating au-
thority.

4. The list management server according to claim 2,
wherein said list storage unit stores a plurality of said
lists; �
said authority storage unit stores specifying informa-
tion for specifying an authority holder having an up-
dating authority for updating each of said lists; and
said updating permission unit accepts an updating
request for updating either one of said lists and said
identifying information from said third party terminal,
determines whether said user has an updating au-
thority for updating the list which is requested to be
updated by said updating request based on said
identifying information and the specifying informa-
tion of the list which is requested to be updated by
said updating request, and permits said third party
terminal to update said list if said updating permis-
sion unit judges that said user has said updating au-
thority.

5. The list management server according to claim 2,
wherein said authority storage unit stores specifying
information for specifying an authority holder that has
an updating authority for updating each information
provider terminal indicated by said list; and
said updating permission unit accepts said updating
request and said identifying information from said
third party terminal, determines whether said user
has an updating authority for updating said each in-
formation provider terminal indicated by said list
based on said identifying information and the spec-
ifying information stored in said authority storage
unit, and permits said third party terminal to update
the information provider terminal in said list if said
updating permission unit judges that said user has
said updating authority for updating the information
provider terminal.

6. The list management server according to claim 2,
wherein said specifying information comprises a
condition for specifying said authority holder.

7. The list management server according to claim 2,
wherein said specifying information comprises a list
for specifying said authority holder.

8. The list management server according to claim 2,
wherein said specifying information represents said
authority holder.

9. The list management server according to claim 2,
wherein said specifying information represents an
updating rejected person who is denied updating of
said list.

10. The list management server according to claim 2,
wherein said specifying information represents said
authority holder and an updating rejected person
who is denied updating of said list.

11. The list management server according to claim 2,
wherein said updating permission unit determines
whether said user has the updating authority for up-
dating said list based on the identifying information
of the user and the specifying information stored in
said authority storage unit, and, if said updating per-
mission unit is unable to determine whether said user
has the updating authority for updating said list, said
updating permission unit asks an authorized person
terminal used by an authorized person having an
updating authority for updating said list to inquire if
said user is permitted to update said list, accepts an
answer to the inquiry, and determines whether said
user has the updating authority for updating said list
based on said answer.

12. The list management server according to claim 2,
wherein said authority storage unit stores first spec-
ifying information indicating whether each user that
is capable of using said list management server has
the updating authority for updating said list, second
specifying information for specifying an authority
holder having an updating authority for updating
each of lists, and third specifying information for
specifying an authority holder having an updating
authority for updating each of information provider
terminals indicated by said list; and
said updating permission unit selects either one of
said first specifying information, said second speci-
fying information, and said third specifying informa-
tion depending on said updating request from said
third party terminal.

13. The list management server according to claim 1,
wherein said controller comprises: �
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a confirmation unit for accepting said updating
request and said identifying information, asking
said receiver terminal to inquire if the user iden-
tified by said identifying information is permitted
to update said list, and accepting an answer to
the inquiry; and
an updating permission unit for determining
whether said user has an updating authority for
updating said list based on the answer accepted
by said confirmation unit, and permitting said
third party terminal to update said list if the up-
dating permission unit judges that said user has
an updating authority for updating said list.

14. The list management server according to claim 1,
wherein said controller comprises: �

a confirmation unit for accepting said updating
request and said identifying information, asking
said administrator terminal to inquire if the user
identified by said identifying information is per-
mitted to update said list, and accepting an an-
swer to the inquiry; and
an updating permission unit for determining
whether said user has an updating authority for
updating said list based on the answer accepted
by said confirmation unit, and permitting said
third party terminal to update said list if the up-
dating permission unit judges that said user has
an updating authority for updating said list.

15. The list management server according to claim 1,
wherein said controller accepts said updating re-
quest and an updating certificate representing an up-
dating authority for updating said list, inquires at a
certificate issuing unit for determining the validity of
said updating certificate about the validity of said up-
dating certificate, determines whether said user has
an updating authority for updating said list based on
an answer to the inquiry, and permits said third party
terminal to update said list if said controller judges
that said user has said updating authority.

16. A list management system for updating a list repre-
senting an information provider terminal monitored
by a receiver terminal and used to distribute infor-
mation from said information provider terminal to
said receiver terminal, based on an updating request
sent through a communication link from a third party
terminal which is different from both said receiver
terminal and an administrator terminal of an admin-
istrator of said list, said system comprising:�

a list storage unit for storing said list; and
a controller for accepting said updating request
and identifying information for identifying a user
of said third party terminal from said third party
terminal, determining whether said user has an

updating authority to update said list, using said
identifying information, and, if said controller
judges that said user has an updating authority
to update said list, permitting said third party ter-
minal to update said list.

17. A list managing method to be carried out by a list
management server for updating a list representing
an information provider terminal monitored by a re-
ceiver terminal and used to distribute information
from said information provider terminal to said re-
ceiver terminal, based on an updating request sent
through a communication link from a third party ter-
minal which is different from both said receiver ter-
minal and an administrator terminal of an adminis-
trator of said list, said list management server includ-
ing a list storage unit for storing said list, said list
managing method comprising the steps of: �

(a) accepting said updating request and identi-
fying information for identifying a user of said
third party terminal from said third party terminal,
and determining whether said user has an up-
dating authority to update said list, using said
identifying information; and
(b) if it is judged that said user has an updating
authority to update said list, permitting said third
party terminal to update said list.

18. The list managing method according to claim 17,
wherein said list management server includes an au-
thority storage unit for storing specifying information
for specifying an authority holder which has an up-
dating authority for updating the list stored in said list
storage unit and which is different from said receiver
and said administrator;�
said step (a) comprises the steps of accepting said
updating request and said identifying information
from said third party terminal, and determining
whether said user has said updating authority based
on said identifying information and the specifying in-
formation stored in said authority storage unit.

19. The list managing method according to claim 18,
wherein said authority storage unit stores, as said
specifying information, updating advisability infor-
mation indicating whether each user who can use
said list management server has said updating au-
thority.

20. The list managing method according to claim 18,
wherein said list storage unit stores a plurality of said
lists; �
said authority storage unit stores specifying informa-
tion for specifying an authority holder having an up-
dating authority for updating each of said lists; �
said step (a) comprises the steps of accepting an
updating request for updating either one of said lists
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and said identifying information from said third party
terminal, and determining whether said user has an
updating authority for updating the list which is re-
quested to be updated by said updating request
based on said identifying information and the spec-
ifying information of the list which is requested to be
updated by said updating request; and
said step (b) comprises the step of permitting said
third party terminal to update said list if it is judged
that said user has said updating authority of the list
which is required to be updated by said updating
request.

21. The list managing method according to claim 18,
wherein said authority storage unit stores specifying
information for specifying an authority holder which
has an updating authority for updating each informa-
tion provider terminal indicated by said list; �
said step (a) comprises the steps of accepting said
updating request and said identifying information
from said third party terminal, and determining
whether said user has an updating authority for up-
dating said each information provider terminal indi-
cated by said list based on said identifying informa-
tion and the specifying information stored in said au-
thority storage unit; and
said step (b) comprises the step of permitting said
third party terminal to update the information provider
terminal in said list if it is judged that said user has
said updating authority for updating the information
provider terminal.

22. The list managing method according to claim 18,
wherein said specifying information comprises a
condition for specifying said authority holder.

23. The list managing method according to claim 18,
wherein said specifying information comprises a list
for specifying said authority holder.

24. The list managing method according to claim 18,
wherein said specifying information represents said
authority holder.

25. The list managing method according to claim 18,
wherein said specifying information represents an
updating rejected person who is denied updating of
said list.

26. The list managing method according to claim 18,
wherein said specifying information represents said
authority holder and an updating rejected person
who is denied updating of said list.

27. The list managing method according to claim 18, fur-
ther comprising the steps of:�

(c) determining whether said user has the up-

dating authority for updating said list based on
the identifying information of the user and the
specifying information stored in said authority
storage unit
(d) if it is impossible to determine whether said
user has the updating authority for updating said
list, asking an authorized person terminal used
by an authorized person having an updating au-
thority for updating said list to inquire if said user
is permitted to update said list;
(e) accepting an answer to the inquiry;�
said step (a) comprising the step of determining
whether said user has the updating authority for
updating said list based on said answer.

28. The list managing method according to claim 18, said
authority storage unit stores first specifying informa-
tion indicating whether each user capable of using
said list management server has the updating au-
thority for updating said list, second specifying infor-
mation for specifying an authority holder having an
updating authority for updating each of lists, and third
specifying information for specifying an authority
holder having an updating authority for updating
each of information provider terminals indicated by
said list;�

said list managing method further comprising
the step of:
selecting either one of said first specifying infor-
mation, said second specifying information, and
said third specifying information depending on
said updating request from said third party ter-
minal.

29. The list managing method according to claim 17, fur-
ther comprising the steps of:�

accepting said updating request and said iden-
tifying information from said third party terminal,
and asking said receiver terminal to inquire if the
user identified by said identifying information is
permitted to update said list; and
accepting an answer to the inquiry;
said step (a) comprising the step of determining
whether said user has an updating authority for
updating said list based on said answer.

30. The list managing method according to claim 17, fur-
ther comprising the steps of:�

accepting said updating request and said iden-
tifying information from said third party terminal,
and asking said administrator terminal to inquire
if the user identified by said identifying informa-
tion is permitted to update said list, and
accepts an answer to the inquiry;
said step (a) comprising the step of determining
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whether said user has an updating authority for
updating said list based on said answer.

31. The list managing method according to claim 17, fur-
ther comprising the steps of:�

accepting said updating request and an updat-
ing certificate representing an updating authority
for updating said list from said third party termi-
nal, inquires at a certificate issuing unit for de-
termining the validity of said updating certificate
about the validity of said updating certificate; and
accepting an answer to the inquiry;
said step (a) comprising the step of determining
whether said user has an updating authority for
updating said list based on said answer.

32. A list managing method to be carried out by a list
management system for updating a list representing
an information provider terminal monitored by a re-
ceiver terminal and used to distribute information
from said information provider terminal to said re-
ceiver terminal, based on an updating request sent
through a communication link from a third party ter-
minal which is different from both said receiver ter-
minal and an administrator terminal of an adminis-
trator of said list, said list management system in-
cluding a list storage unit for storing said list, said list
managing method comprising the steps of: �

(a) accepting said updating request and identi-
fying information for identifying a user of said
third party terminal from said third party terminal,
and determining whether said user has an up-
dating authority to update said list, using said
identifying information; and
(b) if it is judged that said user has an updating
authority to update said list, permitting said third
party terminal to update said list.

33. A program for controlling a computer for updating a
list representing an information provider terminal
monitored by a receiver terminal and used to distrib-
ute information from said information provider termi-
nal to said receiver terminal, based on an updating
request sent through a communication link from a
third party terminal which is different from both said
receiver terminal and an administrator terminal of an
administrator of said list, said computer being con-
nected to a list storage unit for storing said list, said
program enabling said computer to perform a list
management process comprising the steps of:�

(a) accepting said updating request and identi-
fying information for identifying a user of said
third party terminal from said third party terminal,
and determining whether said third party termi-
nal has an updating authority to update said list,

using said identifying information; and
(b) if it is judged that said user has an updating
authority to update said list, permitting said third
party terminal to update said list.

34. The program according to claim 33, wherein said
computer is connected to an authority storage unit
for storing specifying information for specifying an
authority holder which has an updating authority for
updating the list stored in said list storage unit and
which is different from said receiver and said admin-
istrator;�
said step (a) comprises the steps of accepting said
updating request and said identifying information
from said third party terminal, and determining
whether said user has said updating authority based
on said identifying information and the specifying in-
formation stored in said authority storage unit.

35. The program according to claim 33, wherein said
step (a) comprises the steps of accepting said up-
dating request and said identifying information from
said third party terminal, asking said receiver termi-
nal to inquire if the user identified by said identifying
information is permitted to update said list, accepting
an answer to the inquiry, and determining whether
said user has an updating authority for updating said
list based on said answer.

36. The program according to claim 33, wherein said
step (a) comprises the steps of accepting said up-
dating request and said identifying information from
said third party terminal, asking said administrator
terminal to inquire if the user identified by said iden-
tifying information is permitted to update said list,
accepting an answer to the inquiry, and determining
whether said user has an updating authority for up-
dating said list based on said answer.

37. The program according to claim 33, wherein said
step (a) comprises the steps of accepting said up-
dating request and an updating certificate represent-
ing an updating authority for updating said list from
said third party terminal, inquiring at a certificate is-
suing unit for determining the validity of said updating
certificate about the validity of said updating certifi-
cate, accepting an answer to the inquiry, and deter-
mining whether said user has an updating authority
for updating said list based on said answer.
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