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(57)【要約】
　本発明は、代替的なネットワーク探索を効率的に実施
し、ロケーションやネットワークポリシー設定などのパ
ラメータに応じて最も望ましい候補となる無線アクセス
技術を移動局が選択することを可能にすることにより、
異なる無線技術間のモビリティ処理を実現するための方
法および装置を含む。
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【特許請求の範囲】
【請求項１】
　セルラーネットワークと通信するマルチモード無線送受信ユニット（ＷＴＲＵ）が、ア
クセス可能な無線ローカルエリアネットワーク（ＷＬＡＮ）を認識し、当該ＷＬＡＮとの
通信結合を確立するための方法であって、
　前記ＷＴＲＵと前記セルラー通信システムとの間の通信結合を提供するステップと、
　前記セルラーシステムにそれ自体のサービスエリア内に所在するＷＬＡＮのロケーショ
ンを提供するステップと、
　前記ＷＴＲＵの位置を追跡するステップと、
　前記ＷＴＲＵの位置を前記ＷＬＡＮの既知のロケーションと比較するステップと、
　前記ＷＴＲＵがＷＬＡＮとの通信結合を確立することができるように、前記ＷＬＡＮが
前記ＷＴＲＵの近傍にくる時期を検出するステップと、
　前記ＷＴＲＵの近傍にＷＬＡＮが所在することを前記ＷＴＲＵに通知するステップと、
　前記ＷＴＲＵが前記ＷＬＡＮとの通信結合を確立すべきかどうかを判定するステップと
、
　前記判定が肯定的である場合に、前記ＷＴＲＵが前記ＷＬＡＮとの通信結合を確立する
ステップと
　を含むことを特徴とする方法。
【請求項２】
　前記セルラーネットワークは、符号分割多元接続（ＣＤＭＡ）システム、グローバル移
動通信システム（ＧＭＳ）システム、汎用パケット無線システム（ＧＰＲＳ）、および３
ＧＰＰ準拠システムのうちの１つであり、前記ＷＬＡＮは、ＩＥＥＥ　８０２．Ｘ準拠Ｗ
ＬＡＮであることを特徴とする請求項１に記載の方法。
【請求項３】
　前記セルラーシステムにＷＬＡＮのロケーションを提供する前記ステップは、それ自体
のサービスエリアが前記セルラー通信システムのサービスエリアと重複するＷＬＡＮのロ
ケーションを、前記セルラー通信システム内のデータベースで維持するステップを含むこ
とを特徴とする請求項１に記載の方法。
【請求項４】
　前記追跡するステップは、三角測量、ユニバーサルジオグラフィカルエリア記述、全地
球測位システム、一時移動局識別子（ＴＭＳＩ）、および無線周波数（ＲＦ）署名のうち
の少なくとも１つから導出される情報を使用するステップを含むことを特徴とする請求項
１に記載の方法。
【請求項５】
　前記通知するステップは、前記セルラーネットワークが前記ＷＬＡＮに関する情報を専
用メッセージまたはビーコンフレームの形で前記ＷＴＲＵに送信するステップを含むこと
を特徴とする請求項１に記載の方法。
【請求項６】
　前記ＷＬＡＮに関する前記情報は、サポートされるハンドオーバ機能のレベル、および
前記ＷＬＡＮ上で利用可能なサービスのうちの少なくとも１つに関する指示を含むことを
特徴とする請求項５に記載の方法。
【請求項７】
　前記指示の生成元となる情報は、手動でまたは動的に更新されることを特徴とする請求
項６に記載の方法。
【請求項８】
　前記通知するステップの後に、前記ＷＴＲＵは、前記ＷＬＡＮとの間でやりとりされる
プローブ要求／応答メッセージ対を介して、または前記ＷＬＡＮ内のデータベースにアク
セスすることによって、ＷＬＡＮのシステム情報を取得することを特徴とする請求項１に
記載の方法。
【請求項９】
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　前記ＷＴＲＵが前記ＷＬＡＮとの通信結合を確立すべきかどうかを判定する前記ステッ
プは、前記ＷＴＲＵまたは前記セルラーネットワークによって実施されることを特徴とす
る請求項１に記載の方法。
【請求項１０】
　前記ＷＬＡＮとの通信結合を確立する前記ステップは、前記ＷＴＲＵが前記ＷＬＡＮの
スキャンを行うステップを含むことを特徴とする請求項１に記載の方法。
【請求項１１】
　前記スキャンは、アクティブ型またはパッシブ型であることを特徴とする請求項１０に
記載の方法。
【請求項１２】
　前記スキャンは、前記ＷＴＲＵが前記ＷＬＡＮを検出するまで周期的に実施されること
を特徴とする請求項１０に記載の方法。
【請求項１３】
　前記ＷＴＲＵの近傍で、前記ＷＴＲＵとの通信結合が確立できる複数の利用可能なＷＬ
ＡＮが検出された場合に、前記ＷＴＲＵは、前記利用可能なＷＬＡＮのリストを計算し、
前記判定するステップは、通信結合を確立する上で好ましいＷＬＡＮを判定するステップ
を含むことを特徴とする請求項１に記載の方法。
【請求項１４】
　前記ＷＴＲＵは、システム運営者、サービス品質（ＱｏＳ）、およびデータ伝送速度の
うちの少なくとも１つを含むＷＬＡＮの情報を評価することによって前記好ましいＷＬＡ
Ｎを判定することを特徴とする請求項１３に記載の方法。
【請求項１５】
　それ自体の近傍に所在する少なくとも１つの無線ローカルエリアネットワーク（ＷＬＡ
Ｎ）に関する情報の受信および処理を行い、複数の可能な通信結合のうちの好ましい通信
結合を判定し、前記好ましい通信結合を確立することができるマルチモード無線送受信ユ
ニット（ＷＴＲＵ）であって、
　セルラーネットワークとの通信結合を介して通信するセルラーコンポーネントと、
　ＷＬＡＮとの通信結合を介して通信するＷＬＡＮコンポーネントと、
　利用可能なネットワークの探索を円滑にし、複数の可能な通信結合のうちの好ましい通
信結合を判定し、前記好ましい通信結合の確立を円滑にするメディア間ハンドオーバ－ハ
ンドオーバ（ＭＩＨＨＯ）コンポーネントと
　を備えることを特徴とするＷＴＲＵ。
【請求項１６】
　前記セルラーネットワークは、符号分割多元接続（ＣＤＭＡ）システム、グローバル移
動通信システム（ＧＭＳ）システム、汎用パケット無線システム（ＧＰＲＳ）、および３
ＧＰＰ準拠システムのうちの１つであり、前記ＷＬＡＮは、ＩＥＥＥ　８０２．Ｘ準拠Ｗ
ＬＡＮであることを特徴とする請求項１５に記載のＷＴＲＵ。
【請求項１７】
　前記セルラーネットワークに前記ＷＴＲＵの位置に関する情報を提供する全地球測位シ
ステム（ＧＰＳ）受信機をさらに備えることを特徴とする請求項１５に記載のＷＴＲＵ。
【請求項１８】
　前記セルラーネットワークから受信された前記ＷＬＡＮに関する情報を含むメッセージ
のうちの少なくとも１つと、前記ＷＬＡＮとの間でやりとりされるプローブ要求／応答メ
ッセージ対とを介し、前記ＷＬＡＮ内のデータベースにアクセスすることによって、前記
ＷＬＡＮに関する情報を取得し、前記データベースから前記ＷＬＡＮの情報を抽出するよ
うに構成されることを特徴とする請求項１５に記載のＷＴＲＵ。
【請求項１９】
　前記ＭＩＨＨＯコンポーネントは、前記ＷＬＡＮの情報を使用して、前記ＷＴＲＵが前
記ＷＬＡＮとの通信結合を確立すべきかどうかを判定するように構成されることを特徴と
する請求項１８に記載のＷＴＲＵ。
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【請求項２０】
　前記好ましい通信結合の確立は、前記ＷＬＡＮをスキャンすることから開始されること
を特徴とする請求項１５に記載のＷＴＲＵ。
【請求項２１】
　前記スキャンは、アクティブ型またはパッシブ型であることを特徴とする請求項２０に
記載のＷＴＲＵ。
【請求項２２】
　前記スキャンは、前記ＷＴＲＵが前記ＷＬＡＮを検出するまで周期的に実施されること
を特徴とする請求項２０に記載のＷＴＲＵ。
【請求項２３】
　前記ＷＴＲＵの近傍で、前記ＷＴＲＵとの通信結合が確立できる複数の利用可能なＷＬ
ＡＮが検出された場合に、前記ＭＩＨＨＯコンポーネントは、通信結合を確立する上で好
ましいＷＬＡＮを判定するように構成されることを特徴とする請求項２０に記載のＷＴＲ
Ｕ。
【請求項２４】
　前記ＭＩＨＨＯコンポーネントは、システム運営者、サービス品質（ＱｏＳ）、および
データ伝送速度のうちの少なくとも１つを含むＷＬＡＮの情報を評価することによって前
記好ましいＷＬＡＮを判定するように構成されることを特徴とする請求項２３に記載のＷ
ＴＲＵ。
【請求項２５】
　無線ローカルエリアネットワーク（ＷＬＡＮ）アクセスポイントであって、
　識別された複数の各ネットワーク毎のネットワーク識別子と、ネットワークロケーショ
ンと、システム運営者識別子と、システム能力と、サービス品質（ＱｏＳ）パラメータと
、無線アクセスタイプとを含み、前記ＷＬＡＮとセルラーネットワークとの間の無線送受
信ユニット（ＷＴＲＵ）のハンドオーバを円滑にするＭＩＨ情報を送信するように構成さ
れたメディア間ハンドオーバ（ＭＩＨ）デバイス
　を備えることを特徴とするＷＬＡＮアクセスポイント。
【請求項２６】
　前記ＭＩＨ情報は、各ネットワークのデータ伝送速度をさらに含むことを特徴とする請
求項２５に記載のＷＬＡＮアクセスポイント。
【請求項２７】
　前記ＭＩＨ情報は、各ネットワークのネットワークポリシー設定をさらに含むことを特
徴とする請求項２５に記載のＷＬＡＮアクセスポイント。
【請求項２８】
　前記ＭＩＨ情報は、ビーコンフレームを介して送信されることを特徴とする請求項２５
に記載のＷＬＡＮアクセスポイント。
【請求項２９】
　前記ＭＩＨ情報は、専用フレームを介して送信されることを特徴とする請求項２５に記
載のＷＬＡＮアクセスポイント。
【請求項３０】
　前記ＭＩＨ情報は、ブロードキャストチャネルを介して送信されることを特徴とする請
求項２５に記載のＷＬＡＮアクセスポイント。
【請求項３１】
　前記ＭＩＨ情報の一部は、ネットワーク上のデータベースから検索されるものであり、
ブロードキャスト情報としては送信されないことを特徴とする請求項２５に記載のＷＬＡ
Ｎアクセスポイント。
【請求項３２】
　無線送受信ユニット（ＷＴＲＵ）であって、
　識別された複数の各ネットワーク毎のネットワーク識別子と、ネットワークロケーショ
ンと、システム運営者識別子と、システム能力と、サービス品質（ＱｏＳ）パラメータと
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、無線アクセスタイプとを含み、ＷＬＡＮとセルラーネットワークとの間の前記ＷＴＲＵ
のハンドオーバを円滑にするＭＩＨ情報を受信するように構成されたメディア間ハンドオ
ーバ（ＭＩＨ）デバイス
　を備えることを特徴とするＷＴＲＵ。
【請求項３３】
　前記ＭＩＨ情報は、各ネットワークのデータ伝送速度をさらに含むことを特徴とする請
求項３２に記載のＷＴＲＵ。
【請求項３４】
　前記ＭＩＨ情報は、各ネットワークのネットワークポリシー設定をさらに含むことを特
徴とする請求項３２に記載のＷＴＲＵ。
【請求項３５】
　前記ＭＩＨ情報は、ビーコンフレームを介して受信されることを特徴とする請求項３２
に記載のＷＴＲＵ。
【請求項３６】
　前記ＭＩＨ情報は、専用フレームを介して受信されることを特徴とする請求項３２に記
載のＷＴＲＵ。
【請求項３７】
　前記ＭＩＨ情報は、ブロードキャストチャネルを介して受信されることを特徴とする請
求項３２に記載のＷＴＲＵ。
【請求項３８】
　前記ＭＩＨ情報の一部は、ネットワーク上のデータベースから検索されるものであり、
ブロードキャスト情報としては送信されないことを特徴とする請求項３２に記載のＷＴＲ
Ｕ。
【請求項３９】
　ネットワークアクセスポイントであって、
　識別された複数の各ネットワーク毎のネットワーク識別子と、ネットワークロケーショ
ンと、システム運営者識別子と、システム能力と、サービス品質（ＱｏＳ）パラメータと
、無線アクセスタイプとを含み、前記ネットワークとセルラーネットワークとの間の無線
送受信ユニット（ＷＴＲＵ）のハンドオーバを円滑にするＭＩＨ情報を送信するように構
成されたメディア間ハンドオーバ（ＭＩＨ）デバイス
　を備えることを特徴とするネットワークアクセスポイント。
【請求項４０】
　前記ＭＩＨ情報は、各ネットワークのデータ伝送速度を含むことを特徴とする請求項３
９に記載のネットワークアクセスポイント。
【請求項４１】
　前記ＭＩＨ情報は、各ネットワークのネットワークポリシー設定を含むことを特徴とす
る請求項３９に記載のネットワークアクセスポイント。
【請求項４２】
　前記ＭＩＨ情報は、ビーコンフレームを介して送信されることを特徴とする請求項３９
に記載のネットワークアクセスポイント。
【請求項４３】
　前記ＭＩＨ情報は、専用フレームを介して送信されることを特徴とする請求項３９に記
載のネットワークアクセスポイント。
【請求項４４】
　前記ＭＩＨ情報は、ブロードキャストチャネルを介して送信されることを特徴とする請
求項３９に記載のネットワークアクセスポイント。
【請求項４５】
　前記ＭＩＨ情報の一部は、ネットワーク上のデータベースから検索されるものであり、
ブロードキャスト情報としては送信されないことを特徴とする請求項３９に記載のネット
ワークアクセスポイント。
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【請求項４６】
　無線送受信ユニット（ＷＴＲＵ）によって使用される方法であって、
　第１のアクセス技術を使用して前記ＷＴＲＵと第１のネットワークとの間の通信結合を
提供するステップと、
　識別された複数の各ネットワーク毎のネットワーク識別子と、ネットワークロケーショ
ンと、システム運営者識別子と、システム能力と、サービス品質（ＱｏＳ）パラメータと
、無線アクセスタイプとを含み、第２のアクセス技術を使用して前記第１のネットワーク
と好ましいネットワークとの間の前記ＷＴＲＵのハンドオーバを円滑にするＭＩＨ情報を
受信するステップと、
　前記ＭＩＨ情報を評価して前記好ましいネットワークを判定するステップと、
　前記好ましいネットワークに対する前記ＷＴＲＵのハンドオーバを開始するステップと
　を含むことを特徴とする方法。
【請求項４７】
　前記ＭＩＨ情報は、各ネットワークのデータ伝送速度をさらに含むことを特徴とする請
求項４６に記載の方法。
【請求項４８】
　前記ＭＩＨ情報は、各ネットワークのネットワークポリシー設定をさらに含むことを特
徴とする請求項４６に記載の方法。
【請求項４９】
　前記ＭＩＨ情報は、ビーコンフレームを介して受信されることを特徴とする請求項４６
に記載の方法。
【請求項５０】
　前記ＭＩＨ情報は、専用フレームを介して受信されることを特徴とする請求項４６に記
載の方法。
【請求項５１】
　前記ＭＩＨ情報は、ブロードキャストチャネルを介して受信されることを特徴とする請
求項４６に記載の方法。
【請求項５２】
　前記ＭＩＨ情報の一部は、ネットワーク上のデータベースから検索されるものであり、
ブロードキャスト情報としては送信されないことを特徴とする請求項４６に記載の方法。
【発明の詳細な説明】
【技術分野】
【０００１】
　本発明は、無線通信に関する。より詳細には、本発明は、２つ以上のセルラー無線通信
システムおよび／またはＩＥＥＥ　８０２無線通信システムが利用可能な地理的領域内の
ネットワーク探索およびネットワーク選択に関する。
【背景技術】
【０００２】
　当技術分野では、有線および無線通信システムがよく知られている。最近では様々なタ
イプのネットワークが広範に配備されており、その結果、２つ以上のタイプのネットワー
クにアクセスすることが可能な地理的領域も存在する。２つ以上の異なるネットワークア
クセス技術を単一の通信デバイスに統合する通信デバイスが開発されている。例えば、Ｉ
ＥＥＥ　８０２．Ｘ準拠無線ローカルエリアネットワーク（ＷＬＡＮ）規格や、符号分割
多元接続（ＣＤＭＡ）、グローバル移動通信システム（ＧＳＭ）、汎用パケット無線シス
テム（ＧＰＲＳ）規格のようなセルラー技術など、２つ以上のタイプの無線規格を使用し
た通信を行う機能が統合された通信デバイスが存在する。各規格を使用する通信は、通信
モードと呼ばれ、２つ以上の通信規格を使用した通信を行うことが可能なデバイスは、マ
ルチモードデバイスと呼ばれている。
【発明の開示】
【発明が解決しようとする課題】
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【０００３】
　しかしながら、２つ以上のネットワークアクセス技術を１つのデバイスに統合する既存
のシステムでは、異なるアクセス技術間の網間接続（ｉｎｔｅｒ－ｗｏｒｋｉｎｇ）が実
現されていない。さらに、マルチモード機能をサポートする通信デバイスであっても、当
該デバイスの位置からどのアクセス技術にアクセス可能であるかを判定することはできず
、また、当該デバイスの位置で利用可能な様々なアクセス技術の望ましさを評価し、利用
可能な最良の技術を選出することもできない。
【０００４】
　既知の解決策では、マルチモードハンドセットは、複数の無線モデムをオンに切り換え
、各無線アクセス技術について利用可能なネットワーク、周波数、およびセルをスキャン
することができる。しかしながら、２つ以上の無線機器およびモデムにスキャン機能を実
施させると、電力およびシステム資源が大幅に消費されることになる。また、この解決策
では、各利用可能なネットワーク上で利用できるサービスが探索されることはなく、好ま
しいネットワークが選出されることもない。
【０００５】
　したがって、従来技術の制限なしに複数の利用可能なネットワークの評価を行い、それ
らのネットワークのうちから好ましいネットワークを選択することが必要とされている。
【課題を解決するための手段】
【０００６】
　本発明は、無線送受信ユニット（ＷＴＲＵ）から利用可能なネットワークを効率的に探
索し、それらのネットワーク上で利用可能なサービスを判定し、サービス要件、利用可能
なサービス、ロケーション、ポリシー設定などのパラメータに応じて利用可能な最適の無
線アクセス技術を選択することにより、異なる無線技術間のモビリティ処理（ｍｏｂｉｌ
ｉｔｙ　ｈａｎｄｌｉｎｇ）を円滑にするための方法および装置を含む。
【０００７】
　例示として与えられる以下の説明を添付の図面と併せて読めば、本発明のより詳細な理
解が得られるであろう。
【発明を実施するための最良の形態】
【０００８】
　ここで、添付の図面を参照しながら本発明について説明する。添付の図面の全体を通じ
て同様の参照番号は同様の要素を表す。
【０００９】
　本明細書の以下の記載では、「無線送受信ユニット（ＷＴＲＵ）」という用語は、それ
だけに限らないが、ユーザ機器（ＵＥ）、移動局（ＭＳ）、固定または移動加入者ユニッ
ト、ページャー、または無線環境で動作可能な他の任意のタイプのデバイスを含む。本明
細書の以下の記載では、「基地局（ＢＳ）」という用語は、それだけに限らないが、基地
局、ノードＢ、サイトコントローラ、アクセスポイント（ＡＰ）、あるいは無線環境にお
ける他の任意のタイプのインターフェイスデバイスを含む。
【００１０】
　本発明は、ネットワーク探索を効率的に実施し、探索されたネットワークで利用可能な
サービスを判定し、サービス要件、利用可能なサービス、ロケーション、ネットワークポ
リシー設定などのパラメータに応じて複数の利用可能な無線アクセス技術のうちから好ま
しい無線アクセス技術をＷＴＲＵが選択するのを支援することにより、異なる無線技術間
のモビリティ処理を支援するための装置および方法を含む。
【００１１】
　本発明は、ユーザがセルラーネットワークに接続されている間、セルラーネットワーク
と無線ローカルエリアネットワーク（ＷＬＡＮ）の両方をサポートするデュアルモードＷ
ＴＲＵなどのマルチモードＷＴＲＵがＷＬＡＮのスキャンを停止することを可能にし、し
たがってＷＴＲＵのバッテリ電力を節約することを可能にする。セルラーネットワークは
、デュアルモードＷＴＲＵに対して、ＷＬＡＮがそれ自体の近傍にくる時期を指示し、Ｗ
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ＬＡＮのスキャンを開始すべき旨を指示する。本発明の好ましい一実施形態では、セルラ
ーネットワークは、それ自体のサービスエリア内に所在するＷＬＡＮの地理的ロケーショ
ンを認識する。セルラーネットワークは、ＷＴＲＵの位置も追跡する。ＷＴＲＵのロケー
ションは、三角測量、ユニバーサルジオグラフィカルエリア記述（Ｕｎｉｖｅｒｓａｌ　
Ｇｅｏｇｒａｐｈｉｃａｌ　Ａｒｅａ　Ｄｅｓｃｒｉｐｔｉｏｎｓ）、あるいは全地球測
位システム（ＧＰＳ）を利用した方法など、様々な方法を使用して判定することができる
。セルラーネットワークは、それ自体が認識したＷＬＡＮのロケーションおよびＷＴＲＵ
の位置に基づいて、ＷＴＲＵの近傍にＷＬＡＮが存在するかどうかを判定することができ
る。ＷＬＡＮが存在する場合は、セルラーネットワークは、その旨を知らせる信号をＷＴ
ＲＵに送信する。その後、ＷＴＲＵがＷＬＡＮ探索手続きを開始する。好ましい一実施形
態では、セルラーネットワークは、３ＧＰＰネットワークであり、ＷＬＡＮは、ＩＥＥＥ
　８０２．Ｘ無線ネットワークである。本解決策では、セルラーネットワークからの指令
がない限りＷＬＡＮのスキャンを行わないので、ＷＴＲＵのバッテリ寿命が延長されるが
、その場合にもＷＬＡＮのシステム探索の有効性が損なわれるわけではない。
【００１２】
　図１は、ＷＬＡＮと３ＧＰＰネットワークの両方と通信することができるデュアルモー
ドＷＴＲＵ　１５０を示す。ＷＴＲＵ　１５０は、ＷＬＡＮのサービスエリア１１０内に
移動したところである。ＷＬＡＮ通信サービスは、ＷＬＡＮのサービスエリア１１０内で
ＷＬＡＮ　ＢＳ　１２０から提供される。ＷＬＡＮのサービスエリア１１０は、３ＧＰＰ
セル１３０によって包含される。３ＧＰＰ通信サービスは、セル１３０内で３ＧＰＰ　Ｂ
Ｓ　１４０から提供される。ＷＴＲＵ　１５０はまず、無線通信を介した３ＧＰＰ　ＢＳ
　１４０との通信を実施する。本発明によれば、ＷＴＲＵ　１５０は以下で論じるように
、ＷＬＡＮのサービスエリア１１０内に移動したときに、ＷＬＡＮが利用可能であること
を認識することになる。ＷＴＲＵ　１５０は、ＷＬＡＮ　ＢＳ　１２０を介して利用可能
なサービスを探索する。次いで、ＷＴＲＵ　１５０は、３ＧＰＰ　ＢＳ　１４０からＷＬ
ＡＮ　ＢＳ　１２０にそれ自体の通信をハンドオーバすべきかどうかを判断する。ＷＴＲ
Ｕ　１５０は、ハンドオーバすべきと判断した場合はハンドオーバを開始する。
【００１３】
　図２は、デュアルモードＷＴＲＵ　１５０のブロック図である。ＷＴＲＵ　１５０は、
３ＧＰＰ通信規格を使用して３ＧＰＰ　ＢＳ　１４０と通信することができる３ＧＰＰコ
ンポーネント２４０と、ＷＬＡＮ通信規格を使用してＷＬＡＮ　ＢＳ　１２０と通信する
ことができるＷＬＡＮコンポーネント２２０と、ＭＩＨ機能に関連するメディア間ハンド
オーバ－ハンドオーバ（ＭＩＨＨＯ）コンポーネント２３０とを備える。ＭＩＨ機能は、
複数の利用可能なネットワークの探索を円滑にし、複数の利用可能なネットワークのうち
の好ましいネットワークを判定し、あるネットワークから別のネットワークへのハンドオ
ーバを円滑にする。
【００１４】
　図３は、デュアルモードＷＴＲＵ　１５０と対応ノード（ＣｏＮ）３００との間で継続
中の通信セッションのハンドオーバを示す図である。まず、ＷＴＲＵ　１５０内の３ＧＰ
Ｐコンポーネント２４０と、３ＧＰＰ　ＢＳ　１４０とを介した通信セッションが開始さ
れる。典型的には、３ＧＰＰ　ＢＳ　１４０とＣｏＮ　３００との間に他のネットワーク
コンポーネント（図示せず）も所在する。ＷＬＡＮ　ＢＳ　１２０を含むＷＴＲＵ　１５
０とＣｏＮ　３００との間の潜在的な代替通信経路が、破線で示されている。典型的には
、ＷＬＡＮ　ＢＳ　１２０とＣｏＮ　３００との間に他のネットワークコンポーネント（
図示せず）も所在する。好ましい一実施形態では、３ＧＰＰネットワークは、それ自体と
サービスエリアが重複するＷＬＡＮのロケーションのデータベースを維持し、ＷＴＲＵ　
１５０の位置を追跡する。ＷＴＲＵ　１５０内のＷＬＡＮコンポーネント２２０は、３Ｇ
ＰＰネットワークからＷＴＲＵ　１５０の近傍にＷＬＡＮが所在することがＷＴＲＵ　１
５０に指示されるまで、電源が切られた状態に保たれる。３ＧＰＰネットワークは、ＷＴ
ＲＵ　１５０の位置と最後に知られたＷＬＡＮのロケーションとを比較することによって
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、ＷＬＡＮがＷＴＲＵ　１５０の近傍にくる時期を判定する。次いで、３ＧＰＰネットワ
ークは、利用可能なＷＬＡＮに関する情報をＷＴＲＵ　１５０に送信する。当該情報は、
専用メッセージやビーコンフレームなどの形で送信することができる。ＷＴＲＵ　１５０
は、システム情報を読み出し、当該ＷＬＡＮへのハンドオーバが望ましいかどうかを判定
する。望ましい場合には、ＷＴＲＵ　１５０はハンドオーバ手続きを開始する。
【００１５】
　ＷＴＲＵ　１５０の位置を判定するのに使用される情報としては、三角測量、ユニバー
サルジオグラフィカルエリア記述、あるいはＧＰＳを利用した方法などから導出される情
報を挙げることができる。さらに、３ＧＰＰシステムは、ＷＬＡＮサービスをサポートす
る経路指定エリア、ロケーションエリア、またはサービスエリアについて、特定の一時移
動局識別子（ＴＭＳＩ）空間を割り付けることもできる。別法として、ＷＴＲＵは、無線
周波数（ＲＦ）署名またはフィンガープリンティングを使用してＷＬＡＮシステムの利用
可能性を判定することもできる。この場合には、ＷＴＲＵは、セルラーネットワーク内の
特定のロケーションに配置されたチャネルの３ＧＰＰ無線周波数チャネル署名と、３ＧＰ
Ｐ　ＲＦチャネルのカバレージ範囲に含まれるＷＬＡＮなど基盤となる地上無線ネットワ
ークとの相互関係を確立する。この相互関係は、ＷＴＲＵがＲＦ署名の存在を検出したと
きに、当該ＷＴＲＵにＷＬＡＮネットワークの存在をフラグを用いて知らせるのに使用さ
れる。この情報は、ＷＴＲＵ内のデータベースで維持され、上記の相互関係が修正された
場合には動的に更新することができる。
【００１６】
　次に図４を参照すると、デュアルモードＷＴＲＵ　１５０と対応ノード（ＣｏＮ）３０
０との間で継続中の通信セッション４０が示されている。ここでは、３ＧＰＰ無線アクセ
スネットワーク（ＲＡＮ）およびコアネットワーク（ＣＮ）を含む３ＧＰＰネットワーク
４４を介した、ＷＴＲＵ　１５０とＣｏＮ　３００との間のユーザデータフローの進行状
況が示されている。ステップ１で、３ＧＰＰネットワーク４４は、メディアアクセスポイ
ント（ＭＡ）およびアクセスゲートウェイ（ＡＧ）を含む利用可能なＩＥＥＥ　８０２．
Ｘ準拠ＷＬＡＮ４６に関する情報をＷＴＲＵ　１５０に送信する。ＷＴＲＵ　１５０内の
３ＧＰＰコンポーネント２４０は、当該ＷＬＡＮのシステム情報を読み出し、その内容が
ＷＬＡＮシステム４６のシステム再選択に使用できるものかどうかを判定する。ステップ
２で、ＷＴＲＵ　１５０内の３ＧＰＰコンポーネント２４０は、ＷＬＡＮシステム４６に
対するハンドオーバが妥当（ｗａｒｒａｎｔｅｄ）であり得るかどうかを判定するのに使
用可能な関連するＷＬＡＮ４６のシステム情報を抽出し、当該情報をＷＴＲＵ　１５０内
のＭＩＨＨＯコンポーネント２３０に転送する。ＷＬＡＮ４６のシステム情報は、当該Ｗ
ＬＡＮ４６に対するハンドオーバが妥当であり得るかどうかをＷＴＲＵ　１５０が判定す
るのに必要となる情報を含み、ＷＴＲＵ　１５０は、当該情報をそれ自体のＭＩＨＨＯコ
ンポーネント２３０に転送する。次いで、ＷＴＲＵ　１５０は、それ自体の近傍に所在す
るＷＬＡＮ４６の有無をスキャンする。別法として、ステップ２の破線で示されるように
、ＷＴＲＵ　１５０内のＷＬＡＮコンポーネント２２０は、周期的なスキャンを連続的に
実行することも、３ＧＰＰコンポーネント２４０から受信されたシステム情報のプロンプ
トが出されたときに周期的なスキャンを実行することもできる。
【００１７】
　ステップ３で、３ＧＰＰシステム４４が送信した情報から抽出された関連するＷＬＡＮ
システム４６の情報は、本明細書でＬＩＮＫ　ＳＹＳＴＥＭ　ＩＮＦＯＲＭＡＴＩＯＮメ
ッセージと呼ばれるメッセージの形でＭＩＨＨＯコンポーネント２３０に転送される。別
法として、ステップ３の破線で示されるように、周期的なスキャンの間にＷＴＲＵ　１５
０から取得される情報は、本明細書でＬＩＮＫ　ＤＥＴＥＣＴＥＤメッセージと呼ばれる
メッセージの形でＭＩＨＨＯコンポーネント２３０に転送される。ＷＬＡＮにアクセス可
能である場合は、ＷＴＲＵ　１５０は、ＷＬＡＮ４６のビーコンフレームを検出する。当
該ビーコンフレームは、（例えばビーコンフレームなどを介してブロードキャストされる
特定の８０２．２１フラグで指示されるように）メディア間ハンドオーバサービスが完全



(10) JP 2008-527946 A 2008.7.24

10

20

30

40

50

にサポートされているのかそれとも部分的にサポートされているのかを示す情報など、ハ
ンドオーバ特有の情報を識別するのに使用することができる。ビーコンフレームは、ＷＬ
ＡＮ４６上で利用可能な他のサービスを指示するのにも使用することができる。ハンドオ
ーバ特有の情報は、手動で更新することも動的に更新することもできる。別法として、Ｗ
ＴＲＵ　１５０は、プローブ要求／応答メッセージ対を介してあるいは候補となるシステ
ム内のデータベースにアクセスすることによって、ＷＬＡＮ４６のシステム情報を取得し
ようと試みることもできる。
【００１８】
　ステップ４で、ＷＴＲＵ　１５０内のＭＩＨＨＯコンポーネント２３０は、利用可能な
情報（例えば明示的な指示、ＲＦ署名、地理的ロケーション、手動または自動スキャン、
特定のＴＭＳＩ割当てなど）に基づいて、１つまたは複数のＷＬＡＮネットワークが再選
択に適したものであるかどうかを判定する。ステップ５で、ＭＩＨＨＯコンポーネント２
３０は、潜在的なハンドオーバ選択候補のリストを計算する。ステップ６で、ＭＩＨＨＯ
コンポーネント２３０は、システム運営者やサービス品質（ＱｏＳ）のような既知のＷＬ
ＡＮシステム４６の能力、データ伝送速度など様々な基準に基づいて各候補を評価する。
ＭＩＨＨＯコンポーネント２３０は、ハンドオーバの好ましい候補を判定し、本明細書で
ＭＩＨ＿ＳＷＩＴＣＨメッセージと呼ばれるメッセージを媒体アクセス制御（ＭＡＣ）層
に送信してハンドオーバに関するアクションを要求することにより、ＷＬＡＮのシステム
アクセスをトリガする。
【００１９】
　図５は、複数の利用可能な無線アクセス技術のうちから統合サービスおよび他のサービ
スを探索する方法を示す流れ図であり、ここで、ＷＴＲＵ　１５０内のＭＩＨＨＯコンポ
ーネント２３０は、ＷＬＡＮビーコンを介してシステム情報を受信する。ＷＴＲＵ　１５
０は、ＷＬＡＮネットワークを発見するためのスキャン手続きを実行する（ステップ５１
０）。スキャンは、アクティブ型であってもパッシブ型であってもよく、２つ以上のＷＬ
ＡＮを発見することもできる。ＷＬＡＮのビーコンフレームが検出されたときは、ＷＴＲ
Ｕ　１５０は、ＭＩＨのハンドオーバ情報がサポートされているかどうかを判定する（ス
テップ５２０）。その情報がサポートされている場合は、ＷＴＲＵ　１５０がビーコンフ
レームの内容を読み出す（ステップ５３０）。ＭＩＨ特有の情報に関する設定および更新
は、手動で行われ、またはＷＬＡＮのアクセスネットワーク（ＡＮ）内に所在するＭＩＨ
機能によって動的に行われる。ビーコンフレーム内で発見されたＭＩＨ情報（例えばシス
テム運営者ＩＤ、Ｗ－ＡＰＮ、近隣地図、システム能力など）は、本明細書でＬＩＮＫ　
ＳＹＳＴＥＭ　ＩＮＦＯＲＭＡＴＩＯＮメッセージと呼ばれるメッセージを介してＷＴＲ
ＵのＭＩＨＨＯコンポーネント２３０に渡される（ステップ５４０）。次に、当該情報の
処理が行われ、ＷＴＲＵ　１５０は、当該ＷＬＡＮシステムがシステムアクセスの適切な
候補であることを判定する（ステップ５５０）。ＭＩＨ機能は、当該ＷＬＡＮを他の利用
可能なアクセスネットワーク（ＡＮ）と共に評価し、当該ＷＬＡＮが好ましいＡＮである
ことを判定する（ステップ５６０）。ＭＩＨ機能は、ＭＡＣ層へのＭＩＨ＿ＳＷＩＴＣＨ
メッセージを介して、好ましいＡＮ（すなわち探索されたＷＬＡＮ）の認証および当該Ａ
Ｎとの関連付けをトリガする（ステップ５７０）。選出されたＷＬＡＮシステムに関して
、ＷＬＡＮ特有の認証および関連付け手続きが実行される（ステップ５８０）。認証は、
ＬＡＮの拡張認証プロトコル（ＥＡＰＯＬ）を用いたものであってもよい。ＷＴＲＵは、
３ＧＰＰネットワークからのプロンプトが出されたときにＷＬＡＮのスキャンを行うこと
に加えて、電源投入時にスキャンを行うこともできることに留意されたい。
【００２０】
　ＷＬＡＮの認証が行われている間に、ＷＴＲＵ　１５０は、当該ＷＬＡＮにネットワー
クアクセスＩＤ（ＮＡＩ）を提供する。当該ＮＡＩに基づいて、アクセスゲートウェイ（
ＡＧ）は、拡張認証プロトコル－認証および鍵共有（ＥＡＰ－ＡＫＡ）による認証をトリ
ガし、３ＧＰＰ認証／許可／アカウンティング（ＡＡＡ）サーバへの認証メッセージを中
継することができる。ＡＧは、サービスを提供する他のサーバにＡＡＡメッセージを経路
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指定することもできる。ＡＧは、ＮＡＩを使用して、ＷＴＲＵ　１５０が特定のレベルの
サービス、例えば基本サービスやプレミアムサービスを要求しているかどうかを判定する
ことができる。ＮＡＩは、特定のユーザまたはユーザクラスについて利用可能なネットワ
ーク能力など、特殊なサービスを提供する特定のポートに各メッセージを経路指定するの
に使用することもできる。
【００２１】
　ＡＧは、そのレベルのサービスが認証手続きをトリガしたＮＡＩに基づいて要求された
ものなのか、それとも認証手続き自体に基づいて要求されたものなのかを判定することも
できる。プレミアムレベルのサービスを対象とする認証手続きが失敗した場合にも、ＡＧ
は、ＷＴＲＵが基本サービスを受けることが可能であることを判定することもある。ＡＧ
は、認証要求が経路指定できない場合にも、認証要求の経路指定先となり得る利用可能な
ＡＡＡサーバを指示することによってＷＴＲＵに応答することができる。ＷＴＲＵは、そ
れらのＡＡＡサーバのうちのどのサーバも適切でないと判定した場合には、スキャンフェ
ーズに戻るよう決定することができる。
【００２２】
　ＡＧは、基本サービス（例えばインターネットサービス）へのアクセス権を付与するこ
とも、ＷＴＲＵ　１５０に詳細情報が提供され得るポータルへのアクセス権を付与するこ
ともできる。ＡＧは、デフォルトのパケットデータゲートウェイ（ＰＤＧ）アドレスを提
供することを選ぶこともできる。これに該当する場合には、ＷＴＲＵは、デフォルトのＰ
ＤＧに接続するよう決定することもできる。この手続きは、自動的に行うことも、ＡＧお
よび／またはＷＴＲＵ内の構成パラメータに基づいて行うこともできる。あるいは、アク
セスが拒否されることもある。
【００２３】
　本発明によれば、ＬＩＮＫ　ＳＹＳＴＥＭ　ＩＮＦＯＲＭＡＴＩＯＮメッセージを使用
して、ＭＡＣ層からＷＴＲＵ内のＭＩＨ機能にシステム能力に関する情報が渡される。Ｍ
ＩＨ機能は、利用可能なＷＬＡＮに関するシステム情報パラメータ内の１つまたは複数の
値がシステムアクセスに必要な条件を満足しないことを判定する可能性もある。例えば、
システム運営者が事業停止処分を受けている（ｂａｒｒｅｄ）場合、必要なサービスが利
用可能でない場合、サービス品質（ＱｏＳ）が十分でない場合などがこれに該当する。Ｍ
ＩＨ機能は、情報サービスから提供されたパラメータが内部構成要件を満足しないことを
判定した場合は、ＭＩＨ＿ＳＣＡＮメッセージを使用してＭＡＣ層に対してスキャンフェ
ーズに戻るよう指令する。
【００２４】
　図５Ａは、デュアルモードＷＴＲＵ　１５０によるシステム探索およびアクセスを示す
シグナリング図である。ステップ１で、電源投入またはシステム再選択がなされると共に
、ＷＴＲＵ　１５０は、ＷＬＡＮネットワークを発見するためのスキャン手続き（アクテ
ィブ型またはパッシブ型）を実行する。ビーコンフレームが検出されたときは、ＷＴＲＵ
　１５０はまず、ＭＩＨ情報がサポートされているかどうかを特定し、サポートされてい
れば当該ビーコンフレームの内容を読み出す。ＭＩＨ特有の情報に関する設定および更新
は、手動で行われ、またはアクセスネットワークのＭＩＨＨＯコンポーネント５００によ
って動的に行われる。ビーコンフレーム内で発見されたＭＩＨ情報（例えばシステム運営
者ＩＤ、Ｗ－ＡＰＮ、近隣地図、システム能力など）は、ＬＩＮＫ　ＳＹＳＴＥＭ　ＩＮ
ＦＯＲＭＡＴＩＯＮメッセージを介してＷＴＲＵのＭＩＨＨＯコンポーネント２３０に渡
される。
【００２５】
　ステップ２で、当該情報の処理が行われ、ＷＴＲＵ　１５０は、ＷＬＡＮシステム４６
がシステムアクセスの適切な候補であることを判定する。その結果、ＭＩＨＨＯコンポー
ネント２３０は、本明細書でＭＩＨ＿ＳＷＩＴＣＨメッセージと呼ばれるメッセージを用
いてＭＡＣ層に対してＷＬＡＮの認証および関連付けを指令する。
【００２６】
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　ステップ３で、選出されたＷＬＡＮシステムに関して、ＷＬＡＮ特有の認証および関連
付け手続きが実行される。ＭＩＨＨＯコンポーネント２３０は、ハンドオーバが直ちに行
われることを３ＧＰＰ側に知らせる。
【００２７】
　ステップ４で、ＷＬＡＮアクセスゲートウェイ（ＡＧ）のＭＩＨＨＯコンポーネント５
００が、ＥＡＰ－ＡＫＡプロトコルを使用してＷＬＡＮ／３ＧＰＰ間認証および許可をト
リガする。ＷＴＲＵの３ＧＰＰコンポーネント２４０は、それ自体に割り当てられたネッ
トワークアクセスＩＤ（ＮＡＩ）を使用して、それ自体と関連付けられた３ＧＰＰ　ＡＡ
ＡサーバをＷＬＡＮ　ＡＧ　４６に対して指示する。経路指定が成功した場合は、ＥＡＰ
－ＡＫＡメッセージを搬送するＩＰｓｅｃトンネルが確立されることになる。
【００２８】
　ステップ５で、認証および許可が成功すると、ＷＴＲＵ　１５０は、ローカルＤＨＣＰ
サーバからローカルＩＰアドレスを取得する。
【００２９】
　図６は、システム探索が失敗したときに使用されるシグナリングを示す流れ図である。
先述したように、ビーコンフレーム内で発見されたＭＩＨ情報（例えばシステム運営者Ｉ
Ｄ、Ｗ－ＡＰＮ、近隣地図、システム能力など）は、ＬＩＮＫ　ＳＹＳＴＥＭ　ＩＮＦＯ
ＲＭＡＴＩＯＮメッセージを介してＷＴＲＵのＭＩＨＨＯコンポーネント２３０に渡され
る。ＭＩＨＨＯコンポーネント２３０は、例えばシステム運営者が事業停止処分を受けて
いる場合、ＱｏＳが十分でない場合、メッセージ内に示される潜在的な隣接セットよりも
優れた候補が識別された場合など、システム情報パラメータ内の１つまたは複数の値がシ
ステムアクセスに必要な条件を満足しないことを判定する（ステップ６１０）。ＭＩＨ機
能は、ＭＡＣ層にスキャンフェーズに戻るよう指令する（ステップ６２０）。
【００３０】
　図７ａ～図７ｂは、システム認証が失敗したときに使用されるシグナリングを示す流れ
図である。図７ａを参照すると、探索されたＷＬＡＮを介した通信が望ましいことがＭＩ
Ｈ機能によって判定される（ステップ７１０）。ＷＴＲＵのＭＩＨ機能は、ＭＡＣ層にＭ
ＩＨ＿ＳＷＩＴＣＨメッセージを送信することによって認証手続きをトリガする（ステッ
プ７２０）。認証手続きには、有線同等プライバシ（ＷＥＰ）を使用することが含まれて
もよい。特別なサービス（例えば３ＧＰＰのインターネットマルチメディアサービス（Ｉ
ＭＳ））にアクセスすることを可能にするさらなるＥＡＰ－ＡＫＡ認証をユーザが必要と
しているかどうかを判定するために、ＷＴＲＵは特定のＷＥＰデフォルト鍵を使用するこ
とができることに留意されたい。ＡＧは、当該デフォルト鍵を使用して、ＥＡＰＯＬ認証
を続行すべきかどうかを判定し、あるいは基本的なインターネットアクセス権が付与され
得るかどうかを判定することができる。
【００３１】
　認証が失敗した場合は、システムアクセスが拒否される（ステップ７３０）。このよう
な拒否は、ＷＥＰ認証が失敗した場合、あるいは提供されたＮＡＩがいずれの３ＧＰＰサ
ーバも解決しない場合に発生する可能性がある。次いで、ＷＴＲＵは、スキャンフェーズ
に戻ることができる（ステップ７４０）。別法として、ＮＡＩが何らの解決も行わない場
合に、ＡＧは、さらなる処理を行うローカルサーバ、例えば基本サービスを提供するロー
カルサーバにＷＴＲＵを誘導することもできる。ＡＧのＭＡＣは、ＷＥＰ手続きで使用さ
れた鍵に関する情報をＭＩＨ機能に提供することができる。次いで、ＭＩＨ機能は、例え
ばＷＥＰ認証中に使用されたデフォルト鍵に基づいて、さらなる認証手続きが妥当である
かどうかを判定することができる（ステップ７５０）。この文脈では、ＷＥＰを安全な認
証手続きとして考えていないことに留意されたい。この文脈でのＷＥＰはむしろ、さらな
る認証を必要とするユーザを識別するのに使用される。
【００３２】
　さらなる認証手続きが妥当である場合には、ＭＩＨ機能は、ＥＡＰＯＬ認証手続きを使
用してセルラー認証試行をトリガする（ステップ７６０）。ＡＧのＡＡＡコンポーネント
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は、例えばＩＰｓｅｃトンネルを使用して、ＷＴＲＵサプリカント（ｓｕｐｐｌｉｃａｎ
ｔ）とＡＡＡ認証サーバとの間のオーセンティケータ（ａｕｔｈｅｎｔｉｃａｔｏｒ）と
して働くことができる。ＡＧは、最初のメッセージ交換の間に提供されたＮＡＩを使用し
て、認証手続きが実行可能なＡＡＡサーバを判定する。ＡＧが認証要求を経路指定するこ
とができない場合には、ＥＡＰＯＬによるセルラー認証試行は失敗する（ステップ７７０
）。ＡＧは、認証要求の経路指定先となり得る利用可能なＡＡＡサーバを指示することに
よって応答を行うことができる。ＷＴＲＵは、それらのＡＡＡサーバのうちのどのサーバ
も適切でないと判定した場合には、スキャンフェーズに戻るよう決定することができる（
ステップ７８０）。ＡＧがＷＴＲＵから提供されたＮＡＩを使用して適切な認証サーバを
発見することができた場合には、ＷＴＲＵは、当該サーバとの認証を試みることができる
（ステップ７１５）。この場合には、ＡＧは、ＷＴＲＵと認証サーバとの間の認証メッセ
ージを中継することができる（ステップ７２５）。
【００３３】
　次いで図７ｂを参照すると、ＷＴＲＵは、セルラー認証手続きに失敗することもある（
ステップ７３５）。セルラー認証手続きに失敗した場合は、すべてのアクセスを拒否する
ことができ、ＷＴＲＵは、スキャンフェーズに戻ることができる（ステップ７３６）。ま
た、３ＧＰＰサービスなど特別なサービスへのアクセスだけを拒否し、基本サービスへの
アクセスは提供されるようにすることもできる（ステップ７３７）。
【００３４】
　一方、セルラーＡＡＡサーバは、ＷＴＲＵの認証に成功することもある（ステップ７４
５）。認証が成功した場合には、ＷＴＲＵは、動的ホスト制御プロトコル（ＤＨＣＰ）ま
たはアドレス解決プロトコル（ＡＲＰ）を介してローカルＩＰアドレスを取得する手続き
に進む（ステップ７５５）。ＷＴＲＵは、ＷＬＡＮのアクセスポイント名（Ｗ－ＡＰＮ）
ネットワークＩＤおよび運営者ＩＤを使用して完全修飾ドメイン名（ＦＱＤＮ）を構築す
る。次いで、ＷＴＲＵは、パケットデータゲートウェイ（ＰＤＧ）にアクセスするための
ＩＰアドレス解決を要求する（ステップ７６５）。ＷＴＲＵは、ＦＱＤＮ、例えばＷ－Ａ
ＰＮまたは公衆陸上移動通信網（ＰＬＭＮ）ＩＤに基づいてＰＤＧアドレスを取得しよう
と試みる。ドメインネームサーバ（ＤＮＳ）がＦＱＤＮからＰＤＧ　ＩＰアドレスへのア
ドレス解決を行わない場合には、ＷＴＲＵは、既存のＷＬＡＮネットワーク内のＰＤＧに
アクセスすることができない（ステップ７７５）。次いで、ＷＴＲＵは、スキャンフェー
ズに戻ることを選ぶことも（ステップ７７６）、ローカルのＷＬＡＮサービスだけで妥協
する（ステップ７７７）こともある。
【００３５】
　一方、ＤＮＳが有効なＰＤＧ　ＩＰアドレスを返した場合には、ＷＴＲＵは、当該ＰＤ
Ｇに対するトンネル、例えばＬ２ＴＰトンネルを確立する（ステップ７８５）。次いで、
ＷＴＲＵは、当該ＰＤＧからのエージェント広告（Ａｇｅｎｔ　Ａｄｖｅｒｔｉｓｅｍｅ
ｎｔ）メッセージをリスンする（ステップ７１３）。エージェント広告メッセージが受信
されない場合には、ＷＴＲＵは、エージェント要請（Ａｇｅｎｔ　Ｓｏｌｉｃｉｔａｔｉ
ｏｎ）を送信する（ステップ７２３）。一方、ＰＤＧからのエージェント広告メッセージ
が受信された場合には、ＷＴＲＵは、エージェント要請メッセージを介しＰＤＧに対して
特段の要求を行う必要なしに、それらのメッセージから直接ＷＴＲＵ自体の気付アドレス
（ＣＯＡ）を取得することができる（ステップ７１４）。
【００３６】
　エージェント要請に対する応答が受信されない場合、例えばＭＩＰがサポートされない
場合には、ＷＴＲＵは、それ自体のローカルＩＰアドレスを使用して透過的なインターネ
ットアクセスを行い、基本的なＩＳＰサービスを得ることができ、あるいはパケットデー
タプロトコル（ＰＤＰ）コンテキストのアクティブ化を要求することができる（ステップ
７３３）。ＷＴＲＵのＰＤＧトンネルＩＰトラフィックは、ＷＴＲＵからＰＤＧトンネル
を介してインターネットに直接経路指定することができる。このシナリオでは、ＰＤＧの
範囲を上回るシームレスなモビリティが提供されることはない。一方、エージェント要請
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に対する応答が受信された場合には、ＷＴＲＵは、それ自体のホームエージェント内に所
在するＷＴＲＵ自体のＣＯＡを更新することができる（ステップ７２４）。当該ＷＴＲＵ
宛てのメッセージは、ホームエージェントから新しいＣＯＡにリダイレクトされることに
なる。
【００３７】
　図８Ａおよび図８Ｂは、８０２．ｘと３ＧＰＰとの間の網間接続システム（ｉｎｔｅｒ
－ｗｏｒｋｉｎｇ　ｓｙｓｔｅｍ）のアクセス障害を示すシグナリング図を含む。ステッ
プ１で、電源投入またはシステム再選択がなされると共に、ＷＴＲＵ　１５０は、ＷＬＡ
Ｎネットワークを発見するためのスキャン手続き（アクティブ型またはパッシブ型）を実
行する。ビーコンフレームが検出されたときは、ＷＴＲＵ　１５０はまず、ＭＩＨ情報が
サポートされているかどうかを特定し、サポートされていれば当該ビーコンフレームの内
容を読み出す。ＭＩＨ特有の情報に関する設定および更新は、（管理システムを介して）
手動で行われ、またはＡＧのＭＩＨＨＯコンポーネント５００によって動的に行われる。
【００３８】
　ステップ２で、ビーコンフレーム内で発見されたＭＩＨ情報（例えばシステム運営者Ｉ
Ｄ、Ｗ－ＡＰＮ、近隣地図、システム能力など）は、ＬＩＮＫ　ＳＹＳＴＥＭ　ＩＮＦＯ
ＲＭＡＴＩＯＮメッセージを介してＷＴＲＵのＭＩＨＨＯコンポーネント２３０に渡され
る。ＭＩＨＨＯコンポーネント２３０は、システム情報パラメータ内の１つまたは複数の
値がシステムアクセスに必要な条件を満足しないことを判定する。例えば、システム運営
者が事業停止処分を受けていることも、必要なサービスが利用可能でないことも、メッセ
ージ内に示される潜在的な隣接セットよりも優れた候補が識別されることもある。このシ
ナリオは、最初の失敗事例に相当する。当該事例は、図８Ａの丸「１」で示される。
【００３９】
　ステップ３で、ＭＩＨＨＯコンポーネント２３０は、情報サービスから提供されたパラ
メータが内部構成要件を満足しないことを判定した場合には、ＭＩＨ＿ＳＣＡＮメッセー
ジを用いてＭＡＣ層に対してスキャンフェーズに戻るよう指令する。
【００４０】
　一方、ステップ４で、ＭＩＨＨＯコンポーネント２３０は、内部構成要件が満足される
ことを判定した場合には、ＭＡＣ層に対するＭＩＨ＿ＳＷＩＴＣＨメッセージを用いてＷ
ＥＰ認証をトリガする。特別なサービス（例えば３ＧＰＰのＩＭＳ）にアクセスすること
を可能にするさらなるＥＡＰ－ＡＫＡ認証をユーザが必要としているかどうかを判定する
ために、ＷＴＲＵ　１５０は特定のＷＥＰデフォルト鍵を使用することができることに留
意されたい。ＡＧは、特定のデフォルト鍵を使用して、ＥＡＰＯＬ認証をさらに続行すべ
きかどうかを判定し、あるいは基本的なインターネットアクセス権が付与され得るかどう
かを判定することができる。
【００４１】
　ステップ５で、ＷＴＲＵ　１５０は、現在の８０２．１１ＷＥＰ手続きに従って認証さ
れる。
【００４２】
　ステップ６で、ＷＥＰ認証が失敗した場合は、システムアクセスが拒否される。次いで
、ＷＴＲＵ　１５０は、スキャンフェーズに戻ることができる。このシナリオは、図８Ａ
の丸「２」で示される２番目の失敗事例に相当する。
【００４３】
　ステップ７では、ＷＥＰ認証が失敗した場合に、ＷＴＲＵ　１５０がスキャンフェーズ
に戻る代わりに、ＡＧのＭＡＣ　８００が、ＷＥＰ手続きで使用された鍵に関する情報を
ＡＧのＭＩＨＨＯコンポーネント５００に提供することができる。これにより、ＭＩＨ機
能が例えばＷＥＰ認証中に使用されたデフォルト鍵に基づいて、さらなる認証手続きが妥
当であるかどうかを、例えば提供されたＮＡＩに基づいて判定することが可能となる。こ
こでは、ＷＥＰを安全な認証手続きとして考えていないことに留意されたい。この文脈で
のＷＥＰは主に、さらなる認証を必要とする個々のユーザを識別するのに使用される。提
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供されたＮＡＩがいずれの３ＧＰＰサーバも解決しない場合は、ＡＧ　４６は、アクセス
を拒絶することも、さらなる処理を行うローカルサーバ、例えば基本サービスを提供する
ローカルサーバにＷＴＲＵ　１５０を誘導することもできる。この様子は、図８Ａの丸「
３」で示される。
【００４４】
　ステップ８で、ＡＧのＭＩＨＨＯコンポーネント５００は、本明細書でＭＩＨ＿ＳＹＳ
ＣＡＰメッセージと呼ばれるメッセージを使用してＥＡＰＯＬ認証手続きをトリガする。
【００４５】
　ステップ９で、ＡＧ　４６は、ＥＡＰＯＬ手続きを実行する。ＡＧのＡＡＡコンポーネ
ント８００は、サプリカント（ＷＴＲＵ　１５０）と認証サーバ８１０（ＡＡＡ）との間
のオーセンティケータとして働くことになる。ＡＧ　４６は、認証手続きを実行すること
になるＡＡＡサーバ８１０を判定するために、最初のメッセージ交換の間に提供されたＮ
ＡＩを使用する。ＡＧ　４６は、認証要求を経路指定することができない場合には、認証
要求の経路指定先となり得る利用可能なＡＡＡサーバを指示することによって応答を行う
。ＷＴＲＵ　１５０は、それらのＡＡＡサーバのうちのどのサーバも適切でないと判定し
た場合には、スキャンフェーズに戻るよう決定することができる。この様子は、図８Ｂの
丸「４」で示される。
【００４６】
　本発明の諸特徴および諸要素を、特定の組合せの好ましい諸実施形態の形で説明してあ
るが、各特徴または要素は単独で（好ましい諸実施形態における他の諸特徴および諸要素
を伴わずに）使用されてもよく、本発明の他の諸特徴および諸要素との様々な組合せの形
であるいはそれらを伴わずに使用されてもよい。
【００４７】
（実施例）
【実施例１】
【００４８】
　マルチモード無線送受信ユニット（ＷＴＲＵ）が無線ローカルエリアネットワーク（Ｗ
ＬＡＮ）を認識するようにする方法。
【実施例２】
【００４９】
　前記ＷＴＲＵは、ユーザ機器（ＵＥ）、移動局（ＭＳ）、固定または移動加入者ユニッ
ト、ページャー、セル電話、またはポータブルコンピュータであることを特徴とする実施
例１に記載の方法。
【実施例３】
【００５０】
　前記ＷＬＡＮは、ＩＥＥＥ　８０２規格ファミリーに実質的に準拠することを特徴とす
る前記実施例のいずれかに記載の方法。
【実施例４】
【００５１】
　前記ＷＬＡＮは、ＩＥＥＥ　８０２．Ｘ、８０２．１１、８０２．１１ｘ、８０２．１
１ａ、８０２．１１ｂ、８０２．１１ｇ、８０２．１１ｉ、８０２．１６、または８０２
．１６ａ規格に実質的に準拠することを特徴とする前記実施例のいずれかに記載の方法。
【実施例５】
【００５２】
　前記ＷＴＲＵは、セルラーネットワークと通信することを特徴とする前記実施例のいず
れかに記載の方法。
【実施例６】
【００５３】
　前記通信ネットワークは、符号分割多元接続（ＣＤＭＡ）、グローバル移動通信システ
ム（ＧＳＭ）、汎用パケット無線システム（ＧＰＲＳ）、または３ＧＰＰ技術に実質的に
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準拠することを特徴とする実施例５に記載の方法。
【実施例７】
【００５４】
　前記ＷＴＲＵは、前記ＷＬＡＮとの通信結合を確立することを特徴とする前記実施例の
いずれかに記載の方法。
【実施例８】
【００５５】
　前記セルラーネットワークに前記ＷＬＡＮのロケーションが提供されることを特徴とす
る前記実施例のいずれかに記載の方法。
【実施例９】
【００５６】
　前記ＷＬＡＮは、前記セルラーネットワークのサービスエリアと実質的に隣接すること
を特徴とする前記実施例のいずれかに記載の方法。
【実施例１０】
【００５７】
　前記ＷＬＡＮは、前記セルラーネットワークのサービスエリアと重複することを特徴と
する前記実施例のいずれかに記載の方法。
【実施例１１】
【００５８】
　前記ＷＬＡＮは、前記セルラーネットワークのサービスエリア内に所在することを特徴
とする前記実施例のいずれかに記載の方法。
【実施例１２】
【００５９】
　前記ＷＬＡＮのロケーションは、前記セルラーネットワーク内のデータベースで維持さ
れることを特徴とする前記実施例のいずれかに記載の方法。
【実施例１３】
【００６０】
　前記ＷＬＡＮのロケーションは、前記ＷＬＡＮの基地局（ＢＳ）送信機の位置および範
囲から推定されることを特徴とする前記実施例のいずれかに記載の方法。
【実施例１４】
【００６１】
　前記ＷＴＲＵの位置は、追跡されることを特徴とする前記実施例のいずれかに記載の方
法。
【実施例１５】
【００６２】
　前記ＷＴＲＵの位置は、三角測量、ユニバーサルジオグラフィカルエリア記述、全地球
測位システム（ＧＰＳ）、一時移動局識別子（ＴＭＳＩ）空間、および無線周波数（ＲＦ
）署名のうちの少なくとも１つから導出される情報を使用して追跡されることを特徴とす
る前記実施例のいずれかに記載の方法。
【実施例１６】
【００６３】
　前記ＷＴＲＵの位置は、前記ＷＬＡＮのロケーションと比較されることを特徴とする前
記実施例のいずれかに記載の方法。
【実施例１７】
【００６４】
　前記ＷＴＲＵの位置は、前記セルラーネットワークによって前記ＷＬＡＮのロケーショ
ンと比較されることを特徴とする前記実施例のいずれかに記載の方法。
【実施例１８】
【００６５】
　前記ＷＴＲＵが前記ＷＬＡＮとの通信結合を確立することができるように、前記ＷＬＡ
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Ｎが前記ＷＴＲＵの近傍にくる時期が検出されることを特徴とする前記実施例のいずれか
に記載の方法。
【実施例１９】
【００６６】
　前記ＷＴＲＵの近傍にＷＬＡＮが所在することが前記ＷＴＲＵに通知されることを特徴
とする前記実施例のいずれかに記載の方法。
【実施例２０】
【００６７】
　前記セルラーネットワークは、前記ＷＴＲＵの近傍にＷＬＡＮが所在することを前記Ｗ
ＴＲＵに通知し、前記ＷＬＡＮに関する情報を専用メッセージの形で前記ＷＴＲＵに送信
することを特徴とする前記実施例のいずれかに記載の方法。
【実施例２１】
【００６８】
　前記セルラーネットワークは、前記ＷＴＲＵの近傍にＷＬＡＮが所在することを前記Ｗ
ＴＲＵに通知し、前記ＷＬＡＮに関する情報をビーコンフレームの形で前記ＷＴＲＵに送
信することを特徴とする前記実施例のいずれかに記載の方法。
【実施例２２】
【００６９】
　前記ＷＬＡＮに関する前記情報は、前記ＷＬＡＮによってサポートされるハンドオーバ
機能の指示を含むことを特徴とする前記実施例のいずれかに記載の方法。
【実施例２３】
【００７０】
　前記ＷＬＡＮに関する前記情報は、前記ＷＬＡＮ上で利用可能な少なくとも１つのサー
ビスの指示を含むことを特徴とする前記実施例のいずれかに記載の方法。
【実施例２４】
【００７１】
　前記ＷＴＲＵに対する指示の生成元となる前記ＷＬＡＮに関する前記情報は、手動で更
新されることを特徴とする前記実施例のいずれかに記載の方法。
【実施例２５】
【００７２】
　前記ＷＴＲＵに対する指示の生成元となる前記ＷＬＡＮに関する前記情報は、動的に更
新されることを特徴とする前記実施例のいずれかに記載の方法。
【実施例２６】
【００７３】
　前記ＷＴＲＵが前記ＷＬＡＮとの通信結合を確立すべきかどうかが判定されることを特
徴とする前記実施例のいずれかに記載の方法。
【実施例２７】
【００７４】
　前記ＷＴＲＵは、前記ＷＬＡＮとの通信結合を確立すべきであると判定された場合に前
記ＷＬＡＮとの通信結合を確立することを特徴とする前記実施例のいずれかに記載の方法
。
【実施例２８】
【００７５】
　前記ＷＴＲＵは、前記ＷＬＡＮとの間でやりとりされるプローブ要求／応答メッセージ
対を介してＷＬＡＮのシステム情報を取得することを特徴とする前記実施例のいずれかに
記載の方法。
【実施例２９】
【００７６】
　前記ＷＴＲＵは、前記ＷＬＡＮ内のデータベースにアクセスすることによってＷＬＡＮ
のシステム情報を取得することを特徴とする前記実施例のいずれかに記載の方法。
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【実施例３０】
【００７７】
　前記ＷＴＲＵは、前記ＷＬＡＮとの通信結合を確立すべきかどうかを判定することを特
徴とする前記実施例のいずれかに記載の方法。
【実施例３１】
【００７８】
　前記セルラーネットワークは、前記ＷＴＲＵが前記ＷＬＡＮとの通信結合を確立すべき
かどうかを判定することを特徴とする前記実施例のいずれかに記載の方法。
【実施例３２】
【００７９】
　前記ＷＴＲＵが前記ＷＬＡＮとの通信結合を確立するステップは、前記ＷＴＲＵが前記
ＷＬＡＮをスキャンするステップを含むことを特徴とする前記実施例のいずれかに記載の
方法。
【実施例３３】
【００８０】
　前記スキャンは、アクティブ型であることを特徴とする実施例３２に記載の方法。
【実施例３４】
【００８１】
　前記スキャンは、パッシブ型であることを特徴とする実施例３２に記載の方法。
【実施例３５】
【００８２】
　前記スキャンは、周期的に実施されることを特徴とする実施例３２に記載の方法。
【実施例３６】
【００８３】
　前記ＷＴＲＵの近傍で、前記ＷＴＲＵとの通信結合が確立できる複数の利用可能なＷＬ
ＡＮが検出されることを特徴とする前記実施例のいずれかに記載の方法。
【実施例３７】
【００８４】
　前記ＷＴＲＵは、前記利用可能なＷＬＡＮのリストを計算することを特徴とする実施例
３６に記載の方法。
【実施例３８】
【００８５】
　前記ＷＴＲＵとの通信結合が確立できる前記好ましいＷＬＡＮが判定されることを特徴
とする実施例３７に記載の方法。
【実施例３９】
【００８６】
　前記ＷＴＲＵは、システム運営者、サービス品質（ＱｏＳ）、およびデータ伝送速度の
うちの少なくとも１つを含むＷＬＡＮの情報を評価することによって前記好ましいＷＬＡ
Ｎを判定することを特徴とする実施例３８に記載の方法。
【実施例４０】
【００８７】
　第１のアクセス技術を使用して第１のネットワークと通信する無線送受信ユニット（Ｗ
ＴＲＵ）によって使用される方法であって、第２のアクセス技術を使用して好ましいネッ
トワークに対する前記ＷＴＲＵのハンドオーバを円滑にすることを特徴とする方法。
【実施例４１】
【００８８】
　メディア間ハンドオーバ（ＭＩＨ）機能および／またはＭＩＨ情報を使用して前記ハン
ドオーバが円滑に進められることを特徴とする実施例４０に記載の方法。
【実施例４２】
【００８９】
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　ＭＩＨ情報は、識別された複数の各ネットワーク毎に利用可能であることを特徴とする
実施例４１に記載の方法。
【実施例４３】
【００９０】
　前記ＭＩＨ情報は、ネットワーク識別子と、ネットワークロケーションと、システム運
営者識別子と、システム能力と、サービス品質（ＱｏＳ）パラメータと、無線アクセスタ
イプとを含むことを特徴とする実施例４１～４２のいずれかに記載の方法。
【実施例４４】
【００９１】
　前記ＭＩＨ情報は、少なくとも１つのネットワークに関するネットワークデータ伝送速
度を含むことを特徴とする実施例４１～４２のいずれかに記載の方法。
【実施例４５】
【００９２】
　前記ＭＩＨ情報は、少なくとも１つのネットワークに関するネットワークポリシー設定
を含むことを特徴とする実施例４１～４２のいずれかに記載の方法。
【実施例４６】
【００９３】
　前記ＭＩＨ情報は、ビーコンフレームを介して受信されることを特徴とする実施例４１
～４５のいずれかに記載の方法。
【実施例４７】
【００９４】
　前記ＭＩＨ情報は、専用フレームを介して受信されることを特徴とする実施例４１～４
５のいずれかに記載の方法。
【実施例４８】
【００９５】
　前記ＭＩＨ情報は、ブロードキャストチャネルを介して受信されることを特徴とする実
施例４１～４５のいずれかに記載の方法。
【実施例４９】
【００９６】
　前記ＭＩＨ情報の少なくとも一部は、ネットワーク上のデータベースから検出されるこ
とを特徴とする実施例４１～４８のいずれかに記載の方法。
【実施例５０】
【００９７】
　前記ＭＩＨ情報を評価して前記好ましいネットワークが判定されることを特徴とする実
施例４１～４９のいずれかに記載の方法。
【実施例５１】
【００９８】
　前記好ましいネットワークに対する前記ＷＴＲＵのハンドオーバが開始されることを特
徴とする実施例４０～５０のいずれかに記載の方法。
【実施例５２】
【００９９】
　マルチモード無線送受信ユニット（ＷＴＲＵ）。
【実施例５３】
【０１００】
　それ自体の近傍に所在する少なくとも１つの無線ローカルエリアネットワーク（ＷＬＡ
Ｎ）に関する情報の受信および処理を行うことができることを特徴とする実施例５２に記
載のＷＴＲＵ。
【実施例５４】
【０１０１】
　複数の可能な通信結合のうちの好ましい通信結合が判定できることを特徴とする実施例
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５２～５３のいずれかに記載のＷＴＲＵ。
【実施例５５】
【０１０２】
　好ましい通信結合が確立できることを特徴とする実施例５２～５４のいずれかに記載の
ＷＴＲＵ。
【実施例５６】
【０１０３】
　セルラーネットワークとの通信結合を介して通信するセルラーコンポーネントを備える
ことを特徴とする実施例５２～５５のいずれかに記載のＷＴＲＵ。
【実施例５７】
【０１０４】
　ＷＬＡＮとの通信結合を介して通信するＷＬＡＮコンポーネントを備えることを特徴と
する実施例５２～５６のいずれかに記載のＷＴＲＵ。
【実施例５８】
【０１０５】
　メディア間ハンドオーバ－ハンドオーバ（ＭＩＨＨＯ）コンポーネントを備えることを
特徴とする実施例５２～５７のいずれかに記載のＷＴＲＵ。
【実施例５９】
【０１０６】
　前記ＭＩＨＨＯコンポーネントは、利用可能なネットワークの探索を円滑にし、複数の
可能な通信結合のうちの好ましい通信結合を判定し、前記好ましい通信結合の確立を円滑
にすることができることを特徴とする実施例５８に記載のＷＴＲＵ。
【実施例６０】
【０１０７】
　前記セルラーネットワークは、符号分割多元接続（ＣＤＭＡ）システム、グローバル移
動通信システム（ＧＭＳ）システム、汎用パケット無線システム（ＧＰＲＳ）、および３
ＧＰＰ準拠システムのうちの１つであることを特徴とする実施例５６～５９のいずれかに
記載のＷＴＲＵ。
【実施例６１】
【０１０８】
　前記ＷＬＡＮは、ＩＥＥＥ　８０２．Ｘ準拠ＷＬＡＮであることを特徴とする実施例５
３～６０のいずれかに記載のＷＴＲＵ。
【実施例６２】
【０１０９】
　前記セルラーネットワークに前記ＷＴＲＵの位置に関する情報を提供する全地球測位シ
ステム（ＧＰＳ）受信機を備えることを特徴とする実施例５２～６１のいずれかに記載の
ＷＴＲＵ。
【実施例６３】
【０１１０】
　前記セルラーネットワークから受信された前記ＷＬＡＮに関する情報を含むメッセージ
のうちの少なくとも１つと、前記ＷＬＡＮとの間でやりとりされるプローブ要求／応答メ
ッセージ対とを介し、前記ＷＬＡＮ内のデータベースにアクセスすることによって、それ
自体の近傍に所在するＷＬＡＮに関する情報を取得し、前記データベースから前記ＷＬＡ
Ｎの情報を抽出するように構成されることを特徴とする実施例５２～６２のいずれかに記
載のＷＴＲＵ。
【実施例６４】
【０１１１】
　前記ＭＩＨＨＯコンポーネントは、ＷＬＡＮの情報を使用して、前記ＷＴＲＵが前記Ｗ
ＬＡＮとの通信結合を確立すべきかどうかを判定するように構成されることを特徴とする
実施例５８～６３のいずれかに記載のＷＴＲＵ。
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【実施例６５】
【０１１２】
　前記好ましい通信結合の確立は、前記ＷＬＡＮをスキャンすることから開始されること
を特徴とする実施例５３～６４のいずれかに記載のＷＴＲＵ。
【実施例６６】
【０１１３】
　前記スキャンは、アクティブ型またはパッシブ型であることを特徴とする実施例６５に
記載のＷＴＲＵ。
【実施例６７】
【０１１４】
　前記スキャンは、前記ＷＴＲＵが前記ＷＬＡＮを検出するまで周期的に実施されること
を特徴とする実施例６５～６６のいずれかに記載のＷＴＲＵ。
【実施例６８】
【０１１５】
　前記ＷＴＲＵの近傍で、前記ＷＴＲＵとの通信結合が確立できる複数の利用可能なＷＬ
ＡＮが検出されることを特徴とする実施例５２～６７のいずれかに記載のＷＴＲＵ。
【実施例６９】
【０１１６】
　前記ＭＩＨＨＯコンポーネントは、通信結合を確立する上で好ましいＷＬＡＮを判定す
るように構成されることを特徴とする実施例５８～６８のいずれかに記載のＷＴＲＵ。
【実施例７０】
【０１１７】
　前記ＭＩＨＨＯコンポーネントは、システム運営者、サービス品質（ＱｏＳ）、および
データ伝送速度のうちの少なくとも１つを含むＷＬＡＮの情報を評価することによって好
ましいＷＬＡＮを判定するように構成されることを特徴とする実施例５８～６９のいずれ
かに記載のＷＴＲＵ。
【実施例７１】
【０１１８】
　前記ＭＩＨＨＯコンポーネントは、ＷＬＡＮとセルラーネットワークとの間の前記ＷＴ
ＲＵのハンドオーバを円滑にするＭＩＨ情報を受信するように構成されることを特徴とす
る実施例５８～７０のいずれかに記載のＷＴＲＵ。
【実施例７２】
【０１１９】
　前記ＭＩＨ情報は、識別された複数の各ネットワーク毎のネットワーク識別子と、ネッ
トワークロケーションと、システム運営者識別子と、システム能力と、サービス品質（Ｑ
ｏＳ）パラメータと、無線アクセスタイプとを含むことを特徴とする実施例７１に記載の
ＷＴＲＵ。
【実施例７３】
【０１２０】
　前記ＭＩＨ情報は、各ネットワークのデータ伝送速度を含むことを特徴とする実施例７
１～７２のいずれかに記載のＷＴＲＵ。
【実施例７４】
【０１２１】
　前記ＭＩＨ情報は、各ネットワークのネットワークポリシー設定を含むことを特徴とす
る実施例７１～７３のいずれかに記載のＷＴＲＵ。
【実施例７５】
【０１２２】
　前記ＭＩＨ情報は、ビーコンフレームを介して受信されることを特徴とする実施例７１
～７４のいずれかに記載のＷＴＲＵ。
【実施例７６】
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【０１２３】
　前記ＭＩＨ情報は、専用フレームを介して受信されることを特徴とする実施例７１～７
４のいずれかに記載のＷＴＲＵ。
【実施例７７】
【０１２４】
　前記ＭＩＨ情報は、ブロードキャストチャネルを介して受信されることを特徴とする実
施例７１～７４に記載のＷＴＲＵ。
【実施例７８】
【０１２５】
　前記ＭＩＨ情報の一部は、ネットワーク上のデータベースから検索されるものであり、
ブロードキャスト情報としては送信されないことを特徴とする実施例７１～７７に記載の
ＷＴＲＵ。
【実施例７９】
【０１２６】
　無線ローカルエリアネットワーク（ＷＬＡＮ）アクセスポイント（ＡＰ）。
【実施例８０】
【０１２７】
　前記ＷＬＡＮとセルラーネットワークとの間の無線送受信ユニット（ＷＴＲＵ）のハン
ドオーバを円滑にするＭＩＨ情報を送信するように構成されたメディア間ハンドオーバ（
ＭＩＨ）デバイスを備えることを特徴とする実施例７９に記載のＡＰ。
【実施例８１】
【０１２８】
　前記ＭＩＨ情報は、識別された複数の各ネットワーク毎のネットワーク識別子と、ネッ
トワークロケーションと、システム運営者識別子と、システム能力と、サービス品質（Ｑ
ｏＳ）パラメータと、無線アクセスタイプとを含むことを特徴とする実施例８０に記載の
ＡＰ。
【実施例８２】
【０１２９】
　前記ＭＩＨ情報は、各ネットワークのデータ伝送速度を含むことを特徴とする実施例８
０～８１のいずれかに記載のＡＰ。
【実施例８３】
【０１３０】
　前記ＭＩＨ情報は、各ネットワークのネットワークポリシー設定を含むことを特徴とす
る実施例８０～８２のいずれかに記載のＡＰ。
【実施例８４】
【０１３１】
　前記ＭＩＨ情報は、ビーコンフレームを介して送信されることを特徴とする実施例８０
～８３のいずれかに記載のＡＰ。
【実施例８５】
【０１３２】
　前記ＭＩＨ情報は、専用フレームを介して送信されることを特徴とする実施例８０～８
３のいずれかに記載のＡＰ。
【実施例８６】
【０１３３】
　前記ＭＩＨ情報は、ブロードキャストチャネルを介して送信されることを特徴とする実
施例８０～８３のいずれかに記載のＡＰ。
【実施例８７】
【０１３４】
　前記ＭＩＨ情報の一部は、ネットワーク上のデータベースから検索されることを特徴と
する実施例８０～８６のいずれかに記載のＡＰ。
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【実施例８８】
【０１３５】
　前記ＭＩＨ情報は、識別された複数の各ネットワーク毎のネットワーク識別子と、ネッ
トワークロケーションと、システム運営者識別子と、システム能力と、サービス品質（Ｑ
ｏＳ）パラメータと、無線アクセスタイプとを含むことを特徴とする実施例８０～８７の
いずれかに記載のＡＰ。
【実施例８９】
【０１３６】
　前記ＭＩＨ情報は、各ネットワークのデータ伝送速度を含むことを特徴とする実施例８
０～８８のいずれかに記載のＡＰ。
【実施例９０】
【０１３７】
　前記ＭＩＨ情報は、各ネットワークのネットワークポリシー設定を含むことを特徴とす
る実施例８０～８９のいずれかに記載のＡＰ。
【実施例９１】
【０１３８】
　前記ＭＩＨ情報は、ビーコンフレームを介して送信されることを特徴とする実施例８０
～９０のいずれかに記載のＡＰ。
【実施例９２】
【０１３９】
　前記ＭＩＨ情報は、専用フレームを介して送信されることを特徴とする実施例８０～９
０のいずれかに記載のＡＰ。
【実施例９３】
【０１４０】
　前記ＭＩＨ情報は、ブロードキャストチャネルを介して送信されることを特徴とする実
施例８０～９０のいずれかに記載のＡＰ。
【実施例９４】
【０１４１】
　前記ＭＩＨ情報の一部は、ネットワーク上のデータベースから検索されることを特徴と
する実施例８０～９３のいずれかに記載のＡＰ。
【図面の簡単な説明】
【０１４２】
【図１】ＷＬＡＮとセルラーネットワークの両方からサービスされる地理的領域内に所在
する無線送受信ユニット（ＷＴＲＵ）を示す図である。
【図２】デュアルモードＷＴＲＵのブロック図である。
【図３】デュアルモードＷＴＲＵと対応ノード（ＣｏＮ）との間の通信セッションにおけ
る３ＧＰＰ　ＢＳからＷＬＡＮ　ＢＳへのハンドオーバを示す図である。
【図４】ネットワーク開始／ＷＴＲＵ制御型（ｎｅｔｗｏｒｋ　ｉｎｉｔｉａｔｅｄ／Ｗ
ＴＲＵ　ｃｏｎｔｒｏｌｌｅｄ）システム探索を示すシグナリング図である。
【図５】複数の利用可能な無線アクセス技術のうちから統合サービスおよび他のサービス
を探索する方法を示す流れ図である。
【図５Ａ】デュアルモードＷＴＲＵによるシステム探索およびアクセスを示すシグナリン
グ図である。
【図６】システム探索が失敗したときに使用されるシグナリング方法を示す流れ図である
。
【図７Ａ】システム認証が失敗したときに使用されるシグナリング方法の流れ図である。
【図７Ｂ】システム認証が失敗したときに使用されるシグナリング方法の流れ図である。
【図８Ａ】８０２．ｘと３ＧＰＰとの間の網間接続システムのアクセス障害を示すシグナ
リング図である。
【図８Ｂ】８０２．ｘと３ＧＰＰとの間の網間接続システムのアクセス障害を示すシグナ
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【図１】

【図２】
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【図５Ａ】 【図６】
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【図８Ａ】 【図８Ｂ】
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