wo 2015/105932 A1 [N I 0O O A 0O

(43) International Publication Date

(19) World Intellectual Property Ny
Organization é
International Bureau -,

=

\

16 July 2015 (16.07.2015)

WIPOIPCT

(12) INTERNATIONAL APPLICATION PUBLISHED UNDER THE PATENT COOPERATION TREATY (PCT)

(10) International Publication Number

WO 2015/105932 A1l

(51

eay)

(22)

(25)
(26)
(30)

1

(72

74

International Patent Classification:
GO6K 7/10 (2006.01) HO4W 4/00 (2009.01)

International Application Number:
PCT/US2015/010557

International Filing Date:
8 January 2015 (08.01.2015)

Filing Language: English
Publication Language: English
Priority Data:

61/925,062 8 January 2014 (08.01.2014) US

Applicant: JVL. VENTURES, LLC [US/US]; 230 Park
Avenue, 27th Floor, New York, NY 10169-0005 (US).

Inventors: JOHNSON, Kai, P.; 4402 Braeburn Road, San
Diego, CA 92116 (US). WATKINS, Ryan, L.; 799 Union
Street. Apt. #2, Brooklyn, NY 11215 (US).

Agents: BERSCHADSKY, Jonathan et al.; Fitzpatrick,
Cella, Harper & Scinto, 1290 Avenue of the Americas,
New York, NY 10104-3800 (US).

(8D

(84)

Designated States (uniess otherwise indicated, for every
kind of national protection available). AE, AG, AL, AM,
AO, AT, AU, AZ, BA, BB, BG, BH, BN, BR, BW, BY,
BZ, CA, CH, CL, CN, CO, CR, CU, CZ, DE, DK, DM,
DO, DZ, EC, EE, EG, ES, FI, GB, GD, GE, GH, GM, GT,
HN, HR, HU, ID, IL, IN, IR, IS, JP, KE, KG, KN, KP, KR,
KZ, LA, LC, LK, LR, LS, LU, LY, MA, MD, ME, MG,
MK, MN, MW, MX, MY, MZ, NA, NG, NI, NO, NZ, OM,
PA, PE, PG, PH, PL, PT, QA, RO, RS, RU, RW, SA, SC,
SD, SE, SG, SK, SL, SM, ST, SV, SY, TH, TJ, TM, TN,
TR, TT, TZ, UA, UG, US, UZ, VC, VN, ZA, ZM, ZW.

Designated States (uniess otherwise indicated, for every
kind of regional protection available): ARIPO (BW, GH,
GM, KE, LR, LS, MW, MZ, NA, RW, SD, SL, ST, SZ,
TZ, UG, ZM, ZW), Eurasian (AM, AZ, BY, KG, KZ, RU,
TJ, TM), European (AL, AT, BE, BG, CH, CY, CZ, DE,
DK, EE, ES, FI, FR, GB, GR, HR, HU, IE, IS, IT, LT, LU,
LV, MC, MK, MT, NL, NO, PL, PT, RO, RS, SE, SI, SK,
SM, TR), OAPI (BF, BJ, CF, CG, CI, CM, GA, GN, GQ,
GW, KM, ML, MR, NE, SN, TD, TG).

Published:

with international search report (Art. 21(3))

(54) Title: SYSTEMS, METHODS, AND COMPUTER PROGRAM PRODUCTS FOR IDENTIFYING REMOTE COMPUTING
SYSTEMS

100

Service

Provider

System
180

MoCom
Platform
130

Communications
Network
160

Contactless
Reader
170

Point of
Sale

Mobile Terminal

FIG.

1

Device
110

141
Bluetooth 0

LE
Beacon |
150

(57) Abstract: Systems, methods, and computer program products are provided for using proximity sensing systems, such as
Bluetooth low energy (LE) beacons, to uniquely identify remote computing systems, such as point of sale terminals. A mobile device
includes an antenna, a baseband modem, and a contactless frontend, and is able to perform near-field communication transactions.
The mobile device antenna receives radio communications from one or more Bluetooth LE beacons, the transmissions including data
packets with a unique identifier. The mobile device calculates the signal strength of the one or more Bluetooth LE beacons at a time
proximate to when a near-field communication transaction is initiated. The mobile device stores in its memory the data packet asso -
ciated with the Bluetooth LE beacon broadcasting the strongest signal.
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SYSTEMS, METHODS, AND COMPUTER PROGRAM PRODUCTS FOR
IDENTIFYING REMOTE COMPUTING SYSTEMS

BACKGROUND

Field

[0001] The present invention generally relates to identifying remote computing
systems in a mobile environment. More particularly, the present invention relates
to systems, methods, and computer program products for using proximity sensing
systems, such as Bluetooth low energy (LE) beacons to uniquely identify remote

computing systems, such as point of sale terminals.

Related Art
[0002] Mobile devices receive transmissions from Bluetooth low energy devices

(referred to herein as “Bluetooth LE beacons™). Bluetooth LE beacon
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communications are unidirectional, i.e., only “broadcasting” or “advertising” but
never receiving information back from any mobile device that receives the
transmissions. Typical Bluetooth LE beacons use periodic and continual
broadcasts (or “advertising”) of data packets to communicate with nearby
devices. These data packets are typically only approximately 31 bytes in size,
with only 28 of those bytes usable for data. Once a mobile device receives the
data packet, it can extract the data and either directly use the data, or send the
data in a query to server to get back additional data.

[0003] The Bluetooth LE beacons may be associated with other devices (i.e.,
remote computing systems), and consumers, merchants, and/or other entities may
desire identifying the associated devices during a transaction. For example, in a
mobile commerce environment, any of the entities may want to identify a point of
sale (e.g., a specific checkout lane within a multi-lane store) for the purposes of
tracking performance, monitoring usage, or identifying trouble spots. A
consumer may use an application that uses the identity of a point of sale to find
discounts that may be applied to a purchase. A bank or card payment scheme
may use the identity of a point of sale to isolate trouble spots, where transactions
are frequently declined or where fraud occurs. Bluetooth LE beacons may
broadcast data packets with any of the aforementioned information, or may
include a unique identifier associated with a particular device. The unique
identifier may then be sent to a server to retrieve the information associated with
that device.

[0004] One technical challenge exists because mobile devices may receive
transmissions (e.g., broadcasts) from more than one Bluetooth LE beacon at a
time, and thus cannot identify which particular remote computing system is
associated with which Bluetooth LE beacon. Bluetooth LE beacon signal
strengths may vary depending on the transmission power, distance to the mobile
device, and environmental factors such as device orientation, obstructions within
the signal path, and/or radio interference, such that a mobile device cannot use
signal strength alone to identify the device associated with the Bluetooth LE

beacon.
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[0005] It would be preferable to have a system, method, and computer program
product for using proximity sensing devices to resolve the ambiguity between
multiple transmissions to uniquely identify the associated remote computing

system.

BRIEF DESCRIPTION
[0006] The present invention provides systems, methods, and computer program
products for using proximity sensing systems to uniquely identify remote
computing systems.
[0007] In one embodiment, a system for obtaining data associated with a remote
computing system includes a memory, an antenna, and a processor
communicatively coupled to the memory. The processor receives a transmission
from at least one proximity sensing system, the transmission including at least
one data packet. The data packet includes a unique identifier corresponding to
the at least one proximity sensing system. The processor initiates a contactless
transaction when the antenna is placed within a predetermined proximity to a
contactless reader. The processor calculates a signal strength from each of the at
least one proximity sensing system, and stores in the memory the data packet
associated with the proximity sensing system producing the highest signal
strength.
[0008] In another embodiment, a method for obtaining data associated with a
remote computing system includes: receiving a transmission from at least one
proximity sensing system, wherein the transmission includes a data packet
including a unique identifier corresponding to the at least one proximity sensing
system; initiating a contactless transaction when an antenna is placed within a
predetermined proximity to a contactless reader; calculating a signal strength
from each of the at least one proximity sensing system; and storing in the
memory the data packet associated with the proximity sensing system producing
the highest signal strength.
[0009] In another embodiment, a non-transitory computer-readable medium has
stored thereon sequences of instructions for causing one or more processors to:

receive a transmission from at least one proximity sensing system, the
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transmission including at least one data packet including a unique identifier
corresponding to the at least one proximity sensing system; initiate a contactless
transaction when an antenna is placed within a predetermined proximity to a
contactless reader; calculate a signal strength from each of the at least one
proximity sensing system; and store in the memory the data packet associated

with the proximity sensing system producing the highest signal strength.

BRIEF DESCRIPTION OF THE DRAWINGS

[0010] The features and advantages of the present invention will become more
apparent from the detailed description set forth below when taken in conjunction
with the following drawings.

[0011] FIG. 1 is an illustration of a system for using a proximity sensing system
to uniquely identify a remote computing system according to an example
embodiment.

[0012] FIG. 2 is a sequence diagram illustrating a process for using a proximity
sensing system to uniquely identify a remote computing system according to an
example embodiment.

[0013] FIG. 3 is a sequence diagram illustrating a process for using a proximity
sensing system to uniquely identify a remote computing system according to an
example embodiment.

[0014] FIG. 4 is a sequence diagram illustrating a process for using a proximity
sensing system to uniquely identify a remote computing system according to an
example embodiment.

[0015] FIG. 5 is a block diagram of a device for use with various example

embodiments of the invention.

DETAILED DESCRIPTION

[0016] The example embodiments of the invention presented herein are directed

to systems, methods, and computer program products for using proximity sensing
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systems to uniquely identify remote computing systems. Some of the
embodiments are described below in terms of an example system in a mobile
commerce environment using a Bluetooth LE beacon to uniquely identify a point
of sale terminal. This is for convenience only and not intended to limit the
application of the present invention. After reading the following description, it
will be apparent to one skilled in the relevant art(s) how to implement the
following invention in alternative embodiments, such as identifying information
about systems and devices other than point of sale terminals.

[0017] Generally, systems, methods, and computer program products are
provided for using proximity sensing systems to uniquely identify remote
computing systems. A mobile device interacts with a proximity sensing device
and a contactless reader, each of which is associated with a remote computing
system, and calculates the signal strength of the proximity sensing device to
identify the associated computing system.

[0018] Particularly, the mobile device may have an application that may run
either actively or in the background on the mobile device. The application
receives transmissions from one or more proximity sensing systems, each of the
proximity sensing systems being associated with a remote computing system.
The mobile device initiates a contactless transaction with a near-field
communication (NFC) contactless reader, which is also associated with the
remote computing device. Upon initiating the contactless transaction, the mobile
device calculates the signal strength of each of the proximity sensing systems to
determine which proximity sensing system is associated with the remote
computing system. The mobile device will store in its memory a data packet
associated with the proximity sensing system broadcasting the highest signal
strength.

[0019] The features discussed above are described in further detail below, with
reference to FIGS. 1-6.

System
[0020] FIG. 1 is an illustration of a system 100 for using proximity sensing

devices to uniquely identify remote computing systems. As shown in FIG. 1,
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system 100 includes a mobile device 110; a contactless reader 120; a remote
computing system, described in this embodiment as a point of sale (“POS”)
terminal 140; a proximity sensing system, described in this embodiment as a
Bluetooth LE beacon 150; a mobile commerce (MoCom) platform 130; a
communications network 160; and a service provider system 180. The POS
terminal 140, the contactless reader 120, and the Bluetooth LE beacon 150 may
all be in the same housing, each in a separate housing, or a combination of those
components may be either in the same housing and in separate housings (e.g., the
POS terminal 140 and the contactless reader 120 may be in the same housing, but
the Bluetooth LE beacon 150 may be located outside of the housing).

[0021] The mobile device 110 may be, for example, a cellular phone, a tablet, or
the like, and includes a processor, a memory, an antenna, a contactless frontend
(CLF), a baseband modem, and a user interface such as a display. The antenna
receives and transmits radio frequencies (RF) associated with different types of
wireless network technologies, such as mobile network connections (e.g., 4G
LTE cellular service), Wi-Fi network communications, Bluetooth, Bluetooth LE,
GPS, and the like. Baseband modem is a digital modem that is used for managing
each of the radio communications. CLF is circuitry which handles the analog
aspect of contactless communications or near-field communication (NFC) and the
communication protocol layers of a contactless transmission link. CLF is also
used to exchange data between reader 120 and a secure element and/or a memory
contained in the mobile device 110, for example, to execute contactless
transactions.

[0022] The Secure element may be implemented as a Universal Integrated
Circuit Card, embedded SE card, secure micro secure digital card, and the like.
The secure clement is generally considered secure because it is a self-contained
system, including dedicated memory, and is protected by hardware and software
hardening techniques that are verified by independent testing. The secure
element need not be arranged as hardware within the mobile device 110. The
secure clement may be implemented as a “virtual” secure element. The virtual

secure element may be maintained outside the mobile device on any memory
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accessible to the mobile device, including but not limited to, for example, a
remote server or computer, in the cloud, and the like.

[0023] The mobile device 110 communicates with the reader 120 using ISO
7816 commands over the NFC ISO 14443 protocol, as described more fully in
U.S. Application No. 13/901,134, entitled “Systems, Methods, and Computer
Program Products for Providing a Contactless Protocol,” the contents of which
are incorporated herein by reference in their entirety. NFC devices have a range
less than approximately 0.2 m, and operate at a frequency of approximately 13.56
MHz.

[0024] Mobile device 110 is further communicatively coupled to a mobile
commerce platform (“MoCom platform™) 130. The MoCom platform 130 is
further communicatively coupled to one or more service provider systems 180. A
service provider system may be a merchant system, which is a system managed
by a merchant (e.g., business, retailer, and the like), for example, for managing
mobile commerce transactions; for creating, processing, and managing (e.g.,
editing, withdrawing, etc.) merchant offers; for obtaining and disseminating
information associated with a point of sale terminal; and the like.

[0025] The MoCom platform 130 may include a processor and one or more
servers (i.e., memory) for storing and managing data related to mobile commerce
transactions (e.g., offer data, loyalty data, rewards data) and/or service provider
data (i.e., information related to service provider systems 180); rules and/or
means for processing redeemed offers, distributing offers to mobile wallets, and
the like; and for obtaining and disseminating information associated with
particular point of sale terminals. The MoCom platform 130 may further include
an interface, which may be an application programming interface (API) and the
like. A service provider system 180 may access the interface of the MoCom
platform 130 via a communications network 160 in order to store information on
the memory of the MoCom platform 130. For example, a service provider can
create offers and rewards, disseminate information, and the like. In one
embodiment, the service provider system 180 may store a set of data on the

memory of the MoCom platform 130 corresponding to a unique identifier, such
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that when a mobile device 110 sends a unique identifier to the MoCom platform
130, the mobile device 110 can retrieve the set of data corresponding to that
identifier.

[0026] Mobile device 110 is further communicatively coupled to one or more
Bluetooth LE beacons 150. Each Bluetooth LE beacon 150 has a memory, a
processor, and an antenna. A data packet, which may include a unique identifier,
is stored on the Bluetooth LE beacon 150 memory. The Bluetooth LE beacon
antenna transmits radio frequencies that may be received by another device, such
as a mobile phone, tablet, or the like. Each of the Bluetooth LE beacons 150 has
a broadcast range less than approximately 100 m, and broadcasts continuously at
a frequency between approximately 2.4 GHz and approximately 2.5 GHz.
“Broadcasting continuously,” as used herein with respect to each of the Bluetooth
LE beacons 150, means broadcasting (or “advertising”) data packets at a
predetermined, continuous interval. For example, a Bluetooth LE beacon 150
may broadcast a data packet once every half-second, once every second, once
every ten seconds, etc. Bluetooth LE beacons operate according to network
standards TEEE 802.15.X (e.g., [EEE 802.15.1, 802.15.4, etc.).

[0027] The mobile device 110 may include at least one mobile application. The
mobile application receives a transmission from each of the Bluetooth LE
beacons 150, either when the application is active (e.g., being used by a user) or
when the application is operating in the background (e.g., not actively being used
by a user). The mobile application is capable of calculating the signal strength of
the transmission from each of the Bluetooth LE beacons 150, storing data packets
associated with each Bluetooth LE transmission in the mobile device memory,
and communicating with the MoCom platform 130.

[0028] The mobile device 110 may calculate the signal strength of each of the
transmissions from the Bluetooth LE beacons 150, for example, by using a
received signal strength indicator (RSSI). RSSI is a measurement of the power
present in a received radio signal, such as a Bluetooth LE transmission. A strong

signal will have a higher power, and accordingly, a higher RSSI value. The RSSI
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value may be compared to the RSSI values from other signals to determine the
relative strengths of the signals.

[0029] The Bluetooth LE beacon 150 may be configured to communicate with
other devices. In one embodiment, as shown in FIG. 1, the service provider
systems 180 may be configured to communicate with Bluetooth LE beacon 150,
the contactless reader 120, and/or the POS terminal 140 through a
communications network 160. The service provider systems may send
information in the form of data packets to the Bluetooth LE beacons 150 over the
communications network 160. The Bluetooth LE beacon 150 stores the data
packet on its memory, and broadcasts the data packet according to predetermined
instructions. But it is not required that the Bluetooth LE beacon 150
communicate with a remote system. For example, in another embodiment, the
Bluetooth LE beacon 150 has the data packet pre-stored on its memory without
any communication from a remote computing system (e.g., service provider
system 130).

[0030] The mobile device 110 may use the proximity of the Bluetooth LE
beacon 150 to the contactless reader 120 to uniquely identify a POS terminal 140
associated with the Bluetooth LE beacon 150. This unique identification is
discussed in further detail below with reference to FIGs. 2-6.

[0031] While only one service provider system 180, one mobile device 110, one
Bluetooth LE beacon 150, one contactless reader 120, and one point of sale
terminal 140 are shown in FIG. 1, it should be understood that one or more of the

aforementioned devices may be implemented in the system 100.

Process

[0032] At least one Bluetooth LE beacon (e.g., FIG. 1, Bluetooth LE beacon
150) continuously broadcasts (or “advertises”) a data packet at a frequency
between 2.4 GHz and 2.5 GHz. The data packets typically contain thirty-one
(31) bytes of data. Three (3) bytes are used for information related to the
Bluetooth LE protocol, and twenty-eight (28) bytes are available to be used to

send data to other devices.
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[0033] In one embodiment, the Bluetooth LE beacon broadcasts a data packet
which includes information pertaining to a merchant, an individual store, and an
individual point of sale within the store associated with the Bluetooth LE beacon.
In another embodiment, the Bluetooth LE beacon broadcasts a data packet which
includes a unique identifier. In another embodiment, the Bluetooth LE beacon
broadcasts a data packet which includes a unique identifier, and the unique
identifier is dynamically changed (i.e., periodically rotating the unique identifier
associated with the Bluetooth LE beacon). The unique identifier may be sent to a
remote server (e.g., FIG. 1, MoCom platform 130) to retrieve sets of data
corresponding to the unique identifier broadcasted by the Bluetooth LE beacon.
The sets of data may include information pertaining to a particular merchant, an
individual store, and an individual point of sale, as well as coupons, offers,
discounts, and the like.

[0034] The process for retrieving information pertaining to an individual point of
sale using a Bluetooth LE beacon is described in more detail below with
reference to FIGs. 2-4. The process will be described with respect to a Bluetooth
LE beacon broadcasting a data packet including a unique identifier, but should be
understood that the data packet could include any type of data, as described
above.

[0035] FIG. 2 is a diagram illustrating a process 200 for using proximity sensing
systems to uniquely identify a remote computing system (e.g., a POS terminal),
according to an example embodiment. In general, when the mobile device 210
detects a contactless transaction is occurring, such as a NFC contactless
transaction, the mobile device 210 scans all the Bluetooth LE beacons 220 in
range and sorts them by the observed signal strength. The mobile device 210
stores the data packet associated with the Bluetooth LE beacon 220 broadcasting
the highest signal strength in the memory of the mobile device 210.

[0036] In particular, at steps 250-1, 250-2, and 250-n (collectively, 250), a
mobile device 210 receives transmissions (or “broadcasts” or “advertisements”)

from one or more Bluetooth LE beacons 220-1, 220-2, and 220-n (collectively,
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220), respectively. Each Bluetooth LE beacon 220 broadcasts a data packet with
a unique identifier.

[0037] At step 255, the mobile device 210 initiates a contactless transaction, for
example a NFC contactless transaction, with a contactless reader 230. The
contactless reader 230 is associated with a POS terminal (e.g., FIG. 1, POS
terminal 140).

[0038] The mobile device 210 is able to determine the signal strength of the
Bluetooth LE beacons’ 220 broadcasts. At steps 260-1, 260-2, and 260-n
(collectively, 260), the mobile device 210 calculates the broadcasting signal
strength of each of the Bluetooth LE beacons 220 at a time proximate to when the
NFC contactless transaction occurs. Bluetooth LE beacon signal strengths may
vary depending on the transmission power, distance to the mobile device, and
environmental factors such as device orientation, obstructions within the signal
path, and/or radio interference. One advantage of calculating the signal strength
of the Bluetooth LE beacons 220 at a time proximate to the contactless
transaction between the mobile device 210 and contactless reader 230 is that the
environmental factors at such a short range (i.e., less than 0.2 m) are significantly
reduced. Accordingly, the signal strength of the Bluetooth LE beacon 220
associated with the point of sale terminal will be significantly greater than the
signal strength of any other Bluetooth LE beacon broadcast received by the
mobile device 210.

[0039] At step 270, the mobile device 210 stores the data packet transmitted by
the Bluetooth LE beacon 220 with the highest signal strength in the memory of
the mobile device 210.

[0040] FIG. 3 is a sequence diagram of a process 300 for using proximity
sensing systems to uniquely identify a remote computing system (e.g., a POS
terminal), according to an embodiment of the present invention.

[0041] Similar to process 200, the mobile device of process 300 receives
transmissions at steps 350-1, 350-2, and 350-n (collectively, 350) from Bluetooth
LE beacons 320-1, 320-2, and 320-n (collectively, 320), respectively. The

mobile device 310 initiates a contactless transaction at step 355, calculates the
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signal strengths of the Bluetooth LE beacons’ 320 broadcasts at steps 360-1,
360-2, and 360-n (collectively, 360), and stores the data packet transmitted by the
Bluetooth LE beacon 320 with the highest signal strength in the memory of the
mobile device 310. The data packet includes a unique identifier associated with
the Bluetooth LE beacon 320.

[0042] At step 375, the mobile device 310 transmits the unique identifier to a
remote server 440 (e.g., FIG. 1, MoCom platform 130). The remote server 440
may include a memory, a processor, and/or an interface, and includes one or more
sets of data corresponding to the unique identifier. The one or more sets of data
may include, for example, information pertaining to a particular merchant, an
individual store, and an individual point of sale, as well as coupons, offers,
discounts, and the like.

[0043] The transmission of the unique identifier to the remote server 440 may
occur at a time proximate to when the data packet received from the Bluetooth
LE beacon 320 is stored on the memory of the mobile device 310. In another
embodiment, the mobile device 310 transmits the unique identifier to the remote
server 340 after a predetermined amount of time after being stored on the
memory of the mobile device 310. For example, the transmission of the unique
identifier may occur at a specific time each day, for example, 12:00 pm. In yet
another embodiment, the transmission of the unique identifier from the mobile
device 310 to the remote server 340 may occur upon the occurrence of a specific
event. For example, if the mobile device 310 does not have a cellular signal or a
wireless internet connection at the time of the contactless transaction, the mobile
device 310 may store the data packet in its memory and transmit the unique
identifier to the remote server 340 when the mobile device 310 first establishes
communication with the remote server 340, either through cellular service or
wired/wireless internet connection.

[0044] The mobile device 310, at step 380, receives the one or more sets of data
corresponding to the unique identifier included in the data packet of the

Bluetooth LE beacon 320 with highest signal strength from the remote server
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340. The mobile device 310, at step 390, then stores the one or more sets of data
on the memory of the mobile device 310.

[0045] FIG. 4 is a sequence diagram of a process 400 for using proximity
sensing systems to uniquely identify a remote computing system (e.g., a point of
sale terminal), according to an embodiment of the present invention.

[0046] The process 400 is similar to process 200 and process 300, except the
mobile device receives one or more sets of data corresponding to one or more
unique identifiers.

[0047] At step 480, the mobile device 410 receives one or more unique
identifiers from the remote server 440 and receives one or more sets of data
corresponding to the one or more unique identifiers from the remote server 440.
In one embodiment, the mobile device 410 may receive a matrix of unique
identifiers and sets of data. For example, the mobile device 410 may receive
unique identifiers A, B, and C from the remote server 440, as well as sets of data
A-1, A-2, A-n, B-1, B-2, B, C-1, C-2, C-n, that correspond to the unique
identifiers A, B, and C, respectively.

[0048] The mobile device 410 stores each of the unique identifiers and each of
the corresponding sets of data received from the remote server 440 on the
memory of the mobile device 410.

[0049] Similar to process 200 and 300, the mobile device 410 receives
transmissions 450-1, 450-2, and 450-n (collectively, 450) from Bluetooth LE
beacons 420-1, 420-2, and 420-n (collectively, 420), respectively. The mobile
device 410 initiates a contactless transaction, at step 445, with a contactless
reader 430, and calculates the signal strength of each of the Bluetooth LE
beacons 420. The mobile device 410 stores the data packet received in the
transmissions 450 corresponding to the Bluetooth LE beacon 420 with the highest
signal strength at a time proximate to when the mobile device 410 initiates the
contactless transaction 455 with the contactless reader 430.

[0050] The mobile device 410, at step 495, retrieves the one or more sets of data

stored on its memory corresponding to the unique identifier included in the data
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packet received from the Bluetooth LE beacon 420 with the highest signal
strength.

Example Computer-Readable Medium Implementation

[0051] The example embodiments described above such as, for example, the
systems and procedures depicted in or discussed in connection with FIGs. 1-4 or
any part or function thereof, may be implemented by using hardware, software or
a combination of the two. The implementation may be in one or more computers
or other processing systems. While manipulations performed by these example
embodiments may have been referred to in terms commonly associated with
mental operations performed by a human operator, no human operator is needed
to perform any of the operations described herein. In other words, the operations
may be completely implemented with machine operations. Useful machines for
performing the operation of the example embodiments presented herein include
general purpose digital computers or similar devices.

[0052] FIG. 5 is a block diagram of a general and/or special purpose computer
500, which may be a general and/or special purpose computing device, in
accordance with some of the example embodiments of the invention. The
computer 500 may be, for example, a user device, a user computer, a client
computer and/or a server computer, among other things.

[0053] The computer 500 may include without limitation a processor device 510,
a main memory 525, and an interconnect bus 505. The processor device 510 may
include without limitation a single microprocessor, or may include a plurality of
microprocessors for configuring the computer 500 as a multi-processor system.
The main memory 525 stores, among other things, instructions and/or data for
execution by the processor device 510. The main memory 525 may include
banks of dynamic random access memory (DRAM), as well as cache memory.
[0054] The computer 500 may further include a mass storage device 530,
peripheral device(s) 540, portable non-transitory storage medium device(s) 550,
put control device(s) 580, a graphics subsystem 560, and/or an output display
interface 570. For explanatory purposes, all components in the computer 500 are

shown in FIG. 5 as being coupled via the bus 505. However, the computer 500 is
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not so limited. Devices of the computer 500 may be coupled via one or more
data transport means. For example, the processor device 510 and/or the main
memory 525 may be coupled via a local microprocessor bus. The mass storage
device, 530, peripheral device(s) 540, portable storage medium device(s) 550,
and/or graphics subsystem 560 may be coupled via one or more input/output
(I/O) buses. The mass storage device 730 may be a nonvolatile storage device for
storing data and/or instructions for use by the processor device 510. The mass
storage device 730 may be implemented, for example, with a magnetic disk drive
or an optical disk drive. In a software embodiment, the mass storage device 530
is configured for loading contents of the mass storage device 530 into the main
memory 525.

[0055] The portable storage medium device 550 operates in conjunction with a
nonvolatile portable storage medium, such as, for example, a compact disc read
only memory (CD-ROM), to input and output data and code to and from the
computer 500. In some embodiments, the software for storing information may
be stored on a portable storage medium, and may be inputted into the computer
500 via the portable storage medium device 550. The peripheral device(s) 540
may include any type of computer support device, such as, for example, an
input/output (I/O) interface configured to add additional functionality to the
computer 500. For example, the peripheral device(s) 540 may include a network
interface card for interfacing the computer 500 with a network 520.

[0056] The input control device(s) 580 provide a portion of the user interface for
a user of the computer 500. The input control device(s) 580 may include a keypad
and/or a cursor control device. The keypad may be configured for inputting
alphanumeric characters and/or other key information. The cursor control device
may include, for example, a handheld controller or mouse, a trackball, a stylus,
and/or cursor direction keys. In order to display textual and graphical
information, the computer 700 may include the graphics subsystem 560 and the
output display 570. The output display 570 may include a cathode ray tube (CRT)
display and/or a liquid crystal display (LCD). The graphics subsystem 560
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receives textual and graphical information, and processes the information for
output to the output display 570.

[0057] Each component of the computer 500 may represent a broad category of a
computer component of a general and/or special purpose computer. Components
of the computer 500 are not limited to the specific implementations provided
here.

[0058] Software embodiments of the example embodiments presented herein
may be provided as a computer program product, or software, that may include
an article of manufacture on a machine-accessible or machine-readable medium
having instructions. The instructions on the non-transitory machine-accessible
machine-readable or computer-readable medium may be used to program a
computer system or other electronic device. The machine- or computer-readable
medium may include, but is not limited to, floppy diskettes, optical disks, CD-
ROMs, and magneto-optical disks or other types of media/machine-readable
medium suitable for storing or transmitting electronic instructions. The
techniques described herein are not limited to any particular software
configuration. They may find applicability in any computing or processing
environment. The terms “computer-readable”, “machine-accessible medium” or
“machine-readable medium” used herein shall include any medium that is
capable of storing, encoding, or transmitting a sequence of instructions for
execution by the machine and that causes the machine to perform any one of the
methods described herein. Furthermore, it is common in the art to speak of
software, in one form or another (e.g., program, procedure, process, application,
module, unit, logic, and so on), as taking an action or causing a result. Such
expressions are merely a shorthand way of stating that the execution of the
software by a processing system causes the processor to perform an action to
produce a result.

[0059] Portions of the example embodiments of the invention may be
conveniently implemented by using a conventional general purpose computer, a
specialized digital computer and/or a microprocessor programmed according to

the teachings of the present disclosure, as is apparent to those skilled in the
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computer art. Appropriate software coding may readily be prepared by skilled
programmers based on the teachings of the present disclosure.

[0060] Some embodiments may also be implemented by the preparation of
application-specific integrated circuits, field programmable gate arrays, or by
interconnecting an appropriate network of conventional component circuits.
[0061] Some embodiments include a computer program product. The computer
program product may be a storage medium or media having instructions stored
thereon or therein which can be used to control, or cause, a computer to perform
any of the procedures of the example embodiments of the invention. The storage
medium may include without limitation a floppy disk, a mini disk, an optical
disc, a Blu-ray Disc, a DVD, a CD or CD-ROM, a micro-drive, a magneto-
optical disk, a ROM, a RAM, an EPROM, an EEPROM, a DRAM, a VRAM, a
flash memory, a flash card, a magnetic card, an optical card, nanosystems, a
molecular memory integrated circuit, a RAID, remote data
storage/archive/warehousing, and/or any other type of device suitable for storing
instructions and/or data.

[0062] Stored on any one of the computer readable medium or media, some
implementations include software for controlling both the hardware of the
general and/or special computer or microprocessor, and for enabling the
computer or microprocessor to interact with a human user or other mechanism
utilizing the results of the example embodiments of the invention. Such software
may include without limitation device drivers, operating systems, and user
applications. Ultimately, such computer readable media further include software
for performing example aspects of the invention, as described above.

[0063] Included in the programming and/or software of the general and/or
special purpose computer or microprocessor are software modules for
implementing the procedures described above.

[0064] While various example embodiments of the present invention have been
described above, it should be understood that they have been presented by way of
example, and not limitation. It is apparent to persons skilled in the relevant art(s)

that various changes in form and detail can be made therein. Thus, the present
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invention should not be limited by any of the above described example
embodiments, but should be defined only in accordance with the following
claims and their equivalents.

[0065] In addition, it should be understood that the figures are presented for
example purposes only. The architecture of the example embodiments presented
herein is sufficiently flexible and configurable, such that it may be utilized and
navigated in ways other than that shown in the accompanying figures. Further,
the purpose of the foregoing Abstract is to enable the U.S. Patent and Trademark
Office and the public generally, and especially the scientists, engineers and
practitioners in the art who are not familiar with patent or legal terms or
phraseology, to determine quickly from a cursory inspection the nature and
essence of the technical disclosure of the application. The Abstract is not
intended to be limiting as to the scope of the example embodiments presented
herein in any way. It is also to be understood that the procedures recited in the

claims need not be performed in the order presented.
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WHAT IS CLAIMED IS:
1. A system for obtaining contactless reader data, the system
comprising:

a memory operable to store one or more data packets,
an antenna, and
a processor, the processor being operable to:
receive a transmission from at least one proximity sensing
system, the transmission including at least one data packet including a
unique identifier corresponding to the at least one proximity sensing
system;
initiate a contactless transaction, the contactless transaction
being initiated when the antenna is placed within a predetermined
proximity to a contactless reader;
calculate a signal strength from each of the at least one
proximity sensing system; and
store in the memory the data packet associated with the
proximity sensing system producing the highest signal strength.
2. The system of claim 1, wherein the processor is further operable to:
transmit the unique identifier to a server;
receive, from the server, one or more sets of data, each set of
data corresponding to the unique identifier; and

store each set of data in the memory.
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3. The system of claim 2, wherein the transmission of the unique
identifier to the server begins approximately at a time when the data packet
is stored in the memory.
4. The system of claim 2, wherein the transmission of the unique
identifier to the server begins at a predetermined time after the data packet
is stored in the memory.
5. The system of claim 2, wherein the transmission of the unique
identifier to the server begins after the data packet is stored in the memory
and upon the occurrence of a predetermined event.
6. The system of claim 1, wherein the processor is further operable to:

receive, from a server, one or more sets of data, the one or
more sets of data corresponding to a unique identifier, and the one or more
sets of data being received at a time prior to initiating the contactless
transaction;

store the one or more sets of data in the memory prior to the
initiating the contactless transaction; and

identify each set of data stored in the memory corresponding
to the unique identifier included in the data packet associated with the
proximity sensing system producing the highest signal strength.
7. A method for obtaining contactless reader data, the method
comprising the steps of:

receiving a transmission from at least one proximity sensing system,

the transmission including at least one data packet including a unique

identifier corresponding to the at least one proximity sensing system;
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initiating a contactless transaction, the contactless transaction being
initiated when an antenna is placed within a predetermined proximity to a
contactless reader;

calculating a signal strength from each of the at least one proximity
sensing system; and

storing in a memory the data packet associated with the proximity
sensing system producing the highest signal strength.
8. The method according to claim 7, wherein the method further
comprises:

transmitting the unique identifier to a server;

receiving, from the server, one or more scts of data, each set of data
corresponding to the unique identifier; and

storing each set of data in the memory.
9. The method according to claim 8, wherein the transmission of the
unique identifier to the server begins approximately at a time when the data
packet is stored in the memory.
10. The method according to claim 8, wherein the transmission of the
unique identifier to the server begins at a predetermined time after the data
packet is stored in the memory.
11. The system according to claim 8, wherein the transmission of the
unique identifier to the server begins after the data packet is stored in the
memory and upon the occurrence of a predetermined event.
12. The method according to claim 1, wherein the method further

comprises:
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receiving, from a server, one or more sets of data, the one or more
sets of data corresponding to a unique identifier, and the one or more sets of
data being received at a time prior to initiating the contactless transaction;

storing the one or more sets of data in the memory prior to the
initiating the contactless transaction; and

identifying each set of data stored in the memory corresponding to
the unique identifier included in the data packet associated with the

proximity sensing system producing the highest signal strength.

13. A non-transitory computer-readable medium having stored thereon
sequences of instructions for causing one or more processors to:

receive a transmission from at least one proximity sensing system,
the transmission including at least one data packet including a unique
identifier corresponding to the at least one proximity sensing system;

initiate a contactless transaction, the contactless transaction being
initiated when an antenna is placed within a predetermined proximity to a
contactless reader;

calculate a signal strength from each of the at least one proximity
sensing system; and

store in a memory the data packet associated with the proximity
sensing system producing the highest signal strength.
14. The non-transitory computer-readable medium according to claim
13, the non-transitory computer-readable medium further having stored

thereon sequences of instructions for causing the processor to:
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transmit the unique identifier to a server;

receive, from the server, one or more sets of data, each set of data
corresponding to the unique identifier; and

store each set of data in the memory.
15.  The non-transitory computer-readable medium according to
claim 14, wherein the transmission of the unique identifier to the server
begins approximately at a time when the data packet is stored in the
memory.
16.  The non-transitory computer-readable medium according to
claim 14, wherein the transmission of the unique identifier to the server
begins at a predetermined time after the data packet is stored in the
memory.
17.  The non-transitory computer-readable medium according to
claim 14, wherein the transmission of the unique identifier to the server
begins after the data packet is stored in the memory and upon the
occurrence of a predetermined event.
18.  The non-transitory computer-readable medium according to
claim 13, the non-transitory computer-readable medium further having
stored thereon sequences of instructions for causing the processor to:

receive, from a server, one or more sets of data, the one or more sets
of data corresponding to a unique identifier, and the one or more sets of
data being received at a time prior to initiating the contactless transaction;

store the one or more sets of data in the memory prior to the

initiating the contactless transaction; and
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identify each set of data stored in the memory corresponding to the
unique identifier included in the data packet associated with the proximity

sensing system producing the highest signal strength.
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