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【公報種別】特許法第１７条の２の規定による補正の掲載
【部門区分】第６部門第３区分
【発行日】平成27年2月26日(2015.2.26)

【公表番号】特表2015-501494(P2015-501494A)
【公表日】平成27年1月15日(2015.1.15)
【年通号数】公開・登録公報2015-003
【出願番号】特願2014-539947(P2014-539947)
【国際特許分類】
   Ｇ０６Ｆ  12/00     (2006.01)
   Ｇ０６Ｆ  13/10     (2006.01)
   Ｇ０６Ｆ   3/06     (2006.01)
   Ｇ０６Ｆ   9/46     (2006.01)
【ＦＩ】
   Ｇ０６Ｆ   12/00     ５４５Ｂ
   Ｇ０６Ｆ   13/10     ３４０Ａ
   Ｇ０６Ｆ    3/06     ３０１Ｊ
   Ｇ０６Ｆ   12/00     ５０１Ａ
   Ｇ０６Ｆ    9/46     ３５０　

【手続補正書】
【提出日】平成26年12月1日(2014.12.1)
【手続補正１】
【補正対象書類名】明細書
【補正対象項目名】００６４
【補正方法】変更
【補正の内容】
【００６４】
　ブロック７１６において、ＡＺＣ１１６は、ＶＣ１０４及びＳＮ１１４に割り当てるた
めの充分なパブリック及び／又はプライベートＩＰアドレスがあるので、ネットワーク構
成が首尾良くセットされたかどうか決定する。もしそうでなければ、ブロック７１６に続
いて、ブロック７１８が行われる。さもなければ、ブロック７１６に続いて、ブロック７
２０が行われる。
【手続補正２】
【補正対象書類名】特許請求の範囲
【補正対象項目名】全文
【補正方法】変更
【補正の内容】
【特許請求の範囲】
【請求項１】
　コンピュータネットワークを経てバーチャルプライベートストレージアレイをサービス
として提供するための方法において、
　コンピュータネットワークを経てバーチャルプライベートストレージアレイのためのパ
ラメータを受け取る段階を含み、前記バーチャルプライベートストレージアレイのための
パラメータは、前記バーチャルプライベートストレージアレイの各バーチャルコントロー
ラのためのバーチャルコントローラハードウェアモデルと、前記バーチャルプライベート
ストレージアレイのためのドライブ特性と、前記バーチャルプライベートストレージアレ
イのためのドライブ量とを含むものであり；及び
　プロセッサ／メモリ複合体、並びにサーバーコンピュータから利用できる物理的ドライ
ブから前記バーチャルプライベートストレージアレイを生成する段階を含み、その各サー
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バーコンピュータは、ストレージノード及び計算エージェントの少なくとも１つを含むソ
フトウェアを実行するものであり、前記バーチャルプライベートストレージアレイを生成
する段階は、
　　前記ドライブ特性及びドライブ量を満足するか又はそれを越える１組の物理的ドライ
ブを選択することを含み、その選択された物理的ドライブは、１組のサーバーコンピュー
タからのものであり、更に、
　　前記１組のサーバーコンピュータ上のストレージノードに、前記バーチャルプライベ
ートストレージアレイにバーチャルドライブを割り当てるよう命令することを含み、前記
ストレージノードは、
　　　前記選択された物理的ドライブから前記バーチャルドライブを生成し、各バーチャ
ルドライブは、１つの選択された物理的ドライブ全体であるか又は１つの選択された物理
的ドライブの一部分である区画であり、及び
　　　前記バーチャルプライベートストレージアレイのバーチャルコントローラに前記バ
ーチャルドライブを露出する、
ように構成され；更に、
　前記バーチャルコントローラハードウェアモデルを各々満足するか又はそれを越える１
組のプロセッサ／メモリ複合体を選択することを含み、その選択されたプロセッサ／メモ
リ複合体は、他の１組のサーバーコンピュータからのものであり；更に、
　前記他の１組のサーバーコンピュータ上の計算エージェントに、前記バーチャルコント
ローラのためのバーチャルマシンをスポーンするよう命令することを含み、その計算エー
ジェントは、
　　前記バーチャルマシン専用の各選択されたプロセッサ／メモリ複合体の少なくとも一
部分上の１つのバーチャルマシンをスポーンし、及び
　　前記バーチャルマシン当たり１つのバーチャルコントローラを始動して、前記バーチ
ャルプライベートストレージアレイの各バーチャルコントローラが、異なるサーバーコン
ピュータにおいて実行されるようにする、
よう構成され、前記バーチャルコントローラの１つ以上は、
　　　前記露出されたバーチャルドライブを発見し、
　　　前記露出されたバーチャルドライブを含む１つ以上のバーチャルプールを生成し、
　　　前記１つ以上のバーチャルプールにおいてデータ保護スキームを実施し、
　　　前記１つ以上のバーチャルプールから１つ以上のボリュームを生成し、
　　　前記コンピュータネットワークを経て１つ以上のカスタマーコンピュータへ前記１
つ以上のボリュームを露出させ、及び
　　　前記１つ以上のカスタマーコンピュータから前記コンピュータネットワークを経て
前記露出された１つ以上のボリュームへアクセス要求をハンドリングする、
ように構成される、方法。
【請求項２】
　前記コンピュータネットワークを経てウェブフォームを送信し、ウェブフォームは、前
記パラメータを返送するように構成され、
　前記バーチャルプライベートストレージアレイのためのサービス料金を決定し、
　前記コンピュータネットワークを経てウェブページを送信し、ウェブページは、サービ
ス料金を含み、ウェブページは、前記バーチャルプライベートストレージアレイを生成す
るための確認を返送するように構成され、及び
　前記コンピュータネットワークを経て前記確認を受け取る、
ことを更に含む、請求項１に記載の方法。
【請求項３】
　前記バーチャルコントローラハードウェアモデルは、中央処理ユニットモデル、中央処
理ユニット特徴、中央処理ユニット量、ランダムアクセスメモリ容量、及びネットワーク
帯域巾、の少なくとも１つを明示し、及び
　前記ドライブ特性は、ドライブ形式、ドライブ容量、及びドライブ暗号、の少なくとも
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１つを明示する、請求項１に記載の方法。
【請求項４】
　各バーチャルドライブは、物理的ドライブ全体又は物理的ドライブの一部分である区画
から生成された論理的ボリュームであり、及び
　前記ストレージノードは、前記バーチャルドライブをネットワークブロック装置として
前記バーチャルコントローラに露出させることにより前記バーチャルドライブを前記バー
チャルコントローラに露出させるように構成される、請求項１に記載の方法。
【請求項５】
　前記パラメータは、更に、前記バーチャルプライベートストレージアレイに対するデー
タ保護のＲＡＩＤレベル、及び前記バーチャルプライベートストレージアレイにおけるバ
ーチャルコントローラ量の一方を含む、請求項１に記載の方法。
【請求項６】
　前記ストレージノードは、更に、
　前記物理的ドライブを発見し；
　前記物理的ドライブにドライブ形式及びドライブ容量について問合せし；及び
　前記ドライブ形式及びドライブ容量を利用ゾーンコントローラへ送信する；
ように構成され、前記１組の物理的ドライブを選択することは、
　前記ドライブ特性を満足するか又はそれを越える物理的ドライブを伴う候補サーバーコ
ンピュータのリストを生成し；
　１つ以上の分類基準に基づいて前記リストを分類し；及び
　トップランクの候補サーバーコンピュータの物理的ドライブを選択する；
ことを含む、請求項１に記載の方法。
【請求項７】
　前記１つ以上の分類基準は、候補サーバーコンピュータの利用率を含む、請求項６に記
載の方法。
【請求項８】
　前記１組のプロセッサ／メモリ複合体を選択することは、
　前記サーバーコンピュータにプロセッサ／メモリ複合体について問合せし、
　前記バーチャルコントローラハードウェアモデルを満足するか又はそれを越えるプロセ
ッサ／メモリ複合体を伴う候補サーバーコンピュータのリストを生成し、
　１つ以上の分類基準に基づいて前記リストを分類し、及び
　トップランクの候補サーバーコンピュータのプロセッサ／メモリ複合体を選択する、
ことを含む、請求項１に記載の方法。
【請求項９】
　前記１つ以上の分類基準は、候補サーバーコンピュータの利用率を含む、請求項８に記
載の方法。
【請求項１０】
　前記バーチャルコントローラは、負荷分担及び冗長性のために構成される、請求項１に
記載の方法。
【請求項１１】
　前記１組のサーバーコンピュータは、前記サーバーコンピュータの一部分又は全部を含
む、請求項１に記載の方法。
【請求項１２】
　前記１組のサーバーコンピュータ及び前記他の１組のサーバーコンピュータは、オーバ
ーラップする、請求項１に記載の方法。
【請求項１３】
　前記物理的ドライブは、磁気ハードディスクドライブ、ソリッドステートドライブ及び
相変化メモリドライブの１つ以上を含む、請求項１に記載の方法。
【請求項１４】
　１つ以上のバーチャルコントローラは、データプライバシーを保証するためにアクセス
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要求を認証することによりアクセス要求をハンドリングするように構成される、請求項１
に記載の方法。
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