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TITLE OF THE INVENTION

SECURE PERSONAL INFORMATION CARD
AND METHOD OF USING THE SAME

BACKGROUND OF THE INVENTION

Field of the Invention:

This invention relates to the creation and use of a secure personal information card to store general information and to store medical information separately from the general information.

Description of the Background:

Currently, in order to provide medical history information (i.e., known allergies, blood type, current prescriptions, medical conditions) about a patient to doctors in several locations, patient information is centralized in a computer database to which doctors can request access, usually by telephone. This system is advantageous in its ability to allow doctors and emergency medical professionals to quickly access medical information concerning a patient with whom they are unfamiliar. However, because the access is by phone, the confidential patient information can be compromised by computer intruders, often known as hackers. Due to the importance and confidentiality of medical information, reliable but decentralized control of the information is needed.
Smart cards are currently being used in a series of applications throughout the United States and Europe. Smart cards are manufactured in various forms. For example, Bull of France manufactures the SCOT(xx) series of cards, including the SCOT 30, 60, 110 and 1000 cards. Gemplus also makes several series of microprocessor-based smart cards for GSM mobile communication systems (i.e., SIM2, SIM3, GemXplore 3K, GemXplore 8K), payment cards (i.e., PCOS, MPCOS16K, MPCOS24K, MPCOS64K) and multi-purpose cards (i.e., MCOS24K, MPCOS16K, MPCOS24K, MPCOS64K). Gemplus provides a software development kit to aid in the creation of applications using these microprocessor-based smart cards. Some microprocessor cards also optionally provide cryptographic schemes based on the Data Encryption Standard algorithm, DES, card customization to enable additional functionality to be added to the smart cards and a multi-purpose chip operating system. Details on DES and other encryption/decryption algorithms can be found in APPLIED CRYPTOGRAPHY: PROTOCOLS, ALGORITHMS AND SOURCE CODE IN C, by Bruce Schneier, and published by John Wiley & Sons, 1994, which is incorporated herein by reference. Additionally, Gemplus makes a series of memory-based products, including GEMPLUS Free-Access Memory Cards (GFM), GEMPLUS Protected Memory Cards (GPM) and GEMPLUS Authenticated Memory Cards (GAM).

In France, smart cards are used to provide a mechanism for purchasing telephone "units" consumed by telephone usage,
as would be available through the GPM cards. Furthermore, smart cards have been described, as in U.S. Patent 4,874,935 to Thomas L. Younger, wherein the smart card stores personalized information which can be read and written. Additionally, the connection, electrical, communication and other specifications for smart cards are set forth in International Standards Organizations' publications ISO 7816-1 through ISO 7816-5. The disclosures of Younger and ISO 7816-1 to ISO 7816-5 are incorporated herein by reference. Known systems such as Younger fail to provide a method for partitioning information on the smart card so that some information is available to all requestors while other information (e.g., medical history information) is available only to authorized users authenticated using a second smart card.

SUMMARY OF THE INVENTION

It is an object of the present invention to overcome the foregoing deficiencies.

It is another object of the present invention to provide a method of storing, on a smart card, general information separately from medical information.

It is a further object of the present invention to provide a method of authenticating that a medical professional (or other authorized person) is requesting access to medical information, and blocking access to the medical data if a
medical professional is not authenticated as requesting access to the medical information, while providing access to the medical information when a medical professional is authenticated.

It is another object of the present invention to provide a method for storing general information on a smart card in unencrypted form and storing medical information on the same smart card in encrypted form.

It is a further object of the present invention to provide a method for storing general information on a smart card in encrypted form using one key and storing medical information on the same smart card by encrypting the medical information with a key different than the key used to encrypt the general information.

It is yet another object of the present invention to provide a method for reading the general user information by non-medical personnel while blocking the reading of medical information.

It is a still further object of the present invention to allow reading of both general information and medical information by medical personnel.

It is yet another object of the present invention to provide limited types of access to medical information stored on a smart card by authenticating the type of medical professional requesting access to the card and providing either no access rights to the medical information, at least
one of read, write, update and clear rights for part of the medical information, or at least one of read, write, update and clear rights for all of the medical information.

It is a further object of the present invention to provide a method for visually and magnetically relating a person to information stored on a smart card by using a method of printing a user picture on a smart card, recording information on a magnetic strip on the smart card and encrypting medical information on the smart card differently than other general information stored on the smart card.

The above and additional objects and advantages are achieved according to the present invention which includes storing general information on a first smart card, storing medical information onto the first smart card separately from the general information, inserting the first smart card into a first smart card reader, inserting a second smart card into a second smart card reader, authenticating the second smart card inserted into the smart card reader as a medical personnel’s smart card, and detecting whether a medical personnel’s smart card was authenticated. Access to the medical information stored on the first smart card is blocked if a medical personnel’s smart card is not authenticated as being inserted in the second smart card reader, while access is permitted to a portion of the medical data based on a type of inserted medical professional’s smart card when a medical professional’s smart card has been authenticated upon
insertion into a second smart card reader. Upon proper authentication, at least one of reading medical information, updating medical information and erasing medical information from the first smart card are permitted using the provided access.

**BRIEF DESCRIPTION OF THE DRAWINGS**

A more complete appreciation of the invention and many of the attendant advantages thereof will be readily obtained as the same becomes better understood by reference to the following detailed description, when considered in connection with the accompanying drawings, wherein:

Figure 1A is a schematic of one embodiment of a smart card utilized according to the present invention;

Figure 1B is a schematic of a second embodiment of a smart card utilized according to the present invention;

Figure 1C is a schematic showing the reverse side of a smart card according to the first and second embodiments of smart cards to be used according to the present invention;

Figure 2 is a schematic of a computer system attached to a smart card reader, with the computer system performing a method of the present invention;

Figure 3 is a schematic of a screen for inputting the personal information to be stored on a smart card according to the present invention;
Figure 4 is a flowchart showing a general method of programming and using a smart card according to the present invention;

Figure 5 is a schematic of a screen for inputting the medical information according to the present invention;

Figure 6A is a schematic of a first access rights table to determine the type of access that is allowed to a first smart card based on a supplied PIN;

Figure 6B is a schematic of a second access rights table to determine the type of access that is allowed to a first smart card based on a supplied PIN;

Figure 6C is a schematic of a third access rights table to determine the type of access that is allowed to a first smart card based on a supplied PIN;

Figure 7 is a flowchart depicting a method of programming and using a smart card according to another embodiment of the present invention;

Figure 8 is a schematic of a screen for inputting immigration information according to the present invention;

Figure 9 is a schematic of a screen for inputting hotel register information according to the present invention;

Figure 10 is a schematic of a screen for inputting car rental information according to the present invention;

Figure 11A is a flowchart depicting three types of access allowed to the smart card;
Figure 11B is a flowchart showing five additional types of access allowed to the smart card of the present invention; and

Figure 12 is a schematic showing a telephone adapted to receive a smart card with a magnetic strip.

DETAILED DESCRIPTION OF THE PREFERRED EMBODIMENTS

Referring now to the drawings, wherein like reference numerals designate identical or corresponding parts throughout the several views, Figure 1A is a view showing a first embodiment of a smart card 2 utilized according to the present invention. Smart card 2 includes a picture 4 and a smart card chip 8, with the smart card chip 8 containing plural leads 5. A second embodiment of a smart card 2 is shown in Figure 1B, in which picture 4 is also available and a different smart card chip 6 is present on the front face of the smart card 2, again with plural leads 5. The position of the leads is set forth in ISO 7186-2. In both the smart card of Figures 1A and 1B, a magnetic strip 10 is attached to the back face of the smart card 2. The smart card can therefore be used for identification as well as information storage. For example, the smart card can be used to prove identity when making credit card purchases. The picture 4 is used in combination with information stored on the magnetic strip or smart card chip about what credit cards a person is authorized to use. Furthermore, in a preferred embodiment, the picture 4 is
printed directly onto the smart cards to prevent someone from removing a laminated picture, adding a new picture in the place of the original picture and relaminating the smart card. In order to protect customers from fraudulent use of their credit cards, parts of customers' credit card numbers are stored on the smart card or magnetic strip. For example, in the case of a customer with a credit card number "123-456-789-0," on the smart card would be stored "235689" which is a portion of the whole number. When purchases are made, retailers could automatically cross-check credit cards with smart cards by reading the partial number from the smart card or magnetic strip, then swiping the credit card as normally occurs. If the credit card number does not match one of the partial numbers on the smart card, authorization is automatically denied, thereby protecting against unauthorized use. Furthermore, by only storing a portion of the credit card number on the smart card, the full credit card number is not compromised if the smart card is lost.

In general, the smart card 2 is used in conjunction with a computer system 20 which is attached to a double smart card reader 38 or a pair of single smart card readers 39. Computer system 20 comprises a motherboard 22, a central processing unit 24 (i.e., Intel 80x86, Motorola 680x0, PowerPC, Sparc, DEC Alpha), and memory 26. The computer system further includes programs on a high capacity fixed storage device (i.e., SCSI or IDE devices) 28 for manipulating the smart
cards. Additional removable storage media devices 30 provide a means for updating the programs stored on the high capacity fixed storage device 28 and the smart card 2. Further, a network adaptor 31 provides another means for updating programs and the smart card 2. The monitor 32 provides a method for interactively updating the information stored on a smart card, while input devices (keyboard 34 and mouse 36) provide a means for entering data to be stored on the smart card 2. The smart card 2 is read by either a double smart card reader 38 or by plural single smart card readers 39. A generic smart card reader, GCR500, is available from Gemplus and can be used to read and write data stored on a smart card 2. Bull also makes a smart card reader/writer unit named the CP8. In addition, the magnetic strip on the back of the smart card can be read by a magnetic strip reader 37. It is also possible for either of the smart card readers (38 and 39) to be equipped with a magnetic strip reader to provide a combined magnetic strip and smart card reader. These smart card readers (38 and 39) can also be housed in the computer system 20.

The programs stored on high capacity fixed storage device 28 include a series of programs which allow data to be read from or written to the smart card 2 according to the types of accesses allowed by the reader or writer. In addition to information to be stored to the smart card according to the present invention, data is also written at the manufacturing
stage and at a customization phase. During these phases, a unique ID for the card, a manufacturer’s ID, a manufacturing date and other information is stored permanently and may not be modified.

Figure 3 shows part of a representative set of information 40 to be stored on a smart card 2 by the present invention. This information 40 is split into several segments, with access to individual segments being controlled by the rights of the requestor. The personality information 41 contains the general information about the owner of a smart card and is written to a blank smart card 2 during a customization process. A user’s family name, first name, address, country of citizenship, country of residence, birthdate, language, place of birth, social security number, height and sex are all permanently associated with the card during the customization process. A card owner’s phone number, driver’s license number, issuing country, license expiration date, auto insurance carrier, policy number, profession, emergency contact, second emergency contact, religion and city in which his/her visa was issued are shown as representative of the type of information that can be generally stored about a user which may change and therefore may need to be updated.

Medical information 42 includes more specific information about a card’s owner which is independently protected from other personal information 41. The medical information
includes, but is not limited to, an attending doctor's name, phone numbers (both office and emergency), fax number, time zone and, native language, along with a person's medical insurance information (i.e., policy number and co-insurance company). The information about a user's attending physician can be used to contact the attending physician in case of an emergency. The information allows the physician to be automatically dialed by emergency medical professionals or other medical professionals to receive additional information about a patient in need of care. By storing both a phone number for use during normal office hours and an emergency or pager number, a patient's attending physician can always be contacted. In an automatic dialing system using the smart card 2, the emergency/pager number is automatically dialed after receiving no answer at the office number. The caller and the attending physician may also be directly connected by computer where the computer system of the caller and the computer system of the attending physician are connected by the automatic dialing system. By connecting the computers, additional information (including a more extensive medical history, x-rays, test results, etc.) can quickly be transferred to the caller.

Medical information 46 may be stored as either text or as medical codes/numbers designating, e.g., symptoms or diagnoses describing a patient's condition. By using a medical code system, more information can be stored on the same card. By
medical codes, it should be understood that numbers, letters or a mixture can be used to represent a standardized condition. For example, "H1" is used to represent a failing heart valve, "H2" is used to represent the presence of a pace maker, "A1" is used to represent an allergy to penicillin, etc.

Furthermore, business, airline and service provider (hotel, car, immigration) information 43 can be stored as an addition to the updatable part of the general information 41.

Medical and general information is also stored on a second smart card 2, belonging to a medical professional. According to the type of medical professional whose card is being programmed, in addition to the general and medical information of the medical professional, a means for identifying the type of smart card is also stored on the smart card 2 of the medical professional. Optionally, a medical professional password is also stored on the smart card 2 of the medical professional.

After the information of Figure 3 is initially programmed onto a smart card in the respective information positions with their respective security, the information may be needed and recalled in various medical (i.e., during doctor visits, or in emergency medical situations) and non-medical (i.e., immigration, hotel registration, car rental) situations. For simplicity, the examples given below will be described using a user's/patient's smart card in a first smart card reader 39
and a doctor's smart card in a second smart card reader 39, although the method works equally well with the user's/patient's smart card being inserted into a first slot in a double smart card reader 38 and the doctor's smart card being inserted into a second slot of the double smart card reader 38.

As shown in Figure 4, a doctor uses a computer system to access medical information 46, by inserting a patient's smart card into a first of two smart card readers 39. The doctor's smart card 2 then is inserted into a second smart card reader 39. Having detected the presence of a smart card 2 in the second smart card reader, the computer system controlling access to the general and medical information starts the first step in allowing access to the medical information 46. The computer system determines whether the card inserted into the second smart card reader is a doctor's card. If the card inserted into the second smart card reader is not a doctor's card, appropriate failure processing is performed by the computer system (i.e., an error message is displayed, or audible alarm is emitted), and access to the medical information 46 is not provided by the computer system.

As an optional security measure, a second step to allowing access to the medical information 46 of a patient is performed by reading a password from the keyboard 34 to ensure that a doctor's lost smart card 2 cannot be used to read medical information 46 by un-authorized individuals. The
password is authenticated by the computer system, and if the password authentication is unsuccessful, the computer system performs appropriate failure processing. If the password is authenticated, the computer system provides read and write access to the medical information 46. The medical information 46 is then read or written as required by the doctor. As shown in Figure 5, the medical information 46 is used to check blood types, existing conditions, medical history, etc., and the computer system updates the medical information 46, including prescription information, as requested by the doctor. In an embodiment where medical conditions are stored using a coded form rather than text, the computer system is also equipped with a means for decoding the diagnosis or symptom codes and displaying information about the condition which the code represents. This means for decoding includes at least one of a textual description, an audible description and a visual description, wherein the visual description is represented with an animated or virtual body.

Furthermore, in another embodiment of the computer system of the present invention, the prompts (used to display or receive general information and medical information from the smart card and provided to a computer display 32) are in a native language of choice, either according to who is using the display or according to the language specified by an authenticating card.
In the first embodiment, a non-volatile memory card is used to implement doctor and user/patient smart cards. Because these smart cards provide no automatic protection, the segmentation and protection of the medical information from the general information is done by the computer system. First, general and medical information are written to plural smart cards to be used in the computer system, along with an indication of whether or not each card being programmed is for a doctor or other special function person and, if so, a password or Personal Identification Number (PIN) corresponding to the card is also optionally written. Next, first and second programmed smart cards are inserted into first and second smart card readers. If the second smart card is determined to be a doctor's card, then the password or PIN is optionally prompted to further authenticate that the person using the second smart card is authorized to do so. Having authenticated the doctor, the computer system controls the reading of information from the first smart card and the writing of medical information back to the first smart card to correspond to the information entered into the computer system using a computer entry screen comparable to Figure 5.

In an alternate embodiment of the present invention, the overall security of the medical information is increased by encrypting the medical information using an encryption algorithm, preferably a symmetric algorithm (i.e., DES), and a shared key, i.e., shared by medical professionals. Before the
computer system provides access to the medical information, the shared key is read from an authenticated smart card 2 of a medical professional. The computer system then would decrypt the medical data using the shared key before displaying the data on the computer screen, and before writing medical information to the first smart card, the computer system encrypts the data entered on the computer screen by using the shared key.

In yet another embodiment of the present invention, which uses memory cards as smart cards, the doctor’s password is required and is stored on the doctor’s smart card in encrypted form. To prevent unauthorized reading of the shared key, the shared key is encrypted using the doctor’s password. The computer system can still authenticate the doctor’s password by encrypting the password typed by the doctor and comparing it with the encrypted version stored on the smart card. The typed password is then used to decrypt the shared key, preventing the shared key from being compromised by reading from a doctor’s lost memory-based smart card. In this embodiment, when a doctor changes his password, both the stored, encrypted password and the encrypted shared key must be updated.

In a further embodiment of the present invention, which uses memory cards as smart cards, the doctor’s password is required and stored on the smart card in encrypted form and the means for indicating that the smart card is a doctor’s
card and shared key are encrypted using the plain text version of the doctor's password, then stored on the smart card.

In another embodiment of the present invention in which a microprocessor-based smart card is used, a smart card is programmed with medical information stored in one area of the smart card containing one set of access rights, and the general information is stored in a separate area of the smart card with a different set of access rights. Furthermore, an indication of the type (i.e., doctor's, pharmacist's, emergency professional's) of the smart card is stored in an area that either cannot be directly read or cannot be modified. The smart card controls enforcing the rights to the information.

When a second smart card is inserted into the second smart card reader, the computer system sends a command to authenticate that the second smart card is a doctor card. If the second smart card determines that it is not a doctor's card, appropriate error processing is performed. If the second smart card determines that it is a doctor's card, then the computer system waits for the doctor to type a password. This password is sent to the second smart card to authenticate that it matches the internally stored password. If the password is authenticated, then a protected area in the second smart card is made readable and a PIN is read from the protected area of the second smart card. This PIN is written
to the first smart card to allow read and write access to the medical information.

In the case of a password mismatch, the second smart card can be used to monitor the number of password mismatches to see if a doctor's password is being guessed at or "hacked." By having set at customization a maximum number of allowable mismatches, the second smart card can disable itself when the maximum number of wrong guesses occurs. This provides a definite advantage over storing an encrypted password on a memory card. The encrypted password could be read by a hacker, and attacked by using several known techniques (i.e., dictionary attack, brute force, random guessing) until a guessed password matches the encrypted password stored on the card. The password, having been compromised, could then be used to determine they key or PIN used to access the medical information stored on the first smart card.

In a further embodiment of the present invention using microprocessor smart cards, as shown in Figure 7, the process of encrypting medical information to be stored on the first smart card and decrypting medical information read from the first smart card is performed internally in the second smart card. The second smart card is first authenticated as described above, medical data is then read from the first card in blocks and sent to the second smart card, and the second smart card sends back the decrypted medical data. The process is performed in reverse when storing information back to the
first smart card. Information to be encrypted is sent in blocks from the computer system to the second smart card, encrypted, read out of the second smart card and written back to the first smart card.

Obviously, a computer system could support any of the above embodiments or a combination of embodiments where the computer system automatically determines the type of each smart card and the processing required to authenticate the doctor's card and read and write the user's card. However, a presently preferred embodiment utilizes microprocessor based smart cards with multiple protectable areas with multiple sets of access rights or areas.

As shown in Figures 6A-6C, the access rights for separate areas can be established in several ways. In the figures, access permissions are given by "R" for read, "W" for write, "C" for clear and "D" for decrement, as in refill numbers for prescription information. For PIN columns with an entry indicated by "0", no PIN is required for the shown type of access. Figure 6A shows that a fixed number of entries are used to define rights for a single area per entry based on PINs. Using this configuration, access permissions may be distributed according to what PINs need access to what areas without presetting a number of PINs that can be assigned to any given area. Any PIN not in the list only allows access to the areas with a "0" PIN, and any PIN not associated with all areas only allows access to the areas with a "0" PIN and the
areas for which a matching PIN exists. However, this requires storing an additional piece of information per entry, i.e., the area identifier.

Figure 6B depicts an arrangement which avoids the need to store an area identifier per entry, by fixing the number of PINs per area and a search for valid PINs for a given area can be performed by knowing the number of PINs per area. However, this configuration is more restrictive than the configuration of Figure 6A. For area 1, only one entry is needed because read access is always provided and no other rights are assigned to area 1. Therefore, all other associated entries for area 1 are wasted.

A third configuration combines 6A and 6B and uses a map of all areas and the access rights allowed to each area based on the PINs specified in the first column. This configuration is advantageous in cases where different rights for many different areas are assigned to each PIN.

As an illustrative example of how these access controls can be utilized, the division of information the smart card will be referenced with respect to Figures 6A-6C. The first area, area 1, is used as the general information area and is assigned with a PIN number "0" which represents that all users have the access rights shown for area 1. As the rights for area 1 are indicated by an "R", area 1 only may be read by all users. However, area 2 is used as the area in which medical information is stored, and access to this area is restricted
until after authenticating a doctor. This PIN code, "1234," is then read from a protected area of the second smart card and the PIN is then written to the patient's smart card, unlocking area 2. Because the PIN "1234" provides read, write and clear access, an authenticated doctor can perform any of these operations on the medical data. As shown in Figure 6B, area 1 has a single PIN of "0" allowing read access by all users. Further below, PIN "1234" is provided in area 1 and allows read, write and clear access by a doctor. As shown in Figure 6C, PIN "0" allows read access to all users for area 1, while PIN "1234" allows read access to area 1 and read, write and clear access for area 2.

In each of the above embodiments, access rights have been used to partition the general information from the medical information based on whether a smart card had doctor's rights. An additional level of rights is added in another embodiment of the present invention wherein a pharmacist is given read access, but not write access, to the prescription portion of the medical information so that the pharmacist can fill prescriptions written by a doctor that are stored on a smart card. However, in this embodiment, the pharmacist is blocked from reading or writing the rest of the medical information. In an embodiment using no encryption on a memory-based smart card, the computer system enforces the protection by only reading and displaying prescription information from the
medical information and not allowing writing to the prescription information.

In a memory-based smart card embodiment where encryption is used, the computer system encrypts the prescription portion of the medical information shared by pharmacists and doctors, and encrypts the rest of the medical information using a shared key for doctors that is not known to pharmacists. Furthermore, all the methods used to encrypt means for identifying doctor cards and doctor passwords are also applicable to encrypting the means for identifying pharmacist cards and passwords.

Additionally, the pharmacist’s rights may also include the right to decrement the number of refills to which a patient is entitled. In both the method that uses no encryption and the method that uses encryption, because the computer system must be able to write/update the prescription information, the computer system restricts the number of refills of a drug is only decremented and not incremented or set to a new value. For added protection, in yet another alternate embodiment, all prescriptions written by doctors are electronically "signed" using an encryption algorithm, preferably a public key encryption algorithm, and the electronic "signature" is authorized before a prescription is filled.

In a preferred embodiment of the present invention, processor-based smart cards are used to provide access control
to the various types of information on the smart card. According to Figures 6A-6C, general information is stored in area 1, prescription information is stored in area 3 and all non-prescription medical information is stored in area 2. By using PIN "5678," the smart card controls enforcement of rights to the information, for example, such that pharmacists are given read, clear and decrement access to the prescription information without being given any permission for the rest of the medical information. When a second smart card is inserted into the second smart card reader, the computer system sends a command to authenticate that the second smart card is a pharmacist card. If the second smart card determines that it is not a pharmacist's card, appropriate error processing is performed. If the second smart card determines that it is a pharmacist's card, then the computer system waits for the pharmacist to type a password. This password is sent to the second smart card to authenticate that it matches the internally stored password. If the password is authenticated, then a protected area in the second smart card is made readable and a PIN is read from the protected area of the second smart card. This PIN is written to the first smart card to allow read access to the prescription information without providing write access to the prescription information and without providing read or write access to the rest of the medical information.
This access control is made possible by storing the prescription information in an area (area 3) separately protected from the rest of the medical information, which is in area 2. The first smart card allows direct read and write access to the prescription information and medical information when a doctor's PIN is read from the second smart card and written to the first smart card, but only allows direct read access to the prescription information and no access to the rest of the medical information area when a pharmacist's PIN is read from the second smart card and written to the first smart card. Additionally, erase and decrement functions for prescription information on the first smart card are performed by sending either the doctor's or the pharmacist's PIN to the first smart card, and then sending a command to erase prescription information or decrement the number of available refills. Since the microprocessor in the first smart card performs these functions, unauthorized writing or refilling of prescription information is prevented.

Because the blood type, medical alert and medication information is also often required by emergency personnel, a portion of medical information 46 is available by using an emergency service's smart card. Providing access to part, but not all, of the medical information is provided by methods analogous to providing access to prescription information by pharmacists without providing access to all medical information. In this embodiment of the present invention,
general information is stored in area 1, prescription
information is stored in area 3 and medical information
required by emergency personnel is stored in area 4. All
remaining medical information is stored in area 2 and the
access rights in Figure 6A-6B are assigned to the areas.
Again, a doctor's card uses PIN "1234," a pharmacist's card
uses PIN "5678" and medical emergency personnel's card uses
PIN "0911." This provides a doctor with read and write access
to all medical information areas while allowing a pharmacist
read, clear and decrement privileges for the prescription
information but no further access rights to any other parts of
the medical information. Emergency medical professionals'
cards use PIN "0911" and are allowed read access to the
prescription information in area 3 and the medical alert
information in area 4. Availability of this information is
very helpful in cases where an accident victim is unconscious
or does not have an adequate command of the language used by
the emergency medical professionals.

The segmented general and medical information is also
used in alternate embodiments of the present invention to aid
in providing parts of the general information to police,
insurance and other service providers, banks, immigrations and
customs, hotel, automotive, etc., while protecting service
specific information from other unauthorized service
providers. Figure 8 shows a computer screen utilizing a
portion of using parts of the general information 41, wherein
the general information is used in completing an immigration application. Immigration information 49 contains a subset of the general information 41 stored on the smart card 2. Furthermore, the immigration access optionally allows the address 50 in the visited country (e.g., United States) and the information for immigration 51 (i.e., date of departure) to be read and updated by authorized immigration personnel. Although not shown, visa type is also recordable on the smart card, for example, to reflect the length of stay allowed in a country being visited. At departure, the date and time of arrival can be read from the smart card to automatically generate an embarkment card or any other immigration papers required upon entering/Exiting a country. Furthermore, the identity of the departing individual can be recorded and uploaded to an immigration computer or a central immigration computer to track visitors to the country. Additionally, using a double key system, as was used for pharmacists, doctors, etc., every entry and exit to a country can be recorded on the smart card.

Figure 9 shows a computer screen associated with using portions of the general information 41 to speed the registration process at a hotel. By reading parts of the general information 41, while blocking reading of the medical information 42, a hotel can more accurately register guests. However, a user may optionally erase its own hotel information using a PIN before checking into a new hotel to prevent one
hotel from learning other hotels at which the user stays. Part of this hotel information may likewise be read by taxis and other professional drivers to enable people with a poor command of a language to indicate where they wish to be taken. Taxis would be prevented from reading the hotel room number, although they would be given the street address of the hotel and optionally directions to the hotel. This same information is available to police and emergency professionals in order to be able to contact other members of a user's family in case of an accident.

A similar process can be performed for other service industries, such as car rentals shown in Figure 10, by reading a portion of the general information 41 from the smart card and applying it to a car rental registration template 56.

Figures 11A and 11B show an overall set of representative types of information to be stored on a smart card, the type of professional that is allowed access to each type of information, and what types of access to the available types of information each professional is permitted.

Figure 12 shows another use of the combination smart card and magnetic card of the present invention. Because this card is envisioned to be used by people who do not possess a strong command of a language of the country in which they are visiting, a combination phone and smart card/magnetic strip combines the information stored on the magnetic strip/smart card with automatic dialing and caller identification.
Emergency medical professionals can therefore be dispatched directly to a telephone used to call in an emergency, and the professionals dispatched are sent based on the information read from the card (i.e., based on language, age, medical condition of the owner of the smart card).

Obviously, numerous modifications and variations of the present invention are possible in light of the above teachings. It is therefore to be understood that within the scope of the appended claims, the invention may be practiced otherwise than as specifically described herein.
CLAIMS:

1. A method for restricting access to information stored on a first smart card by verifying authorization to access the information using a second smart card, comprising the steps of:

   inserting a first smart card into a first smart card reader, the first smart card comprising first and second information areas, wherein access to the second information area is restricted;

   inserting a second smart card into a second smart card reader, the second smart card comprising a means readable by the second smart card reader for determining a type of the second smart card;

   reading the type of the second smart card using the second smart card reader;

   verifying that the second smart card is authorized to access the second information area of the first smart card;

   blocking access to the second information area of the first smart card if the verifying step indicates that the second smart card is not authorized to access the second information area of the first smart card; and

   providing access to the second information area of the first smart card if the verifying step indicates that the
second smart card is authorized to access the second information area of the first smart card.

2. The method according to Claim 1, further comprising:
   programming the first smart card with general information in the first information area and medical information in the second information area; and
   programming the second smart card with the type of the second smart card.

3. The method according to Claim 2, wherein the step of programming the first smart card comprises:
   programming the first information area of a memory-based smart card with general information in unencrypted form; and
   programming the second information area with medical information in encrypted form.

4. The method according to Claim 3, wherein the step of programming the second information area in encrypted form comprises:
   programming the second information area with medical information encrypted using DES.

5. The method according to Claim 4, comprising the step of:
   programming the second smart card with DES key used to encrypt the medical information on the first smart card.

6. The method according to Claim 2, wherein the step of programming the first smart card comprises:
programming a microprocessor-based smart card with
general information in the first information area;
assigning access rights to the first information area so
that the first information area is read-only at all times;
programming the second information area with medical
information; and
assigning access rights to the second information area so
that a PIN is required to be sent to the first smart card to
access information stored in the second information area of
the first smart card.

7. The method according to Claim 2, further comprising:
programming the second smart card with a password to
authenticate use of the second smart card.

8. The method according to the Claim 7, wherein the step
of programming a password comprises:
programming the second smart card with an encrypted
password.

9. The method according to Claim 7, wherein the step of
verifying that the second smart card is authorized to access
the second information area comprises:
comparing the type of the second smart card read using
the second smart card reader with a stored type of smart card
which is authorized to access the second information of the
first smart card;
denying access to the second information area of the
first smart card if the comparing step indicates that the type
read from the second smart card reader and the known type are equal;

reading a password from a keyboard;

comparing the password read from the keyboard with the password stored on the second smart card; and

indicating that the second smart card is not authorized to access the second information of the first smart card when the passwords are not equal.

10. The method according to Claim 8, wherein the step of verifying that the second smart card is authorized to access the second information area comprises:

comparing the type of the second smart card read using the second smart card reader with a stored type of smart card which is authorized to access the second information of the first smart card;

denying access to the second information area of the first smart card if the comparing step indicates that the type read from the second smart card reader and the known type are equal;

reading a password from a keyboard;

comparing the password read from the keyboard with the password stored on the second smart card; and

indicating that the second smart card is not authorized to access the second information of the first smart card when the passwords are not equal.
11. The method according to claim 8, wherein the step of comparing the password read from the keyboard comprises:

encrypting the password read from the keyboard to generate an encrypted keyboard password; and

comparing the encrypted keyboard password with the encrypted password stored on the second smart card.

12. The method according to Claim 2, wherein the step of programming the first smart card with medical information in the second information area comprises:

programming the medical information using medical codes.

13. A computer-implemented method of authorizing the use of a credit card based on information stored on a smart card containing a magnetic strip, comprising the steps of:

storing a portion of a credit card number to a smart card;

reading using a sales terminal the portion of the credit card number stored to the smart card;

reading a full credit card number from a magnetic strip on a credit card;

comparing the full credit card number to the portion of the credit card number stored to the smart card;

denying the use of the credit card if the comparing step indicates that the numbers are not related; and

authorizing the use of the credit card if the comparing step indicates that the numbers are related.
14. A computer-implemented method of contacting emergency professionals by phone, comprising the steps of:
   inserting a smart card with a magnetic strip into a reader in a telephone;
   reading information stored on the smart card using the reader;
   dialing emergency professionals automatically using the telephone;
   transmitting the information read from the smart card using the reader from the telephone to a central dispatch unit; and
   dispatching emergency professionals based on the information transmitted to the central dispatch unit.

15. The method according to Claim 12,
   wherein the step of transmitting the information read from the smart card comprises transmitting a native language of an owner of the smart card; and
   wherein the step of dispatching emergency professionals comprises dispatching origins of professionals based on the native language transmitted in the transmitting step.

16. The method according to Claim 12, wherein the step of reading information stored on the smart card using the reader comprises:
   reading information stored on a chip on the smart card using a smart card reader.
17. The method according to Claim 12, wherein the step of reading information stored on the smart card using the reader comprises:

reading information stored on the magnetic strip of the smart card using a magnetic strip reader.
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FIG.4

SUBSTITUTE SHEET (RULE 26)
<table>
<thead>
<tr>
<th>AREA</th>
<th>PIN</th>
<th>RIGHTS FOR THIS AREA</th>
</tr>
</thead>
<tbody>
<tr>
<td>1</td>
<td>0</td>
<td>R</td>
</tr>
<tr>
<td>2</td>
<td>1234</td>
<td>R W C</td>
</tr>
<tr>
<td>3</td>
<td>1234</td>
<td>R W C D</td>
</tr>
<tr>
<td>3</td>
<td>5678</td>
<td>R C D</td>
</tr>
<tr>
<td>3</td>
<td>0911</td>
<td>R</td>
</tr>
<tr>
<td>4</td>
<td>1234</td>
<td>R W C</td>
</tr>
<tr>
<td>4</td>
<td>0911</td>
<td>R</td>
</tr>
</tbody>
</table>

FIG. 6A
<table>
<thead>
<tr>
<th>PIN</th>
<th>RIGHTS FOR THIS AREA</th>
</tr>
</thead>
<tbody>
<tr>
<td>0</td>
<td>R</td>
</tr>
<tr>
<td></td>
<td></td>
</tr>
<tr>
<td>1234</td>
<td>R W C</td>
</tr>
<tr>
<td></td>
<td></td>
</tr>
<tr>
<td>1234</td>
<td>R W C D</td>
</tr>
<tr>
<td>5678</td>
<td>R C D</td>
</tr>
<tr>
<td>0911</td>
<td>R</td>
</tr>
</tbody>
</table>

FIG. 6B
START

PROGRAM PERSONAL SMART CARD CHIP WITH NON-CONFIDENTIAL INFORMATION STORED IN PLAIN-TEXT

PROGRAM PERSONAL SMART CARD CHIP WITH CONFIDENTIAL INFORMATION BY USING ENCRYPTION AND STORING IN A SEPARATE AREA FROM THE NON-CONFIDENTIAL INFORMATION

IN MEDICAL SITUATIONS, INSERT PERSONAL SMART CARD INTO ONE SLOT OF A DUAL SMART CARD READER

INSERT MEDICAL PROFESSIONAL SMART CARD INTO THE OTHER SIDE OF THE DUAL SMART CARD READER

PASS CONFIDENTIAL INFORMATION FROM PERSONAL SMART CARD TO THE MEDICAL PROFESSIONAL SMART CARD: DECRYPT PASSED MEDICAL DATA USING MEDICAL PROFESSIONAL SMART CARD

PASS DECRYPTED CONFIDENTIAL INFORMATION FROM MEDICAL PROFESSIONAL SMART CARD TO DATA DISPLAY MEANS

DATA TO BE WRITTEN BY MEDICAL PROFESSIONAL?

YES

SEND CONFIDENTIAL INFORMATION TO MEDICAL PROFESSIONAL SMART CARD; ENCRYPT CONFIDENTIAL INFORMATION IN MEDICAL PROFESSIONAL SMART CARD: WRITE ENCRYPTED INFORMATION TO PERSONAL SMART CARD

NO

END

FIG. 7
<table>
<thead>
<tr>
<th>Car Registration</th>
<th>Plate No.</th>
<th>True Return Station</th>
<th>Phone No.</th>
<th>Country of Residence</th>
<th>Place of Birth</th>
<th>Driver's License No.</th>
<th>Personal No. Out</th>
<th>Rental Rate</th>
</tr>
</thead>
<tbody>
<tr>
<td>Date: 7/10/95</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Date: 12/15</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

**Figure 10**

**Substitute Sheet (Rule 26)**
Fig. 11B

A

Hospital/Doctor Administrators

- No access to medical or prescription information; read access for general information; optional read/write for insurance information

Immigration

- No access to medical or prescription information; read access for general information; optional read/write access for driving specific information (i.e., driver's license info. and violation info.)

Police

- No access to medical or prescription information; read access for general information; optional read/write access for immigration information

Services (i.e., hotels, car rentals)

- No access to medical or prescription information; read access for general information

Others

- No access to medical or prescription information; read access for general information; optional read/write access for industry's specific information