Abstract: An information processing device includes an interface configured to receive authentication information from an electronic device. The device also includes circuitry configured to identify an execution range of an association operation program executed by the electronic device, the execution range being indicative of an authentication of an association between the electronic device and another electronic device.
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CROSS REFERENCE TO RELATED APPLICATIONS


Technical Field

[0002] The present disclosure relates to an electronic device, a server, an electronic device controlling method, an information processing method and a recording medium.

Background Art

[0003] As various types of electronic devices spread, cases in which electronic devices can operate in association with each other are increasing. Realization of such an association operation expands functionalities of the devices, and may be said to give a new added value to the devices. However, since such an association between the devices is often realized through processes within the devices according to programs incorporated in the respective devices in advance, it is difficult to trace realized association operations and executable association operations later.

[0004] In such a situation, for example, a technology for issuing a user ID to a digital camera performing an association operation with a server, and providing service and executing a billing process based on this user ID is described in Patent Literature 1.

Citation List

Patent Literature

[0005] [Patent Literature 1] JP 2004-304409A

Summary

Technical Problem

[0006] However, in the technology described in Patent Literature 1 described above, the server which is the one device performing the association operation manages the association operation of the digital camera using the user ID. Therefore, it is difficult for the association operation between the digital camera and another device, for example, a smartphone, to be managed using this technology. Thus, it is difficult to say that technology proposed so far for managing the association operation without limitation between specific devices is sufficient.
Therefore, an electronic device, a server, a method of controlling the electronic device, an information processing method, and a recording medium which are new and improved and are capable of managing an association operation without limitation between specific devices are proposed in this disclosure.

**Solution to Problem**

According to one embodiment, an information processing device is described that includes
- an interface configured to receive authentication information from an electronic device; and
- circuitry configured to identify an execution range of an association operation program executed by the electronic device based on the authentication information, the execution range being indicative of an authentication of an association between the electronic device and another electronic device.

According to an information processing system embodiment, the system includes
- an information management device including an interface configured to receive authentication information from an electronic device, and
- circuitry configured to identify an execution range of an association operation program executed by the electronic device based on the authentication information, the execution range being indicative of an authentication of an association between the electronic device and another electronic device; and
- an information processing device configured to receive description information regarding the electronic device and the another electronic device, communicate with the electronic device and another electronic device and send the association operation program to the electronic device that configures the electronic device to realize an association operation between the electronic device and the another electronic device.

According to an information processing method embodiment, the method includes receiving via an interface authentication information from an electronic device; and identifying with the circuitry an execution range of an association operation program executed by the electronic device based on the authentication program, the execution range being indicative of an authentication of an association between the electronic device and another electronic device.

According to a non-transitory computer readable storage device embodiment, the
storage device includes instructions that when executed by a computer cause the computer to execute an information processing method, the method including receiving via an interface authentication information from an electronic device; and identifying with the circuitry an execution range of an association operation program executed by the electronic device based on the authentication information, the execution range being indicative of an authentication of an association between the electronic device and another electronic device.

**Advantageous Effects of Invention**

[0012] As described above, according to this disclosure, it is possible to manage the association operation without limitation between specific devices.

**Brief Description of Drawings**

[0013] [FIG. 1] FIG. 1 is a diagram illustrating a schematic configuration of a system according to one embodiment of this disclosure.

[FIG. 2] FIG. 2 is a block diagram illustrating a schematic functional configuration of an electronic device and a management server according to one embodiment of this disclosure.

[FIG. 3] FIG. 3 is a flowchart illustrating an example of a process of the electronic device according to one embodiment of this disclosure.

[FIG. 4] FIG. 4 is a diagram illustrating a functionality of an association operation script in one embodiment of this disclosure.

[FIG. 5] FIG. 5 is a diagram illustrating a functionality of the association operation script in one embodiment of this disclosure.

[FIG. 6] FIG. 6 is a diagram illustrating a first specific example of the association operation in one embodiment of this disclosure.

[FIG. 7] FIG. 7 is a diagram illustrating a second specific example of the association operation in one embodiment of this disclosure.

[FIG. 8] FIG. 8 is a diagram illustrating a third specific example of the association operation in one embodiment of this disclosure.

[FIG. 9] FIG. 9 is a diagram illustrating a first implementation example in one embodiment of this disclosure.

[FIG. 10] FIG. 10 is a diagram illustrating a second implementation example in one embodiment of this disclosure.

[FIG. 11] FIG. 11 is a block diagram illustrating a hardware configuration of an information processing device according to an embodiment of this disclosure.

**Description of Embodiments**

[0014] Hereinafter, preferred embodiments of this disclosure will be described in detail with reference to the accompanying drawings. Further, in the present specification and
drawings, components having substantially the same functional configuration are denoted with the same reference signs and a repeated description thereof is omitted.

[0015] Further, a description will be given in the following order.
1. System configuration
   1-1 Functional configuration
   1-2 Process flow
   1-3 Variant
2. Mechanism and specific example of association operation
   2-1 Mechanism of association operation
   2-2 Specific example of association operation
3. Implementation examples
4. Hardware configuration
5. Supplement

[0016] (1. System configuration)
First, a configuration of a system according to one embodiment of this disclosure will be described with reference to FIGS. 1 and 2.

[0017] (1-1. Functional configuration)
FIG. 1 is a diagram illustrating a schematic configuration of a system according to one embodiment of this disclosure. Referring to FIG. 1, a system 10 according to one embodiment of this disclosure may include an electronic device 100, a script server 200, another electronic device 300, a management server 400, and a publisher 500.

[0018] In the illustrated example, the electronic device 100 and the other electronic device 300 may be any devices manipulated by a user and may be, for example, any devices each having an information processing functionality and a network communication functionality, such as a mobile phone (smartphone), a PC (Personal Computer), a television, a recorder, a game console, and a media player. Further, the other electronic device 300 may be, for example, an electronic device used in proximity to the electronic device 100, but may be a server different from the script server 200 and the management server 400, which is connected to the electronic device 100 over a network. The server, for example, may provide services on social media to the electronic device 100. The electronic device 100 performs an association operation with the other electronic device 300 by being controlled according to an association operation script distributed from the script server 200. The association operation script may also be similarly distributed to the other electronic device 300 or prepared in the other electronic device 300 in advance, and the other electronic device 300 may perform an association operation with the electronic device 100 by being controlled according to the association operation script. Further, a mechanism of such an association operation will be described below in detail.
Here, the association operation script distributed by the script server 200 is provided by the publisher 500. The publisher 500 is an entity which acquires a script format managed in the management server 400 and develops and publishes the association operation script according to the format. Therefore, the illustrated publisher 500 may indicate an individual or a corporation itself who acts as a publisher or a terminal device used for the individual or the corporation to receive the script format from the management server 400 and upload the association operation script to the script server 200 according to context.

In this embodiment, the association operation script may be distributed for a fee in the script server 200. In this case, the publisher 500, for example, receives a value paid by a user of the electronic device 100 and/or the other electronic device 300 which has downloaded the association operation script from the script server 200. Alternatively, the association operation script may be provided for free in the script server 200. In this case, the publisher 500 receives, for example, an advertisement charge from an advertiser of an advertisement which is distributed together with the association operation script and output in the electronic device 100 and/or the other electronic device 300.

Meanwhile, a log is transmitted from the electronic device 100 and/or the other electronic device 300 which has downloaded the association operation script and executed the association operation, to the management server 400. The log includes information on the executed association operation using the association operation script in the electronic device 100 and/or the other electronic device 300.

Here, in this embodiment, a script format provided from the management server 400 to the publisher 500 is accompanied by authentication information. The authentication information is incorporated, for example, in a fixed form part of the script format, and the authentication information can be confirmed even in the association operation script developed according to the script format. Therefore, the electronic device 100 and/or the other electronic device 300 can associate the authentication information accompanying the association operation script with the log which is transmitted to the management server 400 when the association operation has been executed. As a result, the management server 400 can recognize that the association operation has been actually executed between the electronic device 100 and the other electronic device 300, using the script format provided to the publisher 500.

FIG. 2 is a block diagram illustrating schematic functional configurations of the electronic device and the management server according to one embodiment of this disclosure. Hereinafter, configurations of the electronic device 100 and the management server 400 included in the system 10 described above will be described in greater detail with reference to FIG. 2.
The electronic device 100 is any device manipulated by a user, and may be, for example, any device having an information processing functionality and a network communication functionality, such as a mobile phone (smartphone), a PC (Personal Computer), a television, a recorder, a game console, or a media player, as described above. The electronic device 100 includes a processor 110, a communication unit 120, and a storage unit 130. The electronic device 100 may be realized, for example, by a hardware configuration of an information processing device, which will be described below. In a hardware configuration example, the processor 110 may be realized by a CPU, a ROM, a RAM and the like. The communication unit 120 may be realized by a communication device. The storage unit 130 may be realized by, for example, a storage device and/or a removable storage medium.

The processor 110 may realize functionalities of a control unit 111, a transmission unit 112 and a reception unit 113 by operating according to a program. The processor 110 may also realize various functionalities for overall control of the electronic device 100, but the functionalities are different according to devices and are well known to a person skilled in the art. Therefore, a description of differences of the functionalities is omitted herein. Hereinafter, each of the functionalities will be further described.

The control unit 111 controls the electronic device 100 according to the association operation script provided from the script server 200 and executes an association operation with the other electronic device 300. An association operation script 1301 used by the control unit 111, for example, may be at least temporarily stored in the storage unit 130. The association operation script 1301 is accompanied by authentication information 1303, as described above.

Here, the control unit 111 may determine an execution range of the association operation script 1301 based on the authentication information 1303. More specifically, when the association operation script 1301 is not accompanied by the authentication information 1303, the control unit 111 may be set not to execute the association operation script 1301 (to determine that there is no execution range). Alternatively, the control unit 111 may be set to limit a functionality of the electronic device 100 available in the association operation when the association operation script 1301 is not accompanied by the authentication information 1303 in executing the association operation script 1301. In this case, the association operation script 1301 includes a first part in which permission based on the authentication information 1303 is necessary for execution, and a second part in which the permission based on the authentication information is not necessary for execution, and the control unit 111 may execute the second part regardless of the authentication information 1303. Further, it may be determined whether the association operation script 1301 is accompanied by the authen-
tication information 1303 (whether the accompanied authentication information 1303 is correct), for example, based on information stored in the storage unit 130 in advance or based on information obtained through inquiry to the management server 400 via the transmission unit 112, the reception unit 113 and the communication unit 120.

[0028] Further, the control unit 111 may inquire the execution range of the association operation script 1301 of the management server 400 via the transmission unit 112. In this case, a request including the authentication information 1303 is transmitted from the transmission unit 112 to the management server 400. Information indicating the execution range of the association operation script 1301 may be included in a response produced by the management server 400 in response to the request and received by the reception unit 113. The execution range may be set to full or nothing or the execution range may be set so that only some operations are restricted. The control unit 111 executes the association operation script 1301 within the execution range indicated by the information included in the response. Accordingly, the execution range of the association operation script 1301 in the electronic device 100 can be dynamically controlled from the management server 400.

[0029] Further, when the control unit 111 has executed the association operation using the association operation script 1301, the control unit 111 may generate a log 1305 related to the association operation and at least temporarily store the log in the storage unit 130. The log 1305 is associated with the authentication information 1303 accompanying the association operation script 1301. Further, information indicating the other electronic device 300 which is an association partner or information transmitted or received through the association operation may be included in the log 1305 in addition to information (e.g., time, a number of times, or duration) indicating that the association operation has been executed. The log 1305 at least temporarily stored in the storage unit 130 may be transmitted to the management server 400 by the transmission unit 112 via the communication unit 120.

[0030] The transmission unit 112 may transmit the request including the authentication information 1303 to the management server 400, as described above. In this case, the reception unit 113 receives, from the management server 400, the response including the information indicating the execution range of the association operation script 1301, which is generated by the management server 400 in response to the request. Further, the transmission unit 112 may transmit the log 1305 related to the association operation to the management server 400. In this case, the reception unit 113 may receive payment information which has been generated by the management server 400 based on the transmitted log.

[0031] Further, the transmission unit 112 may transmit device identification information of the electronic device 100 to the script server 200 over the network. In this case, the
reception unit 113 may receive the association operation script 1301 acquired in the
script server 200 based on the transmitted device identification information, together
with the authentication information 1303. As described above, the association
operation script 1301 is used for the association operation between the electronic
device 100 and the other electronic device 300. Device identification information of
the other electronic device 300 may be detected in the electronic device 100 and then
transmitted from the transmission unit 112 or may be detected in the script server 200.

[0032] Here, in this embodiment, a signature given by a manager of the management server
400 may be included in the authentication information 1303 accompanying the as-
association operation script 1301. With this signature, for example, falsification of the
authentication information 1303 stored in the storage unit 130 in the electronic device
100 or falsification of the authentication information 1303 accumulated in the script
server 200 or the like before the authentication information 1303 is distributed to the
electronic device 100 can be prevented.

[0033] (Management server)
The management server 400 is a server on the network, and provides services to one
or a plurality of electronic devices 100. The management server 400 includes a
processor 410, a communication unit 420, and a storage unit 430. The functionality of
the management server 400 may be realized by, for example, a single server device
connected to the network. Alternatively, the functionality of the management server
400 may be realized in such a manner to be distributed to a plurality of server devices.
In this case, the plurality of server devices cooperate over the network. The server
device may be realized by, for example, a hardware configuration of the information
processing device which will be described below. In a hardware configuration
example, the processor 410 may be realized by a CPU, a ROM, a RAM and the like.
The communication unit 420 may be realized by a communication device. The storage
unit 430 may be realized by, for example, a storage device and/or a removable storage
medium.

[0034] The processor 410 can realize functionalities of a reception unit 411, a collection unit
412, a determination unit 413, a payment processing unit 414, and a transmission unit
415 by operating according to a program. The processor 410 may realize various other
functionalities for overall control of the management server 400, but these func-
tionalities are well known to a person skilled in the art. Therefore, a description of the
functionalities is omitted herein. Hereinafter, each function described above will be
further described.

[0035] Further, here, a script format 4301, authentication information 4303 and a log 4305
are stored in such a manner to be associated with each other in the storage unit 430 of
the management server 400. The script format is a format provided from the
management server 400 to the publisher 500, which develops an association operation script according to the script format 4301, as described above. The developed association operation script is accompanied by the authentication information 4303 which is in a form that can be confirmed. Therefore, when the electronic device 100 executes the association operation according to the association operation script 1301, the electronic device 100 may acquire the authentication information 1303 accompanying the association operation script 1301, and transmit the authentication information 1303 to the management server 400 in advance to inquire the execution range of the association operation script 1301 or transmit the authentication information 1303 in such a manner to be associated with the log of the association operation to the management server 400. In this case, the management server 400 may compare the authentication information 4303 stored in the storage unit 430 with the transmitted authentication information and identify which script format 4301 is used to develop the association operation script used when the association operation is executed. In other words, in this embodiment, the script format 4301 stored in the storage unit 430 functions as information indicating an association between the association operation script and the authentication information.

[0036] The reception unit 411 receives, from the electronic device 100, the log related to the association operation executed according to the association operation script by the electronic device 100, together with the authentication information accompanying the association operation script. The received log may be provided to the collection unit 412. Further, when the control unit 111 of the electronic device 100 inquires of the management server 400 about the execution range of the association operation script 1301 via the transmission unit 112, the reception unit 411 receives the request transmitted from the transmission unit 112. The authentication information 1303 accompanying the association operation script 1301 is included in the request. The received request may be provided to the determination unit 413.

[0037] The collection unit 412 executes collection for the log received by the reception unit 411 based on the authentication information received together with the log. Upon collection, the collection unit 412 references the script format 4301 and the authentication information 4303 associated with the script format 4301, which are stored in the storage unit 430. The collection unit 412 may store a log, as the log 4305, in such a manner to be associated with the script format 4301 through the authentication information 4303 in the storage unit 430. For example, even when the association operation scripts 1301 used in the electronic device 100 are different, the authentication information 1303 accompanying the association operation scripts 1301 may be common if the association operation scripts 1301 have been developed according to the same script format 4301 by the publisher 500.
Accordingly, the collection unit 412, for example, may collect logs in units of script formats 4301 rather than units of individual association operation scripts. On the other hand, the authentication information 4303 associated with the script format 4301 may be determined in consideration of the unit of collection in the collection unit 412. For example, if the collection unit 412 collects the logs for each publisher 500 which has developed and published the association operation script, the collection unit 412 may cause authentication information 4303 different among the publishers 500 of a provision destination to be accompanied even when the script format 4301 is common.

The determination unit 413 determines the execution range of the association operation script 1301 in the electronic device 100 based on the authentication information received by the reception unit 411. For example, the determination unit 413 may determine that the execution of the association operation script 1301 is possible (the entire association operation script 1301 is executable) in the electronic device 100 when the received authentication information matches the authentication information 4303 stored in the storage unit 430. Further, the execution range of the association operation script 1301 may be registered in such a manner to be associated with the authentication information 4303 in the storage unit 430. For example, when the authentication information 4303 in which the association operation script 1301 has been registered as being executable in the past has been invalidated due to the publisher 500 and the user of the electronic device 100, the authentication information 4303 may be subsequently registered in the storage unit 430 to indicate that the execution of the association operation script 1301 is not permitted (there is no execution range). In this case, the determination unit 413 determines that the execution of the association operation script 1301 in the electronic device 100 is not permitted (there is no execution range) based on the information registered in the storage unit 430, and notifies the electronic device 100 of the fact via the transmission unit 415. Further, the determination unit 413 may transmit an additional script for invalidating the association operation script 1301 stored in the storage unit 130 of the electronic device 100 to the electronic device 100 via the transmission unit 415. Further, such an additional script may be distributed from the management server 400 to the electronic device 100 all at once not only when the reception unit 411 has received the inquiry of the execution range of the association operation script 1301 from the electronic device 100 but also, for example, when the registration of the authentication information 4303 in the storage unit 430 has been changed.

The payment processing unit 414 generates payment information based on the log 4305 collected by the collection unit 412. For example, the payment information may indicate charging to the user of the electronic device 100 according to an execution history of the association operation indicated by the log 4305. In this case, for
example, the association operation script 1301 used in the electronic device 100 may be provided for free from the publisher 500 via the script server 200. Charging is performed from the management server 400 to the user of the electronic device 100 by the user of the electronic device 100 executing the association operation (e.g., a pre-determined number of times or more), and a part of the value paid from the user to the manager of the management server 400 according to this charging may be distributed to the publisher 500. Alternatively, the payment information may indicate charging to the publisher 500 according to an execution history of the association operation indicated by the log 4305. In this case, for example, the association operation script 1301 used in the electronic device 100 may be provided for a fee from the publisher 500 through the script server 200. Charging may be performed from the management server 400 to the publisher 500 by the user of the electronic device 100 executing the association operation, and a part of the value that the publisher 500 has received from the user of the electronic device 100 according to this charging may be returned to the manager of the management server 400.

[0041] The transmission unit 415 transmits various pieces of information generated in the management server 400 to the electronic device 100 or a server different from the management server 400 via the communication unit 420. The transmission unit 415, for example, may transmit a response including information indicating the execution range of the association operation script 1301 in the electronic device 100, which has been generated based on the authentication information by the determination unit 413, to the electronic device 100. Further, the transmission unit 415 may transmit an additional script for invalidating the association operation script stored in the electronic device 100, which has been generated based on the authentication information by the determination unit 413, to the electronic device 100. Further, the transmission unit 415 may transmit payment information indicating charging to the user of the electronic device 100, which has been generated by the payment processing unit 414, to a server different from the management server 400 or the electronic device 100. Here, the server which is a transmission destination of the payment information is, for example, a server of the publisher 500, a server of the manufacturer of the electronic device 100, or a server of a provider providing various services to the electronic device 100, such as an affiliate.

[0042] (1-2. Process flow)

FIG. 3 is a flowchart illustrating an example of a process of the electronic device according to one embodiment of this disclosure. In the example illustrated in FIG. 3, first, the control unit 111 of the electronic device 100 transmits a request including the authentication information 1303 accompanying the association operation script 1301 to be executed to the management server 400 via the transmission unit 112 (step S101).
The management server 400 determines the execution range of the association
operation script 1301 based on the authentication information included in the
transmitted request, and transmits a determination result as a response to the electronic
device 100. In the electronic device 100, the reception unit 113 receives the response
including the information indicating the execution range of the association operation
script 1301.

[0043] Here, the control unit 111 determines whether validation of the association operation
script 1301 is successful based on the information included in the response received by
the reception unit 113 (step S103). In the illustrated example, the validation of the as-
sociation operation script 1301 means that execution of the association operation using
the association operation script 1301 is permitted by the management server 400 and is
enabled. A case in which the association operation has not been validated may be a
case in which the execution of the association operation has not been permitted by the
management server 400 or a case in which the association operation has been re-
stricted.

[0044] When the validation of the association operation script 1301 is successful in step
S103, the control unit 111 executes the association operation according to the as-
sociation operation script 1301 (step S107). Further, after the execution of the as-
sociation operation or during the execution of the association operation, the control
unit 111 generates a log related to the association operation, associates the generated
log 1305 with the authentication information 1303, and transmits the log to the
management server 400 (step S109).

[0045] On the other hand, when the validation of the association operation script 1301 has
not been successful in step S103, the control unit 111 executes an operation for which
validation is not necessary (step S105). The operation for which validation is not
necessary is, for example, an operation which is defined as an operation for which
validation based on the authentication information 1303 is not necessary in the as-
sociation operation script 1301 or the response received from the management server
400. When there is no such operation, the control unit 111 can directly end the process
without executing the association operation. Further, the control unit 111 may notify a
user that an executable association operation is present but it is difficult for the ex-
cutable association operation to be (sufficiently) executed since authentication in-
formation is not valid.

[0046] (1-3. Variants)

In a variant of one embodiment of this disclosure described above, for example, not
only the association operation script but also a software interface which realizes the as-
sociation operation between the devices in cooperation with the association operation
script may be accompanied by the authentication information. This software interface
is referenced as a device API in an example which will be described below. The software interface, for example, is obtained by abstracting the functionalities of the electronic device 100, and each functionality is defined as a function. In this case, the control unit 111 of the electronic device 100 accesses the software interface according to the association operation script, and realizes the functionality of the electronic device 100 necessary for the association operation by calling the defined function.

In this variant, for example, the control unit 111 of the electronic device 100 may at least temporarily store the log related to the association operation in such a manner to be associated with the authentication information 1303 accompanying the association operation script 1301 and the authentication information accompanying the software interface, in the storage unit 130, and the transmission unit 112 may transmit this log to the management server 400. In this case, in the management server 400, the reception unit 411 receives the log together with the respective authentication information.

Further, in the variant described above, the transmission unit 112 of the electronic device 100 may transmit a request including the authentication information accompanying each of the association operation script 1301 and the software interface to the management server 400. In this case, in the management server 400, the reception unit 411 receives the request including the respective authentication information, and the determination unit 413 determines the execution range of the association operation script 1301 based on the respective authentication information.

As in the variant described above, as the software interface of the electronic device 100 is also accompanied by the authentication information, it is possible for the management server 400 to recognize which association operation script is used to execute the association operation and which device is used to execute the association operation. Further, a signature given by the manager of the management server 400 may also be included in the authentication information accompanying the software interface, as in the authentication information accompanying the association operation script.

(2. A mechanism and a specific example of the association operation)

Next, a mechanism and a specific example of the association operation in one embodiment of this disclosure will be described with reference to FIGS. 4 to 8.

(2-1. Mechanism of the association operation)

FIGS. 4 and 5 are diagrams illustrating a functionality of the association operation script in one embodiment of this disclosure. Device APIs (Application Programming Interfaces) 101 and 301, communication functionalities 103 and 303, and other functionalities 105 and 305 for the electronic device 100 and the other electronic device 300 are illustrated in FIGS. 4 and 5. While these elements of the electronic device 100 will be described by way of example hereinafter, the same applies to the other
The device API 101 is an API prepared to use a functionality of the electronic device 100 and may be realized as software by the processor 110 of the electronic device 100. The communication functionality 103 and the other functionality 105 of the electronic device 100 are abstracted by the device API 101. In other words, for example, when a function defined in the device API 101 is called, the processor 110 issues a control command for controlling the processor 110 itself or hardware such as the communication unit 120, the storage unit 130 and the input/output unit 140 to realize the communication functionality 103 and the other functionality 105.

In a state illustrated in FIG. 4, there is no association operation script in at least the electronic device 100. In this state, the association operation between the electronic device 100 and the other electronic device 300 is difficult. On the other hand, in a state illustrated in FIG. 5, an association operation script 107 is distributed to the electronic device 100 by the script server 200. In the electronic device 100, the communication functionality 103 and the other functionality 105 for an association operation with the other electronic device 300 are realized by the processor 110 calling the function defined in the device API 101 according to the association operation script 107.

On the other hand, an association operation script 307 may also be distributed to the other electronic device 300 by the script server 200, as in the electronic device 100. Alternatively, the association operation script 307 may have been prepared in the other electronic device 300 in advance, as illustrated in FIG. 4. In the other electronic device 300, the communication functionality 303 and the other functionality 305 for an association operation with the electronic device 100 are realized by calling a function defined in the device API 301 according to the association operation script 307. A state in which the communication functionality 103 of the electronic device 100 and the communication functionality 303 of the other electronic device 300 are communicating with each other in the association operation is illustrated in FIG. 5.

Here, the association operation script in this embodiment will be described again. In the present specification, an association operation program described in a script format among association operation programs is referred to as an association operation script. The script format may mean a program described using a script language or an interpreter language. An example of such a language includes a markup language. Further, the association operation program is not limited to a script format and may be described in other formats (e.g., an object code or an assembly language), but when the association operation program is described in a script format, it is advantageous, for example, in that a program development period is shortened.

For example, an entity which executes an operation, a function of a used API, a parameter set in the function, a combination or an order of functions to be executed,
and the like are described in the association operation script. For example, in the example illustrated in FIGS. 4 and 5, in the electronic device 100, an interpreter corresponding to the association operation script 107 is implemented in the processor 110, and a function of the device API 101 is called according to interpretation of the association operation script 107 by the interpreter, such that the communication functionality 103 and the other functionality 105 are realized. The same applies to the other electronic device 300.

[0057] Thus, in this embodiment, the functionality realized by the hardware of the electronic device is abstracted using the device API, and each functionality is realized through the device API according to a predetermined condition and/or procedure using the association operation script, such that the association operation between the devices is realized. Therefore, it is not necessary to determine conditions or procedures for all association operations at the time of manufacture of the electronic device and write the conditions or the procedures as a program, and it is possible to define the conditions or the procedures using the association operation script after manufacture of the electronic device. Therefore, it is possible to shorten a development period of the electronic device, and easily realize the association operation with a new device appearing after manufacture of the electronic device.

[0058] Further, since an association operation script can be provided after the electronic device of the association partner is concretely identified, a case in which information on a large number of association operations, including association operations which are unrealizable, is displayed and confuses the user does not occur. Further, for example, even when electronic devices of association partners are different according to a difference of products circulating in each region, association operations according to the respective regions can be selectively presented and realized without modifying a program design of the electronic devices. Further, as the association script can be updated or invalidated, for example, a posteriori management of a use right of the association operation or distribution of a time-limited, effective association operation script is possible.

[0059] (2-2. A specific example of the association operation)

(First example: An image captured by a digital camera is recorded by a smartphone) FIG. 6 is a diagram illustrating a first specific example of the association operation in one embodiment of this disclosure. In the example illustrated in FIG. 6, a smartphone 100a is illustrated as a specific example of the electronic device 100 and a digital camera 300a is illustrated as a specific example of the other electronic device 300.

[0060] In the illustrated example, an association operation script 107a "to receive and record an image" is provided from the script server 200 to the smartphone 100a and an association operation script 307a "to capture and transmit an image" is provided from the
script server 200 to the digital camera 300a. The association operation scripts 107a and 307a are scripts for realizing an association operation between the smartphone 100a and the digital camera 300a "to transfer the image captured by the digital camera 300a to the smartphone 100a and record the image on the smartphone 100a." For example, the association operation scripts 107a and 307a may be stored to be associated with device identification information of the smartphone 100a and the digital camera 300a in the script server 200.

[0061] The association operation "to transfer the image captured by the digital camera 300a to the smartphone 100a and record the image on the smartphone 100a" may be executed, for example, when photographs are shared between friends visiting the same place or an image of the camera provided to the public (e.g., installed in a restricted area) at a sightseeing spot or an event meeting place is acquired. Therefore, the association operation scripts 107a and 307a may be distributed to the smartphone 100a and the digital camera 300a, for example, when the smartphone 100a and the digital camera 300a have been close to each other and short distance communication has been executed or when an image including a two-dimensional code indicating the digital camera 300a is captured by a camera of the smartphone 100a. More specifically, when a request including the device identification information of the digital camera 300a has been transmitted from the smartphone 100a to the script server 200, the association operation scripts 107a and 307a may be distributed from the script server 200.

[0062] Here, the script server 200 may transmit the association operation script 107a to the smartphone 100a and the association operation script 307a to the digital camera 300a. Alternatively, the script server 200 may transmit both of the association operation script 107a and the association operation script 307a to both of the smartphone 100a and the digital camera 300a, the smartphone 100a may selectively execute the association operation script 107a, and the digital camera 300a may selectively execute the association operation script 307a. In this case, the association operation script 107a and the association operation script 307a may be described, for example, in the same file or may be described in separate files.

[0063] For example, a function of capturing an image using the imaging functionality 305a and a function of transmitting image data using the communication functionality 303a are defined in the device API 301a of the digital camera 300a. In the digital camera 300a, imaging using the imaging functionality 305a is first executed and then data transmission using the communication functionality 303a is executed for the image data obtained by imaging, as a result of calling the functions according to the association operation script 307a. In this case, the smartphone 100a may be designated as a transmission destination of the image data according to the association operation script 307a.
Meanwhile, a function of receiving the image data using the communication functionality 103a and a function of recording the image data using the recording functionality 105a are defined in the device API 101a of the smartphone 100a. In the smartphone 100a, first, the reception of the image data using the communication functionality 103a is executed and then the received image data is recorded using the recording functionality 105a as a result of such functions are called according to the association operation script 107a. In this case, according to the association operation script 107a, the digital camera 300a may be designated as a transmission source of the image data.

(Second example: Remote photography)

FIG. 7 is a diagram illustrating a second specific example of the association operation in one embodiment of this disclosure. In the example illustrated in FIG. 7, a smartphone 100a is illustrated as a specific example of the electronic device 100, and a digital camera 300a is illustrated as a specific example of the other electronic device 300.

In the illustrated example, an association operation script 107b of "remote photography" is provided from the script server 200 to the smartphone 100a and an association operation script 307b of "remote photography" is provided from the script server 200 to the digital camera 300a. The association operation scripts 107b and 307b are scripts for realizing an association operation between the smartphone 100a and the digital camera 300a "to remotely control the digital camera 300a from the smartphone 100a and execute the photography." The association operation scripts 107b and 307b may be stored, for example, in the script server 200 to be associated with the device identification information of the smartphone 100a and the digital camera 300a, as in the first example. A distribution form of the scripts from the script server 200 to the smartphone 100a and the digital camera 300a is the same as that in the first example described above.

The association operation "to remotely control the digital camera 300a from the smartphone 100a and execute the photography" may be executed in the same situation as in the first example described above. Therefore, the association operation scripts 107b and 307b may be distributed to the smartphone 100a and the digital camera 300a on the same condition as in the first example.

For example, a function of transmitting a control command to an imaging device using a communication functionality 103b different from the communication functionality 103a in the first example and receiving image data from the imaging device is defined in a device API 101a of the smartphone 100a. Further, a function of receiving the control command from the control device using a communication functionality 303b different from the communication functionality 303a in the first example and
transmitting the image data to the control device is defined in a device API 301a of the
digital camera 300a.

[0069] In the second example, first, the communication functionality 103b in the
smartphone 100a is executed through the device API 101a by the association operation
script 107b. In this case, as the digital camera 300a is designated as an imaging device
which is a transmission destination, the control command is transmitted from the
smartphone 100a to the digital camera 300a. On the other hand, the communication
functionality 303b in the digital camera 300a is executed through the device API 301a
by the association operation script 307b. In this case, as the smartphone 100a is
designated as a control device which is a transmission source, the control command
transmitted from the smartphone 100a is received.

[0070] Here, information of the function of the device API 301a of the digital camera 300a
designated by the association operation script 107b may be included in the control
command. Thus, in this embodiment, using information on a device API of a device of
an association partner described in the association operation script, a control command
according to the device of the association partner may be issued, for example, in the
case of the remote control as in the example described above.

[0071] Subsequently, in the digital camera 300a, imaging using an imaging functionality
305a is executed according to the received control command, and image data obtained
by the imaging is transmitted to the smartphone 100a using the communication func-
tionality 303b. In the smartphone 100a, the image data is received from the digital
camera 300a using the communication functionality 103b, and the received image data
is recorded using a recording functionality 105a.

[0072] (Third example: Recording during a call)

FIG. 8 is a diagram illustrating a third specific example of the association operation
in one embodiment of this disclosure. In the example illustrated in FIG. 8, a
smartphone 100a is illustrated as a specific example of the electronic device 100, and a
television 300c and a recorder 300d are illustrated as a specific example of the other
electronic devices 300.

[0073] In the illustrated example, association operation scripts 107c, 307c and 307d of
"recording during a call" are provided from the script server 200 to the smartphone
100a, the television 300c and the recorder 300d, respectively. The association
operation scripts 107c, 307c and 307d are scripts for realizing an association operation
among the smartphone 100a, the television 300c and the recorder 300d "to record
content televised by the television 300c on the recorder 300d during a call on the
smartphone 100a and reproduce the content after the call." The association operation
scripts 107c, 307c and 307d may be stored to be associated with device identification
information of the smartphone 100a, the television 300c and the recorder 300d, for
example, in the script server 200.

[0074] For example, the association operation "to record content televised by the television 300c on the recorder 300d during a call on the smartphone 100a and reproduce the content after the call" may be executed when a user of the smartphone 100a watches the television 300c at home and there is an incoming call on the smartphone 100a. For example, when the smartphone 100a, the television 300c and the recorder 300d are connected to a LAN within the same home, the association operation scripts 107c, 307c and 307d may be distributed from the script server 200 to the respective devices.

[0075] Here, since there are a large number of other association operations as association operations of the smartphone 100a and the television 300c and/or the recorder 300d, for example, when the smartphone 100a is connected to the LAN within the home, a plurality of the association operation scripts including the association operation scripts 107c, 307c and 307d may be distributed to the devices. Alternatively, association operation scripts to be distributed may be selected by a user manipulation. A timing at which the association operation is executed by each association operation script may be designated, for example, by a user manipulation or may be automatically determined in conjunction with another operation executed by each device.

[0076] In the illustrated example, when the association operation script 107c in the smartphone 100a recognizes that a call using a call functionality 105c starts through the device API 101a, the association operation script 107c starts up a communication functionality 103c through the device API 101a. Using the communication functionality 103c, the television 300c and the recorder 300d are notified that the association operation by the association operation scripts 307c and 307d starts.

[0077] In this case, the association operation script 307c in the television 300c acquires information (e.g., a channel of broadcasting waves) on content televised using a display functionality 305c through the device API 301c, and transmits the acquired information using the communication functionality 303c to the recorder 300d. Meanwhile, in the recorder 300d, the association operation script 307d receives the information transmitted from the television 300c using a communication functionality 303d through the device API 301d and starts recording of the content using a recording functionality 305d.

[0078] Then, in the smartphone 100a, the association operation script 107c recognizes that a call using the call functionality 105c ends through the device API 101a. In this case, using the communication functionality 103c, the television 300c and the recorder 300d are notified that a stage of the association operation is shifted from recording to reproduction. In this case, the association operation script 307d in the recorder 300d ends the recording of the content using the recording functionality 305d (when the televising of the content does not end, recording may continue for subsequent time shift re-
production), and provides the recorded content to the television 300c using the communication functionality 303d.

[0079] Meanwhile, in the television 300c, the association operation script 307d receives the content transmitted from the recorder 300d using the communication functionality 303c, and televises the received content using the display functionality 305c. This operation of the television 300c, for example, may be an operation of switching a source of the content televised using the display functionality 305c from the broadcasting waves to HDMI (registered trademark) (High-Definition Multimedia Interface). With the association operation described above, the user can watch, on the television 300c, a part of the content missed due to televising during a call after ending the call on the smartphone 100a.

[0080] Further, in the illustrated example, the communication functionalities 303c and 303d can execute both of communication through a LAN within a home, including the smartphone 100a, and communication using the HDMI (registered trademark) between the television 300c and the recorder 300d. These communications may be implemented, for example, by separate functions in the device APIs 301c and 301d. Thus, the functionalities described in the respective described examples do not necessarily correspond to the functions defined in the device APIs. The respective functionalities, for example, may be realized by calling a plurality of functions defined in the device APIs according to a predetermined procedure.

[0081] As described above, in this embodiment, various association operations by various devices are possible. All association operations realized, for example, by storing procedures for the association operations in the respective devices in advance can be realized as association operations in the system according to this embodiment by preparing device APIs in the respective devices and distributing association operation scripts capable of using the device APIs, as shown in the example described above.

[0082] (3. Implementation examples)

Next, implementation examples of one embodiment of this disclosure will be described with reference to FIGS. 9 and 10.

[0083] FIG. 9 is a diagram illustrating a first implementation example in one embodiment of this disclosure. A marketplace 200 illustrated in FIG. 9 corresponds to the script server 200 in the embodiment described above. Further, a mediator 400 corresponds to the management server 400 in the embodiment described above. Further, a service provider 300 corresponds to the other electronic device 300 in the embodiment described above. Thus, the other electronic device 300 in this embodiment may include not only a terminal device used by the user, but also a server device on the network.

[0084] The mediator 400 provides a script format 601. In this case, the mediator 400 buries the authentication information in the script format 601. Meanwhile, the publisher 500
develops an association operation script 603 according to the script format 601, and exhibits the association operation script 603 at the marketplace 200. In this case, the association operation script 603 is developed based on cooperation with a device API 605. When the publisher 500 exhibits the association operation script 603 at the marketplace 200, it may be necessary for the publisher 500 to perform registration in the mediator 400. However, this registration may be omitted by associating the authentication information of the association operation script 607 with a report provided to the mediator 400 when the association operation script is used, as will be described below.

[0085] A user 611 obtains the association operation script 603 from the marketplace 200 and uses the association operation script 603 as the association operation script 607 of the electronic device 100. In the illustrated example, the electronic device 100 perform an association operation with the service provider 300 as the association operation script 607 cooperates with the device API 605, and provides service to the user 611. In this case, the electronic device 100 associates a log related to the association operation with the authentication information of the association operation script 607 and transmits the log to the mediator 400 as a report. Accordingly, the mediator 400 can recognize that the association operation using the association operation script developed according to the script format provided to the publisher 500 has been executed, for example, to charge the publisher 500 or distribute a value obtained by charging the user to the publisher 500.

[0086] FIG. 10 is a diagram illustrating a second implementation example in one embodiment of this disclosure. In this example, a difference between the first implementation example and the second implementation example is that an API format 613 is also provided to the device API 605. The API format 613 is provided to a manufacturer 615, which then incorporates the device API 605 at the time of manufacture of the electronic device 100. A marketplace 617 is provided for the publisher 500 to obtain the device API 605 incorporated in the electronic device 100. The manufacturer 615 adds authentication information to the device API 605 of the device exhibited at the marketplace 617 and registers this authentication information in the mediator 400. It is possible to trace that the association operation using the device API 605 of the device exhibited by the manufacturer 615 has been executed by associating the authentication information of the device API 605 as well as the authentication information of the association operation script 607 with the report provided to the mediator 400 at the time at which the association operation script is used.

[0087] The user 611 obtains the association operation script 603 from the marketplace 200 and uses the association operation script 603 as an association operation script 607 of the electronic device 100. In the illustrated example, the electronic device 100
performs an association operation with the service provider 300 as the association operation script 607 and the device API 605 cooperate with each other, and provides service to the user 611. In this case, the electronic device 100 associates a log related to the association operation with the authentication information of the association operation script 607 and the authentication information of the device API 605 and transmits the log to the mediator 400 as a report. Accordingly, the mediator 400 can recognize the association operation using the association operation script 607 developed according to the script format provided to the publisher 500 and the device API 605 of the electronic device 100 manufactured by the manufacturer 615, for example, to charge the publisher 500 or distribute the value obtained by charging the user to the publisher 500 or the manufacturer 615.

For example, when the device API 605 is not accompanied by the authentication information, it is difficult to trace that the association operation using the device API 605 of the electronic device 100 has been executed. Therefore, even when the electronic device 100 has been used for the association operation, it is difficult to distribute the value of the service provided through the association operation to the manufacturer 615. However, in the example described above, it is possible to trace the execution of the association operation and distribute the value to the manufacturer 615 when the association operation has been executed, by realizing the functionality of the electronic device 100 using the device API 605 and also causing the device API 605 to be accompanied by the authentication information.

(4. Hardware configuration)

Next, a hardware configuration of an information processing device according to the embodiment of this disclosure will be described with reference to FIG. 11. FIG. 11 is a block diagram illustrating a hardware configuration of the information processing device according to the embodiment of this disclosure. The illustrated information processing device 900, for example, may realize the electronic device 100, the script server 200, the other electronic device 300, or the management server 400 in the embodiment described above.

The information processing apparatus 900 includes a CPU (Central Processing Unit) 901, a ROM (Read Only Memory) 903, and a RAM (Random Access Memory) 905. In addition, the information processing apparatus 900 may include a host bus 907, a bridge 909, an external bus 911, an interface 913, an input device 915, an output device 917, a storage device 919, a drive 921, a connection port 923, and a communication device 925. Further, the information processing apparatus 900 may include an imaging device 933 and a sensor 935 as necessary. The information processing apparatus 900 may include a processing circuit such as a DSP (Digital Signal Processor), alternatively or in addition to the CPU 901.
The CPU 901 serves as an operation processor and a controller, and controls all or some operations in the information processing apparatus 900 in accordance with various programs recorded in the ROM 903, the RAM 905, the storage device 919 or a removable recording medium 927. The ROM 903 stores programs and operation parameters which are used by the CPU 901. The RAM 905 primarily stores programs which are used in the execution of the CPU 901 and parameters which is appropriately modified in the execution. The CPU 901, ROM 903, and RAM 905 are connected to each other by the host bus 907 configured to include an internal bus such as a CPU bus. In addition, the host bus 907 is connected to the external bus 911 such as a PCI (Peripheral Component Interconnect/Interface) bus via the bridge 909.

The input device 915 may be a device which is operated by a user, such as a mouse, a keyboard, a touch panel, buttons, switches and a lever. The input device 915 may be, for example, a remote control unit using infrared light or other radio waves, or may be an external connection device 929 such as a portable phone operable in response to the operation of the information processing apparatus 900. Furthermore, the input device 915 includes an input control circuit which generates an input signal on the basis of the information which is input by a user and outputs the input signal to the CPU 901. By operating the input device 915, a user can input various types of data to the information processing apparatus 900 or issue instructions for causing the information processing apparatus 900 to perform a processing operation.

The output device 917 includes a device capable of visually or audibly notifying the user of acquired information. The output device 917 may include a display device such as LCD (Liquid Crystal Display), PDP (Plasma Display Panel), and organic EL (Electro-Luminescence) displays, an audio output device such as speaker and headphone, and a peripheral device such as printer. The output device 917 may output the results obtained from the process of the information processing apparatus 900 in a form of a video such as text or image, and an audio such as voice or sound.

The storage device 919 is a device for data storage which is configured as an example of a storage unit of the information processing apparatus 900. The storage device 919 includes, for example, a magnetic storage device such as HDD (Hard Disk Drive), a semiconductor storage device, an optical storage device, or a magneto-optical storage device. The storage device 919 stores programs to be executed by the CPU 901, various data, and data obtained from the outside.

The drive 921 is a reader/writer for the removable recording medium 927 such as a magnetic disk, an optical disk, a magneto-optical disk, or a semiconductor memory, and is embedded in the information processing apparatus 900 or attached externally thereto. The drive 921 reads information recorded in the removable recording medium 927 attached thereto, and outputs the read information to the RAM 905. Further, the
drive 921 can write in the removable recording medium 927 attached thereto.

[0096] The connection port 923 is a port used to directly connect devices to the information processing apparatus 900. The connection port 923 may include a USB (Universal Serial Bus) port, an IEEE1394 port, and a SCSI (Small Computer System Interface) port. The connection port 923 may further include an RS-232C port, an optical audio terminal, an HDMI (High-Definition Multimedia Interface) port, and so on. The connection of the external connection device 929 to the connection port 923 makes it possible to exchange various data between the information processing apparatus 900 and the external connection device 929.

[0097] The communication device 925 is, for example, a communication interface including a communication device or the like for connection to a communication network 931. The communication device 925 may be, for example, a communication card for a wired or wireless LAN (Local Area Network), Bluetooth (registered trademark), WUSB (Wireless USB) or the like. In addition, the communication device 925 may be a router for optical communication, a router for ADSL (Asymmetric Digital Subscriber Line), a modem for various kinds of communications, or the like. The communication device 925 can transmit and receive signals to and from, for example, the Internet or other communication devices based on a predetermined protocol such as TCP/IP. In addition, the communication network 931 connected to the communication device 925 may be a network or the like connected in a wired or wireless manner, and may be, for example, the Internet, a home LAN, infrared communication, radio wave communication, satellite communication, or the like.

[0098] The imaging device 933 is a device that generates an image by imaging a real space using an image sensor such as a charge-coupled device (CCD) or complementary metal-oxide-semiconductor (CMOS) sensor, as well as various members such as one or more lenses for controlling the formation of a subject image on the image sensor, for example. The imaging device 933 may be a device that takes still images, and may also be a device that takes moving images.

[0099] The sensor 935 is any of various sensors such as an acceleration sensor, a gyro sensor, a geomagnetic sensor, an optical sensor, or a sound sensor, for example. The sensor 935 acquires information regarding the state of the information processing apparatus 900, such as the orientation of the case of the information processing apparatus 900, as well as information regarding the environment surrounding the information processing apparatus 900, such as the brightness or noise surrounding the information processing apparatus 900, for example. The sensor 935 may also include a Global Positioning System (GPS) sensor that receives GPS signals and measures the latitude, longitude, and altitude of the apparatus.

[0100] The foregoing thus illustrates an exemplary hardware configuration of the in-
formation processing apparatus 900. Each of the above components may be realized using general-purpose members, but may also be realized in hardware specialized in the function of each component. Such a configuration may also be modified as appropriate according to the technological level at the time of the implementation.

[0101] (5. Supplemental Remarks)

Embodiments of the present disclosure encompass an information processing apparatus (an electronic device or a server) and system as described in the foregoing, an information processing method executed by an information processing apparatus or system, a program for causing an information processing apparatus to function, and a non-transitory computer readable medium storing such a program, for example.

[0102] It should be understood by those skilled in the art that various modifications, combinations, sub-combinations and alterations may occur depending on design requirements and other factors insofar as they are within the scope of the appended claims or the equivalents thereof.

[0103] Example embodiments include

(1) An information processing device comprising:
- an interface configured to receive authentication information from an electronic device; and
- circuitry configured to
  - identify an execution range of an association operation program executed by the electronic device based on the authentication information, the execution range being indicative of an authentication of an association between the electronic device and another electronic device.

(2) The information processing apparatus of (1), wherein
- the execution range is less than a predetermined range if the authentication information does not match the stored authentication information, and
- the execution range is the predetermined range if the authentication information matches the stored authentication information.

(3) The information processing apparatus of (2), wherein
- the circuitry is configured to transmit an indication of the execution range to the electronic device.

(4) The information processing apparatus of (1), wherein
- the circuitry is configured to identify from the authentication information from the electronic device a script format that indicates the association between the association operation program and the authentication information from the electronic device.

(5) The information processing apparatus of (1), wherein
- the authentication information received from the electronic device is included with or in the association operation program.
(6) The information processing apparatus of (1), wherein the interface also receives a log from the electronic device that is associated with the association operation program at the electronic device.

(7) The information processing apparatus of (1), wherein the circuitry is further configured to transmit an additional program to the electronic device to end the association operation program.

(8) The information processing apparatus of (1), wherein the interface is configured to receive the authentication information, the association operation program, and a device API for the electronic device.

(9) The information processing device of (1), wherein the circuitry is configured to implement a script server that receives the association operation program from a publisher and distributes the association operation program to the electronic device.

(10) The information processing device of (1), wherein the circuitry is configured to send a script format to a publisher so the publisher can develop the association operation script in a format that can subsequently be confirmed by the circuitry.

(11) The information processing device of (1), wherein the association operation program is a script.

(12) The information processing device of (1), wherein the interface also receives a log from the electronic device that includes an indication of the association operation program having been executed by the electronic device.

(13) The information processing device of (1), wherein the association operation program configures the electronic device to realize an association operation between the electronic device and the another electronic device.

(14) The information processing device of (1), wherein the association operation program includes a first part in which permission based on the authentication information is used for execution and a second part in which permission based on the authentication information is not used for execution.

(15) An information processing system comprising: an information management device including an interface configured to receive authentication information from an electronic device, and circuitry configured to identify an execution range of an association operation program executed by the electronic device based on the authentication information, the execution range being indicative of an authentication of an association between the electronic device and another electronic device; and
an information processing device configured to
receive description information regarding the electronic device and the another
electronic device,
communicate with the electronic device and another electronic device and
send the association operation program to the electronic device that configures the
electronic device to realize an association operation between the electronic device and
the another electronic device.
(16) The system of (15), wherein
a release date of the association operation program is after a release date of at least one
of the electronic device and the another electronic device.
(17) The system of (15), wherein
the association operation script is related to a type of device, an API version, and/or
model type.
(18) The system of (15), wherein
the information processing device is one of a smartphone, a digital camera and a
television.
(19) The system of (15), wherein
the association operation program is a script.
(20) An information processing method comprising:
receiving via an interface authentication information from an electronic device; and
identifying with the circuitry an execution range of an association operation program
executed by the electronic device based on the authentication program, the execution
range being indicative of an authentication of an association between the electronic
device and another electronic device.
(21) The method of (20), further comprising:
transmitting an indication of execution range to the electronic device.
(22) The method of (20), further comprising:
identifying from the authentication information from the electronic device a script
format that indicates the association between the association operation program and the
authentication information from the electronic device.
(23) The method of (20), wherein
the authentication information received from the electronic device is included in the as-
sociation operation program.
(24) The method of (20), further comprising:
receiving a log from the electronic device that is associated with the association
operation program at the electronic device, the log including an indication of the as-
sociation operation program having been executed by the electronic device.
when executed by a computer cause the computer to execute an information processing
method, the method comprising:
receiving via an interface authentication information from an electronic device; and
identifying with the circuitry an execution range of an association operation program
executed by the electronic device based on the authentication information, the
execution range being indicative of an authentication of an association between the
electronic device and another electronic device.

[0104] Additionally, the present technology may also be configured as below.
(1) An electronic device, including:
a control unit which controls the electronic device according to an association
operation program for the electronic device and at least one other electronic device to
execute an association operation, and at least temporarily stores a log related to the as-
association operation in a storage unit together with first authentication information ac-
companying the association operation program.
(2) The electronic device according to (1), wherein the control unit determines an
execution range of the association operation program based on the first authentication
information.
(3) The electronic device according to (2), further including:
a transmission unit which transmits a request including the first authentication in-
formation to a first server; and
a reception unit which receives a response generated in response to the request and
including information indicating the execution range of the association operation
program from the first server,
wherein the control unit executes the association operation program in a range
indicated by information included in the response.
(4) The electronic device according to (2),
wherein the association operation program includes a first part in which permission
based on the first authentication information is necessary for execution, and a second
part in which the permission based on the first authentication information is not
necessary for execution, and
wherein the control unit executes the second part regardless of the first authentication
information.
(5) The electronic device according to any one of (1) to (4), further including a
transmission unit which transmits a log related to the association operation to the first
server.
(6) The electronic device according to (5), further including a reception unit which
receives payment information generated based on the transmitted log from the first
server.
(7) The electronic device according to (5) or (6), wherein the transmission unit transmits device identification information of the electronic device to a second server different from the first server over a network, and wherein the electronic device further includes a reception unit which receives an association operation program for the electronic device and the at least one other electronic device from the second server over the network.

(8) The electronic device according to (7), wherein the first authentication information includes a signature given by a manager of the first server.

(9) The electronic device according to any one of (1) to (8), wherein the control unit controls the electronic device by accessing a software interface obtained by abstracting a functionality of the electronic device and executes the association operation according to the association operation program.

(10) The electronic device according to (9), wherein the control unit at least temporarily stores in the storage unit a log related to the association operation in such a manner to be associated with the first authentication information and second authentication information accompanying the software interface.

(11) The electronic device according to (10), further including:

- a transmission unit which transmits a request including the first authentication information and the second authentication information to the first server; and
- a reception unit which receives from the first server a response generated in response to the request and including information indicating an execution range of the association operation program,

wherein the control unit executes the association operation program in a range indicated by information included in the response.

(12) The electronic device according to any one of (1) to (11), wherein the at least one other electronic device includes an electronic device used in proximity to the electronic device.

(13) The electronic device according to any one of (1) to (12), wherein the at least one other electronic device includes an electronic device constituting a third server connected to the electronic device over a network.

(14) The electronic device according to any one of (1) to (13), wherein the association operation program is described in a script format.

(15) A server including:

- a storage unit in which information indicating association between an association operation program for a first electronic device and at least one second electronic device different from the first electronic device and first authentication information accompanying the association operation program is stored; and

a reception unit which receives a log related to an association operation that the first
electronic device has executed according to the association operation program from the first electronic device together with the first authentication information; and a collection unit which collects the log based on the first authentication information. 

(16) The server according to (15), wherein the reception unit receives, from the first electronic device, a request including the first authentication information accompanying the association operation program stored at least temporarily in the first electronic device, and wherein the server further includes a determination unit which determines an execution range of the association operation program based on the received first authentication information; and a transmission unit which transmits a response including information indicating the execution range to the first electronic device. 

(17) The server according to (15) or (16), further including: a payment processing unit which generates payment information based on the collected log; and a transmission unit which transmits the payment information to the first electronic device or a server different from the server. 

(18) The server according to any one of (15) to (17), wherein the first authentication information is stored in such a manner to be associated with a format of the association operation program in the storage unit. 

(19) The server according to (18), wherein the association operation program is developed according to the format and provided from a server different from the server to the first electronic device. 

(20) The server according to (19), wherein the first authentication information includes a signature given by a manager of the server. 

(21) The server according to any one of (15) to (20), wherein the association operation is realized in the first electronic device by a software interface obtained by abstracting a functionality of the first electronic device cooperating with the association operation program. 

(22) The server according to (21), wherein the reception unit receives a log related to the association operation from the first electronic device together with the first authentication information, and the second authentication information accompanying the software interface. 

(23) The server according to (22), wherein the reception unit receives from the first electronic device a request including the first authentication information accompanying the association operation program stored at least temporarily in the first electronic device and the second authentication information, and
wherein the server further includes
a determination unit which determines an execution range of the association operation program based on the received first authentication information and the received second authentication information, and
a transmission unit which transmits a response including information indicating the execution range to the first electronic device.
(24) The server according to any one of (15) to (23), wherein the at least one second electronic device includes an electronic device used in proximity to the first electronic device.
(25) The server according to any one of (15) to (24), wherein the at least one second electronic device includes an electronic device constituting a server different from the server connected to the first electronic device over the network.
(26) The server according to any one of (15) to (25), wherein the association operation program is described in a script format.
(27) A method of controlling an electronic device, the method including:
controlling, by a processor, the electronic device according to an association operation program for the electronic device and at least one other electronic device to execute an association operation; and
at least temporarily storing a log related to the association operation in a storage unit together with first authentication information accompanying the association operation program.
(28) An information processing method, including:
storing information indicating association between an association operation program for a first electronic device and at least one second electronic device different from the first electronic device and first authentication information accompanying the association operation program;
receiving a log related to an association operation that the first electronic device has executed according to the association operation program from the first electronic device together with the first authentication information; and
collecting, by a processor, the log based on the first authentication information.
(29) A non-transitory computer-readable recording medium having a program recorded therein for causing a processor included in an electronic device to realize functionalities of:
controlling the electronic device according to an association operation program for the electronic device and at least one other electronic device to execute an association operation; and
at least temporarily storing a log related to the association operation in a storage unit together with first authentication information accompanying the association operation.
A non-transitory computer-readable recording medium having a program recorded therein for causing a processor included in one or a plurality of information processing devices constituting a server to realize functionalities of:

storing information indicating association between an association operation program for a first electronic device and at least one second electronic device different from the first electronic device and first authentication information accompanying the association operation program;

receiving a log related to an association operation that the first electronic device has executed according to the association operation program from the first electronic device together with the first authentication information; and

collecting the log based on the first authentication information.

**Reference Signs List**

[0105] 10 system
100 electronic device
110 processor
111 control unit
112 transmission unit
113 reception unit
120 communication unit
130 storage unit
200 script server
300 other electronic device
400 management server
410 processor
411 reception unit
412 collection unit
413 determination unit
414 payment processing unit
415 transmission unit
420 communication unit
430 storage unit
500 publisher
Claims

[Claim 1] An information processing device comprising:

an interface configured to receive authentication information from an

electronic device; and

circuitry configured to

identify an execution range of an association operation program

executed by the electronic device based on the authentication in-
formation, the execution range being indicative of an authentication of

an association between the electronic device and another electronic
device.

[Claim 2] The information processing apparatus of claim 1, wherein

the execution range is less than a predetermined range if the authen-
tication information does not match the stored authentication in-
formation, and

the execution range is the predetermined range if the authentication in-
formation matches the stored authentication information.

[Claim 3] The information processing apparatus of claim 2, wherein

the circuitry is configured to transmit an indication of the execution
range to the electronic device.

[Claim 4] The information processing apparatus of claim 1, wherein

the circuitry is configured to identify from the authentication in-
formation from the electronic device a script format that indicates the
association between the association operation program and the authen-
tication information from the electronic device.

[Claim 5] The information processing apparatus of claim 1, wherein

the authentication information received from the electronic device is
included with or in the association operation program.

[Claim 6] The information processing apparatus of claim 1, wherein

the interface also receives a log from the electronic device that is as-
associated with the association operation program at the electronic
device.

[Claim 7] The information processing apparatus of claim 1, wherein

the circuitry is further configured to transmit an additional program to
the electronic device to end the association operation program.

[Claim 8] The information processing apparatus of claim 1, wherein

the interface is configured to receive the authentication information, the
association operation program, and a device API for the electronic
device.

[Claim 9] The information processing device of claim 1, wherein the circuitry is configured to implement a script server that receives the association operation program from a publisher and distributes the association operation program to the electronic device.

[Claim 10] The information processing device of claim 1, wherein the circuitry is configured to send a script format to a publisher so the publisher can develop the association operation program in a format that can subsequently be confirmed by the circuitry.

[Claim 11] The information processing device of claim 1, wherein the association operation program is a script.

[Claim 12] The information processing device of claim 1, wherein the interface also receives a log from the electronic device that includes an indication of the association operation program having been executed by the electronic device.

[Claim 13] The information processing device of claim 1, wherein the association operation program configures the electronic device to realize an association operation between the electronic device and the another electronic device.

[Claim 14] The information processing device of claim 1, wherein the association operation program includes a first part in which permission based on the authentication information is used for execution and a second part in which permission based on the authentication information is not used for execution.

[Claim 15] An information processing system comprising: an information management device including an interface configured to receive authentication information from an electronic device, and circuitry configured to identify an execution range of an association operation program executed by the electronic device based on the authentication information, the execution range being indicative of an authentication of an association between the electronic device and another electronic device; and an information processing device configured to receive description information regarding the electronic device and the another electronic device, communicate with the electronic device and another electronic device...
and send the association operation program to the electronic device that configures the electronic device to realize an association operation between the electronic device and the another electronic device.

[Claim 16] The system of claim 15, wherein a release date of the association operation program is after a release date of at least one of the electronic device and the another electronic device.

[Claim 17] The system of claim 15, wherein the association operation program is related to a type of device, an API version, and/or model type.

[Claim 18] The system of claim 15, wherein the information processing device is one of a smartphone, a digital camera and a television.

[Claim 19] The system of claim 15, wherein the association operation program is a script.

[Claim 20] An information processing method comprising: receiving via an interface authentication information from an electronic device; and identifying with the circuitry an execution range of an association operation program executed by the electronic device based on the authentication program, the execution range being indicative of an authentication of an association between the electronic device and another electronic device.

[Claim 21] The method of claim 20, further comprising: transmitting an indication of execution range to the electronic device.

[Claim 22] The method of claim 20, further comprising: identifying from the authentication information from the electronic device a script format that indicates the association between the association operation program and the authentication information from the electronic device.

[Claim 23] The method of claim 20, wherein the authentication information received from the electronic device is included in the association operation program.

[Claim 24] The method of claim 20, further comprising: receiving a log from the electronic device that is associated with the association operation program at the electronic device, the log including an indication of the association operation program having been
executed by the electronic device.

[Claim 25] A non-transitory computer readable storage device including instructions that when executed by a computer cause the computer to execute an information processing method, the method comprising:

receiving via an interface authentication information from an electronic device; and

identifying with the circuitry an execution range of an association operation program executed by the electronic device based on the authentication information, the execution range being indicative of an authentication of an association between the electronic device and another electronic device.
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