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INTERMEDIATE DISTRIBUTION FRAME (IDF) FOR MEDICAL DATA BY USING A
SMART IP EMULATING DETECTION AP

DESCRIPTION

The present invention relates to wireless based and Ethernet-Internet capable Access Point
(AP) virtual medical devices, such as bedside monitors. More particularly, the present invention
relates to an improvement in wireless medical telemetry systems (WMTS) transmission involving

Access Point emulation.

There are known communication systems, such as wireless medical telemetry systems
(WMTS), that are used to monitor patient physiological parameters, such as cardiac signals, over a
relatively short distance via radio-frequency between the patient, who is wearing a transmitter, and
a central monitoring site or station. The FCC has broadened the definition of WMTS to include the
measurement and recording of physiological parameters and other patient related information via
radiated bi-directional or uni-directional electromagnetic signals, and has limited WMTS users to
authorized healthcare providers, including doctors, healthcare facilities, hospitals and other medical
providers.

DECT (Digital Enhanced Cordless Telecommunication standard), which was originally
adapted in Europe as a standard for replacing various analog and digital standards for items such as
cordless telephones. | DECT, which is a microcellular, digital mobile radio network that can be
used for high subscribers densities, is well suited for use in buildings, particularly in hospitals
where information must be exchanged quickly and accurately among non-stationary persons, such
as doctors, nurses, patients, interns, specialists, etc.. DECT is also used in the United States with
certain variations of standards adopted in Europe.

In the art, a wireless LAN bridge is considered to be a device that connects two networks
that may use the same (or a different) Data Link Layer protocol (for example, layer 2 of the OSI

model). LAN bridges have ports that connect two or more LANSs that would otherwise be separate.
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One of the ports of the bridge receives packets and re-transmits them on another port. In general, a
bridge does not start transmission until it receives a complete packet.

Bridges, as compared with Access Points, (which connect multiple users to each other on a
wireless LAN and to a wired network) are typically less expensive than Access Points as their
primary function is to connect other networks. Access Points often require functions not required
by bridges because APs provide authentication, de-authentication, association, disassociation, re-
association, distribution, MAC service data unit delivery, integration, and privacy services. There
is some overlap, for example, in the case of a WLAN bridge adapted to interface with an Ethernet
network directly to a particular access point AP, whereby a WLAN bridge plugs into the Ethernet
network and uses 802.11 to communicate with an Access Point that is within range.

In recent years, in an attempt to reduce bandwidth requirements, WMTS-DECT-based and
Ethernet capable Access Points (APs) have been operating as a WLAN-LAN bridges, thereby
shifting the emulation of upper layer functions to the low end devices, which pay the price in terms
of bandwidth and power consumption.

For example, state of the art APs, especially “off-the-shelf” (OTS) APs, operate as WLAN-
LAN bridges that cause the above mentioned services to be burdened on the low end devices.
Present proprietary technology attempts to solve the problem but requires a limited scale AP and
requires a cost-performance ineffective “Gateway” to provide the bridged gateway functionality.
Moreover, the use of a bi-directional, cellular wireless technology such as DECT still does not
reach significant cost-effectiveness. There have been other failed attempts to moves the AP
emulation to concentrators, which then become very complex to manage and scale. Alternatively,
emulation burdens can be placed on a device-connected emulating transceiver, which not only fails
to improve scalability but increases (rather than decreases) per-bed costs. Thus, there is a need in

the art to overcome some of the problems previously mentioned.



WO 2005/071895 PCT/IB2005/050057

10

15

20

The present invention provides for a highly efficient, scaleable, cost-effective, proprietary
implementations, that would likely be based on industry standards such as, for example, ISO
11073/IEEE 1173. |

According to the present invention, a wireless WMTS, DECT-based and Ethemet capable
Access Point (AP) emulates a virtual medical device (VMD), so that overall bandwidth resulting
from Ethernet and Internet compatibility is reduced to the extent that scalability and throughput is
significantly improved over conventional APs. One of the many advantages of the present
invention is that existing PWD (Patient Wearable Devices) can continue to operate in their current
mode and communicate with the Access Point, so that customers can integrate newer PWDs
compatible with the present invention while still being able to use their existing PWDs. The new
PWDs, many of which will not need any conversion software because the Access Point is
performing the emulation, will have reduced bandwidth and power requirements as compared to

the older PWDs.

Fig. 1 is an illustration of a Data protocol model of communication between a convention
wireless Patient Wearable Device (PWD) and a remote site attached to a wired LAN via an
emulating Access Point according to the present invention.

Fig. 2 is an extended Data Protocol Model according to the present invention showing the
Gateway Translation Function module when Patient Wearable Devices take advantage of the
conversion capabilities of the emulating Access Point according to the present invention.

Figs. 3A-and3B illustrates a method of operation according to the present invention.

3
RECTIFIED SHEET (RULE 91) ISA/EP
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Fig. 1 illustrates a model of a Data protocol model with a conventional Patient Wearable
Device communicating with a remote site on a wired remote LAN via an emulating Access Point,
according to the present invention.

In order to appreciate the advantages of the present invention, it is necessary to some
describe some of the components and the functions of the Data Protocol Model shown in Fig. 1, as
many of these components and functions are operative in the Data Protocol Model according to the
present invention (and shown in Fig. 2). The PWD in Fig. 1 is conventional in the sense that it
utilizes a great deal of bandwidth and power. However, the PWD in Fig. 2 is different in that any
conversion/emulation actions are made at the Access Point, so that the wireless communication is
transparent to the wired LAN, and the remote client thinks that the PWD is merely another node
attached to the LAN. Thus the PWD’s in Fig. 2, while appearing to be the same as the one on Fig.
1, differ in that they use less power and require less bandwidth than current PWDs. Yet to the
remote client, the PWDs appear to be the same (a wired device) because the Access Point takes
over the emulation. Thus, future WLANS may have both types of PWDs. However, it is expected
that PWD manufacturers would not continue to duplicate circuitry that has now been made
unnecessary by the nature of the emulating Access Point, as the PWDs could potentially
substantially reduce their costs, as well as their size and required bandwidth use.

The protocol stack 105 provides data transport between the portable device (PWD or
PBM) and a remote end point (such as a PIC) or a central database server. The protocol stack
allows for data to be returned in the reverse direction at the same rate as sent in the forward
direction. In addition, local control messages can be multiplexed across the various
communication links. These protocols are split into three area, upper, lower and physical. The
back haul system only has knowledge of the lower and physical layers.

A typical data transfer sequence from the portable device 105 though the WMTS 110 to
the remote client 120 is as follows:

(1) Data is passed to the lower layer protocols for transport over the UDP (User Datagram

Protocol), IP (Internet Protocol) or raw Ethernet data streams. UDP is a lightweight transport



10

15

20

25

WO 2005/071895 PCT/IB2005/050057

normally built on top of that enhances performance from IP by not implementing some of the
features of a heavyweight protocol, for example, by allowing individual packets to be dropped
without retry, and/or for the packets to be received in a different order than transmitted.

(2) The header compression sub-module 108 compresses the UDP/IP/Ethernet headers into
a light-weight header by removing static information that is already known to the AP.

(3) The high level packet is fragmented into a number of smaller packets for transmission
across the DECT air link and is merged with any local control data. This fragmented packet
information is then passed across a serial link between the portable device main board and the
PWD radio module 107.

(4) The individual data packets are recovered by the PWD radio module 107 and control
information that is to be used locally is then extracted. The data packets are then passed over the
air to the access point through the DECT stack. The “ARQ” layer provides a retry mechanism for
error correction.

(5) At the Access Point 110, the small DECT packets are combined to form the network
packet. The lightweight header is then expanded back into the full UDP/IP and Ethernet MAC
headers. The whole packet is then encapsulated into a Harmony UDP/IP frame and passed to the
APC. Control data can also be exchanged between the APC and AP using the complaint UDP/IP
frames.

(6) Atthe Access Point Controller (APC) 115, the packet is de-encapsulated and passed to
the remote end point 120, via standard LAN protocols .

(7) The remote end point receives the data and uses it as required. From the perspective of
the remote end point, the data appears to have originated from a portable device which is attached
to the wired network.

It should be noted that when transmitting in the opposite direction from the PIC to the
portable device, the protocol functions in the same manner.

At the time of manufacture, the device has a unique Ethemnet address allocated to each

radio module and each access point. The radio module (or access point) then uses a mapping rule,
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such as using the low 20 bits of the Ethernet MAC address to calculate is unique radio identity.
The Ethernet MAC address is registered in a normal way. The radio identity must be unique
among all radio devices manufactured, but does not need to be registered with an external body.

Conventional WMTS is purely a network transport mechanism, and does not have any
knowledge of the type of data being passed. All of the knowledge regarding the type of data
passed is held by the applications running at either end point on the link. WMTS network transport
is primarily intended to support IP protocols, as defined in STD 5 OF IEEE.

With regard to Dynamic data, the AP caches dynamic data that primarily allows it to
resolve IP addresses into Ethernet address (i.e. routing tables). This information is passed between
the APs during hand over, and could be corrupted during transmission. If this data cache is lost or
corrupted hen its contents can be refreshed from the network. The impact on WMTS is that data
may be delayed while address resolution takes place. However, the fact that the wired networked is
approximately 10,000 times faster than the wireless network means that this delay will have
minimal or no impact at all on system performance.

Fig. 2 illustrates an extended data protocol model according to the present invention. Here,
the portable device 205 communicates with a remote client 220 via a protocol stack 201 that
includes a PWD radio module 207, a WMTS Access Point 210 and a Standard Access Point
Controller 215.

WMTS Access Point 210 includes a Gateway Translation Function (GTF) module 212 that
is required to provide format translations functions between a local protocol 212a of a device, and a
standard protocol, for example IEEE 1073. Thus, the local protocol communicates with the device,
and the standard protocol is used for communication in the network. Alternatively, with
standardization, the local protocol may be replaced with a Standard WMTS AP protocol. The
WMTS Access Point 210 typically receives information from the PWD via DECT, and
communicates with the remote client 220 via Ethernet, which is typically wired Ethernet.
However, the present invention is not limited to wired Ethernet, or a wired network, and totally

wireless network could be used, and/or wireless Ethernet. It is envisioned that there may be
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WLANS with old-style PWDs that provide emulation and much lighter, smaller and less expensive
PWDs that have their emulation performed by the AP,

The Gateway Translation Function Module 212 according to the present invention
emulates the upper layered functions of the network so that Ethernet packets can be sent from the
PWD to the remote client end-to-end without the PWD devices being loaded down with emulation
capabilities. The prior art PWD devices needed to emulated transmission into a standard protocol
for transmission through standard WLAN-LAN bridges. For the most part, standard WLAN-LAN
bridges merely allow the information to pass through without any manipulation/conversion.

An advantage of the present invention is that the local PWD devices do not need as much
bandwidth to emulate the upper layer Ethernet functions because the GTF will convert their
protocol into standard protocol at the WMTS Access Point. Nor do the local devices need as much
power as the complexity of their transmission is reduced. Thus, the WMTS Access Point of the
present invention operates as a Virtual Medical Device that performs the emulation instead of
having every single PWD device have such capabilities engineered into them.

The standard protocal in the GTF may comprise or be based on a bona fide medical device
industry standard in the case of wireless medical devices communicating with a remote LAN via,
for example, DECT, to an emulating AP. A less costly alternative is also to provide Ethemet-
Internet compatible low-end telemetric device bridging capability, where for example, the device
may communicate using TCP/IP and the network uses Ethernet.

Figs. 3A—and-3B illustrates a method of operation according to the present invention. It
should be understood that certain protocols, such as DECT and Ethemet, are chosen for
explanatory purposes and the claimed invention is in no way limited to such protocols or
equivalents thereof, as any type of WLAN-LAN communication benefits from the advantages of
the present invention. First, a PWD device periodically transmits (via a PWD radio module)
physiological data in packets according to a local protocol, such as DECT transmissions via
TDMA. Second, the information is received by a WMTS Access Point have a GTF module

therein. At the GTF module, the local protocol is emulated (i.e. converted) into a standard

7
RECTIFIED SHEET (RULE 91) ISA/EP
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protocol such as IEEE 802.3. Third, the Access Point controller then provides the information to a
remote client (such as a central site of a hospital) via Ethemnet protocol. Thus, a WLAN to wired
LAN transmission conversion has been made, as to the remote client, it appears that the PWD is a
wired device on the network transmitting under standard Ethernet protocols.

The present invention also offers advantage in terms of scalability and increased through-
put, as the burdens of emulation are removed from the devices. In the field of wireless medical
telemetry, as the costs per PWD device go down, the greater will be the ability to afford to
medically monitor more than just hospital/hospice patients. For example, anyone with a heart
problem could potentially have a PWD device that would periodically transmit information to a
remote network, and in the case that the physiological responses were out of range, anything from
beeping to the patient to call their doctor to dispatching an ambulance is possible. However, so long
as individual PWD device are required to emulate high level network capabilities to communicate
with a remote site, this goal would remain elusive. The present invention provides a means to
reduce the size, power consumption and bandwidth use of PWDs by off shifting the emulation to
another part of the network, typically the Access Point.

Various modifications may be made to the present invention by a person of ordinary skill
in the art that lies within the spirit of the invention and the scope of the appended claims. For
example, the transmission standards, such as DECT, could be substituted for a different standard
according to need. The TDMA transmission could be replaced with CDMA, GSM, FMDA, etc.
The PWD could, for example, use Bluetooth, or a version of 802.11, may or may not operate on
UWB frequencies. The remote client is typically wired via Ethernet cable, such as Cat-5/Cat-5 (or
another category according to need), but the netwc;rk could be a fiber optic network that does not
employ Ethernet, or for some unknown reason, uses Token Ring. The standards and protocols
discussed were provided in accordance with a preferred operation of the invention, but do not limit

the claimed invention to only those disclosed.
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CLAIMS

Having thus described the preferred embodiments, the invention is now claimed to be:

1. A method for an Access Point to emulate a standard transmission protocol used in a
Local Area Network (LAN) so as to permit Wireless Local Area Network devices to communicate
with devices wired to a Local Area Network communications, comprising the steps of:

(a) transmitting by at least one wireless device at least a portion of a data packet to an
Access Point of a Local Area Network, wherein the transmitting by said at least one wireless
device according to a local protocol and does not emulate a protocol of the Local Area Network;

(b) receiving the transmission from the wireless device by an emulation Access Point
comprising a Gateway Function Translation module, the emulation Access Point providing said at
least a portion of a data packet to a Gateway Function Translation module;

(c) converting of said at least a portion of the data packet transmitted by the wireless device
in local protocol of the Gateway Function Translation module to a standard operating protocol of
the LAN, wherein the emulation Access Point forwards the at least a portion of the data packet
converted to standard operating protocol to an Access Point Controller; and

(d) providing by the Access Point Controller said at least a portion of the data packet to a
remote client via standard operating protocol, said Access Point Controller emulating sending the
data to the remote client via standard protocol so that the remote client responds as if the at least a
portion of the data packet sent by the wireless device appears to be from a wired device on the

LAN.

2. The method according to claim 1, further comprising:
(e) the remote client providing a response to the wireless device that is transmitted

to the wireless device in reverse order of steps (a) to (d).
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3. The method according to claim 1, wherein the at least one wireless device recited in
step (a) comprises a Patient Wearable Device (PWD) for monitoring physiological responses of a

patient.

4. The method according to claim 3, wherein a second Patient Wearable Device emulates a

standard protocol of the LAN before transmitting to the emulation Access Point.
5. The method according to claim 3, wherein the PWD comprises a heart monitor.

6. The method according to claim 3, wherein the PWD comprises a blood pressure

monitor.
7. The method according to claim 1, wherein the local protocol comprises a Wireless
Medical Telemetry System (WMTS)/ Digital Enhanced Cordless Telecommunications (DECT)

standard of wireless transmission.

8. The method according to claim 7, wherein the DECT is transmitted via one of TDMA,

CDMA, FDMA. GSM.

9. The method according to claim 1, wherein the local protocol comprises an IEEE

802.11 wireless protocol.

10. The method according to claim 1, wherein the standard protocol comprises Ethernet

protocol.

11. The method according to claim 1, wherein the standard protocol comprises fiber optic

communication protocol.

10
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12.  An emulation Access Point for providing an Intermediate Distribution Frame (IDF)
for transmission between a wireless device and a remote client on a wired Local Area Network
(LAN), comprising:

a protocol stack 201 comprising a wireless device radio module 207 adapted for
communication with a wireless device, an Access Point 210 adapted for communication with the
wireless device radio module 207, and an Access Point Controller 215 adapted for communication
with both the Access Point 210 and a remote client 220;

wherein the Access Point comprises a Gateway Translation function (GTF) module that is
adapted for receiving data transmitted in a local protocol by a local protocol receiving unit 212a
from the wireless device radio module 207, and translating the data to a standard protocol by the

standard protocol unit 212b that is transmitted to the remote client.

13. The emulation Access Point according to claim 11, wherein the standard protocol unit

translates the local protocol into an Ethernet protocol.

14, The emulation Access Point according to claim 11, wherein the standard protocol unit

translates the local protocol into an IEEE 1073 protocol.

15. The emulation Access Point according to claim 11, wherein the remote client is wired
to a LAN, and said Access Point performs WLAN-LAN communication by emulating LAN

standard protocol translated by the GTF.

16. The emulation Access Point according to claim 11, wherein the local protocol

comprises Wireless Medical Telemetry/Digital Enhanced Cordless Telecommunications

(WMTS/DECT).

11
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17. The emulation Access Point according to claim 11, wherein the local protocol

comprises wireless transmissions according to IEEE 802.11.

18. A WMTS/DECT medical monitoring system that is adapted for a Wireless-LAN
communicating with a wired-LAN, comprising:

a plurality of wireless patient wearable devices (PWD) that monitor a physiological
response of a patient;

at least one or more of the plurality of PWDs having a respective PWD radio module for
transmitting/receiving data, wherein the PWDs transmit using a local protocol to a remote client
that is wired to a LAN and communicates via a standard protocol comprising one of an Ethernet
protocol and IEEE 1073 medical protocol, wherein the PWD radio module does not emulate the
standard protocol; and

a Wireless Medical Telemetry System (WMTS) emulation Access Point for receiving the
standard protocol transmissions from said at least one or more PWD radio modules Access Point
further comprising a Gateway Translation Function Module (GTF) that translates the local

protocol used by the PWD radio modules into standard protocol used by the remote client 220.

19. The system according to claim 18, wherein the local protocol transmitted by the PWDs

comprises a WMTS/DECT standard using one of TDMA, FDMA, CDMA and GSM.

20. The system according to claim 18, wherein the local protocol transmitted by the

PWDs comprises 802.11.

21. The system according to claim 20, wherein wireless transmissions utilize an Ultra-

Wide Band UWB frequency.

12



PCT/IB2005/050057

WO 2005/071895

1/5

ey MATCH TO FIG OB e

419 1310

v1 b1y

3u1

aJ0MpJoYy 330

3JOMPJOY [YYN 1091 SAyy

10215444 1330

uol

100415Q0 W33 SAS

JVW 1230 Joxajdiyny
DYy 43A0) o10g | 1041U0)
X [} X
010p
}JOM13N
010p 010p
NJOMION 10J41U07)
y y y

(%9015 ]J30 40 10J1U0D PUD J3JSuDJl
1uaJodsuody) uoriodtjddo |30

L S L L L T L et Sl T |
g g g g Sy pUGppggppRoyy Sy g g g gy g gy My gy g S-S

$1020104d |3A3] ybIy ——
$1000104d |3A3] MO —

€

L——1— 010D ¥JOM13au 40N

/(l 010D YJOM13U (]
17(.c~cc %JOM13U MDY

] 101435 3JOMpJOY 02154y
3JOMPJDY |¥¥N 10915Ayy
o U01120J415q0 wa1sAS
Joxaydii|ny
4301 010( 1041007
A)1quassoaa puo A
uo1103uaubouy 4 010D
uo1suodxa puo 10J1U07)
uo15s34dwod
J3pUaH .//( 801
dl i
don [ ¢

1
]
'
'
]
]
]
]
t
]
t
]
3
]
1
1
[}
[}
1
'
]
L
[]
'
1
1
1
1
1
1
'
]
]
1
]
]
]
]
]
]
]
]
'
1
]
]
]
1
1
]
13
t
1
1
]
1
]
1

YUL] 0tpOJ SIWM
DIA }JOMI3U PaJiM
uo 1utod pua puo

pJooq uilouw (QMd
U33aM13Q J3JSUDJ]
J0j DIDP 310WdY

3|Npou 01poJ M4
pup pJoOq U!DW
OMd uaamiag
J3JSUDJ] JO4 DIDP
10J41U0J |DJ07

pJoOQ UIDW 321A3P 301404

4

e e e e e e o e P e = = - = o e = e b o 2n e

-

SOl



PCT/IB2005/050057

WO 2005/071895

2/5

MATCH TO FIG.1A

. 101 !

a1 by, 9

13uJay1] 13UJ3y13 i

A % ............ I H .......................... H i
m 9JOMpP JDH b 9JOMp JOH 2JUMpJOH i 3JUMPJUH i
P 13uJayl] mm--- 13uJayl] . 19uJayl] --:- nkaLE N 3JompJoy 1330 :-w
m *shud 1ausayl |1 | -shud 1ausays} 'shyg 1ausayrz| i | -shyg 13usayi3 1031sAyd 1730 “
VW 13u43y33 | 1 VW 13uJayay [ | JyW 13uJay3] YW 1330 i
m 1 T dl ¥ dl ouY “
1 010D b H i
| 4JOMIAN P dan H dan A1quassoad puo |
i dl/din o10p | i 010p AuouJon H AuouoH vor1ojuawbouy |
m NJOMIAN| |11 >JOMIaN ! ! H . " |
m Moy | i i VW 13uJ3y13 voisuodxa puo | |
' 4 P - uo11n|0saJ uo1ssaJdwod i
" o DIDP %JOM13u puD H i
: dl . w m _ogmcuu =>=osmcz= WM SS3JPPY 13uJayl] J3poay “
i |d0n 010p ! ¥ ]0J1U0D ojop |
m saomiay | | ¥ i{  |010p yJomiaN Fﬁ>=osgo:= yJomiay |
: | oiop dl o (3204431u1 uo11D4nBI Juod pasoq H “
m }IOMIAN b gam *dy pud Jdy 40 }0J1u0D puv i (dv 40 10J41U0D PUD J34SUDJ) i
m 40N i i [Ja4suna1 1uauodsuoai) uoi1odijddo gy i 1u3J0dsuoJ1) uo130211ddy dy i
0 B I | e ———er ]
m SN g |
] 4ansas asoqoiop o | ! | ¥ i
{| 21d "6 *spuomau | H “
i] PpaJsim uo juiod | H i
| Pua 1ua1)2 a10udy | Tl | “
m o2l | | _
[ U110 Soudy  j{I91107190] 1ui0d S530%v wix0id PUOPUMIS it 1010d 25999V SIM i



PCT/IB2005/050057

3/5
MATCH T0 FIG.28B

WO 2005/071895

«\mw .mw~rm_ $1020104d |3A3] YBIH ——

M N $1020104d 13A3] MO —

“ 310 1930 NUI) )D1J3S 3JompJoy |021sAyy

I Y [ m.w

i o 1 "

“ 3J0MpJDY 1930 aJoMpJOY [yyn 10315Ayd| || 340MpPJDY |y¥N 10315Ayy m

m ..... 10315Ay4 1730 o U01120415qQ0 wWa1sAS -:Md-:- U01120J15Q0 WA1SAS J-: 1T
_ J¥W 1330 10x31d11 |y ¥ Joxa|d1 1y m

m DYy 43A0) v1og | 1041u0) ' 1340 010 1041007 m

“ ww A1quassoas puo m

i | uo1303uaubouy 010p w

n 010p 010p 010p { i | uorsuodxa puo 1041007 L e

I yaomiap 3JOM13N 1041U07 ' Uo!$53.4dwod m

i ;o BE[LET “

I P |

m 1 dl | 1 m

| [T |

i y ¥ X ——p—D10p 3JOMI3U gONn !

i 'l "

i (%2015 330 40 1041U0D PUD J34SUDJL ¥ lfzuzxnnloucv HJOMI3U ] m

m 1uaJodsuoJay) voriodrjdde 330 mm N 010p §JOM13U MDY |
T [ R y vy y T
i {1 ] dull 01pOJ SIWM |

i i1 JOIA }JOM13U P3JIM m_”woewavo“_mBm m

i i ! | uvo jurod pua puo || PU° P4D09 u! )
i o QMd ua3m1aq "

m . {1 | P2009 uidw M It 5 cupuy oy o3op | |

m 102 i+ | usamiaq saysuody 041003 1090 "

i b JO} 010p 310w3y _ 10307 m <03
“ 3)Npow 01pDJ (QMd b PJDOQ U1DW 321A3P 3]q01J04 m
||||||||||||||||||||||||||||||||||||||||||||||||||||||||||||||||||||| J lacdccecccmccccccccccdcrcccccccccccccccccccccmceccccncccacaned



PCT/IB2005/050057

WO 2005/071895

4/5

) o — 5 — ¢ ¢ o {—. ¢ o ook ¢ o o ¢ o 1 sl

3 JOMPJOH o 3JOMpJOH 3J0MpJON K 3JOMP IO}
13UJay1] o 13uJ3y13 13uJay1] H 13uJ3y1] 9JoMpJoy | 330
SUFISEIREIE [ *shyd 13u43y13 'shyg 1ausaya3| | -shyd 13usays] 10215444 1330
JVW 13uJdayly m w ? JYW 13uJayl] MM IYW 13uJ3yl] IVW 1330
op | | dl t dl 0av
xgmummz m w dan .x dan A1quassoad puo
010p (i oip Kuowon t Ruou oy uor3o3uaubo
HJOM1 AN L1 O JOMISN - - ' - :
41/4an i H JVW 13uJ3ayr] uo1suodxa puo
y ] ¥ U011N|053J uo15534dwod
dl i D10p .OM:3u pud 1 | ssau 13UJ3y} J3pOaH
X ! 104100 AuowJoy ' PPY i3
dan o ' 10J43U0D 0j0p
| v i} H D1DP YJOM13N .>=osgox= YJOMI3N
010p 010p b (3204J431u1 uo1104nb1 Ju0d pasoq i
HJOMIAN [4JOM13N P dam ‘d4y puo 34y 40 |0J1uU0d pup i (d¥ JO 10J41U0D pUD J3}5UDJ}
dan di { 1 ]4945u0J1 1u3Jodsuoal) uvor1odtddo Jgy| it 1u3J0dsunJ1) uor31odt|ddy gy
....................... DN_NJH\S_N
[ [ 1 \
J3AJ3S 3SDQUIDP JO | i i 0 .
214 63 yuomau |4 1 _cuomw%u mmﬂWWcmmu.m._ _wamﬁmuﬁ_
paJim uo jurod b 1 t !
pua 1uat |l 3iouway | H (419) uoriduny uoriojsuod] Aomaiong
02 i ST 1 ot a1z
1U31 )] 310u3dy 1 1J3])10J41U07] 1UI04 SS3JIy WIX0JJ PJOPUDIS ii 1U10d SS3JJY S1WM
|||||||||||||||||||||||||||||| J e cccecccccrmcmccmmccmmc—mmccccccccccemmme——mmmmmmma=d b

e 3 o 5 4 0 ¢+

MATCH TO FIG.2A



WO 2005/071895 PCT/IB2005/050057
5/5

S3I0'\\_ PwD DEVICE PROVIDES PHYSIOLOGICAL
AND DESCRIPTIVE DATA TO A
PWD RADIO MOODULE VIA A LINK

S320-\\_ PWD RADIO MODULE USES PROTOCOL
SUCH AS DECT TO TRANSMIT
DATA TO A WMTS ACCESS POINT

l

$330 WMTS ACCESS POINT HAS GTF THAT RECEIVES PROTOCOL
"\ " FROM THE PWD RADIO MODULE AND CONVERTS TO A

STANDARD LAN PROTOCOL SO AS TO EMULATE THE
PWD TO BE A WIRED DEVICE ON THE LAN

l

S340—~_| WMTS ACCESS POINT PASSES EMULATED
DATA TO AN ACCESS POINT CONTROLLER
VIA STANDARD ETHERNET PROTOCOL

l

$350 APC TRANSMITS VIA ETHERNET THE DATA
\| 70 A REMOTE CLIENT WIRED TO THE LAN
SO THAT THE PWD DEVICE APPEARS TO THE
REMOTE CLIENT AS A WIRED ETHERNET DEVICE

l

S360—\\\ REMOTE CLIENT OPTIONALLY
SENDS INFORMATION TO THE PWD
IN REVERSE ORDER AND CONVERSION

Fig. 3
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