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(57) Abstract

A system and method for managing access to the Internet substantially reduces connection time between an Internet service provider
(ISP) server (80) and a user by processing user logon and information requests through signaling links or channels (70) of an intelligent
telecommunications network, such as Signaling System 7 (SS7). An ISP access manager (94) receives logon and information requests
from the user through the signaling link (e.g., ISDN D channel), and instructs the ISP server (80) to process the requests. Once the server
processes an information request by retrieving requested information from a World Wide Web (WWW) site, the ISP access manager (94)
causes the ISP server (80) to be connected to the user’s computer (30) through a transmission link or channel (50) (e.g., ISDN B channel),
and the server (80) downloads the retrieved information to the user. The ISP access manager (94) causes the transmission link (50) to be
disconnected if the user does not request additional information within a predetermined time interval after information has been downloaded
for a previous request. As soon as the user requests additional information, the ISP access manager (94) causes the transmission link (50)
to be reestablished when the server (80) is ready to download the requested information to the user.
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SYSTEM AND METHOD FOR MANAGING
INTERNET USER ACCESS

Background Of The Invention

The present invention relates in general to
5 a system and method for providing user access to
the Internet which maximize efficiency in the use

of telecommunications resources.

Access to the Internet is generally
accomplished through an Internet access service

10 provided by an organization called an Internet
Service Provider (ISP). The ISP provides the
network interface and computer service functions
which enable the user or subscriber to establish
a connection to the Internet, and request and

15 receive information from Internet World Wide Web
(WWW) sites.

The rapid increase in use and popularity of
the Internet has created a problem 1in the
telecommunications network. In particular, the

20 present telecommunications infrastructure is not
engineered for the long holding times of telephone
calls which interconnect the users to the ISP.
These calls tie up telephone subscriber lines,
central office switch resources and network trunk

25 lines for durations which are many times greater
than the average durations for which the
infrastructure was designed. According to
industry reports, the increasing volume of
Internet access calls results in a degradation of

30 service to other telephone system users.

Some solutions have been recommended which
would require a completely new network overlaid
over the present telephone network to handle

Internet access calls sgeparately from other
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telephone calls. Unfortunately, such solutions
are not particularly attractive or feasible
because they would require a large capital
investment in new telecommunications network

5 infrastructure.

Summary of Invention

The present invention provides a solution to

the aforementioned problem through provision of a
system and method for providing Internet access

10 which substantially reduce the burden on existing
telecommunications network resources without
requiring the addition of new network resources.

This is accomplished through use of an ISP access
manager computer or software module in combination

15 with a conventional intelligent telecommunications
network, such as a SS7 signaling network, which
includes dedicated links or channels for
signaling. In networks employing an SS7 signaling
network, ISDN B channels are employed as

20 transmission links for communicating voice and
digital data, including the type of data
communicated between an Internet user or
subscriber and an ISP, while ISDN D channels are
employed as signaling links for communicating

25 signaling information among the varioug nodes or
central offices and subscribers in the network.

To minimize actual connect time between the ISP

and the Internet users through the transmission

link or channel, the system and method of the

30 present invention makes advantageous use of the
signaling links to communicate Internet connection

and information requests from a user to an ISP
without first establishing a transmission link

connection between the two. With this
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arrangement, total connection time through the

transmission link during an Internet session 1is

substantially reduced, thereby reducing the burden

imposed by the Internet users on the
5 telecommunications network.

The ISP access manager computer 1s either
formed integrally with, or interfaced to, a
dedicated service control point in the intelligent
telecommunications network which receives user

10 requests over the signaling links. The ISP access
manager is programmed to manage the user
connection requests in the following manner. When
a user requests initiation of an Internet session
through the ISP by entering a user 1ID and

15 password, a connection request is transmitted over
the signaling link through the network to the ISP
access manager for special processing. At this
point, either the ISP server or the ISP access
manager processes the logon request by validating

20 the user ID and password.

Next, if the user has already requested, or
when the user requests, information (e.g., HTML
data or FTP file transfer from a WWW site), the
ISP server retrieves the requested information

25 from the designated site. Once the ISP server has
retrieved the requested information, the ISP
access manager establishes a connection of one or
more transmission links between the user and the
server's next available port, and the requested

30 HTML data is downloaded from the ISP server to the
user's computer.

To save additional connect time, the ISP
access manager monitors the user activity through
a browser program installed on the user's computer

35 and disconnects the transmission link if the user
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does not request additional information from the
ISP server within a specified time intexrval. The
transmission link connection is reestablished if
the user requests additional information by
5 transmitting the appropriate request to the ISP
access manager through the signaling link. This
procedure is repeated throughout the user's
Internet session, thereby substantially reducing
the actual time during which the user's computer
10 is connected through the transmission link to the

ISP server.

Brief Degcription of the Drawings

The features and advantages of the present

invention become apparent from the following

15 detailed description of a preferred embodiment
thereof, taken in conjunction with the
accompanying drawing figure, FIG. 1, which is a

block diagram illustrating the telecommunications
network architecture for a preferred embodiment of

20 the present invention.

Best Mode for Carrving out the Invention

The  present invention employs similar
principles to those employed by the inventions

disclosed in Applicant's previously issued

25 patents, U.S. Patent Nos. 5,423,003 and 5,602,991,
both entitled "System for Managing Networked
Computer Applications", and these patents are
hereby incorporated by reference. These patents

disclose systems and associated methods which
30 employ an application manager computer interfaced
to a service control point (SCP) of an intelligent
network, such as an SS7 signaling network, to

instruct the SCP to connect a plurality of
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remotely located applications computers in a most
efficient manner. The present invention employs
similar ©principles wherein a dedicated SCP
controls connections of an Internet Service
5 Provider (ISP) server to subscriber or user
computers through use of an ISP access manager
computer or software module that 1is either
interfaced to, or integrally formed with, the SCP,
and provides transmission link connection

10 instructions to the SCP which result in a most
efficient use of the telecommunications network.

With reference to FIG. 1, a block diagram of

a telecommunications network architecture 1 1is
illustrated which is configured in accordance with

15 a preferred embodiment of the present invention.
The network architecture 1 1s comprised of a
number of conventional switching and process nodes
including a plurality of central offices 10, ISP
computer system interface ports 20 and user or

20 subscriber computers 30. These elements are
interconnected by a conventional intelligent
communications network comprised of a plurality of

ISDN B channel transmission links or channels 50,

a conventional 887 signaling network 60, and a

25 plurality of ISDN D signaling channels 70. An ISP
server computer 80 1s accessed by the user
computers 30 through the transmission links 50 and

the ports 20.

A very important element of the network

30 architecture 1 1s an ISP access manager computer
90 which preferably comprises a conventional
intelligent network SCP 92 that has been modified

with a special access manager 94 to facilitate the
exchange of the queries, messages and commands

35 that are necessary to establish interconnection of
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the transmission links 50 between the users 30 and

the ISP server interface ports 20. Preferably,

the access manager 1is a software module formed

integrally with the SCP 92. Alternatively, the

5 access manager 94 can be formed as a separate

computer which is interfaced between the SCP 92

and the ISP server 80. The programming of the

access manager 94 provides the ISP access manager

computer 90 with the ability to establish and

10 disestablish the B channel transmission links 50

between the users 30 and the interface ports 20 in

a manner which will allow better sharing of these

elements. Typically, the ISP access wmanager

computer 90 is located on the same premises as the

15 ISP server 80, and 1s interfaced thereto by any

suitable means, such as through a Local Area
Network (LAN) connection 96.

With reference now to the specific manner in

which the preferred embodiment operates, the ISP

20 server 80, ISP access manager computer 90 and a

special Internet Dbrowser program 100 that 1is

installed on each of the user's computers 30,

intercommunicate with one another to manage the

establishment and disestablishment of the

25 connectiong between the user computers 30 and the

ISP interface ports 20 through the transmission

links or channels 50. To initiate an Internet

session, a user activates the Internet browser

program 100. The Internet browser program 100

30 prompts the user for their user ID and password,

and sends a connection request message, including

the user ID and password data, over the ISDN D

signaling channel 70 to the corresponding central

office 10. Each of the central offices 10 is

35 programmed in accordance with the Advanced
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Intelligent Network (AIN) functions and
capabilities. Normally, the central office 10
processes connection request messages and

establishes the required B channel transmission
5 links to complete the calls. However, in the
preferred embodiment of the present invention,
information (e. g., the telephone number of the
ISP server 80) is contained in the connection
request message which causes the central office 10

10 to divert the message directly to the ISP access
manager computer 90 for special processing.

Once the connection request message 1is
received, the ISP access manager 94 communicates
with the ISP server 80 to determine whether the

15 user ID and password are valid, and whether the
uger has an active account. Alternatively, the
ISP access manager 94 can be programmed to process
the user ID and password information itself. The
ISP access manager computer 90 then returns

20 messages to the user computer 30 via the ISDN D
channel 70 which indicate successful logon or
invalid password or ID, thereby resulting in the
appropriate prompt by the browser 100 for user
action.

25 If the logon is successful, the user may then
enter an information (e.g., HTML data, FTP file
transfer, etc.) request which is passed to the ISP
server 80 by the ISP access manager 94. After the
ISP server 80 retrieves the requested HTML or

30 other data from the appropriate WWW site, the ISP
access manager computer 90 instructs the central
office 10 to establish one or more of the B
channel transmission links 50 between the user and
the next available one of the ports 20, and

35 communicates with the ISP server 80 that the
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connection has been made. Next, the requested

HTML or other data is downloaded from the ISP

server 80 through the one or more B channel

transmission links 50 to the user's computer 30
5 for review by the user.

Once the requested data has been downloaded
and is being reviewed by the user, the ISP access
manager 94 monitors the B channel connection time,
and causes the B channel transmission link 50 be

10 disconnected if the user does not request
additional information within a specified time
interval. This greatly reduces B channel connect
time when, for example, a user spends an extended
period of time reviewing the previously downloaded

15 information. The specified time interval may be
selected to be any suitable wvalue (e.g., 30
seconds, 1 minute, 2 minutes, etc.) which balances
the trade off between connect time savings and
transmission link disconnect/reconnect processing

20 to avoid having to disconnect and reconnect the
transmission link too often. In addition, the ISP
access manager 94 can be programmed to assign
different disconnect time intervals to the
different wusers based on user Internet usage

25 profiles, for example, which are stored in a look
up table in the access manager 94.

When the user requests downloading of
additional information from the ISP server 80, the
Internet browser program 100 sends the request to

30 the ISP access manager 94, and the ISP server 80
retrieves the requested information from the WWW.
The ISP access manager computer 90 then causes,
through the central office 10, one of the B
channel transmission links 50 to be quickly

35 reestablished between the user and the next
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available port, and communicates to the ISP server

80 that the connection has been made so that the

ISP gerver 80 «can download the retrieved

information to the user computer 30. This

5 connection and disconnection process 1is repeated

until the user logs off, at which point the ISP

access manager 94 will terminate the wuser's

session. It should be noted that as long as the

user has not formally logged off, the ISP access

10 manager 94 retains the user's ID and password

information so that this information need not be

reentered each time additional information is

requested from a WWW site.

To accommodate instances where a user wants

15 to transfer a file or files to the ISP server 80,

the browser program 100 will send a connection

request directly to the ISP access manager 94.

For example, 1f a user wants to send e-mail

messages, they must be transmitted through one of

20 the transmission links 50 to the ISP server 80.

In this circumstance, when the user "sends" the e-

mail message or messages, the browser program 100

automatically sends a connection request to the

ISP access manager 94 which connects the user

25 through one of the transmission links or channels

50 to the next availlable interface port 20. As

before, after the messages have been sent to the

ISP server 80, the ISP access manager computer 90

causes the transmission link 50 to be disconnected

30 if additional messages are not sent or additional

information ig not requested within a
predetermined period of time.

In summary, the present invention

substantially reduces the connection time between

35 a user and the ISP sgerver during an Internet
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session by establishing the transmission link only
when the ISP server is ready to download requested
information to the user. This is accomplished by
transmitting all user information requests to the
5 ISP server through the signaling link instead of
through the transmission link as is done in prior
conventional networks. The substantial connect
time during which the ISP server 1is either
retrieving requested information from a WWW site,
10 or is waiting for the user to request additional
information, is thereby eliminated through use of

the present invention.
Although the invention has been disclosed in
terms of a preferred embodiment, it will be
15 understood that numerous variations and
modifications could be made thereto without
departing from the scope of the invention as
defined in the following claims. For example,
although the preferred embodiment is disclosed
20 specifically for use with an SS7 signaling network
including ISDN B and D channels, the invention
could easily be adapted for wuse with any
communications network which employs dedicated
signaling links which are separate from voice and

25 data transmission links.
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Claims
1. A system for managing access of users to
the Internet comprising:
a) an intelligent telecommunications network
5 including:

1) a plurality of switching nodes;

2) a plurality of transmission links
for interconnecting said plurality of switching
nodes;

10 3) a service control point for
gselectively interconnecting said plurality of
switching nodes with selected ones of said
plurality of transmission links;

4) a plurality of signaling control

15 links for transmission of signaling information
between said service control point and each of
said switching nodes;

b) an Internet service provider (ISP) server
connected to one of said switching nodes;

20 c) a plurality of user computers connected,
one each, to different ones of said plurality of
switching nodes, each of said user computers
including means for communicating Internet
connection requests through a corresponding one of

25 said signaling links to said service control
point; and

d) an ISP access manager connected to said
ISP server for receiving Internet connection
requests from said user computers through said

30 signaling control links and said service control
point, and supplying said connection requests to
said ISP server, salid access manager further
including means for instructing said service
control point to cause said ISP server to be

35 interconnected to said plurality of user computers
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through corresponding ones of said transmission

links.

2. The system of claim 1, wherein said

access manager further includes means for

5 instructing said service control point to cause
said corresponding transmission link to be
disconnected 1if said user computer has not
requested information from said server within a

predetermined period of time.

10 3. The gsystem of claim 2, wherein said
predetermined period of time is variable from user

to user.

4. The system of claim 1, wherein said
access manager is formed integrally with said

15 service control point.

5. The system of claim 4, wherein said
service control point comprises a communications
computer system, and said access manager comprises
a software module in said communications computer

20 system.

6. The system of claim 1, wherein said
intelligent telecommunications network is based

upon Signaling System 7.

7. The system of claim 6, wherein each of
25 said transmission links is an ISDN B channel, and
each of said signaling links comprises an ISDN D

channel.



WO 98/41925 PCT/US98/03801

13

8. The sgsystem of claim 1, wherein said
access manager is connected to said ISP server by

means of a local area network connection.

9. The system of claim 1, wherein each of

5 said user computers further includes means for
sending a request to sald access manager to
connect said user computer to said ISP server with

one of said transmission links in response to a

request entered by a user to send an information

10 file to said ISP server.
10. The system of claim 1, wherein said
intelligent communications network further

includes at least one central office for receiving
Internet connection requests from said user
15 computers, said central office including means for
detecting Internet connection requests and
diverting said requests to said service control

point for processing.

11. The system of claim 1, wherein said ISP

20 access manager further includes means for 1)
instructing said ISP server to retrieve
information requested by one of said |user
computers from an Internet site, and 2)
instructing said service control point to cause at

25 least one of said transmission 1links to be
connected between said ISP server and said one of

said user computers after said ISP sexver has
retrieved said information, and is ready ¢to
download said information to said one of said user

30 computers.
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12. The system of claim 1, wherein said ISP
access manager includes means for receiving and
validating logon requests received from said user

computers through said signaling links.

5 13. A method for managing access of users to
the Internet comprising the steps of:

a) providing a transmission link and a
signaling link for selectively interconnecting a
user computer to an Internet service provider

10 (ISP) server;

b) initiating an Internet session between
said wuser computer and said ISP server by
transmitting a logon request to said ISP server
through said signaling link; and

15 ¢) connecting said ISP server to said user
computer through said transmission 1link in

response to said logon request.

14. The method of c¢laim 13, further
comprising the step of:
20 d) disconnecting said transmission link if
an information request is not received from said
user computer within a predetermined period of

time.

15. The method of claim 13, wherein said
25 step of connecting further comprises:
1) transmitting a request for information to
said ISP server through said signaling link;
2) causing said ISP server to retrieve said
information from a remote site;
30 3) connecting said ISP server to said user
computer through said transmission link after said

ISP server has retrieved said information; and
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4) downloading said information from said

ISP server to said user computer.

16. The method of c¢laim 15, further
comprising the step of:

5 d) disconnecting said transmission link if

an additional information request is not received

from said user computer within a predetermined

period of time.

17. The method of claim 16, wherein said
10 predetermined period of time is selected based

upon a usage profile of said user.

18. The method of claim 13, wherein said
step of initiating an Internet session further
comprises:

15 1) providing an ISP access manager for
selectively connecting said ISP server to said
user computer through said transmission link;

2) transmitting said logon request through
said signaling link to said access manager; and

20 3) processing said logon request with said

access manager.

19. A method for managing access of users to
the Internet comprising the steps of:
a) providing a transmission 1link and a
25 signaling link for selectively interconnecting a
user computer to an Internet service provider
(ISP) server;
b) transmitting a request for first

information located at a remote site from said
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user computer to said ISP server through said
signaling link;

c) retrieving said first information from
sald remote site to said ISP server;

5 d) connecting said ISP server to said user

computer through said transmission link; and

e) downloading said first information from
gsaid ISP serxrver to said user computer through said

transmission link.

10 20. The method of c¢laim 19, further
comprising the step of:

f) disconnecting said transmission link if
an additional information request is not received
from said user computer within a predetermined

15 period of time following downloading of said first
information from said ISP server to said user

computer.
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