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ABSTRACT 

A communications system including one or more alert gates 
and an alert controller. Each alert gate is configured to detect 
a different type of alert feed corresponding to a particular kind 
of alert. The alert controller is connected to the alert gates and 
operable to receive detected alerts from the alert gates and to 
deliver the detected alerts to a user of the communications 
system. 
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STATE CHANGE ALERTS MECHANISM 

0001. This application claims the benefit of U.S. Provi 
sional Application No. 60/195,989, filed Apr. 7, 2000. 

TECHNICAL FIELD 

0002 The present invention relates generally to delivering 
information to a client. More particularly, the present inven 
tion relates to alerting a client of a state change within an 
online service. 

BACKGROUND 

0003 Online service providers are constantly offering 
new services and upgrading existing services to enhance their 
subscribers online experience. Subscribers have virtually on 
demand access to news, weather, financial, sports, and enter 
tainment services as well as the ability to transmit electronic 
messages and to participate in online discussion groups. For 
example, Subscribers of online service providers such as 
America Online or CompuServe may view and retrieve infor 
mation on a wide variety of topics from servers located 
throughout the world. A server may be maintained by the 
service provider or by a third party provider who makes 
information and services available through the network of 
computers that make up the online service. 
0004. The proliferation of electronic mail (email) as a 
means of communication has facilitated the efforts of online 
service providers to develop and offer additional services to 
improve subscribers access to information. For example, a 
subscriber to America Online may register for a service that 
tracks stock ticker symbols designated by the Subscriber and 
delivers a daily report directly to the subscriber by email at the 
end of each trading day. The daily report includes daily clos 
ing quote data, index quotes, a market news Summary, news 
associated with the company identified by the ticker symbol, 
and relevant content links. 

0005 America Online offers a service that delivers infor 
mation to a registered Subscriberaccording to the Subscribers 
profile. By setting up a Subscriber profile specifying certain 
categories and/or search words, a registered Subscriber can 
receive a daily newsletter containing articles that pertain to 
the subscribers profile. A subscriber can also receive a daily 
listing of Internet or online sites (links) related to the sub 
scribers profiles and can register to receive reminder emails 
before holidays and/or other special occasions. 
0006 America Online also has provided subscribers with 
the ability to send and receive instant messages. Instant mes 
sages are private online conversations between two or more 
people who have Subscribed to the instant messaging service 
and have installed the necessary Software. Because Such 
online conversations take place virtually in real time, instant 
messaging can provide immediate access to desired informa 
tion. Instant messaging is fast becoming a preferred means of 
communicating among online Subscribers. 

SUMMARY 

0007. In one general aspect, a communications system 
includes one or more alert gates and an alert controller. Each 
alert gate is configured to detect a different type of alert feed 
corresponding to a particular type of alert. The alert controller 
is connected to the alertgates and operable to receive detected 
alerts from the alert gates and to deliver the detected alerts to 
a user of the communications system. 
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0008. The alert controller may be configured to maintain a 
record of alert types registered for by the user of the commu 
nications system. The user may be a subscriber of an instant 
messaging system. The alert controller may deliver one or 
more detected alerts to the subscriber through the instant 
messaging system. 
0009. The user also may be a subscriber of an online 
service provider, and the alert controller may deliver one or 
more detected alerts to the subscriber through the online 
service provider. The alert controller may be connected to an 
instant messaging controller through a routing gateway. 
0010. The instant messaging controller and the alert con 
troller may be assigned to the user of the communications 
system according to a hashing technique. Implementations 
may include multiple alert controllers. 
0011. At least one of the alert gates may detect an alert 
feed from a remote server by sending a status inquiry to the 
remote server. The remote server may be a mail server, a stock 
server, a third party server, a weather server and a news server, 
and/or a calendar server. 
0012 Implementations also may include an alert control 
ler network having multiple alert controllers including the 
alert controller. The alert controller may be configured to 
communicate with all alert controllers in the alert controller 
network. 
0013 At least one type of alert feed may contain informa 
tion related to a group, and the alert controller may be dedi 
cated to receiving information related to certain members of 
the group. The group may be a group of users, a group of 
stocks, a group of third parties, and/or a group of cities. 
0014. In another general aspect, a user of a communica 
tions system is alerted by detecting, at an alert gate, an alert 
feed corresponding to an alert indicative of a change in state 
at a remote server, receiving, at an alert controller, detected 
alerts from the alert gate; and delivering a detected alert to a 
user of the communications system when the user has indi 
cated a desire to receive the alert. 

DESCRIPTION OF THE DRAWINGS 

0015 FIG. 1 is a block diagram of a communications 
system. 
0016 FIGS. 2-6 are expansions of aspects of the block 
diagram of FIG. 1. 
0017 FIG. 7 is a flow chart of a communications method. 
0018 FIGS. 8-14 are illustrations of different graphical 
user interfaces. 

DESCRIPTION 

0019 For illustrative purposes, FIGS. 1-6 describe a com 
munications system for implementing techniques for alerting 
a client of a state change within an online service. For brevity, 
several elements in the figures described below are repre 
sented as monolithic entities. However, as would be under 
stood by one skilled in the art, these elements each may 
include numerous interconnected computers and components 
designed to perform a set of specified operations and/or dedi 
cated to a particular geographical region. 
0020 Referring to FIG. 1, a communications system 100 

is capable of delivering and exchanging data between a client 
system 105 and a host system 110 through a communications 
link 115. The client system 105 typically includes one or 
more client devices 120 and/or client controllers 125. For 
example, the client system 105 may include one or more 
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general-purpose computers (e.g., personal computers), one or 
more special-purpose computers (e.g., devices specifically 
programmed to communicate with each other and/or the host 
system 110), or a combination of one or more general-pur 
pose computers and one or more special-purpose computers. 
The client system 105 may be arranged to operate within or in 
concert with one or more other systems. Such as for example, 
one or more LANs (“Local Area Networks') and/or one or 
more WANs (“Wide Area Networks”). 
0021. The client device 120 is generally capable of execut 
ing instructions under the command of a client controller 125. 
The client device 120 is connected to the client controller 125 
by a wired or wireless data pathway 130 capable of delivering 
data. 

0022. The client device 120 and client controller 125 each 
typically includes one or more hardware components and/or 
software components. An example of a client device 120 is a 
general-purpose computer (e.g., a personal computer) 
capable of responding to and executing instructions in a 
defined manner. Other examples include a special-purpose 
computer, a workstation, a server, a device, a component, 
other equipment or some combination thereof capable of 
responding to and executing instructions. An example of cli 
ent controller 125 is a software application loaded on the 
client device 120 for commanding and directing communica 
tions enabled by the client device 120. Other examples 
include a program, a piece of code, an instruction, a device, a 
computer, a computer system, or a combination thereof, for 
independently or collectively instructing the client device 120 
to interact and operate as described herein. The client con 
troller 125 may be embodied permanently or temporarily in 
any type of machine, component, equipment, storage 
medium, or propagated signal capable of providing instruc 
tions to the client device 120. 

0023 The communications link 115 typically includes a 
delivery network 160 making a direct or indirect communi 
cation between the client system 105 and the host system 110. 
irrespective of physical separation. Examples of a delivery 
network 160 include the Internet, the World Wide Web, 
WANs, LANs, analog or digital wired and wireless telephone 
networks (e.g. PSTN, ISDN, or xDSL), radio, television, 
cable, satellite, and/or any other delivery mechanism for car 
rying data. The communications link 115 may include com 
munication pathways 150, 155 that enables communications 
through the one or more delivery networks 160 described 
above. Each of the communication pathways 150, 155 may 
include, for example, a wired, wireless, cable or satellite 
communication pathway. The host system 110 includes a host 
device 135 capable of executing instructions under the com 
mand and direction of a host controller 140. The host device 
135 is connected to the host controller 140 by a wired or 
wireless data pathway 145 capable of carrying and delivering 
data. 

0024. The host system 110 typically includes one or more 
host devices 135 and/or host controllers 140. For example, the 
host system 110 may include one or more general-purpose 
computers (e.g., personal computers), one or more special 
purpose computers (e.g., devices specifically programmed to 
communicate with each other and/or the client system 105), 
or a combination of one or more general-purpose computers 
and one or more special-purpose computers. The host system 
110 may be arranged to operate within or in concert with one 
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or more other systems, such as, for example, one or more 
LANs (“Local Area Networks') and/or one or more WANs 
(“Wide Area Networks”). 
0025. The host device 135 and host controller 140 each 
typically includes one or more hardware components and/or 
software components. An example of a host device 135 is a 
general-purpose computer (e.g., a personal computer) 
capable of responding to and executing instructions in a 
defined manner. Other examples include a special-purpose 
computer, a workstation, a server, a device, a component, 
other equipment or some combination thereof capable of 
responding to and executing instructions. An example of host 
controller 140 is a software application loaded on the host 
device 135 for commanding and directing communications 
enabled by the host device 135. Other examples include a 
program, a piece of code, an instruction, a device, a computer, 
a computer system, or a combination thereof, for indepen 
dently or collectively instructing the host device 135 to inter 
act and operate as described herein. The host controller 140 
may be embodied permanently or temporarily in any type of 
machine, component, equipment, storage medium, or propa 
gated signal capable of providing instructions to the host 
device 135. 

0026 FIG. 2 illustrates a communication system 200 
including a client system 205 communicating with a host 
system 210 through a communications link 215. Client sys 
tem 205 typically includes one or more client devices 220 and 
one or more client controllers 225 for controlling the client 
devices 220. Host system 210 typically includes one or more 
host devices 235 and one or more host controllers 240 for 
controlling the host devices 235. The communications link 
215 may include communication pathways 250, 255 enabling 
communications through the one or more delivery networks 
260. 

0027. Examples of each element within the communica 
tion system of FIG. 2 are broadly described above with 
respect to FIG. 1. In particular, the host system 210 and 
communications link 215 typically have attributes compa 
rable to those described with respect to host system 110 and 
communications link 115 of FIG. 1. Likewise, the client 
system 205 of FIG. 2 typically has attributes comparable to 
and illustrates one possible embodiment of the client system 
105 of FIG. 1. 

0028. The client device 220 typically includes a general 
purpose computer 270 having an internal or external storage 
272 for storing data and programs such as an operating system 
274 (e.g., DOS, WindowsTM, Windows 95TM, Windows 98TM, 
Windows 2000TM, Windows NTTM, OS/2, or Linux) and one 
or more application programs. Examples of application pro 
grams include authoring applications 276 (e.g., word pro 
cessing, database programs, spreadsheet programs, or graph 
ics programs) capable of generating documents or other 
electronic content; client applications 278 (e.g., AOL client, 
CompuServe client, AIM client, AOL TV client, or ISP client) 
capable of communicating with other computerusers, access 
ing various computer resources, and viewing, creating, or 
otherwise manipulating electronic content; and browser 
applications 280 (e.g., Netscape's Navigator or Microsoft's 
Internet Explorer) capable of rendering standard Internet con 
tent. 

0029. The general-purpose computer 270 also includes a 
central processing unit 282 (CPU) for executing instructions 
in response to commands from the client controller 225. In 
one implementation, the client controller 225 includes one or 
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more of the application programs installed on-the internal or 
external storage 272 of the general-purpose computer 270. In 
another implementation, the client controller 225 includes 
application programs externally stored in and performed by 
one or more device(s) external to the general-purpose com 
puter 270. 
0030 The general-purpose computer typically will 
include a communication device 284 for sending and receiv 
ing data. One example of the communication device 284 is a 
modem. Other examples include a transceiver, a set-top box, 
a communication card, a satellite dish, an antenna, or another 
network adapter capable of transmitting and receiving data 
over the communications link 215 through a wired or wireless 
data pathway 250. The general-purpose computer 270 also 
may include a TV (“television') tuner 286 for receiving tele 
vision programming in the form of broadcast, satellite, and/or 
cable TV signals. As a result, the client device 220 can selec 
tively and/or simultaneously display network content 
received by communications device 284 and television pro 
gramming content received by the TV tuner 286. 
0031. The general-purpose computer 270 typically will 
include an input/output interface 288 for wired or wireless 
connection to various peripheral devices 290. Examples of 
peripheral devices 290 include, but are not limited to, amouse 
291, a mobile phone 292, a personal digital assistant 293 
(PDA), a keyboard 294, a display monitor 295 with or without 
a touch screen input, and/or a TV remote control 296 for 
receiving information from and rendering information to Sub 
scribers. 

0032. Although FIG. 2 illustrates devices such as a mobile 
telephone 292, a PDA 293, and a TV remote control 296 as 
being peripheral with respect to the general-purpose com 
puter 270, in another implementation, such devices may 
themselves include the functionality of the general-purpose 
computer 270 and operate as the client device 220. For 
example, the mobile phone 292 or the PDA 293 may include 
computing and networking capabilities and function as a 
client device 220 by accessing the delivery network 260 and 
communicating with the host system 210. Furthermore, the 
client system 205 may include one, some or all of the com 
ponents and devices described above. 
0033 Referring to FIG. 3, a communications system 300 

is capable of delivering and exchanging information between 
a client system 305 and a host system 310 through a commu 
nication link315. Client system 305 typically includes one or 
more client devices 320 and one or more client controllers 
325 for controlling the client devices 320. Host system 310 
typically includes one or more host devices 335 and one or 
more host controllers 340 for controlling the host devices 
335. The communications link315 may include communica 
tion pathways 350, 355 enabling communications through 
the one or more delivery networks 360. 
0034 Examples of each element within the communica 
tion system of FIG. 3 are broadly described above with 
respect to FIGS. 1 and 2. In particular, the client system 305 
and the communications link 315 typically have attributes 
comparable to those described with respect to client systems 
105 and 205 and communications links 115 and 215 of FIGS. 
1 and 2. Likewise, the host system 310 of FIG.3 may have 
attributes comparable to and illustrates one possible embodi 
ment of the host systems 110 and 210 shown in FIGS. 1 and 
2, respectively. 
0035. The host system 310 includes a host device 335 and 
a host controller 340. The host controller 340 is generally 
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capable of transmitting instructions to any or all of the ele 
ments of the host device 335. For example, in one implemen 
tation, the host controller 340 includes one or more software 
applications loaded on the host device 335. However, in other 
implementations, as described above, the host controller 340 
may include any of several other programs, machines, and 
devices operating independently or collectively to control the 
host device 335. 

0036. The host device 335 includes a login server 370 for 
enabling access by Subscribers and routing communications 
between the client system 305 and other elements of the host 
device 335. The host device 335 also includes various host 
complexes such as the depicted OSP (“Online Service Pro 
vider') host complex 380 and IM (“Instant Messaging') host 
complex 390. To enable access to these host complexes by 
subscribers, the client system 305 includes communication 
software, for example, an OSP client application and an IM 
client application. The OSP and IM communication software 
applications are designed to facilitate the Subscribers inter 
actions with the respective services and, in particular, may 
provide access to all the services available within the respec 
tive host complexes. 
0037. Typically, the OSP host complex 380 supports dif 
ferent services. Such as email, discussion groups, chat, news 
services, and Internet access. The OSP host complex 380 is 
generally designed with an architecture that enables the 
machines within the OSP host complex 380 to communicate 
with each other and employs certain protocols (i.e., standards, 
formats, conventions, rules, and structures) to transfer data. 
The OSP host complex 380 ordinarily employs one or more 
OSP protocols and custom dialing engines to enable access 
by selected client applications. The OSP host complex 380 
may define one or more specific protocols for each service 
based on a common, underlying proprietary protocol. 
0038. The IM host complex 390 is generally independent 
of the OSP host complex 380, and supports instant messaging 
services irrespective of a subscriber's network or Internet 
access. Thus, the IM host complex 390 allows subscribers to 
send and receive instant messages, whether or not they have 
access to any particular ISP. The IM host complex 390 may 
Support associated services, such as administrative matters, 
advertising, directory services, chat, and interest groups 
related to the instant messaging. The IM host complex 390 
has anarchitecture that enables all of the machines within the 
IM host complex to communicate with each other. To transfer 
data, the IM host complex 390 employs one or more standard 
or exclusive IM protocols. 
0039. The host device 335 may include one or more gate 
ways that connect and therefore link complexes, such as the 
OSP host complex gateway 385 and the IM host complex 
gateway 395. The OSP host complex gateway 385 and the IM 
host complex 395 gateway may directly or indirectly link the 
OSP host complex 380 with the IM host complex 390 through 
a wired or wireless pathway. Ordinarily, when used to facili 
tate a link between complexes, the OSP host complex gate 
way 385 and the IM host complex gateway 395 are privy to 
information regarding the protocol type anticipated by a des 
tination complex, which enables any necessary protocol con 
version to be performed incident to the transfer of data from 
one complex to another. For instance, the OSP host complex 
380 and IM host complex 390 generally use different proto 
cols such that transferring data between the complexes 
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requires protocol conversion by or at the request of the OSP 
host complex gateway 385 and/or the IM host complex gate 
way 395. 
0040. Referring to FIG.4, a communications system 400 

is capable of delivering and exchanging information between 
a client system 405 and a host system 410 through a commu 
nication link 415. Client system 405 typically includes one or 
more client devices 420 and one or more client controllers 
425 for controlling the client devices 420. Host system 410 
typically includes one or more host devices 435 and one or 
more host controllers 440 for controlling the host devices 
435. The communications link 415 may include communica 
tion pathways 450, 455 enabling communications through 
the one or more delivery networks 460. As shown, the client 
system 405 may access the Internet 465 through the host 
system 410. 
0041. Examples of each element within the communica 
tion system of FIG. 4 are broadly described above with 
respect to FIGS. 1-3. In particular, the client system 405 and 
the communications link 415 typically have attributes com 
parable to those described with respect to client systems 105, 
205, and 305 and communications links 115, 215, and 315 of 
FIGS. 1-3. Likewise, the host system 410 of FIG.4 may have 
attributes comparable to and illustrates one possible embodi 
ment of the host systems 110, 210, and 310 shown in FIGS. 
1-3, respectively. However, FIG. 4 describes an aspect of the 
host system 410, focusing primarily on one particular imple 
mentation of OSP host complex 480. For purposes of com 
municating with an OSP host complex 480, the delivery net 
work 460 is generally a telephone network. 
0042. The client system 405 includes a client device 420 
and a client controller 425. The client controller 425 is gen 
erally capable of establishing a connection to the host system 
410, including the OSP host complex 480, the IM host com 
plex 490 and/or the Internet 465. In one implementation, the 
client controller 425 includes an OSP application for com 
municating with servers in the OSP host complex 480 using 
exclusive OSP protocols. The client controller 425 also may 
include applications, such as an IM client application, and/or 
an Internet browser application, for communicating with the 
IM host complex 490 and the Internet 465. 
0043. The host system 410 includes a host device 435 and 
a host controller 440. The host controller 440 is generally 
capable of transmitting instructions to any or all, of the ele 
ments of the host device 435. For example, in one implemen 
tation, the host controller 440 includes one or more software 
applications loaded on one or more elements of the host 
device 435. However, in other implementations, as described 
above, the host controller 440 may include any of several 
other programs, machines, and devices operating indepen 
dently or collectively to control the host device 435. 
0044) The host system 410 includes a login server 470 
capable of enabling communications with and authorizing 
access by client systems 405 to various elements of the host 
system 410, including an OSP host complex 480 and an IM 
host complex 490. The login server 470 may implement one 
or more authorization procedures to enable simultaneous 
access to the OSP host complex 480 and the IM host complex 
490. The OSP host complex 480 and the IM host complex 490 
are connected through one or more OSP host complex gate 
ways 485 and one or more IM host complex gateways 495. 
Each OSP host complex gateway 485 and IM host complex 
gateway 495 may perform any protocol conversions neces 

Sep. 1, 2016 

sary to enable communication between the OSP host complex 
480, the IM host complex 490, and the Internet 465. 
0045. The OSP host complex 480 supports a set of services 
from one or more servers located internal to and external from 
the OSP host complex 480. Servers external to the OSP host 
complex 480 generally may be viewed as existing on the 
Internet 465. Servers internal to the OSP complex 480 may be 
arranged in one or more configurations. For example, servers 
may be arranged in large centralized clusters known as farms 
4802 or in localized clusters known as pods 4804. 
0046 Farms 4802 are groups of servers located at central 
ized locations within the OSP host complex 480. Farms 48.02 
generally are dedicated to providing particular functionality 
and services to subscribers and clients from a centralized 
location, regardless of the location of the subscriber or client. 
Farms 4802 are particularly useful for providing services that 
depend upon other processes and services for information, 
Such as, for example, chat, email, instant messaging, news, 
newsgroups, search, stock updates, and weather. Thus, farms 
4802 tend to rely on connections with external resources such 
as the Internet 465 and/or other servers within the OSP host 
complex 480. 
0047. To reduce the time delays and congestion inherent in 
centralized processing, some services offered by the OSP 
host complex 480 are provided from localized servers, gen 
erally known as pods 4804. Each pod 4804 includes one or 
more interrelated servers capable of operating together to 
provide one or more services offered by the OSP host com 
plex 480 in a geographically localized manner, the servers 
within a pod 4804 generally operating independently rather 
than relying on resources external to the pod 4804 to operate. 
A pod 4804 may cache content received from external 
sources, such as farms 4802 or the Internet 465, making 
frequently requested information readily available to local 
subscribers served by the pod 4804. In this way, pods 4804 are 
particularly useful in providing services that are independent 
of other processes and servers such as, for example, routing, 
keywords, and downloading certain software and graphical 
interface updates with reduced processing time and conges 
tion. The determination of which servers and processes are 
located in the pod 4804 is made by the OSP according to load 
distribution, frequency of requests, demographics, and other 
factors. 

0048. In addition to farms 4802 and pods 4804, the imple 
mentation of FIG. 4 also includes one or more non-podded 
servers 4806. In general, the non-podded server 4806 may be 
dedicated to performing a particular service that relies on 
other processes and services for information and may be 
directly or indirectly connected to resources outside of the 
OSP host complex 480, such as the Internet 465 and the IM 
host complex 490, through an OSP gateway 4808. In the event 
that subscriber usage of the particular service is relatively 
high, the non-podded server 4806 may be included in a farm. 
0049. In the implementation of FIG.4, a pod 4810, shown 
in more detail, includes a routing processor 4812. In a packet 
based implementation, the client system 405 may generate 
information requests, convert the requests into data packets, 
sequence the data packets, perform error checking and other 
packet-switching techniques, and transmit the data packets to 
the routing processor 4812. Upon receiving data packets from 
the client system 405, the routing processor 4812 may 
directly or indirectly route the data packets to a specified 
destination within or outside of the OSP host complex 480. In 
general, the routing processor 4812 will examine an address 
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field of a data request, use a mapping table to determine the 
appropriate destination for the data request, and direct the 
data request to the appropriate destination. 
0050 For example, in the event that a data request from the 
client system 405 can be satisfied locally, the routing proces 
sor 4812 may direct the data request to a local server 4814 in 
the pod 4810. In the event that the data request cannot be 
satisfied locally, the routing processor 4812 may direct the 
data request internally to one or more farms 4802, one or more 
other pods 4804, or one or more non-podded servers 4806 in 
the OSP host complex 480, or may direct the data request 
externally to the Internet 465 or the IM host complex 490 
through an OSP/pod gateway 4816. 
0051. The routing processor 4812 also may direct data 
requests and/or otherwise facilitate communication between 
the client system 405 and the Internet 465. In one implemen 
tation, the client system 405 uses an OSP client application to 
convert standard Internet content and protocols into OSP 
protocols and Vice versa. For example, when a browser appli 
cation transmits a request in standard Internet protocol, the 
OSP client application can intercept the request, convert the 
request into an OSP protocol and send the converted request 
to the routing processor 4812 in the OSP host complex 480. 
The routing processor 4812 recognizes the Internet 465 as the 
destination and routes the data packets to an IP (“Internet 
Protocol') tunnel 4818. The IP tunnel 4818 converts the data 
from the OSP protocol back into standard Internet protocol 
and transmits the data to the Internet 465. The IP tunnel 4818 
also converts the data received from the Internet in the stan 
dard Internet protocol back into the OSP protocol and sends 
the data to the routing processor 4812 for delivery back to the 
client system 405. At the client system 405, the OSP client 
application converts the data in the OSP protocol back into 
standard Internet content for communication with the 
browser application. 
0052. The IP tunnel 4818 may act as a buffer between the 
client system 405 and the Internet 465, and may implement 
content filtering and time saving techniques. For example, the 
IP tunnel 4818 can check parental controls settings of the 
client system 405 and request and transmit content from the 
Internet 465 according to the parental control settings. In 
addition, the IP tunnel 4818 may include a number a caches 
for storing frequently accessed information. Ifrequested data 
is determined to be stored in the caches, the IP tunnel 4818 
may send the information to the client system 405 from the 
caches and avoid the need to access the Internet 465. 
0053. In another implementation, the client system 405 
may use standard Internet protocols and formatting to access 
the pod 4810 and the Internet 465. For example, the sub 
scriber can use an OSP TV client application having an 
embedded browser application installed on the client system 
405 to generate a request in standard Internet protocol. Such 
as HTTP (“HyperText Transport Protocol). In a packet 
based implementation, data packets may be encapsulated 
inside a standard Internet tunneling protocol. Such as, for 
example, UDP (“User Datagram Protocol) and routed to a 
web tunnel 4820. The web tunnel 4820 may be a L2TP 
(“Layer Two Tunneling Protocol) tunnel capable of estab 
lishing a point-to-point protocol (PPP) session with the client 
system 405. The web tunnel 4820 provides a gateway to the 
routing processor 4812 within the pod 4810, the Internet 465, 
and a web proxy 4822. 
0054 The web proxy 4822 can look up subscriber infor 
mation from the IP address of the client system 405 to deter 
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mine the Subscriber's parental controls settings and other 
demographic information. In this way, the web proxy 4822 
can tailor the subscriber's content and user interfaces. The 
web proxy 4822 can also perform caching functions to store 
certainURLs (“Uniform Resource Locators') and other elec 
tronic content so that the web proxy 4822 can locally deliver 
information to the client system 405 and avoid the need to 
access the Internet 465 in the event that data requested by the 
client system 405 has been cached. 
0055 Referring to FIG. 5, a communications system 500 

is capable of delivering and exchanging information between 
a client system 505 and a host system 510 through a commu 
nication link 515. Client system 505 typically includes one or 
more client devices 520 and one or more client controllers 
525 for controlling the client devices 520. Host system 510 
typically includes one or more host devices 535 and one or 
more host controllers 540 for controlling the host devices 
535. The communications link 515 may include communica 
tion pathways 550, 555 enabling communications through 
the one or more delivery networks 560. As shown, the client 
system 505 may access the Internet 565 through the host 
system 510. 
0056. Examples of each element within the communica 
tion system of FIG. 5 are broadly described above with 
respect to FIGS. 1-4. In particular, the client system 505 and 
the communications link 515 typically have attributes com 
parable to those described with respect to client systems 105, 
205, 305, and 405 and communications links 115, 215, 315, 
and 415 of FIGS. 1-4. Likewise, the host system 510 of FIG. 
5 may have attributes comparable to and illustrates one pos 
sible embodiment of the host systems 110, 210,310, and 410 
shown in FIGS. 1-4, respectively. However, FIG. 5 describes 
an aspect of the host system 510, focusing primarily on one 
particular implementation of IM host complex 590. For pur 
poses of communicating with the IM host complex 590, the 
delivery network 560 is generally a telephone network. 
0057 The client system 505 includes a client device 520 
and a client controller 525. The client controller 525 is gen 
erally capable of establishing a connection to the host system 
510, including the OSP host complex 580, the IM host com 
plex 590 and/or the Internet 565. In one implementation, the 
client controller 525 includes an IM application for commu 
nicating with servers in the IM host complex 590 utilizing 
exclusive IM protocols. The client controller 525 also may 
include applications, such as an OSP client application, and/ 
or an Internet browser application for communicating with 
the OSP host complex 580 and the Internet 565, respectively. 
0058. The host system 510 includes a host device 535 and 
a host controller 540. The host controller 540 is generally 
capable of transmitting instructions to any or all of the ele 
ments of the host device 535. For example, in one implemen 
tation, the host controller 540 includes one or more software 
applications loaded on one or more elements of the host 
device 535. However, in other implementations, as described 
above, the host controller 540 may include any of several 
other programs, machines, and devices operating indepen 
dently or collectively to control the host device 535. 
0059. The host System 510 includes a login server 570 
capable of enabling communications with and authorizing 
access by client systems 505 to various elements of the host 
system 510, including an OSP host complex 580 and an IM 
host complex 590. The login server 570 may implement one 
or more authorization procedures to enable simultaneous 
access to the OSP host complex580 and the IM host complex 
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590. The OSP host complex580 and the IM host complex590 
are connected through one or more OSP host complex gate 
ways 585 and one or more IM host complex gateways 595. 
Each OSP host complex gateway 585 and IM host complex 
gateway 595 may perform any protocol conversions neces 
sary to enable communication between the OSP host complex 
580, the IM host complex 590, and the Internet 565. 
0060. To access the IM host complex 590 to begin an 
instant messaging session, the client system 505 establishes a 
connection to the login server 570. The login server 570 
typically determines whether the particular subscriber is 
authorized to access the IM host complex 590 by verifying a 
subscriber identification and password. If the subscriber is 
authorized to access the IM host complex 590, the login 
server 570 employs a hashing technique on the subscriber's 
screen name to identify a particular IM server 5902 for use 
during the subscriber's session. The login server 570 provides 
the client system 505 with the IP address of the particular IM 
server 5902, gives the client system 505 an encrypted key 
(i.e., a cookie), and breaks the connection. The client system 
505 then uses the IP address to establish a connection to the 
particular IM server 5902 through the communications link 
515, and obtains access to that IM server 5902 using the 
encrypted key. Typically, the client system 505 will be 
equipped with a Winsock API (Application Programming 
Interface') that enables the client system 505 to establish an 
open TCP connection to the IM server 5902. 
0061. Once a connection to the IM server 5902 has been 
established, the client system 505 may directly or indirectly 
transmit data to and access content from the IM server 5902 
and one or more associated domain servers 5904. The IM 
server 5902 supports the fundamental instant messaging ser 
vices and the domain servers 5904 may support associated 
services. Such as, for example, administrative matters, direc 
tory services, chat and interest groups. In general, the-pur 
pose of the domain servers 5904 is to lighten the load placed 
on the IM server 5902 by assuming responsibility for some of 
the services within the IM host complex 590. By accessing 
the IM server 5902 and/or the domain server 5904, a sub 
scriber can use the IM client application to view whether 
particular subscribers (“buddies') are online, exchange 
instant messages with particular Subscribers, participate in 
group chat rooms, trade files Such as pictures, invitations or 
documents, find other Subscribers with similar interests, get 
customized news and stock quotes, and search the Web. 
0062. In the implementation of FIG. 5, the IM server 5902 

is directly or indirectly connected to a routing gateway 5906. 
The routing gateway 5906 facilitates the connection between 
the IM server 5902 and one or more alert multiplexors 5908, 
for example, by serving as a link minimization tool or hub to 
connect several IM servers to several alert multiplexors. In 
general, an alert multiplexor 5908 maintains a record of alerts 
and subscribers registered to receive the alerts. 
0063. Once the client system 505 is connected to the alert 
multiplexor 5908, a subscriber can register for and/or receive 
one or more types of alerts. The connection pathway between 
the client system 505 and the alert multiplexor 5908 is deter 
mined by employing another hashing technique at the IM 
server 5902 to identify the particular alert multiplexor 5908 to 
be used for the subscriber's session. Once the particular mul 
tiplexor 5908 has been identified, the IM server 5902 provides 
the client system 505 with the IP address of the particular alert 
multiplexor 5908 and gives the client system 505 an 
encrypted key (i.e., a cookie). The client system 505 then uses 
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the IP address to connect to the particular alert multiplexor 
5908 through the communication link 515 and obtains access 
to the alert multiplexor 5908 using the encrypted key. 
0064. The alert multiplexor 5908 is connected to an alert 
gate 5910 that, like the IM host complex gateway 595, is 
capable of performing the necessary protocol conversions to 
form a bridge to the OSP host complex 580. The alert gate 
5910 is the interface between the IM host complex 590 and 
the physical servers, such as servers in the OSP host complex 
580, where state changes are occurring. In general, the infor 
mation regarding state changes will be gathered and used by 
the IM host complex 590. However, the alert multiplexor 
5908 also may communicate with the OSP host complex 580 
through the IM gateway 595, for example, to provide the 
servers and subscribers of the OSP host complex 580 with 
certain information gathered from the alert gate 5910. 
0065. The alert gate 5910 can detect an alert feed corre 
sponding to a particular type of alert. The alert gate 5910 may 
include a piece of code (alert receive code) capable of inter 
acting with another piece of code (alert broadcast code) on the 
physical server where a state change occurs. In general, the 
alert receive code installed on the alert gate 5910 instructs the 
alert broadcast code installed on the physical server to sendan 
alert feed to the alert gate 5910 upon the occurrence of a 
particular state change. Upon detecting an alert feed, the alert 
gate 5910 contacts the alert multiplexor 5908, which in turn, 
informs the client system 505 of the detected alert feed. 
0066. In the implementation of FIG. 5, the IM host com 
plex 590 also includes a subscriber profile server 5912 con 
nected to a database 5914 for storing large amounts of sub 
scriber profile data. The subscriber profile server 5912 may be 
used to enter, retrieve, edit, manipulate, or otherwise process 
subscriber profile data. In one implementation, a subscriber's 
profile data includes, for example, the subscriber's buddy list, 
alert preferences, designated Stocks, identified interests, and 
geographic location. The Subscriber may enter, edit and/or 
delete profile data using an installed IM client application on 
the client system 505 to interact with the subscriber profile 
Server 5912. 

0067. Because the subscriber’s data is stored in the IM 
host complex 590, the subscriber does not have to reenter or 
update such information in the event that the subscriber 
accesses the IM host complex 590 using new or a different 
client system 505. Accordingly, when a subscriber accesses 
the IM host complex 590, the IM server 5902 can instruct the 
subscriber profile server 5912 to retrieve the subscriber's 
profile data from the database 5914 and to provide, for 
example, the subscriber's buddy list to the IM server 5902 and 
the subscriber's alert preferences to the alert multiplexor 
5908. The subscriber profile server 5912 also may commu 
nicate with other servers in the OSP host complex 590 to share 
subscriber profile data with other services. Alternatively, user 
profile data may be saved locally on the client device 505. 
0068 Referring to FIG. 6, a communications system 600 

is capable of delivering and exchanging information between 
a client system 605 and a host system 610 through a commu 
nication link 615. Client system 605 typically includes one or 
more client devices 620 and one or more client controllers 
625 for controlling the client devices 620. Host system 610 
typically includes one or more host devices 635 and one or 
more host controllers 640 for controlling the host devices 
635. The communications link 615 may include communica 
tion pathways 650, 655 enabling communications through 
the one or more delivery networks 660. 
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0069. Examples of each element within the communica 
tion system of FIG. 6 are broadly described above with 
respect to FIGS. 1-5. In particular, the client system 605 and 
the communications link 615 typically have attributes com 
parable to those described with respect to client systems 105, 
205, 305, 405 and 505 and communications links 115, 215, 
315,415 and 515 of FIGS. 1-5. Likewise, the host system 610 
of FIG. 6 may have attributes comparable-to and illustrates 
one possible embodiment of the host systems 110, 210, 310, 
410 and 510 shown in FIGS. 1-5, respectively. However, FIG. 
6 describes an aspect of the host system 610, focusing prima 
rily on one particular implementation of IM host complex 
690. For purposes of communicating with the IM host com 
plex 690, the delivery network 660 is generally a telephone 
network. 

0070. The client system 605 includes a client device 620 
and a client controller 625. The client controller 625 is gen 
erally capable of establishing a connection to the host system 
610, including the IM host complex 690. In one implemen 
tation, the client controller 625 includes an IM application for 
communicating with servers in the IM host complex 690 
utilizing exclusive IM protocols. 
(0071. The host system 610 includes a host device 635 and 
a host controller 640. The host controller 640 is generally 
capable of transmitting instructions to any or all of the ele 
ments of the host device 635. For example, in one implemen 
tation, the host controller 640 includes one or more software 
applications loaded on one or more elements of the host 
device 635. However, in other implementations, as described 
above, the host controller 640 may include any of several 
other programs, machines, and devices operating indepen 
dently or collectively to control the host device 635. 
0072. The host system 610 includes a login server 670 
capable of enabling communications with and authorizing 
access by client systems 605 to various elements of the host 
system 610, including the IM host complex 690. The IM host 
complex 690 includes an IM server network 6902 and an alert 
multiplexor network 6908. The IM server network 6902 is an 
interconnected network of IM servers and the alert multi 
plexor network 6908 is an interconnected network of alert 
multiplexors. Each IM server and each alert multiplexor can 
directly or indirectly communicate and exchange information 
with all of the IM servers in the IM server network 6902 and 
all of the alert multiplexors in the alert multiplexor network 
6908. Each of the alert multiplexors in the alert multiplexor 
network 6908 is connected to several alert gates 6910 that 
receive different types of alerts. In the implementation of FIG. 
6, the IM server network 6902 and the alert multiplexor 
network 6908 are interconnected by a routing gateway 6906 
that serves as a common hub to reduce the number of con 
nections. 

0073. A subscriber typically will be assigned to one IM 
server in the IM server network 6902 and to one alert multi 
plexor in the alert multiplexor network 6908 during a session 
based on one or more hashing techniques. However, the IM 
servers and the alert multiplexors are capable of storing Sub 
scriber information and other electronic content that may be 
accessed by the other IM servers and alert multiplexors. In 
one implementation, for example, each IM server in the IM 
server network 6902 may be dedicated to serving a particular 
set of registered subscribers. Because all of the IM servers can 
communicate with each other, all Subscribers can communi 
cate with each other through instant messaging. In another 
implementation, each alert multiplexor in the alert multi 
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plexor network 6908 may be dedicated to storing information 
about a particular set or subset of alerts. Because all of the 
alert multiplexors can communicate with each other, all reg 
istered subscribers can receive all types of alerts. This net 
working arrangement enables the load to be distributed 
among the various servers in the IM host complex 690 while 
still enabling a subscriber to communicate, share informa 
tion, or otherwise interact with other subscribers and servers 
in the IM host complex 690. 
(0074) Referring to FIG. 7, a client device 702, an alert 
multiplexor 704, a profile server 706, and an alert gate 708 
interact according to a procedure 700 to deliver an alert mes 
sage to a subscriber. The procedure 700 may be implemented 
by any type of hardware, Software, device, computer, com 
puter System, equipment, component, program, application, 
code, Storage medium, or propagated signal. 
(0075. Initially, a subscriber may use the client device 702 
to connect to the alert multiplexor 704 (step 710). Typically, 
the client device 702 will include an installed IM client appli 
cation and will be equipped with a Winsock API that enables 
the client device 702 to establish an open TCP connection to 
the alert multiplexor 704. It also may be necessary to perform 
one or more hashing techniques to identify the alert multi 
plexor 704 to be used for the subscriber's session. 
0076 Once a connection to the alert multiplexor 704 has 
been established, a subscriber may use the client device 702 to 
send an alert registration to the alert multiplexor 704 (step 
715). The alert registration may inform the alert multiplexor 
704 that the subscriber desires to enable the alert capabilities 
of the alert multiplexor 704. The alert multiplexor 704, in 
turn, may receive the alert registration from the client device 
702 (step 720) and enable the alert capabilities such as, for 
example, stock alerts, mail alerts, weather alerts, calendar 
alerts, news alerts, third party alerts, or any other comparable 
type of alert. 
(0077. A subscriber may also use the client device 702 to 
generate a subscriber record that includes the particular types 
of alerts desired by the subscriber and other alert preferences. 
The alert preferences may include the conditions for tripping 
the alerts, the timing of the alerts, and/or the presentation 
method of the alerts. In general, alert messages may take the 
form of an instant message, an icon, a pop-up window, and/or 
an audio alarm that appears during a Subscriber's IM session. 
A subscriberalso may choose to receive offline notification of 
alerts, so that the subscriber may be informed of certain 
changes in State even when the Subscriber is not running the 
IM client application. For example, a Subscriber may set up 
alert preferences to request notification, for example, by tele 
phone, email, or pager. 
0078. In one implementation, an IM client application 
installed on a client device 702 may generate a URL based on 
the subscriber record. The URL may specify, for example, the 
protocol, the site name, and a path that corresponds to the alert 
preferences. The client device 702 may use a browser appli 
cation, Such as, for example, an embedded HTTP engine in 
the IM client application, to navigate to the URL to directly or 
indirectly retrieve data corresponding to particular types of 
alerts. 
007.9 Typically, a subscriber will generate a subscriber 
record during an initial session by interacting with UIs (“User 
Interfaces') presented on the client device 702. The sub 
scriber record may be stored locally on the client device 702 
so that the subscriber does not have to reenter the alert pref 
erences for Subsequent sessions unless, of course, the Sub 
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scriber is using a different client device or desires to change 
alert preferences. Additionally, the subscriber record may be 
persistently stored in a centralized database in the host sys 
tem. 

0080. In the event that the subscriber record is stored in a 
database in the host system, the alert multiplexor 704 may 
request the subscriber record from the profile server 706 (step 
725). The profile server 706 may receive the request for the 
subscriber record (step 730), retrieve the subscriber record 
from the database (step 735), and send the subscriber record 
to the alert multiplexor 704 (step 740). 
I0081. The alert multiplexor 704 receives the subscriber 
record from the profile server 706 (step 745) and then com 
municates with the alert gate 708. In one implementation, the 
alert multiplexor 704 may send an alert request to the alert 
gate 708 based on the subscriber record (step 750). Namely, 
the alert multiplexor 704 may instruct the alert gate 708 to 
start searching for alert feeds corresponding to any alerts 
designated in the subscriber record and/or to send alert noti 
fications when an alert feed corresponding to any alerts des 
ignated in the subscriber record is detected. The alert gate 708 
receives the alert request from the alert multiplexor 704 (step 
755) and, in response, searches for and detects alert feeds 
(step 760). 
0082 In another implementation, the alert gate 708 con 
tinuously searches for a particular type of alert feed. The alert 
gate 708 may be loaded with a software program or piece of 
code that instructs the alert gate 708 to detect a particular alert 
feed from a remote server, such as, for example, a remote 
server in an OSP complex or the Internet. The alert feed may 
correspond to one Subscriber or a group of Subscribers 
depending upon load distribution. Typically, the remote 
server will be loaded with a software program or piece of code 
that instructs the server to broadcast an alert feed based on 
Some triggering event to one or more specified alertgates. The 
broadcast of the alert feed may be a continuous or periodic 
broadcast of the state, may be a broadcast in response to a 
change in state, or may be a broadcast in response to a status 
inquiry (e.g., polling). As used herein, State refers to any 
condition of being that may be represented by the remote 
server. A change in state can be any updated condition of 
being and may be internal or external to the remote sever. 
I0083. Upon detecting the alert feed (step 760), the alert 
gate 708 may send an alert notification to the alert multiplexor 
704 (step 765). The alert notification will inform the alert 
multiplexor 704 of the alert feed, the condition that triggered 
the alert feed, and/or the need to contact a particular sub 
scriber. In one implementation, the alertgate 708 may sendan 
alert notification to an alert multiplexor 704 that is associated 
with a particular Subscriber during a session. This is typically 
the case for alerts relating to personalized information Such 
as, for example, mail alerts and calendar alerts. In another 
implementation, the alert gate 708 may send an alert notifi 
cation to an alert multiplexor 704 that that is associated with 
a particular type of alert. This is generally the case for alerts 
relating to information of interest to a large number of Sub 
scribers, such as, for example, Stock alerts, weather alerts, 
news alerts, and third party alerts. 
I0084 Typically, the alert multiplexor 704 will be loaded 
with a Software program or piece of code for instructing the 
alert multiplexor 704 to receive and/or retrieve messages 
from the alert gate 708. The alert multiplexor 704 may be set 
to continuously or periodically receive and/or retrieve mes 
sages the alert gate 708. The alert multiplexor 704 may 
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receive the alert notification from the alert gate 708 (step 
770), and may then determine whether the alert notification 
corresponds to analert of interest to a registered Subscriber. In 
the event that a subscriber has requested notification about the 
particular alert feed, the alert multiplexor 704 sends an alert 
message to the client device 702 of the registered subscriber 
(step 775). If the subscriber has requested offline notification 
about the particular alert, the alert multiplexor 704 may send 
an alert message to the appropriate offline device of the Sub 
scriber. The alert message may contain information about the 
alert feed and/or the condition that triggered the alert feed. 
The alert multiplexor 704 alone or in conjunction with other 
servers may perform sorting, prioritizing, or other types of 
organizational processing on the alert messages so that the 
client device 702 is notified in an optimal fashion. 
I0085. The client device 702 receives the alert message 
from the alert multiplexor 704 (step 780), and then responds 
to the alert message (step 785). For example, the subscriber 
may use the client device 702 to generate a response appro 
priate to the particular alert feed or triggering condition. 
Alternatively, the client device 702 may respond automati 
cally to particular alert feeds and/or triggering conditions in a 
defined manner. 

I0086 A stock alert is one example of an alert message that 
may be requested by a subscriber. FIGS. 8-10 illustrate sev 
eral different UIs that may be used to set a subscriber's stock 
alert preferences by selecting certain options of and inputting 
information into the fields of the UIs. 

I0087. Referring to FIG. 8, a UI 800 may include a ticker 
symbol field 805 for entering the ticker symbol of one or more 
stocks to track and an index field 810 for selecting one or more 
stock indexes to track. The UI also may include a refresh field 
815 for designating the interval at which the stock data is 
updated. The UI 800 may further include a stock alert button 
820 for setting and editing stock alert preferences. 
I0088 Referring to FIG. 9, a UI 900 may include an 
enabled field 905 for enabling a stock alert for a particular 
stock and a stock selection field 910 for selecting a particular 
stock to trip a stock alert message. The UI 900 also may 
include a notification field 915 for selecting the conditions 
that trip the stock alert. Typically, a stock alert will be tripped 
based on price and/or Volume, such as, for example, when the 
price exceeds a certain level, is below a certain level, is above 
the 52 week high, is below 52 week low, or is above or below 
a previous close by a certain amount, or when the Volume of 
trading is above or below a certain amount. The UI 900 also 
may include an alert presentation field 920 for selecting the 
manner in which an alert message is presented to a Subscriber, 
for example, by showing an alert notification window and/or 
playing a Sound. 
I0089 Referring to FIG. 10, a UI 1000 may include a 
display field 1005 for showing whether a stock alert has been 
tripped, the ticker symbol of the stock, and the conditions that 
trip the stock alert. The UI 1000 also may include an alert 
selection field 1010 for selecting which of the stock alerts to 
display. The UI 1000 may include an add button 1015, an edit 
button 1020, and a remove button 1025 for adding, editing 
and removing certain stock alerts and may include a reset 
button 1030 for resetting a stock alert that has been tripped. 
The UI 1000 also may include a day selection field 1035 and 
time selection field 1040 for selecting when to run the stock 
alerts, for example, only oncertain days and/or only at certain 
times during the day. 
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0090 Referring to FIG. 11, a UI 1100 illustrates a stock 
alert message that may be presented to a Subscriber. The stock 
alert message may be any type of instant message, pop-up 
window, icon and/or audible alarm capable of getting a Sub 
scribers attention. The Stock alert message may include an 
information field 1105 containing information such as the last 
price, the dollar change, the percent change, the high, the low, 
the open, the previous close, the 52 week high, the 52 week 
low, and/or the trading volume. The UI 1100 also may include 
an edit button 1110 for editing the presentation of the alert, a 
chart button 1115 for displaying a stock performance chart, 
and a more information button 1120 for linking to OSP or 
Internet websites that provide more detailed information 
about the particular stock, financial advice, and/or contact 
information for online or offline stockbrokers. 
0.091 As the stock market fluctuates, a stock alert server, 
for example, in an OSP host complex or the Internet, broad 
casts a stock alert feed to indicate the changing Stock prices. 
The stock alert feed may correspond to one stock, a group of 
stocks, orall stocks depending upon load distribution. A stock 
alert gate detects the stock alert feed and then, alone or in 
conjunction with one or more alert multiplexors, sorts and 
sends alert notifications to an alert multiplexor network. Each 
alert multiplexor in the alert multiplexor network may be 
dedicated to stock alerts for a certain set of stock ticker 
symbols and for a certain set of registered subscribers. By 
communicating with each other, all of the alert multiplexors 
in the alert multiplexor network have access to information 
including the complete set of subscribers registered to receive 
stock alerts, the selected Stocks of each registered Subscriber, 
the alert multiplexor and the IM server dedicated to each 
Subscriber during a session, and the alert multiplexors dedi 
cated to the selected stocks. Based on this information, the 
alert multiplexor network can send, deliver, retrieve, and/or 
receive stock alert notifications corresponding to all of the 
stocks selected by all of the registered subscribers and may 
command the IM client application of each registered Sub 
scriber to display an appropriate stock alert message. A mail 
alert is another example of an alert message that may be 
requested by a subscriber. FIGS. 12 and 13 illustrate different 
UIs that may be used to set a subscriber's mail alert prefer 
ences by selecting certain options and inputting information 
into the fields of the UIs. 

0092 Referring to FIG. 12, a UI 1200 may include an alert 
notification field 1205 for setting and editing certain mail 
alert preferences including the manner in which an alert mes 
sage is presented to a Subscriber, for example, by showing an 
alert notification window and/or playing a sound. The UI 
1200 also may include an email address display field 1210 for 
showing the email addresses that trip a mail alert. The UI 
1200 may include an add mailbox button 1215, an edit button 
1220, and a remove button 1225 for adding, editing and 
removing email addresses that trip a mail alert. 
0093. Referring to FIG. 13, a UI 1300 may include a type 
field 1305 for entering the type of email account, e.g., a POP3 
mail account, and an email address field 1310 for entering the 
type and address of an email account that trips a mail alert. 
The UI 1300 also may include a password field 1315 for 
entering the password to the email account, a server name 
field 1320 for entering the name of the server for the email 
account, a program field 1325 for entering the program used 
to access the email account, and a time field 1330 for entering 
the interval at which the email account is checked. 

0094) Referring to FIG. 14, a UI 1400 illustrates a mail 
alert message that may be presented to a subscriber. The mail 
alert message may be any type of instant message, pop-up 
window, icon and/or audible alarm capable of getting a Sub 
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scribers attention. The mail alert message may include an 
information field 1405 containing information such as one or 
more email addresses, whether each of the email address 
contains unread email, and when the email address was last 
checked for unread email. 
0.095 As email messages are received, a mail alert server, 
for example, in an OSP host complex or the Internet, broad 
casts a mail alert feed to indicate changing mail status. The 
mail alert feed may correspond to one subscriber, a group of 
subscribers, or all subscribers depending upon load distribu 
tion. The mail alert feed is sent to a mail gateway that per 
forms any necessary protocol conversion and then directs the 
mail alert feed to a mail alert gate. 
0096. The mail alert gate detects the mail alert feed and 
then, alone or in conjunction with one or more alert multi 
plexors, sorts and sends mail alert notifications to an alert 
multiplexor network. Each alert multiplexor in the alert mul 
tiplexor network may be dedicated to receiving mail alert 
notifications for a certain set of registered subscribers. Upon 
receiving a mail alert notification, the alert multiplexor exam 
ines whether the mail alert notification corresponds to any of 
its subscribers. In the event that the alert notification is for one 
of its subscribers, the alert multiplexor commands the IM 
client application running on the Subscriber's client device to 
indicate that the subscriber has unread email. Once notified, 
the subscriber may use the client device to read the email 
message, typically with an email client application. 
0097 Email messages are received and/or stored by a mail 
server alone or in cooperation with a mail repository. The mail 
server and mail repository may be part of an OSP host com 
plex or any type of server capable of receiving and/or storing 
email whether internal or external to the OSP host complex. 
Email messages may be received and stored from any type of 
email account including, but not limited to an OSP based 
email account, an ISP based email account, a Web-based 
email account, and a POP3 email account. 
0098. A third party alert is another example of alert mes 
sage that may be requested by a subscriber. A third party is 
broadly understood to include any individual or business 
entity that provides goods or services. In general, a Subscriber 
may register to receive alerts from one or more third parties 
that provide a certain category of services. In one implemen 
tation, the OSP queries subscribers as to whether they would 
like to receive various categories of third party alerts. For 
example, the OSP may partner with various suppliers of com 
puter merchandise and may query Subscribers as to whether 
they would like to receive alerts from any or all third parties 
that Supply computer merchandise. In another implementa 
tion, a Subscriber may register to receive an alert message at 
a third party's web site. Once a subscriber has registered to 
receive the alert, the third party directly or indirectly sends to 
the Subscriberan alert including, for example, a promotional 
advertisement, a coupon, a notification that an order is done 
and/or a service is complete, and a message regarding confir 
mation, cancellation, and/or rescheduling of an appointment. 
0099. A weather alert is another example of an alert mes 
sage that may be requested by a Subscriber. In one implemen 
tation, a Subscriber may register to receive an alert message 
that informs the subscriber of a weather forecast and/or 
adverse weather conditions in a particular geographic region. 
0100. A calendar alert is another example of an alert mes 
sage that may be requested by a Subscriber. In general, a 
Subscriber may register to receive an alert message that 
informs the subscriber of important dates, holidays and/or 
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other special occasions. A calendar alert may be provided to 
a Subscriber in any manner as described herein. 
0101. A news alert is another example of an alert message 
that may be requested by a Subscriber. In one implementation, 
a Subscriber may register to receive an alert message that 
informs the subscriber of selected news items or a listing of 
Internet or online sites (links) related to selected news items. 
A news alert may be provided to a Subscriber in any manner 
as described herein. 
0102 Other embodiments are within the scope of the fol 
lowing claims. 

1.-40. (canceled) 
41. A method comprising: 
detecting, using one or more processors, an alert; 
presenting, to a user associated with the alert, an alert 

notification representative of the alert; 
detecting a selection, by the user, of the alert notification; 

and 
presenting, in response to the detected selection, informa 

tion associated with the alert than the first alert notifica 
tion. 

42. A method comprising: 
detecting, using one or more processors, an alert; 
presenting, to a user associated with the alert, a alert noti 

fication representative of the alert; 
detecting an interaction, by the user, with the alert notifi 

cation; and 
presenting, in response to the detected interaction, infor 

mation associated with the alert than the first alert noti 
fication. 


