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【ＦＩ】
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【手続補正書】
【提出日】平成24年5月28日(2012.5.28)
【手続補正１】
【補正対象書類名】特許請求の範囲
【補正対象項目名】全文
【補正方法】変更
【補正の内容】
【特許請求の範囲】
【請求項１】
　別々のデジタル著作権管理（ＤＲＭ）システムと、対応するシステムバージョン番号と
の間の関連付けを含むデータ構造であって、失効情報バージョン番号、および、関連付け
に含まれ、前記失効情報バージョン番号に関連付けられているシステム要件に従うＤＲＭ
システムバージョン番号を含むデータ構造を生成するステップと、
　前記データ構造に署名するステップと、
　前記署名されたデータ構造をクライアントコンピューティングデバイスに送信するステ
ップであって、前記データ構造はさらに、前記クライアントコンピューティングデバイス
が、少なくとも１つの他のコンピューティングデバイスにクエリを行って前記少なくとも
１つの他のコンピューティングデバイスのＤＲＭシステム情報を確認し、少なくとも１つ
のライセンスおよび前記クライアントコンピューティング上の関連する保護されたコンテ
ンツを、ＤＲＭ要件に従うと判断された前記少なくとも１つの他のコンピューティングデ
バイスへ転送することを可能にするよう、構成されている、ステップと、
を備えるコンピューター実施の方法。
【請求項２】
　前記署名するステップは、信頼されたＤＲＭサービスに関連付けられている秘密キーを
使用することにより実行される請求項１に記載の方法。
【請求項３】
　前記クライアントコンピューティングデバイスおよび前記少なくとも１つの他のコンピ
ューティングデバイスは、別々のＤＲＭシステムを実行中である請求項１に記載の方法。
【請求項４】
　コンピューティングデバイスにおいてデジタル著作権管理（ＤＲＭ）サービスからデー
タ構造を受信するステップであって、前記データ構造は、失効情報バージョン番号、およ
び、別々のＤＲＭシステムと前記失効情報バージョン番号に関連付けられているシステム
要件に従うＤＲＭシステムバージョンを記述している対応するシステムバージョン番号と
の間の関連付けを含み、前記コンピューティングデバイスは、ＤＲＭシステム情報の確認
のためターゲット転送先である少なくとも１つの他のコンピューティングデバイスにクエ
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リを行うよう構成されたＤＲＭエージェントを含む、ステップと、
　前記コンピューティングデバイス上の前記ＤＲＭエージェントを利用して前記ターゲッ
ト転送先にクエリを行って前記ターゲット転送先の前記ＤＲＭシステムのバージョン番号
を確認するステップと、
　前記コンピューティングデバイスから前記ターゲット転送先にライセンスを転送するた
めに前記ＤＲＭサービスからの前記データ構造を前記コンピューティングデバイスにより
使用するステップと、
を備え、
　前記ライセンスを転送するステップは、少なくとも部分的に、前記ターゲット転送先に
関連付けられているバージョン番号と前記データ構造の関連付けに含まれるバージョン番
号との比較に基づくコンピューター実施の方法。
【請求項５】
　前記使用するステップの前に前記ライセンスを転送するよう求める要求を前記コンピュ
ーティングデバイスにより受信するステップをさらに備え、前記ライセンスはＤＲＭで保
護されたコンテンツに関連付けられている請求項４に記載の方法。
【請求項６】
　前記データ構造を受信するステップの後に前記データ構造の信頼性を前記コンピューテ
ィングデバイスにより確認するステップをさらに備える請求項４に記載の方法。
【請求項７】
　前記データ構造を受信するステップの後に、前記データ構造が受信されたＤＲＭサービ
スに関連付けられている公開キーを使用して前記データ構造の信頼性を前記コンピューテ
ィングデバイスにより確認するステップをさらに備える請求項４に記載の方法。
【請求項８】
　前記コンピューティングデバイスは第１のＤＲＭシステムを実行中であり、前記ターゲ
ット転送先は第２の異なるＤＲＭシステムを実行中である請求項４に記載の方法。
【請求項９】
　前記受信するステップの後に前記データ構造の信頼性を前記コンピューティングデバイ
スにより確認するステップと、
　前記ライセンスを転送するよう求める要求を前記コンピューティングデバイスにより受
信するステップであって、前記ライセンスはＤＲＭで保護されたコンテンツに関連付けら
れているステップと、
をさらに備える請求項４に記載の方法。
【請求項１０】
　前記受信するステップの後に前記データ構造の信頼性を前記コンピューティングデバイ
スにより確認するステップと、
　前記ライセンスを転送するよう求める要求を前記コンピューティングデバイスにより受
信するステップであって、前記ライセンスはＤＲＭで保護されたコンテンツに関連付けら
れているステップと、
をさらに備える請求項７に記載の方法。
【請求項１１】
　前記コンピューティングデバイスは第１のＤＲＭシステムを実行中であり、前記ターゲ
ット転送先は第２の異なるＤＲＭシステムを実行中であり、前記ターゲット転送先の前記
ライセンスは前記第２の異なるＤＲＭシステムのバージョン番号を含む請求項１０に記載
の方法。
【請求項１２】
　別々のデジタル著作権管理（ＤＲＭ）システムを実行中の複数のシステム間でライセン
スが転送されるようにすることができるデータを含むデータ構造を具現する１つまたは複
数のコンピューター可読記憶域メディアであって、
　前記データ構造のデータは、
　失効情報バージョン番号と、
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　第１のＤＲＭシステムと第１の対応するシステムバージョン番号との間の第１の関連付
けと、
　少なくとも第２のＤＲＭシステムと第２の対応するシステムバージョン番号との間の第
２の関連付けと、を備え、
　ＤＲＭシステムの関連付けに記述されたシステムバージョン番号は、前記失効情報バー
ジョン番号に関連付けられているシステム要件に従うシステムバージョンを示し、
　前記データ構造は、第１のコンピューティングデバイスが、少なくとも１つの他のコン
ピューティングデバイスにクエリを行って前記少なくとも１つの他のコンピューティング
デバイスのＤＲＭシステム情報を確認し、少なくとも１つのライセンスおよび前記第１の
コンピューティング上の関連する保護されたコンテンツを、ＤＲＭ要件に従うと判断され
た前記少なくとも１つの他のコンピューティングデバイスへ転送することを可能にするよ
う、構成されている、
１つまたは複数のコンピューター可読記憶域メディア。
【請求項１３】
　前記データ構造は署名データ構造を備える請求項１２に記載の１つまたは複数のコンピ
ューター可読記憶域メディア。
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