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An intermodal facility management system for facilitating
delivery, pickup, facility access, and cargo management is
presented. The system can receive data from clients within
proximity of one or more wireless beacons. The system can
capture data from clients that ingress or egress into or out of
a facility, respectively, and validate received data with the
captured data. The system can enable cargo transfer opti-
mization by forecasting client arrival times to particular
destination locations, and the forecasting can account for
access point delays, such as can be due to an authentication
process. The system can provide a measure of redundancy in
ensuring that particular cargo is being sent to proper loca-
tions, and the system can further prompt facility personnel
to ensure that cargo is accessible and ready for dispatch upon
arrival of any given client.
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SYSTEM AND METHOD FOR INTERMODAL
FACILITY MANAGEMENT

TECHNICAL FIELD

[0001] The present disclosure relates generally to man-
agement of intermodal facilities, such as those commonly
used by railway systems.

BACKGROUND

[0002] Railroad systems can have operations facilities
disposed next to or around railroad tracks. These intermodal
facilities, often having the appearance of shipping yards, can
contain a multitude of shipping containers and several
cranes that facilitate the hoisting, relocation, and depositing
of the containers. When a train enters the facility bearing its
freight (e.g., shipping containers), the cranes lift the con-
tainers off of the train and stack them in an organized fashion
in the facility. Generally, these containers need to be dis-
tributed further, which is usually accomplished via fleets of
semi-trucks or boats (fleet vehicles). The containers remain
ground-stacked while awaiting arrival of the trucks that are
destined to bear them.

[0003] The intermodal facilities are designed to facilitate
the constant entering and exiting of dozens of vehicles in and
out of their borders. As such, the facilities can have one or
more access points through which a vehicle can enter the
facility. The access points can generally be gated and require
some sort of authentication upon arrival to ensure that
appropriate personnel are entering the facility. Kiosks are
often located in each lane of a given access point that a
driver can interact with to gain permission to enter. Further,
within the intermodal facilities, there are driving lines (for
through traffic) and truck spots—truck spots are the desig-
nated areas into which semis park to receive the freight or
cargo they are meant to carry. As an example, a semi-truck
bearing a container travels to the facility to deposit the
loaded container, and to additionally receive a different
container to continue the shipping process. Traditionally,
upon approach to the facility, the driver stops at the gate and
interacts with a kiosk, offering a PIN code, a ID number,
scanning a QR code, or otherwise providing proof of iden-
tify and/or verification to the kiosk and/or facility personnel
to gain entry. Further, the kiosk can deliver instructions
related to the cargo to be picked up—the kiosk will give the
driver, for example, the container number for its cargo and
the truck spot in which to park to receive the cargo. Once
inside, the driver can deposit the currently-loaded cargo at
the designated drop off area and travel to the truck spot
designated for it at the kiosk to receive the deposit of its next
freight. The crane operator, located up to 8-10 stories above
the ground, is also made aware of the truck spot in which a
truck should be parked to deposit a specifically labeled
container. The crane operator can look down, see the truck
in the designated truck spot, hoist the appropriate container,
and subsequently deposit the container on the chassis.

[0004] However, due to the sheer amount of vehicle traffic
within a facility, the number of containers, the number of
potential pickup/drop-off locations, etc., it is nigh impos-
sible to, e.g., properly time the arrival of a vehicle to a
pickup location with the readiness of a crane to deposit a
given cargo. Significant time is wasted as vehicle and crane
operators must wait on one another to facilitate an exchange.
Further, these delays can be exacerbated by delays at inter-
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modal facility access points, where vehicles can become
stuck at an inoperable gate or otherwise fail to be properly
authenticated, increasing congestion and decreasing produc-
tivity.

SUMMARY

[0005] The present disclosure achieves technical advan-
tages as a system and method for intermodal facility man-
agement that can facilitate optimal pickup, delivery, and
accessibility of cargo. The system can forecast arrival times
of individual clients, such as by detecting clients on
approach and accounting for delays caused by authentication
processes and access point congestion. The system can
further identify locations of individual cargos within a
facility and determine if a cargo is accessible, such as by a
crane, to be dispatched from the facility to another vehicle,
such as a truck or a boat. The system can be configured to
prompt facility personnel and/or components to relocate
cargo if it is not accessible upon recognition that a client to
which the cargo is allocated is approaching the facility. The
system can also receive data related to a proper transport and
delivery parameters for a given cargo, and validate and/or
authenticate such information, such as upon arrival of a
client to a facility. To mitigate intra-facility congestion and
optimize traffic flow, the system can further determine one or
more paths from a given access point to a specific delivery
or pickup location—the system can transmit these intra-
facility paths to one or more clients. If a client strays from
an optimal path, the system can generate prompts to the
client to redirect, and/or generate notifications to other
clients of potential delay.

[0006] The present disclosure solves the technological
problem of providing an intermodal facility management
system configured to account for ever-changing arrival times
of fleet vehicles needing to access a facility, and further
optimize intra-facility operations. The present disclosure can
improve existing systems by calculating accurate and reli-
able expected arrival times from vehicle motion data, access
point data, average access point delay times, and other
metrics. The present disclosure can further generate prompts
based on this data to ensure that facility components and
personnel can align with vehicle operators to maximize
efficiency in cargo delivery and pickup. Advantageously,
such specialized processing can also provide the benefit of
validating cargo being carried into or out of a facility, as the
system can leverage access and/or exit points to data capture
and validate data, such as to ensure that the correct cargo is
in transit to the correct location. The system can utilize
servers and clients to authenticate users and leverage client
location data to achieve this technological advancement.
[0007] The present disclosure improves the performance
and functionality of the system itself by implementing
specialized algorithms that can utilize proximity thresholds
to facilitate authentication, timing calculations, prompt gen-
eration, and real-time updates transmitted to clients within a
network. In contrast, traditional systems simply rely on
often-incomplete data and assume uniform conditions with-
out adjusting values based upon feedback values to account
for, e.g., variable arrival times, access point delays, inac-
cessible cargo, and other factors. In certain embodiments,
the disclosed intermodal facility management system not
only determines when data needs to be collected and pro-
cessed, but can also determine if the such factors should
change, e.g., and expected time of arrival of a client to the
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delivery location. In some embodiments, the system can
utilize a plurality of wireless beacons placed strategically
around and throughout an intermodal facility. In some
embodiments, the wireless beacons can facilitate communi-
cation between a client and the system, triangulate locations
of clients or other components, and/or define proximity
thresholds that the system can integrate into its process flow.

[0008] The disclosed intermodal facility management sys-
tem can include a server in operable communication with a
database and clients. The system can further be in operable
connection with a plurality of wireless beacons, sensors,
cameras, or any other components designed to capture data
related to position and/or identification. The system can
generate records containing relevant data, including client
identity, vehicle identity, cargo identify, driver identify,
vendor identify, time and date of detection, the direction the
vehicle is traveling when detected, how fast a vehicle is
traveling, the proximity of the vehicle to a given location
(such as to an access point), and a path that a vehicle takes
within a facility to arrive at a dispatch location.

[0009] It is an object of the disclosure to provide a system
for intermodal facility management. It is a further object of
the disclosure to provide a method for cargo management
and cargo delivery management. These and other objects are
provided by at least the following embodiments.

[0010] In one embodiment, the present disclosure can
include a system for managing an intermodal facility, com-
prising: a memory having a first database with a plurality of
data, thresholds, and specifications related to at least one
intermodal facility, at least one access point of the at least
one intermodal facility, at least one client, and at least one
cargo; and a computer processor operably coupled to the
memory and capable of executing machine-readable instruc-
tions to perform program steps, the program steps including:
detecting a client; receiving positional data of the client;
receiving identification information; determining a location
of the client; calculating an average access point delay;
determining an expected time of arrival using the average
access point delay and the location of the client; transmitting
the expected time of arrival; if the client satisfies a proximity
threshold, authenticating the client or the identification
information; and if the client or the identification informa-
tion are authenticated, granting entry permission. In another
embodiment, the program steps can further include: receiv-
ing motion data of the client; calculating, via the processor,
an expected time until approach using the positional data
and the motion data; and using the expected time until
approach, the average access point delay, and the location of
the client in determining the expected time of arrival. In
another embodiment, the program steps can further include:
if one or more additional clients are within a geofence:
determining a number of additional clients; and calculating
an expected delay time using the average access point delay
and the number of additional clients. In another embodi-
ment, the program steps can further include: determining a
number of operable access points; and using the average
access point delay, the number of additional clients, and the
number of operable access points in calculating the expected
delay time. In another embodiment, the program steps can
further include: determining a time value indicating a dura-
tion that the client satisfied the proximity threshold; and
adjusting the average access point delay with the time value.
In another embodiment, the program steps can further
include: transmitting a destination location; determining at
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least one path to the destination location; receiving posi-
tional data points of the client as the client moves; and
comparing the positional data points to the at least one path.
In another embodiment, the program steps can further
include: if the positional data points do not conform to the
at least one path: generating, via the processor, a directional
prompt. In another embodiment, the program steps can
further include updating the expected time of arrival. In
another embodiment, the system can further include at least
one wireless communication beacon. In another embodi-
ment, the at least one wireless communication beacon can be
used in establishing the proximity threshold.

[0011] In one embodiment, the present disclosure can
include a system for managing cargo in a facility, compris-
ing: a memory having a first database with a plurality of
data, thresholds, and specifications related to at least one
intermodal facility, at least one client, and at least one cargo;
and a networked computer processor operably coupled to the
memory and capable of executing machine-readable instruc-
tions to perform program steps, the program steps including:
detecting a client; receiving positional data; receiving iden-
tification information; determining an expected time of
arrival of the client; transmitting the expected time of
arrival; determining a cargo allocated to the client; identi-
fying a cargo location; if the cargo is not accessible, deter-
mining an alternate zone and generating, via the processor,
a prompt to relocate the cargo to the alternate zone; and if
the cargo is relocated, updating the cargo location and
transmitting the cargo location. In another embodiment, the
program steps can further include: if the client satisfies a
proximity threshold, authenticating the client, the identifi-
cation information, or both; and if the client, the identifica-
tion information, or both are authenticated, granting entry
permission. In another embodiment, the program steps can
further include: determining at least one path to the cargo
location; receiving positional data points of the client as the
client moves; and comparing the positional data points to the
at least one path. In another embodiment, the program steps
can further include: if the positional data points do not
conform to the at least one path: generating a directional
prompt.

[0012] In one embodiment, the present disclosure can
include a method of managing cargo delivery, the method
comprising the steps of: detecting a client; receiving posi-
tional data; receiving identification information; determin-
ing a cargo to be delivered; identifying a delivery location;
if the delivery location is not accessible, determining an
alternate delivery zone and updating the delivery location;
determining an expected time of arrival of the client; trans-
mitting the expected time of arrival; if the client satisfies a
proximity threshold, capturing additional identification
information and comparing the identification information
with the additional identification information to validate the
identification information; and transmitting the delivery
location. In another embodiment, the method can further
include the step of: if the identification information is
validated, granting entry permission. In another embodi-
ment, the method can further include the step of: if the
identification information is not validated, generating, via
the processor, an alert. In another embodiment, the method
can further include the steps of: determining at least one path
to the delivery location; receiving positional data points of
the client as the client moves; and comparing the positional
data points to the at least one path. In another embodiment,
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the method can further include the steps of: if the positional
data points do not conform to the at least one path: gener-
ating a directional prompt. In another embodiment, at least
one wireless communication beacon can be used in gener-
ating the positional data points.

BRIEF DESCRIPTION OF THE DRAWINGS

[0013] The present disclosure will be readily understood
by the following detailed description, taken in conjunction
with the accompanying drawings that illustrate, by way of
example, the principles of the present disclosure. The draw-
ings illustrate the design and utility of one or more exem-
plary embodiments of the present disclosure, in which like
elements are referred to by like reference numbers or sym-
bols. The objects and elements in the drawings are not
necessarily drawn to scale, proportion, or precise positional
relationship. Instead, emphasis is focused on illustrating the
principles of the present disclosure.

[0014] FIG. 1 illustrates an exemplary facilities manage-
ment system schematic, in accordance with one or more
exemplary embodiments of the present disclosure;

[0015] FIG. 2 illustrates an exemplary block diagram of an
intermodal facility management system, in accordance with
one or more exemplary embodiments of the present disclo-
sure;

[0016] FIG. 3 illustrates a flowchart exemplifying facility
management system flow control logic, in accordance with
one or more exemplary embodiments of the present disclo-
sure;

[0017] FIG. 4 illustrates a flowchart exemplifying cargo
management system control logic, in accordance with one or
more exemplary embodiments of the present disclosure;
[0018] FIG. 5 illustrates a flowchart exemplifying cargo
delivery system control logic, in accordance with one or
more exemplary embodiments of the present disclosure;
[0019] FIG. 6 illustrates a flowchart exemplifying fleet
in-gating system control logic in accordance with one or
more exemplary embodiments of the present disclosure;
[0020] FIG. 7 illustrates an exemplary intermodal facility
infrastructure in accordance with one or more exemplary
embodiments of the present disclosure; and

[0021] FIG. 8 illustrates an exemplary access point in
accordance with one or more exemplary embodiments of the
present disclosure.

DETAILED DESCRIPTION

[0022] The preferred version of the disclosure presented in
the following written description and the various features
and advantageous details thereof, are explained more fully
with reference to the non-limiting examples included in the
accompanying drawings and as detailed in the description,
which follows. Descriptions of well-known components
have been omitted so to not unnecessarily obscure the
principal features described herein. The examples used in
the following description are intended to facilitate an under-
standing of the ways in which the disclosure can be imple-
mented and practiced. Accordingly, these examples should
not be construed as limiting the scope of the claims.

[0023] FIG. 1 illustrates a schematic view of a facilities
management system 100 in accordance with one or more
embodiments of the present disclosure. The system 100 can
include one or more servers 102 operably coupled to a
database (memory) 104. The server 102 can be operably
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coupled to one or more clients 108, 110, 112, 114, 116 via
a network connection 106. The clients can be a physical
device (e.g., mobile phone 108, on-board computer 110 or
vehicle 110, tablet 112, computer 114, 116, wearable device,
or other suitable device), program, or an application. In one
embodiment, the system 100 can be integrated with a
railroad system or railroad infrastructure to facilitate the
management of vehicles, personnel, cargo, and/other com-
ponents related thereto. It will be understood by those
having skill in the art that detections, captured data, loca-
tions, forecasts, measurements, determinations, alerts, noti-
fications, etc. encompassed by the system 100 can be
promulgated and/or accessible to, in one embodiment, a
railroad system at large via the network 106 or other
operable connection. In one embodiment, the server 102 can
include machine-readable instructions 120; in another
embodiment, the server 102 can access machine readable
instructions 120. In another embodiment, the machine-
readable instructions can include instructions related to a
detection module 122, a positioning module 124, a data
capture module 126, an authorization module 128, a cargo
management module 130, a fleet management module 132,
a tracing module 134, and/or a forecasting module 136.

[0024] The aforementioned system components (e.g.,
server(s) 102, memory 104, client(s) 110, 112, 114, 116, etc.)
can be communicably coupled to each other via the network
106, such that data can be transmitted. The network 106 can
be the Internet, intranet, or other suitable network. The data
transmission can be encrypted, unencrypted, over a VPN
tunnel, or other suitable communication means. The network
106 can be a WAN, LAN, PAN, or other suitable network
type. The network communication between the clients,
server 102, or any other system component can be encrypted
using PGP, Blowfish, Twofish, AES, 3DES, HTTPS, or other
suitable encryption. The system 100 can be configured to
provide communication via the various systems, compo-
nents, and modules disclosed herein via an application
programming interface (API), PCI, PCI-Express, ANSI-
X12, Ethernet, Wi-Fi, Bluetooth, or other suitable commu-
nication protocol or medium. Additionally, third party sys-
tems and databases can be operably coupled to the system
components via the network 106.

[0025] The data transmitted to and from the components
of system 100 (e.g., the server 102, clients, etc.), can include
any format, including JavaScript Object Notation (JSON),
TCP/IP, XML, HTML, ASCII, SMS, CSV, representational
state transfer (REST), or other suitable format. The data
transmission can include a message, flag, header, header
properties, metadata, and/or a body, or be encapsulated and
packetized by any suitable format having same.

[0026] One or more server(s) 102 can be implemented in
hardware, software, or a suitable combination of hardware
and software therefor, and may comprise one or more
software systems operating on one or more servers, having
one or more processors 118, with access to memory 104.
Server(s) 102 can include electronic storage, one or more
processors, and/or other components. Server(s) 102 can
include communication lines, connections, and/or ports to
enable the exchange of information via a network 106 and/or
other computing platforms. Server(s) 102 can also include a
plurality of hardware, software, and/or firmware compo-
nents operating together to provide the functionality attrib-
uted herein to server(s) 102. For example, server(s) 102 can
be implemented by a cloud of computing platforms operat-
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ing together as server(s) 102, including Software-as-a-Ser-
vice (SaaS) and Platform-as-a-Service (PaaS) functionality.
Additionally, the server(s) 102 can include memory 104
internally.

[0027] Memory 104 can comprise electronic storage that
can include non-transitory storage media that electronically
stores information. The electronic storage media of elec-
tronic storage can include one or both of system storage that
can be provided integrally (e.g., substantially non-remov-
able) with server(s) 102 and/or removable storage that can
be removably connectable to server(s) 102 via, for example,
a port (e.g., a USB port, a firewire port, etc.) or a drive (e.g.,
a disk drive, etc.). Electronic storage may include one or
more of optically readable storage media (e.g., optical disks,
etc.), magnetically readable storage media (e.g., magnetic
tape, magnetic hard drive, floppy drive, etc.), electrical
charge-based storage media (e.g., EEPROM, RAM, etc.),
solid-state storage media (e.g., flash drive, etc.), and/or other
electronically readable storage media. Electronic storage
may include one or more virtual storage resources (e.g.,
cloud storage, a virtual private network, and/or other virtual
storage resources). The electronic storage can include a
database, or public or private distributed ledger (e.g., block-
chain). Electronic storage can store machine-readable
instructions 120, software algorithms, control logic, data
generated by processor(s), data received from server(s), data
received from computing platform(s), and/or other data that
can enable server(s) to function as described herein. The
electronic storage can also include third-party databases
accessible via the network 106.

[0028] Processor(s) 118 can be configured to provide data
processing capabilities in server(s) 102. As such, processor
(s) 118 can include one or more of a digital processor, an
analog processor, a digital circuit designed to process infor-
mation, an analog circuit designed to process information, a
state machine, and/or other mechanisms for electronically
processing information, such as FPGAs or ASICs. The
processor(s) 118 can be a single entity or include a plurality
of processing units. These processing units can be physically
located within the same device, or processor(s) 118 can
represent processing functionality of a plurality of devices or
software functionality operating alone, or in concert.
[0029] The processor(s) 118 can be configured to execute
machine-readable instructions 106 or machine learning
modules via software, hardware, firmware, some combina-
tion of software, hardware, and/or firmware, and/or other
mechanisms for configuring processing capabilities on pro-
cessor(s) 118. As used herein, the term “machine-readable
instructions” can refer to any component or set of compo-
nents that perform the functionality attributed to the
machine-readable instructions component 120. This can
include one or more physical processors 118 during execu-
tion of processor-readable instructions, the processor-read-
able instructions, circuitry, hardware, storage media, or any
other components.

[0030] The server(s) 102 can be configured with machine-
readable instructions 120 having one or more functional
modules. The machine-readable instructions 120 can be
implemented on one or more servers 102, having one or
more processors 118, with access to memory 104. The
machine-readable instructions 120 can be a single net-
worked node, or a machine cluster, which can include a
distributed architecture of a plurality of networked nodes.
The machine-readable instructions 120 can include control
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logic for implementing various functionality, as described in
more detail below. The machine-readable instructions 120
can include certain functionality associated with the system
100. Additionally, the machine-readable instructions 120
can include a smart contract or multi-signature contract that
can process, read, and write data to a database, distributed
ledger, or blockchain.

[0031] FIG. 2 illustrates a schematic view of an inter-
modal facility management system 200, in accordance with
one or more exemplary embodiments of the present disclo-
sure. Management system 200 can include a data collection
system 202, a supervisor system 204, and a facility analytics
system 206. In one exemplary embodiment, the data collec-
tion system 202 can include a detection module 122, a
positioning module 124, a data capture module 126, and an
authorization module 128. The detection module 122, posi-
tioning module 124, data capture module 126, and authori-
zation module 128 can implement one or more algorithms to
facilitate data collection related to intermodal facility man-
agement, including recognition, location-retrieving, detec-
tion, and wireless communication beacon (wireless beacon)
(beacon) recognition algorithms. In one embodiment, the
data collection system 202 can be configured to initiate upon
detection of a client and subsequently capture a myriad of
data related to the client and facility it is destined for.

[0032] In one embodiment, the detection module 122 can
detect a client (e.g., a vehicle, an on-board computer, a
mobile phone, etc.), such as a client that is in motion. For
example, the data collection system 202 can be in operable
communication with cameras, wireless beacons, mobile
phones, LIDAR, radar, or any other device or mechanism
suitable to detect movement and/or position. In one embodi-
ment, the detection module 122 can be configured to detect
proximity, such as proximity of a client to, e.g., a wireless
beacon. In one embodiment, the data collection system 202
can be configured to receive data from a client when the
client comes within a proximity threshold of a wireless
beacon (e.g., a Bluetooth Low Energy (BLE) beacon). For
example, the data collection system 202 can be configured
to receive data from a client when a wireless beacon is
recognized. In another embodiment, the detection module
122 can be configured to receive data from these compo-
nents and determine if a client is present in a particular area.

[0033] In another embodiment, the positioning module
124 can be configured to receive and/or obtain and/or
determine positional data (e.g., data related to a physical
location of a client). For example, the data collection system
202 can be in operable connection with one or more clients
that can collect, store, and/or make available data related to
position. In one embodiment, the positioning module 124
can be configured to receive positional data from a client; in
another embodiment, the positioning module 124 can be
configured to receive data from a client related to a particular
wireless beacon. In another embodiment, the data collection
system 202 can have access to a plurality of data related to
wireless beacons, and can further receive from a client a
transmission identifying a wireless beacon that it has come
into proximity of. In another embodiment, the positioning
module 124 can utilize GPS to determine a location of a
client. In one example, detection by the detection module
122 can initiate the positioning module 124, such that the
positioning module 124 can receive and/or determining
positional data corresponding to a window of time in which
the client is detected. In another embodiment, the data
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collection system 202 can periodically receive (wired or
wirelessly) positional data from one or more clients and/or
other components in a network it is in communication with.
In another embodiment, the positioning module 124 can
asynchronously cause to be transmitted (wired or wirelessly)
positional data to one or more clients or other system 200
components based upon one or more thresholds (e.g., prox-
imity thresholds) stored on in the system 200.

[0034] In another embodiment, the positioning module
124 can be configured to receive, obtain, generate, transmit,
and/or store a location of the detected vehicle, client, or
facility. For example, the management system 202 can be
operably coupled with a global positioning system that can
track a location of a client, such that when the detection
module 122 detects the client, the positioning module 124
can receive a location of the client from the global position-
ing system. In another embodiment, the management system
202 can be operably coupled with sensors and other com-
ponents that maintain a static location that can be transmit-
ted amongst the system 200. For example, the detection
module 122 can detect a vehicle via a coupled sensor, and
upon detection, the positioning module 124 can receive a
location from the coupled sensor. In another embodiment,
the positioning module 124 can retrieve a plurality of stored
locations corresponding to a plurality vehicles, cargo, sen-
sors, beacons, clients, or other components that the posi-
tioning module 124 can associate with detections from the
detection module 122. In another embodiment, the position-
ing module 124 can transmit a location, such as a location
of a detected client and/or the proximity to a facility.

[0035] In another embodiment, the data capture module
126 can be configured to capture client-specific and/or
vehicle-specific data. In one embodiment, the data capture
module 126 can be in operable communication with a client
and be configured to receive data, such as identification
information, such as can be related to client identification,
vehicle identification, driver identification, cargo identifica-
tion, vendor identification, cargo destination, route taken by
client, travel metrics of the client, speed of the client, travel
history of the client, etc. In another embodiment, the data
capture module 126 can be configured to communicate with
the client or one or more components suitable to capture data
related to a vehicle, such as camera, radar, etc. For example,
the data capture module 126 can be coupled with a camera
that can detect a serial number or a QR code of a vehicle or
cargo or other identifying information. In another embodi-
ment, the data capture module 126 can receive data from a
sensor, such as an RFID sensor that can read data from an
RFID chip, such as an RFID chip that can be associated with
a vehicle or a cargo or other client. In another embodiment,
the data capture module 126 can receive a transmission from
a client indicating that a client has come into proximity of a
wireless beacon. In one example, a transmission can include
data related to a client; in another example, reception by the
data capture module 126 of the transmission can cause the
data capture module 126 to receive data from memory 104.
In another example, the data capture module 126 can receive
data from any sensor or sensors that can indicate information
and/or data related to a client; in another embodiment, the
data capture module 126 can be configured to receive data
from a client related to the client. In another embodiment,
the data capture module 126 can be configured to determine
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how long a client is within a particular area. For example,
the data capture module 126 can time how long a client is
within a proximity threshold.

[0036] In another embodiment, the authorization module
128 can be configured to receive data (such as identification
information that can be received by the data capture module
126) and compare the received data with data already stored
and available to the authorization module 128. In one
embodiment, the authorization module 128 can receive data
from a client regarding, e.g., client identification, vehicle
identification, and cargo identification, and compare the
received data with a record containing data related to, e.g.,
which client should be in which vehicle carrying which
cargo. In one embodiment, the authorization module 128 can
cross check received data with record data to ensure that a
client should properly be granted access to a facility. For
example, the authorization module 128 can check creden-
tials of a client against a record to determine whether the
client should be granted permission to enter. In another
embodiment, the authorization module 128 can check per-
sonnel identification against a record to ensure that the
proper personnel is in control of a given client or cargo. In
another embodiment, the authorization module 128 can be
configured to receive visual data, such as from a camera, and
utilize optical character recognition, facial recognition, or
any other suitable technology to ensure that a vehicle,
person, and/or cargo is authorized to enter or have properly
arrived at a given facility. In another embodiment, the
authorization module 128 can be configured to perform any
steps, analyses, or functions to determine when a client,
associated driver, and/or associated cargo should be granted
access to a facility.

[0037] In another embodiment, the authentication module
128 can authenticate a user on a client, such as a mobile
phone 108, laptop 116, tablet 112, on-board device 110,
vehicle 110, desktop 114, wearable device, or other suitable
device. In one exemplary embodiment, the authentication
module 128 can authenticate a user or session using a
username, password, authentication token, biometric, or
other suitable attribute received from the client. In another
exemplary embodiment, the authentication module 128 can
generate an authentication token for a particular user, ses-
sion, or request. In one exemplary embodiment, the authen-
tication module 128 can generate an authentication token
using user data stored in the client. For example, a user can
access a client and/or the facility management system by
providing valid credentials via a login page or screen,
including a username and password, biometrics, multi-factor
authentication, or other suitable credential, such credentials,
along with a user’s information such as name, username,
employee number, etc., can be stored in the client or server.
In another exemplary embodiment, the authentication mod-
ule 128 can process at least a portion of the credentials
and/or user information to generate an authentication token.
For example, the authentication token can be generated as a
JSON Web Token (JWT), via dongles or key fobs that can
periodically generate a new authentication token in accor-
dance with a known algorithm, using an authenticator app on
the client or sent on demand via SMS, by hashing at least a
portion of the login credentials, or other suitable methodol-
ogy. In another exemplary embodiment, the authentication
token can allow for single sign-on authentication to the
server and/or memory from the client.
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[0038] In another embodiment, the management system
200 can include a supervisor system 204. The supervisor
system 204 can include a cargo management module 130
and a fleet management module 132. In one embodiment,
the cargo management module 130 can be configured to
account for cargo that is or will be within a facility and
determine where the cargo is and/or where it should. In one
embodiment, the supervisor system 204 can be in operable
communication with the data collection 202, such that the
cargo management module 130 can receive data from the
data collection system 202. In another embodiment, the
cargo management module 130 can utilize data received
from the data collection system 202 to determine which
cargo is to be allocated to a particular client, determine
where the cargo is located, determine if the cargo is acces-
sible at its current location, determine where to move the
cargo to make it accessible, and/or generate prompts and/or
notifications regarding the cargo’s location and/or move-
ment. In another embodiment, the cargo management mod-
ule 130 can be configured to recognize a cargo associated
with a particular client, determine where the cargo is to be
ultimately delivered to, determine if the delivery location is
available, determine where to place the cargo if the delivery
location is unavailable, and/or generate prompts and/or
notifications regarding the delivery location and/or move-
ment of the delivery location.

[0039] In another embodiment, the supervisor system 204
can include a fleet management module 132. In one embodi-
ment, the fleet management module 132 can be in operable
communication with the data collection system 202 and/or
one or more clients. In another embodiment, the fleet
management module 132 can be to configured generate
prompts and/or notifications regarding a position of a client
of a fleet. In another embodiment, the fleet management
module 132 can be configured to interface with a client to
facilitate information exchange between a client and the
management system 200. In another embodiment, the fleet
management module 132 can be configured inform a client
of a potential delay, roadblock, or other hazard related to the
client and/or delivery. In another embodiment, the fleet
management module 132 can be configured to determine
one or more paths to a given location, such as a delivery
location; in another embodiment, the fleet management
module 132 can be configured to transmit the paths to a
client. For example, the fleet management module 132 can
have access to, e.g., a map of one or more intermodal
facilities, such that the fleet management module 132 can
determine driving lanes in which a vehicle can travel, pickup
locations, delivery locations, access points, exit points, etc.

[0040] In another embodiment, the intermodal facility
management system 200 can include a facility analytics
system 206. In one embodiment, the facility analytics sys-
tem 206 can include a tracing module 134 and a forecasting
module 136. In one embodiment, the tracing module 134 can
be configured to track a client in motion. For example, the
tracing module 134 can be configured to receive data from
a client in response to the client coming within proximity of
a wireless beacon, receive further data when the client
travels to be within proximity of a second wireless beacon,
and then utilize known geographical, facility, or infrastruc-
ture data to determine an actual path that the client took
and/or is taking to get from the first wireless beacon to the
second wireless beacon. In another example, the tracing
module 134 can have access to data indicating that wireless
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beacons are, for example, along a road, and further deter-
mine that a client utilized the road to travel from a first to a
second beacon, as opposed to taking a straight line directly
from the first to the second beacon. In another embodiment,
the tracing module 134 can utilize GPS data to track or trace
a path taken by a client. In another embodiment, the tracing
module 134 can utilize any suitable data or infrastructure to
determine an actual path being taken by a client.

[0041] In another embodiment, the tracing module 134
can compare a traced path to a path determined by, e.g., the
fleet management module 132. For example, the fleet man-
agement module 132 can predetermine a path and transmit
the path to a client. As the client travels to the destination,
the tracing module 134 can trace the path the client is taking.
In one embodiment, if the traced path conforms with the
predetermined path, the tracing module 134 can continue
tracing. In another embodiment, if the traced path does not
conform with the predetermined path, the tracing module
134 can generate a directional prompt and/or notification
indicating to the client a direction the client should go to
realign with the predetermined path. In another embodiment,
the tracing module 134 can indicate to the fleet management
module 132 that such a prompt should be made. In another
embodiment, the tracing module 134 can receive and store
measurements related to client travel, such as speed, time,
stationary time, etc. In another embodiment, the tracing
module 134 can receive predetermined paths from the fleet
management module 132, further receive data related to
client travel on such predetermined paths, and then deter-
mine that one path should be taken instead of a different
path, such as because of increase traffic of one path. For
example, the tracing module 134 can determine that numer-
ous clients are currently traveling on a particular path, and
decide that a subsequent client should take a different path.
In another embodiment, the tracing module 134 can receive
data reflecting that there is an obstruction on a path, and
determine to prompt a client to take a different path. In
another embodiment, the tracing module 134 can receive
data indicating that clients that have taken a particular path
have taken longer to arrive at a given destination that was
predicted (e.g., by the forecasting module 136), and there-
fore prompt a next client to take a different path.

[0042] In another embodiment, the management system
can include a forecasting module 136. In one embodiment,
the forecasting module can be configured to receive data
from the data collection system 202 and/or the supervisor
system 204. In one embodiment, the forecasting module 136
can be configured to utilize received data to predict a time
of arrival of a client to a given facility. For example, and in
one embodiment, the forecasting module 136 can receive a
client location and estimate how long it will be until the
client will arrive at a facility. In another embodiment, the
forecasting module 136 can receive data related to how long
one or more clients spends at, e.g., an access point (such as
a gated access point) to a facility, and utilize the data in
determining an estimated time of arrival to a given location,
such as a delivery location or a pickup location. For
example, the forecasting module 136 can receive data from
a plurality of clients that travel through an access point and
determine an average access point delay. In another
example, the forecasting module 136 can utilize the calcu-
lated average access point delay and a received location of
the client to then determine an estimated time of arrival.
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[0043] FIG. 3 illustrates a flow chart diagram 300 exem-
plifying control logic embodying features of a method of
managing an intermodal facility in accordance with an
exemplary embodiment of the present disclosure. The facil-
ity management system control logic 300 can be imple-
mented as an algorithm on a server (e.g., server 102), a
machine learning module, or other suitable system. Addi-
tionally, the facility management control logic 300 can
implement or incorporate one or more features of the
intermodal facility management system 200, including the
data collection system 202 (with corresponding modules
122, 124, 126, and 128), supervisor system 204 (with
corresponding modules 130 and 132), and facility analytics
system 206 (with corresponding modules 134 and 136). The
facility management control logic 300 can be achieved with
software, hardware, an application programming interface
(API), a network connection, a network transfer protocol,
HTML, DHTML, JavaScript, Dojo, Ruby, Rails, other suit-
able applications, or a suitable combination thereof.

[0044] The facility management control logic 300 can
leverage the ability of a computer platform to spawn mul-
tiple processes and threads by processing data simultane-
ously. The speed and efficiency of the facility management
control logic 300 is greatly improved by instantiating more
than one process to facilitate efficiency maximization and
traffic control in relation to cargo delivery and allocation in
a given facility. However, one skilled in the art of program-
ming will appreciate that use of a single processing thread
may also be utilized and is within the scope of the present
disclosure.

[0045] The facility management control logic 300 process
flow of the present embodiment begins at step 302, wherein
the control logic detects a client. For example, a client can
be a mobile device associated with a particular driver
operating a particular vehicle and allocated a particular
cargo, and when the client comes within a certain radius of
a wireless beacon, the control logic 300 can detect the client.
In one embodiment, the client can transmit an indication to
the control logic 300 that it is near a particular beacon; in
another embodiment, wireless beacon can transmit an indi-
cation to the control logic 300 that a particular client is
nearby. In another embodiment, the control logic 300 and a
client can communicate via a network, and the control logic
300 can detect the client without use of a beacon. In another
embodiment, the control logic 300 can be in operable
communication with any sensors or other components suit-
able to detect a client, including motion sensors, cameras,
RFID readers, radars, LIDAR, etc. The control logic then
proceeds to step 304.

[0046] At step 304, the control logic 300 can generate a
record. In one embodiment, a record can be configured to
include identification information (such as identification
information received at step 308) related to the detected
client, including, but not limited to, client identification,
vehicle identification, driver identification, cargo identifica-
tion, vendor identification, cargo destination, route taken by
client, travel metrics of the client, speed of the client, travel
history of the client, date of detection, time of detection, etc.
In another embodiment, a record can indicate an instance in
which a client was detected by the control logic 300. In
another embodiment, the identification information can take
the form of a work order, such as a word order transmitted
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from a client to the control logic 300, or from another system
to the control logic 300. The control logic 300 then proceeds
to step 306.

[0047] At step 306, the control logic 300 can receive
positional data, such as positional data related to one or more
clients. In one embodiment, the control logic 300 can
receive positional data from a client that it is in operable
communication with via a network. Preferably, the client can
transmit positional data to the control logic 300 when the
client comes within a proximity of a wireless beacon. In
another embodiment, a client can transmit positional data to
the control logic 300 without involvement of a beacon. In
another embodiment, the control logic 300 can triangulate a
position of a client using one or more wireless beacons. In
another embodiment, the control logic 300 can triangulate a
position of a client using GPS. In another embodiment, the
control logic 300 can utilize wireless communication to
receive positional data of a client. In another embodiment,
the positional data can be data relating to a geographical
location of a client. The control logic 300 then proceeds to
step 308.

[0048] At step 308, the control logic 300 can receive
identification information. In one embodiment, the control
logic 300 can store the information received at step 308 in
the record generated at step 304. Preferably, the identifica-
tion information can relate to the client, personnel, vehicle,
cargo being carried, and/or cargo to be picked up. In another
embodiment, the identification information can be any infor-
mation suitable to identify a client, cargo, vehicle, load,
vendor, or any other object or entity, such as a pin, IP
address, MAC address, name, passcode, or any other infor-
mation. The control logic 300 then proceeds to step 310.
[0049] At step 310, the control logic 300 can receive
motion data. In one embodiment, the motion data can be
related to motion of the client. In another embodiment, the
motion data can include, but is not limited to, speed,
direction, momentum, force, time, and/or any other data
suitable to describe motion of a client and/or a vehicle
related to the client. The control logic 300 then proceeds to
step 312.

[0050] At step 312, the control logic 300 can determine a
location of a client. In one embodiment, the control logic
300 can receive a location from a client. In another embodi-
ment, the control logic 300 can utilize GPS or other method
to determine a location of a client. In another embodiment,
the control logic 300 can receive an indication from a client
that the client is within a proximity of a wireless beacon and
utilize this data to determine a location of a client. In another
embodiment, the control logic 300 can utilize an indication
from one or more clients that it is or has come within
proximity of one or more wireless beacons to determine a
location of a client. The control logic 300 then proceeds to
step 314 or step 316.

[0051] At step 314, the control logic 300 can calculate an
expected time until approach. In one embodiment, an
expected time until approach can include a time until a client
comes within a certain range from, e.g., an access point,
such as an access point to an intermodal facility. In another
embodiment, the expected time until approach can include
how long the control logic 300 expects it will take the client
to arrive at an access point. In another embodiment, the
expected time until approach can include how long the
control logic 300 expects it will take until the client arrives
at a line of clients extending from an access point, such as
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if the client must wait behind a number of other clients
before reaching the access point. In another embodiment, the
control logic 300 can utilize the data collected at any of the
previous steps to calculate an expected time until approach.
In one embodiment, the control logic 300 can utilize the
positional data to determine how far from an access point the
client is. In another embodiment, the control logic 300 can
utilized the motion data received at step 310 to determine a
rate at which the client is moving. In another embodiment,
the control logic 300 can utilize the data collected at steps
312 and 310 to perform a calculation to arrive at a time. This
time, in one embodiment, can be an expected time until
approach. The control logic 300 then proceeds to step 328.

[0052] At step 316, the control logic 300 can receive data
related to an access point, such as an access point of an
intermodal facility. In one embodiment, the control logic
300 can receive data related to the number of gates, lanes, or
other division available and open. For example, an access
point can refer to a particular gate available at an entrance
to a facility. In another example, an access point can refer to
the entrance itself, comprising multiple gates, lanes, or other
divisions. For example, an access point can include multiple
gates through which a client can access a facility. The
control logic 300 can receive data that can indicate how
many of these gates are operational. In another embodiment,
the control logic 300 can receive data related to how
congested a particular access point is. For example, the
control logic 300 can receive data indicating that multiple
other clients are within a certain proximity of the access
point, and therefore determine that an access point is con-
gested or could cause a delay. In another embodiment, the
control logic 300 can receive data related to an identification
of'an access point, such as an access point name, number, or
other identifier. The control logic 300 then proceeds to step
318.

[0053] At step 318, the control logic 300 can calculate an
average delay. In one embodiment, the average delay can be
an average access point delay, e.g. an amount of time that a
client spends motionless at an access point on average. In
one embodiment, the control logic 300 can utilize data
received at step 316 or other received data to determine on
average how long a client is motionless at an access point.
For example, the control logic 300 can be receiving data
from numerous clients that can be passing through a given
access point, and from this data, the control logic 300 can
determine an average delay. In another embodiment, the
control logic 300 can determine how long on average a client
waits at a gate to be authorized. For example, an access point
can have multiple wireless beacons positioned before and
after every gate within the access point. In one embodiment,
if a client is, for example, between a wireless beacon at the
beginning of a gate and at an end of a gate, the control logic
300 can determine how long the client is between those two
wireless beacons. In another embodiment, any number of
wireless beacons can be used. And another embodiment, the
control logic 300 can calculate an average delay without the
use of wireless beacons. For example, the control logic 300
can utilize RFID, GPS, radar, motion sensors, cameras, or
any other mechanism suitable to detect when and how long
a client is within a certain area. The control logic then
proceeds to step 320.

[0054] At step 320, the control logic 300 can determine
whether one or more additional clients are within a
geofence. In one embodiment, a geofence can be an area
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surrounding an access point such that when a client comes
within that area, the control logic 300 can be configured to
recognize that a client has come within that area. In one
embodiment, a geofence can be established by GPS or other
positional technology. In another embodiment, a geofence
can be established using a wireless beacon. For example, a
wireless beacon can be configured to broadcast up to a
particular radius, and when a client comes within that radius,
the client can indicate to the control logic 300 that it has
come within proximity of the wireless beacon. In another
embodiment, if the client leaves a radius of a wireless
beacon, the control logic 300 can determine that the client is
no longer within the geofence. In one embodiment, the
control logic 300 can determine whether one or more clients
are within the geofence as one or more other clients are
approaching the geofence. If there are one or more addi-
tional clients within the geofence, the control logic 300 then
proceeds to step 322. If there are not one or more additional
clients within the geofence, the control logic 300 then
proceeds to step 328.

[0055] At step 322, the control logic 300 can determine a
number of clients within a given geofence. The control logic
then proceeds to step 324.

[0056] At step 324, the control logic 300 can determine a
number of operable access points. For example, the control
logic 300 can utilized data received at step 316 to determine
if a given access point is available. In one embodiment, the
control logic 300 can determine if multiple lanes, gates, or
other divisions or open in a particular access point. At
another embodiment, the control logic 300 can determine
whether multiple different access points around a given
facility or operational. In one embodiment, the control logic
300 can prompt a client to redirect to a particular operable
access point if another access point is not operational or
congested. The control logic 300 then proceeds to step 326.

[0057] At step 326, the control logic 300 can calculate an
expected delay time. In one embodiment, the control logic
300 can utilized the data received at any of the previous
steps to calculate the expected delay time. For example, the
control logic 300 can utilize the data received at step 316,
step 318, step 322, and step 324 to determine how long the
control logic 300 expects an incoming client to be delayed
at a given access point. For example, the control logic can
perform a calculation with the average delay and the number
of clients within a geofence to arrive at an expected delay for
an approaching client. For example, the control logic 300
can determine that a client is delayed at an access point on
average by sixteen seconds. The control logic 300 can then
determine that there are five other clients within the
geofence. The control logic 300 can then perform a calcu-
lation to determine that an expected delay time can be eighty
seconds. In another embodiment, the control logic 300 can
utilize any number of error adjustments or other normalizers
to arrive at a more accurate result. In another embodiment,
the control logic 300 can further consider a number of
operable access points in determining an expected delay
time. For example, the control logic 300 can divide the result
of the operation of the average delay multiplied by the
number of clients within the geofence by the number of
operable access points. In this manner, the control logic 300
can adjust an expected delay time in accordance with the
data received at any of steps 302 through 324. The control
logic 300 then proceeds to step 328.
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[0058] At step 328, the control logic 300 can determine an
expected time of arrival. In one embodiment, the expected
time of arrival can refer to the time at which the control logic
300 expects a client to arrive at a delivery or pickup location.
In one embodiment, the control logic 300 can utilize data
received or determined at any or all of steps 302 through 326
to determine the expected time of arrival. In one embodi-
ment, the expected time of arrival can include an expected
time until approach and an expected delay time. For
example, the control logic 300 can add an expected time of
approach to an expected delay time to arrive at an expected
time of arrival. In another embodiment, the expected time of
arrival can include an average delay and an expected time
until approach. In another embodiment, an expected time of
arrival can further include a time that the control logic 300
expects the client to take to travel from an access point to a
delivery or a pickup location, such as after a client has
successfully entered a facility. In another embodiment, an
expected time of arrival can further include other factors,
such as whether the client must first drop off carried cargo,
receive service, or otherwise be delay before navigating to
the destination location. The control logic 300 then proceeds
to step 330.

[0059] At step 330, the control logic 300 can transmit the
expected time of arrival. In one embodiment, the control
logic 300 can transmit the expected time of arrival to one or
more clients. Preferably, the control logic 300 can transmit
the expected time of arrival to a first client associated with
a delivery vehicle, and to a second client associated with a
crane. In this manner, and as an example, the control logic
300 can inform both clients and the personnel related thereto
of an expected timeline. In another embodiment, the control
logic 300 can transmit the expected time of arrival to an
access point or personnel associated with an access point. In
another embodiment, the control logic 300 can transmit the
expected time of arrival to any client or other component in
operable communication with the network and/or the control
logic 300. In another embodiment, the control logic 300 can
continue to perform this step and any of the previous steps
to continuously update and transmit an expected time of
arrival in real time to any components in the network or
system. The control logic 300 then proceeds to step 332.

[0060] At step 332, the control logic 300 can determine
whether a proximity threshold has been satisfied. In one
embodiment, the proximity threshold can be the same as the
geofence discussed with respect to step 320. In another
embodiment, the proximity threshold can be similar to the
geofence discussed with respect to step 320. In another
embodiment, the proximity threshold can be separate from
the geofence discussed with respect to step 320. In another
embodiment, the proximity threshold can refer to a distance
from a certain point within which a client must be to satisfy
the threshold. In another embodiment, the proximity thresh-
old can refer to a radius around a central location. In another
embodiment, a proximity threshold can refer to any suitable
measure of proximity. Preferably, the proximity threshold
can refer to an area having at least one outer boundary, and
if a client exits the boundary, the proximity threshold can be
no longer satisfied. For example, an access point can have at
least one wireless beacon associated with it, and if a client
comes within a particular radius from the wireless beacon,
the client can satisfy the proximity threshold. In another
embodiment, if the client exits the radius, the client can be
considered to no longer satisfy the proximity threshold. In
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another embodiment, two wireless beacons can be used,
such as at an entry and exit of a gate at an access point. In
one embodiment, the client can be considered to satisty the
proximity threshold for as long as the client is between an
area defined by the two wireless beacons. In another
embodiment, if the client exits the area defined by the two
wireless beacons, the client can be considered to no longer
satisty the proximity threshold. If the proximity threshold is
satisfied, the control logic 300 then proceeds to step 334 or
336. If the proximity threshold is not satisfied, the control
logic 300 then returns to step 328.

[0061] At step 334, the control logic 300 can perform a
timer function. In one embodiment, a timer functionality can
be initiated when the proximity threshold is first satisfied
and continue until the proximity threshold is no longer
satisfied. In this manner, the control logic 300 can determine
a duration that the client satisfies the proximity threshold. In
another embodiment, the control logic 300 can receive a
time at which the client begins to satisfy the proximity
threshold, an receive a time when the client ceases to satisfy
the proximity threshold. The control logic 300 then proceeds
to step 340.

[0062] At step 340, the control logic 300 can determine
whether the proximity threshold is still satisfied. In this
manner, and as an example, the control logic 300 can utilize
the timer function to determine how long a client satisfies the
proximity threshold. If the client satisfies the proximity
threshold, the control logic 300 then proceeds back to step
334. If the client does not satisfy the proximity threshold, the
control logic 300 then proceeds to step 342.

[0063] At step 342, the control logic 300 can determine a
time value corresponding to a duration that the client satis-
fied the proximity threshold. The control logic 300 then
proceeds to step 344.

[0064] At step 344, the control logic 300 can adjust the
average delay calculated at step 318 with the time value
generated at step 342. In this manner, and in one example,
the control logic 300 can update the average delay for each
client that passes through an access point. In this manner,
and as an example, the control logic 300 can continuously
generate updated an updated average delay or other updated
metrics (such as an expected time of arrival) as multiple
clients approach, access, and exit a facility. The control logic
300 can then terminate or await a new detection and can
repeat the aforementioned steps.

[0065] At step 336, the control logic 300 can authenticate.
In one embodiment, the control logic 300 can authenticate a
client, such as to ensure that a token, passkey, pin, or any
other security operator is recognized by the control logic
300. In another embodiment, the control logic 300 can
authenticate an identity of an operator associated with the
client. In another embodiment, the control logic 300 can
authenticate a cargo associated with the client, such as a
cargo being carried on a vehicle. In another embodiment, the
control logic 300 can authenticate any identification infor-
mation, such as identification information received at step
308. If authenticated, the control logic 300 then proceeds to
step 346. If not authenticated, the control logic then pro-
ceeds to step 338.

[0066] At step 338, the control logic 300 can determine to
not grant permission to a client. In one embodiment, if the
client, driver, vendor, cargo, or other identification informa-
tion is not authenticated at step 336, the control logic 300
can determine that permission should not be granted. In one
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embodiment, this permission can relate to accessing a facil-
ity, such that the control logic 300 can determine that a client
should not have access to a facility. The control logic 300
can then terminate or await a new detection and can repeat
the aforementioned steps.

[0067] At step 346, the control logic 300 can grant per-
mission. In one embodiment, the control logic 300 can grant
permission to a client to enter a facility. For example, the
control logic 300 can determine that the client is properly
arriving at a facility and, in one embodiment, raise a gate or
otherwise de-obstruct a path to allow a vehicle and associ-
ated client to enter the facility. The control logic 300 then
proceeds to step 348.

[0068] At step 348, the control logic 300 can generate a
notification. In one embodiment, the control logic 300 can
generate a notification to one or more clients indicating that
a client was granted permission to enter the facility. In
another embodiment, the control logic 300 can generate any
other type of notification suitable to relay information to one
or more clients. The control logic 300 then proceeds to step
350.

[0069] At step 350, the control logic 300 can transmit a
location. In one embodiment, the control logic 300 can
transmit, for example, a delivery location; in another
embodiment, the control logic 300 can transmit a pickup
location. In another embodiment, the control logic 300 can
transmit a location to one or more clients in operable
communication with the control logic 300. Preferably, the
control logic 300 can be configured to transmit a destination
location to a client that has been granted access to a facility,
such as to indicate to the client where to go within a facility.
In another embodiment, the control logic 300 can transmit
any other desired location to one or more clients. The control
logic 300 then proceeds to step 352.

[0070] At step 352, the control logic can determine one or
more paths to the location transmitted at step 350. In one
embodiment, the one or more paths can be the shortest
distance to the location. In another embodiment, the one or
more paths can be the quickest route to the location. In
another embodiment, the control logic 300 can utilize data
regarding a specific facility, such as the internal layout of the
facility, to determine paths to a given location. In another
embodiment, the control logic 300 can determine multiple
paths. In another embodiment, the control logic 300 can
consider intra-facility congestion, constructions delays,
blockage, or any other type of scenario in determining a path
or paths. In another embodiment, the control logic 300 can
utilize data (such as positional data or motion data) received
from one or more additional clients in determining one or
more paths, such as to determine a level of congestion in a
particular area. The control logic 300 then proceeds to step
354.

[0071] At step 354, the control logic 300 can receive
positional data points. In one embodiment, positional data
points can correspond to movement by a client. For
example, as a client travels within a facility, the control logic
300 can receive data points corresponding to the client’s
travel. In another embodiment, one or more wireless bea-
cons can be placed within a facility such that as a client
travels within a facility, the wireless beacons can indicate or
cause a client to indicate to the control logic 300 that a client
is near the wireless beacon. In another embodiment, posi-
tional data points can be any data suitable to indicate to the
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control logic 300 a position or a group of positions that a
client has moved to or within. The control logic 300 then
proceeds to step 356.

[0072] At step 356, the control logic can compare the
positional data points received at step 354 with the one or
more paths determined at step 352. For example, the control
logic 300 can map the positional data points against the
known infrastructure of a given facility such that the control
logic 300 can trace the actual path taken by a client. The
control logic 300 then proceeds to step 358.

[0073] At step 358, the control logic 300 can determine
whether the positional data points received at step 354
indicating an actual path taken by the client conform to the
paths determined at step 352. In one embodiment, the
control logic 300 can determine if the client is traveling
along one of the paths determined at step 352. If the data
points received at step 354 conform to at least one of the
paths determined at step 352, the control logic then proceeds
to step 362. If the positional data points received at step 354
do not conform with at least one of the paths determined at
step 352, the control logic then proceeds to step 360.
[0074] At step 360, the control logic 300 can generate
directional prompts. In one embodiment, the control logic
300 can indicate to one or more clients (preferably a client
traveling to a destination location) that the client should
change directions to conform to a determined path. In
another embodiment, the control logic 300 can, for example,
generate a prompt that can instruct a client to take a turn,
continue straight, reverse, or perform some other naviga-
tional action. The control logic 300 then proceeds to step
362.

[0075] At step 362, the control logic 300 can generate a
notification. In one embodiment, the notification can indi-
cate to one or more clients that a client is arriving at a
destination location or is otherwise en route to a destination
location. In another embodiment, the notification generated
at step 362 can include the expected time of arrival at the
destination location. The control logic 300 then proceeds to
step 364.

[0076] At step 364, the control logic 300 can determine
whether cargo was dispatched. In one embodiment, cargo
can be dispatched from a vehicle associated with a client. In
another embodiment, cargo can be dispatched from the
facility to a vehicle associated with a client. If the cargo is
not dispatched, the control logic 300 then proceeds back to
step 362. At step 362, the control logic 300 can generate a
notification indicating that the cargo was not dispatched. If
the cargo is dispatched, the control logic 300 then proceeds
to step 366.

[0077] At step 366, the control logic 300 can update a
record, such as the record generated at step 304. In one
embodiment, updating the record can include indicating that
a cargo was properly dispatched, a cargo was not dispatched,
the time at which the client arrived at the destination
location, the time at which a client received a cargo, or any
other information related to the client, the cargo, or the
facility. The control logic 300 can then terminate or await a
new detection and can repeat the aforementioned steps.
[0078] FIG. 4 illustrates a flow chart diagram 400 exem-
plifying control logic embodying features of a method of
managing cargo in a facility in accordance with an exem-
plary embodiment of the present disclosure. The cargo
management system control logic 400 can be implemented
as an algorithm on a server (e.g., server 102), a machine
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learning module, or other suitable system. Additionally, the
cargo management control logic 400 can implement or
incorporate one or more features of the intermodal facility
management system 200, including the data collection sys-
tem 202 (with corresponding modules 122, 124, 126, and
128), supervisor system 204 (with corresponding modules
130 and 132), and facility analytics system 206 (with
corresponding modules 134 and 136). The cargo manage-
ment control logic 400 can be achieved with software,
hardware, an application programming interface (API), a
network connection, a network transfer protocol, HTML,
DHTML, JavaScript, Dojo, Ruby, Rails, other suitable
applications, or a suitable combination thereof.

[0079] The cargo management control logic 400 can lever-
age the ability of a computer platform to spawn multiple
processes and threads by processing data simultaneously.
The speed and efficiency of the cargo management control
logic 400 is greatly improved by instantiating more than one
process to facilitate efficiency maximization and traffic con-
trol in relation to cargo pickup and management in a given
facility. However, one skilled in the art of programming will
appreciate that use of a single processing thread may also be
utilized and is within the scope of the present disclosure.
[0080] The cargo management control logic 400 process
flow of the present embodiment begins at step 402, wherein
the control logic detects a client. For example, a client can
be a mobile device associated with a particular driver
operating a particular vehicle and allocated a particular
cargo, and when the client comes within a certain radius of
a wireless beacon, the control logic 400 can detect the client.
In one embodiment, the client can transmit an indication to
the control logic 400 that it is near a particular beacon; in
another embodiment, wireless beacon can transmit an indi-
cation to the control logic 400 that a particular client is
nearby. In another embodiment, the control logic 400 and a
client can communicate via a network, and the control logic
400 can detect the client without use of a beacon. In another
embodiment, the control logic 400 can be in operable
communication with any sensors or other components suit-
able to detect a client, including motion sensors, cameras,
RFID readers, radars, LIDAR, etc. The control logic then
proceeds to step 404.

[0081] At step 404, the control logic 400 can generate a
record. In one embodiment, a record can be configured to
include identification information (such as identification
information received at step 408) related to the detected
client, including, but not limited to, client identification,
vehicle identification, driver identification, cargo identifica-
tion, vendor identification, cargo destination, route taken by
client, travel metrics of the client, speed of the client, travel
history of the client, date of detection, time of detection, etc.
In another embodiment, a record can indicate an instance in
which a client was detected by the control logic 400. In
another embodiment, the identification information can take
the form of a work order, such as a word order transmitted
from a client to the control logic 400, or from another system
to the control logic 400. The control logic 400 then proceeds
to step 406.

[0082] At step 406, the control logic 400 can receive
positional data, such as positional data related to one or more
clients. In one embodiment, the control logic 400 can
receive positional data from a client that it is in operable
communication with via a network. Preferably, the client can
transmit positional data to the control logic 400 when the
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client comes within a proximity of a wireless beacon. In
another embodiment, a client can transmit positional data to
the control logic 400 without involvement of a beacon. In
another embodiment, the control logic 400 can triangulate a
position of a client using one or more wireless beacons. In
another embodiment, the control logic 400 can triangulate a
position of a client using GPS. In another embodiment, the
control logic 400 can utilize wireless communication to
receive positional data of a client. In another embodiment,
the positional data can be data relating to a geographical
location of a client. The control logic 400 then proceeds to
step 408.

[0083] At step 408, the control logic 400 can receive
identification information. In one embodiment, the control
logic 400 can store the information received at step 408 in
the record generated at step 404. Preferably, the identifica-
tion information can relate to the client, personnel, vehicle,
cargo being carried, and/or cargo to be picked up. In another
embodiment, the identification information can be any infor-
mation suitable to identify a client, cargo, vehicle, load,
vendor, or any other object or entity, such as a pin, IP
address, MAC address, name, passcode, or any other infor-
mation. The control logic 400 then proceeds to step 410.

[0084] At step 410, the control logic 400 can determine a
location of a client. In one embodiment, the control logic
400 can receive a location from a client. In another embodi-
ment, the control logic 400 can utilize GPS or other method
to determine a location of a client. In another embodiment,
the control logic 400 can receive an indication from a client
that the client is within a proximity of a wireless beacon and
utilize this data to determine a location of a client. In another
embodiment, the control logic 400 can utilize an indication
from one or more clients that it is or has come within
proximity of one or more wireless beacons to determine a
location of a client. The control logic 400 then proceeds to
step 412 and/or 414.

[0085] At step 414, the control logic 400 can determine a
cargo allocated to a particular client. For example, the
control logic 400 can receive data related to a vendor,
shipping information, work order, purchase order, or any
other information relevant to where cargo stored in a facility
needs to go. In one embodiment, the control logic 400 can
be in operable communication with a database (such as
database 104) that can have stored therein information
related to where cargo stored in a facility will be allocated.
In another embodiment, the control logic 400 can receive an
indication from a client regarding the cargo it is meant to
receive. In one example, this information can then be
authenticated later on at step 432. The control logic 400 then
proceeds to step 416.

[0086] At step 416, the control logic 400 can identify a
cargo location. In one embodiment, a cargo location can
include a specific location of a cargo within a facility. For
example, a cargo location can refer to a specific storage area,
lane, level, or any other location identifying information. In
one embodiment, the cargo location can include a specific
truck spot to which a client can navigate to. In another
embodiment, a cargo location can include a location of the
cargo within a stack of multiple cargos, such that, for
example, a crane operator can be made aware of where the
cargo is located to facilitate hoisting the cargo in preparation
for dispatch to pickup vehicle. The control logic 400 then
proceeds to step 418.
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[0087] At step 418, the control logic can determine
whether the cargo is accessible. In one embodiment, the
control logic 400 can determine whether the cargo it is
accessible to be loaded onto a vehicle, or to be lifted by a
crane, or both. In another embodiment, if the cargo location
identified in step 416 indicates that the cargo is on a bottom
level (e.g., the cargo is underneath other cargo), the control
logic 400 can determine that the cargo is not accessible. In
another embodiment, if the cargo location from step 416
indicates that the cargo is too far away from a crane
designated to hoist and dispatch the cargo, the cargo can be
considered to not be accessible. If the cargo is accessible, the
control logic 400 then proceeds back to step 416 and
identifies the location of the cargo. If the cargo is not
accessible, the control logic 400 then proceeds to step 420.
[0088] At step 420, the control logic 400 can determine an
alternate. In one embodiment, the alternate can be an alter-
native location or zone at which the cargo can be placed to
be accessible for dispatch to a pickup vehicle. For example,
the control logic 400 can determine a temporary placement
zone or other alternate zone where the cargo can be relocated
to facilitate dispatch of the cargo from the facility. The
control logic then proceeds to step 422.

[0089] At step 422, the control logic 400 can generate a
prompt to relocate the cargo to an alternate zone determined
in step 420. For example, the control logic 400 can prompt
a client associated with a crane operator to relocate the cargo
such that it will be accessible to a pickup vehicle upon
arrival. In another embodiment, the control logic 400 can
generate a prompt to indicate to any other client or facility
personnel that the cargo should be relocated to an alternate
zone to facilitate dispatch of the cargo. The control logic 400
then proceeds to step 424.

[0090] At step 424, the control logic 400 can determine
whether the cargo was relocated from the location initially
identified at step 416. In one embodiment, if the cargo is
relocated from its initial location to the alternate zone
determined in step 420, the control logic 400 then proceeds
to step 426. If the cargo is not relocated after the prompt
generated in step 422, the control logic 400 then proceeds
back to step 416 to identify the cargo location which can be
used later in the process flow.

[0091] At step 426, the control logic 400 can update the
cargo location. For example, if the cargo is relocated from
the location initially identified at step 416 and positioned in
the alternate zone determined in step 420, such as in
response to the prompt generated at step 422, the control
logic 400 can update the cargo location to indicate its
position at the alternate zone. The control logic then pro-
ceeds to step 416 to identify the cargo location which can be
used later in the process flow.

[0092] At step 412, the control logic 400 can determine an
expected time of arrival. In one embodiment, the expected
time of arrival can refer to the time at which the control logic
400 expects a client to arrive at a delivery or pickup location.
In one embodiment, the control logic 400 can utilize data
received or determined at any or all of steps 402 through 426
to determine the expected time of arrival. In one embodi-
ment, the expected time of arrival can include an expected
time until approach and an expected delay time. For
example, the control logic 400 can add an expected time of
approach to an expected delay time to arrive at an expected
time of arrival. In another embodiment, the expected time of
arrival can include an average delay and an expected time
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until approach. In another embodiment, an expected time of
arrival can further include a time that the control logic 400
expects the client to take to travel from an access point to a
delivery or a pickup location, such as after a client has
successfully entered a facility. In another embodiment, an
expected time of arrival can further include other factors,
such as whether the client must first drop off carried cargo,
receive service, or otherwise be delay before navigating to
the destination location. The control logic 400 then proceeds
to step 428.

[0093] At step 428, the control logic 400 can transmit the
expected time of arrival. In one embodiment, the control
logic 400 can transmit the expected time of arrival to one or
more clients. Preferably, the control logic 400 can transmit
the expected time of arrival to a first client associated with
a delivery vehicle, and to a second client associated with a
crane. In this manner, and as an example, the control logic
400 can inform both clients and the personnel related thereto
of an expected timeline. In another embodiment, the control
logic 400 can transmit the expected time of arrival to an
access point or personnel associated with an access point. In
another embodiment, the control logic 400 can transmit the
expected time of arrival to any client or other component in
operable communication with the network and/or the control
logic 400. In another embodiment, the control logic 400 can
continue to perform this step and any of the previous steps
to continuously update and transmit an expected time of
arrival in real time to any components in the network or
system. The control logic 400 then proceeds to step 430.

[0094] At step 430, the control logic 400 can determine
whether a proximity threshold has been satisfied. In one
embodiment, the proximity threshold can be the same as the
geofence discussed with respect to step 320 above. In
another embodiment, the proximity threshold can be similar
to the geofence discussed with respect to step 320 above. In
another embodiment, the proximity threshold can be sepa-
rate from the geofence discussed with respect to step 320
above. In another embodiment, the proximity threshold can
refer to a distance from a certain point within which a client
must be to satisfy the threshold. In another embodiment, the
proximity threshold can refer to a radius around a central
location. In another embodiment, a proximity threshold can
refer to any suitable measure of proximity. Preferably, the
proximity threshold can refer to an area having at least one
outer boundary, and if a client exits the boundary, the
proximity threshold can be no longer satisfied. For example,
an access point can have at least one wireless beacon
associated with it, and if a client comes within a particular
radius from the wireless beacon, the client can satisfy the
proximity threshold. In another embodiment, if the client
exits the radius, the client can be considered to no longer
satisfy the proximity threshold. In another embodiment, two
wireless beacons can be used, such as at an entry and exit of
a gate at an access point. In one embodiment, the client can
be considered to satisty the proximity threshold for as long
as the client is between an area defined by the two wireless
beacons. In another embodiment, if the client exits the area
defined by the two wireless beacons, the client can be
considered to no longer satisfy the proximity threshold. If
the proximity threshold is satisfied, the control logic 400
then proceeds to step 432. If the proximity threshold is not
satisfied, the control logic 400 then returns to step 412.

[0095] At step 432, the control logic 400 can authenticate.
In one embodiment, the control logic 400 can authenticate a
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client, such as to ensure that a token, passkey, pin, or any
other security operator is recognized by the control logic
400. In another embodiment, the control logic 400 can
authenticate an identity of an operator associated with the
client. In another embodiment, the control logic 400 can
authenticate a cargo associated with the client, such as a
cargo being carried on a vehicle. In another embodiment, the
control logic 400 can authenticate any identification infor-
mation, such as identification information received at step
408. If authenticated, the control logic 400 then proceeds to
step 436. If not authenticated, the control logic then pro-
ceeds to step 434.

[0096] At step 434, the control logic 400 can determine to
not grant permission to a client. In one embodiment, if the
client, driver, vendor, cargo, or other identification informa-
tion is not authenticated at step 432, the control logic 400
can determine that permission should not be granted. In one
embodiment, this permission can relate to accessing a facil-
ity, such that the control logic 400 can determine that a client
should not have access to a facility. The control logic 400
can then terminate or await a new detection and can repeat
the aforementioned steps.

[0097] At step 436, the control logic 400 can grant per-
mission. In one embodiment, the control logic 400 can grant
permission to a client to enter a facility. For example, the
control logic 400 can determine that the client is properly
arriving at a facility and, in one embodiment, raise a gate or
otherwise de-obstruct a path to allow a vehicle and associ-
ated client to enter the facility. The control logic 400 then
proceeds to step 438.

[0098] At step 438, the control logic 400 can generate a
notification. In one embodiment, the control logic 400 can
generate a notification to one or more clients indicating that
a client was granted permission to enter the facility. In
another embodiment, the control logic 400 can generate any
other type of notification suitable to relay information to one
or more clients. The control logic 400 then proceeds to step
440.

[0099] At step 440, the control logic 400 can transmit a
location of a cargo, such as a cargo to be collected by a
client. In one embodiment, the control logic 400 can trans-
mit, for example, a pickup location. In another embodiment,
the control logic 400 can transmit a cargo location to one or
more clients in operable communication with the control
logic 400. Preferably, the control logic 400 can be config-
ured to transmit a cargo location to a client that has been
granted access to a facility, such as to indicate to the client
where to go within a facility. In another embodiment, the
control logic 400 can transmit a cargo location to a client
entering a facility and to a client associated with a crane,
such that the vehicle and crane can utilize the location to
facilitate a cargo exchange. The control logic 400 then
proceeds to step 442.

[0100] At step 442, the control logic can determine one or
more paths to the cargo location transmitted at step 440. In
one embodiment, the one or more paths can be the shortest
distance to the location. In another embodiment, the one or
more paths can be the quickest route to the location. In
another embodiment, the control logic 400 can utilize data
regarding a specific facility, such as the internal layout of the
facility, to determine paths to a given location. In another
embodiment, the control logic 400 can determine multiple
paths. In another embodiment, the control logic 400 can
consider intra-facility congestion, constructions delays,
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blockage, or any other type of scenario in determining a path
or paths. In another embodiment, the control logic 400 can
utilize data (such as positional data or motion data) received
from one or more additional clients in determining one or
more paths, such as to determine a level of congestion in a
particular area. The control logic 400 then proceeds to step
444.

[0101] At step 444, the control logic 400 can receive
positional data points. In one embodiment, positional data
points can correspond to movement by a client. For
example, as a client travels within a facility, the control logic
400 can receive data points corresponding to the client’s
travel. In another embodiment, one or more wireless bea-
cons can be placed within a facility such that as a client
travels within a facility, the wireless beacons can indicate or
cause a client to indicate to the control logic 400 that a client
is near the wireless beacon. In another embodiment, posi-
tional data points can be any data suitable to indicate to the
control logic 400 a position or a group of positions that a
client has moved to or within. The control logic 400 then
proceeds to step 446.

[0102] At step 446, the control logic 400 can determine
whether the positional data points received at step 444
indicating an actual path taken by the client conform to the
paths determined at step 442. For example, the control logic
400 can compare the positional data points received at step
444 with the one or more paths determined at step 442. For
example, the control logic 400 can map the positional data
points against the known infrastructure of a given facility
such that the control logic 400 can trace the actual path taken
by a client. In one embodiment, the control logic 400 can
determine if the client is traveling along one of the paths
determined at step 442. Ifthe data points received at step 444
conform to at least one of the paths determined at step 442,
the control logic then proceeds to step 450. If the positional
data points received at step 444 do not conform with at least
one of the paths determined at step 442, the control logic
then proceeds to step 448.

[0103] At step 448, the control logic 400 can generate
directional prompts. In one embodiment, the control logic
400 can indicate to one or more clients (preferably a client
traveling to a destination location) that the client should
change directions to conform to a determined path. In
another embodiment, the control logic 400 can, for example,
generate a prompt that can instruct a client to take a turn,
continue straight, reverse, or perform some other naviga-
tional action. The control logic 400 then proceeds to step
450.

[0104] At step 450, the control logic 400 can generate an
updated notification. In one embodiment, the control logic
400 can update the notification generated at step 438. In one
embodiment, the notification can indicate to one or more
clients that a client is arriving at a destination location or is
otherwise en route to a destination location. In another
embodiment, the notification generated at step 450 can
include an updated expected time of arrival at the destination
location. The control logic 400 then proceeds to step 452.
[0105] At step 452, the control logic 400 can determine
whether cargo was collected. In another embodiment, cargo
can be dispatched from the facility to a vehicle associated
with a client and thereby be collected by the client. In
another embodiment, if the cargo at the cargo location is
successfully loaded onto a vehicle associated with a client,
such as by a crane, the control logic 400 can determine that
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the cargo was collected. If the cargo is not collected, the
control logic 400 then proceeds back to step 450 to generate
an updated notification indicating that the cargo was not
collected. If the cargo is collected, the control logic 400 then
proceeds to step 454.

[0106] At step 454, the control logic 400 can update a
record, such as the record generated at step 404. In one
embodiment, updating the record can include indicating that
a cargo was properly collected, a cargo was not collected,
any incidents with the collection, the time at which the client
arrived at the cargo location, the time at which a client
collected a cargo, or any other information related to the
client, the cargo, or the facility. The control logic 400 can
then terminate or await a new detection and can repeat the
aforementioned steps.

[0107] FIG. 5 illustrates a flow chart diagram 500 exem-
plifying control logic embodying features of a method of
managing cargo delivery in accordance with an exemplary
embodiment of the present disclosure. The cargo delivery
system control logic 500 can be implemented as an algo-
rithm on a server (e.g., server 102), a machine learning
module, or other suitable system. Additionally, the cargo
delivery control logic 500 can implement or incorporate one
or more features of the intermodal facility management
system 200, including the data collection system 202 (with
corresponding modules 122, 124, 126, and 128), supervisor
system 204 (with corresponding modules 130 and 132), and
facility analytics system 206 (with corresponding modules
134 and 136). The cargo delivery control logic 500 can be
achieved with software, hardware, an application program-
ming interface (API), a network connection, a network
transfer protocol, HTML, DHTML, JavaScript, Dojo, Ruby,
Rails, other suitable applications, or a suitable combination
thereof.

[0108] The cargo delivery control logic 500 can leverage
the ability of a computer platform to spawn multiple pro-
cesses and threads by processing data simultaneously. The
speed and efficiency of the cargo delivery control logic 500
is greatly improved by instantiating more than one process
to facilitate efficiency maximization and traffic control in
relation to cargo delivery and allocation in a given facility.
However, one skilled in the art of programming will appre-
ciate that use of a single processing thread may also be
utilized and is within the scope of the present disclosure.

[0109] The cargo delivery control logic 500 process flow
of the present embodiment begins at step 502, wherein the
control logic detects a client. For example, a client can be a
mobile device associated with a particular driver operating
a particular vehicle and allocated a particular cargo, and
when the client comes within a certain radius of a wireless
beacon, the control logic 500 can detect the client. In one
embodiment, the client can transmit an indication to the
control logic 500 that it is near a particular beacon; in
another embodiment, wireless beacon can transmit an indi-
cation to the control logic 500 that a particular client is
nearby. In another embodiment, the control logic 500 and a
client can communicate via a network, and the control logic
500 can detect the client without use of a beacon. In another
embodiment, the control logic 500 can be in operable
communication with any sensors or other components suit-
able to detect a client, including motion sensors, cameras,
RFID readers, radars, LIDAR, etc. The control logic then
proceeds to step 504.
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[0110] At step 504, the control logic 500 can generate a
record. In one embodiment, a record can be configured to
include identification information (such as identification
information received at step 508) related to the detected
client, including, but not limited to, client identification,
vehicle identification, driver identification, cargo identifica-
tion, vendor identification, cargo destination, route taken by
client, travel metrics of the client, speed of the client, travel
history of the client, date of detection, time of detection, etc.
In another embodiment, a record can indicate an instance in
which a client was detected by the control logic 500. In
another embodiment, the identification information can take
the form of a work order, such as a word order transmitted
from a client to the control logic 500, or from another system
to the control logic 500. The control logic 500 then proceeds
to step 506.

[0111] At step 506, the control logic 500 can receive
positional data, such as positional data related to one or more
clients. In one embodiment, the control logic 500 can
receive positional data from a client that it is in operable
communication with via a network. Preferably, the client can
transmit positional data to the control logic 500 when the
client comes within a proximity of a wireless beacon. In
another embodiment, a client can transmit positional data to
the control logic 500 without involvement of a beacon. In
another embodiment, the control logic 500 can triangulate a
position of a client using one or more wireless beacons. In
another embodiment, the control logic 500 can triangulate a
position of a client using GPS. In another embodiment, the
control logic 500 can utilize wireless communication to
receive positional data of a client. In another embodiment,
the positional data can be data relating to a geographical
location of a client. The control logic 500 then proceeds to
step 508.

[0112] At step 508, the control logic 500 can receive
identification information. In one embodiment, the control
logic 500 can store the information received at step 508 in
the record generated at step 504. Preferably, the identifica-
tion information can relate to the client, personnel, vehicle,
cargo being carried, and/or cargo to be picked up. In another
embodiment, the identification information can be any infor-
mation suitable to identify a client, cargo, vehicle, load,
vendor, or any other object or entity, such as a pin, IP
address, MAC address, name, passcode, or any other infor-
mation. The control logic 500 then proceeds to step 510.
[0113] At step 510, the control logic 500 can determine a
location of a client. In one embodiment, the control logic
500 can receive a location from a client. In another embodi-
ment, the control logic 500 can utilize GPS or other method
to determine a location of a client. In another embodiment,
the control logic 500 can receive an indication from a client
that the client is within a proximity of a wireless beacon and
utilize this data to determine a location of a client. In another
embodiment, the control logic 500 can utilize an indication
from one or more clients that it is or has come within
proximity of one or more wireless beacons to determine a
location of a client. The control logic 500 then proceeds to
step 512 and/or 514.

[0114] At step 514, the control logic 500 can determine
cargo to be delivered. For example, the control logic 500 can
receive an indication from a client identifying the cargo
being carried to the facility. In another embodiment, the
control logic 500 can receive a work order indicating a cargo
en route to be delivered a facility. In another embodiment,
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the control logic 500 can have access to data indicating that
a particular cargo is associated with a particular client. The
control logic 500 then proceeds to step 516.

[0115] At step 516, the control logic 500 can identify a
delivery location. In one embodiment, the delivery location
can be a storage space in a facility. In another embodiment,
delivery location can be a freight car. In another embodi-
ment, the delivery location can be any location suitable to
receive a cargo. In another embodiment, the delivery loca-
tion can be any location where the cargo is meant to be
delivered. The control logic 500 then proceeds to step 518.
[0116] At step 518, the control logic 500 can determine
whether the delivery location is accessible. In one embodi-
ment, the location can be accessible if a cargo can be placed
in the location, or if the location is prepared to receive the
cargo. For example, if the delivery location is meant to be a
rail car, but the rail car is loaded with freight that has yet to
be unloaded, the control logic 500 can determine that the
delivery location is inaccessible. If the delivery location is
accessible, the control logic 500 then proceeds back to step
516 and identifies the delivery location which can be used
later in the process flow. If the delivery location is not
accessible, the control logic 500 then proceeds to step 520.
[0117] At step 520, the control logic 500 can determine an
alternate delivery zone. In one embodiment, the control
logic 500 can identify a space in a facility that is empty and
can receive the cargo. In one embodiment, the control logic
500 can have access to information related to the facility,
such as which spaces are filled and which spaces are empty.
In another embodiment, the control logic 500 can receive
information indicating which zones within a facility are
available for cargo placement. In another embodiment, an
alternate zone can be an alternative railcar. The control logic
then proceeds to step 522.

[0118] At step 522, the control logic 500 can update the
delivery location. For example, decontrol logic 500 can
indicate that the delivery location is now at an alternate
delivery zone if the initial delivery location was not acces-
sible. The control logic then proceeds to step 516 to identity
the delivery location which can be used later in the process
flow.

[0119] At step 512, the control logic 500 can determine an
expected time of arrival. In one embodiment, the expected
time of arrival can refer to the time at which the control logic
500 expects a client to arrive at a delivery or pickup location.
In one embodiment, the control logic 500 can utilize data
received or determined at any or all of steps 502 through 522
to determine the expected time of arrival. In one embodi-
ment, the expected time of arrival can include an expected
time until approach and an expected delay time. For
example, the control logic 500 can add an expected time of
approach to an expected delay time to arrive at an expected
time of arrival. In another embodiment, the expected time of
arrival can include an average delay and an expected time
until approach. In another embodiment, an expected time of
arrival can further include a time that the control logic 500
expects the client to take to travel from an access point to a
delivery or a pickup location, such as after a client has
successfully entered a facility. In another embodiment, an
expected time of arrival can further include other factors,
such as whether the client must first drop off carried cargo,
receive service, or otherwise be delay before navigating to
the destination location. The control logic 500 then proceeds
to step 524.
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[0120] At step 524, the control logic 500 can transmit the
expected time of arrival. In one embodiment, the control
logic 500 can transmit the expected time of arrival to one or
more clients. Preferably, the control logic 500 can transmit
the expected time of arrival to a first client associated with
a delivery vehicle, and to a second client associated with a
crane. In this manner, and as an example, the control logic
500 can inform both clients and the personnel related thereto
of an expected timeline. In another embodiment, the control
logic 500 can transmit the expected time of arrival to an
access point or personnel associated with an access point. In
another embodiment, the control logic 500 can transmit the
expected time of arrival to any client or other component in
operable communication with the network and/or the control
logic 500. In another embodiment, the control logic 500 can
continue to perform this step and any of the previous steps
to continuously update and transmit an expected time of
arrival in real time to any components in the network or
system. The control logic 500 then proceeds to step 526.

[0121] At step 526, the control logic 500 can determine
whether a proximity threshold has been satisfied. In one
embodiment, the proximity threshold can be the same as the
geofence discussed with respect to step 320 above. In
another embodiment, the proximity threshold can be similar
to the geofence discussed with respect to step 320 above. In
another embodiment, the proximity threshold can be sepa-
rate from the geofence discussed with respect to step 320
above. In another embodiment, the proximity threshold can
refer to a distance from a certain point within which a client
must be to satisfy the threshold. In another embodiment, the
proximity threshold can refer to a radius around a central
location. In another embodiment, a proximity threshold can
refer to any suitable measure of proximity. Preferably, the
proximity threshold can refer to an area having at least one
outer boundary, and if a client exits the boundary, the
proximity threshold can be no longer satisfied. For example,
an access point can have at least one wireless beacon
associated with it, and if a client comes within a particular
radius from the wireless beacon, the client can satisfy the
proximity threshold. In another embodiment, if the client
exits the radius, the client can be considered to no longer
satisfy the proximity threshold. In another embodiment, two
wireless beacons can be used, such as at an entry and exit of
a gate at an access point. In one embodiment, the client can
be considered to satisty the proximity threshold for as long
as the client is between an area defined by the two wireless
beacons. In another embodiment, if the client exits the area
defined by the two wireless beacons, the client can be
considered to no longer satisfy the proximity threshold. If
the proximity threshold is satisfied, the control logic 500
then proceeds to step 528. If the proximity threshold is not
satisfied, the control logic 500 then returns to step 512.

[0122] At step 528, the control logic 500 can capture
information. In one embodiment, the control logic 500 can
capture information related to an identity of a client, a
vehicle, personnel, cargo, or any other type of identification
information or additional identification information. In one
embodiment, the control logic 500 can utilize a camera,
facial recognition software, optical character recognition
software, or any other suitable mechanism to capture addi-
tional data. Preferably, the control logic 500 can capture
information related to a cargo being carried by a client, such
as a serial number, QR code, or other identifying informa-
tion. The control logic 500 then proceeds to step 530.
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[0123] At step 530, the control logic 500 can compare the
information captured at 528 with the information received at
step 508. For example, the control logic 500 can use a
camera to capture a serial number or other identification
number on a cargo and compare this information with
information received regarding the cargo to ensure that the
correct cargo is being carried by a given vehicle. In another
embodiment, the control logic 500 can compare any other
information captured at step 528 with the information
received at step 508. In another embodiment, the control
logic 500 can ensure that a vehicle is authorized to access a
facility, such as by comparing license plate information with
information in a record accessible by the control logic 500.
The control logic 500 then proceeds to step 532.

[0124] At step 532, the control logic 500 can validate the
information received at step 508 with the information cap-
tured at step 528. In one embodiment, the control logic 500
can determine whether the information received at step 508
matches the information captured at step 528. if the control
logic 500 validates the received identification information
with the captured information, the control logic 500 then
proceeds to step 536. If the control logic 500 does not
validate the received identification information, the control
logic 500 then proceeds to step 534.

[0125] At step 534, the control logic can generate an alert.
In one embodiment, the control logic 500 can alert person-
nel, clients, a facility, or any other component of the system
that the received information from step 508 has not been
validated. In this manner, and as an example, the control
logic 500 can ensure that the proper cargo is being delivered
to the proper location or facility. In another embodiment, the
control logic 500 can provide security to a facility by
validating entries and exits. The control logic 500 can then
terminate or await a new detection and can repeat the
aforementioned steps.

[0126] At step 536, the control logic 500 can grant per-
mission. In one embodiment, the control logic 500 can grant
permission to a client to enter a facility. In another embodi-
ment, the control logic 500 can grant permission to exit a
facility. For example, the control logic 500 can determine
that the client is properly arriving at a facility and, in one
embodiment, raise a gate or otherwise de-obstruct a path to
allow a vehicle and associated client to enter the facility. In
another embodiment, the control logic 500 can validate that
the proper cargo is being carried by a proper client and is
being carried to a proper location, and therefore allow a
client to exit the facility, such as by raising a gate or
otherwise de-obstructing a path to allow a vehicle and
associated client to exit the facility. The control logic 500
then proceeds to step 538.

[0127] At step 538, the control logic 500 can generate a
notification. In one embodiment, the control logic 500 can
generate a notification to one or more clients indicating that
a client was granted permission to enter the facility. In
another embodiment, the control logic 500 can generate a
notification indicating that a client has exited a facility. In
another embodiment, the control logic 500 can generate any
other type of notification suitable to relay information to one
or more clients. The control logic 500 then proceeds to step
540.

[0128] At step 540, the control logic 500 can transmit a
delivery location. For example, the control logic 500 can
transmit the delivery location identified in step 516 to one or
more clients. Preferably, the control logic 500 can transmit
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the delivery location to the client that is designated to deliver
the cargo, such that the client and associated personnel are
made aware of where to deliver the cargo. The control logic
500 then proceeds to step 542.

[0129] At step 542, the control logic can determine one or
more paths to the delivery location transmitted at step 540.
In one embodiment, the one or more paths can be the
shortest distance to the location. In another embodiment, the
one or more paths can be the quickest route to the location.
In another embodiment, the control logic 500 can utilize data
regarding a specific facility, such as the internal layout of the
facility, to determine paths to a given location. In another
embodiment, the control logic 500 can determine multiple
paths. In another embodiment, the control logic 500 can
consider intra-facility congestion, constructions delays,
blockage, or any other type of scenario in determining a path
or paths. In another embodiment, the control logic 500 can
utilize data (such as positional data or motion data) received
from one or more additional clients in determining one or
more paths, such as to determine a level of congestion in a
particular area. The control logic 500 then proceeds to step
544.

[0130] At step 544, the control logic 500 can receive
positional data points. In one embodiment, positional data
points can correspond to movement by a client. For
example, as a client travels within a facility, the control logic
500 can receive data points corresponding to the client’s
travel. In another embodiment, one or more wireless bea-
cons can be placed within a facility such that as a client
travels within a facility, the wireless beacons can indicate or
cause a client to indicate to the control logic 500 that a client
is near the wireless beacon. In another embodiment, posi-
tional data points can be any data suitable to indicate to the
control logic 500 a position or a group of positions that a
client has moved to or within. The control logic 500 then
proceeds to step 546.

[0131] At step 446, the control logic 500 can determine
whether the positional data points received at step 544
indicating an actual path taken by the client conform to the
paths determined at step 542. For example, the control logic
500 can compare the positional data points received at step
544 with the one or more paths determined at step 542. For
example, the control logic 500 can map the positional data
points against the known infrastructure of a given facility
such that the control logic 500 can trace the actual path taken
by a client. In one embodiment, the control logic 500 can
determine if the client is traveling along one of the paths
determined at step 542. Ifthe data points received at step 544
conform to at least one of the paths determined at step 542,
the control logic then proceeds to step 550. If the positional
data points received at step 544 do not conform with at least
one of the paths determined at step 542, the control logic
then proceeds to step 548.

[0132] At step 548, the control logic 500 can generate
directional prompts. In one embodiment, the control logic
500 can indicate to one or more clients (preferably a client
traveling to a destination location) that the client should
change directions to conform to a determined path. In
another embodiment, the control logic 500 can, for example,
generate a prompt that can instruct a client to take a turn,
continue straight, reverse, or perform some other naviga-
tional action. The control logic 500 then proceeds to step
550.
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[0133] At step 550, the control logic 500 can generate an
updated notification. In one embodiment, the control logic
500 can update the notification generated at step 538. In one
embodiment, the notification can indicate to one or more
clients that a client is arriving at a destination location or is
otherwise en route to a destination location. In another
embodiment, the notification generated at step 550 can
include an updated expected time of arrival at the delivery
location. The control logic 500 then proceeds to step 552.
[0134] At step 552, the control logic 500 can determine
whether the cargo was delivered to the delivery location. In
one embodiment, the control logic 500 can receive an
indication that the cargo has been dispatched from a delivery
vehicle. In another embodiment, the control logic 500 can
receive an indication that the cargo has been placed in the
delivery location. If the cargo was not delivered, the control
logic then proceeds back to step 550. If the cargo was
delivered, the control logic 500 then proceeds to step 554.
[0135] At step 554, the control logic 500 can update a
record, such as the record generated at step 504. In one
embodiment, updating the record can include indicating that
a cargo was properly collected, a cargo was not collected,
any incidents with the collection, the time at which the client
arrived at the cargo location, the time at which a client
collected a cargo, or any other information related to the
client, the cargo, or the facility. The control logic 500 can
then terminate or await a new detection and can repeat the
aforementioned steps.

[0136] FIG. 6 illustrates a flow chart diagram 600 exem-
plifying control logic embodying features of a method of
fleet in-gating in accordance with an exemplary embodiment
of the present disclosure. The fleet in-gating system control
logic 600 can be implemented as an algorithm on a server
(e.g., server 102), a machine learning module, or other
suitable system. Additionally, the fleet in-gating control
logic 600 can implement or incorporate one or more features
of the intermodal facility management system 200, includ-
ing the data collection system 202 (with corresponding
modules 122, 124, 126, and 128), supervisor system 204
(with corresponding modules 130 and 132), and facility
analytics system 206 (with corresponding modules 134 and
136). The fleet in-gating control logic 600 can be achieved
with software, hardware, an application programming inter-
face (API), a network connection, a network transfer pro-
tocol, HTML, DHTML, JavaScript, Dojo, Ruby, Rails, other
suitable applications, or a suitable combination thereof.
[0137] The fleet in-gating control logic 600 can leverage
the ability of a computer platform to spawn multiple pro-
cesses and threads by processing data simultaneously. The
speed and efficiency of the fleet in-gating control logic 600
is greatly improved by instantiating more than one process
to facilitate efficiency maximization and traffic control in
relation to fleet access and in-gating in a given facility.
However, one skilled in the art of programming will appre-
ciate that use of a single processing thread may also be
utilized and is within the scope of the present disclosure.
[0138] The fleet in-gating control logic 600 process flow
of the present embodiment begins at step 602, wherein a
vehicle approaches a gate. In one embodiment, a gate can
refer to a division of an access point. In another embodi-
ment, a gate can refer to an access point. The control logic
600 then proceed to step 604.

[0139] At step 604, the control logic 600 can determine
whether one or more wireless beacons have been detected.
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In one embodiment, the control logic 600 can receive an
indication from a client that the client detects a wireless
beacon within a certain range from the client. In another
embodiment, the control logic 600 can receive an indication
from a wireless beacon that a client has come within a
certain range of the wireless beacon. In another embodi-
ment, the control logic 500 can utilize cameras, RFID, or
any other suitable mechanism to detect a beacon, or detect
that a client has come within a range of a beacon. If the
control logic 600 determines that one or more beacons were
detected, the control logic proceeds to step 606. If the
control logic 600 determines that one or more beacons were
not detected, the control logic 600 then proceeds back to step
602.

[0140] At step 606, the control logic 600 can determine
whether an accuracy of the beacon detection in step 604 is
within less than two meters. In one embodiment, this deter-
mination can aid the control logic 600 in determining
whether to admit a client to a facility. For example, if the
beacon detection is not accurate within less than two meters,
the control logic can determine that a client is too far away
from a gate to be allowed access. If the control logic 600
determines that the accuracy of the beacon detection of step
604 is not within less than two meters, the control logic 600
then proceeds back to step 602. If the accuracy of the beacon
detection at step 604 is within less than two meters (or
otherwise satisfies an accuracy threshold), the control logic
600 then proceeds to step 608.

[0141] At step 608, the control logic 600 can process an
in-gate of the client. in one embodiment, this process can
include processing an authentication of an identity of a
driver, a client, a vehicle, a vendor, a cargo, or any other
identification information. The control logic 600 then pro-
ceeds to step 610.

[0142] At step 610, the control logic 600 can determine
whether the client was in-gated successfully. In one embodi-
ment, the control logic 600 can determine that the entity at
the gate is properly allowable into a facility. In another
embodiment, the control logic 600 can confirm that a client
is carrying the correct cargo. If the in-gate is successful, the
control logic 600 then proceeds to step 612. If the in-gate is
not successful, the control logic 600 then proceeds to step
614.

[0143] At step 612, the control logic 600 can initiate a gate
lift. In one embodiment, lifting of the gate can allow a client
access to a facility. The control logic 600 can then terminate
or await a new client approach and can repeat the afore-
mentioned steps.

[0144] At step 614, a kiosk can be used to attempt to
re-in-gate. For example, a driver associated with a client can
use an intercom, QR code reader, pin code, keypad, or any
other mechanism to attempt to authenticate itself to enable
facility access. The control logic 600 can then terminate or
await a new client approach and can repeat the aforemen-
tioned steps.

[0145] FIG. 7 depicts a perspective view of an intermodal
facility infrastructure 700. In one embodiment, the inter-
modal facility infrastructure 700 can include an intermodal
facility 702, at least one access point 704 to the intermodal
facility 702, and a plurality of roads surrounding the facility
702. In another embodiment, the facility infrastructure 700
can further include a plurality of wireless beacons 706
placed strategically around the facility 702 and roads. For
example, the wireless beacons 706 can be located on roads
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approaching the facility 702, highways around the facility
702, and within the facility 702 itself. Preferably, the wire-
less beacons are Bluetooth Low Energy beacons configured
to interact with a client, e.g., a mobile device, such as a
mobile phone, tablet, or on-board computer system of a
vehicle. In one embodiment, the wireless beacons 706 can
facilitate interaction between a client and a facilities man-
agement system in accordance with the principles of the
present disclosure. For example, as a client travels past the
wireless beacons 706, a facilities management system can
receive an indication that a client has traveled past a par-
ticular beacon 706, indicating to the system the position of
the client. Further, wireless beacons 706 can be disposed
within an access point 704, such as to establish geofences
and/or proximity thresholds in accordance with the prin-
ciples of the present disclosure. It will be understood by
those having skill in the art that wireless beacons can be
placed in a myriad of locations, patterns, or other configu-
rations to enabled the facility management, cargo manage-
ment, and cargo delivery management systems and methods
disclosed herein.

[0146] FIG. 8 depicts a perspective view of an exemplary
access point 800, such as an access point to an intermodal
facility. In one embodiment, the access point 800 can include
a plurality of divisions 802 (e.g., gated lanes or gates)
through which vehicles 804 can pass with proper authenti-
cation. In another embodiment, a plurality of wireless bea-
cons 806 can be included in the access point 800. For
example, a wireless beacon 806 can be placed at an entrance
to a gate 802 and at an exit of a gate 802. The wireless
beacons 806 can be Bluetooth Low Energy beacons, ultra-
wideband beacons, Wi-Fi beacons, RFID beacons, or any
other type of wireless beacon. Preferably, the beacons can be
detected by low energy technologies that can be found in
widely commercialized and utilized mobile devices. In one
example, a client can be a mobile device, such as a mobile
phone carried by a driver of a vehicle 804. When a vehicle
804 mobilizes into a gated lane 802, in one embodiment, a
client associated with the vehicle 804 can be located
between a pair of wireless beacons 806 associated with a
particular gated lane 802. In another embodiment, a facilities
management system can utilize detection of the beacons 806
to determine a distance that the client is from at least two of
the beacons 806. The system can then triangulate a position
of' the client to determine whether the client is in position for
the gate 802 to be lifted.

[0147] It will be understood by those having skill in the art
that the systems and methods disclosed herein can imple-
ment numerous proximity threshold and accuracy thresholds
within the same process flow. For example, several prox-
imity thresholds can be implemented upon approach or
egress of a vehicle to or from a facility, respectively. In
another embodiment, the systems and methods herein can
utilize one or more proximity thresholds to instantiate or
terminate any give processes or sub-processes as needed to
facilitate the collection, calculation, and transmission of data
in real time to any number of clients or components within
a given system. It will further be understood that such
systems and methods can be implemented throughout an
intermodal facility infrastructure. For example, authentica-
tion and validation methods discussed herein can similarly
be applied to exit points of a given facility, such that, for
example, cargo being removed from a facility can be
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checked and validated to ensure that the proper cargo is
being transported to the proper location.

[0148] The present disclosure achieves at least the follow-
ing advantages:
[0149] 1. Optimizing facility and delivery/pick-up vehicle

intermeshing to facility cargo dispatch;

[0150] 2. Generating prompts to ensure that an allocated
cargo is accessible by a crane and/or a vehicle;

[0151] 3. Prompting a vehicle operator to follow a pre-
determined path based off of real-time data collection indi-
cating congestion or lack of path conformance;

[0152] 4. Validating identification information as a redun-
dancy measure to ensure that the proper cargo is delivered
to the proper location; and

[0153] 5. Streamlining access point traffic flow to mini-
mize congestion and maximize cargo dispatch efficiency.

[0154] Persons skilled in the art will readily understand
that these advantages (as well as the advantages indicated in
the summary) and objectives of this system would not be
possible without the particular combination of computer
hardware and other structural components and mechanisms
assembled in this inventive system and described herein. It
will be further understood that a variety of programming
tools, known to persons skilled in the art, are available for
implementing the control of the features and operations
described in the foregoing material. Moreover, the particular
choice of programming tool(s) may be governed by the
specific objectives and constraints placed on the implemen-
tation plan selected for realizing the concepts set forth herein
and in the appended claims.

[0155] The description in this patent document should not
be read as implying that any particular element, step, or
function can be an essential or critical element that must be
included in the claim scope. Also, none of the claims can be
intended to invoke 35 U.S.C. § 112(f) with respect to any of
the appended claims or claim elements unless the exact
words “means for” or “step for” are explicitly used in the
particular claim, followed by a participle phrase identifying
a function. Use of terms such as (but not limited to)
“mechanism,” “module,” “device,” “unit,” “component,”
“element,” “member,” “apparatus,” “machine,” “system,”
“processor,” “processing device,” or “controller” within a
claim can be understood and intended to refer to structures
known to those skilled in the relevant art, as further modified
or enhanced by the features of the claims themselves, and
can be not intended to invoke 35 U.S.C. § 112(f).

[0156] The disclosure may be embodied in other specific
forms without departing from the spirit or essential charac-
teristics thereof. For example, each of the new structures
described herein, may be modified to suit particular local
variations or requirements while retaining their basic con-
figurations or structural relationships with each other or
while performing the same or similar functions described
herein. The present embodiments are therefore to be con-
sidered in all respects as illustrative and not restrictive.
Accordingly, the scope of the inventions can be established
by the appended claims rather than by the foregoing descrip-
tion. All changes which come within the meaning and range
of equivalency of the claims are therefore intended to be
embraced therein. Further, the individual elements of the
claims are not well-understood, routine, or conventional.
Instead, the claims are directed to the unconventional inven-
tive concept described in the specification.

2 <
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1. A system for managing an intermodal facility by
forecasting arrival times and accounting for delays, com-
prising:
a plurality of wireless beacons disposed proximate an
intermodal facility, the wireless beacons configured to
facilitate communication between a client and the sys-
tem;
a memory having a first database with a plurality of data,
thresholds, and specifications related to the intermodal
facility, at least one access point of the intermodal
facility, at least one client, and at least one cargo; and
a computer processor operably coupled to the memory
and capable of executing machine-readable instructions
to perform program steps, the program steps including:
detecting a client via at least one wireless beacon
disposed proximate an access point;

receiving, via the at least one wireless beacon, posi-
tional data of the client;

receiving identification information;

determining a location of the client;

calculating, via the processor, an average access point
delay;

determining an expected time of arrival using the
average access point delay and the location of the
client;

transmitting the expected time of arrival;

authenticating, in response to the client satisfying a
proximity threshold, the client or the identification
information via the computer processor; and

granting, in response to successful authentication of the
client or the identification information, entry permis-
sion, wherein granting entry permission includes
automatically operating at least one access control
barrier or gate to de-obstruct the at least one access
point of the intermodal facility to allow the client to
enter the intermodal facility.

2. The system of claim 1, wherein the program steps
further include:

receiving motion data of the client;

calculating, via the processor, an expected time until
approach using the positional data and the motion data;
and

using the expected time until approach, the average access
point delay, and the location of the client in determining
the expected time of arrival.

3. The system of claim 1, wherein the program steps

further include:

if one or more additional clients are within a geofence:
determining a number of additional clients; and
calculating an expected delay time using the average

access point delay and the number of additional
clients.

4. The system of claim 3, wherein the program steps
further include:

determining a number of operable access points; and

using the average access point delay, the number of
additional clients, and the number of operable access
points in calculating the expected delay time.

5. The system of claim 3, wherein the program steps

further include:

determining a time value indicating a duration that the
client satisfied the proximity threshold; and

adjusting the average access point delay with the time
value.
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6. The system of claim 1, wherein the program steps
further include:

transmitting a destination location;

determining at least one path to the destination location;

receiving positional data points of the client as the client

moves; and

comparing the positional data points to the at least one

path.

7. The system of claim 6, wherein the program steps
further include:

if the positional data points do not conform to the at least

one path:

generating, via the processor, a directional prompt.

8. The system of claim 1, wherein the program steps
further include updating the expected time of arrival.

9. The system of claim 1, wherein the plurality of wireless
beacons can triangulate locations of clients or other com-
ponents.

10. The system of claim 9, wherein the at least one
wireless beacon is used in establishing the proximity thresh-
old.

11-20. (canceled)

21. A method for managing facility access by forecasting
arrival times and accounting for delays, comprising:

detecting a client via at least one of a plurality of wireless

beacons disposed proximate an intermodal facility
access point, the wireless beacons configured to pro-
vide communication between the client and a proces-
sor;

receiving, via the at least one wireless beacon, positional

data of the client;

receiving identification information;

determining a location of the client;

calculating, via a processor, an average access point

delay;

determining an expected time of arrival using the average

access point delay and the location of the client;
transmitting the expected time of arrival;

if authenticating, in response to the client satisfying a

proximity threshold, the client or the identification

information via the computer processor; and

granting, in response to successful authentication of the
client or the identification information, entry permis-
sion, wherein granting entry permission includes
automatically operating at least one access control
barrier or gate to de-obstruct the at least one access
point of the intermodal facility to allow the client to
enter the intermodal facility.

22. The method of claim 21, further comprising:

receiving motion data of the client;

calculating, via the processor, an expected time until

approach using the positional data and the motion data;
and

using the expected time until approach, the average access

point delay, and the location of the client in determining
the expected time of arrival.

23. The method of claim 21, further comprising:

if one or more additional clients are within a geofence:

determining a number of additional clients; and

calculating an expected delay time using the average
access point delay and the number of additional clients.

24. The method of claim 23, wherein the program steps
further include:
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determining a number of operable access points; and

using the average access point delay, the number of

additional clients, and the number of operable access
points in calculating the expected delay time.

25. The method of claim 23, further comprising:

determining a time value indicating a duration that the

client satisfied the proximity threshold; and

adjusting the average access point delay with the time

value.

26. The method of claim 21, further comprising:

transmitting a destination location;

determining at least one path to the destination location;

receiving positional data points of the client as the client

moves; and

comparing the positional data points to the at least one

path.

27. The method of claim 26, further comprising:

if the positional data points do not conform to the at least

one path:

generating, via the processor, a directional prompt.

28. The method of claim 21, further comprising updating
the expected time of arrival.

29. The method of claim 21, wherein the plurality of
wireless beacons can triangulate locations of clients or other
components.

30. The method of claim 29, wherein the at least one
wireless communication beacon is used in establishing the
proximity threshold.
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