Title: A METHOD RELATING TO THE HANDLING OF TRANSACTIONS IN DATABASES

Abstract

The present invention relates to a method of handling the risk of a deadlock between simultaneous transactions (T1, T2) in a database (1). The method is based on allocating to respective objects (O1, O2) in the database (1) a lockout queue (L1, L2) in which transactions (T1, T2, T3, ..., T8) that request access to an object (O1, O2) are placed to await the access to said object of a preceding transaction. The handling procedure comprises going through, or perusing, the lockout queues (L1) belonging to different objects (O1) to detect so-called locking transactions (T1) that can cause a deadlock and, subsequent to detection, comparing said locking transaction with other transactions (T2, T6, T1, T7, T8) in other lockout queues (L2) therewith enabling the risk of deadlock between a first and a second transaction (T1, T2) that have both requested access to the same first and second object (O1, O2) to be detected. Combinations of transactions that are ongoing or active in the database and that, according to said comparison, can cause a deadlock are divided into locking and non-locking combinations respectively. Solely the detection of a locking combination will cause further action to be taken.
<table>
<thead>
<tr>
<th></th>
<th></th>
<th></th>
<th></th>
<th></th>
<th></th>
</tr>
</thead>
<tbody>
<tr>
<td>AL</td>
<td>Albania</td>
<td>ES</td>
<td>Spain</td>
<td>LS</td>
<td>Lesotho</td>
</tr>
<tr>
<td>AM</td>
<td>Armenia</td>
<td>FI</td>
<td>Finland</td>
<td>LT</td>
<td>Lithuania</td>
</tr>
<tr>
<td>AT</td>
<td>Austria</td>
<td>FR</td>
<td>France</td>
<td>LU</td>
<td>Luxembourg</td>
</tr>
<tr>
<td>AU</td>
<td>Australia</td>
<td>GA</td>
<td>Gabon</td>
<td>LV</td>
<td>Latvia</td>
</tr>
<tr>
<td>AZ</td>
<td>Azerbaijan</td>
<td>GB</td>
<td>United Kingdom</td>
<td>MC</td>
<td>Monaco</td>
</tr>
<tr>
<td>BA</td>
<td>Bosnia and Herzegovina</td>
<td>GE</td>
<td>Georgia</td>
<td>MD</td>
<td>Republic of Moldova</td>
</tr>
<tr>
<td>BB</td>
<td>Barbados</td>
<td>GH</td>
<td>Ghana</td>
<td>MG</td>
<td>Madagascar</td>
</tr>
<tr>
<td>BE</td>
<td>Belgium</td>
<td>GN</td>
<td>Gambia</td>
<td>MK</td>
<td>The former Yugoslav</td>
</tr>
<tr>
<td>BF</td>
<td>Burkina Faso</td>
<td>GR</td>
<td>Greece</td>
<td>ML</td>
<td>Mali</td>
</tr>
<tr>
<td>BG</td>
<td>Bulgaria</td>
<td>HU</td>
<td>Hungary</td>
<td>MN</td>
<td>Mongolia</td>
</tr>
<tr>
<td>BJ</td>
<td>Benin</td>
<td>IE</td>
<td>Ireland</td>
<td>MR</td>
<td>Mauritania</td>
</tr>
<tr>
<td>BR</td>
<td>Brazil</td>
<td>IL</td>
<td>Israel</td>
<td>MW</td>
<td>Malawi</td>
</tr>
<tr>
<td>BY</td>
<td>Belarus</td>
<td>IS</td>
<td>Iceland</td>
<td>MX</td>
<td>Mexico</td>
</tr>
<tr>
<td>CA</td>
<td>Canada</td>
<td>IT</td>
<td>Italy</td>
<td>NE</td>
<td>Niger</td>
</tr>
<tr>
<td>CF</td>
<td>Central African Republic</td>
<td>JP</td>
<td>Japan</td>
<td>NL</td>
<td>Netherland</td>
</tr>
<tr>
<td>CG</td>
<td>Congo</td>
<td>KE</td>
<td>Kenya</td>
<td>NO</td>
<td>Norway</td>
</tr>
<tr>
<td>CH</td>
<td>Switzerland</td>
<td>KG</td>
<td>Kyrgyzstan</td>
<td>NZ</td>
<td>New Zealand</td>
</tr>
<tr>
<td>CI</td>
<td>Côte d’Ivoire</td>
<td>KP</td>
<td>Democratic People’s</td>
<td>PL</td>
<td>Poland</td>
</tr>
<tr>
<td>CM</td>
<td>Cameroon</td>
<td>KR</td>
<td>Republic of Korea</td>
<td>PT</td>
<td>Portugal</td>
</tr>
<tr>
<td>CN</td>
<td>China</td>
<td>KZ</td>
<td>Kazakhstan</td>
<td>RO</td>
<td>Romania</td>
</tr>
<tr>
<td>CU</td>
<td>Cuba</td>
<td>LC</td>
<td>Saint Lucia</td>
<td>RU</td>
<td>Russian Federation</td>
</tr>
<tr>
<td>CZ</td>
<td>Czech Republic</td>
<td>LI</td>
<td>Liechtenstein</td>
<td>SD</td>
<td>Sudan</td>
</tr>
<tr>
<td>DE</td>
<td>Germany</td>
<td>LK</td>
<td>Sri Lanka</td>
<td>SE</td>
<td>Sweden</td>
</tr>
<tr>
<td>DK</td>
<td>Denmark</td>
<td>LR</td>
<td>Liberia</td>
<td>SG</td>
<td>Singapore</td>
</tr>
<tr>
<td>EE</td>
<td>Estonia</td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>SI</td>
<td>Slovenia</td>
<td>SK</td>
<td>Slovakia</td>
<td>SN</td>
<td>Senegal</td>
</tr>
<tr>
<td>SZ</td>
<td>Swaziland</td>
<td>TD</td>
<td>Chad</td>
<td>TG</td>
<td>Togo</td>
</tr>
<tr>
<td>TJ</td>
<td>Tajikistan</td>
<td>TM</td>
<td>Turkmenistan</td>
<td>TR</td>
<td>Turkey</td>
</tr>
<tr>
<td>TT</td>
<td>Trinidad and Tobago</td>
<td>UA</td>
<td>Ukraine</td>
<td>UG</td>
<td>Uganda</td>
</tr>
<tr>
<td>US</td>
<td>United States of America</td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>VU</td>
<td>Uzbekistan</td>
<td>VN</td>
<td>Viet Nam</td>
<td>YU</td>
<td>Yugoslavia</td>
</tr>
<tr>
<td>ZW</td>
<td>Zimbabwe</td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
</tbody>
</table>
A METHOD RELATING TO THE HANDLING OF TRANSACTIONS IN DATABASES

FIELD OF INVENTION

5 The present invention relates to a method of handling the risk of deadlock between mutually simultaneous transactions in a database.

DESCRIPTION OF THE BACKGROUND ART

10 When handling transactions in databases, it has long been known to allow a transaction that has been denied access to an object because of a lock from another transaction to wait until the locked object becomes available, by virtue of the completion of the transaction that locked the object.

When each of two transactions sets a lock on an object to which the other of said two transactions has requested access, each transaction must wait until access is available and none of the transactions will release its lock, therewith resulting in a deadlock.

A deadlock can be avoided or prevented in different ways.

25 It is known that respective objects have at least one lockout queue or line, in which the transactions desiring access to the object are placed. The transactions awaiting access to an object are apparent from the object lockout queue.

30 This lockout queue can be implemented in different ways, for instance in the form of a list or hash-table, and respective
objects may be allotted several lockout queues where different types of locks are placed in different queues.

For the sake of simplicity, the majority of the embodiments of the present invention include only one lockout queue for respective objects. The person skilled in this art, however, will understand that the present invention can also be implemented when several lockout queues are used.

The risk of a deadlock happening can be detected, by comparing the lockout queues for different objects. This comparison involves comparing all transactions present in an object lockout queue with those transactions present in the lockout queues for other objects in the database. If this comparison reveals that two transactions desire access to two (or more) common objects, then the risk of deadlock has been detected.

This may not necessarily mean that the situation will develop into a deadlock, since different time aspects with respect to when the different objects will be accessed by respective transactions, and the type of lock that is set on respective transactions on said different objects will decide whether or not the situation will develop into a deadlock situation.

The time aspect implies that a waiting time may depend on reasons other than a given transaction having caused a deadlock, such as a transaction must await access because of a deadlock caused by completely different transactions, or because of the time taken to carry out preceding transactions in the queue, or because the own access takes time to carry out, without resulting in deadlock.
One type of lock enables access to be achieved as a purely reading transaction, wherewith this transaction will set a so-called divided lock on the object and the object will therefore still be available for reading other transactions.

When the danger of a deadlock is detected, the danger can be avoided by executing different procedures.

These procedures can be divided mainly into two groups, deadlock detection and deadlock avoidance.

When deadlock is detected there is initiated a process in which it is established whether or not deadlock is actually possible, prior to one of the involved transactions being aborted.

A deadlock is avoided by aborting one of the involved transactions immediately the risk of deadlock is detected, without actually establishing whether or not a deadlock exists.

Different methods are known whereby it can be decided which transaction shall be permitted to continue and which transaction shall be aborted. Normally, transactions of higher priorities are given precedence over transactions of lower priority.

When a deadlock occurs between two transactions of mutually the same priority, the older transaction is continued and the younger transaction is aborted, providing that it is possible to decide which transaction is the youngest and which transaction is the oldest, for instance through time stamps.
The present invention is not dependent on the method used when detecting the risk of a deadlock. The implementation of such a method will not therefore be described in this document. Thus, reference is made in the following description solely to the implementation of a further action or procedure subsequent to detecting the risk of a deadlock.


It is also known to place all objects in a database in a numbered order relative to each other.

This can be achieved by placing all objects consecutively in a table, one after the other, even when the objects may be placed physically in another order in practice but interlinked in the consecutive order, for instance via a linked list.

For instance, when all tables in a database are given different numbers, table 1, table 2, table 3 and so on, all objects in the total database can be considered to lie in a number order relative to each other, in other words in the consecutive order in the table in combination with the table order.
A database organisation of this kind enables deadlock between two transactions to be prevented, and therewith completely avoided.

This is possible by allowing solely those transactions that are active or ongoing in the database to access relevant objects in number order. If such is the case, a first transaction can never lock a first object and then “back out” in order to access an earlier object in the number order, a second object, that has already been locked by a second transaction that, in turn, desires access to the first object, when the second object lies in front of the first object in the aforementioned number order.

In this case, waiting times may possibly occur, i.e. “standard” locking, but never a deadlock.

It will be observed that in the case of a database where each object is allotted a specific order in accordance with the foregoing, transactions that are implemented in accordance with this order and transactions that pay no regard to said order can both be implemented simultaneously. In order to distinguish between these transactions, transactions that pay regard to such an ordered list are described in the following as “strictly growing transactions” while transactions that pay no regard to such an ordered list are referred to as “non-strictly growing transactions”.

In a combination of the two methods, deadlock can occur immediately one transaction is a non-strictly growing transaction, but never between two strictly growing transactions.
It can also be mentioned that the difficulties encountered with monitoring a database with respect to deadlock are particularly significant in distributed databases.

The reader is referred to Principles of Distributed Database Systems by M. Tamer Özsu and Patrick Valduriez, ISBN 0-13-691643-0, for further information concerning database handling in general and deadlock and the handling of deadlock situations in particular.

SUMMARY OF THE INVENTION

TECHNICAL PROBLEMS

When considering the earlier standpoint of techniques as described above, it will be seen that a technical problem resides in the ability to reduce considerably the execution capacity required for monitoring the risk of deadlock in relation to the capacity required in the case of known technology, while maintaining security against deadlock between simultaneous transactions in the database.

Another technical problem resides in the ability to categorise transactions as so-called locking transactions, so as to enable locking and non-locking combinations of transactions to be readily distinguished from each other, by observing the category to which the concerned transactions belong.

Another technical problem is one of enabling combinations of transactions that are liable to cause a deadlock to be distinguished readily from combinations of transactions which
although requesting access to the same objects will not cause a deadlock, when comparing transactions present in different lockout queues.

Still another technical problem is one of distinguishing between transactions that cannot cause a deadlock regardless of any other transaction with which they may be combined and transactions that are able to result in deadlock in combination with certain other transactions, when going through a lockout queue.

Yet another technical problem is one of being able to distinguish between transactions that are unable to result in a deadlock situation in combination with certain other transactions and transactions that can cause a deadlock situation in combination with other transactions, when going through a lockout queue.

Still another technical problem is one of enabling combinations of transactions that cause a deadlock to be detected in a simple manner in conjunction with such transactions.

Another technical problem is one of enabling strictly growing transactions and non-strictly growing transactions to be used within one and the same database, and to be able to distinguish in said database between combinations of transactions that can cause a deadlock from combinations of transactions that are unable to cause a deadlock situation, regardless of whether the transactions are strictly growing or non-strictly growing.
Another technical problem is one of enabling the provision of different categorisations that depend on the particular attention that shall be paid to a transaction, such as attention to reading and writing transactions, simple and complex transactions, strictly growing and non-strictly growing transactions, where such attention can be paid individually or in selective combinations.

Yet another technical problem is one of enabling transactions to be labelled or marked so that they can be referred unambiguously to any category of transactions, whereby locking transaction combinations can be readily distinguished from non-locking transaction combinations.

Still another technical problem is one of enabling respective transactions in a lockout queue to be referred directly to the category concerned, in a simple and effective manner.

**SOLUTION**

With the intention of providing a solution to one or more of the aforesaid technical problems, the present invention takes as its starting point a method of dealing with the risk of deadlock between simultaneous transactions in a database, in which respective database objects are allocated at least one lockout queue, or line, in which transactions that request access to an object are placed in queues to await the access of preceding transactions to said object.

The handling procedure includes going through the transactions in lockout queues belonging to different objects, which shows whether or not there is a risk of a
first transaction causing deadlock with a second transaction when said transactions both request access to the same first and second objects.

On the basis of such a method, it is particularly proposed in accordance with the invention that the transactions that are active or ongoing in the database and capable of causing deadlock in combination with other transactions are characterised as locking transactions, that combinations of transactions active or ongoing in the database are divided into locking and non-locking combinations, and that only a detected locking combination results in further action.

Thus, when a non-locking combination is detected no further action is required on the part of the database. Execution work involving evaluation of a potential deadlock and a follow-up of these transactions need not be carried out, therewith reducing the execution work required in handling the risk of a deadlock situation.

There are many different ways of categorising transactions active within the database, for evaluating the risk of a deadlock.

One way is to divide the transactions into simple transactions, which are transactions that solely access one object in the database, and complex transactions, which are transactions that access two or more objects in the database.

In this case, complex transactions are so-called locking transactions, a locking combination is comprised of two complex transactions, and a non-locking combination is
comprised of a single transaction and some other transaction, regardless of whether this other transaction is a simple or complex transaction.

Transactions can also be divided into writing and reading transactions respectively, where writing transactions are so-called locking transactions, where a locking combination is comprised of a writing transaction and some other transaction regardless of whether this other transaction is a writing transaction or a reading transaction, and where a non-locking combination is comprised of two reading transactions.

The present invention also enables handling of a potential deadlock situation in a database in which both strictly growing and non-strictly growing transactions are simultaneously active or ongoing in the database.

According to the present invention, non-strictly growing transactions in such a database are so-called locking transactions, a locking combination is comprised of non-strictly growing transactions and some other transaction regardless of whether this other transaction is strictly growing or non-strictly growing, and a non-locking combination is comprised of two strictly growing transactions.

When handling a potential deadlock situation, it is possible in accordance with the present invention to take into account any arbitrary combination of the factors simple and complex transactions, reading and writing transactions and strictly growing and non-strictly growing transactions respectively. Those combinations that can result in locking and non-locking
combinations of transactions, and how, will be made apparent in the following description of preferred embodiments.

The combination that is most advantageous in a given case may depend on the specific database in which the present invention shall be implemented.

According to the present invention, the transactions active in the database, i.e. under implementation, are marked, or labelled, in accordance with the category to which they belong.

This is effected by allotting to respective transactions a so-called locking flag that is adapted to show whether or not the transaction can result in a deadlock in combination with another transaction.

This locking flag is allocated bits which are adapted to show whether the transaction is a simple or complex transaction, a reading or writing transaction, or a strictly growing or non-strictly growing transaction, all in accordance with the combinations used in the database concerned.

The present invention also enables the locking flag belonging to the transactions waiting in a lockout queue to be shown in the queue so as to enable the category affiliation to be seen directly in said queue, therewith further simplifying the comparison of lockout queues belonging to different objects.

According to the invention, the category affiliation can also be shown by allocating several lockout queues to respective objects, where the number of lockout queues for respective
12
objects equals the number of categories of transactions that are active in the database, and where a queue affiliation also shows the category affiliation of a transaction.

ADVANTAGES

The inventive method provides the advantages of greatly reducing the capacity required to execute handling of a potential deadlock situation between simultaneous transactions in relation to the capacity required by known techniques, while retaining security with respect to deadlock between simultaneous transactions in the database.

The present invention also enables both strictly growing and non-strictly growing transactions to be active simultaneously in one and the same database, where this combination enables the problems surrounding deadlock situations to be handled very efficiently.

The inventive method can also be applied to particular advantage in a distributed database.

The primary characteristic features of an inventive method are set forth in the characterising clause of the accompanying Claim 1.
The present invention will now be described in more detail with reference to an inventive method by way of example only, and also with reference to the accompanying drawings, in which

Figure 1 is a schematic illustration of a deadlock between a first and a second transaction;

Figure 2 is a schematic illustration of two objects with associated lockout queues in a first situation;

Figures 3a and 3b are respective illustrations of a matrix in which locking and non-locking combinations of transactions in accordance with a first embodiment can be derived;

Figures 4a and 4b are respective illustrations of a matrix wherein locking and non-locking combinations of transactions in accordance with a second embodiment can be derived;

Figures 5a, 5b and 5c are respective illustrations of a matrix in which locking and non-locking combinations of transactions according to a third embodiment can be derived;

Figures 6a and 6b are respective illustrations of a matrix in which locking and non-locking combinations of transactions can be derived in accordance with a fourth embodiment;

Figures 7a, 7b and 7c are respective illustrations of a matrix in which locking and non-locking combinations of transactions can be derived in accordance with a fifth embodiment;
Figures 8a, 8b, 8c and 8d are respective illustrations of a matrix in which locking and non-locking combinations of transactions can be derived in accordance with a sixth embodiment;

Figures 9a, 9b, 9c, 9d and 9e are respective illustrations of a matrix in which locking and non-locking combinations of transactions can be derived in accordance with a seventh embodiment;

Figure 10 is a schematic illustration of a transaction affiliated locking flag which shows the category affiliation of the transaction concerned;

Figures 11-17 are respective schematic illustrations of different embodiments of a locking flag according to Figure 10;

Figure 18 illustrates an example of a lockout queue in accordance with the present invention; and

Figure 19 illustrates schematically an object that has a plurality of different lockout queues, and shows the presentation of a category affiliation for transactions that wait in respective lockout queues.

**DETAILED DESCRIPTION OF EMBODIMENTS AT PRESENT PREFERRED**

Figure 1 illustrates two mutually different transactions active in a common database 1, i.e. a first transaction T1 and a second transaction T2. The database includes a number
of different objects, wherewith the Figure shows a first object O1 and a second object O2.

The first transaction T1 has access to the first object O1, as shown by a full line. Correspondingly, the second transaction T2 has access to the second object O2.

The first transaction T1 also requests access to the second object O2, as shown with a broken line, and the second transaction T2 requests access to the first object O1, as also shown with a broken line.

In the illustrated example, the first transaction is a writing transaction, or a changing transaction, meaning that no other transactions are offered access to the first object O1 until the first transaction T1 is finished with the first object O1. Because the first transaction is a writing transaction, the transaction cannot be given access to any other object, such as the second object O2, while some other transaction, such as the second transaction T2, has access to this object. The two transactions T1, T2 will therefore wait for each other and the lock cannot be released. This is a deadlock situation.

This illustrates that a deadlock can occur between two different transactions. It should be mentioned, however, that a deadlock can also occur between three or more transactions where, e.g., a first transaction waits for a second transaction, said second transaction waits for a third transaction, and said third transaction waits for the first transaction. In order to simplify the following description by way of example, only the relationship between two
different transactions and the manner in which these
transactions can cause a deadlock situation will be
described. The person skilled in this art, however, will
realise how the present invention can be applied in general
situations in which more than two transactions can mutually
lockout each other.

Figure 2 shows respective objects O1, O2 allocated to a
respective lockout queue L1, L2, in which said transactions
wait for access to the object.

The queue L1 includes a number of different positions L1,
L11, L12, L13, L14, where one position L10 shows the
transaction T1 that has access to the object O1 at that
moment in time, with further transactions T3, T4, T2, T5
waiting in other positions L11, L12, L13, L14. In the
illustrated case, the second transaction T2 is listed in the
third queue position L13 for the first object O1, this second
transaction also being the transaction that accesses the
second object O2 at that moment in time. Correspondingly, the
first transaction T1 is shown in the second position L22 of
the lockout queue L2 for the second object O2.

The danger of a deadlock occurring between the first
transaction T1 and the second transaction T2 can be predicted
before the situation actually results in a deadlock. A
comparison of the queues L1, L2 for access to the two objects
O1, O2 will show that the transactions T1, T2 which at that
moment have access to a respective object O1 or O2 also wait
in the queue for access to the other of said objects.
A queue comparison begins with comparing the content of, or the transaction located in, the first position L10 of a queue L1 with the contents of the positions in lockout queues belonging to all second objects in the database. Such comparisons are continuously ongoing and demand a certain execution capacity on the part of the database.

Although the situation shown in Figure 2 has possibly not yet developed into a deadlock situation, the danger of a deadlock has been detected and it is possible to act in accordance with the detected deadlock situation or to avoid deadlock in accordance with known technology. However, the present invention does not rely on the process employed when the danger of deadlock has been detected, and consequently such procedures will not be described in this document.

A detected risk a possible deadlock not necessarily result in a deadlock, since it is not certain that the transactions T1, T2 concerned will lock the object O1, O2 against each other or against some other transaction. For instance, the transactions may be reading transactions and therewith permit another reading transaction simultaneous access to the object.

The present invention proposes a method of handling the risk of a deadlock between simultaneous transactions in a database, comprising the step of going through the lockout queue L1 for the first object O1 in which different transactions T1, T3, T4, T2, T5 are located in positions L10, L11, L12, L13, L14 belonging to the queue L1. Certain of these transactions can result in deadlock in combination with other transactions in other lockout queues. These
transactions are designated locking transactions in accordance with the present invention. Certain other transactions will never cause a deadlock, or participate in the occurrence of a deadlock.

The present invention enables it to be shown which transactions in combination with certain other transactions can result in a deadlock situation.

When going through a lockout queue and detecting a locking transaction in the process, this transaction shall be compared with other transactions in other lockout queues in order to evaluate whether these transactions together will constitute a so-called locking transaction combination or a non-locking transaction combination.

Solely the detection of a locking combination will cause further action to be taken in accordance with the invention, for instance action according to what has earlier been described under the heading “Description of the Background Art”.

This greatly simplifies the handling of a deadlock risk, since a comparison between several transactions need only be made when a locking transaction has been detected, and further action is only commenced when a locking transaction is detected and when this locking transaction forms a locking combination with some other transaction.

The transactions active in a database can be categorised in different ways, i.e. ways which show whether a transaction can be considered to be a locking transaction or not. A
number of such categories will be illustrated in the following description, together with how combinations thereof can provide a simplified procedure in making comparisons between different lockout queues. Combinations of transactions that relate to different categories will be divided into locking and non-locking combinations respectively.

By a locking combination is meant in this description a combination of two transactions which will result in a deadlock if they both request access to one and the same object. By a non-locking combination is meant in this description a combination of two transactions which will not result in a deadlock if they both request access to one and the same object, even when one transaction is a so-called locking transaction, and which combination does not require any further action to be taken.

According to a third embodiment of the present invention, transactions can be divided into simple transactions AT and complex transactions BT respectively, where simple transactions AT are comprised of transactions which solely access one object in the database, and where complex transactions BT comprise transactions that access two or more objects in the database.

As will be seen from Figure 3, that in this embodiment complex transactions BT constitute so-called locking transactions, that a locking combination, referenced X in the Figures, is comprised of two complex transactions BT (Figure 3a), and that a non-locking combination, referenced "-" in the Figures, is comprised of a simple transaction AT and some
other transaction, regardless of whether this other transaction is a simple transaction AT or a complex transaction BT (Figure 3b).

According to a second embodiment of the present invention, transactions can be divided into locking transactions CT or writing transactions DT respectively.

It will be understood that by locking transactions is meant non-changing transactions that place a divided lock on objects concerned and that therewith permit other non-changing transactions simultaneous access to said objects, and that by writing transactions is meant changing transactions that place an exclusive lock on the objects concerned and that therewith do not permit any other transaction simultaneous access to the object concerned.

According to the Figure 4 embodiment, writing transactions DT are so-called locking transactions, a locking combination is comprised of a writing transaction DT and some other transaction, regardless of whether this other transaction is a locking transaction CT or a writing transaction DT (Figure 4a), and that a non-locking combination is comprised of two reading transactions CT (Figure 4b).

According to a third proposed embodiment of the present invention, the transactions can be divided into a combination of simple transactions AT and complex transactions BT respectively, and reading transactions CT and writing transactions DT respectively.
As will be apparent from Figure 5, that in the case of such combinations both complex transactions BT and writing transactions DT form so-called locking transactions, that a locking combination is comprised of a complex writing transaction BDT and a complex transaction BT regardless of whether this latter transaction is a writing transaction DT or a reading transaction CT (Figure 5a), and that a non-locking combination is comprised of a simple transaction AT, regardless of whether this transaction is a reading transaction CT or a writing transaction DT, and some other transaction, regardless of whether this other transaction is a reading transaction CT, a writing transaction BT, a simple transaction AT or a complex transaction BT (Figure 5b), or is comprised of two complex reading transactions BCT (Figure 5c).

According to a fourth proposed embodiment of the present invention, handling of the risk of a deadlock occurring may also include strictly growing transactions that can never cause a deadlock with each other. However, a deadlock may nevertheless occur between mutually non-strictly growing transactions and between a strictly growing transaction and a non-strictly acting transaction.

According to this embodiment, transactions may be divided into strictly growing transactions ET and non-strictly growing transactions FT.

This embodiment is illustrated in Figure 6, from which it will be seen that non-strictly growing transactions FT form so-called locking transactions, that a locking combination is comprised of a non-strictly growing transaction FT and some
other transaction regardless of whether this other
transaction is a strictly growing transaction ET or a non-
strictly growing transaction FT (Figure 6a), and that a non-
locking combination is comprised of two strictly growing
transactions ET (Figure 6b).

According to a proposed fifth embodiment of the present
invention, the transactions may be divided into a combination
of strictly growing transactions ET and non-strictly growing
transactions FT and simple transactions AT and complex
transactions BT respectively.

It will be apparent from Figure 7 that in such a combination
both complex transactions BT and non-strictly growing
transactions FT form so-called locking transactions, that a
locking combination is comprised of a complex non-strictly
growing transaction BFT and a complex transaction BT,
regardless of whether this complex transaction BT is a
strictly growing transaction ET or a non-strictly growing
transaction FT (Figure 7a), and that a non-locking
combination is comprised of a simple transaction AT,
regardless of whether it is a strictly growing transaction ET
or a non-strictly growing transaction FT, and some other
transaction, regardless of whether this other transaction is
a simple transaction AT, a complex transaction BT, a strictly
growing transaction ET or a non-strictly growing transaction
FT (Figure 7b), or is comprised of two strictly growing
transactions ET regardless of whether these are simple or
complex transactions (Figure 7c).

According to a proposed sixth embodiment of the present
invention, transaction can be divided into a combination of
locking transactions CT and writing transactions DT, and of
strictly growing transactions ET and non-strictly growing
transactions FT.

It will be apparent from Figure 8 that writing transactions
DT and non-strictly growing transactions FT both form so-
called locking transactions, that a locking combination is
comprised of a writing non-strictly growing transaction DFT
and some other transaction, regardless of whether this other
transaction is a reading transaction CT, a writing
transaction DT, a strictly growing transaction ET or a non-
strictly growing transaction FT (Figure 8a), or is comprised
of a writing strictly growing transaction DT and a reading
non-strictly growing transaction CFT (Figure 8b), and that a
non-locking combination is comprised of two reading
transactions CT, regardless of whether these transactions are
strictly growing transactions ET or non-strictly growing
transactions FT (Figure 8c), or is comprised of two strictly
growing transactions ET regardless of whether these
transactions are locking transactions CT or writing
transactions DT (Figure 8d).

According to a proposed seventh embodiment of the present
invention, the transactions may be divided into a combination
of simple transactions AT and complex transactions BT
respectively, reading transactions CT and writing
transactions DT respectively, and strictly growing
transactions ET and non-strictly growing transactions FT
respectively.

It will be apparent from Figure 9 that in such a transaction
category combination complex transactions BT, writing
transactions DT and non-strictly growing transactions FT all form so-called locking transactions, that a locking combination is comprised of a complex writing, non-strictly growing transaction BDFT and a complex transaction BT, regardless of whether this complex transaction is a reading transaction CT, a writing transaction DT, a strictly growing transaction ET or a non-strictly growing transaction FT (Figure 9a), or is comprised of a complex, writing, strictly growing transaction BDEFT and a complex reading, non-strictly growing transaction BCFT (Figure 9b), and that a non-locking combination is comprised of a simple transaction AT in combination with some other transaction regardless of whether this other transaction is a reading transaction CT, a writing transaction DT, a strictly growing transaction ET or a non-strictly growing transaction FT (Figure 9c), or is comprised of two strictly growing transactions ET regardless of whether these transactions are reading transactions CT, writing transactions DT, simple transactions AT or complex transactions BT (Figure 9d) or is comprised of two complex reading transactions BCT, regardless of whether these are strictly growing transactions ET or non-strictly growing transactions FT (Figure 9e).

Simple transactions are not shown in Figure 9 as strictly growing and non-growing transactions, since these transactions are strictly growing by definition.

It will be obvious to the person skilled in this art that when the transactions can be categorised in accordance with other criteria than those shown here, locking and non-locking combinations can also be formed solely according to such categories or in combination with other categories in
accordance with the present invention, and it will be understood that the categories and the category combinations illustrated in this document are only proposed embodiments of the present invention.

With the intention of marking or labelling respective transactions with a category affiliation, it is proposed in accordance with the invention (Figure 10) to allocate to respective transactions a so-called locking flag 2 which is adapted to show whether or not a transaction can cause a deadlock in combination with another transaction. It will be apparent from the Figure that a transaction 3 can be said, in simple terms, to include a main part 31, a command part 32 and a variable part 33. In the illustrated case, the locking flag 2 is allocated a position in the main part 31 of the transaction.

This locking flag may include different numbers of bits, depending on the category affiliation or affiliations that need to be represented.

When the transactions are divided into simple transactions AT and complex transactions BT, it is proposed in accordance with the invention (according to Figure 11) that the locking flag 2 includes a first bit 21 which is allocated a first logic value for simple transactions AT and a second logic value for complex transactions BT.

When the transactions are divided into respective reading transactions CT and writing transactions DT, it is proposed in accordance with the invention (Figure 12) that the locking flag includes a second bit 22 which is allocated a first
logic value for reading transactions CT and a second logic value for writing transactions DT.

When the transactions are divided into respective simple transactions AT and complex transactions BT and respective reading transactions CT and writing transactions DT, it is proposed in accordance with the invention (Figure 13) that the flag includes a first bit 21 and a second bit 22, where the first bit 21 is allocated a first logic value for simple transactions AT and a second logic value for complex transactions BT, and where the second bit 22 is allocated a first logic value for locking transactions CT and a second logic value for writing transactions DT.

When the transactions are divided into respective strictly growing transactions ET and non-strictly growing transactions FT, it is proposed in accordance with the invention (Figure 14) that the flag includes a third bit 23 which is allocated a first logic value for strictly growing transactions ET and a second logic value for non-strictly growing transactions FT.

When the transactions are divided into respective simple transactions AT and complex transactions BT and into respective strictly growing transactions ET and non-strictly growing transactions FT, it is proposed in accordance with the invention (Figure 15) that the flag includes a first bit 21 and a third bit 23, where the first bit 21 is allocated a first logic value for simple transactions AT and a second logic value for complex transactions BT, and where the third bit 23 is allocated a first logic value for
strictly growing transactions ET and a second logic value for non-strictly growing transactions FT.

When the transactions are divided into respective reading transactions ET and writing transactions DT and respective strictly growing transactions ET and non-strictly growing transactions FT, it is proposed in accordance with the invention (Figure 16) that the flag will include a second bit 22 and a third bit 23, where the second bit 22 is allocated a first logic value for reading transactions CT and a second logic value for writing transactions DT, and where the third bit 23 is allocated a first logic value for strictly growing transactions ET and a second logic value for non-strictly growing transactions FT.

When the transactions are divided into respective simple transactions AT and complex transactions BT, respective reading transactions CT and writing transactions DT, and respective strictly growing transactions ET and non-strictly growing transactions FT, it is proposed in accordance with the invention (Figure 17) that the flag will include a first bit 21, a second bit 22 and a third bit 23, where the first bit 21 is allocated a first logic value for simple transactions AT and a second logic value for complex transactions BT, where the second bit 22 is allocated a first logic value for reading transactions CT and a second logic value for writing transactions DT, and where the third bit 23 is allocated a first logic value for strictly growing transactions ET and a second logic value for non-strictly growing transactions FT.
Figure 18 shows the locking flag $2_t^2$, $2_t^3$, $2_t^4$, $2_t^5$ belonging to the transactions T2, T3, T4, T5 waiting in a lockout queue L1 located in the lockout queue L1, which enables the category affiliation to be seen directly in the queue and that certain waiting transactions need not be compared with other transactions, since certain transactions, such as simple transactions, will never result in a deadlock in accordance with the present invention.

Category affiliation can also be indicated by allotting a plurality of lockout queues for respective objects.

Figure 9 illustrates an object O3 that has a plurality of different lockout queues L31, L32, L33, ..., L3n. One transaction T10 has accessed the object O3 and other transactions T11, T12, T13, ..., T19 wait in different lockout queues, or lines, L31, L32, L33, ..., L3n to obtain access to the object O3. In this particular embodiment, the number of queues (n) for respective objects is equal to the number of categories of transactions that are active in the database, and the queue affiliation shows the category affiliation of respective transactions T11, T12, T13, ..., T19.

As earlier described, transactions that belong to the same or different categories may cause a deadlock.

The queue affiliation, or category affiliation, thus shows whether or not a transaction can be considered a locking transaction and whether or not this transaction can cause a deadlock in combination with another transaction.
These categories can include combinations of simple and complex transactions, reading and writing transactions, and/or strictly growing and non-strictly growing transactions. It will also be understood that these categories have been given by way of example only and that other characters not mentioned in this description can also be represented through the medium of different lockout queues.

It will also be understood that the invention is not restricted to the aforedescribed and illustrated exemplifying embodiment thereof and that modifications can be made within the scope of the inventive concept as defined in the following Claims.
CLAIMS

1. A method of handling the risk of a deadlock between simultaneous transactions in a database, in which respective objects in said database are allocated at least one lockout queue in which transactions that have requested access to an object are placed and there await the access of a preceding transaction to said object, and in which said handling procedure includes perusing the transactions present in said lockout queues, characterised in that a transaction active or ongoing in said database can be categorised as a locking transaction, that a locking transaction can cause a deadlock in combination with one or more other transactions, that combinations of a locking transaction and one or more other transactions are categorised as locking combinations and non-locking combinations respectively, that a non-locking combination never results in a deadlock, that a locking combination can result in a deadlock, that the detection of a locking transaction results in a further perusal of said locking queues, that in said further perusal said locking transaction is compared with transactions that are affiliated to said lockout queues in order to establish whether or not said combination of transactions constitutes a locking or a non-locking combination, and in that solely the detection of a locking combination results in further action.

2. A method according to Claim 1, characterised in that said transactions are divided into simple and complex transactions respectively; in that simple transactions are comprised of transactions that access only one object in the database; in that complex transactions are comprised of transactions that access two or more objects in said
database; in that said complex transactions constitute said locking transactions; in that said locking combination is comprised of two complex transactions; and in that said non-locking combination is comprised of a simple transaction and some other transaction, regardless of whether this other transaction is a simple or a complex transaction.

3. A method according to Claim 1, characterised in that said transactions are divided into writing and reading transactions respectively; in that said writing transactions constitute said locking transactions; in that said locking combination is comprised of a writing transaction and some other transaction regardless of whether this other transaction is a reading or writing transaction; and in that said non-locking combination is comprised of two reading transactions.

4. A method according to Claim 1, characterised in that said transactions are divided into simple and complex transactions respectively, and into reading and writing transactions respectively; in that simple transactions are comprised of transactions that solely access one object in said database; in that complex transactions are comprised of transactions that access two or more objects in said database; in that said complex transactions and said writing transactions constitute said locking transactions; in that said locking combination is comprised of a complex writing transaction and a complex transaction regardless of whether this latter transaction is a writing or a reading transaction; and in that said non-locking combination is comprised of a simple transaction regardless of whether this transaction is a reading or a writing transaction, and some
other transaction regardless of whether this other transaction is a reading, a writing, a simple or a complex transaction or is comprised of two complex reading transactions.

5. A method according to Claim 1 in which strictly growing and non-strictly growing transactions are both active simultaneously in said database, characterised in that said non-strictly growing transactions constitute said locking transactions; in that said locking combination is comprised of a non-strictly growing transaction and some other transaction, regardless of whether this other transaction is a strictly growing transaction or a non-strictly growing transaction; and in that said non-locking combination is comprised of two strictly growing transactions.

6. A method according to Claim 1 in which strictly growing and non-strictly growing transactions are active simultaneously in said database, characterised in that said transactions are divided into respective simple and complex transactions and into respective strictly growing and non-strictly growing transactions; in that simple transactions are comprised of transactions that solely access one object in said database; in that complex transactions are comprised of transactions that access two or more objects in said database; in that said complex transactions and said non-strictly growing transactions constitute said locking transactions; in that said locking combination is comprised of a complex non-strictly growing transaction and a complex transaction regardless of whether this latter transaction is strictly growing or non-strictly growing; and in that said non-locking combination is comprised of a simple transaction
regardless of whether this simple transaction is strictly
growing or non-strictly growing, and some other transaction
regardless of whether this other transaction is a simple,
complex, strictly growing or non-strictly growing
transaction, or two strictly growing transactions regardless
of whether they are simple or complex transactions.

7. A method according to Claim 1 in which strictly growing
and non-strictly growing transactions are active
simultaneously in said database, characterised in that said
transactions are divided into reading and writing
transactions respectively and into strictly growing and non-
strictly growing transactions respectively; in that said
writing transactions and said non-strictly growing
transactions constitute said locking transactions; in that
said locking combination is comprised of a writing, non-
strictly growing transaction and some other transaction,
regardless of whether this other transaction is a reading,
writing, strictly growing or non-strictly growing or writing,
strictly growing transaction and a reading non-strictly
growing transaction; and in that said non-locking combination
is comprised of two reading transactions regardless of
whether said transactions are strictly growing or non-
strictly growing transactions, or two strictly growing
transactions regardless of whether these transactions are
reading or writing transactions.

8. A method according to Claim 1 in which strictly growing
and non-strictly growing transactions are active
simultaneously in said database, characterised in that said
transactions are divided into respective simple and complex
transactions, into respective reading and writing
transactions, and into respectively strictly growing and non-
strictly growing transactions; in that simple transactions
are comprised of transactions that solely access one object
in said database; in that complex transactions are comprised
of transactions that access two or more objects in said
database; in that said complex transactions, writing
transactions and non-strictly growing transactions constitute
said locking transactions; in that said locking combination
is comprised of a complex writing, non-strictly growing
transaction and a complex transaction regardless of whether
this transaction is a reading, writing, strictly growing or
non-strictly growing or a complex writing, strictly growing
transaction and a complex reading, non-strictly growing
transaction; and in that said non-locking combination is
comprised of a simple transaction in combination with some
other transaction regardless of whether this other
transaction is a writing, reading, strictly growing or non-
strictly growing transaction, or two strictly growing
transactions regardless of whether these transactions are
locking, writing, simple or complex transactions, or of two
complex reading transactions regardless of whether these
transactions are strictly growing or non-strictly growing
transactions.

9. A method according to Claim 1, characterised in that
said transactions are allotted a so-called locking flag; and
in that said locking flag is adapted to indicate whether or
not said transaction can cause a deadlock in combination with
some other transaction.

10. A method according to Claims 2 and 9, characterised in
that said flag includes a first bit; and in that said first
bit is allocated a first logic value for simple transactions and a second logic value for complex transactions.

11. A method according to Claims 3 and 9, **characterised in** that said flag includes a second bit; and in that said second bit is allocated a first logic value for reading transactions and a second logic value for writing transactions.

12. A method according to Claims 4 and 9, **characterised in** that said flag includes a first bit and a second bit; and in that said first bit is allocated a first logic value for simple transactions and a second logic value for complex transactions; and in that said second bit is allocated a first logic value for reading transactions and a second logic value for writing transactions.

13. A method according to Claims 5 and 9, **characterised in** that said flag includes a third bit; and in that said third bit is allocated a first logic value for strictly growing transactions and a second logic value for non-strictly growing transactions.

14. A method according to Claims 6 and 9, **characterised in** that said flag includes a first bit and a third bit; in that said first bit is allocated a first logic value for simple transactions and a second logic value for complex transactions; and in that said third bit is allocated a first logic value for strictly growing transactions and a second logic value for non-strictly growing transactions.

15. A method according to Claims 7 and 9, **characterised in** that said flag includes a second bit and a third bit; in that
said second bit is allocated a first logic value for reading transactions and a second logic value for writing transactions; and in that said third bit is allocated a first logic value for strictly growing transactions and a second logic value for non-strictly growing transactions.

16. A method according to Claims 8 and 9, characterised in that said flag includes a first bit, a second bit and a third bit; in that said first bit is allocated a first logic value for simple transactions and a second logic value for complex transactions; in that said second bit is allocated a first logic value for reading transactions and a second logic value for writing transactions; and in that said third bit is allocated a first logic value for strictly growing transactions and second logic value for non-strictly growing transactions.

17. A method according to any one of Claims 9 to 16, characterised in that said flag is shown in said lockout queue.

18. A method according to any one of Claims 1 to 8 in which said object is allocated a plurality of lockout queues, characterised in that the number of lockout queues for respective objects is equal to a number of categories of transactions active in the database, where transactions belonging to the same or different categories cause a deadlock; and in that said queue affiliation or category affiliation indicates whether or not a transaction is able to cause a deadlock in combination with another transaction.
19. A method according to Claim 18, characterised in that said categories include combinations of simple and complex transactions, reading and writing transactions, and/or strictly growing and non-strictly growing transactions respectively.
Fig. 4a.

Fig. 4b.

Fig. 5a.

Fig. 5b.

Fig. 5c.
### Fig. 6a.

<table>
<thead>
<tr>
<th>ET</th>
<th>FT</th>
</tr>
</thead>
<tbody>
<tr>
<td>ET</td>
<td>X</td>
</tr>
<tr>
<td>FT</td>
<td>X</td>
</tr>
</tbody>
</table>

### Fig. 6b.

<table>
<thead>
<tr>
<th>AET</th>
<th>AFT</th>
<th>BET</th>
<th>BFT</th>
</tr>
</thead>
<tbody>
<tr>
<td>AET</td>
<td>-</td>
<td>-</td>
<td>-</td>
</tr>
<tr>
<td>AFT</td>
<td>-</td>
<td>-</td>
<td>-</td>
</tr>
<tr>
<td>BET</td>
<td>-</td>
<td>-</td>
<td>X</td>
</tr>
<tr>
<td>BFT</td>
<td>-</td>
<td>X</td>
<td>X</td>
</tr>
</tbody>
</table>

### Fig. 7a.

<table>
<thead>
<tr>
<th>AET</th>
<th>AFT</th>
<th>BET</th>
<th>BFT</th>
</tr>
</thead>
<tbody>
<tr>
<td>AET</td>
<td>-</td>
<td>-</td>
<td>-</td>
</tr>
<tr>
<td>AFT</td>
<td>-</td>
<td>-</td>
<td>-</td>
</tr>
<tr>
<td>BET</td>
<td>-</td>
<td>-</td>
<td>X</td>
</tr>
<tr>
<td>BFT</td>
<td>-</td>
<td>X</td>
<td>X</td>
</tr>
</tbody>
</table>

### Fig. 7b.

<table>
<thead>
<tr>
<th>AET</th>
<th>AFT</th>
<th>BET</th>
<th>BFT</th>
</tr>
</thead>
<tbody>
<tr>
<td>AET</td>
<td>-</td>
<td>-</td>
<td>-</td>
</tr>
<tr>
<td>AFT</td>
<td>-</td>
<td>-</td>
<td>-</td>
</tr>
<tr>
<td>BET</td>
<td>-</td>
<td>-</td>
<td>X</td>
</tr>
<tr>
<td>BFT</td>
<td>-</td>
<td>X</td>
<td>X</td>
</tr>
</tbody>
</table>

### Fig. 7c.
### Fig. 8a.

<table>
<thead>
<tr>
<th></th>
<th>CET</th>
<th>CFT</th>
<th>DET</th>
<th>DFT</th>
</tr>
</thead>
<tbody>
<tr>
<td>CET</td>
<td>-</td>
<td>-</td>
<td>-</td>
<td>X</td>
</tr>
<tr>
<td>CFT</td>
<td>-</td>
<td>-</td>
<td>X</td>
<td>X</td>
</tr>
<tr>
<td>DET</td>
<td>-</td>
<td>X</td>
<td>-</td>
<td>X</td>
</tr>
<tr>
<td>DFT</td>
<td>X</td>
<td>X</td>
<td>X</td>
<td>X</td>
</tr>
</tbody>
</table>

### Fig. 8b.

<table>
<thead>
<tr>
<th></th>
<th>CET</th>
<th>CFT</th>
<th>DET</th>
<th>DFT</th>
</tr>
</thead>
<tbody>
<tr>
<td>CET</td>
<td>-</td>
<td>-</td>
<td>-</td>
<td>X</td>
</tr>
<tr>
<td>CFT</td>
<td>-</td>
<td>-</td>
<td>X</td>
<td>X</td>
</tr>
<tr>
<td>DET</td>
<td>-</td>
<td>X</td>
<td>-</td>
<td>X</td>
</tr>
<tr>
<td>DFT</td>
<td>X</td>
<td>X</td>
<td>X</td>
<td>X</td>
</tr>
</tbody>
</table>

### Fig. 8c.

<table>
<thead>
<tr>
<th></th>
<th>CET</th>
<th>CFT</th>
<th>DET</th>
<th>DFT</th>
</tr>
</thead>
<tbody>
<tr>
<td>CET</td>
<td>-</td>
<td>-</td>
<td>-</td>
<td>X</td>
</tr>
<tr>
<td>CFT</td>
<td>-</td>
<td>-</td>
<td>X</td>
<td>X</td>
</tr>
<tr>
<td>DET</td>
<td>-</td>
<td>X</td>
<td>-</td>
<td>X</td>
</tr>
<tr>
<td>DFT</td>
<td>X</td>
<td>X</td>
<td>X</td>
<td>X</td>
</tr>
</tbody>
</table>

### Fig. 8d.

<table>
<thead>
<tr>
<th></th>
<th>CET</th>
<th>CFT</th>
<th>DET</th>
<th>DFT</th>
</tr>
</thead>
<tbody>
<tr>
<td>CET</td>
<td>-</td>
<td>-</td>
<td>-</td>
<td>X</td>
</tr>
<tr>
<td>CFT</td>
<td>-</td>
<td>-</td>
<td>X</td>
<td>X</td>
</tr>
<tr>
<td>DET</td>
<td>-</td>
<td>X</td>
<td>-</td>
<td>X</td>
</tr>
<tr>
<td>DFT</td>
<td>X</td>
<td>X</td>
<td>X</td>
<td>X</td>
</tr>
</tbody>
</table>
### Fig. 9a.

<table>
<thead>
<tr>
<th></th>
<th>BCET</th>
<th>BDET</th>
</tr>
</thead>
<tbody>
<tr>
<td>ACT</td>
<td>-</td>
<td>-</td>
</tr>
<tr>
<td>ADT</td>
<td>-</td>
<td>-</td>
</tr>
<tr>
<td>BCET</td>
<td>-</td>
<td>-</td>
</tr>
<tr>
<td>BCFT</td>
<td>-</td>
<td>-</td>
</tr>
<tr>
<td>BDET</td>
<td>-</td>
<td>-</td>
</tr>
<tr>
<td>BDFT</td>
<td>-</td>
<td>-</td>
</tr>
</tbody>
</table>

### Fig. 9b.

<table>
<thead>
<tr>
<th></th>
<th>BCET</th>
<th>BDET</th>
</tr>
</thead>
<tbody>
<tr>
<td>ACT</td>
<td>-</td>
<td>-</td>
</tr>
<tr>
<td>ADT</td>
<td>-</td>
<td>-</td>
</tr>
<tr>
<td>BCET</td>
<td>-</td>
<td>-</td>
</tr>
<tr>
<td>BCFT</td>
<td>-</td>
<td>-</td>
</tr>
<tr>
<td>BDET</td>
<td>-</td>
<td>-</td>
</tr>
<tr>
<td>BDFT</td>
<td>-</td>
<td>-</td>
</tr>
<tr>
<td></td>
<td>BCET</td>
<td>ADT</td>
</tr>
<tr>
<td>-------</td>
<td>--------</td>
<td>--------</td>
</tr>
<tr>
<td>ACT</td>
<td>-</td>
<td>-</td>
</tr>
<tr>
<td>ADT</td>
<td>-</td>
<td>-</td>
</tr>
<tr>
<td>BCET</td>
<td>-</td>
<td>-</td>
</tr>
<tr>
<td>BCFT</td>
<td>-</td>
<td>-</td>
</tr>
<tr>
<td>BDET</td>
<td>-</td>
<td>-</td>
</tr>
<tr>
<td>BDFT</td>
<td>-</td>
<td>X</td>
</tr>
</tbody>
</table>

Fig. 9c.

<table>
<thead>
<tr>
<th></th>
<th>BCET</th>
<th>ADT</th>
<th>BCFT</th>
<th>BDFT</th>
</tr>
</thead>
<tbody>
<tr>
<td>ACT</td>
<td>-</td>
<td>-</td>
<td>-</td>
<td>-</td>
</tr>
<tr>
<td>ADT</td>
<td>-</td>
<td>-</td>
<td>-</td>
<td>-</td>
</tr>
<tr>
<td>BCET</td>
<td>-</td>
<td>-</td>
<td>-</td>
<td>-</td>
</tr>
<tr>
<td>BCFT</td>
<td>-</td>
<td>-</td>
<td>-</td>
<td>X</td>
</tr>
<tr>
<td>BDET</td>
<td>-</td>
<td>-</td>
<td>X</td>
<td>-</td>
</tr>
<tr>
<td>BDFT</td>
<td>-</td>
<td>X</td>
<td>X</td>
<td>X</td>
</tr>
</tbody>
</table>

Fig. 9d.
<table>
<thead>
<tr>
<th></th>
<th>BCET</th>
<th></th>
<th></th>
<th>BDET</th>
</tr>
</thead>
<tbody>
<tr>
<td>ACT</td>
<td>-</td>
<td>-</td>
<td>-</td>
<td>-</td>
</tr>
<tr>
<td>ADT</td>
<td>-</td>
<td>-</td>
<td>-</td>
<td>-</td>
</tr>
<tr>
<td>BCET</td>
<td>-</td>
<td>-</td>
<td>-</td>
<td>-</td>
</tr>
<tr>
<td>BCFT</td>
<td>-</td>
<td>-</td>
<td>-</td>
<td>-</td>
</tr>
<tr>
<td>BDET</td>
<td>-</td>
<td>-</td>
<td>-</td>
<td>X</td>
</tr>
<tr>
<td>BDFT</td>
<td>-</td>
<td>-</td>
<td>X</td>
<td>X</td>
</tr>
</tbody>
</table>

Fig. 9e.

Fig. 10.

Fig. 11.

Fig. 12.

Fig. 13.

Fig. 14.
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