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SERVER BASED DISTRIBUTED SECURITY 
SYSTEM 

CROSS REFERENCE TO RELATED 
APPLICATION 

This application is related to commonly-owned, co-pend 
ing U.S. patent application Ser. No. 12/130,200 filed on May 
30, 2008, the entire contents and disclosure of which is 
expressly incorporated by reference in its entirety. 

FIELD OF THE INVENTION 

The present invention relates to a security system and 
method for remotely monitoring a specified area, and more 
particularly, a security system and method including a com 
puter system for remotely monitoring a specified area using a 
SSO. 

BACKGROUND OF THE INVENTION 

Typical currently known security systems generally 
include an on site control device Such as a control panel. The 
control panel may include a microprocessor with Software or 
firmware designed for monitoring one or more sensors des 
ignated to specified areas. The sensors may be divided into 
security Zones which are all monitored by the central control 
panel. The control panel is a significant cost of the security 
system. The security system, including the control panel, 
requires installation, inspections, maintenance, repairs, and 
upgrades. The control panel hardware can be expensive and 
the installation requires the time of a skilled technician. Fur 
ther, when updating the Software or firmware, a technician has 
to visit the site where the security system and control panel 
are located, which is costly and time consuming. Addition 
ally, it is possible that upgrading the security system requires 
additional hardware or changing hardware to enable new 
features or functions, which can be costly and require the time 
of a skilled technician. Further, a supplier and/or warehouse 
may have to Stock large quantities of various panel types to 
meet demand, thus incurring cost. 

It would therefore be desirable to eliminate the need for 
maintenance personnel, e.g., technicians, to monitor, inspect, 
repair, and upgrade on-site control devices or control panels 
of security system thereby reducing the overall time a tech 
nician need to spend on-site. It would also be desirable to have 
a security system or method which did not require the instal 
lation of a control panel. It would further be desirable for the 
control device or control panel of the security system to be 
located remotely and require low installation costs. 

SUMMARY OF THE INVENTION 

In an aspect of the invention, a security system includes at 
least one sensor for detecting a predetermined security event 
in a defined area. A communications module includes a trans 
mitting device, and the communications module communi 
cates with the sensor and the transmitting device for trans 
mitting an alert signal of the security event using a 
communications system. A remotely located computer sys 
tem outside the defined area and communicating with the 
communications module using the communications system. 
The computer system controls the communications between 
the transmitting device of the communications module and 
the computer system for receiving transmissions from and 
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2 
sending transmissions to the communications module. The 
computer system communicates an alarm signal after receiv 
ing the alert signal. 

In a related aspect, the computer system communicates 
with multiple communication systems for communicating 
with associated communication modules. The computer sys 
tem may communicate with multiple communication sys 
tems for receiving the alert signal from the communications 
module and for transmitting to the communications module. 
Further, the computer system may communicate simulta 
neously with multiple communication systems for receiving 
the alert signal from associated communication modules 
using each of the multiple communication paths, and the 
computer system may use each of the multiple communica 
tion systems for transmitting to each of the associated com 
munication modules. Further, the communication module 
may communicate with a plurality of detection areas and each 
detection area includes a plurality of sensor devices. The 
computer system may include a computer program embodied 
on computer readable medium executable by a microproces 
sor in the computer system, and the computer program may 
logically generate Security Zones, and each security Zone 
includes a plurality of associated sensor devices. The com 
puter system may present a graphic interface on a GUI inter 
face wherein the graphic interface presents representation for 
each of the security Zones. The system may further include 
multiple communication modules. The multiple communica 
tion modules may each connect to a data bus communicating 
with security areas including multiple sensors. The alert Sig 
nal may be wirelessly transmitted, and the transmission of the 
alert signal may be encrypted. The computer system may be 
remotely located at a monitoring station. 

In another aspect of the invention, a method for securing a 
specified area, comprising: detecting a predetermined secu 
rity event using a sensor in a specified area; communicating 
with the sensor and a transmitting device using a communi 
cations module; transmitting an alert signal of the security 
event using the communications module and a communica 
tions system; receiving the alert signal using a remotely 
located computer system outside the specified area; sending 
data to the communications module using the computer sys 
tem via the communications system; and communicating an 
alarm signal using the computer system after receiving the 
alert signal. 

In a related aspect, the method further includes communi 
cating simultaneously with multiple communication systems 
using the computer system. The method may further include 
generating logically a plurality of security Zones each asso 
ciated with a plurality of sensor devices using the computer 
system. Additionally, the method may further include pre 
senting a graphic interface on a GUI interface wherein the 
graphic interface presents representation for each of a plural 
ity of security Zones. 

In another aspect of the invention, a computer program 
product comprises a computer readable medium having 
recorded thereon a computer program for enabling a proces 
sor in a computer system for securing a specified area, the 
computer program performs the steps of detecting a prede 
termined security event using a sensor in a specified area; 
communicating with the sensor and a transmitting device 
using a communications module; transmitting an alert signal 
of the security event using the communications module and a 
communications system; receiving the alert signal using a 
remotely located computer system outside the specified area; 
sending data to the communications module using the com 
puter system via the communications system; and 
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communicating an alarm signal using the computer system 
after receiving the alert signal. 

BRIEF DESCRIPTION OF THE DRAWINGS 

These and other objects, features and advantages of the 
present invention will become apparent from the following 
detailed description of illustrative embodiments thereof, 
which is to be read in connection with the accompanying 
drawing, in which: 
The FIGURE is a block diagram depicting a security sys 

tem according to an embodiment of the present invention 
including sensors connected to communications modules for 
transmitting alert signals to a remote computer system. 

DETAILED DESCRIPTION OF THE INVENTION 

An illustrative embodiment of a security system and 
method 10 includes sensors 14 for detecting a security event 
and monitoring specified areas 20 as shown in one embodi 
ment of the invention in the FIGURE. The security event may 
include an emergency event, e.g., a fire, flood, or burglary 
which may include detection of designated Sounds, glass 
break, or entrance into a specified area. Further, the sensors 14 
included in the system 10 may include, smoke detectors, fire 
detectors, motion detectors and/or infrared (PIR) detectors 
indicating a burglary attempt. In the embodiment of the inven 
tion shown in the FIGURE, the sensors 14 are grouped in the 
specified areas 20, however, alternatively, the sensors may be 
individually positioned in one or more areas, building, or 
floors of a building or located throughout a campus. The 
sensors 14 communicate with an expander module 24 which 
allows for expansion or scalability of the security system to 
interface with multiple sensors and multiple types or kinds of 
sensors. Additionally, another module 28 may be used for 
additional security devices such as access control, e.g., via a 
door as a secure point of entry, audio detection, or video 
monitoring. The sensors 14 and expander modules 24 trans 
mit data along a data bus 30 to communications modules 40. 
42, 44. User interfaces 34 are also connected to the data bus 30 
and may include a keypad, and/or a keyboard and display. The 
communications modules 40, 42, 44 are embodiments of 
different communication devices. The communication mod 
ules 40, 42, 44 are connected to the data bus 30 and each 
includes a transmitting device, or, for example, transceiving 
devices 40a, 42a, 44a, respectively. The transceiving devices 
40a, 42a, 44a can transmit and receive signals, to and from a 
remotely located computer system 60, i.e., outside the speci 
fied area 20. The signals include data signals including, for 
example, control data, Supervision messages, battery moni 
toring data, main power monitoring data, device malfunction 
data (e.g., a sensor), as well as, keypad data. Additionally, the 
transceiving devices 40a, 42a, 44a communicate with the 
sensors 14 and transmit an alert signal 50 indicating a security 
or emergency event to the computer system 60. Additionally, 
data from the keypads is sent to the computer system 60 via 
the communications modules 40, 42, 44, for authentication of 
an entered keycode. The computer system 60 may be, for 
example, a server with peripheral devices Such as a monitor, 
external hard drives, or a network of servers. The computer 
system 60 includes a computer program 62 saved in a data 
storage device 64 and a microprocessor 66 for executing the 
computer program 62. 

Other communication modes and alternative system com 
ponents and the like may be employed in the security system. 
For example, as shown in commonly-owned, and co-pending 
U.S. patent application Ser. No. (12/015,679), the entire con 
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4 
tents and disclosure of which is expressly incorporated by 
reference herein in its entirety. 
More specifically, the communications modules 40, 42, 44. 

use different modes of communication and offer redundancy 
of the transmission of alert signals, e.g., if one mode fails, the 
alert signal would reach the computer system 60 using 
another mode of communication from another communica 
tions module. The redundant communications can be sent, for 
example, simultaneously or upon failure of one or more of the 
communication modules. Many modes or types of commu 
nication may be used in the communications module, in the 
embodiment of the invention shown in the FIGURE, one 
communication module 40 uses, for example, Ethernet stan 
dards or protocols on a computer network using the Internet, 
another communication module 42 uses, for example, the 
public switched telephone network (PSTN), and another 
communication module 44 uses, for example, General Packet 
Radio Service (GPRS) which is a mobile data service using 
Global System for Mobile Communications (GSM). The 
remotely located computer system 60 monitors and responses 
to the communications of the transmitting devices of the 
communications modules 40, 42, 44 which monitor and 
respond to the sensor devices 14. The computer system 60 
communicates an alarm signal 70, for example, upon receiv 
ing an alert signal 50, or after an analysis of the type and/or 
frequency of the alert signal 50. The computer system 60 may 
also have multiple microprocessor and other backup systems 
or have a back up for the entire computer system 60. The 
computer system 60 may be located at a monitoring station or 
a central station, and/or send alarm signals to portable or hand 
held device, such as cellular telephones, as well as emergency 
personnel. Further, the remote computer system 60 may acti 
vate a local alarm signal. Such as a siren and/or visual indi 
cator in response to receiving an alert signal from a sensor 14. 
Alternatively, the sensors 14 and actuators may be directly 
connected to a communications module 40, 42, 44, instead of 
being connected to an expander module. 

Additionally, the computer system 60 may monitor a plu 
rality of separate security systems which may belong to dif 
ferent customers. The computer system logically separates 
each of the security systems, thereby functioning or perform 
ing like separate control panels. Additionally, the sensors may 
be grouped into Zones defined by the type of detection, 
including, for example, security Zones, maintenance Zones, or 
detection Zones, and in further avatars, all Smoke detectors 
may be in one Zone and motion detectors in another Zone. 
The computer system may also remotely update Software 

and/or firmware in communications modules 40, 42,44 at one 
or more locations and for multiple systems, by sending a data 
transmission 54 from the computer system 60 to the commu 
nications modules 40, 42, 44. Thereby, centralized installa 
tion and upgrades of the computer system replaces the on-site 
control panel in current security systems, rendering techni 
cian visits to the site unnecessary in many instances. 
A further advantage of the Security system of the present 

invention is that the computer system requirements include 
Software and peripheral devices which are less expensive than 
an on site control panel. The costs savings applies to, for 
example, installation costs, e.g., unit cost and labortime, and 
upgrades, as well as, the cost saving of stocking and Supply 
the Software and peripheral devices as compared to control 
panels in conventional Security systems. 

Moreover, the computer system 60 includes a computer 
program 62 embodied on a computer readable medium, e.g., 
the data storage device 64 and executable by a microproces 
sor 66 in the computer system 60. In one embodiment of the 
invention, the computer program 62 logically generates a 
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plurality of control devices or control panels, or divides the 
sensors being monitored intological security Zones. The con 
trol panels as well as the security Zones may be graphically 
represented on a graphical user interface (GUI) 68, or for 
example, textually represented and printed. The communica 
tions modules and the computer system may also utilize 
encryption technology for sending and receiving signals. 

While the present invention has been particularly shown 
and described with respect to preferred embodiments thereof, 
it will be understood by those skilled in the art that changes in 
forms and details may be made without departing from the 
spirit and scope of the present application. It is therefore 
intended that the present invention not be limited to the exact 
forms and details described and illustrated herein, but falls 
within the scope of the appended claims. 
What is claimed is: 
1. A security system, comprising: 
at least one sensor for detecting a predetermined security 

event in a defined area; 
at least one communications module including a transmit 

ting device, the communications module communicat 
ing with the sensor and the transmitting device transmit 
ting an alert signal of the security event using a 
communications system; and 

a remotely located computer system outside the defined 
area, the computer system communicating with the 
communications module using the communications sys 
tem, the computer system controlling the communica 
tions between the transmitting device of the communi 
cations module and the computer system for receiving 
transmissions from and sending transmissions to the 
communications module, the computer system commu 
nicating an alarm signal after receiving the alert signal, 
and the computer system sending a data transmission 
directly to the communications module to remotely 
update Software and/or firmware in the communications 
module, absent an intermediary control panel in the 
defined area. 

2. The system of claim 1, wherein the computer system 
communicates with multiple communication systems for 
communicating with associated communication modules. 

3. The system of claim 1, wherein the computer system 
communicates with multiple communication systems for 
receiving the alert signal from the communications module 
and for transmitting to the communications module. 

4. The system of claim 1, wherein the computer system 
communicates simultaneously with multiple communication 
systems for receiving the alert signal from associated com 
munication modules using each of the multiple communica 
tion paths, and the computer system uses each of the multiple 
communication systems for transmitting to each of the asso 
ciated communication modules. 

5. The system of claim 1, wherein the communication 
module communicates with a plurality of detection areas and 
each detection area includes a plurality of sensor devices. 

6. The system of claim 1, wherein the computer system 
includes a computer program embodied on computer read 
able medium executable by a microprocessor in the computer 
system, and the computer program logically generates Secu 
rity Zones, and each security Zone includes a plurality of 
associated sensor devices. 

7. The system of claim 6, wherein the computer system 
presents a graphic interface on a GUI interface wherein the 
graphic interface presents representation for each of the Secu 
rity Zones. 

8. The system of claim 1, further including multiple com 
munication modules. 
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6 
9. The system of claim 8, wherein the multiple communi 

cation modules each connect to a data bus communicating 
with security areas including multiple sensors. 

10. The system of claim 1, wherein the alert signal is 
wirelessly transmitted. 

11. The system of claim 1, wherein the transmission of the 
alert signal is encrypted. 

12. The system of claim 1, wherein the computer system is 
located in a remotely located monitoring station. 

13. A method for securing a specified area, comprising: 
detecting a predetermined security event using a sensor in 

a specified area; 
communicating with the sensor and a transmitting device 

using a communications module; 
transmitting an alert signal of the security event using the 

communications module and a communications system; 
receiving the alert signal using a remotely located com 

puter system outside the specified area; 
sending data to the communications module using the 

computer system via the communications system; 
communicating an alarm signal using the computer system 

after receiving the alert signal; and 
the computer system sending a data transmission directly 

to the communications module to remotely update soft 
ware and/or firmware in the communications module, 
absent an intermediary control panel in the specified 
aca 

14. The method of claim 13, further including: 
communicating simultaneously with multiple communica 

tion Systems using the computer System. 
15. The method of claim 13, further including: 
generating logically a plurality of security Zones each asso 

ciated with a plurality of sensor devices using the com 
puter system. 

16. The method of claim 15, further including: 
presenting a graphic interface on a GUI interface wherein 

the graphic interface presents representation for each of 
a plurality of security Zones. 

17. A computer program product comprising a non-transi 
tory computer readable medium having recorded thereon a 
computer program for enabling a processor in a computer 
system for securing a specified area, the computer program 
performing the steps of 

detecting a predetermined security event using a sensor in 
a specified area; 

communicating with the sensor and a transmitting device 
using a communications module; 

transmitting an alert signal of the security event using the 
communications module and a communications system; 

receiving the alert signal using a remotely located com 
puter system outside the specified area; 

sending data to the communications module using the 
computer system via the communications system; 

communicating an alarm signal using the computer system 
after receiving the alert signal; and 

the computer system sending a data transmission directly 
to the communications module to remotely update soft 
ware and/or firmware in the communications module, 
absent an intermediary control panel in the specified 
aca. 


