Title: Polling by Universal Integrated Circuit Card for Remote Subscription

Abstract: In some implementations, a universal integrated circuit card (UICC) of a computing device activates a primary mobile network operator (MNO) subscription profile associated with a primary MNO based on: (i) whether the computing device is connected to a network, (ii) whether the primary MNO subscription profile is active, and (iii) a number of unacknowledged messages to a message that is periodically sent from the computer to a server associated with the primary MNO. The primary MNO may provide network services to a first geographic area and a secondary MNO may provide network services to a second geographic area. After the computing device moves to the second geographic location from the first geographic location, the eUICC received a secondary MNO profile associated with the secondary MNO, activates the secondary MNO profile, and deactivates the primary MNO profile.
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RELATED APPLICATIONS


BACKGROUND

[0002] A Universal Integrated Circuit Card (UICC) is a smart card used in mobile terminals (e.g., wireless handsets) in global system for mobile (GSM) and universal mobile telephone service (UMTS) networks. The UICC includes a virtual (e.g., software based) subscriber identity module (SIM). The UICC may include information associated with the user, such as a unique subscriber identifier, a profile of services to which the subscriber has subscribed, etc.

[0003] A user may acquire a mobile terminal for use with a first mobile network operator (MNO) in a first location. There may be several situations in which the first MNO is not able to control what is happening with the mobile terminal. For example, the user may move to a second location and continue to use the mobile terminal with a second MNO that has a contract to provide service to users associated with first MNO. If the second MNO’s contract with the first MNO is terminated (e.g., the second MNO is purchased by a rival MNO, etc.), the mobile terminal may become orphaned.
As another example, the second MNO may not be able to provide at least some of the services to which the user has subscribed. For example, the subscriber profile in the UICC may have become corrupted or may be out of sync with a corresponding subscriber profile stored at the second MNO's servers.

As yet another example, the subscriber profile on the UICC may cause connectivity issues, such as the second MNO blocking data traffic, the second MNO not supporting roaming for the user's mobile terminal, the second MNO not supporting short message service (SMS) or other types of traffic, etc.

These examples illustrate situations in which the user does not receive the services to which the user has subscribed. Encountering such situations may cause subscriber dissatisfaction and result in the loss of subscribers.

BRIEF DESCRIPTION OF THE DRAWINGS

The detailed description is set forth with reference to the accompanying figures. In the figures, the left-most digit(s) of a reference number identifies the figure in which the reference number first appears. The use of the same reference numbers in different figures indicates similar or identical items.

FIG. 1 is a block diagram illustrating a system that includes a computing device periodically sending a message according to some implementations.

FIG. 2 is a block diagram illustrating a system that includes subscription profiles according to some implementations.

FIG. 3 is a block diagram illustrating a system in which a computing device moves from a first location to a second location according to some implementations.
[0011] FIG. 4 is a block diagram illustrating a system in which a computing device moves from a second location to a first location and back to the second location according to some implementations.

[0012] FIG. 5 is a block diagram illustrating a system in which a computing device moves from a first location and to a new location within a guard period according to some implementations.

[0013] FIG. 6 is a flow diagram of an example process that includes beginning a process to connect to a network according to some implementations.

[0014] FIG. 7 is a flow diagram of an example process that includes initiating connecting to a network according to some implementations.

[0015] FIG. 8 is a flow diagram of an example process that includes periodically sending a message to a network according to some implementations.

[0016] FIG. 9 is a flow diagram of an example process that includes determining a number of unacknowledged messages according to some implementations.

[0017] FIG. 10 is a flow diagram of an example process that includes designating a primary mobile network operator (MNO) as a home network according to some implementations.

DETAILED DESCRIPTION

[0018] A Universal Integrated Circuit Card (UICC) is used in a mobile device to uniquely identify a subscriber to telephone networks. The UICC includes a subscriber identity module (SIM), an integrated circuit to securely store an international mobile subscriber identity (IMSI) and related data used to identify and authenticate a subscriber.
An Embedded UICC (eUICC) is a smart card used in mobile terminals (e.g., wireless handsets) in wireless networks, such as global system for mobile (GSM) and universal mobile telephone service (UMTS) networks. The eUICC includes a virtual (e.g., software-based) subscriber identity module (SIM). The virtual SIM includes a unique serial number, IMSI, authentication and ciphering information, temporary information related to the local network, a list of services to which the user has access and one or more passwords (e.g., a personal identification number (PIN) for ordinary use and a personal unblocking code (PUK) for PIN unlocking).

The systems and techniques described herein enable a mobile network operator (MNO) to (1) prevent devices that were originally acquired for use on the MNO's network do not become orphaned, e.g., unable to access a network and (2) maintain control over devices even when they leave the geographic area served by the MNO's network. For example, the systems and techniques described herein may prevent a device from becoming orphaned if a subscriber terminates a contract with an MNO.

As another example, a device may become orphaned or unable to receive at least some services from a local MNO if the virtual SIM profile is corrupted or out of sync with profiles stored in databases (e.g., home location register (HLR), Home Subscriber Server (HSS), Over The Air (OTA) activation platform, etc.) managed by the local MNO. To illustrate, the IMSI in the virtual SIM and in the MNO's database may not match, the Mobile Station International Subscriber Directory Number (MSISDN) in the virtual SIM and in the MNO's database may not match, keys in the virtual SIM and in the MNO's database may not match, etc. The systems and techniques described herein may be used to address such situations.
Additional situations that may be addressed by the systems and techniques described herein include connectivity issues such as a current MNO (i) blocking data traffic (or steering it to a different location), (ii) not supporting roaming on the network to which the virtual SIM is currently connected, (iii) not supporting short message service (SMS) or other types of traffic. Roaming refers to the ability for a computing device to automatically access network services when travelling outside a geographical coverage area of a home network, by using a secondary network.

The systems and techniques describe how an eUICC periodically (e.g., at a predetermined time interval) sends a message to a server and keeps track of whether the server acknowledges the message and how many messages are acknowledged. For example, the message may be sent using SMS, Internet Protocol (e.g. Bearer Independent Protocol as defined in TS 102 223), or another type of electronic messaging protocol. The server may be associated with the original MNO from whom the device was acquired, referred to herein as the primary MNO. If the device encounters connection problems (e.g., the device is unable to send the SMS or IP message to the server, the device does not receive acknowledgment messages from the server, or both), then the eUICC automatically (e.g., without human interaction) switches to the primary MNO subscription (also referred to as the bootstrap subscription).

After switching to the primary MNO, the eUICC may re-connect with the primary MNO’s server and receive commands from the server to test the eUICC, retrieve data (e.g., logs) from the eUICC, update data (e.g., IMSI, access point name (APN) configuration, MSISDN, etc.) stored in the eUICC, etc.
To avoid a situation where multiple computing devices send messages at approximately the same time, the server may instruct individual eUICCs as to when to send a next message, resulting in the messages being sent out over a period of time. Thus, the server may assign each eUICC a unique time for the eUICC to periodically send the message to the server.

In addition, the systems and techniques described herein may cause the eUICC to send data from the UCC to the server when specific situations occur. For example, the eUICC may send data to the server to indicate a change of the mobile network being used by the device. A system applet on the eUICC may monitor data being broadcast (e.g., system information on a broadcast channel) by the mobile network and monitor data received by the computing device associated with the eUICC. For example, if the data indicates a particular type of change (e.g., Mobile Country Code change, Mobile Network Code change, etc.), then the eUICC sending the data to the server may trigger one or more events. For example, the data sent to the server may result in the server instructing the eUICC to download a new subscription profile and swap subscriptions if no subscription is available to the eUICC with a new MNO. As another example, the data sent to the server may result in the server instructing the eUICC to swap subscriptions if a subscription is available to the eUICC with a new MNO. As yet another example, the data sent by the eUICC may include error reports, performance metrics/statistics (e.g., call completion rate, data transmission rates, connection failures, re-tries, etc.), and other information. Based on the data, the server may modify parameters in the eUICC to improve performance, reduce errors, reduce failures, reduce retries, etc. The computing devices may send "heartbeat" messages using more than one type of communication technology. For example, the "heartbeat" messages may be sent via cellular data,
short message service (SMS), circuit switched voice, WiFi® (e.g., IEEE 802.11), Bluetooth®, ZigBee® (IEEE 802.15.4), Ethernet®, etc. and the MNO’s server may determine future communication configuration states based on the results/acknowledgements of the heartbeat messages. For example, a computing device may initially send heartbeat messages using more than one communication technology. If the server is able to reliably receive messages from the computing device via one particular type of communication technology (e.g., WiFi), the server may instruct the computing device to send subsequent heartbeat messages using the particular type of communication technology.

In this way, devices that regularly cross geographic boundaries (e.g. tracking on trucks or containers) may use local subscriptions whenever possible, providing a better experience compared to international roaming, enable devices with embedded eUICCs to be manufactured on a large scale for the global market and sold in different countries, and enable network service providers to deploy solutions in multiple countries. The systems and techniques create an ecosystem owned by the primary MNO in which other MNOs provide coverage to devices by providing for the automatic download and selection of other MNO profiles by the eUICC. For example, when a device with an eUICC associated with a United States-based MNO (e.g., T-Mobile®) is used in Canada, a profile provided by a local MNO (e.g., Rogers®) may be downloaded and activated, enabling the eUICC to operate as if the device was a Canadian subscriber (e.g., rather than roaming) while in Canada, resulting in a better user experience and lower user costs.

FIG. 1 is a block diagram illustrating a system 100 that includes computing devices that periodically send a message according to some implementations. The system 100 includes one or more computing devices 102(1) to
that are communicatively coupled to one or more server(s) via a network. Each of the networks may be associated with an MNO and may include one or more wireless networks and/or wired networks. The wireless networks may use various protocols, such as, for example, one or more of global system for mobile (GSM), code division multiple access (CDMA), long term evolution (LTE), general packet radio system (GPRS), enhanced data rates for GSM evolution (EDGE), universal mobile telephone service (UMTS), 802.11, Bluetooth, another type of wireless protocol, or any combination thereof. The wired networks may use various protocols, such as, for example, one or more of data over cable service interface specification (DOCSIS), digital subscriber line (DSL), fiber optics, Ethernet, another type of wired protocol, or any combination thereof.

Each of the computing devices may include a processor, computer readable media, and an eUICC. The computer readable media may include software code, such as instructions, that are executable by the processors to perform various functions, including initiating voice calls, receiving (e.g., terminating) voice calls, sending/receiving SMS (e.g., text) messages, sending/receiving electronic mail (email) messages, connecting to or disconnecting from the Internet, etc.

The eUICC may include one or more subscription profiles, where each subscription profile is associated with a particular MNO. When initially activated, the computing device may include a single subscription profile of a primary MNO. For example, the primary MNO may be an MNO that provides the computing device for acquisition to customers (e.g., subscribers).

If the computing device leaves the geographic area in which the primary MNO
provides coverage (e.g., via the network 106(1)), then the computing device 102(1) may download and activate a subscription profile associated with another MNO. For example, the computing device 102(1) may download and activate one or more secondary MNO profiles, such as the secondary MNO(l) profile 120 to the secondary MNO(N) profile 122. In some cases, the computing device 102(1) may download and activate a secondary MNO profile even in a geographic location that is served (e.g., provided network coverage) by the primary MNO. For example, in the United States, T-Mobile® may be the bootstrap and primary MNO and AT&T (or another MNO) may have coverage that overlaps with T-Mobile and may have secondary MNO subscriptions available in the overlapping MNOs. As another example, in Germany, a computing device with T-Mobile® as the primary MNO may download secondary MNO profiles from Deutsche Telecom (DT), Telefonica, or both.

Each of the subscription profiles 116 may have an associated virtual SIM profile. For example, the primary MNO 118 may have an associated bootstrap virtual SIM profile 124, the secondary MNO(l) profile 120 may have an associated virtual SIM(l) profile 126, and the secondary MNO(N) profile 122 may have an associated virtual SIM(N) profile 128. At any given time, only one of the subscription profiles 116 is designated as a home network 130. Which of the subscription profiles 116 is designated as the home network 130 may depend on factors, such as how long a computing device has been operating in a coverage area of an MNO’s network, a specific geographic location of the computing device, contractual arrangements with other MNOs, etc. Initially, e.g., when the computing device 102(1) is initialized and provided to a subscriber, the primary MNO 118 is designated as the home network 130. When the computing device 102(1) moves to a location where the network
106(1) of the primary MNO 118 does not provide coverage or if requested by the
Subscription Manager 140, the computing device 102(1) may connect to a secondary
MNO (e.g., one of the secondary MNO(1) 120 to MNO(N) profiles that has a
contractual arrangement with the primary MNO 118. If the computing device 102(1)
continues to operate in a location where the secondary MNO provides coverage for
more than predetermined period of time, or is located in a particular geographical
zone, then the computing device 102(1) may download and activate a corresponding
subscription profile, such as the secondary MNO(N) profile 122. In such a situation,
the secondary MNO(N) profile 122 may be designated as the home network 130 to
enable the secondary MNO(N) profile 122 to treat the computing device 102(1) as if it
was a subscriber device rather than the device of a roaming partner.

[0032] Each of the networks 106(1) to 106(N+1) may have one or more servers
104 to provide various subscriber services. Each of the servers 104 may include one
or more processors 132 and one or more computer readable media 134 (e.g., memory,
disk drives, solid state drives, and other types of storage devices). The computer
readable media 134 may include instructions 136 that are executable by the one or
more processors 132 to perform various functions provided by an MNO. The
computer readable media 134 may include one or more databases 138 and a
subscription manager 140. The databases 138 may include a home location register
(HLR), a Home Subscriber Server (HSS), an Over The Air (OTA) activation
platform, and other databases maintained by an MNO. The subscription manager 140
may keep track of subscription-related information, such as when a subscription was
started, when the subscription will end, what services are included in the subscription,
secondary MNOs with whom the primary MNO has a contractual relationship, etc.
When the computing device 102(1) is initialized, the subscription profiles 116 of the computing device 102(1) may include the primary MNO 118. The primary MNO 118 may be designated as the home network 130. The computing device 102(1) may periodically send a message 142 to one or more of the servers 104 associated with the primary MNO 118. For example, the computing device 102(1) may send the message 142 at an interval (e.g., a predetermined interval, a specified interval, or another type of time interval), such as every hour, every four hours, every twelve hours, every day, etc. The subscription manager 140 may set the predetermined time interval at which the computing device 102(1) sends the message 142. The message 142 may be referred to as a 'heartbeat' message.

In response to receiving the message 142, one of the servers 104 may determine the subscription status of the computing device 102(1), determine the services to which the computing device 102(1) has subscribed, and determine other subscription-related information associated with the computing device 102(1). If the servers 104 determine that the computing device 102(1) has a valid subscription, one of the servers 104 may send an acknowledgement 144 to the message 142. The eUICC 112 may keep track of message data 146, such as, for example, whether the message 142 was acknowledged by the servers 104 and, if the message 142 was unacknowledged, the eUICC 112 may keep track (e.g., using the message data 146) as to how many messages were unacknowledged, how much time has elapsed since a most recent acknowledgement 144 was received, etc. For example, the computing device 102(1) may move to a geographic location where the network 106(1) associated with the primary MNO 118 profile is not accessible, and download the secondary MNO(N) 122 profile to access the network 106(N+1) associated with the secondary MNO(N) 122 profile. The eUICC 112 may designate the secondary
MNO(N) 122 profile as the home network 130. Under some circumstances, the message 142 may not be acknowledged by the servers 104. For example, if data becomes corrupted (e.g., profile data stored in the secondary MNO(N) 122 profile does not match subscription data stored in one or more of the databases 138), then the message 142 may not be acknowledged by the servers 104. As another example, the message 142 may not be acknowledged by the servers 104 if the relationship between a primary MNO and a secondary MNO becomes disrupted, e.g., due to a contractual dispute or the acquisition of the secondary MNO by a competitor of the primary MNO.

The eUICC 112 may determine whether to revert back to the primary MNO 118 profile (e.g., from the secondary MNO(N) profile), based on rules 148. For example, the rules 148 may specify to revert back to the primary MNO 118 profile based on (i) how many messages are unacknowledged, (ii) how much time has elapsed since a most recent acknowledgement 144 was received, (iii) based on other factors or any combination thereof. To illustrate, if more than X messages (where X>0) have gone unacknowledged or the most recent acknowledgement 144 was received more than Y hours ago (where Y>0), then the eUICC 112 may determine that one or more of the conditions specified by the rules 148 are satisfied and revert back to the primary MNO 118 profile. For example, the eUICC 112 may designate the primary MNO 118 profile as the home network 130 rather than the secondary MNO(N) 122 profile, resulting in the computing device 102(1) using the bootstrap SIM 124.

Thus, a computing device may receive service from a first MNO using a subscription profile associated with the first MNO. The computing device may move from the first area in which service was provided by the first MNO to a second area in
which service is provided by a second MNO. The eUICC may download and activate a subscription profile associated with the second MNO and designate the second MNO as the home network.

[0037] An eUICC in the computing device may be configured to periodically send a message (e.g., a heartbeat message) to a server. The server may check subscription-related information associated with the computing device. If the server determines that the computing device is to be provided service (e.g., the computing device has a valid subscription), then the server may send an acknowledgement message acknowledging the message sent by the computing device. If the server determines that the computing device does not have a valid subscription or is receiving services that it should not be receiving, then the server may not send an acknowledgement message in response to the message sent by the computing device or may send an error message to the computing device. The eUICC may gather data, such as how many messages have been unacknowledged, an amount of time since a most recent acknowledgment was received, etc. If the gathered data satisfies one or more rules, the eUICC may revert back to the first MNO by designating the first MNO profile as the home network.

[0038] In this way, if the computing device encounters problems when the second MNO profile is designated as the home network, the computing device may revert back to a profile (e.g., bootstrap profile) of the first MNO.

[0039] FIG. 2 is a block diagram illustrating a system 200 that includes subscription profiles according to some implementations. Each of the subscription profiles 116 may have a corresponding state. For example, the primary MNO 118 profile may have a state 202, the secondary MNO(I) 120 profile may have a state 204, and the secondary MNO(N) 122 profile may have a state 206.
[0040] The possible states of the states 202, 204, and 206 include an active state 210, a suspended state 212, and a deactivated state 214. For example, when an account at an MNO is initially activated a subscription profile, such as the primary MNO 118 profile, may have the active state 210. If the customer's payment is not received within a particular period of time after a bill is sent, the subscription profile (e.g., the primary MNO 118 profile) may be placed in the suspended state 212. If the customer, within a predetermined period of time, makes a payment such that the customer's account is no longer in arrears, the subscription profile may be placed back in the active state 210. After the predetermined period of time, if the customer's account remains in arrears, the subscription profile may be placed in the deactivated state 210. In addition, if the customer or the primary MNO terminates the contract, the subscription profile may be placed in the deactivated state 210.

[0041] FIG. 3 is a block diagram illustrating a system 300 in which a computing device moves from a first location to a second location according to some implementations. When the computing device 102(P) (where P>0) is provided to a customer, the computing device 102(P) may be located in a first location 302 in which service is provided by a primary MNO 304 using the network 106(1). When the primary MNO 304 is providing service to the computing device 102(P), the primary MNO profile 118 may be designated as the home network.

[0042] The computing device 102(P) may be transported to a second location 306 where the primary MNO 304 does not provide service. For example, the first location 302 (e.g., Western United States) and the second location 304 (e.g., Eastern United States) may be in a same country. As another example, the first location 302 may be in a first country (e.g., United States of America) and the second location 306 may be in second country (e.g., Canada). A secondary MNO 308 may provide service in the
second location 306 using the network 106(2). If the computing device 102(P) is located in the second location 306 for more than a predetermined period of time, the network 106(2) may send a request to the subscription manager 140 of FIG. I asking to switch the computing device 102(P) over to the network 106(2). The subscription manager 140 may determine that the secondary MNO 308 is contractually affiliated with the primary MNO 304 and may (i) instruct the computing device(N) 102 to download the secondary MNO(N) profile 122 or (ii) instruct the secondary MNO 308 to send the secondary MNO(N) profile 122 to the computing device 102(P). The eUICC of the computing device 102(P) may be instructed to designate the secondary MNO(N) profile 122 of the secondary MNO 308 as the home network. The eUICC of the computing device 102(P) may be instructed to deactivate the primary MNO profile 118. In some cases, when the computing device 102(P) begins operating in the second location 306, the computing device 102(P) may roam with a secondary MNO. After being located in the second location 306 for more than a pre-determined period of time, the computing device 102(P) may download and activate the secondary MNO(N) profile 122. In some cases, the secondary MNO(N) profile 122 may be associated with the secondary MNO with which the computing device 102(P) was previously roaming. In other cases, the secondary MNO(N) profile 122 may be associated with a different secondary MNO from the secondary MNO with which the computing device 102(P) was roaming.

[0043] FIG. 4 is a block diagram illustrating a system 400 in which a computing device moves from a second location to a first location and back to the second location according to some implementations. Temporally, the system 400 describes what occurs in the system 300 after the secondary MNO(N) profile 122 is designated as the home network and the primary MNO profile 118 is deactivated.
[0044] The eUICC of the computing device 102(P) includes both the primary MNO profile 118 and the secondary MNO(N) profile 122, with the primary MNO profile 118 deactivated and the secondary MNO(N) profile 122 designated as the home network.

[0045] When the computing device 102(P) is moved from the second location 306 back to the first location 302, a server (e.g., one of the servers 104 of FIG. 1) detects that the computing device 102(P) is now in the first location 302 that is served by the primary MNO 304. The server sends a request to the subscription manager 140 of FIG. 1, asking if the primary MNO 304 can be designated as the home network. If the subscription manager 140 determines that the primary MNO 304 can be designated as the home network, then the subscription manager 140 instructs the eUICC to swap subscription profiles, e.g., designate the primary MNO profile 118 as the home network and deactivate the secondary MNO(N) profile 122.

[0046] At a later point in time, when the computing device 102(P) is moved from the first location 302 to the second location 306, the server detects that the computing device 102(P) is now in the second location 306 that is served by the secondary MNO 308. The server sends a request to the subscription manager 140, asking if the secondary MNO 308 can be designated as the home network. If the subscription manager 140 determines that the secondary MNO 308 can be designated as the home network, then the subscription manager 140 instructs the eUICC to swap subscription profiles, e.g., by designating the secondary MNO(N) profile 122 as the home network and deactivating the primary MNO profile 118.

[0047] FIG. 5 is a block diagram illustrating a system in which a computing device moves from a first location and to a new location within a guard period according to some implementations. Temporally, the system 400 describes what
occurs in the system 300 after the secondary MNO(N) profile 122 is designated as the home network and the primary MNO profile 118 is deactivated.

[0048] At this point in time, the eUICC of the computing device 102(P) includes both the primary MNO profile 118 and the secondary MNO(N) profile 122, with the primary MNO profile 118 deactivated and the secondary MNO(N) profile 122 designated as the home network.

[0049] When the computing device 102(P) is moved to the first location 302 from the second location 306, a server (e.g., one of the servers 104 of FIG. 1) detects that the computing device 102(P) is currently in the first location 302 that is served by the primary MNO 304. The server sends a request to the subscription manager 140 of FIG. 1, requesting that the primary MNO 304 be designated as the home network. If the subscription manager 140 determines that the primary MNO 304 can be designated as the home network, then the subscription manager 140 instructs the eUICC to swap subscription profiles, e.g., designate the primary MNO profile 118 as the home network and deactivate the secondary MNO(N) profile 122.

[0050] At a later point in time, when the computing device 102(P) is moved from the first location 302 to the second location 306, the server detects that the computing device 102(P) is now in the second location 306 that is served by the secondary MNO 308. The server monitors the location of the computing device 102(P). If the server determines that computing device 102(P) is located in the second location 306 for less than a predetermined period of time, known as a guard period, then the server does not send a request to the subscription manager 140 to designate the secondary MNO 308 as the home network. Instead, the computing device 102(P) may remain with the network 106(2) of the secondary MNO 308 and the primary MNO profile 118 may remain designated as the home network.
If the server determines that computing device 102(P) is located in the second location 306 for at least the guard period (or longer), then the server sends a request to the subscription manager 140, asking if the secondary MNO 308 can be designated as the home network. If the subscription manager 140 determines that the secondary MNO 308 can be designated as the home network, then the subscription manager 140 instructs the eUICC to swap subscription profiles, e.g., by designating the secondary MNO(N) profile 122 as the home network and deactivating the primary MNO profile 118.

In the flow diagrams of FIGS. 6, 7, 8, 9, and 10, each block represents one or more operations that can be implemented in hardware, software, or a combination thereof. In the context of software, the blocks represent computer-executable instructions that, when executed by one or more processors, cause the processors to perform the recited operations. Generally, computer-executable instructions include routines, programs, objects, modules, components, data structures, and the like that perform particular functions or implement particular abstract data types. The order in which the blocks are described is not intended to be construed as a limitation, and any number of the described operations can be combined in any order and/or in parallel to implement the processes. For discussion purposes, the processes 600, 700, 800, 900, and 1000 are described with reference to the systems 100, 200, 300, 400, and 500 as described above, although other models, frameworks, systems and environments may implement these processes.

FIG. 6 is a flow diagram of an example process 600 that includes beginning a process to connect to a network according to some implementations. The process 600 may be performed by a UICC of a computing device, such as the eUICC 112 of FIG. 1.
At 602, the process begins. For example, the process 600 may begin when the computing device 102(1) is initialized.

At 604, an unacknowledged messages counter may be initialized to zero. For example, in FIG. 1, the message data 146 may include a counter to keep track of how many of the messages 142 are unacknowledged. The counter may be initialized to an initial value, such as zero. While a counter is used to illustrate how the eUICC may keep track of unacknowledged messages, in some implementations, other types of data structures may be used to keep track of unacknowledged messages.

At 606, connecting to a network is initiated. For example, the eUICC may identify one or more MNO networks that are available and send a message requesting service to at least one MNO network of the one or more MNO networks. For example, in FIG. 1, the computing device 102(1) may determine that the networks 106(1) to network 106(N+1) are available and send a message requesting access to at least one of the networks.

FIG. 7 is a flow diagram of an example process 700 that includes initiating connecting to a network according to some implementations. The process 700 may be performed by a UICC of a computing device, such as the eUICC 112 of FIG. 1.

At 702, a determination is made whether the eUICC was able to connect to an available network. If a determination is made, at 702, that the eUICC was able to connect to a network, then the computing device associated with the eUICC has a status of being connected to the network, at 706.

If a determination is made, at 702, that the eUICC was unable to connect to a network, then the computing device, at 704, selects a different network to initiate connecting to, waits a predetermined period of time T1, and proceeds to 606 to initiate connecting to the selected network. For example, in FIG. 1, the computing device
102(1) may periodically (e.g., at a time interval) request to connect to at least one of
the networks 106(1) to 106(N+1). The eUICC 112 may initiate connecting to an
available network using a variety of techniques. For example, the eUICC 112 may
initiate connecting to a cellular (e.g., GSM or UMTS) network, a WiFi® network, a
ZigBee® network, a Bluetooth® network, or another available network. The eUICC
112 may initiate connecting to an available network by selecting a different
subscription profile. For example, the eUICC 112 may select each of the subscription
profiles 116, in turn, until the eUICC 112 is able to connect to a network. The eUICC
112 may cycle through the subscription profiles 116 by repeatedly selecting each of
the subscription profiles 116, in turn, until the eUICC 112 is able to connect to a
network. For example, the eUICC 112 may select the primary MNO profile 118 and
attempt to connect to the primary MNO's network. If a connection is not made, the
eUICC 112 may select the secondary MNO(1) profile 120 and attempt to connect to
the corresponding secondary MNO's network. If a connection is not made, the
eUICC 112 may continue selecting the secondary MNO(N) profile 122 and attempt to
connect to the corresponding secondary MNO's network until the eUICC 112 has
tried connecting to each of the secondary MNOs. If a connection is not made, the
eUICC 112 may go back and repeat the process by selecting the primary MNO profile
118 and attempting to connect to the primary MNO's network. Thus, the eUICC 112
may try connecting using available subscription profiles and available connection
options (including non-cellular, such as WiFi, ZigBee, etc.). If the eUICC 112 is
unable to connect via any of these means, the eUICC 112 will enter into a "retry"
mode which starts with the bootstrap MNO and cycles through all available
connection options and subscription profiles according to a retry algorithm. If the
eUICC 112 is able to establish a connection to a network, then the "heartbeat"
messages will resume and the subscription manager will instruct the eUICC 112 with regard to setting the primary MNO, designating the home network, etc.

FIG. 8 is a flow diagram of an example process 800 that includes periodically sending a message to a network according to some implementations. The process 800 may be performed by a UICC of a computing device, such as the eUICC 112 of FIG. 1.

At 802, the eUICC may periodically (e.g., at a predetermined interval specified by the primary MNO) send a message (e.g., a heartbeat message) to a server. If a determination is made, at 804, that an acknowledgement to the message is received, then the process may, optionally, reset the unacknowledged messages counter, at 806, and proceed to 802, where a message is periodically sent. For example, in FIG. 1, the eUICC 112 may periodically send the message 142 to one of the servers 104. The message 142 may be sent at a predetermined interval that is configurable by the primary MNO. For example, the message 142 may be sent every hour, every 4 hours, every 8 hours, every 12 hours, every day, etc. The eUICC 112 may keep track of how many of the messages 142 are unacknowledged, using the message data 146. In some implementations, when the eUICC 112 receives an acknowledgement 144, an unacknowledged messages counter (e.g., stored in the message data 146) may be reset. The message data 146 may include various predetermined time intervals (e.g., how often the message 142 is sent to the servers 104), thresholds (e.g., how many unacknowledged messages trigger an action, such as swapping subscription profiles), and other data related to the message 142.

If a determination is made, at 804, that an acknowledgement to the message was not received, then a determination is made, at 808, whether the computing device is still connected to the network. If a determination is made, at 808,
that the computing device is no longer connected to the network, then the process proceeds to 606, and initiates connecting to the network. For example, in FIG. 1, if the eUICC 112 determines that (i) the acknowledgement 144 was not received (e.g., the message 142 was unacknowledged) and (ii) the computing device 102(1) is not connected to a network, then the eUICC 112 may send a request asking to connect to one of the networks 106(1) to 106(N+1).

[0063] If a determination is made, at 808, that the computing device is still connected to the network, then a determination is made, at 810, whether the primary MNO profile is active. If a determination is made, at 810, that the primary MNO profile is active, then the process proceeds to 802, where a message is periodically sent. For example, in FIG. 1, if the eUICC 112 determines that (i) the message 142 is unacknowledged (e.g., the computing device 102(1) did not receive the acknowledgement 144 corresponding to the message 142), (ii) the computing device 102(1) is connected to one of the networks 106(1) to 106(N+1), and (iii) the primary MNO profile 118 is active (e.g., designated as the home network 130), then the eUICC 112 may, after a predetermined time interval, send a subsequent message 142.

[0064] If a determination is made, at 810, that the primary MNO is inactive, then the unacknowledged messages counter is incremented, at 812. At 814, a determination is made whether the unacknowledged messages counter satisfies a threshold. If a determination is made, at 814, that the unacknowledged messages counter does not satisfy the threshold, then the process proceeds to 802, where a message is periodically sent. If a determination is made, at 814, that the unacknowledged messages counter satisfies the threshold, then the primary MNO profile (e.g., bootstrap profile) is set as the home network, at 816, and the process proceeds to 602, where the process begins again. For example, in FIG. 1, if the
eUICC 112 determines that (i) the message 142 is unacknowledged (e.g., the
computing device 102(1) did not receive the acknowledgement 144 corresponding to
the message 142), (ii) the computing device 102(1) is connected to one of the
networks 106(1) to 106(N+1), and (iii) the primary MNO profile 118 is deactivated,
then the eUICC 112 may increment the number of unacknowledged messages counter
and, after a predetermined interval, send a subsequent message 142.

FIG. 9 is a flow diagram of an example process 900 that includes
determining a number of unacknowledged messages according to some
implementations. The process 900 may be performed by a UICC of a computing
device, such as the eUICC 112 of FIG. 1.

At 902, a determination may be made whether a computing device is
connected to a network. At 904, a determination may be made whether a primary
MNO profile is active. At 906, a message is set to a server. For example, the
computing device may send a message to a server. The message may include
information associated with a quality of one or more network connections available to
the computing device. For example, in FIG. 1, the computing device 102(1) may send
the message 142 to the servers 104 identifying at least one of the networks 106(1) to
106(N+1) that is available to the computing device 102(1) and an indication as to a
quality of the available connection. To illustrate, the message may indicate that
network 106(1) is unavailable, network 106(2) is available but is unreliable (e.g., 50% dropouts), network 106(3) is available and is reliable (e.g., less than 10% dropouts), etc. At 908, a number of unacknowledged messages is determined. At 910, another
MNO profile may (optionally) be designated as the primary MNO profile. For
equivalent, in FIG. 1, the subscription manager 140 may receive an available network
message from the computing device 102(1) indicating available networks and a
corresponding connection quality associated with each available network. Based on this information and based on relationships between the primary MNO and other MNOs, the subscription manager 140 may instruct the eUICC 112 to select another MNO as the primary MNO profile 118. For example, one of the secondary MNO(1) profile 120 to MNO(N) profile 122 may be selected as the primary MNO profile 118. As another example, the subscription manager 140 may send a new MNO profile to the eUICC 112 and instruct the eUICC 112 to set the new MNO profile as the primary MNO profile 118. At 912, the primary MNO subscription profile is activated. For example, in FIG. 1, the eUICC 112 may activate the primary MNO profile 118 when (i) the computing device 112 is connected to one of the networks 106(1) to 106(N+1), (ii) the primary MNO profile is active, and (iii) the number of unacknowledged messages does not satisfy a predetermined threshold.

[0067] At 914, if an acknowledgement is received to the message sent (at 906) to the server, then the number of unacknowledged messages may be reset to an initial value. For example, in FIG. 1, the eUICC 112 may reset the number of unacknowledged messages (in the message data 146) to zero if the acknowledgement corresponding to the message 142 is received.

[0068] At 916, if the message sent (at 906) to the server is unacknowledged, then the number of unacknowledged messages is incremented. For example, in FIG. 1, the eUICC 112 may increment the number of unacknowledged messages (in the message data 146) if the message 142 is unacknowledged.

[0069] At 918, a secondary MNO subscription profile is received after the computing device moves to a new location that is not served by the primary MNO. At 920, the secondary MNO subscription profile is set to active and the primary MNO subscription profile is deactivated. For example, in FIG. 3, after the computing
device 102(P) is moved from the first location 302 to the second location 306, the computing device may receive the secondary MNO(N) profile 122, activate the second MNO(N) profile 122, and deactivate the primary MNO profile 118.

[0070] FIG. 10 is a flow diagram of an example process 1000 that includes designating a primary mobile network operator (MNO) as a home network according to some implementations. The process 1000 may be performed by a UICC of a computing device, such as the eUICC 112 of FIG. 1.

[0071] At 1002, message is sent to a server. For example, in FIG. 1, the eUICC 112 may send the message 142 to at least one of the servers 104.

[0072] At 1004, a determination may be made that a computing device is connected to a network. At 1006, a determination may be made that a primary MNO profile is active. At 1008, a determination may be made as to whether a number of unacknowledged messages satisfies a threshold. At 1010, another MNO profile may (optionally) be designated as the primary MNO profile. For example, in FIG. 1, the subscription manager 140 may receive an available network message from the computing device 102(1) indicating available networks and a corresponding connection quality associated with each available network. Based on this information and based on relationships between the primary MNO and other MNOs, the subscription manager 140 may instruct the eUICC 112 to select another MNO as the primary MNO profile 118. For example, one of the secondary MNO(N) profile 120 to MNO(N) profile 122 may be selected as the primary MNO profile 118. As another example, the subscription manager 140 may send a new MNO profile to the eUICC 112 and instruct the eUICC 112 to set the new MNO profile as the primary MNO profile 118. At 1012, the primary MNO subscription profile is designated as a home network. For example, in FIG. 1, the eUICC 112 may designate the primary MNO...
profile 118 as the home network 130 when (i) the computing device 112 is connected to one of the networks 106(1) to 106(N+1), (ii) the primary MNO profile is active, and (iii) the number of unacknowledged messages satisfies a predetermined threshold.

At 1014, if an acknowledgement is received to the message sent (at 1002) to the server, then the number of unacknowledged messages may be reset to an initial value. For example, in FIG. 1, the eUICC 112 may reset the number of unacknowledged messages (in the message data 146) to zero if the acknowledgement 144 corresponding to the message 142 is received.

At 1016, if the message sent (at 1002) to the server is unacknowledged, then the number of unacknowledged messages is incremented. For example, in FIG. 1, the eUICC 112 may increment the number of unacknowledged messages (in the message data 146) if the message 142 is unacknowledged.

At 1018, if the computing device is not connected to a network, the eUICC may send at least one request to connect to an available network. For example, if the eUICC 112 determines that the computing device 102(1) is not connected to any of the networks 106(1) to 106(N+1), then the eUICC may identify available networks of the networks 106(1) to 106(N+1) and send a request to connect to one of the available networks.

At 1020, after the computing device moves to a new location that is not served by the primary MNO, a secondary MNO subscription profile is activated and the primary MNO subscription profile is deactivated. At 1022, the secondary MNO profile may be designated as the home network. For example, in FIG. 3, after the computing device 102(P) is moved from the first location 302 to the second location 306, the computing device may receive the secondary MNO(N) profile 122, activate
the secondary MNO(N) profile 122, and deactivate the primary MNO profile 118. The eUICC 112 may set the secondary MNO(N) profile 122 as the home network.

[0077] The various techniques described above are assumed in the given examples to be implemented in the general context of computer-executable instructions or software, such as program modules, that are stored in computer-readable storage and executed by the processor(s) of one or more computers or other devices such as those illustrated in the figures. Generally, program modules include routines, programs, objects, components, data structures, etc., and define operating logic for performing particular tasks or implement particular abstract data types.

[0078] Other architectures may be used to implement the described functionality, and are intended to be within the scope of this disclosure. Furthermore, although specific distributions of responsibilities are defined above for purposes of discussion, the various functions and responsibilities might be distributed and divided in different ways, depending on particular circumstances.

[0079] Similarly, software may be stored and distributed in various ways and using different means, and the particular software storage and execution configurations described above may be varied in many different ways. Thus, software implementing the techniques described above may be distributed on various types of computer-readable media, not limited to the forms of memory that are specifically described.

[0080] Furthermore, although the subject matter has been described in language specific to structural features and/or methodological acts, it is to be understood that the subject matter defined in the appended claims is not necessarily limited to the specific features or acts described. Rather, the specific features and acts are disclosed as exemplary forms of implementing the claims.
CLAIMS

WHAT IS CLAIMED IS:

1. A computer-implemented method comprising:
   determining, by a universal integrated circuit card (UlCC) of a computing device, whether the computing device is connected to a network;
   determining, by the UlCC, whether a primary mobile network operator (MNO) profile associated with a primary MNO is active;
   determining, by the UlCC, a number of unacknowledged messages; and
   setting, by the UlCC, the primary MNO profile to active in response to determining that:
   the computing device is connected to the network;
   the primary MNO profile is inactive; and
   the number of unacknowledged messages satisfies a predetermined threshold.

2. The computer-implemented method of claim 1, further comprising:
   sending a message to a server associated with the primary MNO.

3. The computer-implemented method of claim 2, further comprising:
   receiving, from the server, an acknowledgement to the message; and
   re-setting the number of unacknowledged messages to an initial value.
4. The computer-implemented method of claim 2, further comprising:

determining, after a predetermined period of time, that an acknowledgement to
the message was not received from the server; and

incrementing the number of unacknowledged messages.

5. The computer-implemented method of claim 1, further comprising:

in response to determining that the computing device is not connected to the
network, requesting to connect to at least one available network.

6. The computer-implemented method of claim 1, further comprising:

receiving a secondary MNO profile after the computing device has moved to
a new location where the primary MNO does not provide service.

7. The computer-implemented method of claim 6, further comprising:

setting the primary MNO profile to inactive; and

setting the secondary MNO profile to active.
8. A computing device comprising:

one or more processors;

one or more non-transitory computer-readable media storing instructions executable by the one or more processors; and

a Universal Integrated Circuit Card (UICC) including at least one subscription profile, the UICC configured to perform operations comprising:

determining that:

the computing device is connected to a network;

the at least one subscription profile includes a primary mobile network operator (MNO) profile; and

a number of unacknowledged messages satisfies a predetermined threshold; and

designating the primary MNO profile as a home network.

9. The computing device of claim 8, the operations further comprising:

receiving, from a server, an acknowledgement to a message sent from the computing device to the server; and

resetting the number of unacknowledged messages to an initial value.

10. The computing device of claim 8, the operations further comprising:

determining that a message sent from the computing device to a server was unacknowledged; and

incrementing the number of unacknowledged messages.
11. The computing device of claim 8, the operations further comprising:
determining that the computing device is not connected to any network;
identifying one or more available networks; and
requesting to connect to at least one available network of the one or more available networks.

12. The computing device of claim 8, wherein:
the primary MNO provides network service in a first geographic location; and
a secondary MNO provides network service in a second geographic location.

13. The computing device of claim 12, the operations further comprising:
after the computing device has moved to the second geographic location from
the first geographic location:
activating a secondary MNO profile associated with the secondary MNO;
     designating the secondary MNO profile as the home network; and
deactivating the primary MNO profile.

14. A computer implemented method comprising:
determining, by a universal integrated circuit card (UICC) of a computing device, whether a computing device is connected to a network;
     determining, by the UICC, whether a primary mobile network operator (MNO) profile is active, the primary MNO profile associated with a primary MNO;
determining, by the UICC, a number of messages that were unacknowledged
by a server of the primary MNO; and

setting, by the UICC, the primary MNO profile to active based at least in part on:

whether the computing device is connected to the network;
whether the primary MNO profile is active; and
whether the number of unacknowledged messages satisfies a predetermined threshold.

15. The computer implemented method of claim 14, further comprising:

receiving, from the server, an acknowledgement to a message sent from the computing device to the server; and
resetting the number of unacknowledged messages to an initial value.

16. The computer implemented method of claim 14, further comprising:

determining that a message sent from the computing device to the server was unacknowledged; and
incrementing the number of unacknowledged messages.

17. The computer implemented method of claim 14, further comprising:

determining that the computing device is unconnected to the network; and
requesting to connect to at least one available network.
18. The computer implemented method of claim 14, wherein:
the primary MNO provides network service in a first geographic location; and
a secondary MNO provides network service in a second geographic location
that does not overlap with the first geographic area.

19. The computer implemented method of claim 18, further comprising:
after the computing device has moved to the second geographic location from
the first geographic location and has stayed in the second geographic location for at
least a predetermined period of time:
activating a secondary MNO profile associated with the secondary
MNO;
designating the secondary MNO profile as the home network; and
deactivating the primary MNO profile.

20. The computer implemented method of claim 19, further comprising:
after the computing device has moved back to the first geographic location
from the second geographic location:
activating the primary MNO profile associated with the primary MNO;
designating the primary MNO profile as the home network; and
deactivating the secondary MNO profile.
FIG. 2
- EUICC initially has Primary MNO set as home network.
- Server detects that the computing device is in the second location and sends a request to a subscription manager.
- EUICC receives/downloads a subscription profile from the subscription manager.
- EUICC sets Secondary MNO as the home network.
- EUICC deactivate subscription profile of Primary MNO.

**FIG. 3**
- EUICC has **Primary MNO profile and Secondary MNO profile**
- **Secondary MNO profile enabled, Primary MNO profile deactivated.**
- Server detects that the computing device has moved from the second location to the first location and sends a request to the subscription manager
- EUICC receives a command to swap profiles and use the **Primary MNO profile**
- Server detects that the computing device has moved from the first location to the second location and sends a request to the subscription manager
- EUICC receives a command to swap profiles and use the **Secondary MNO profile**

**FIG. 4**
- EUICC has Primary MNO profile (deactivated) and Secondary MNO profile (home network)
- Server detects that the computing device has moved to the first location (from second location) and sends request to subscription manager
- EUICC receives command to swap profiles and use the Primary MNO profile
- Server detects that computing device has moved from first location to new location within guard period, no request sent, Primary MNO profile remains enabled as home network
- Server detects that computing device has moved and is in a new location for at least the guard period. 2nd Network sends a request to subscription manager
- EUICC receives command to swap profiles and use Secondary MNO profile
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FIG. 8
DETERMINE WHETHER A COMPUTING DEVICE IS CONNECTED TO A NETWORK

DETERMINE WHETHER A PRIMARY MNO PROFILE IS ACTIVE

SEND A MESSAGE TO A SERVER (SERVER DETERMINES QUALITY OF NETWORK CONNECTION BASED ON MESSAGE DATA)

DETERMINE A NUMBER OF UNACKNOWLEDGED MESSAGES

SET ANOTHER MNO PROFILE AS THE PRIMARY MNO PROFILE

SET PRIMARY MNO PROFILE TO ACTIVE

RESET THE NUMBER OF UNACKNOWLEDGED MESSAGES TO AN INITIAL VALUE WHEN AN ACKNOWLEDGEMENT TO THE MESSAGE IS RECEIVED

INCREMENT THE NUMBER OF UNACKNOWLEDGED MESSAGES WHEN THE MESSAGE IS UNACKNOWLEDGED

RECEIVE A SECONDARY MNO PROFILE AFTER THE COMPUTING DEVICE MOVES TO A NEW LOCATION NOT SERVED BY THE PRIMARY MNO

SET THE SECONDARY MNO PROFILE TO ACTIVE AND SET THE PRIMARY MNO PROFILE TO DEACTIVATED

FIG. 9
SEND A MESSAGE TO A SERVER

DETERMINE THAT A COMPUTING DEVICE IS CONNECTED TO A NETWORK

DETERMINE THAT A PRIMARY MNO PROFILE IS ACTIVE

DETERMINE THAT A NUMBER OF UNACKNOWLEDGED MESSAGES SATISFIES A THRESHOLD

SET ANOTHER MNO PROFILE AS THE PRIMARY MNO PROFILE

DESIGNATE THE PRIMARY MNO PROFILE AS A HOME NETWORK

RESET A NUMBER OF UNACKNOWLEDGED MESSAGES TO AN INITIAL VALUE AFTER AN ACKNOWLEDGEMENT TO A MESSAGE IS RECEIVED

INCREMENT THE NUMBER OF UNACKNOWLEDGED MESSAGES WHEN THE MESSAGE IS UNACKNOWLEDGED

WHEN NOT CONNECTED TO A NETWORK, SEND A REQUEST TO CONNECT TO AT LEAST ONE AVAILABLE NETWORK

AFTER THE COMPUTING DEVICE MOVES TO A NEW LOCATION, ACTIVATE A SECONDARY MNO PROFILE AND DEACTIVATE THE PRIMARY MNO PROFILE

DESIGNATE THE SECONDARY MNO PROFILE AS THE HOME NETWORK

FIG. 10
INTERNATIONAL SEARCH REPORT

International application No.
PCT/US2015/021043

A. CLASSIFICATION OF SUBJECT MATTER
H04W 8/18; 2009.01i, 4/12; 2009.01i; 8/02; 2009.01i; 8/88; 2009.01i

According to International Patent Classification (IPC) or to both national classification and IPC

B. FIELDS SEARCHED

Minimum documentation searched (classification system followed by classification symbols)
H04W 8/18; H04W 8/20; H04L 12/24; H04W 48/18; H04J 3/18; H04W 12/08; H04W 12/04; H04L 12/56; H04W 84/12; H04W 8/02; H04W 4/12; H04W 88/02

Documentation searched other than minimum documentation to the extent that such documents are included in the fields searched
Korean utility models and applications for utility models
Japanese utility models and applications for utility models

Electronic database consulted during the international search (name of database and, where practical, search terms used)
eKOMPASS(KIPO internal) & Keywords: UICC, MNO, inactive, unacknowledged, threshold

C. DOCUMENTS CONSIDERED TO BE RELEVANT

<table>
<thead>
<tr>
<th>Category</th>
<th>Citation of document, with indication, where appropriate, of the relevant passages</th>
<th>Relevant to claim No.</th>
</tr>
</thead>
<tbody>
<tr>
<td>Y</td>
<td>EP 2680628 A1 (ROGERS COMMUNICATIONS INC.) 01 January 2014</td>
<td>1-20</td>
</tr>
<tr>
<td></td>
<td>See paragraphs [0004], [0013H0017], [0024], [0045H0051], [0063H0066]; a figure 4-5.</td>
<td></td>
</tr>
<tr>
<td>Y</td>
<td>US 2012-0230179 A1 (BRADLEY CAIN) 13 September 2012</td>
<td>1-20</td>
</tr>
<tr>
<td></td>
<td>See paragraphs [0017]-[0019], [0023], [0027]; and figure 4.</td>
<td></td>
</tr>
<tr>
<td>Y</td>
<td>WO 2013-009045 A2 (KT CORPORATION) 17 January 2013</td>
<td>6-7, 12-13, 18-20</td>
</tr>
<tr>
<td></td>
<td>See paragraphs [0013]-[0020], [0028], [0191], [0145H0146], [0160H0164]; a figure 5-7.</td>
<td></td>
</tr>
<tr>
<td></td>
<td>See paragraphs [0029]-[0035], [0046]-[0047]; and figure IB.</td>
<td></td>
</tr>
<tr>
<td></td>
<td>See paragraphs [0002]-[0004], [0046]; and figure 4.</td>
<td></td>
</tr>
</tbody>
</table>

- Further documents are listed in the continuation of Box C.
- See patent family annex.

- Special categories of cited documents:
  "A" document defining the general state of the art which is not considered to be of particular relevance
  "E" earlier application or patent but published on or after the international filing date
  "L" document which may throw doubts on priority claim(s) or which is cited to establish the publication date of another citation or other special reason (as specified)
  "O" document referring to an oral disclosure, use, exhibition or other means
  "P" document published prior to the international filing date but later than the priority date claimed
  "T" later document published after the international filing date or priority date and not in conflict with the application but cited to understand the principle or theory underlying the invention
  "X" document of particular relevance: the claimed invention cannot be considered novel or cannot be considered to involve an inventive step when the document is taken alone
  "Y" document of particular relevance: the claimed invention cannot be considered to involve an inventive step when the document is combined with one or more other such documents, such combination being obvious to a person skilled in the art
  "&" member of the same patent family

Date of the actual completion of the international search
05 June 2015 (05.06.2015)

Date of mailing of the international search report
08 June 2015 (08.06.2015)

Name and mailing address of the ISA/KR
International Application Division
Korean Intellectual Property Office
189 Choongna-ro, Seo-gu, Daejeon Metropolitan City, 302-760, Republic of Korea
Facsimile No. +82-42-472-7140

Authorized officer
YU, Jae Chon
Telephone No. +82-42-481-8647

Form PCT/ISA/210 (second sheet) (January 2015)
<table>
<thead>
<tr>
<th>Patent document cited in search report</th>
<th>Publication date</th>
<th>Patent family member(s)</th>
<th>Publication date</th>
</tr>
</thead>
<tbody>
<tr>
<td>EP 2680628 Al</td>
<td>01/01/2014</td>
<td>CA 2810360 Al</td>
<td>27/12/2013</td>
</tr>
<tr>
<td></td>
<td></td>
<td>US 2014-004827 Al</td>
<td>02/01/2014</td>
</tr>
<tr>
<td></td>
<td></td>
<td>US 8199646 Bl</td>
<td>12/06/2012</td>
</tr>
<tr>
<td></td>
<td></td>
<td>US 8848527 B2</td>
<td>30/09/2014</td>
</tr>
<tr>
<td></td>
<td></td>
<td>KR 10-2013-0006258 A</td>
<td>16/01/2013</td>
</tr>
<tr>
<td></td>
<td></td>
<td>US 2014-0140507 Al</td>
<td>22/05/2014</td>
</tr>
<tr>
<td></td>
<td></td>
<td>WO 2013-009045 A3</td>
<td>04/04/2013</td>
</tr>
<tr>
<td>US 2007-0070999 Al</td>
<td>29/03/2007</td>
<td>None</td>
<td></td>
</tr>
<tr>
<td>US 2014-0036893 Al</td>
<td>06/02/2014</td>
<td>None</td>
<td></td>
</tr>
</tbody>
</table>