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(57)【特許請求の範囲】
【請求項１】
　ローカルなカバレージエリアを有する無線通信ローカルエリアネットワークへのアクセ
スを制御する方法であって、前記ローカルなカバレージエリアの少なくとも一部が、主要
通信ネットワークの主要なカバレージエリア内にあり、前記方法が、
　移動通信装置の位置決め手段が、前記主要通信ネットワークの顧客が所有する、前記主
要なカバレージエリアに存在する１つまたは複数の移動通信装置の位置を決定するステッ
プと、
　前記ローカルなカバレージエリアに位置する、または前記ローカルなカバレージエリア
の境界から決定された閾値距離より短い距離に位置する前記１つまたは複数の移動通信装
置の各々に対して第１の識別子を選択するために、前記主要通信ネットワークの管理手段
内で、前記１つまたは複数の移動通信装置の位置と前記ローカルなカバレージエリアの位
置とを比較するステップと、
　前記移動装置が接続できる前記無線通信ローカルエリアネットワークの前記ローカルな
カバレージエリアに前記移動装置が実質的にあるということを示す第１の情報と、前記ロ
ーカルなカバレージエリアの境界からの前記距離を示す第２の情報とを示すメッセージを
対応する移動装置に選択された第１の識別子ごとに前記管理手段が送信するステップを含
む、方法。
【請求項２】
　前記メッセージを前記移動装置に送信することは、第１の識別子を選択した後、前記管
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理手段が、移動装置の第１の識別子と、ローカルエリアネットワークへのアクセスの許可
との対応を列挙した第１のテーブルにアクセスし、前記管理手段が、ローカルエリアネッ
トワークの許可に関連する選択した第１の識別子を保持し、前記管理手段が、第１の識別
子が保持されている前記移動装置にメッセージを送信することを含む、請求項１に記載の
方法。
【請求項３】
　各メッセージが、第２の識別子を含み、前記移動装置が、前記無線通信ローカルエリア
ネットワークに接続しようと試みる場合に、前記メッセージ内の受信した前記第２の識別
子を提供する、請求項１に記載の方法。
【請求項４】
　第２の識別子が第３の識別子と関連付けられている場合に、認証サーバが第２の識別子
を受信する際に、前記認証サーバは、前記関連を認証するために、第２の識別子と第３の
識別子との対応を列挙した第２のテーブルに、前記無線通信ローカルエリアネットワーク
を介してアクセスし、認証する場合に、前記認証サーバは、前記移動装置が、前記無線通
信ローカルエリアネットワークにアクセスすることを許可する、請求項３に記載の方法。
【請求項５】
　前記第２の識別子が、単一の使用のためのものであることを特徴とする、請求項３に記
載の方法。
【請求項６】
　前記メッセージが、ショートメッセージサービスを使用して送信されることを特徴とす
る、請求項１に記載の方法。
【請求項７】
　接続手段が、前記無線通信ローカルエリアネットワークを介して私設セキュアネットワ
ークにアクセスする場合に、前記接続手段は、セキュアトンネルを介して、前記私設セキ
ュアネットワークと前記無線通信ローカルエリアネットワークとの間に接続をセットアッ
プする、請求項１に記載の方法。
【請求項８】
　移動装置が前記無線通信ローカルエリアネットワークを介して有料サービスにアクセス
する場合に、前記サービスにアクセスした前記移動装置の前記主要通信ネットワークを介
して前記サービスを請求するために、前記アクセスされたサービスに関する支払いデータ
が請求サーバによって回収される、請求項１に記載の方法。
【請求項９】
　ローカルなカバレージエリアを有する無線通信ローカルエリアネットワークへのアクセ
スを制御するための装置であって、前記ローカルなカバレージエリアの少なくとも一部が
、移動通信装置の位置決め手段を装備した主要通信ネットワークの主要なカバレージエリ
アに含まれ、前記アクセスを制御するため装置が、前記位置決め手段に接続される主要ネ
ットワークを管理するための管理手段を含み、
　該管理手段が、
　前記移動装置の位置が前記ローカルなカバレージエリア内にあるか、または前記ローカ
ルなカバレージエリアの境界から決定された閾値距離より短い距離にあるということを判
定するために、前記移動装置の位置と、無線通信ローカルエリアネットワークのローカル
なカバレージエリアの位置とを比較し、
　前記ローカルなカバレージエリア内に位置する、または前記ローカルなカバレージエリ
アの境界から決定された閾値距離より短い距離に位置する移動装置の第１の識別子を選択
し、かつ
　移動装置が接続することができる無線通信ローカルエリアネットワークのローカルなカ
バレージエリアに移動装置の位置が実質的にあるということを示す第１の情報と、前記ロ
ーカルなカバレージエリアの境界からの前記距離を示す第２の情報とを示すメッセージを
前記移動装置に送信するために、選択された移動装置の前記第１の識別子を含む命令を無
線通信ローカルエリアネットワークのメッセージサーバに送信するように動作可能である



(3) JP 4504805 B2 2010.7.14

10

20

30

40

50

、装置。
【請求項１０】
　移動装置の第１の識別子と無線通信ローカルネットワークへのアクセスの許可との対応
を列挙した第１のテーブルを記憶する第１のメモリを備え、前記管理手段が、前記関連付
けられた移動装置が位置する無線通信ローカルエリアネットワークにアクセスする許可を
有する前記選択された第１の識別子を保持するために、前記第１のメモリに接続され、か
つ前記第１の対応テーブルにアクセスするように動作可能である、請求項９に記載の装置
。
【請求項１１】
　前記管理手段は、割り当てられた第２の識別子を含む命令をメッセージサーバに送信す
るように動作可能であり、前記第２の識別子は前記移動装置に特有であり、かつ前記無線
通信ローカルエリアネットワークに接続しようと試みる場合に、前記無線通信ローカルエ
リアネットワークのアクセスポイントに対応する移動装置によって保持されかつ与えられ
れる、請求項９に記載の装置。
【請求項１２】
　前記管理手段によって供給され、かつ前記割り当てられた第２の識別子と関連付けられ
た第３の識別子との対応を列挙した第２のテーブルを記憶するように動作可能である、第
２のメモリを備え、第３の識別子が、前記関連付けられた第２の識別子と共に供給される
、請求項１１に記載の装置。
【請求項１３】
　前記第２のメモリが、移動装置が前記無線通信ローカルエリアネットワークにアクセス
するために使用した第２の識別子を、前記第２のテーブルから削除するように動作可能で
ある、請求項１２に記載の装置。
【請求項１４】
　前記管理手段が、少なくとも２つの独立したローカルエリアネットワークへのアクセス
を制御するように動作可能である、請求項９に記載の装置。
【請求項１５】
　主要通信ネットワークと、無線通信ローカルエリアネットワークとを備える通信設備で
あって、
　ローカルなカバレージエリアを有する無線通信ローカルエリアネットワークへのアクセ
スを制御するための装置を備え、前記ローカルなカバレージエリアの少なくとも一部が、
移動通信装置の位置決め手段を装備した主要通信ネットワークの主要なカバレージエリア
に含まれ、前記アクセスを制御するため装置が、前記位置決め手段に接続される主要通信
ネットワークを管理するための管理手段を含み、
　該管理手段が、
　前記移動装置の位置が前記ローカルなカバレージエリア内にあるか、または前記ローカ
ルなカバレージエリアの境界から決定された閾値距離より短い距離にあるということを判
定するために、前記移動装置の位置と、無線通信ローカルエリアネットワークのローカル
なカバレージエリアの位置とを比較し、
　前記ローカルなカバレージエリア内に位置する、または前記ローカルなカバレージエリ
アの境界から決定された閾値距離より短い距離に位置する移動装置の第１の識別子を選択
し、かつ
　移動装置が接続することができる無線通信ローカルエリアネットワークのローカルなカ
バレージエリアに移動装置の位置が実質的にあるということを示す第１の情報と、前記ロ
ーカルなカバレージエリアの境界からの前記距離を示す第２の情報とを示すメッセージを
前記移動装置に送信するために、選択された移動装置の前記第１の識別子を含む命令を無
線通信ローカルエリアネットワークのメッセージサーバに送信するように動作可能である
、通信設備。
【請求項１６】
　認証サーバを備え、該認証サーバが、第２のメモリを含み、第３の識別子および第２の
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識別子を受信する際に、前記第２のテーブルに記憶されている識別子との比較に基づいて
識別子の認証手続きを実施するように動作可能であり、無線通信ローカルエリアネットワ
ークが、第２の識別子を受信する際に、（ｉ）受信した前記第２の識別子および受信した
前記第３の識別子を認証する要求を前記認証サーバに送信し、（ｉｉ）前記認証サーバに
よる認証の場合に、移動装置が位置するローカルなカバレージエリアを有する前記ローカ
ルエリアネットワークにアクセスするために、前記移動装置を認証するように動作可能で
あるアクセスポイントを含む、請求項１５に記載の通信設備。
【請求項１７】
　私設セキュアネットワークを備え、該私設セキュアネットワークが、前記主要通信ネッ
トワークに接続されたアクセスサーバと、前記主要通信ネットワークおよび前記私設セキ
ュアネットワークに接続された接続手段とを備え、該接続手段が、前記無線通信ローカル
エリアネットワークを介して私設セキュアネットワークにアクセスすることを要求する場
合に、前記私設セキュアネットワークと前記無線通信ローカルエリアネットワークとの間
にセキュアトンネルをセットアップするように動作可能であることを特徴とする、請求項
１５に記載の通信設備。
【請求項１８】
　前記私設セキュアネットワークが、公衆ネットワークに接続されることを特徴とする、
請求項１７に記載の設備。
【請求項１９】
　請求サーバを備え、該請求サーバが、前記無線通信ローカルエリアネットワークを介し
て移動装置によって有料サービスにアクセスする場合に、前記アクセスされたサービスに
関する支払いデータを回収し、かつ前記アクセスされた有料サービスを表す請求書を、前
記移動装置のユーザが顧客である前記主要通信ネットワークの管理サーバに送信するよう
に動作可能であることを特徴とする、請求項１５に記載の通信設備。
【請求項２０】
　前記無線通信ローカルエリアネットワークが、アクセスプロバイダのアクセスサーバを
介して公衆ネットワークに接続されることを特徴とする、請求項１５に記載の通信設備。
【請求項２１】
　前記主要通信ネットワークが、公衆ネットワークに接続されることを特徴とする、請求
項１５に記載の通信設備。
【発明の詳細な説明】
【技術分野】
【０００１】
　本発明の分野は、ネットワークの端末間における通信の分野であり、より具体的には、
無線ローカルエリアネットワークへのアクセスを制御することである。
【背景技術】
【０００２】
　移動電話オペレータは、インターネットなどの公衆ネットワークおよびイントラネット
企業ネットワークなどの私設ネットワークへのアクセスを与えるサービスを含めて、移動
通信装置が提供されている顧客に対し多くのサービスを利用可能とする。しかし、駅およ
び空港など「ホットスポット」として知られている場所で、同時に使用される移動装置の
密度が高いために、これらのサービスへのアクセス時間は、しばしば長く、比較的頻繁に
中断される。
【０００３】
　この問題を解決するための１つの従来の解決方法は、いくつかの移動装置が、無線ロー
カルエリアネットワーク（ＷＬＡＮ）に接続することを可能にすることであり、無線ロー
カルエリアネットワーク（ＷＬＡＮ）は、具体的にはいくつかのホットスポットにおいて
すでに装備され、アクセスプロバイダを介してインターネットに接続され、かつインター
ネットを介してイントラネットネットワークに接続されていることもある。しかし、ＷＬ
ＡＮに接続することができるようにするために、ユーザは、自分の移動装置が接続される
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権利があるＷＬＡＮのカバレージエリアにいることを認識しなければならない。
【０００４】
　また、ＷＬＡＮは、ユーザを認証できなければならず、ユーザの移動装置は、取外し可
能または一体式のＷＬＡＮカードなど、そのタイプのネットワークにアクセスするための
標準的なハードウエアを備えているだけでなく、特有の追加のハードウエア、具体的には
末端ユーザによる使用が十分に安全であることを保証するように構成された第２のＳＩＭ
カードを読み取るための装置をも備えていなければならない。特有の追加のハードウエア
により、移動装置の全体的なサイズおよび／または重量が増大する。さらに、ユーザは、
特有の追加のハードウエアは標準として装備されていないので、自分で獲得しなければな
らない。
【０００５】
　文献ＧＢ２　３１３　２５７は、ユーザが、自分がＷＬＡＮのカバレージエリアにいる
かどうかを判定することを可能にする方法について記載している。しかし、この場合、自
分がローカルエリアネットワークのカバレージエリアにいて、アクセスする権利が与えら
ていることを確認するために、ユーザが主導権を取って、主要ネットワークに接続されて
いるサーバに呼をセットアップしなければならない。端末が、ユーザの位置を決定し（た
とえば、ＧＰＳ受信器を使用して）、ユーザが、自分の位置をサーバに示し、次いで、サ
ーバがその位置を考慮して、適切であれば、カバレージエリアが端末の位置を含む１つま
たは複数のローカルエリアネットワークを識別するデータを供給する。または、サーバが
、多くの位置で既存のローカルエリアネットワークのカバレージエリアを画定するデータ
を提供し、この場合、端末は、それ自体で端末の位置をローカルエリアネットワークのカ
バレージエリアと比較して、端末がカバレージエリアにいるかどうかを独自に判定しなけ
ればならない。この従来技術の方法は、ユーザが、主導権を取ってサーバに呼をセットア
ップすることを必要とするという欠点を有する。
【発明の開示】
【発明が解決しようとする課題】
【０００６】
　したがって、本発明の目的は、上述した問題のいくつかまたはすべてを解決することで
ある。
【課題を解決するための手段】
【０００７】
　このために、本発明は、ローカルなカバレージエリアを有する無線通信ローカルエリア
ネットワーク（ＷＬＡＮ－ｉ）へのアクセスを制御する方法を提供し、このローカルなカ
バレージエリアの少なくとも一部が、主要通信ネットワークの主要なカバレージエリア内
にある。本方法は、
　前記主要なカバレージエリアに存在する前記主要ネットワークの顧客が所有する少なく
ともいくつかの移動通信装置の位置を決定するステップと、
　位置が無線通信ローカルエリアネットワークのローカルなカバレージエリア内にある移
動装置を検出するステップと、
　検出された移動装置に、前記主要ネットワークを介して、移動装置が接続することがで
きるローカルエリアネットワークのローカルなカバレージエリアに移動装置があることを
ユーザに通知するメッセージを送信するステップとを含み、
　本方法は、
　位置が無線通信ローカルエリアネットワークのローカルなカバレージエリア内にある移
動装置を検出するために、主要ネットワークの管理手段が、各移動装置の位置を少なくと
も１つのローカルなカバレージエリアの位置と比較すること、および
　検出された移動装置にメッセージを送信するために、主要ネットワークの管理手段が、
前記ローカルなカバレージエリアに位置する移動装置を識別する第１の識別子を選択する
ことを特徴とする。
【０００８】
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　この文脈では、「ローカルなカバレージエリアにほぼ位置する」という表現は、ローカ
ルなカバレージエリアの内部またはその近傍（もしくは周辺）を意味する。さらに、この
文脈では、「移動通信装置」という表現は、無線ローカルエリアネットワーク（ＷＬＡＮ
）にアクセスする手段を含むことが好ましい、顧客の移動装置の移動電話オペレータの主
要ネットワークからメッセージを受信することができるあらゆる移動装置（または端末）
を指す。しかし、これは、本質的ではない。メッセージを受信する移動装置は、たとえば
無線ローカルエリアネットワークにアクセスする手段を装備した他の移動装置を有する、
個人が所有する「標準的な」移動電話とすることができ、たとえば、８０２．１１タイプ
の規格に準拠する取外し式カードまたは一体式カードを装備した、携帯式マイクロコンピ
ュータまたは携帯情報端末（ＰＤＡ）などがある。
【０００９】
　したがって、顧客／ユーザは、自分の移動装置を特別に適合させる必要はない。顧客／
ユーザが無線ローカルエリアネットワークの範囲内にいる、またはその近傍にいるたびに
、顧客／ユーザが顧客である主要ネットワークの電話オペレータなどから、ＳＭＳ（ショ
ートメッセージサービス）などのメッセージを顧客／ユーザの移動装置の１つで自動的に
受信する。次いで、無線ローカルエリアネットワークを介して、サービスにアクセスする
ことを要求することができる。
【００１０】
　第１の識別子を選択する段階の後、選択された第１の識別子から、関連付けられた移動
装置が位置するローカルなカバレージエリアのローカルエリアネットワークへのアクセス
の許可を有する第１の識別子を保持するために、移動装置の第１の識別子とローカルエリ
アネットワークに関するアクセス許可（または利益）との対応を列挙した第１のテーブル
にアクセスすることが好ましい。この場合、メッセージは、第１の識別子が保持されてい
る移動装置にのみ送信される。
【００１１】
　アクセスの要求は、識別子の認証手続きを含むことが好ましい。このために、各メッセ
ージは、単一の使用のためのものであることが好ましいパスワードなどの第２の識別子を
含むことが可能であり、この第２の識別子は、移動装置をローカルエリアネットワークに
接続することを試行する際に、無線ローカルエリアネットワークに与えられなければなら
ない。次いで、第２の識別子とユーザ名などの第３の識別子との対応を列挙した第２のテ
ーブルが提供され、認証を実施するために、第３の識別子と関連付けられている第２の識
別子を受信する際に、第２のテーブルにアクセスする。次いで、認証が成功した場合、移
動装置は、ローカルエリアネットワークへのアクセスを許可される。この許可は、非限定
期間のセッション、または期間もしくは伝送データ量について制限されているセッション
に対して与えることができる。
【００１２】
　さらに、無線ローカルエリアネットワークを介して私設セキュアネットワークにアクセ
スすることを要求する場合に、ＩＰｓｅｃトンネルなどの接続セキュアトンネルが、私設
ネットワークとローカルエリアネットワークとの間にセットアップされることが好ましい
。
【００１３】
　さらに、移動装置によってローカルエリアネットワークを介して有料サービスにアクセ
スする場合に、主要ネットワークを介して移動装置に請求するために、前記サービスに関
係する支払いデータを回収することが可能である。
【００１４】
　本発明は、また、ローカルなカバレージエリアを有する無線通信ローカルエリアネット
ワークへのアクセスを制御するための装置にも関し、ローカルなカバレージエリアの少な
くとも一部が、位置ベースサービス（ＬＢＳ）などの移動通信装置の位置決め手段を装備
した主要通信ネットワークの主要なカバレージエリアに含まれる。
【００１５】
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　本装置は、位置決め手段に接続された管理手段を含み、該管理手段が、
　ローカルなカバレージエリアにほぼ位置する移動装置の第１の識別子を選択するために
、少なくともいくつかの移動装置の位置を少なくとも１つのローカルなカバレージエリア
の位置と比較し、
　メッセージサーバが、主要ネットワークを介して、移動装置が接続することができるロ
ーカルエリアネットワークのローカルなカバレージエリアに移動装置があることをユーザ
に通知するメッセージを移動装置に送信するために、第１の識別子を含む命令を、各選択
された移動装置の主要ネットワークのメッセージサーバに送信するように構成されること
を特徴とする。
【００１６】
　本装置は、また、移動装置の第１の識別子とローカルネットワークへのアクセス許可（
および／または利益）との対応を列挙した第１のテーブルを記憶するための第１のメモリ
をも備えることが好ましい。この場合、管理モジュールは、関連付けられた移動装置が位
置するローカルなカバレージエリアのローカルエリアネットワークにアクセスするための
許可（および／またはアクセスすることからの利益）を有する選択された第１の識別子を
保持するために、第１のメモリに接続され、かつ第１の対応テーブルにアクセスするよう
に構成される。
【００１７】
　管理手段は、パスワードなどの割り当てられた第２の識別子も含む命令を、当該メッセ
ージサーバに送信するように構成されることが好ましい。第２の識別子は、保持または選
択された移動装置のユーザに特有であり、ローカルエリアネットワークに接続しようと試
みる場合に、移動装置が位置するローカルエリアネットワークのアクセスポイントの１つ
に対応する移動装置によって与えられなければならない。この場合、管理手段に接続され
、かつ割り当てられた第２の識別子と関連付けられた第３の識別子との対応を列挙した第
２のテーブルを記憶する第２のメモリが提供される。第２のメモリは、関連付けられた移
動装置が、ローカルエリアネットワークにアクセスするために使用した各第２の識別子を
、第２のテーブルから削除するように構成されることが好ましい。
【００１８】
　本発明は、主要通信ネットワークと、無線通信ローカルエリアネットワークと、上述し
たタイプの装置とを備える通信設備をさらに提供する。
【００１９】
　この設備は、認証サーバを備えることが好ましく、該認証サーバは、第２のメモリを含
み、かつ第３の識別子および第２の識別子を受信する際に、第２のテーブルに記憶されて
いる識別子との比較に基づいて、識別子の認証手続きを実施するように構成される。この
場合、各ローカルエリアネットワークは、アクセスポイントを含む、該アクセスポイント
は、第１に、第３の識別子と関連付けられた第２の識別子を受信する際に、受信した第２
の識別子および第３の識別子の認証の要求を認証サーバに送信することができ、第２に、
認証サーバによって認証する場合に、移動装置が位置するローカルエリアネットワークに
アクセスする目的で、第３の識別子によって指定された移動装置を認証することができる
。
【００２０】
　この設備は、また、１つまたは複数の私設セキュアネットワークをも備えることが可能
である。この私設セキュアネットワークは、主要ネットワークおよびインターネットに接
続されることが好ましい。それぞれ私設セキュアネットワークが、アクセスサーバおよび
接続手段を備え、該接続手段は、主要ネットワークに接続され、かつ無線ローカルエリア
ネットワークの１つを介して私設セキュアネットワークにアクセスすることを要求する場
合に、私設ネットワークとローカルエリアネットワークとの間にセキュアトンネルをセッ
トアップすることができる。
【００２１】
　この設備は、請求サーバをさらに備えることが可能であり、該請求サーバは、移動装置
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によってローカルエリアネットワークの１つを介して有料サービスにアクセスする場合に
、前記サービスに関する支払いデータを回収し、かつ前記サービスを表す請求書を、移動
装置のユーザが顧客である主要ネットワークの管理サーバに送信するように構成される。
【００２２】
　さらに、各ローカルエリアネットワークは、アクセスプロバイダのアクセスサーバを介
してインターネット公衆ネットワークに接続されることが好ましい。
【００２３】
　本発明は、私設通信ネットワークまたは公衆通信ネットワークの多くのタイプにおいて
実施することが可能であり、具体的には、無線ローカルエリアネットワーク（ＷＬＡＮ）
、ならびに具体的にはＧＳＭ、ＧＰＲＳ、およびＵＭＴＳのネットワークなど、メッセー
ジサービスおよび位置サービスを提供する移動装置のための通信ネットワークにおいて実
施することが可能であり、またスラヤ（Ｔｈｕｒａｙａ）およびイリジウム（Ｉｒｉｄｉ
ｕｍ）などの衛星アクセスネットワークにおいて実施することが可能である。
【００２４】
　本発明の他の特徴および利点は、以下の詳細な記述を読み、かつ本発明の設備の１つの
実施形態を概略的に示す添付の図面の唯一の図を考慮することで明らかになるであろう。
この図は、特有の性質の大部分についてのものであり、したがって、本発明の記述の一部
を構成することができ、必要であれば本発明の規定に寄与することができる。
【発明を実施するための最良の形態】
【００２５】
　本発明の通信設備は、移動電話オペレータに属する少なくとも１つの主要（無線）通信
ネットワークＲＰと、インターネットプロトコル公衆ネットワークと、アクセスプロバイ
ダの少なくとも１つのインターネットアクセスサーバ１と、インターネットアクセスサー
バ１に接続されることが好ましい、少なくとも１つの無線ローカルエリアネットワークＷ
ＬＡＮ－１とを含む。図の点線矩形２は、すべて、アクセスプロバイダを表す。
【００２６】
　主要ネットワークＲＰは、国など、主要な地理的エリアに装備（または配備）される。
このネットワークは、たとえば、ＧＳＭ、ＧＰＲＳ、またはＵＭＴＳのネットワークであ
る。このタイプのネットワークは、本発明の主題を構成せず、当技術者にはよく知られて
おり、したがって、ここでは詳細に記述しない。一般に、これは、ＧＳＭ（またはＧＰＲ
Ｓ）ネットワークにおいて知られているように、複数の基地送受信局（ＢＴＳ）３を含む
（ＵＭＴＳネットワークでは、ノードＢとして知られている）。基地送受信局それぞれは
、主要エリアの一部を網羅するセルと関連付けられ、かつやはりノードと呼ばれる複数の
タイプの端末４、５、および６に直接的または間接的に接続される。ＧＰＲＳネットワー
クのノードは、たとえば、サービスＧＰＲＳサービングノード（ＳＧＳＮ）４、すなわち
ＳＧＳＮ４に接続された、２Ｇまたは２．５Ｇネットワークの場合の基地局制御装置（Ｂ
ＳＣ）、または３Ｇネットワークの場合の無線ネットワーク制御装置（ＲＮＣ）、ＳＧＳ
Ｎ４およびインターネットに接続されたゲートウエイＧＰＲＳサービングノード（ＧＧＳ
Ｎ）５、ならびにＳＧＳＮ４および少なくとも１つのイントラネット私設ネットワーク（
以下参照）に接続されたコアネットワーク（ＣＮ）６である。
【００２７】
　さらに、示した例では、ＳＧＳＮ４は、位置サーバ７にも接続される。位置サーバ７は
、主要ネットワークＲＰ、ならびにたとえばＧＳＭネットワークおよびＵＭＴＳネットワ
ークなどにおいて、顧客の移動通信装置（または端末）９の位置を検出および記憶するよ
うに構成された位置決めモジュール８を備える。ＳＧＳＮ４は、さらに、主要ネットワー
クＲＰの顧客データベースを含んでいるホーム位置レジスタ（ＨＬＲ）に接続される。た
とえば、移動装置９は、電話番号、メッセージアドレスなどの関連付けられた第１の識別
子、もしくは移動装置を互いに識別して、メッセージを移動装置に送信することを可能に
するあらゆる他の識別子を有する、移動電話、携帯式マイクロコンピュータ、または携帯
情報端末（ＰＤＡ）である。
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【００２８】
　ここで議論する例では、位置サーバ７は、位置ベースサービス（ＬＢＳ）モジュールな
どの位置サービスモジュール１１を装備したインテリジェントネットワーク（ＩＮ）タイ
プのサービスサーバ１０に最終的に結合される。インテリジェントネットワークサービス
サーバ１０は、ＨＬＲに接続され、スイッチ／ルータとサービスアプリケーションとの間
に装備された追加のインテリジェンス層を使用して、かつ主要ネットワークの構造を変更
せずに、新しいサービスおよび新しい機能を主要ネットワークＲＰに導入するために使用
される。位置サービスモジュール１１は、顧客の移動装置９の位置に関するあらゆるタイ
プのサービスを提供するように構成され、したがって、位置サーバ７と共に機能する。
【００２９】
　異なる実施形態では、位置サーバ７は、位置決めモジュール８をサービスサーバ１０に
装備することによって不要にすることができる。位置サービスモジュール（またはＬＢＳ
モジュール）１１自体を有することにより、位置検出が提供され、位置決めモジュール８
の機能を備えることも考慮することができる。この場合、サービスサーバ１０、したがっ
てその位置サービスモジュール１１は、インテリジェントネットワークＩＮの標準的な機
構によって、ＨＬＲおよび／またはＳＧＳＮ４に接続される。
【００３０】
　主要ネットワークＲＰによって、移動電話オペレータの顧客は、自分の移動通信装置９
と遠隔固定通信装置または移動通信装置との間に接続をセットアップすることができる。
顧客は、可能であればアクセスプロバイダのインターネットアクセスサーバ１、または図
においてＩＮＴＲＡＮＥＴと示されたネットワークなどの私設ネットワークを介して、具
体的にはＩＮＴＥＲＮＥＴにアクセスすることができる。
【００３１】
　本質的に、同じ地理的エリアの異なるオペレータに属する複数の主要ネットワークが存
在し、主要ネットワークのそれぞれが、それ自体の顧客を有することが一般的である。
【００３２】
　第１の無線ローカルエリアネットワークＷＬＡＮ－１は、たとえば、第１のローカルエ
リアと呼ばれ、かつ主要エリアの内部に含まれる空港に装備（または配備）される。これ
は、たとえば、移動通信装置９が、無線ローカルエリアネットワークに接続するためのハ
ードウエア（たとえば、８０２．１１規格に準拠している、取外し式または一体式のＰＣ
　ＷＬＡＮカードまたはＰＤＡ　ＷＬＡＮカード）を装備している場合、移動通信装置９
が無線によって接続することができる１つまたは複数のアクセスポイント１２を有する無
線ローカルエリアネットワーク（ＷＬＡＮ）である。アクセスポイント１２は、アクセス
ルータ１３に接続され、このアクセスルータ自体は、アクセスプロバイダのインターネッ
トアクセスサーバ１に接続される。
【００３３】
　単一の図に示した例では、設備は、インターネットアクセスサーバ１および私設ネット
ワークＩＮＴＲＡＮＥＴに接続されることが好ましい、第２の無線ローカルエリアネット
ワークＷＬＡＮ－２をも含む。
【００３４】
　第２の無線ローカルエリアネットワークＷＬＡＮ－２は、たとえば、第１の無線ローカ
ルエリアネットワークＷＬＡＮ－１と同じタイプである。これは、たとえば、第２のロー
カルエリアと呼ばれ、かつ主要エリアの内部に含まれる、電車の駅を含むエリアに装備（
または配備）される。そのアクセスポイント１４は、アクセスルータ１５に接続され、こ
のアクセスルータ自体は、アクセスプロバイダのインターネットアクセスサーバ１に接続
される。このアクセスサーバは、この場合、第１の無線ローカルエリアネットワークＷＬ
ＡＮ－１と同じであるが、他のアクセスサーバとすることもできる。
【００３５】
　たとえば、私設ネットワークＩＮＴＲＡＮＥＴは、ＩＮＴＲＡＮＥＴに安全にアクセス
するためのＩＰｓｅｃファイアウォール／ゲートウエイタイプであることが好ましい第１
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のファイアウォールサーバ１６と、可能であれば主要ネットワークＲＰのノード６に接続
された安全な第２のファイアウォールサーバ１７とを装備した企業ネットワークである。
２つのファイアウォールサーバ１６および１７によって、私設ネットワークＩＮＴＲＡＮ
ＥＴを所有する企業のために機能している主要ネットワークＲＰの顧客は、遠隔的に、前
記主要ネットワークＲＰを介してそのネットワークに接続し、かつ前記私設ネットワーク
ＩＮＴＲＡＮＥＴを介してＩＮＴＥＲＮＥＴに接続することができる。
【００３６】
　示した例では、ネットワークは、それぞれのカバレージエリアを表す閉じた曲線によっ
て表されている。ＩＮＴＥＲＮＥＴおよび主要ネットワークＲＰのカバレージエリアは、
他のネットワークのカバレージエリアよりはるかに大きく、かつそれらを含むので、破線
で示されている。
【００３７】
　示した例では、本発明の設備は、２つの無線通信ローカルエリアネットワークＷＬＡＮ
－１およびＷＬＡＮ－２へのアクセスを制御するように構成された装置を含む。
【００３８】
　より精確には、装置は、無線ローカルエリアネットワークＷＬＡＮ－ｉ（この場合、ｉ
＝１，２）の１つを介して、主要ネットワークＲＰのある顧客の移動装置９と、インター
ネットおよび／または私設ネットワークＩＮＴＲＡＮＥＴとの間の接続をセットアップす
るように構成される。その結果、具体的にはＷＬＡＮが、主要ネットワークＲＰより大き
い帯域幅を提供する場合、主要ネットワークＲＰのオペレータによって提供されるサービ
ス品質のレベルを維持することができ、またはさらに改善することができる。本質的に、
上述したように、このタイプのアクセスは、無線ローカルエリアネットワークに接続する
ための標準的なハードウエア（たとえば、８０２．１１規格に準拠する、取外し式または
一体式のＰＣ　ＷＬＡＮカードまたはＰＤＡ　ＷＬＡＮカード）を装備した移動通信装置
９を有する顧客にのみ関する。
【００３９】
　この目的を達成するために、本発明の装置は、主要ネットワークＲＰの移動装置９の第
１の識別子と、無線ローカルエリアネットワークＷＬＡＮ－ｉへのアクセスの許可（およ
び／または利益）との対応を列挙した第１のテーブルを記憶する第１のメモリ１８を有す
ることが好ましい。この第１のテーブルでは、たとえば、対応する顧客が、主要ネットワ
ークＲＰのオペレータで複数のアクセス許可（および／または利益）を交渉した場合、第
１の識別子を複数の無線ネットワークに関連付けることができる。上述したように、この
第１の識別子は、移動装置が無線ローカルエリアネットワークに接続することができるこ
とを必ずしも指定しない。このようにすることが可能であるが、同様に、たとえばＰＤＡ
またはマイクロプロセッサなど、上述した接続をセットアップすることができる第２の移
動装置をも有する顧客が所有する、移動電話の形態の第１の移動装置を指定することがで
きる。
【００４０】
　一般的な場合のように、複数のオペレータが存在するとき、第１のメモリ１８が、各オ
ペレータの主要ネットワークに提供される。このメモリは、図に示すように、サービスサ
ーバ１０など、オペレータのサーバに装備されることが好ましい。各第１のテーブルのコ
ピーも、さまざまなインターネットアクセスプロバイダに共通の許可、認証、会計（ＡＡ
Ａ）サーバなど、サーバ１９に記憶することができる。本発明の装置は、存在する際は、
位置決めモジュール８に接続された管理モジュール２０、位置サービスモジュール１１、
および第１のメモリ１８を含む。
【００４１】
　管理モジュール２０は、オペレータのサービスサーバ１０に装備されることが好ましい
が、例えば、位置サーバ７など、オペレータの他のサーバに装備することもできる。より
精確には、複数の動作を実施するように構成された管理モジュールを、第１のメモリ１８
と同じサーバに装備することが好ましい。
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【００４２】
　第１の動作は、ローカルエリアの１つのほぼ範囲内または周辺にある位置を選択するた
めに、無線ローカルエリアネットワークＷＬＡＮ－ｉに接続することができると列挙され
た、またはそのタイプの接続を実施することができる他の移動通信装置と関連付けられて
いると列挙された、位置サーバ７の位置決めモジュール８によって供給された移動装置９
の位置を、第１のローカルエリアおよび第２のローカルエリアの位置と比較する。
【００４３】
　第２の動作は、選択された移動装置９が接続されている主要ネットワークＲＰの範囲内
において位置をメッセージ通知する役割を担うモジュールに命令を送信する。命令は、少
なくとも第１の識別子と、主要ネットワークＲＰを介して受信した第１の識別子の１つに
よって指定された各移動装置９に、移動装置が位置する、または移動装置が入ろうとして
いるローカルエリアの無線ローカルエリアネットワークＷＬＡＮ－ｉに移動装置が接続す
ることができることをユーザに通知するメッセージを送信することを、モジュールに命令
するコードとを含む。このモジュールは、具体的にはモジュール１１がＬＢＳタイプであ
る場合、インテリジェントサービスサーバ１０に装備された位置サービスモジュール１１
であることが好ましい。
【００４４】
　モジュール１１がＬＢＳタイプであり、かつ主要ネットワークＲＰの顧客のためのデー
タベースを含むＨＬＲに接続されている場合、モジュール１１が、たとえばＷＬＡＮアク
セス許可に対し対応する関係にあるメモリまたは第１のテーブルに記憶された、リストの
第１の識別子と関連付けられた移動装置にのみメッセージを送信することを決定するため
に、検出された移動装置のすべての第１の識別子をモジュール１１に送信する管理モジュ
ール２０を考慮することが可能である。
【００４５】
　第１の対応テーブルが提供された場合、管理モジュール２０は、第１の動作と第２の動
作との間の第３の動作を実施するように構成されることが好ましい。第３の動作は、移動
装置９に関連付けられた第１の識別子に基づいて、選択された移動装置９のどれが、移動
装置が位置するローカルエリアのローカルエリアネットワークに関するアクセス許可（お
よび／または利益）を有するかを決定するために、メモリ１８に記憶された第１の対応テ
ーブルにアクセスすることである。したがって、これらの第１の識別子は、この決定時に
保持（または選択）されたものである。この場合、メッセージは、第１の識別子が保持さ
れている移動装置にのみ送信される。
【００４６】
　命令を受信する際に、位置サービスモジュール１１は、選択または保持された各移動装
置９に特有のメッセージを生成する。これらのメッセージは、ショートメッセージサービ
ス（ＳＭＳ）メッセージであることが好ましいが、同様に電子メールメッセージとするこ
ともできる。
【００４７】
　顧客が、自分の移動装置９でメッセージを受信したとき、顧客は、自分が位置するロー
カルエリアの無線ローカルエリアネットワークＷＬＡＮ－ｉに接続して、そのネットワー
クの内部の情報を獲得する、ＩＮＴＥＲＮＥＴに接続する、または可能であれば自分の企
業ネットワークＩＮＴＲＡＮＥＴに接続することを試行することができる。
【００４８】
　移動装置９が、ＷＬＡＮ－ｉに実際に接続することができるか、またはそのタイプの接
続自体を実施することはできないが、そのタイプの接続を実施するために装備されたＰＤ
Ａまたは携帯式マイクロコンピュータを有する顧客が所有するかに応じて、２つの状況を
考慮することができる。後者の状況では、顧客は、自分の標準的な移動電話９で、自分の
主要ネットワークＲＰによって送信された（ＳＭＳ）メッセージを受信し、適切に装備さ
れた自分のＰＤＡまたはマイクロプロセッサ９を使用して接続することを試行しなければ
ならない。
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【００４９】
　検出された移動装置９がすでにローカルエリアの範囲内にあることは、必ずしも絶対に
必要なことではない。検出動作に、閾値距離の概念を組み込むことを考慮することができ
る。したがって、移動装置が、ローカルエリアの境界から閾値距離より短い距離にある場
合、移動装置にメッセージを送信することができる。この機能は、具体的には、ユーザが
関連付けられた無線ローカルエリアネットワークに接続することを試行することができる
ローカルエリアに入る点にユーザがいる、またはそのローカルエリアの近傍にいることを
ユーザに通知するために使用することができる。本発明によって、顧客は、近傍のローカ
ルエリアに行って、具体的には、自分がそのローカルエリア外でセットアップすることが
できない接続をセットアップすることができる。その結果、移動装置９とローカルエリア
の境界との距離を表す情報を、メッセージに含むことを考慮することができる。その結果
、ユーザが、存在が信号で通知される自分の近傍のローカルエリアを見つけることを可能
にする情報を、メッセージに備えることを考慮することができる。
【００５０】
　顧客の移動装置９は、顧客の最も近いアクセスポイント１２または１４を介して、無線
ローカルエリアネットワークＷＬＡＮ－ｉに接続される。次いで、アクセスポイント１２
または１４は、ウエブタイプのホームページを移動装置９に送信し、それにより、移動装
置９は、無線ローカルエリアネットワークＷＬＡＮ－ｉに特有の情報を表示することがで
き、および／または無線ローカルエリアネットワークＷＬＡＮ－ｉのルータ１３が接続さ
れているインターネットアクセスサーバ１を介して、インターネットネットワークもしく
はイントラネットネットワークに接続することができる。
【００５１】
　インターネットネットワークまたはイントラネットネットワークへの接続は、安全な方
式で実施されることが好ましい。このために、保持（または検出）された移動装置に送信
されたメッセージは、英数字のパスワードなどの、第２の識別子を組み込むことができる
。
【００５２】
　パスワードは、管理モジュール２０によって割り当てられることが好ましくは、たとえ
ば、無作為に抽出される。この場合、第２の識別子は、他のメッセージ生成命令と共に、
位置サービスモジュール１１に送信される。第２の識別子は、ユーザ名とすることができ
る第３の識別子または第１の識別子に対して対応する関係にある第２のテーブルに記憶さ
れることが好ましい。第２のテーブルは、たとえば、第１のメモリ１８に記憶される。迅
速な処理のために、さまざまなオペレータに特有の第２のテーブルのコピーを、さまざま
なインターネットアクセスプロバイダに共通のサーバ１９の第２のメモリに記憶すること
も好ましい。これは、サーバ１９がＡＡＡタイプである場合、特に有利であるが、その理
由は、このタイプのサーバが、具体的には認証手続きを実施するように構成されるからで
ある。この場合、第２のテーブルを主要ネットワークからＡＡＡサーバ１９に転送するこ
とを可能にするために、プロキシサーバなどのサーバ２２が提供され、各主要ネットワー
クＲＰのＧＧＳＮ５およびＡＡＡサーバ１９に接続されることが好ましい。認証手続きが
考慮される場合、無線ローカルエリアネットワークＷＬＡＮ－ｉのアクセスポイント１２
および１４は、ユーザが自分の主要ネットワークＲＰから受信した第２の識別子、および
適用可能であれば自分のユーザ名（第３の識別子）を可能にするように促すホームページ
を、移動装置９に供給するように構成されなければならない。会社ＣＯＬＵＢＲＩＳによ
って販売されたアクセスポイントを含めて、いくつかのアクセスポイントが、この目的の
ために装備される。
【００５３】
　第２の識別子および第３の識別子を所有した後、アクセスポイント１２または１４は、
ルータ１３または１５を介して認証要求をＡＡＡサーバ１９に送信する。この要求は、ユ
ーザによって供給された識別子によって強化されたウエブページの形態で送信されること
が好ましい。これは、安全なハイパーテキスト転送プロトコル（ＨＴＴＰＳ）に従って伝
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送されることが好ましい。この要求を受信する際に、認証モジュールは、包含している第
２の識別子および第３の識別子を抽出して、それらを、第２のメモリ２１の第２のテーブ
ルに記憶されているものと比較する。認証モジュールが認証手続きを終了したとき、認証
モジュールは、接続許可または接続禁止を生成する。
【００５４】
　許可の場合、該当するアクセスポイント１２または１４は、利用可能なサービスへのア
クセスを移動装置９に提供する。ユーザが、ＩＮＴＥＲＮＥＴにアクセスする要求をアク
セスポイントに送信した場合、ユーザの移動装置９は、ＷＬＡＮ－ｉのルータ１３または
１５を介して、および前記ルータが接続されているアクセスサーバ１を介して、ＩＮＴＥ
ＲＮＥＴに接続される。ユーザが、企業ネットワークＩＮＴＲＡＮＥＴなどの私設ネット
ワークにアクセスする要求をアクセスポイントに送信した場合、インターネットを介して
、ＷＬＡＮ－ｉとネットワークＩＮＴＲＡＮＥＴのファイアウォール／ゲートウエイサー
バ１６との間に事前に安全なリンク（またはセキュアトンネル）をセットアップすること
が好ましい。セキュアトンネルは、ＩＰ公衆ネットワークを介した遠隔私設ネットワーク
の接続が適合されている、仮想私設ネットワーク（ＶＰＮ）セキュアインターネットプロ
トコル（ＩＰｓｅｃ）を使用することが好ましい。本質的に、ファイアウォール／ゲート
ウエイサーバ１６は、このタイプのセキュアプロトコルと共存可能でなければならない。
【００５５】
　第２の識別子が、移動装置９と無線ローカルエリアネットワークＷＬＡＮ－ｉの１つの
接続のみを可能にするように、第２の識別子は、単一の使用のためのものであることが好
ましい。この機能を実施するために、少なくとも４つの解決方法を考慮することができる
。第１の解決方法は、対応する接続許可が与えられたらすぐに、（第２の識別子、第３の
識別子）対を第２のテーブルから削除することである。第２の解決方法は、移動装置９に
関連付けられた対を削除する要求を、第２のメモリ２１が装備されていることが好ましい
サーバ１９に送信するために、移動装置９がアクセスポイント１２または１４から分離さ
れるのを待機することである。分離は、トラフィックを観測することによって検出するこ
とができる。たとえば、もはやトラフィックが存在しないとき、タイムアウトを適用する
ことができる。第３の解決方法は、接続数とは関係なく、１時間など選択した限定時間期
間中、ＷＬＡＮへのアクセスを許可することである。この場合、第２のメモリ２１におい
て対を削除することは、時間期間が満了したときに命令される。第４の解決方法は、接続
数とは関係なく、データのある割当てが伝送されたときに、第２のメモリ２１において対
を削除することである。
【００５６】
　ＷＬＡＮを介したこのタイプの接続によって、移動電話オペレータの顧客は、特に、自
分のオペレータの主要ネットワークＲＰを介して行くことなく、電子メールを送信もしく
は受信することができ、または私的情報にアクセスすることができる。
【００５７】
　ユーザが、ＷＬＡＮを介して有料サービスにアクセスした場合、サービス請求情報が、
アクセスプロバイダに共通のサーバ１９に装備されていることが好ましい収集モジュール
によって収集される。これは、サーバ１９がＡＡＡタイプであるとき、特に有利であるが
、その理由は、ＡＡＡタイプは、すでにこのタイプの収集モジュールを組み込んでいるか
らである。
【００５８】
　収集された後、請求情報は、ユーザが顧客であるオペレータに送信される。
【００５９】
　管理モジュール２０は、電子回路、ソフトウエア（もしくはデータ処理）モジュール、
または回路とソフトウエアとの組合わせの形態を取ることができる。
【００６０】
　本発明の設備では、各オペレータに装置を装備すること、またはすべてのオペレータに
共通の装置を提供することを考慮することができる。この場合、「装置」という用語は、
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たとえば、ＨＬＲタイプ位置サーバに装備された主要ネットワークＲＰの顧客の移動通信
装置９の公称位置を検出および記憶するための第１のテーブルおよび位置決めモジュール
８に接続することができ、かつ、たとえば、インテリジェントネットワークタイプのサー
ビスサーバ１０に装備されたＬＢＳなどの位置サービスモジュール１１に接続することが
できる、少なくとも１つの管理モジュールを意味する。装置は、同様に、第１の識別子と
、第１のメモリ１８に記憶された無線ローカルエリアネットワークにアクセスする許可と
の対応を列挙した第１のテーブル、および／または第２の識別子と、第２のメモリ２１に
記憶された第３の識別子との対応を列挙した第２のテーブルを含むことができる。
【００６１】
　さらに、以上の記述は、移動装置９が、主要ネットワークＲＰオペレータの顧客である
ユーザが所有することを暗示している。しかし、ある移動装置が、主要ネットワークＲＰ
のオペレータの顧客ではなく、したがってそのオペレータによって特定することができな
いユーザが所有することを考慮することができる。そのような人物が、彼らが位置するロ
ーカルエリアの無線ローカルエリアネットワークＷＬＡＮ－ｉに接続することを可能にす
るために、２つの解決方法を考慮することができる。
【００６２】
　第１の解決方法は、好ましくは該当するローカルエリアの販売点において（あらゆる場
所とすることができるが）、英数字パスワードおよび可能であればユーザ名など、潜在的
なユーザに利用可能である第２の識別子を含んでいるスクラッチカードを作成することで
ある。
【００６３】
　第２の解決方法は、たとえば専用のプレミアムレートの数字（０８３６タイプの）をダ
イヤルすることによって、公衆電話を介してアクセスすることができる音声サーバを提供
することである。音声サーバとの接続がセットアップされたとき、サーバは、英数字パス
ワードおよび可能であればユーザ名などの第２の識別子を発呼者に供給する。
【００６４】
　これらの両方の解決方法では、ユーザが、自分のパスワード（および適用可能であれば
自分のユーザ名）を所有した後、ユーザは、適切な接続手段を備えた自分の移動装置を使
用して、自分が位置するローカルエリアのＷＬＡＮ－ｉのアクセスポイント１２または１
４に接続することができる。スクラッチカードにある、または音声サーバによって電話を
介して送達された第２の識別子（およびユーザ名）は、認証手続きを実施することができ
るように、サーバ１９の第２のメモリ２１に記憶されることが好ましい。その後の動作は
、上述した動作と正確に同じであるが、ＷＬＡＮ－ｉを介したインターネットネットワー
クおよび／またはイントラネットネットワークへのアクセス、または単にＷＬＡＮ－ｉ自
体へのアクセスが、無料サービスのみに関し、かつ請求されないこと点が異なる。
【００６５】
　本発明は、また、ローカルなカバレージエリアをそれぞれが有する１つまたは複数の無
線通信ローカルエリアネットワーク（ＷＬＡＮ）へのアクセスを制御する方法も提供し、
ローカルなカバレージエリアの少なくとも一部が、１つまたは複数の主要通信ネットワー
クの主要なカバレージエリアに含まれる。
【００６６】
　本方法は、上述した装置および設備によって実施することができる。本方法のステップ
によって提供される主要機能および随意選択機能と準機能とは、装置および設備を構成す
るさまざまな手段によって提供された機能とほぼ同一であり、本発明の方法の主要機能を
実施するステップのみについて、以下で概述する。本方法は、
　まず、主要ネットワークの顧客に属し、かつ主要エリアに存在する少なくともいくつか
の移動通信装置の位置を検出すること、
　次に、ローカルエリアの１つにほぼある移動装置の第１の識別子を選択するために、そ
れらの位置をローカルエリアの位置と比較すること、
　各選択された移動装置に、主要ネットワークを介して、顧客が位置するローカルエリア
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のローカルエリアネットワークに移動装置が接続することができることをユーザに通知す
るメッセージを送信することとを含む。
【００６７】
　次いで、すぐに、または認証ステップの後に、接続を実施することができる。後者の場
合、移動装置に送信されたメッセージは、単一の使用のためのものであることが好ましい
第２の識別子をも含む。
【００６８】
　第１の識別子を選択するステップの後、追加のステップを同様に提供することができる
。この追加のステップは、関連付けられた移動装置が位置するローカルエリアのローカル
エリアネットワークにアクセスする許可（またはアクセスすることからの利益）を有する
第１の識別子を保持するために、移動装置の第１の識別子とローカルエリアネットワーク
へのアクセスの許可との対応を列挙した第１のテーブルにアクセスすることである。この
場合、第１の識別子が保持されている移動装置にのみ、メッセージが送信される。
【００６９】
　本発明は、メッセージサービスおよび位置サービスを提供するすべての主要な公衆移動
電話ネットワークに関し、具体的には、ＧＳＭ、ＧＰＲＳ、およびＵＭＴＳのタイプ、イ
ンターネットプロトコル（ＩＰ）ネットワーク、私設ネットワーク、および具体的にはＷ
ＬＡＮタイプのすべての無線ローカルエリアネットワークに関する。しかし、本発明は、
同様に、スラヤおよびイリジウムなどの衛星アクセスネットワークにも関する。
【００７０】
　本発明は、単に例示として前述した方法、設備、および装置の実施形態に限定されず、
当業者なら請求項の範囲内において考慮することが可能であるすべての変形形態を包含す
る。
【図面の簡単な説明】
【００７１】
【図１】本発明の実施形態を概略的に示す図である。
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