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(57) Abstract: At each of a plurality of transit readers of a transit system, for each of a plurality of riders, where each rider seeks
to conduct an access transaction with the transit system for access into the transit facility by using a payment device issued by an
&= issuer in a payment system, data is read from the payment device. The data includes an encryption code that uniquely corresponds
& to the payment device and was created by the issuer using one or more encryption keys and a predetermined algorithm. A check
will be performed, remotely and/or locally, of one or more lists of other encryption codes to determine if the encryption code is on
the list. On the basis of whether the encryption code is on the list, the rider is permitted access to the facility of the transit system.
The payment device need not be changed for the rider’s fare. Decryption of the encryption code read from the payment device is not

required to complete the access transaction.
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1. A method comprising:
reading data at a point of service (POS) terminal at a merchant, wherein:

a payment device is presented to the POS terminal by a
consumer seeking to conduct a transaction for a good or service from
the merchant;

the payment device includes a Primary Account Number (PAN)
issued by an issuer; and

the data read from the payment device includes a non-PAN
signature that corresponds to the PAN;

checking a list of non-PAN signatures maintained by the POS terminal to
determine if the non-PAN signature read from the data on the payment device is on
the list; and

permitting, on the basis if whether the non-PAN signature is on the list, the
consumer to complete the transaction with the merchant;

wherein the non-PAN signature is created by the issuer using one or more

encryption keys and a predetermined algorithm,

2. (canceled)

3. The method as defined in Claim 1, wherein at least one said encryption

key is a type selected from the group consisting of a symmetric type and an

asymmetric type.
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4, The method as defined in Claim 3, wherein the asymmetric type is a

public key infrastructure.

5. The method as defined in Claim 1, wherein the predetermined
algorithm produces a result selected from the group consisting of a hash, a certificate,
a signature utilizing data stored on the payment device that is unique to that payment

device.

6. The method as defined in Claim 1, wherein the predetermined
algorithm includes one or more variables each of which is selected from the group
consisting of the name of an account holder corresponding to the payment device, a
partial PAN, expiry data of the payment device, and a service code of the payment

processing system that corresponds to the PAN of the payment device.

7. The method as defined in Claim 6, wherein the one or more variables
are stored in the payment device in Track 1 and/or Track 2 data fields in accordance

with a magnetic stripe data (MSD) configuration.

8. The method as defined in Claim 1, wherein the non-PAN signature is

static on the payment device.
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9. The method as defined in Claim 1, wherein the reading data further

comprises storing information for each said transaction.

10. The method as defined in Claim 9, wherein the information stored for
each said transaction comprises the date and time thereof, an identification of the POS
terminal of the merchant, and at least some of the data read from a data storage region

of the payment device.

11, The method as defined in Claim 10, wherein the data read from the
data storage region of the payment device is stored in a format selected from the
group consisting of

either Track 1 or Track 2 data fields of the payment device in accordance with a
magnetic stripe data (MSD) configuration; and
a data track that is compatible with the payment processing system that processes

data in accordance with a magnetic stripe data (MSD) configuration.

12. The method as defined in Claim 10, wherein the data read from the

data storage region of the payment device is read contactlessly.
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13, The method as defined in Claim 1, wherein the payment device is
selected from the group consisting of a credit card, a debit card, a stored value card, a

contactless payment device, and combinations thereof

14. The method as defined in Claim 1, wherein the payment device is
within a mobile device selected from the group consisting of a personal digital
assistant, a wireless telephone, and an expert system including a substrate having
embedded therein a contactless element including a chip capable of use as a

transaction payment mechanism for each said access transaction.

15. The method as defined in Claim 1, wherein the reading, the checking,
and the permitting are all performed within a time period not exceeding one (1)

second.

16. A computer readable medium comprising instructions which, when

executed by a computer, performs the method of Claim 1.
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17. A method comprising:
reading data at a transit system reader in a transit system, wherein:

a payment device is presented to the transit system
reader by a rider seeking to conduct an access transaction for
access to a facility of the transit system; and

the payment device includes a Primary Account
Number (PAN) issued by an issuer in a payment processing
system; and

the data read from the payment device includes
encryption code;

and
without decrypting the encryption code:
checking, at the transit system reader, a list of other said
encryption codes to determine if the encryption code is on the list; and
permitting, on the basis if whether the encryption code is on the

list, the rider access to the facility of the transit system;
wherein the encryption code that uniquely corresponds to the payment
device is created by the issuer using one or more encryption keys and

a predetermined algorithm.

18.  (canceled)

36

AMENDED SHEET (ARTICLE 19)



WO 2008/094328 PCT/US2007/082903

19, The method as defined in Claim 17, wherein at least one said
encryption key is a type selected from the group consisting of a symmetric type and

an asymmetric type.

20.  Themethod as defined in Claim 19, wherein the asymmetric type is a

public key infrastructure.

21. The method as defined in Claim 17, wherein the predetermined
algorithm produces a result selected from the group consisting of a hash, a certificate,
a signature utilizing data stored on the payment device that is unique to that payment

device,

22, The method as defined in Claim 17, wherein the predetermined
algorithm includes one or more variables each of which is selected from the group
consisting of the name of a cardholder corresponding to the payment device, a partial

PAN, expiry data of the payment device, and a service code of the payment device.

23. The method as defined in Claim 22, wherein the one or more variables
are stored in the payment device in Track 1 and/or Track 2 data fields of the payment

device in accordance with a magnetic stripe data (MSD) configuration.
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24.  The method as defined in Claim 17, wherein the encryption code read

from the payment device is static on the payment device.

25.  The method as defined in Claim 17, wherein the reading data further

comprises storing information for each said access transaction.

26. The method as defined in Claim 25, wherein the information stored for
each said access transaction comprises the date and time thereof, an identification of
the POS terminal in the transit system, and at least some of the data read from a data

storage region of the payment device.

27. The method as defined in Claim 17, wherein the data read from the
payment device is stored in a format selected from the group consisting of:
either Track 1 or Track 2 data fields of the payment device in accordance with a
magnetic stripe data (MSD) configuration; and
a data track that is compatible with the payment processing system that processes

data in accordance with a magnetic stripe data (MSD) configuration.

28.  The method as defined in Claim 17, wherein the data is contactlessly

read from a data storage region of the payment device.
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29. The method as defined in Claim 17, wherein the payment device is
selected from the group consisting of a credit card, a debit card, a stored value card, a

contactless payment device, and combinations thereof

30. The method as defined in Claim 17, wherein the payment device is
within a mobile device selected from the group consisting of a personal digital
assistant, a wireless telephone, and an expert system including a substrate having
embedded therein a contactless element including a chip capable of use as a

transaction payment mechanism for each said access transaction.

31. The method as defined in Claim 17, wherein the reading, the checking,
and the permitting are all performed within a time period not exceeding one 1)

second,

32. A computer readable medium comprising instructions which, when

executed by a computer, performs the method of Claim 17.

33. A method comprising;
reading data at a transit reader in a transit system, wherein:

a payment device is presented to the transit system reader by a rider
seeking to conduct an access transaction for access to a facility of the transit

system,
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the data is in the Track 1 and/or Track 2 data fields in accordance with
an Magnetic Stripe Data (MSD) configuration;
the payment device includes a Primary Account Number (PAN) issued
by an issuer in a payment processing system; and
the data read from the payment device includes encryption code that:
uniquely corresponds to the payment device;
is created by the issuer using at least one of:
one or more encryption keys; and
a predetermined algorithm;
checking, at the transit system reader, a list of other said encryption codes to
determine if the encryption code is on the list; and
permitting, without decrypting the encryption code, the rider access to the

facility of the transit system on the basis if whether the encryption code is on the list.

34, The method as defined in Claim 33, wherein at least one said
encryption key is a type selected from the group consisting of a symmetric type and

an asymmetric type.

35. The method as defined in Claim 34, wherein the asymmetric type is a

public key infrastructure.
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36. The method as defined in Claim 33, wherein the predetermined
algorithm produces a result selected from the group consisting of a hash, a certificate,
a signature utilizing data stored on the payment device that is unique to that payment

device.

37. The method as defined in Claim 33, wherein the predetermined
algorithm includes one or more variables each of which is selected from the group
consisting of the name of a cardholder corresponding to the payment device, a partial

PAN, expiry data of the payment device, and a service code of the payment device.

38. The method as defined in Claim 33, wherein the reading data further

comprises storing information for each said access transaction.

39. The method as defined in Claim 38, wherein the information stored for
each said access transaction comprises the date and time thereof, an identification of
the POS terminal in the transit system, and at least some of the data read from a data

storage region of the payment device.

40. The method as defined in Claim 33, wherein the data is contactlessly

read from a data storage region of the payment device.
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41. The method as defined in Claim 33, wherein the payment device is
selected from the group consisting of a credit card, a debit card, a stored value card, a

contactless payment device, and combinations thereof

42, The method as defined in Claim 33, wherein the payment device is
within a mobile device selected from the group consisting of a personal digital
assistant, a wireless telephone, and an expert system including a substrate having
embedded therein a contactless element including a chip capable of use as a

transaction payment mechanism for each said access transaction.

43.  The method as defined in Claim 33, wherein the reading, the checking,
and the permitting are all performed within a time period not exceeding one (1)

second,

44, A computer readable medium comprising instructions which, when

executed by a computer, performs the method of Claim 33.
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