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(57)【要約】
【課題】メモリ・モジュールにおけるデータ・エンティ
ティを消去すること。
【解決手段】メモリ・デバイスの少なくとも２つのセク
タを使用するデータ・エンティティを格納するステップ
であって、この少なくとも２つのセクタは、同一のデー
タ・エンティティに結びついている、ステップと、メモ
リ・コントローラにおいて、このメモリ・デバイスの少
なくとも２つのセクタのうちの少なくとも１つへのポイ
ンターを含むデータ・エンティティのコンテキスト情報
を維持するステップと、を含む方法。この方法は、この
コンテキスト情報を使用して、このメモリ・デバイスの
少なくとも２つのセクタを消去するステップを更に含む
。
【選択図】図１
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【特許請求の範囲】
【請求項１】
　メモリ・デバイスの少なくとも２つのセクタを使用するデータ・エンティティを格納す
るステップであって、該少なくとも２つのセクタは、同一のデータ・エンティティに結び
ついている、ステップと、
　メモリ・コントローラにおいて、前記メモリ・デバイスの前記少なくとも２つのセクタ
のうちの少なくとも１つへのポインターを含むデータ・エンティティのコンテキスト情報
を維持するステップと、
　前記コンテキスト情報を使用して、前記メモリ・デバイスの前記少なくとも２つのセク
タを消去するステップと、
を含む方法。
【請求項２】
　前記メモリ・コントローラにおいて、前記少なくとも２つのセクタのうちの少なくとも
１つを、前記メモリ・デバイスから消去することを示す信号を規定するステップを更に含
む請求項１に記載の方法。
【請求項３】
　ホストによって、外部ホスト・アプリケーションからの削除信号に応じて、ファイル・
アロケーション・テーブルから、データ・エンティティ・エントリを削除するステップと
、
　前記少なくとも２つのセクタのうちの少なくとも１つを、前記ファイル・アロケーショ
ン・テーブルから前記データ・エンティティ・エントリの削除に対応して、メモリ・デバ
イスから、消去することを示す信号を生成するステップと
を更に含む請求項１または２に記載の方法。
【請求項４】
　前記ポインターは、前記メモリ・デバイスの前記少なくとも２つのセクタのうちの第１
のセクタの論理アドレスを示している開始アドレスと、前記メモリ・デバイスの前記少な
くとも２つのセクタのうちの第２のセクタの論理アドレスを示している開始アドレスと、
を含む、請求項１ないし３のいずれか１項に記載の方法。
【請求項５】
　前記ポインターは、前記メモリ・デバイスの前記少なくとも２つのセクタのうちの第１
のセクタの物理アドレスを示している開始アドレスと、前記メモリ・デバイスの前記少な
くとも２つのセクタのうちの第２のセクタの物理アドレスを示している開始アドレスと、
を含む、請求項１ないし３のいずれか１項に記載の方法。
【請求項６】
　前記コンテキスト情報に対するコンテキスト識別子を規定するステップを更に含む請求
項１ないし５のいずれか１項に記載の方法。
【請求項７】
　前記コンテキスト情報に対するグループ番号を規定するステップを更に含む請求項１な
いし５のいずれか１項に記載の方法。
【請求項８】
　前記コンテキスト情報に対する連想コマンドを規定するステップを更に含む請求項１な
いし５のいずれか１項に記載の方法。
【請求項９】
　前記コンテキスト識別子と結びつけられた、前記少なくとも２つのセクタのうちの少な
くとも１つを消去することを示す前記信号に応じて、前記メモリ・デバイスの前記少なく
とも２つのセクタを消去するステップを更に含む請求項６に記載の方法。
【請求項１０】
－　ＥＲＡＳＥ、
－　ＴＲＩＭ、
－　ＳｅｃｕｒｅＴＲＩＭ、
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－　ＳｅｃｕｒｅＥＲＡＳＥ、
－　ＤＩＳＣＡＲＤ、
－　Ｓａｎｉｔｉｚｅ、
－　Ｕｎｍａｐ（ＵＦＳ）
のコマンドのうちの少なくとも１つを用いる消去機能によって、前記メモリ・デバイスの
前記少なくとも２つのセクタを消去するステップを更に含む請求項１ないし９のいずれか
１項に記載の方法。
【請求項１１】
　前記消去機能によって、前記第１のセクタを消去することを示す第１の信号と、前記第
２のセクタを消去することを示す第２の信号とを生成するステップを更に含む請求項１０
に記載の方法。
【請求項１２】
　前記セクタは、
－　消去ブロック、
－　書き込みブロック、
－　ページ、
－　スーパー・ページ、および
－　ハードディスクのセクタ、
のうちの少なくとも１つを含む、請求項１ないし１１のいずれか１項に記載の方法。
【請求項１３】
　少なくとも１つのメモリ・デバイスと、
　外部ホストへの、および、前記少なくとも１つのメモリ・デバイスへのインタフェース
を有するメモリ・コントローラと、
を備えるメモリ・モジュールであって、
　前記メモリ・デバイスは、コンピュータ・プログラムコードを含み、
　該コンピュータ・プログラムコードは、前記メモリ・コントローラを用いて、前記メモ
リ・モジュールに、
　　少なくとも、メモリ・デバイスの少なくとも２つのセクタを使用するデータ・エンテ
ィティを格納することであって、該少なくとも２つのセクタは、同一のデータ・エンティ
ティに結びついている、ことと、
　　メモリ・コントローラにおいて、前記メモリ・デバイスの前記少なくとも２つのセク
タのうちの少なくとも１つへのポインターを含むデータ・エンティティのコンテキスト情
報を維持することと、
　　前記コンテキスト情報を使用して、前記メモリ・デバイスの前記少なくとも２つのセ
クタを消去することと、
をさせるように構成されている、メモリ・モジュール。
【請求項１４】
　前記コンピュータ・プログラムコードは、前記メモリ・コントローラを用いて、前記メ
モリ・モジュールに、少なくとも、
　前記メモリ・コントローラにおいて、前記少なくとも２つのセクタのうちの少なくとも
１つを、前記メモリ・デバイスから消去することを示す信号を規定すること
をさせるように更に構成されている、請求項１３に記載のメモリ・モジュール。
【請求項１５】
　前記コンピュータ・プログラムコードは、前記メモリ・コントローラを用いて、前記メ
モリ・モジュールに、少なくとも、
　前記ホストによって、外部ホスト・アプリケーションからの削除信号に応じて、ファイ
ル・アロケーション・テーブルから、データ・エンティティ・エントリ削除することと、
　前記少なくとも２つのセクタのうちの少なくとも１つを、前記ファイル・アロケーショ
ン・テーブルから前記データ・エンティティ・エントリの削除に対応して、メモリ・デバ
イスから、消去することを示す信号を生成することと
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をさせるように更に構成されている、請求項１３または１４に記載のメモリ・モジュール
。
【請求項１６】
　前記セクタは、－消去ブロック、－書き込みブロック、－ページ、－スーパー・ページ
、－ハードディスクのセクタ、のうちの少なくとも１つを含む、請求項１３ないし１５の
いずれか１項に記載のメモリ・モジュール。
【請求項１７】
　前記メモリ・モジュールは、
－　埋め込み型マルチ・メディア・カード（ｅＭＭＣ：Ｅｍｂｅｄｄｅｄ　ＭｕｌｔｉＭ
ｅｄｉａＣａｒｄ）、
－　メモリー・カード（ＳＤ）、
－　アドバンスト・テクノロジー・アタッチメント（ＡＴＡ）、および
－　ユニバーサル・フラッシュ・ストレージ（ＵＦＳ：Ｕｎｉｖｅｒｓａｌ　Ｆｌａｓｈ
　Ｓｔｏｒａｇｅ）
のうちの少なくとも１つを含む、請求項１３ないし１６のいずれか１項に記載のメモリ・
モジュール。
【請求項１８】
　コンピュータ実行可能プログラムコードを含むコンピュータ読取り可能媒体の上で具体
化されたコンピュータ・プログラムであって、
　該コンピュータ実行可能プログラムコードは、メモリ・モジュールの少なくとも１つの
コントローラによって実行されるとき、該メモリ・モジュールに、
　メモリ・デバイスの少なくとも２つのセクタを使用するデータ・エンティティを格納す
ることであって、該少なくとも２つのセクタは、同一のデータ・エンティティに結びつい
ている、ことと、
　メモリ・コントローラにおいて、前記メモリ・デバイスの前記少なくとも２つのセクタ
のうちの少なくとも１つへのポインターを含むデータ・エンティティのコンテキスト情報
を維持することと、
　前記コンテキスト情報を使用して、前記メモリ・デバイスの前記少なくとも２つのセク
タを消去することと、
をさせる、コンピュータ・プログラム。
【発明の詳細な説明】
【技術分野】
【０００１】
　本願発明は、一般に、メモリ・モジュールに関するものである。本願発明は、特に、排
他的ではないが、メモリ・モジュールにおけるデータ・エンティティを消去することに関
する。
【背景技術】
【０００２】
　今日のメモリ・モジュール・インタフェースは、使用されているメモリ技術を隠すこと
ができる。ホスト・ソフトウェアは、種々のメモリ技術とアーキテクチャに適応しなけれ
ばならないことはない。しかしながら、これは、メモリ・モジュールが、損耗平均化およ
び消去機能を効率的に取り扱うことができないという問題を起こす。例えば、メモリー・
カードが、一旦、いっぱいに書き込まれたならば、たとえ、それの中に格納されたすべて
のファイルが削除されたとしても、いっぱいであるように、内部的には見える。この理由
は、通常のファイル・システム・インプリメンテーションにおいて、データは、メモリー
・カードへ書き込まれるだけであり、新しいデータは、古いものに上書きするだけである
ことである。ファイルは、ファイル／クラスタ・エントリを、「予約されていない」と書
き込むことによって、ファイル・アロケーション・テーブルだけから削除される。
【０００３】
　管理されたＮＡＮＤメモリ・サブシステムにおいて、メモリ・コントローラは、不良ブ
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ロック管理と損耗平均化のようなフラッシュ管理機能の面倒を見る。メモリ・コントロー
ラは、データのファイル・システム・レベルの詳細を知らないが、しかし、（例えば、特
定のセクタが、同じであるか異なるファイルに属しているか、など）異なるセクタの間で
の可能な関係を理解することなく、データのセクタの読み出し／書き込みを管理するだけ
である。
【０００４】
　外部ホストがファイルを削除するときに、ホストは、ファイル・アロケーション・テー
ブル（ＦＡＴ）における対応するアロケーションを、フリーとしてマークする。高度なホ
スト・オペレーティング・システム、および／または、ファイル・システムは、また、そ
のファイルがカバーしたセクタに、いわゆるトリミング機能を実行することもできる。フ
ァイル・アロケーション・テーブル（ＦＡＴ）がどれくらい断片的であるか、に依存して
、いくつかのコマンドは、ファイルに属しているすべてのセクタのトリミングをすること
が必要でありえる。
【発明の概要】
【０００５】
　本願発明の第１の例の態様にしたがって、メモリ・デバイスの少なくとも２つのセクタ
を使用するデータ・エンティティを格納するステップであって、該少なくとも２つのセク
タは、同一のデータ・エンティティに結びついている、ステップと、メモリ・コントロー
ラにおいて、前記メモリ・デバイスの前記少なくとも２つのセクタのうちの少なくとも１
つへのポインターを含むデータ・エンティティのコンテキスト情報を維持するステップと
、このコンテキスト情報を使用して、このメモリ・デバイスの少なくとも２つのセクタを
消去するステップと、を含む方法が提供される。
【０００６】
　実施形態においては、この方法は、前記メモリ・コントローラにおいて、前記少なくと
も２つのセクタのうちの少なくとも１つを、前記メモリ・デバイスから消去することを示
す信号を規定するステップを更に含むことができる。
【０００７】
　実施形態においては、この方法は、前記ホストによって、外部ホスト・アプリケーショ
ンからの削除信号に応じて、ファイル・アロケーション・テーブルから、データ・エンテ
ィティ・エントリを削除するステップと、前記少なくとも２つのセクタのうちの少なくと
も１つを、前記ファイル・アロケーション・テーブルから前記データ・エンティティ・エ
ントリの削除に対応して、メモリ・デバイスから、消去することを示す信号を生成するス
テップとを更に含むことができる。
【０００８】
　このポインターは、前記メモリ・デバイスの第１のセクタの論理アドレスを示している
開始アドレスと、前記メモリ・デバイスの第２のセクタの論理アドレスを示している開始
アドレスと、を含むことができる。このポインターは、また、前記メモリ・デバイスの第
１のセクタの物理アドレスを示している開始アドレスと、前記メモリ・デバイスの第２の
セクタの物理アドレスを示している開始アドレスと、を含むこともできる。
【０００９】
　コンテキスト識別子を、前記コンテキスト情報に対して規定することができる。さらに
また、グループ番号または連想コマンドを、前記コンテキスト情報に対して規定すること
ができる。
【００１０】
　実施形態においては、この方法は、前記コンテキスト識別子と結びつけられた、前記少
なくとも２つのセクタのうちの少なくとも１つを消去することを示す前記信号に応じて、
このメモリ・デバイスの少なくとも２つのセクタを消去するステップを更に含むことがで
きる。
【００１１】
　実施形態においては、この方法は、
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－　ＥＲＡＳＥ、
－　ＴＲＩＭ、
－　ＳｅｃｕｒｅＴＲＩＭ、
－　ＳｅｃｕｒｅＥＲＡＳＥ、
－　ＤＩＳＣＡＲＤ、
－　Ｓａｎｉｔｉｚｅ、
－　Ｕｎｍａｐ（ＵＦＳ）
のコマンドのうちの少なくとも１つを用いた消去機能によって、前記メモリ・デバイスの
前記少なくとも２つのセクタを消去するステップを更に含むことができる。
【００１２】
　実施形態においては、この方法は、前記消去機能によって、前記第１のセクタを消去す
ることを示す第１の信号と、前記第２のセクタを消去することを示す第２の信号とを生成
するステップを更に含むことができる。前記セクタは、
－　消去ブロック、
－　書き込みブロック、
－　ページ、
－　スーパー・ページ（ページのセット）、
－　（例えば、ハードディスクの）セクタ、
のうちの少なくとも１つを含むことができる。
【００１３】
　本願発明の第２の例の態様にしたがって、少なくとも１つのメモリ・デバイスと、外部
ホストへの、および、前記少なくとも１つのメモリ・デバイスへのインタフェースを有す
るメモリ・コントローラと、を備えるメモリ・モジュールであって、前記メモリ・デバイ
スは、コンピュータ・プログラムコードを含み、該コンピュータ・プログラムコードは、
前記メモリ・コントローラを用いて、前記メモリ・モジュールに、少なくとも、メモリ・
デバイスの少なくとも２つのセクタを使用するデータ・エンティティを格納することであ
って、該少なくとも２つのセクタは、同一のデータ・エンティティに結びついている、こ
とと、メモリ・コントローラにおいて、前記メモリ・デバイスの前記少なくとも２つのセ
クタのうちの少なくとも１つへのポインターを含むデータ・エンティティのコンテキスト
情報を維持することと、このコンテキスト情報を使用して、前記メモリ・デバイスの前記
少なくとも２つのセクタを消去することと、をさせるように構成されている、メモリ・モ
ジュールが提供される。
【００１４】
　実施形態においては、前記コンピュータ・プログラムコードは、前記メモリ・コントロ
ーラを用いて、前記メモリ・モジュールに、少なくとも、前記メモリ・コントローラにお
いて、前記少なくとも２つのセクタのうちの少なくとも１つを、前記メモリ・デバイスか
ら消去することを示す信号を規定することをさせるように更に構成されている。
【００１５】
　データ・エンティティ・エントリは、外部ホスト・アプリケーションからの削除信号に
応じて、ホストによって、ファイル・アロケーション・テーブルから、削除することがで
きる。また、前記少なくとも２つのセクタのうちの少なくとも１つを、メモリ・デバイス
から、消去することを示す信号は、前記ファイル・アロケーション・テーブルから前記デ
ータ・エンティティ・エントリの削除に対応して、生成することができる。
【００１６】
　実施形態においては、前記セクタは、
－　消去ブロック、
－　書き込みブロック、
－　ページ、
－　スーパー・ページ（ページのセット）、
－　（例えば、ハードディスクの）セクタ、
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のうちの少なくとも１つを含む。
【００１７】
　実施形態においては、前記メモリ・モジュールは、
－　埋め込み型マルチ・メディア・カード（ｅＭＭＣ：Ｅｍｂｅｄｄｅｄ　ＭｕｌｔｉＭ
ｅｄｉａＣａｒｄ）、
－　メモリー・カード（ＳＤ）、
－　アドバンスト・テクノロジー・アタッチメント（ＡＴＡ）、
－　ユニバーサル・フラッシュ・ストレージ（ＵＦＳ：Ｕｎｉｖｅｒｓａｌ　Ｆｌａｓｈ
　Ｓｔｏｒａｇｅ）
のうちの少なくとも１つを含む。
【００１８】
　本願発明の第３の例の態様にしたがって、コンピュータ実行可能プログラムコードを含
むコンピュータ読取り可能媒体の上で具体化されたコンピュータ・プログラムであって、
該コンピュータ実行可能プログラムコードは、メモリ・モジュールの少なくとも１つのコ
ントローラによって実行されるとき、該メモリ・モジュールに、メモリ・デバイスの少な
くとも２つのセクタを使用するデータ・エンティティを格納することであって、該少なく
とも２つのセクタは、同一のデータ・エンティティに結びついている、ことと、メモリ・
コントローラにおいて、前記メモリ・デバイスの前記少なくとも２つのセクタのうちの少
なくとも１つへのポインターを含むデータ・エンティティのコンテキスト情報を維持する
ことと、このコンテキスト情報を使用して、前記メモリ・デバイスの前記少なくとも２つ
のセクタを消去することと、をさせる、コンピュータ・プログラムが提供される。
【００１９】
　いかなる前述のメモリ媒体でも、例えば、データ・ディスクまたはディスケットのよう
なディジタル・データ・ストレージ、光学ストレージ、磁気ストレージ、ホログラフィッ
ク・ストレージ、光磁気ストレージ、ソリッド・ステート・メモリ、相変化メモリ、抵抗
変化ランダム・アクセス・メモリ、磁気ランダム・アクセス・メモリ、固体電解質メモリ
、強誘電体ランダム・アクセス・メモリ、有機メモリまたはポリマー・メモリを含むこと
ができる。メモリ媒体は、メモリを格納するほかの実質的な機能を有することなくデバイ
スに形成することができる。または、コンピュータのメモリ、チップ・セット、および、
電子デバイスのサブ・アセンブリを含むが、これに限らず、他の機能を有するデバイスの
一部として形成することができる。
【００２０】
　本願発明の異なる拘束力のない例の態様と実施形態が、前述において図示された。上記
の実施形態は、単に、本願発明の実現において利用することができるように選ばれた態様
またはステップを説明するためだけに用いられる。いくつかの実施形態は、本願発明の特
定の例の態様に関してだけ、提示することができる。対応する実施形態は、同様に他の例
の態様に適用できることは理解されるべきである。本願発明は、添付の図面を参照して、
記述されるが、例としてのみである。
【図面の簡単な説明】
【００２１】
【図１】本願発明の種々の実施形態が適用することができるシステムアーキテクチャーの
いくらかの詳細を示す。
【図２】本願発明の種々の実施形態が適用することができるメモリ・デバイスのいくらか
の詳細を示す。
【図３】本願発明の種々の実施形態が適用することができるユーザ装置の例のブロック図
を提示する。
【図４】本願発明の例の実施形態に従って、メモリ・モジュールにおける動作を示すフロ
ーチャートを示す。
【発明を実施するための形態】
【００２２】
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　以下の記載において、同じ数字は、同じ要素を意味する。
【００２３】
　図１は、本願発明の種々の実施形態が適用することができるシステム１００のいくらか
の詳細を示す。このシステムは、例えば、ユーザ装置、ユーザ機器（ＵＥ）、および、メ
モリ・モジュール１２０のような外部ホスト１１０を含む。加えて、システムは、ホスト
１１０とメモリ・モジュール１２０との間のデータ、制御信号およびクロック信号を通信
するためのインタフェース１３０を備える。
【００２４】
　メモリ・モジュール１２０は、たとえば、メモリー・カード、マルチ・メディア・カー
ド（ＭＭＣ：Ｍｕｌｔｉ　Ｍｅｄｉａ　Ｃａｒｄ）、セキュア・デジタル（ＳＤ）カード
、あるいは、埋め込みメモリを備えることができる。メモリ・モジュール１２０は、メモ
リ・コントローラ１２１および、少なくとも１つのメモリ・デバイス１２２を備えること
ができる。メモリ・デバイス１２２は、データを格納するための複数のセクタを有するメ
モリ・ブロックを備えることができる。メモリ・コントローラ１２０は、ホスト・デバイ
ス１１０との通信を容易にするためのホスト・インタフェース・コントローラ１２３、メ
モリ・デバイス１２２やメモリ・メンテナンス・コントローラ１２５との通信、および、
動作（例えば、読み取り、書き込み、消去操作）を容易にするためのメモリ・インタフェ
ース・コントローラ１２４を備えることができる。実施形態においては、コントローラ１
２１、１２３－１２５は論理回路であることができる。
【００２５】
　実施形態においては、メモリ・モジュール１２０がホスト（電子）デバイス１１０に接
続しているとき、ホスト・コントローラ１１３は、インタフェース１３０を介して、ホス
ト・インタフェース・コントローラ１２３へコマンド信号を提供することができる。メモ
リ・デバイス１２２において、例えば、ファイルのようなデータ・エンティティは、メモ
リ・デバイス１２２の少なくとも２つのセクタを使って格納される。
【００２６】
　実施形態においては、セクタは、
－　消去ブロック（ＮＡＮＤ）、
－　書き込みブロック（ｅＭＭＣ）、
－　ページ（ＮＡＮＤ）、
－　スーパー・ページ（ページのセット）、
－（例えば、ハードディスクの）セクタ
のうちの少なくとも１つを備えることができる。
【００２７】
　よりよく区別するために、大きなシーケンシャル操作と小さなランダム操作との間で、
また、マルチタスキングのサポートを改善するために、コンテキストは、読込み、または
、書込みコマンドのグループと結びついていることができる。コマンドのグループを単一
のコンテキストと結びつけることは、このデバイスが、データのハンドリングを最適化す
ることを許容する。断片化したセクタを消去するために、より速いソリューションもまた
、必要である。
【００２８】
　コンテキストは、特定の読取り・書込みパターン（例えば、ある粒状度でシーケンシャ
ルな）に対して構成されたアクティブなセッションとみることができる。マルティプルな
読込みまたは書込みコマンドは、デバイスにパフォーマンスを最適化することを許容する
ために、それらの間のある論理的関係をつくる、このコンテキストと結びついている。例
えば、大きなシーケンシャル書込みパターンは、デバイスが、内部の局所性を改善し、い
くらかのオーバーヘッドを減少することを許容することによって、より良いパフォーマン
スを有することができる。（例えば、データのある大規模ユニットが、書き込みが実行さ
れている間の全体として電源異常に影響を受けることが許容されるならば、このユニット
を満たすすべてのコマンドは、より速く動作することができる。電源異常の場合には通常
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、個々の書き込みを各々保護することが要求されるオーバーヘッドを減らすことができる
からである。）
【００２９】
　デバイスは、１つ以上の並列のコンテキストをサポートすることができ、これは、コン
テキスト識別子（コンテキストＩＤ）によって識別される。コンテキストを使用するため
に、利用できるコンテキストＩＤが選択される。つぎに、それは、構成レジスタに書き込
むことによって初期化される。すると、読取り・書込みコマンドを送る前に、コマンドに
おけるコンテキストＩＤを指定することによってそのコンテキストに関連して、データを
、読取り・書込みすることができる。そのコンテキストがもはや使用されないとき、コン
テキストＩＤを閉じるために、構成レジスタは更新されなければならない。コンテキスト
は、別の構成／使用のためにそれを変更する前に、閉じられなければならない。
【００３０】
　実施形態においては、例えば、セクタのようなメモリ・デバイス・ロケーションは、ポ
インターを使用して示すことができる。このポインターは、たとえば、メモリ・デバイス
・ロケーションの論理アドレスまたは物理アドレスを含むことができる。
【００３１】
　メモリ・モジュール１２０のメモリ・コントローラ１２１において、コンテキスト情報
は、データ・エンティティについて維持されることができる。コンテキスト情報は、メモ
リ・デバイス１２２の少なくとも２つのセクタの論理アドレスを含むことができる。メモ
リ・コントローラ１２１において、信号を、少なくとも２つのセクタをメモリ・デバイス
１２２から消去することを示すように規定することができる。メモリ・デバイス１２２の
少なくとも２つのセクタは、つぎに、コンテキスト情報を使って消去することができる。
【００３２】
　ここに記載されたように、ホスト１１０から受信される信号は、少なくとも２つのセク
タに含まれる、メモリ・デバイス１２２から消去されるデータ・エンティティのためのコ
ンテキストＩＤを含むことができる。コンテキストＩＤは、ポインターを備えているコン
テキスト情報を識別する。ポインターは、メモリ・デバイス１２２の第１のセクタの論理
アドレスを示す開始アドレスと、メモリ・デバイス１２２の第２のセクタの論理アドレス
を示す開始アドレスとを備えることができる。データ・エンティティの消去は、そのデー
タ・エンティティまたは、そのデータ・エンティティに関係するデータを含む少なくとも
１つのセクタに関するデータを含むすべてのセクタを消去することを含むことができる。
【００３３】
　実施形態においては、消去は、
－　ＥＲＡＳＥ　（ｅＭＭＣ）、
－　ＴＲＩＭ（ｅＭＭＣ／ＡＴＡ）、
－　ＳｅｃｕｒｅＴＲＩＭ／ＳｅｃｕｒｅＥＲＡＳＥ（ｅＭＭＣ）、
－　ＤＩＳＣＡＲＤ（ｅＭＭＣ）、
－　Ｓａｎｉｔｉｚｅ　（ｅＭＭＣ）、
－　Ｕｎｍａｐ　（ＵＦＳ）
機能のうちの少なくとも１つを使ってインプリメントすることができる。
【００３４】
　実施形態においては、消去可能な単位は、消去グループとして規定することができる。
この消去グループは、書き込みブロックにおいて測定される。それは、基本的な書き込み
可能な単位である。消去グループのサイズは、デバイスに特有のパラメータである。明示
的に消去されたメモリ範囲のコンテンツは、異なるメモリ技術に依存して、「０」または
「１」である。ＥＲＡＳＥコマンドが正常に完了すると、消去されたマップされたデバイ
ス・アドレス範囲は、異なるメモリ技術に依存して、すべて「０」または、すべて「１」
で上書きされたかのようにふるまう。ＥＲＡＳＥコマンドの影響は、単にマップされたホ
スト・アドレス範囲を、マップされていないホスト・アドレス範囲へ動かすことである。
ホストは、Ｅｒａｓｅグループの隣接する範囲を消去することができる。消去プロセスを
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始めることは、３つのステップのシーケンスである。まず、ホストは、ＥＲＡＳＥ＿ＧＲ
ＯＵＰ＿ＳＴＡＲＴコマンドを用いて、その範囲の開始アドレスを規定し、次に、ＥＲＡ
ＳＥ＿ＧＲＯＵＰ＿ＥＮＤコマンドを用いて、その範囲の最終アドレスを規定する。最後
に、ゼロにセットする引数ビットを有するＥＲＡＳＥコマンドを発行することによって、
それは消去プロセスを始める。ｅｒａｓｅコマンドのアドレス・フィールドは、バイト単
位で、２ＧＢまでの密度、セクタ単位で、２ＧＢより大きい密度に対する消去グループア
ドレスである。
【００３５】
　実施形態においては、トリミング機能ＴＲＩＭは、上述のＥＲＡＳＥ機能と同様である
。その機能は、グループを消去する代わりに、ブロックを書き込むために消去動作を適用
する。トリミング機能ＴＲＩＭは、ホストが、もはや要求されないデータを識別し、バッ
クグラウンド消去イベントの間に、必要に応じてデータを消去することを許容する。トリ
ム機能が適用される書き込みブロックのコンテンツは、異なるメモリ技術に依存して、「
０」または「１」であることができる。
【００３６】
　トリミング機能が正常に完了すると、トリミングされたマップされたデバイス・アドレ
ス範囲は、異なるメモリ技術に依存して、すべて「０」または、すべて「１」で上書きさ
れたかのようにふるまう。ＴＲＩＭコマンドの影響は、単にマップされたホスト・アドレ
ス範囲を、マップされていないホスト・アドレス範囲へ動かすことである。ＴＲＩＭプロ
セスを完了することは、３つのステップのシーケンスである。まず、ホストは、ＥＲＡＳ
Ｅ＿ＧＲＯＵＰ＿ＳＴＡＲＴコマンドを用いた範囲の開始アドレスを規定することができ
、次に、ＥＲＡＳＥ＿ＧＲＯＵＰ＿ＥＮＤコマンドを用いて範囲の最終アドレスを規定し
、最後に、引数ビット０を、１にセットし、そして、引数の残りをゼロにセットして、Ｅ
ＲＡＳＥコマンドを発行することにより消去プロセスを開始する。
【００３７】
　実施形態においては、ＳＡＮＩＴＩＺＥ機能を、デバイスからデータを取り除くために
用いることができる。ＳＡＮＩＴＩＺＥ操作の使用は、デバイスにマップされていないユ
ーザ・アドレス空間から物理的にデータを取り除くことを要求する。ＳＡＮＩＴＩＺＥ操
作が完了されたあと、マップされていないホスト・アドレス空間には、データが存在して
はならない。操作されている領域は、ホストによりアクセスできないので、この特徴を要
求しているアプリケーションは、個々のデバイス・メーカーとともに、この操作が、適切
に実行されることを確実とし、デバイス信頼性に対するインパクトを理解するために、機
能しなければならない。
【００３８】
　実施形態においては、ＤＩＳＣＡＲＤ機能は、消去のために使用することができる。Ｄ
ＩＳＣＡＲＤは、ＴＲＩＭと同様の操作である。ＤＩＳＣＡＲＤ機能は、ホストが、バッ
クグラウンド消去イベントの間に、デバイスが必要に応じてデータを消去することができ
るように、もはや要求されないデータを識別することを許容する。ＤＩＳＣＡＲＤ機能が
適用される書き込みブロックのコンテンツは、「ドント・ケア」となる。ＤＩＳＣＡＲＤ
操作の後、オリジナルデータは、部分的に、あるいは、完全に、デバイスに依存するまま
にすることができる。デバイスは、廃棄された書き込みブロックのコンテンツを決定する
。ＤＩＳＣＡＲＤとＴＲＩＭの区別は、デバイスが、ホストは、読込み操作が指示される
ときに、消去としてマークされた１つ以上の論理的ブロック・アドレスからオリジナルデ
ータを取り出さないことを保証することを要求されない、装置の動作である。ＴＲＩＭは
、異なるメモリ技術に依存して、「０」か「１」によって応答する。廃棄プロセスを始め
ることは、３つのステップのシーケンスである。まず、ホストは、ＥＲＡＳＥ＿ＧＲＯＵ
Ｐ＿ＳＴＡＲＴコマンドを用いて、その範囲の開始アドレスを規定し、次に、ＥＲＡＳＥ
＿ＧＲＯＵＰ＿ＥＮＤコマンドを用いて、その範囲囲の最終アドレスを規定する。最後に
、１にセットされる引数ビット０およびビット１、および、ゼロにセットされる引数の残
りを有するＥＲＡＳＥコマンドを発行することによって、それは消去プロセスを始める。
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ＤＩＳＣＡＲＤ操作の場合には、そのコマンドは、消去グループよりはむしろ書き込みブ
ロックのアドレスを識別することができる。
【００３９】
　実施形態においては、ＳｅｃｕｒｅＥＲＡＳＥ機能を使用することができる。セキュア
なパージを示すＳｅｃｕｒｅＥＲＡＳＥコマンドは、消去グループの上で実行することが
できる。セキュアな消去は、この消去グループにおけるデータだけにされるのではなく、
別の消去グループにおけるこのデータのいかなるコピーおいても行われなければならない
。このコマンドは、直ちに実行され、メモリ・デバイスは、必要なすべての消去グループ
がパージされるまで、ホストに、コントロールを返さない。１つの消去グループは、例え
ば、特定のＮＡＮＤフラッシュにおいて消去することができる最小限のメモリ・ブロック
である。
【００４０】
　実施形態においては、ＳｅｃｕｒｅＴＲＩＭ機能を使用することができる。Ｓｅｃｕｒ
ｅＥＲＡＳＥと同様に、ＳｅｃｕｒｅＴＲＩＭコマンドは、消去グループではなく、書き
込みブロックのうえで動作する。これを適切に取り扱うために、この操作は、２つのステ
ップに分割されることができる。第１のステップは、第２のステップが呼び出される前に
、ブロックの複数のセットに行うことができるセキュア・パージのブロックをマークする
。第２のステップは、すべての要求されたセキュア・トリミングを実行する別のビット・
フラグシーケンスによる消去である。
【００４１】
　メモリ・デバイス１２２のセクタを消去することは、例えば、本願発明の実施形態にし
たがうホスト１１０によって利用されることができる。ここに記載されたように、メモリ
・メンテナンス・コントローラ１２５は、可能性がある消去セクタまたはブロックを備え
るメモリ・メンテナンスを管理することができる。ファイル・アロケーション・テーブル
（ＦＡＴ）からファイル・システム・レベルにおいてデータ・アイテムを削除した後に、
ホスト１１０は、削除されたとしてマークされたすべてのセクタを収集すること、削除さ
れたとしてマークされた複数のセクタを、できる限り、論理的ないし物理的に消去するこ
とを実行するようにさらに構成することができる。ホスト１１０は、また、ガーベッジ・
コレクション削除した後のメモリ・デバイス１２２のメモリ損耗平均化を実行することも
できる。さらには、メモリ・メンテナンス・コントローラ１２５は、ホストからの命令に
基づいて、消去されるべきとマークされたすべてのセクタを収集すること、その複数のセ
クタを、できる限り、論理的ないし物理的に消去することを実行するようにさらに構成さ
れることができる。ホスト１１０からの命令に基づいて、メモリ・メンテナンス・コント
ローラ１２５は、消去の後、メモリ・デバイス１２２のメモリ損耗平均化を実行すること
ができる。
【００４２】
　実施形態においては、メモリ・コントローラ１２１、ホスト・インタフェース・コント
ローラ１２３、メモリ・デバイス・コントローラ１２４、メモリ・メンテナンス・コント
ローラ１２５、および、メモリ・デバイス１２２は、ソフトウェアモジュール、ハードウ
ェアモジュールまたはその組合せとしてインプリメントすることができる。さらには、モ
ジュール１２１－１２５の各々は、別々のモジュール／ブロックとしてインプリメントさ
れることができる、あるいは、メモリ・モジュール１２０の任意の他の標準モジュール／
ブロックとも結合することができる、あるいは、それらの機能性によって、数ブロックに
分けることができる。すべての、または、選択したメモリ・モジュール１２０のモジュー
ル／ブロックは、１つの集積回路を使ってインプリメントすることができる。
【００４３】
　実施形態においては、図１に示されるレジスタ１２６は、以前に記載された構成レジス
タ等のレジスタ情報を格納するように構成される。レジスタ１２６は、例えば、メモリ・
デバイス１２２に位置することもできる、レジスタは、メモリ・コントローラ１２１によ
ってアクセスされることができる。
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【００４４】
　図２は、本願発明の種々の実施形態が適用することができるメモリ・デバイス１２２の
いくつかの詳細を示す。
【００４５】
　実施形態においては、ファイル・システム・インプリメンテーションにおいて、データ
は、例えば、メモリ・デバイスへ書き込まれ、そして、新しいデータは、古いものに上書
きするだけである。ファイルは、ファイル／クラスタ／セクタ・エントリを、「予約され
ていない」と書き込むことによって、ファイル・アロケーション・テーブル（ＦＡＴ）か
ら削除されるだけである。データをメモリ・デバイスから消去することは、別の機能であ
る。
【００４６】
　論理インタフェースを介して、フラッシュ・メモリにデータを書き込むときに、ホスト
は、典型的には、メモリ・システムの連続仮想アドレス空間の中で、ユニークな論理アド
レスを、セクタに、クラスタまたはデータの他の単位に割り当てる。ホストは、ファイル
・システムを典型的には維持し、ファイルデータを論理的クラスタに割り当てる。ここで
、クラスタ・サイズは、典型的には固定である。フラッシュ・デバイスは、複数論理セク
タに分割され、ホストは、複数の論理セクタを備えるクラスタの中に、スペースを割り当
てる。クラスタは、論理アドレスの細区分であり、クラスタ・マップは、ファイル・アロ
ケーション・テーブル（ＦＡＴ）として指定されることができる。ファイル・アロケーシ
ョン・テーブル（ＦＡＴ）は、通常、格納デバイス自体の上に格納される。
【００４７】
　連続論理アドレス空間は、メモリ・デバイス１２２の中に格納することができるデータ
のすべてに対してアドレスを提供するのに十分大きい。ホスト・アドレス空間は、セクタ
のインクリメントまたはデータのクラスタに、典型的には分割される。各々のクラスタは
、所与のホストシステムにおいて、データのいくつかのセクタ、だいたい、典型的には、
４つのセクタと６４のセクタとの間のセクタを含むように設計されることができる。標準
的なセクタは、例えば、５１２または４０９６バイトのデータを含む。
【００４８】
　図２は、典型的には、メモリ・デバイス１２２がどのように分割されるかの例を示す。
格納デバイス１２２は、複数の分割を含むことができる。そして、図２においては、単一
の分割２１０が、単純さのために示される。分割２１０は、システム領域２２０とデータ
エリア２３０とを含む。システム領域２２０は、種々のセグメント、例えば、マスター・
ブート・レコード（「ＭＢＲ」）領域、分割ブート・レコード（「ＰＢＲ」）領域、ＦＡ
Ｔ１領域、ＦＡＴ２領域、および、ルート・ディレクトリ領域を有する。
【００４９】
　ＭＢＲ領域は、全体的な分割情報を格納し、媒体がブート可能なデバイスである場合に
は、ＭＢＲは、ＭＢＲ領域からＰＢＲ領域にジャンプする命令を含む。ＭＢＲ領域も、隠
された領域を含み、それはＭＢＲ領域とＰＢＲ領域との間の予約スペースである。
【００５０】
　ＰＢＲ領域は、分割に対する分割／ブート情報を含む。例えば、ＰＢＲ領域は、ファイ
ル・アロケーション・テーブル（ＦＡＴ）（たとえば、１２／１６／３２ビット）のタイ
プ、ラベル（すなわち、ドライブの名前）、ドライブの寸法、クラスタ・サイズ（すなわ
ち、アロケーションユニットごとのセクタの数）、多くのファイル・アロケーション・テ
ーブル（ＦＡＴ）領域、（図（２）に示される２つのＦＡＴ領域、ＦＡＴ１およびＦＡＴ
２）、および、ファイル・アロケーション・テーブル（ＦＡＴ）ごとのセクタ数に対する
情報を含む。ファイル・アロケーション・テーブル（ＦＡＴ）領域は、各々のファイルに
対するセクタ／クラスタ情報を含む。例えば、ＦＡＴ－１２に対して、ファイル・アロケ
ーション・テーブル（ＦＡＴ）域における各々のエントリは１２ビットを含み、そして、
合計で４０９６のエントリがある。ルート・ディレクトリは、各々のファイルに対するエ
ントリを含む。各々のディレクトリ・エントリは、ファイル名またはディレクトリに対す
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る特定数のバイト（たとえば、８バイト）、拡張のためのいくつかのバイト（たとえば、
３バイト）、ファイル属性（たとえば、ファイルがリードオンリーであるか、隠されてい
るか、システムファイルであるか、ボリュームラベルであるか、ディレクトリであるか、
修正されたものであるか、など）に対して、いくつかのバイト（たとえば、１バイト）、
ファイルが作成されたときの日時を示しているいくつかのバイト、開始セクタ／クラスタ
に対する特定数のバイト数（たとえば、２）、および、ファイルの長さを示している特定
数のバイト（たとえば４）を含む。開始セクタ／クラスタに対するいくつかのバイトは、
ファイル・アロケーション・テーブル（ＦＡＴ）における第１のセクタ／クラスタを指し
ており、終了セクタ／クラスタは、例えば、０ｘＦＦＦまたは０Ｘｆｆｆｆｆｆにより、
示すことができる。
【００５１】
　ディレクトリにファイル名を書き込むために、ホストシステムは、フリーのセクタ／ク
ラスタ・スペースをＦＡＴ１領域で見つけ、データが、データエリア２３０で書き込まれ
る。ＦＡＴ１およびＦＡＴ２のエントリの両方が、つぎに、更新される。ディレクトリ・
エントリ、すなわち、日付／時間／開始セクタ／クラスタ／ファイル長も、また更新され
る。
【００５２】
　実施形態においては、データ・エンティティ、たとえば、ファイル、は、パーティショ
ン２１０において、メモリ・デバイス１２２に格納される。データ・エンティティは、２
つのセクタ２３１、２３２に格納される。コンテキスト構成を、このデータ・エンティテ
ィに対して規定することができ、コンテキストＩＤによって識別される。構成は、要求さ
れた特定のコンテキストＩＤの構成レジスタに書き込むことによって、なされることがで
きる。つぎに、このコンテキストＩＤに結びついているすべての読み出しコマンド、また
は、書き込みコマンドは、そのＩＤとともに送られる。そのコンテキストが、もはや必要
でないとき、それは、「０」バイトを、構成レジスタへ書き込むことによって閉じなけれ
ばならない。この構成レジスタは、例えば、各コンテキスト（固定、定義済み＃０を除い
て）につき１つの１５バイト・レジスタのアレイである。異なる規則は、また、同じファ
イル／コンテキストＩＤに後ほど追加される新しいデータに対して規定することができる
。構成レジスタのＩＤインデックスは、それを閉じた後に再開することができ、ＩＤイン
デックスは、常に、新しいエンティティをつくることができる。しかしながら、データが
ＩＤインデックスへうまく書き込まれて、コンテキストＩＤは閉じられたあとに、データ
は、論理的にグループ化される。ホストに対する、このグループの露出はないが、しかし
、メモリ・コントローラは、ＮＡＮＤの予備のページから、例えば、ページまたは格納デ
ータのヘッダを見つけ出すための手段を有する。
【００５３】
　実施形態においては、ホストは、例えば、ファイルのようなデータ・エンティティを削
除することに決める。ホスト・アプリケーションから削除信号を受信することに応じて、
ホストは、ファイル・アロケーション・テーブル（ＦＡＴ）において、フリーとして、対
応するアロケーションを、マークするさらには、メモリ・デバイスのセクタ２３１、２３
２に位置するデータ・エンティティを消去することは、また、望ましいことである。セク
タ２３１、２３２は、セクタ２３１、２３２に対して別々のトリミング機能を使用して、
消去することができる。
【００５４】
　実施形態においては、複数のセクタに含まれるファイルを消去するための、より効率的
な方法がホストからメモリ・デバイスに複数のトリミング・コマンドを送ることのオーバ
ーヘッドを減らすことによって、導入される。メモリ・コントローラは、データ・エンテ
ィティ（ファイル）の特定の部分が、互いに属しており、特定の単一のトリミング機能は
、全体としてそのようなデータに適用するように規定することができることを通知され得
る。そのような機能は、そのファイルでおおわれるセクタの数／アドレスから独立してい
る。コンテキストＩＤの機能は、例えばファイルなど、データ・エンティティを備えてい



(14) JP 2015-507798 A 2015.3.12

10

20

30

40

50

るセクタ２３１、２３２を消去するために使用することができる。少なくとも、次のよう
なオプションが存在することができる。
【００５５】
　第１のオプションは、特定のコンテキストＩＤ消去機能を導入することである。別々の
特定のコマンド、あるいは、既存のコマンドにおける特別なパラメータを、使用すること
ができる。さらには、レジスタの設定を用いることができる。第１のオプションは、既存
の消去機能をそのまま利用することができる。そのような消去機能は、また、特定のデー
タ・エンティティの単一のセクタ、ＩＤまたはファイルを消去するために使用することも
できる。消去機能は、例えば、ＪＥＤＥＣ　ｅＭＭＣおよびＵＦＳメモリ標準の、Ｅｒａ
ｓｅ、ＳｅｃｕｒｅＥｒａｓｅ、ＴＲＩＭ、ＳｅｃｕｒｅＴＲＩＭ、または、Ｄｉｓｃａ
ｒｄコマンドを備えることができる。
【００５６】
　第２のオプションは、消去機能により用いられるコンテキストＩＤのアドレスを導入す
ることである。消去機能は、開始アドレスまたは、コンテキストＩＤのどんなアドレスで
も使うことができ、そして、自動的に、同じコンテキストＩＤに属しているすべてのセク
タを消去する。
【００５７】
　第３のオプションは、階層的な消去機能を導入することである。コンテキストは、他の
コンテキストＩＤのスーパーセットを提供しているコンテキストＩＤに対応する他のコン
テキストのスーパーセットを含むことができる。そのような階層は、コンテキストＩＤ１
へ書き込まれるデータが例えば、データベースであり、コンテキストＩＤ２へ書き込まれ
るデータがＩＤ１データベースのアイテムであることを可能にすることができる。結局、
ＩＤ２のアドレスへの単一のトリミング・コマンドは、このアイテムに属しているセクタ
の位置がどんなに断片的であっても、このアイテムをデータベースから無効にすることが
でき、消去することができる。さらには、ＩＤ１のアドレスへの単一のトリミング・コマ
ンドは、全部のデータベース、また、ＩＤ２に当初書き込まれたもの以外のそれに属して
いるすべてのアイテムを無効にすることができる、また、インデックスの階層に関係する
制御レジスタも存在する。
【００５８】
　図３は、本願発明の種々の実施形態が適用することができるユーザ装置３００の例のブ
ロック図を提示する。これは、例えば、移動端末、ラップトップ、タブレット、または、
他の通信装置のようなユーザ機器（ＵＥ）、ユーザ・デバイスまたは装置、であることが
できる。
【００５９】
　ユーザ装置３００の一般的な構成は、通信インタフェース・モジュール３５０、通信イ
ンタフェース・モジュール３５０に結合されたプロセッサ３１０、および、プロセッサ３
１０に結合されたメモリ３２０を備える。ユーザ装置は、更に、メモリ・３２０における
格納されたソフトウェア３３０を備え、プロセッサ３１０へロードされて、実行されるよ
うに動作可能である。ソフトウェア３３０は、１つ以上のソフトウェアモジュールを含む
ことができ、コンピュータ・プログラム・プロダクトの形であることができる。ユーザ装
置３００は、更に、プロセッサ３１０に結合されたユーザー・インターフェース・コント
ローラ３６０を備える。
【００６０】
　通信インタフェース・モジュール３５０は、本願発明の種々の実施形態に関連して議論
されたユーザ・データ・ラジオの少なくとも部分的にインプリメントする。通信インタフ
ェース・モジュール３５０は、例えば、ＷＬＡＮ、ブルートゥース（Ｂｌｕｅｔｏｏｔｈ
（登録商標））、ＧＳＭ／ＧＰＲＳ、ＣＤＭＡ、ＷＣＤＭＡ、または、ＬＴＥ（Ｌｏｎｇ
　Ｔｅｒｍ　Ｅｖｏｌｕｔｉｏｎ）無線モジュールのようなラジオ・インタフェース・モ
ジュールであることができる。通信インタフェース・モジュール３５０は、ユーザ装置３
００に、または、アダプタ、カードまたは、ユーザ装置３００の適当なスロットまたはポ



(15) JP 2015-507798 A 2015.3.12

10

20

30

40

50

ートに挿入することができるような他のものに統合化することができる。通信インタフェ
ース・モジュール３５０は、１つのラジオ・インタフェース技術または複数のテクノロジ
ーをサポートすることができる。図３は、１つの通信インタフェース・モジュール３５０
を示すが、しかし、ユーザ装置３００は、複数の通信インタフェース・モジュール３５０
を備えることできる。
【００６１】
　プロセッサ３１０は、例えば、中央処理装置（ＣＰＵ）、マイクロプロセッサー、デジ
タルシグナルプロセッサ（ＤＳＰ）、グラフィック処理装置、その他であることができる
。図３は、１つのプロセッサ３１０を示すが、しかし、ユーザ装置３００は、複数のプロ
セッサを備えることができる。
【００６２】
　メモリ・３２０は、たとえば、読取り専用メモリ（ＲＯＭ）、プログラム可能読取り専
用メモリ（ＰＲＯＭ）、消去可能・プログラム可能読取り専用メモリ（消去可能ＰＲＯＭ
）、ランダム・アクセスで・メモリ（ＲＡＭ）、フラッシュ・メモリ、データ・ディスク
、光学ストレージ、磁気ストレージ、スマート・カード、その他のような不揮発性あるい
は揮発性メモリであることができる。ユーザ装置３００は、複数のメモリを備えることが
できる。メモリ３２０は、装置３００の一部として構築することができる。あるいは、そ
れは、ユーザによって、スロット、ポート、または、ユーザ装置３００のその他に挿入す
ることができる。メモリ３２０は、データを格納するという唯一の目的に、役立つことが
できる、または、それは、例えば、データ処理など他の目的に役立つ装置の一部として構
成することができる。
【００６３】
　メモリ・モジュール３４０は、ユーザ装置３００で使われるスマート・カードとして含
まれることができる。メモリ・モジュールは、たとえば、読取り専用メモリ（ＲＯＭ）、
プログラム可能読取り専用メモリ（ＰＲＯＭ）、消去可能・プログラム可能読取り専用メ
モリ（消去可能ＰＲＯＭ）、ランダム・アクセスで・メモリ（ＲＡＭ）、フラッシュ・メ
モリ、データ・ディスク、光学ストレージ、磁気ストレージ、スマート・カード、その他
のような不揮発性あるいは揮発性メモリであることができる。ユーザ装置３００は、複数
のメモリ・モジュール３４０を備えることができる。メモリ・モジュール３４０は、ユー
ザによって、スロット、ポート、または、ユーザ装置３００のその他に挿入することがで
きる。メモリ３４０は、データを格納するという唯一の目的に、役立つことができる、ま
たは、それは、例えば、データ処理など他の目的に役立つ装置の一部として構成すること
ができる。
【００６４】
　ユーザ・インターフェース・コントローラ３６０は、ユーザ装置３００のユーザから、
例えば、キーボード、ユーザ装置３００のディスプレイの上で示されるグラフィカル・ユ
ーザ・インタフェース、音声認識回路、または、例えば、ヘッドセットのようなアクセサ
リー・デバイスを介して、入力を受信するための回路、および、ユーザに対して、例えば
、グラフィカル・ユーザ・インタフェースまたは、ラウド・スピーカを介して出力を提供
するための回路を備えることができる。
【００６５】
　当業者は、図３に示される要素に加えて、ユーザ装置３００は、たとえば、入出力（Ｉ
／Ｏ）回路、メモリー・チップ、特定用途向け集積回路（ＡＳＩＣ）、ソースコーディン
グ／デコーディング回路のような特定の目的のための処理回路、チャネルコーディング／
デコーディング回路、暗号化／暗号解読回路、など追加的な回路とならんで、例えば、マ
イクロフォン、ディスプレイなど他の要素を備えることができることを理解する。加えて
、ユーザ装置３００は、外部電源もしも外部電源供給が利用できないときに、ユーザ装置
３００を動かすための使い捨て、または充電式電池（図示せず）を含むことができる。
【００６６】
　図４は、本願発明の例の実施形態に従って、メモリ・モジュールにおける動作を示すフ
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ローチャートを示す。ステップ４００において、この方法は、開始する。ステップ４１０
において、データ・エンティティは、メモリ・デバイスの少なくとも２つのセクタを使っ
て格納され、この少なくとも２つのセクタは、同一のデータ・エンティティに結びついて
いる。ステップ４２０において、メモリ・モジュールのメモリ・コントローラにおいて、
このメモリ・デバイスの少なくとも２つのセクタのうちの少なくとも１つへのポインター
を含むデータ・エンティティのコンテキスト情報が、維持される。ステップ４３０におい
て、メモリ・コントローラにおいて、信号を、少なくとも２つのセクタを、メモリ・デバ
イス１２２から消去することを示すように規定する。ステップ４４０において、このメモ
リ・デバイスの少なくとも２つのセクタは、コンテキスト情報を使って消去される。ステ
ップ４５０において、この方法は終了する。
【００６７】
　種々の実施形態は提示された。この文書において、単語は、除外する意図がないオープ
ン・エンドな表現を備え、含み、相当し、そのようなものとして用いられていることは理
解されるべきである。
【００６８】
　前述の説明は、本願発明の特定のインプリメンテーションと実施形態の非限定的な例と
して、本願発明を実行するための現在、発明者によって考えられるベスト・モードの完全
で有益な説明を提供した。しかしながら、本願発明は、上で提示された実施形態の詳細に
制限されず、同等の手段を用いて、または、実施形態の異なる組合せにより、本願発明の
特性からそれることなく、他の実施形態においてインプリメントすることができることは
、当業者には明らかである。
【００６９】
　さらには、上で開示したこの発明の実施形態の特徴のいくつかは、他の特徴に対応した
ものを使用しなくても、優位なものとして使用することができる。したがって、前述の説
明は、単に、本願発明の原理を説明するものであり、それらに、制限されるものではない
と考えられるべきである。これゆえに、本願発明の範囲は、添付の特許請求の範囲によっ
てのみ、制限されるものである。
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