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ABSTRACT

Title.: METHODS FOR PROCESSING EMERGENCY CALL AND
COMMUNICATIONS APPARATUSES UTILIZING THE SAME

A communications apparatus includes a baseband signal processing device, an
RF signal processing device, a memory device, and a processor. The processor
transmits a normal call-establishment signal with a remote identifier to a network to
originate a normal call in response to a first call-origination request with the remote
identifier, receives an indication message indicating that the normal call 1s routed as
an emergency call from the network, records the remote identifier in the memory
device, and when receiving a second call-origination request with the remote
identifter, transmits an emergency call-establishment signal with the remote identifier
to the network to originate an emergency call in response to the second call-

origination request.
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We Claim :

1. A communications apparatus, comprising:

a baseband signal processing device;

a radio frequency (RF) signal processing device;

a memory device; and

a processor, for transmitting a normal call-establishment signal with a remote
identifier to a network to originate a normal call in response to a first
call-origination request with the remote identifier, receiving an
indication message indicating that the normal call is routed as an
emergency call from the network, recording the remote identifier in
the memory device, and when receiving a second call-origination
request with the remote identifier, transmitting an emergency call-
establishment signal with the remote identifier to the network to
originate an emergency call in response to the second call-origination

request.

2. The communications apparatus as claimed in claim !, wherein the remote
identifier 1s a Mobile Station International Subscriber Directory Number (MSISDN), a
Session Initiation Protocol (SIP) Uniform Resource Identifier (URI), or a telephone

URL

3. The communications apparatus as claimed in claim 1 or 2, wherein the

indication message 1s an SIP message in an IP Multimedia Subsystem (IMS).

4. The communications apparatus as claimed in claim 1 or 2, wherein the

indication message is an alternative service SIP response message.

5. The communications apparatus as claimed in claim ! or 2, wherein the
indication message is an SIP response message containing a P-Asserted-Identity

header field and an SOS tag.
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6. A method for processing an emergency call, comprising:

transmitting a normal call-establishment signal with a remote identifier to a
network to originate a normal call in response to a first call-origination
request with the remote identifier by a user equipment;

receiving an indication message indicating that the normal call is routed as an
emergency call from the network by the user equipment;

recording the remote identifier and location information of the user equipment
in a memory device by the user equipment; and

when receiving a second call-origination request with the remote identifier,
transmitting an emergency call-establishment signal with the remote
identifier to the network to originate an emergency call in response to

the second call-origination request by the user equipment.

7. The method as claimed in claim 6, wherein the location information of the
user equipment comprises a Public Land Mobile Network Identifier (PLMN ID) of
the network, a Base Station Identifier (BSID) of the network, a cell ID of the network,
a Mobile Country Code (MCC) of the network and/or Global Positioning System

(GPS) data of the user equipment.

8. The method as claimed in claim 6, wherein the remote identifier is a Mobile
Station International Subscriber Directory Number (MSISDN), a Session Initiation

Protocol (SIP) Uniform Resource Identifier (URI), or a telephone URL

9. The method as claimed in any of claims 6 to 8, wherein the indication
message is

an SIP message in an IP Multimedia Subsystem (IMS), or
an alternative service SIP response message, or

an SIP response message containing a P-Asserted-Identity header field and an

SOS tag.
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10. A method for processing an emergency call, comprising:

transmitting a normal call-establishment signal with a remote i1dentifier to a
network to originate a normal call in response to a first call-origination
request with the remote identifier by a user equipment;

receiving an indication message indicating that the normal call 1s routed as an
emergency call from the network by the user equipment;

recording the remote identifier and location information of the user equipment
in a memory device by the user equipment;

transmitting an emergency call-establishment signal with the remote identifier
to the network to originate an emergency call in response to a second
call-origination request with the remote identifier by the user
equipment;

determining whether at least one of a plurality of predefined changes in a
location of the user equipment has occurred; and

deleting the record of the remote identifier by the user equipment when at least
one of the predefined changes in the location of the user equipment is

determined to have occurred.

11. The method as claimed in claim 10, wherein the location information of
the user equipment comprises a Public Land Mobile Network Identifier (PLMN ID)
of the network, a Base Station ldentifier (BSID) of the network, a cell ID of the
network, a Mobile Country Code (MCC) of the network and/or a Global Positioning

System (GPS) data of the user equipment, wherein

the predefined changes in the location of the user equipment comprise a
change in a PLMN ID of the network, a change in a BSID of the network, a change in
a cell ID of the network, a change in a MCC of the network, a change in a registration
status of the user equipment with respect to the network and a change in a GPS data of

the user equipment.
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12. The method as claimed in claim 11, wherein whether at least one of the
predefined changes of the user equipment has occurred i1s determined by comparing
the recorded location information associated with the recorded remote identifier with

current location information of the user equipment.

13. The method as claimed in any of claims 10 to 12, wherein the remote
identifier is a Mobile Station International Subscriber Directory Number (MSISDN), a

Session Initiation Protocol (SIP) Uniform Resource Identifier (URI), or a telephone

URL

14. The method as claimed in any of claims 10 to 13, wherein the indication
message 1s

an SIP message in an I[P Multimedia Subsystem {IMS), or

a Session Initiation Protocol (SIP} message in an IP Multimedia Subsystem
(IMS), or

an SIP response message containing a P-Asserted-Identity header field and an
SOS tag.

Dated this 11" day of October, 2013

FOR MEDIATEK INC.
By their Agent

(Girish Vijayanand Sheth)
Patent Agent No.: IN/PA 1022
KRISHNA & SAUASTRI ASSOCIATES
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BACKGROUND OF THE INVENTION
Field of the Invention
[0001] The invention relates to methods for processing an emergency call in the IP
Multimedia Subsystem (IMS), and more particularly to methods for processing a non-

detected emergency call in the IMS.

Description of the Related Art
[0002] The IP Multimedia Subsystem (IMS) is the technology defined by the Third

Generation Partnership Project (3GPP) to provide IP Muyltimedia services over mobile
communications networks. IP Multimedia services provide a dynamic combination of voice,
video, messaging, data, etc. within the same session.

[0003] The IMS makes use of the Session Initiation Protocol (SIP) to set up and
coritrol calls or sessions between user terminals. The Session Description Protocol (SDP),
carried by SIP signals, is used to describe and negotiate the media components of the
session. Whilst SIP was created as a user-to-user protocol, the IMS allows operators and
service providers to control user access to services and to charge users accordingly.

[0004] Users of user terminals, for example, may need to make calls in emergency
situations. A wireless communications network may identify emergency calls and may
route emergency calls to public safety communications systems that may be associated with
the wireless communications network.

[0005] Users may need to make emergency calls when they are either in a "home"

communications network or when the user may be "roaming" and may be proximate to
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another, "local" or "visited" communications network. However, while the cell phone user
is roaming, an emergency call sent from the user's cell phone may not be routed to a public
safety system that 1s associated with the local (or visited) communications network. Thus,
the appropriate emergency responders who are located in or near the user's current location
may not receive notification in a timely manner.

[0006] Therefore, an enhancement method for handling the emergency call in the IP

Multimedia Subsystem (IMS) 1s provided.

BRIEF SUMMARY OF THE INVENTION

[0007] A communications apparatus and methods for processing emergency calls are
provided. An exemplary embodiment of a communications apparatus comprises a baseband
signal processing device, a radio frequency (RF) signal processing device, a memory device,
and a processor. The processor transmits a normal call-establishment signal with a remote
identifier to a network to originate a normal call in response to a first call-origination
request with the remote identifier, receives an indication message indicating that the normal
call is routed as an emergency call from the network, records the remote identifier in the
memory device, and when receiving a second call-origination request with the remote
identifier, transmits an emergency call-establishment signal with the remote identifier to the
network to originate an emergency call in response to the second call-origination request.

[0008] An exemplary embodiment of a method for processing an emergency call
comprises: transmitting a normal call-establishment signal with a remote identifier to a
network to originate a normal call in response to a first call-origination request with the
remote identifier by an user equipment; receiving an indication message indicating that the
normal call is routed as an emergency call from the network by the user equipment;
recording the remote identifier and location information of the user equipment in a memory

device by the user equipment; and when receiving a second call-origination request with the
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remote identifier, transmitting an emergency call-establishment signal with the remote
identifier to the network to originate an emergency call in response to the second call-
origination request by the user equipment.

0009] Another exemplary embodiment of a method for processing an emergency call
comprises: fransmitting a normal call-establishment signal with a remote identifier to a
network to originate a normal call in response to a first call origination request with the
remote identifier by an user equipment; receiving an indication message indicating that the
normal call is routed as an emergency call from the network by the user equipment;
recording the remote identifier and location information of the user equipment in a memory
device by the user equipment; transmitting an emergency cali-establishment signal with the
remote identifier to the network to originate an emergency call in response to a second call-
origination request with the remote identifier by the user equipment, determining whether
at least one of a plurality of predefined changes in a location of the user equipment has
occurred; and deleting the record of the remote identifier by the user equipment when at
least one of the predefined changes in the location of the user equipment is determined to
have occurred.

[0010] A detailed description is given in the following embodiments with reference to

the accompanying drawings.

BRIEF DESCRIPTION OF DRAWINGS

The invention can be more fully understood by reading the subsequent detailed
description and examples with references made to the accompanying drawings, wherein:
[0011] FIG. 1 shows a block diagram of a communications apparatus according to an
embodiment of the invention;

[0012] FIG. 2 shows a schematic architecture of an IMS for handling a normal call

according to an embodiment of the invention;
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[0013] FIG. 3 shows a schematic architecture of an IMS for handling an emergency
call according to an embodiment of the invention;

[0014] FIG. 4 shows a flow chart of processing an emergency call in a communications
system according to an embodiment of the invention;

[0015] FIG. 5 shows a flow chart of processing an emergency call in a communications
system according to another embodiment of the invention; and

[0016] FIG. 6 shows a flow chart of managing the emergency call database according

to yet another embodiment of the invention.

DETAILED DESCRIPTION OF THE INVENTION

[0017] The following description is of the best-contemplated mode of carrying out the
invention. This description is made for the purpose of illustrating the general principles of
the invention and should not be taken in a limiting sense. The scope of the invention is best
determined by reference to the appended claims.

[0018] FIG. 1 shows a block diagram of a communications apparatus according to an
embodiment of the invention. The communications apparatus 100 may be a notebook, a
cellular phone, a portable gaming device, a portable multimedia player, a Global
Positioning System (GPS), a receiver, a personal digital assistant, a tablet computer, or
another such device. The communications apparatus 100 may comprise at least a baseband
signal processing device 110, a radio frequency (RF) signal processing device 120, a
processor 130, a memory device 140, and an antenna module comprising at least one
antenna. Note that, in order to clarify the concept of the invention, FIG. 1 presents a
simplified biock diagram in Wi‘liCh only the elements relevant to the invention are shown.
However, the invention should not be limited to what is shown in FIG. 1.

[0019] The RF signal processing device 120 may receive RF signals via the antenna

and process the received RF signals to convert the received RF signals to baseband signals
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to be processed by the baseband signal processing device 110, or receive baseband signals
from the baseband signal processing device 110 and convert the received baseband signals
to RF signals to be transmitted to a peer communications apparatus. The RF signal
processing device 120 may comprise a plurality of hardware elements to perform radio
frequency conversion. For example, the RF signal processing device 120 may comprise a
power amplifier, a mixer, or others.

[0020] The baseband signal processing device 110 may further process the baseband
signals. The baseband signal processing device 110 may also comprise a plurality of
hardware elements to perform baseband signal processing. The baseband signal processing
may comprise analog-to-digital conversion (ADC) / digital-to-analog conversion (DAC),
gain adjustment, modulation/demodulation, encoding/decoding, and so on.

[0021] The processor 130 may control the operations of the baseband signal processing
device 110 and the RF signal processing device 120. According to an embodiment of the
invention, the processor 130 may also be arranged to execute the program codes of the
software module(s) of the corresponding baseband signal processing device and/or the RF
signal processing device. The program codes accompanied with specific data in a data
structure may also be referred to as a processor logic unit or a stack instance when being
executed. Therefore, the processor may be regarded as comprising a plurality of processor
logic units, each for executing one or more specific functions or tasks of the corresponding
software module(s). The memory device 140 may store the software and firmware program
codes, system data, user data, etc. of the communications apparatus 100.

[0022] According to an embodiment of the invention, the RF signal processing device
120 and the baseband signal processing device 110 may be collectively regarded as a radio
module capable of communicating with a wireless network to provide wireless

communications services in compliance with a predetermined Radio Access Technology



(RAT). Note that, in some embodiments of the invention, the communications apparatus
100 may further be extended to comprise more than one antenna and/or more than one radio
module, and the invention should not be limited to what is shown in FIG. 1.

[0023] In addition, in some embodiments of the invention, the processor mav be
configured inside of the baseband signal processing device 110, or the communications
apparatus 100 may comprise another processor configured inside of the baseband signal
processing device 110. Thus the invention should not be limited to the architecture as
shown in FIG. 1.

[0024] FIG. 2 shows a schematic architecture of an IP Multimedia Subsystem (IMS)
for handling a normal call according to an embodiment of the invention. The IMS core
network 210 includes a Proxy Call/Session Control Function (P-CSCF) and Serving CSCF
(S-CSCF) network nodes and a media plane. The IMS service layer 220 includes one or
more SIP application servers (SIP-AS). The P-CSCF is a first point of contact within the
IMS for an SIP terminal. The SIP terminal may be, for example, user equipment or a
communications apparatus as shown in FIG. 1. The S-CSCF provides services to the user to
which the user is subscribed. An IP access network may be established between user
equipment (UE) and the IMS core network. The Home Subscriber Server (HSS) provides
subscriber data to the S-CSCF.

[0025] The UE may communicate with the P-CSCF via a Gm interface. The P-CSCF
may communicate with the S-CSCF via an Mw interface. The S-CSCF may communicate
with a Public Safety Answering Point (PSAP) (not shown) via an Mw interface. The SIP-
AS may communicate with the S-CSCF via an ISC interface. The HSS may communicate
with the S-CSCF via a Cx interface.

[6026] FIG. 3 shows a schematic architecture of an IP Multimedia Subsystem (IMS)

for handling an emergency call according to an embodiment of the invention. The IMS core
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network 310 includes P-CSCF and Emergency CSCF (E-CSCF) network nodes and a
media plane. The Public Safety Answering Point (PSAP) is a call center responsible for
answering calls to an emergency telephone number for police, firefighting, and ambulance
services. The Location Retrieval Function (LRF) facilitates the E-CSCF to determine the
location of the calling UE. The Emergency Access Transfer Function (EATF) provides the
procedures and functions for IMS emergency session anchoring and Packet Switched (PS)
to Circuit Switched (CS) Access Transfer. The LRF may communicate with the E-CSCF
via an Ml interface. The EATF may communicate with the E-CSCF via an 14 interface.

[0027] Since the architectures for handling the normal call and the emergency call in
the IMS are different, the normal call and the emergency call are routed in different ways as
well. Generally, when the UE recognizes that the address of a received call-origination
request is an emergency call address, the UE may establish an emergency Packet Data
Network (PDN) (that is, an emergency bearer) or include an SOS tag in a Session Initiation
Protocol (SIP) message, such that this call can be routed as an emergency call. An
emergency call can has higher prionty, lower blocking rate, and fewer control policies
compared to a normal call. However, when the UE is unable to recognize that the address
of a received call-origination request is an emergency call address (for example, when the
user dials an emergency call number but the UE is unable to recognize it as an emergency
call), the UE may establish a normal bearer and this emergency call may be routed as a
normal call. Because the normal call has lower priority, higher blocking rate and more
control policies than an emergency call, the appropriate emergency responders who are
located in or near the user's current location may not receive notification in a timely manner.
Therefore, the problems of long delays and/or a high call drop rate may occur with non-
detected emergency calls. Therefore, it is important for the UE to learn the non-detected

emergency call.



[0028] FIG. 4 shows a flow chart of processing an emergency call in a communications
system according to an embodiment of the invention. According to an embodiment of the
invention, when receiving a first call-origination request with a remote identifier (for
example, the call-origination request may be received when the user has dialed a UR] or
phone number), the processor (e.g. the processor 130) of the communications apparatus (e.g.
the communications apparatus 100, which may be the UE in a communications network)
may first determine whether the remote identifier is an emergency call address. According
to an embodiment of the invention, the remote identifier and the emergency call address
may be a Mobile Station International Subscriber Directory Number (MSISDN), an SIP
Uniform Resource Identifier (URI), or a telephone URL

[0029] When the processor determines that the remote identifier is not an emergency
call address, the processor may transmit a normal call-establishment signal with a remote
identifier to the network to originate a normal call in response to the first call-origination
request. Upon receiving the normal call-establishment signal, the network may begin a
normal call setup procedure based on the architecture as shown in FIG. 2.

[0030] During the normal call setup procedure, the normal call-establishment signal
may be routed from the P-CSCF to the S-CSCF, and then to the SIP-AS. The P-CSCF
and/or the SIP-AS at the network side may detect again whether the remote identifier is an
emergency call address. When the remote identifier is detected as an emergency call
address at the network side, an emergency call indication may be transmitted from the
network to the UE.

[0031] According to an embodiment of the invention, the indication message may be
an SIP message in the IMS. For example, the indication message may be a 380 ( alternative
service) SIP response message indicating that the normal call is routed as an emergency call.

In another example, the indication message may be an SIP response message containing a



P-Asserted-Identity header field and an SOS tag indicating that the normal call is routed as
an emergency call.

[0032] Upon receiving the indication message, the processor may lear that the remote
identifier is for emergency calls, and may record the remote identifier in an emergency-call
database in the memory device (e.g. the memory device 140). The emergency-call database
may be presented in any form, and the invention should not be limited thereto. For example,
the emergency-call database may be a list of numbers, IP addresses, SIP URIs or telephone
URIs of the emergency calls. In another example, the emergency-call database may be a
data structure recording the numbers, IP addresses, SIP URIs or telephone URIs of the
emergency calls. According to an embodiment of the invention, the numbers, IP addresses,
SIP URIs or telephone URIs of the emergency calls may be obtained from the data stored in
the Universal Subscriber Identity Module (SIM) cards, from the data received from the
network, from the data manually setup or entered by the user, and the data learned during
the call establishment procedure as described above.

[0033] After the call is released and when the processor receives a second call-
origination request with the remote identifier, again, the processor may detect that the
remote identifier is an emergency call address by comparing the remote identifier with the
data recorded in the emergency-call database. After that, the processor may transmit an
emergency call-establishment signal with the remote identifier to the network to originate
an emergency call in response to the second call-origination request. Upon receiving the
emergency call-establishment signal, the network may begin an emergency call setup
procedure based on the architecture as shown in FIG. 3. Therefore, for the second time
when the processor receives a call-origination request with the same remote identifier, the
call-origination request can be treated properly as an emergency call, and the problems of

delays and/or dropped calls caused by non-detected emergency calls can be solved.
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[0034] According to another embodiment of the invention, besides the remote
identifier, the processor may further record the current location information of the
communications apparatus (or the UE) with respect to the remote identifier that is to be
recorded in the emergency call database by the processor.

[0035] FIG. 5 shows a flow chart of processing an emergency call in a communications
system according to another embodiment of the invention. In the flow chart shown in FIG.
5, the processes on the network side are omitted and only the processes executed by the
communications apparatus (or the UE) are shown. For the descriptions of the processes on
the network side, reference may be made to the descriptions i FIG. 4, which are omitted
here for brevity.

[0036] First of all, the processor may transmit a normal call-establishment signal with
a remote identifier to a network to originate a normal call in response to a call-origination
request with the remote identifier (Step S502). When the remote identifier is a non-detected
emergency call address, the processor may receive an indication message indicating that the
normal call is routed as an emergency call from the network (Step $504) when the remote
identifier is detected by the network as an emergency call address. Next, the processor may
record the remote identifier and location information of the communications apparatus (or
the UE) in the memory device of the communications apparatus (or the UE) (Step $506).
According to an embodiment of the invention, the remote identifier accompanying the
current location information of the communications apparatus may be recorded in the
emergency call database as discussed above. The current location information of the
communications apparatus may be important information utilized to further determine
whether the recorded remote identifier is valid or not. According to an embodiment of the
invention, the location information may be the Public Land Mobile Network Identity

(PLMN 1D} of the network, the Base Station Identifier (BSID) of the network, the cell ID
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of the network, the Mobile Country Code (MCC) of the network and/or the Global
Positioning System (GPS) data of the communications apparatus (or the UE). Note that
“network” here refers to the network that the communications apparatus {(or the UE)
accesses, camps on, registers to, and/or is associated with.

[0037] Finally, once the processor receives another call-origination request with the
same remote identifier, the processor may recogmze that the remote identifier 1s an
emergency call address by inspecting the records in the emergency-call database as
discussed above, and may transmit an emergency call-establishment signal with the remote
identifier to the network to originate an emergency call in response to the call-origination
request (Step S508). The inspecting of the emergency-call database may be performed by,
for example, comparing the remote identifier with the records in the emergency-call
database.

[0038] According to yet another embodiment of the invention, the processor may
further determine whether the remote 1dentifier recorded in the emergency-call database is
still a valid emergency call address. For example, for different countries or different areas,
the emergency call address may be different. When the processor determines that the
remote identifier recorded in the emergency-call database is no longer a valid emergency
call address, the processor may delete the record.

[0039] FIG. 6 is a flow chart for managing the emergency-call database according to
yet another embodiment of the invention. To manage the emergency-call database, the
processor may first determine whether at least one of a plurality of predefined changes in
the location of the communications apparatus (or the UE) has occurred (Step S602).
According to an embodiment of the invention, whether at least one of the predefined
changes has occurred may be determined by comparing the recorded location information

associated with the recorded remote identifier with the current location information of the
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communications apparatus (or the UE).

10040] According to an embodiment of the invention, the predefined changes in the
location may be a change in the PLMN ID of the network, a change in the BSID of the
network, a change in the cell ID of the network, a change in the MCC of the network, a
change in the registration status of the UE with respect to the network and a change in the
GPS data of the UE. Note that “network™ here refers to the network that the
communications apparatus (or the UE) accesses, camps on, registers to, and/or is associated
with. The registration status change of the UE with respect to the network may be
determined by whether the communications apparatus (or the UE) has de-registered from
the network which the communications apparatus (or the UE) has previously been
registered with when recording the remote identifier, or whether the registration status of
the communications apparatus {or the UE) with respect to the network, which the
communications apparatus (or the UE) has previously registered with when recording the
remote identifier, has been changed from registered to un-registered, or the like.

[0041} If none of the predefined changes in the location of the communications
apparatus {or the UE) has occurred, the record of the remote identifier may be kept in the
emergency call database since it may still be a valid emergency call address. If any of the
predefined changes in the location of the communications apparatus {or the UE) has
occurred, the processor may delete the record of the remote identifier (Step S604).

[0042] When the emergency-call database is well-maintained, not only can the
problems of delays and/or dropped calls caused by non-detected emergency calls be solved,
but also the situations of mistakenly transmitting an emergency call-establishment signal
with a remote identifier which is not a valid emergency call address can be prevented.
[0043] The above-described embodiments of the present invention can be implemented

in any of numerous ways. For example, the embodiments may be implemented using
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hardware, software or a combination thereof. It should be appreciated that any component
or collection of components that perform the functions described above can be generically
considered as one or more processors that control the above discussed function. The one or
more processors can be implemented in numerous ways, such as with dedicated hardware,
or with general-purpose hardware that is programmed using microcode or software to
perform the functions recited above.

[0044] While the invention has been described by way of example and in terms of
preferred embodiment, 1t is to be understood that the invention is not limited thereto. Those
who are skilled in this technology can stili make various alterations and modifications
without departing from the scope and spirit of this invention. Therefore, the scope of the
present invention shall be defined and protected by the following claims and their

equivalents.
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We Claim :

1. A communications apparatus, comprising:

a baseband signal processing device;

a radio frequency (RF) signal processing device;

a memory device; and

a processor, for transmitting a normal call-establishment signal with a remote
identifier to a network to originate a normal call in response to a first
call-origination request with the remote identifier, receiving an
indication message indicating that the normal call is routed as an
emergency call from the network, recording the remote identifier in
the memory device, and when receiving a second call-origination
request with the remote identifier, transmitting an emergency call-
establishment signal with the remote identifier to the network to
originate an emergency call in response to the second call-origination

request.

2. The communications apparatus as claimed in claim !, wherein the remote
identifier 1s a Mobile Station International Subscriber Directory Number (MSISDN), a
Session Initiation Protocol (SIP) Uniform Resource Identifier (URI), or a telephone

URL

3. The communications apparatus as claimed in claim 1 or 2, wherein the

indication message 1s an SIP message in an IP Multimedia Subsystem (IMS).

4. The communications apparatus as claimed in claim 1 or 2, wherein the

indication message is an alternative service SIP response message.

5. The communications apparatus as claimed in claim ! or 2, wherein the
indication message is an SIP response message containing a P-Asserted-Identity

header field and an SOS tag.
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6. A method for processing an emergency call, comprising:

transmitting a normal call-establishment signal with a remote identifier to a
network to originate a normal call in response to a first call-origination
request with the remote identifier by a user equipment;

receiving an indication message indicating that the normal call is routed as an
emergency call from the network by the user equipment;

recording the remote identifier and location information of the user equipment
in a memory device by the user equipment; and

when receiving a second call-origination request with the remote identifier,
transmitting an emergency call-establishment signal with the remote
identifier to the network to originate an emergency call in response to

the second call-origination request by the user equipment.

7. The method as claimed in claim 6, wherein the location information of the
user equipment comprises a Public Land Mobile Network Identifier (PLMN ID) of
the network, a Base Station Identifier (BSID) of the network, a cell ID of the network,
a Mobile Country Code (MCC) of the network and/or Global Positioning System

(GPS) data of the user equipment.

8. The method as claimed in claim 6, wherein the remote identifier is a Mobile
Station International Subscriber Directory Number (MSISDN), a Session Initiation

Protocol (SIP) Uniform Resource Identifier (URI), or a telephone URL

9. The method as claimed in any of claims 6 to 8, wherein the indication
message is

an SIP message in an IP Multimedia Subsystem (IMS), or
an alternative service SIP response message, or

an SIP response message containing a P-Asserted-Identity header field and an

SOS tag.
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10. A method for processing an emergency call, comprising:

transmitting a normal call-establishment signal with a remote i1dentifier to a
network to originate a normal call in response to a first call-origination
request with the remote identifier by a user equipment;

receiving an indication message indicating that the normal call 1s routed as an
emergency call from the network by the user equipment;

recording the remote identifier and location information of the user equipment
in a memory device by the user equipment;

transmitting an emergency call-establishment signal with the remote identifier
to the network to originate an emergency call in response to a second
call-origination request with the remote identifier by the user
equipment;

determining whether at least one of a plurality of predefined changes in a
location of the user equipment has occurred; and

deleting the record of the remote identifier by the user equipment when at least
one of the predefined changes in the location of the user equipment is

determined to have occurred.

11. The method as claimed in claim 10, wherein the location information of
the user equipment comprises a Public Land Mobile Network Identifier (PLMN ID)
of the network, a Base Station ldentifier (BSID) of the network, a cell ID of the
network, a Mobile Country Code (MCC) of the network and/or a Global Positioning

System (GPS) data of the user equipment, wherein

the predefined changes in the location of the user equipment comprise a
change in a PLMN ID of the network, a change in a BSID of the network, a change in
a cell ID of the network, a change in a MCC of the network, a change in a registration
status of the user equipment with respect to the network and a change in a GPS data of

the user equipment.
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12. The method as claimed in claim 11, wherein whether at least one of the
predefined changes of the user equipment has occurred i1s determined by comparing
the recorded location information associated with the recorded remote identifier with

current location information of the user equipment.

13. The method as claimed in any of claims 10 to 12, wherein the remote
identifier is a Mobile Station International Subscriber Directory Number (MSISDN), a

Session Initiation Protocol (SIP) Uniform Resource Identifier (URI), or a telephone

URL

14. The method as claimed in any of claims 10 to 13, wherein the indication
message 1s

an SIP message in an I[P Multimedia Subsystem {IMS), or

a Session Initiation Protocol (SIP} message in an IP Multimedia Subsystem
(IMS), or

an SIP response message containing a P-Asserted-Identity header field and an
SOS tag.

Dated this 11" day of October, 2013

FOR MEDIATEK INC.
By their Agent

(Girish Vijayanand Sheth)
Patent Agent No.: IN/PA 1022
KRISHNA & SAUASTRI ASSOCIATES
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