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(57) Abstract: System,method and a computer program product for analyzing power network
data of an electrical power system. A method (100), a power network data analysis system (200),
and a computer program product for analyzing power network data of an electrical power system
(400) are provided. The power network data analysis system (200) obtains the power network
data representing one or more parameters of electrical power being carried on the electrical power
system (400), detects a power event on the electrical power system (400) from the power network
data, determines a cause of the power event based on the power network data by employing a
power network data analysis logic, and generates a recommendation associated with the power
event for the electrical power system (400) based on the cause of the power event. The power
network data analysis logic comprises determining a type of the power event based on power
quality data and protection device data obtained from the power network data, identifying a
location of the power event based on the power quality data, and analyzing the power event based
on the power network data, the type of the power event, and/or the location of the power event.
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Description

System, method and a computer program product for an improved

fault analysis in an electrical power system

The present invention relates to fault analysis in an electrical
power system. Furthermore, the present invention relates to a
method, a power network data analysis system, and a computer
program product for analyzing power network data of an

electrical power system.

A conventional electrical power generating facility supplies
electrical power to consumers over a vast and expansive power
distribution grid containing many interconnected power line
networks. The power line networks are of various sizes and
convey low, medium or high voltage electric power to the
consumers. Power gquality of the electric power conveyed is
typically defined as the power network's ability to supply a
clean and stable power supply to the loads connected thereto. In
other words, power quality ideally provides a power supply that
is always available, is noise-free, and is always within
acceptable voltage and frequency tolerance limits. Moreover,
power quality determines fitness quotient of the electrical
power conveyed to consumer equipment. Without sufficient power
quality, the consumer equipment may malfunction, fail
prematurely or cease to operate. There are several causes for
decrease in power quality, for example, a shared infrastructure
among customers, harmonics arising due to integration of micro

grids and/or distributed generatiocn, etc.

Power quality issues largely include any deviation from normal
operation of a voltage source. Power quality issues include

high-speed events such as voltage impulses or transients, high
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frequency noise, voltage swells and sags, or a total power loss.
Electrical equipments of various types, facing power quality
issues are typically affected in different ways. By analyzing
the electrical power and evaluating the electrical equipment or
load of the electrical equipment, it can be determined whether a
power quality issue exists or not. Thus, power gquality issue
could also be looked at as a compatibility problem of the
electrical equipment connected to the grid, that is, the
electrical equipment’s compatibility with events happening on
the grid. Such problems are typically resolved by improving the
power quality or making the equipment tougher. However, making
equipment tougher often results in an increased cost of the
equipment. Therefore, addressing the power quality issues is a
preferred alternative not only from point of view of equipment
life but also from point of view of an overall health of the

grid.

In order to maintain acceptable levels of power quality and
system reliability, analysis of faults and power quality issues
based on the events is performed. However such analysis
typically involves scrutinizing humungous data recorded by
intelligent electronic devices (IEDs) placed in various
substations. Such data is typically analyzed by power engineers
via multiple tools in order to establish correlation between an
event and a failure of equipment. Conventional power quality
analysis tools automatically read disturbance files and record
the power quality data captured by IEDs via periodic polling of
the IEDs. However, the IEDs typically provide a large number of
disturbance files per event, which the power engineers have to
look into and identify appropriate disturbance files thereby
making the analysis process tedious and time consuming.
Moreover, identification of an appropriate disturbance file for

analysis 1s largely based on competency of the power engineers
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thereby leading to possibility of false conclusions in the
analysis due to human errors. Furthermore, determining whether
the power quality disturbance occurred first or a fault occurred
first is a cumbersome process which requires substation wide
analysis. Thus, conventional analysis of power quality lacks
efficiency and fails to provide a full-proof and in depth

analysis of the disturbances occurring on the grid.

Therefore, it is an object of the present invention to provide a
method, system and a computer program product for analyzing
power network data of an electrical power system, with maximum

accuracy 1in a time effective and a cost effective way.

The method, system and computer program product according to the
present invention achieve the aforementioned object by employing
a power network data analysis logic for determining a cause of a
power event that has occurred on the electrical power system.
According to the present invention, a method of analyzing power
network data of an electrical power system is provided. As used
herein, “electrical power system” refers to a network of
electrical components comprising, for example, power generation
equipment, power distribution equipment, power network
protection equipment such as circuit breakers, relays,
disconnectors, switchgears, etc., connected via power lines for
generation, transmission and distribution of power therewithin
from a power generation facility to a power consumption facitiy.
Also, used herein, “power network data” refers to data obtained
in real time and/or in non-real time from geographically
distinct points spread over a wide area of an electrical power
system. According to a preferred embodiment of the present
invention, the power network data is substation wide power
network data. According to an embodiment of the present

invention, the power network data is a time stamped data
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comprising, for example, phasor measurements of data streams
collected from various geographically distinct points. In a
preferred embodiment according to the present invention, the
power network data is a measured data and/or a computed data
obtained from a plurality of power system data sources
comprising, for example, control areas, protection devices,
transmission facilities, utilities, regional reliability control
centers, EMS/SCADA systems, non-power grid data sources, etc.
According to a preferred embodiment of the present invention,
the power network data is stored in a power system database. The

power network data may be obtained periodically or continuously.

The power network data comprises power quality data, protection
device data associated with a plurality of protection devices in
the electrical power system, power event data, and topology
data. As used herein, “power quality data” refers to data
measured by the power quality devices in the electrical power
system. The power quality data comprises, for example, harmonic
distortion, flicker, unbalance voltage, individual harmonics,
individual voltage and current values, etc., of a feeder. As
used herein, “protection device data” refers to configuration
data associated with the protection devices, for example,
threshold value settings such as a trip level for a protection
relay. As used herein, “power event data” refers to data
associated with a power network event, for example, a time of
occurrence of the power event, a sequence of occurrences of a
plurality of power events, etc. The power events comprise
deviation from a standard steady state operation that are
significant from a fault analysis perspective and comprise, for
example, load variations, power quality variations, faults such
as short circuit faults, phase faults, earth faults, etc. As
used herein, “topology data” refers to data associated with one

or more substations in the electrical power system. The topology
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data comprises, for example, details of the electrical
components such as power lines, buses, circuit breakers,
switches, relays, transformers, as well as the loads such as
motors, drives, capacitors, panelboards, etc., that enable to
monitor load variation of the electrical power system. The
topology data is monitored continuously and is obtained, for

example, from configuration files, bay controller units, etc.

The method, according to the present invention, comprises
obtaining the power network data representing one or more
parameters of electrical power being carried on the electrical
power system. The parameters comprising, for example, voltage
and current values measured, for example, by various electrical
measurement or sensing devices, at various points in the
electrical power system. The parameters are related to, for
example, quality of the electrical power, data associated with
various electrical components supporting the electrical power
being carried, data associated with the load being supplied,
etc. The parameters comprise, for example, voltage, current,
power, phase angles, frequency, harmonics, linear and nonlinear
load values, etc., and may be measured and/or computed for each
feeder and/or for each electrical component connected in the

electrical power system.

The method, according to the present invention, comprises
detecting a power event on the electrical power system from the
power network data. The power event comprises a momentary event
occurring on the electrical power system. As used herein
“momentary event” refers to an abrupt deviation from a steady
state operation that occurs for a short time period such as
momentary overvoltage, a transient fault, etc. The power event
is detected by defining a threshold limit for a plurality of

power network data values obtained. For example, if a root-mean-
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square (RMS) current in one or more phases on an electrical
power system exceeds a predetermined threshold level, this could
indicate presence of a fault current which exceeds normal system
load thereby qualifying as a power event. Other types of
thresholds comprise, for example, a limit on allowable deviation
of a measured quantity from its estimated nominal value,
matching observed data to templates representative of certain
kinds of failures or incipient failures. In a preferred
embodiment, according to the present invention, the power event
data is data associated with the power event, which is measured
or computed, before and after occurrence of the power event for
predefined time duration. Since the method, according to the
present invention, precludes manual analysis of power network
data, advantageously, the predefined time duration can be set in
such way so as to capture and detect each of the momentary

events.

The method, according to the present invention, comprises
determining a cause of the power event based on the power
network data. The cause of the power event comprises a load
variation or a fault occurrence in the electrical power system.
The cause of the power event is determined by employing power
network data analysis logic. The power network data analysis
logic comprises determining a type of the power event based on
power quality data and protection device data obtained from the
power network data. The type of the power event comprises a
fault indication in the electrical power system and/or an
aberration in quality of the electrical power being carried in
the electrical power system. In order to determine, the type of
the power event, a time of occurrence of the power event is
obtained from the power event data. Using the time of occurrence
of the power event, the power quality data and the protection

device data, associated with the time of occurrence of the power
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event, is extracted from the power system database storing the
power network data. Using the extracted power quality data and
the protection device data, the type of the power event is
determined. For example, on occurrence of a voltage swell or a
voltage sag observed from the power quality data and on tripping
of a protection device observed from the protection device data,
a type of the power event is identified to be a combination type
power event, which is, fault indication and aberration in power

quality.

The power network data analysis logic comprises identifying a
location of the power event based on the power quality data. The
location of the power event comprises a load side power event
and/or a source side power event. In order to identify, the
location of the power event, voltage and current values are
obtained from the power quality data. Based on the changes in
the voltage and current, for example, when voltage dips and
current increases at same instant or voltage increases and
current dips at the same instant, then the power event is
identified to be a load side power event. Whereas, i1f the
voltage and the current both dip at the same instant then the

power event is identified to be a source side power event.

The power network data analysis logic comprises analyzing the
power event based on the power network data, the type of power
event, and/or the location of the power event. The analysis of
the power event comprises determining a cause of the power
event, that is, a load wvariation or a fault occurrence in the
electrical power system. In order to analyze the power event,
the power quality data, the power event data, the protection
device data and the topology data are extracted from the power
network data. For example, for a combination type of the power

event comprising a fault indication and a power quality



WO 2018/177540 PCT/EP2017/057721

8

aberration, a time of occurrence of each type of the power
events is obtained from the power event data and a sequence of
occurrence of each type of the power events is computed. If the
aberration in power quality is found to be occurring before the
fault indication, then using the power quality data and the
topology data as well as the type of the power event, for
example, a load side power event, a cause of the power event is
determined. In an embodiment, the protection device data is also
analyzed post analyzing the power quality data to determine
cause of the power event. If the fault indication is found to
occur before the power quality aberration, then using the
protection device data and the topology data along with the type
of the power event, a cause of the power event is determined. In
an embodiment, the power quality data is analyzed after
analyzing the protection device data to determine cause of the

power event.

The method, according to the present invention, comprises
generating a recommendation associated with the power event for
the electrical power system based on the cause of the power
event. The recommendation comprises one or more of a health
status indication of one or more parts of the electrical power
system, a replacement indication of one or more parts of the
electrical power system, and a calibration indication of one or
more parts of the electrical power system. As used herein,
“health status” refers to an overall state of operational
accuracy of a part of the electrical power system. The health
status comprises, for example, whether an electrical component
such as a protection device is operating as per its normal
operating state, whether it has failed, whether it has had a
malfunction, or whether its availability is affected or is
expected to be affected following a power quality event or due

to its aging factor. The health status is determined based on
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the cause of the power event and may include time of first
observance and severity of any kind of error or contingency of
the protection device. For an example, when a total harmonic
distortion for a feeder has increased and the type of power
event 1s a power quality aberration only then the health status
may indicate a preventive warning about a circuit breaker in the
feeder that could potentially trip. Advantageously, the health
status is generated based on number of times a power event has
occurred in a particular section of the electrical power system,
that is, if a power event has happened for a number of times
beyond a predefined threshold limit set for a particular feeder
then the health status i1s generated indicating a preventive
warning. The recommendation may further comprise a replacement
indication for a part of the electrical power system if the
health status of the part has been affected for a specific
duration of time. The recommendation may further comprise
calibration indication for a part such as a sensor, if the

health status of the part comprises malfunction indication.

According to the present invention, also disclosed herein is a
power network data analysis system for analyzing power network
data of an electrical power system. The power network data
analysis system comprises a non-transitory computer readable
storage medium storing computer program instructions defined by
modules of the power network data analysis system and at least
one processor communhicatively coupled to the non-transitory
computer readable storage medium, executing the defined computer
program instructions. The modules of the power network data
analysis system comprise a data obtaining module, an event
detection module, a cause determination module, and a
recommendation generation module. The data obtaining module is
configured to obtain the power network data representing one or

more parameters of electrical power being carried on the
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electrical power system. The event detection module module is
configured to detect a power event on the electrical power
system from the power network data. The cause determination
module is configured to determine a cause of the power event
based on the power network data. The recommendation generation
module is configured to generate a recommendation associated
with the power event for the electrical power system based on

the cause of the power event.

The cause determination module comprises modules configured to
employ power network data analysis logic. The modules of the
cause determination module comprise a type determination module
configured to determine a type of the power event based on power
quality data and protection device data obtained from the power
network data, a location identification module configured to
identify a location of the power event based on the power
quality data, and an event analysis module configured to analyze
the power event based on one or more of the power network data,
the type of the power event, and the location of the power

event.

According to the present invention, also disclosed herein, is a
computer program product comprising a non-transitory computer
readable storage medium storing computer program codes that
comprise instructions executable by at least one processor for
performing the method of analyzing power network data of an

electrical power system, disclosed above.

The above-mentioned and other features of the invention will now
be addressed with reference to the accompanying drawings of the
present invention. The illustrated embodiments are intended to

illustrate, but not limit the invention.
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The present invention is further described hereinafter with

reference to illustrated embodiments shown in the accompanying

drawings,

in which:

FIGS 1A-1D are process flowcharts illustrating a method of

FIG 2

FIG 3

analyzing power network data of an electrical power

system.

illustrates a power network data analysis system for
analyzing power network data of an electrical power

system.

is a block diagram illustrating architecture of a
computer system employed by the power network data
analysis system illustrated in FIG 2 for analyzing

power network data of an electrical power system.

FIGS 4A-4B illustrate an electrical power system comprising

linear and nonlinear loads.

FIGS 5A-5B illustrate graphical waveforms during operation of a

FIGS 6-7

protection device in the electrical power system

illustrated in FIGS 4A-4B.

illustrate screenshots of a graphical user interface
provided by the power network data analysis system
illustrated in FIG 2, for rendering recommendations
generated by the power network data analysis system
based on a cause of occurrence of a power event in the

electrical power system illustrated in FIGS 4A-4B.

Various embodiments are described with reference to the

drawings,

wherein like reference numerals are used to refer to
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like elements throughout. In the following description, for the
purpose of explanation, numerous specific details are set forth
in order to provide thorough understanding of one or more
embodiments of the present invention. It may be evident that
such embodiments may be practiced without these specific

details.

FIGS 1A-1D are process flowcharts illustrating a method 100 of
analyzing power network data of an electrical power system. In a
preferred embodiment, according to the present invention, the
method disclosed herein employs a power network data analysis
system illustrated in FIG 2, comprising at least one processor
configured to execute computer program instructions for
analyzing power network data of an electrical power system. As
illustrated in FIG 1A, the step 101 of the method disclosed
herein comprises obtaining the power network data representing
one or more parameters of electrical power being carried on the
electrical power system. The power network data comprises power
quality data, protection device data associated with a plurality
of protection devices in the electrical power system, power
event data, and topology data. The power network data is a
measured data and/or a computed data. The power network data is
substation wide power network data. The power network data is
obtained, for example, from each of the feeders of a substation
via various sensing and measurement devices coupled to the
feeders, such as, transducers, surge protection devices, fault
sensing devices, power analyzers, etc. The power network data is

stored in a power system database.

The step 102 of the method disclosed herein, comprises detecting
a power event on the electrical power system from the power
network data. The power event comprises a momentary event

occurring on the electrical power system. For detection of the
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power event, the power network data is periodically screened
through and any deviation of any of the parameters from their
steady state operation is detected to be a power event. The
power events are also stored in the power system database along
with the power network data obtained during the time period in

which the power event has occurred.

The step 103 of the method disclosed herein, comprises
determining a cause of the power event based on the power
network data. The cause of the power event comprises a load
variation and/or a fault occurrence in the electrical power
system. For determining a cause of the power event, the method
disclosed herein employs power network data analysis logic. The
step 104 of the method disclosed herein, comprises the power
network data analysis logic determining a type of the power
event based on power quality data and protection device data
obtained from the power network data. The type of the power
event comprises a fault indication in the electrical power
system and/or an aberration in gquality of the electrical power
being carried in the electrical power system. Thus, the type of
the power event can comprise a combination event wherein the
power event comprises an occurrence of a fault prior to or post
occurrence of an aberration of power quality of the electrical
power. The step 105 of the method disclosed herein, comprises
the power network data analysis logic identifying a location of
the power event based on the power quality data. The location of
the power event comprises a load side power event and/or a
source side power event. The step 106 of the method disclosed
herein, comprises the power network data analysis logic
analyzing the power event based on the power network data, the
type of the power event, and/or the location of the power event.

Fach of the steps 104, 105 and 106 of the power network data



WO 2018/177540 PCT/EP2017/057721

14

analysis logic are disclosed in detail in the descriptions of

the FIGS 1B-1D.

At step 107, the method disclosed herein comprises generating a
recommendation associated with the power event for the
electrical power system based on the cause of the power event.
The recommendation comprises a health status indication of one
or more parts of the electrical power system, a replacement
indication of one or more parts of the electrical power system,
and/or a calibration indication of one or more parts of the

electrical power system.

FIG 1B is a process flowchart illustrating the step 104 of the
power network data analysis logic employed by the method
disclosed in FIG 1A comprising, determining a type of the power
event. AL step 104A, the power network data analysis logic
comprises extracting the power event data from the power network
data, for example, by retrieving the power network data from the
power system database. Alternatively at step 104A, the power
network data analysis logic comprises obtaining the power event
data from the power system database. At step 104B, the power
network data analysis logic comprises obtaining a time of
occurrence of the power event from the extracted power event
data. At step 104C, the power network data analysis logic
comprises extracting power quality data and protection device
data from the power network data based on the time of occurrence
of the power event. The power quality data and the protection
device data are extracted for a predefined time window around
the time of occurrence of the power event. The time window
comprises, for example, 50 seconds before and after an instant
at which the power event has occurred as per the obtained time
of occurrence. At step 104D, the power network data analysis

logic comprises analyzing the power quality data and the
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protection device data. The power quality data is analyzed to
determine presence of an aberration in power quality based on
deviation in values of parameters such as total harmonic
distortion, flicker, unbalance voltage, unbalance current,
individual harmonics, etc., from their standard steady state
values. Similarly the protection device data is analyzed to
determine whether any of the protection devices in the
electrical power system have tripped during the time of
occurrence of the power event based on their threshold limits.
Thus, the power network data analysis logic provides an
indication of whether an aberration in power quality is observed
and/or a fault indication via tripping of a protection device
has been observed in the electrical power system corresponding

to the power event detected.

FIG 1C is a process flowchart illustrating the step 105 of the
power network data analysis logic employed by the method
disclosed in FIG 1A comprising, identifying a location of the
power event. At step 105A, the power network data analysis logic
comprises extracting voltage values from the power quality data
associated with the time of occurrence of the power event. The
voltage values are for one or more feeders in a substation of
the electrical power system. At step 105B, the power network
data analysis logic comprises extracting current values from the
power quality data associated with the time of occurrence of the
power event. The current values are for one or more feeders in a
substation of the electrical power system. At step 105C, the
power network data analysis logic comprises verifying whether
the voltage values and the current values are simultaneously
increasing or decreasing at the same time instant. If yes, then
at step 105D, the power network data analysis logic comprises
identifying the location of the power event to be a source side

power event and if not, then at step 105E, the power network
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data analysis logic comprises identifying the location of the
power event to be a load side power event. Each of the steps
104A-104D illustrated in FIG 1B and the steps 105A-105E
disclosed herein, are performed by the power network data
analysis logic for each power event detected by the method

disclosed herein in the electrical power system.

FIG 1D is a process flowchart illustrating the step 106 of the
power network data analysis logic employed by the method
disclosed in FIG 1A comprising, analyzing the power event. At
step 106A, the power network data analysis logic comprises
verifying whether the type of event determined is a combination
event, that is, a fault indication prior to or post occurrence
of an aberration of power quality of the electrical power. If
no, that is, the power event comprises aberration of power
quality but no fault occurrence indication then, at step 106B,
based on the location of the power event identified, the cause
of the power event is determined to be a load side, that is, a
facility side load variation such as abrupt change in a load or
a source side, that is, a utility side event such supply line
variation. If yes, that is, the power event comprises an
indication of an occurrence of a fault prior to or post
occurrence of an aberration of power quality of the electrical
power then, at step 106C, the power network data analysis logic
comprises extracting topology data from the power network data.
At step 106D, the power network data analysis logic comprises
obtaining a sequence of occurrence of each of the power events
based on the time of occurrence of the power events detected. At
step 106E, the power network data analysis logic comprises
verifying whether the aberration in power quality happened prior
to indication of an occurrence of the fault. If yes, then at
step 106F, the topology data and power quality data are analyzed

along with the location of power event in order to determine
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whether the cause of the power event is load variation or an
actual fault occurrence. Post analysis of the topology data and
the power quality data, the protection device data is also
analyzed for determining cause of the power event. If no, then
at step 106G, the topology data and the protection device data
are analyzed along with the location of power event in order to
determine whether the cause of the power event is load variation
or an actual fault occurrence. Post analysis of the topology
data and the protection device data, the power gquality data is

also analyzed for determining cause of the power event.

FIG 2 illustrates a power network data analysis system (PNDAS)
for analyzing power network data of an electrical power system.
The PNDAS 200, according to the present invention, is installed
on and accessible by a user device, for example, a persocnal
computing device, a workstation, a client device, a network
enabled computing device, any other suitable computing
equipment, and combinations of multiple pieces of computing
equipment. In a preferred embodiment, according to the present
invention, the PNDAS 200 is downloadable and usable on the user
device. In another embodiment according to the present
invention, the PNDAS 200 is configured as a web based platform,
for example, a website hosted on a server or a network of
servers. In another embodiment according to the present
invention, the PNDAS 200 is implemented in the cloud computing
environment. The PNDAS 200 is developed, for example, using
Google App engine cloud infrastructure of Google Inc., Amazon
Web Services® of Amazon Technologies, Inc., the Amazon elastic
compute cloud EC2® web service of Amazon Technologies, Inc., the
Google® Cloud platform of Google Inc., the Microsoft® Cloud
platform of Microsoft Corporation, etc. In an embodiment, the

PNDAS 200 1is configured as a cloud computing based platform



WO 2018/177540 PCT/EP2017/057721

18

implemented as a service for analyzing power network data of an

electrical power system.

The power network data analysis system (PNDAS) 200 disclosed
herein comprises a non-transitory computer readable storage
medium and at least one processor communicatively coupled to the
non-transitory computer readable storage medium. As used herein,
“non-transitory computer readable storage medium” refers to all
computer readable media, for example, non-volatile media,
volatile media, and transmission media except for a transitory,
propagating signal. The non-transitory computer readable storage
medium is configured to store computer program instructions
defined by modules, for example, 201, 202, 203, 204, etc., of
the PNDAS 200. The processor is configured to execute the
defined computer program instructions. As illustrated in FIG 2,
the PNDAS 200 comprises a graphical user interface (GUI) 205. A
user using the user device can access the PNDAS 200 via the GUI
205. The GUI 205 is, for example, an online web interface, a web
based downloadable application interface such as Microsoft®
Windows® application, etc. The PNDAS 200 further comprises a data
obtaining module 201, an event detection module 202, a cause
determination module 203, and a recommendation generation module

204 .

The data obtaining module 201 obtains the power network data
representing one or more parameters of electrical power being
carried on the electrical power system. The data obtaining
module 201 is in operable communication with a plurality of
measurement and sensing devices mounted at various geographical
points in a substation 207. The data obtaining module 201
computes power network data based on the data received from
these devices in the substation 207. In an embodiment, according

to the present invention, the data obtaining module 201 is in
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operable communication with a central database 209 comprising,
for example, a database storing data at a substation control
center. In an embodiment, according to the present invention,
the data obtaining module 201 is in communication with the
measurement and/or sensing devices of the substation 207 and the
central database 209 via a communication network 208. The
communication network is, for example, a wired network, a
wireless network, or a network formed from any combination of
these networks. The communication network is, for example, a
plant bus, a field bus, a communication bus, etc. via which a
plurality of measurement and/or sensing devices of the
substation 207 communicate with the data obtaining module 201.
The data obtaining module 201 stores the power network data in a
power system database 206. The power system database 206 is, for
example, a structured gquery language (SQL) data store or a not
only SQL (NoSQL) data store. In an embodiment, according to the
present invention, the power system database 202, can also be a
location on a file system directly accessible by the PNDAS 200.
In another embodiment according to the present invention, the
power system database 202, is configured as cloud based database
implemented in a cloud computing environment, where computing
resources are delivered as a service over the communication
network 208. As used herein, “cloud computing environment”
refers to a processing environment comprising configurable
computing physical and logical resources, for example, networks,
servers, storage, applications, services, etc., and data
distributed over the communication network 208, for example, the
internet. The cloud computing environment provides on-demand
network access to a shared pool of the configurable computing

prhysical and logical resources.

The event detection module 202 detects a power event on the

electrical power system from the power network data. The cause
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determination module 203 determines a cause of the power event
based on the power network data wherein the cause of the power
event comprises one or more of a load variation and a fault
occurrence in the electrical power system. The cause
determination module comprises modules 2037, 203B, and 203C that
employ the power network data analysis logic disclosed in the
detailed description of FIGS 1A-1D. The cause determination
module 203 further comprises a type determination module 20327, a
location identification module 203B and an event analysis module
203C. The type determination module 203A determines a type of
the power event based on power quality data and protection
device data obtained from the power network data. The location
identification module 203B identifies a location of the power
event based on the power quality data. The event analysis module
203C analyzes the power event based the power network data, the
type of the power event, and/or the location of the power event.
The recommendation generation module 204 generates a
recommendation associated with the power event for the

electrical power system based on the cause of the power event.

FIG 3 is a block diagram illustrating architecture of a computer
system 300 employed by the power network data analysis system
(PNDAS) 200 dillustrated in FIG 2, for analyzing power network
data of an electrical power system. The PNDAS 200 employs the
architecture of the computer system 300 illustrated in FIG 3.
The computer system 300 is programmable using a high level
computer programming language. The computer system 300 may be
implemented using programmed and purposeful hardware. As
illustrated in FIG 3, the computer system 300 comprises a
processor 301, a non-transitory computer readable storage medium
such as a memory unit 302 for storing programs and data, an
input/output (I/0) controller 303, a network interface 304, a
data bus 305, a display unit 306, input devices 307, a fixed
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media drive 308 such as a hard drive, a removable media drive
309 for receiving removable media, output devices 310, etc. The
processor 301 refers to any one of microprocessors, central
processing unit (CPU) devices, finite state machines,
microcontrollers, digital signal processors, an application
specific integrated circuit (ASIC), a field-programmable gate
array (FPGA), etc., or any combination thereof, capable of
executing computer programs or a series of commands,
instructions, or state transitions. The processor 301 may also
be implemented as a processor set comprising, for example, a
general purpose microprocessor and a math or graphics co-
processor. The processor 301 is selected, for example, from the
Intel® processors, Advanced Micro Devices (AMD®) processors,
International Business Machines (IBMP®P) processors, etc. The PNDAS
200 disclosed herein is not limited to a computer system 300
employing a processor 301. The computer system 300 may also
employ a controller or a microcontroller. The processor 301
executes the modules, for example, 201, 202, 203, 204, etc., of
the PNDAS 200.

The memory unit 302 is used for storing programs, applications,
and data. For example, the data obtaining module 201, the event
detection module 202, the cause determination module 203, the
recommendation generation module 204, etc., of the PNDAS 200 are
stored in the memory unit 302 of the computer system 300. The
memory unit 302 is, for example, a random access memory (RAM) or
another type of dynamic storage device that stores information
and instructions for execution by the processor 301. The memory
unit 302 also stores temporary variables and other intermediate
information used during execution of the instructions by the
processor 301. The computer system 300 further comprises a read
only memory (ROM) or another type of static storage device that

stores static information and instructions for the processor
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301. The I/0 controller 303 controls input actions and output
actions performed by the power network data analysis system

(PNDAS) 200.

The network interface 304 enables connection of the computer
system 300 to the communication network 208. For example, the
power network data analysis system (PNDAS) 200 connects to the
communication network 208 via the network interface 304. In an
embodiment, the network interface 304 is provided as an
interface card also referred to as a line card. The network
interface 304 comprises, for example, interfaces using serial
protocols, interfaces using parallel protocols, and Ethernet
communication interfaces, interfaces based on wireless
communications technology such as satellite technology, radio
frequency (RF) technology, near field communication, etc. The
data bus 305 permits communications between the modules, for

example, 201, 202, 203, 204, etc., of PNDAS 200.

The display unit 306, via the graphical user interface (GUI)
205, displays information such as a recommendation report
generated by the recommendation generation module 204, user
interface elements such as text fields, buttons, windows, etc.
The display unit 306 comprises, for example, a liquid crystal
display, a plasma display, an organic light emitting diode
(OLED) based display, etc. The input devices 307 are used for
inputting data into the computer system 300. The input devices
307 are, for example, a keyboard such as an alphanumeric
keyboard, a touch sensitive display device, and/or any device

capable of sensing a tactile input.

Computer applications and programs are used for operating the
computer system 300. The programs are loaded onto the fixed

media drive 308 and into the memory unit 302 of the computer
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system 300 via the removable media drive 309. In an embodiment,
the computer applications and programs may be loaded directly
via the communication network 208. Computer applications and
programs are executed by double clicking a related icon
displayed on the display unit 306 using one of the input devices
307. The output devices 310 output the results of operations
performed by the power network data analysis system (PNDAS) 200.
For example, the PNDAS 200 provides graphical representation of
the recommendation reports generated by the recommendation
generation module 204, using the output devices 310. The
graphical representation comprises, for example, topology view
of the substation 207 and recommendation to indicate status of
the electrical components or replace or calibrate the electrical

components in the substation 207.

The processor 301 executes an operating system, for example, the
Linux® operating system, the Unix® operating system, any version
of the Microsoft® Windows® operating system, the Mac 0OS of Apple
Inc., the IBM® 0S/2, etc. The computer system 300 employs the
operating system for performing multiple tasks. The operating
system is responsible for management and coordination of
activities and sharing of resources of the computer system 300.
The operating system further manages security of the computer
system 300, peripheral devices connected to the computer system
300, and network connections. The operating system employed on
the computer system 300 recognizes, for example, inputs provided
by the users using one of the input devices 307, the output
display, files, and directories stored locally on the fixed
media drive 308. The operating system on the computer system 300
executes different programs using the processor 301. The
processor 301 and the operating system together define a
computer platform for which application programs in high level

programming languages are written.
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The processor 301 of the computer system 300 employed by the
power network data analysis system (PNDAS) 200 retrieves
instructions defined by the data obtaining module 201, the event
detection module 202, the cause determination module 203, the
recommendation generation module 204, etc., of the PNDAS 200 for
performing respective functions disclosed in the detailed
description of FIG 2. The processor 301 retrieves instructions
for executing the modules, for example, 201, 202, 203, 204,
etc., of the PNDAS 200 from the memory unit 302. A program
counter determines the location of the instructions in the
memory unit 302. The program counter stores a number that
identifies the current position in the program of each of the
modules, for example, 201, 202, 203, 204, etc., of the PNDAS
200. The instructions fetched by the processor 301 from the
memory unit 302 after being processed are decoded. The
instructions are stored in an instruction register in the
processor 301. After processing and decoding, the processor 301
executes the instructions, thereby performing one or more

processes defined by those instructions.

At the time of execution, the instructions stored in the
instruction register are examined to determine the operations to
be performed. The processor 301 then performs the specified
operations. The operations comprise arithmetic operations and
logic operations. The operating system performs multiple
routines for performing a number of tasks required to assign the
input devices 307, the output devices 310, and memory for
execution of the modules, for example, 201, 202, 203, 204, etc.,
of the power network data analysis system (PNDAS) 200. The tasks
performed by the operating system comprise, for example,
assigning memory to the modules, for example, 201, 202, 203,

204, etc., of the PNDAS 200, and to data used by the PNDAS 200,
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moving data between the memory unit 302 and disk units, and
handling input/output operations. The operating system performs
the tasks on request by the operations and after performing the
tasks, the operating system transfers the execution control back
to the processor 301. The processor 301 continues the execution
to obtain one or more outputs. The outputs of the execution of
the modules, for example, 201, 202, 203, 204, etc., of the PNDAS
200 are displayed to the user on the GUI 205.

For purposes of illustration, the detailed description refers to
the power network data analysis system (PNDAS) 200 being run
locally on the computer system 300; however the scope of the
present invention is not limited to the PNDAS 200 being run
locally on the computer system 300 via the operating system and
the processor 301, but may be extended to run remotely over the
communication network 208 by employing a web browser and a
remote server, a handheld device, or other electronic devices.
One or more portions of the computer system 300 may be
distributed across one or more computer systems (not shown)

coupled to the communication network 208.

Disclosed herein is also a computer program product comprising a
non-transitory computer readable storage medium that stores
computer program codes comprising instructions executable by at
least one processor 301 for analyzing power network data of an
electrical power system, as disclosed in the present invention.
The computer program product comprises a first computer program
code for obtaining the power network data representing one or
more parameters of electrical power being carried on the
electrical power system; a second computer program code for
detecting a power event on the electrical power system from the
power network data; a third computer program code for

determining a cause of the power event based on the power
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network data; and a fourth computer program code for generating
a recommendation associated with the power event for the

electrical power system based on the cause of the power event.

The third computer program code comprises a fifth computer
program code, a sixth computer program code, and a seventh
computer program code for employing the power network data
analysis logic disclosed in the detailed description of the FIGS
1A-1D. The fifth computer program code determines a type of the
power event based on power quality data and protection device
data obtained from the power network data. The sixth computer
program code identifies a location of the power event based on
the power quality data. The seventh computer program code
analyzes the power event based on the power network data, the

type of the power event, and/or the location of the power event.

In an embodiment, a single piece of computer program code
comprising computer executable instructions performs one or more
steps of the method according to the present invention, for
analyzing power network data of an electrical power system. The
computer program codes comprising computer executable
instructions are embodied on the non-transitory computer
readable storage medium. The processor 301 of the computer
system 300 retrieves these computer executable instructions and
executes them. When the computer executable instructions are
executed by the processor 301, the computer executable
instructions cause the processor 301 to perform the steps of the
method for analyzing power network data of an electrical power

system.

FIGS 4A-7 i1illustrate an example of a power event that comprises

a fault occurrence as well as an aberration in the power
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quality, wherein, the fault occurrence is being triggered as a

result of the aberration in the power quality.

FIGS 4A-4B illustrate an electrical power system 400 comprising
linear and nonlinear loads 405. The electrical power system 400
comprises a power line 401 to which a transformer 402 and a
circuit breaker 403 are connected. The circuit breaker 403
connects and disconnects a busbar 404 to the power line 401.
Also, connected to the busbar 404 are the linear and nonlinear
loads 405, comprising, for example, a motor, an illumination
device such as a cluster of lamps, etc. As illustrated in FIG
4A, harmonics generated due to nonlinear loads tend to move in
the direction of the source, that is, the power line 401 from
the load 405 due to a low impedance path offered by the power
line. As illustrated in FIG 4B, when a capacitor 405A is
connected to the busbar 404, the harmonics tend to move towards
the capacitor not only from the load side but also from the
source side. Due to this flow of harmonics, the circuit breaker

403 tends to overload due to excess harmonics.

FIGS 5A-5B illustrate graphical waveforms during operation of a
protection device, that is, the circuit breaker 403 in the
electrical power system 400, illustrated in FIGS 4A-4B. The
total root mean square (RMS) current waveform 501 represents a
total harmonic distortion current including fundamental and
harmonics. The waveform 502 represents the fundamental component
of the current. The circuit breaker 403 is overloaded due to
excess flow of harmonics as disclosed in the detailed
description of FIGS 4A-4B. Due to an overload condition, the
circuit breaker 403 either malfunctions, that is, fails to trip
even when the fundamental value, as indicated by the fundamental
waveform 502, is higher than the threshold trip value set 503,
as illustrated in FIG 5A, or the circuit breaker 403 trips
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erroneously despite of the fundamental value, as indicated by
the fundamental waveform 502, being lower than the threshold
trip value set 503, as illustrated in FIG 5B. As illustrated in
FIG 5A, the circuit breaker 403 malfunctions because the
presence of harmonics, as indicated by the total RMS current
waveform 501, reduces the peak value of the fundamental waveform
502. As illustrated in FIG 5B, the circuit breaker 403 trips
erroneously because the presence of harmonics, as indicated by
the total RMS current waveform 501, increases the peak value of

the fundamental waveform 502.

FIGS 6-7 1llustrate screenshots of a graphical user interface
(GUI) 205 provided by the power network data analysis system
(PNDAS) 200, as disclosed in the detailed description of FIG 2,
for rendering recommendations generated by the PNDAS 200 based
on a cause of occurrence of a power event in the electrical
power system 400 illustrated in FIGS 4A-4B. In order to generate
the recommendations, the PNDAS 200, obtains the power network
data and detects the power event, that is, aberration in power
quality due to an increased amount of harmonics distortion as
well as fault occurrence indication, for example, due to
erroneous tripping of the circuit breaker 403. The type of such
a power event is identified to be a combination power event
including fault occurrence indication post an aberration in the
power quality. Based on the type of the power event identified,
the PNDAS 200 determines whether the power event occurred at the
load side or the source side. In this example, 1t is observed
from the power quality data that the voltage and the current
values are following an inverse trend with respect to one
another at a given time instant, that is, the voltage increases
while the current dips. Therefore, the PNDAS 200 identifies the
power event to be at the load side. To determine a cause of the

power event, the PNDAS 200 further analyzes the power event
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based on the power quality data and the topology data as the
power quality aberration has happened before the fault
occurrence indication. The PNDAS 200 obtains the power quality
data. The power quality data recorded during a fault occurrence,
comprises a comparison of a current measured by the power
quality device, for example, the circuit breaker 403, as a
fundamental and the total root mean square (RMS) values
including the harmonics and fundamental. The PNDAS 200 further
obtains from the protection device data, threshold trip levels
of the circuit breaker 403 and compares the peak value of the
fundamental with the threshold trip levels and determines the
cause to be an erroneous tripping of the circuit breaker 403 due
to increased harmonics that resulted in the peak value of the
fundamental overshooting the threshold trip level. Thus, the
cause of the power event is determined to be an actual
aberration in power quality due to load variation in the

electrical power system 400.

As illustrated in FIG 6, the power network data analysis system
(PNDAS) 200 generates a graphical representation 600 of a health
status indication as a recommendation indicating the operating
status of each of the electrical components in the electrical
power system 400. As a result of the continuous increase in the
harmonics and the associated root mean square (RMS) value, the
PNDAS 200 can generate a warning or an unhealthy status
indication at the power line 401 or at the bus bar 404 to
provide a preventive indication of a fault that could occur. The

health status can also be indicated via a topology view.

As illustrated in FIG 7, the power network data analysis system
(PNDAS) 200 generates a graphical representation 700
illustrating a recommendation report comprising the cause of the

power event determined to be total harmonic distortion followed
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by a recommendation stating replacement of the capacitor 405A to
a passive filter or an active filter or to calibrate the load
linear and the nonlinear load 405 in a way so as to increase
percentage of linear load on the busbar 404. The recommendation
report can also include age of the capacitor 405A indicating
deterioration in its reactive power rating, based on the power
quality data obtained, that is, the reactive power wvalue of the
capacitor 405A and based on the topology data, that is, position
of the capacitor 405A in the electrical power system 400. The
recommendation report can also include indication of a life of a
protection device, that is, the circuit breaker 403 based on the
protection device data indicating maximum number of switching
available as per the manufacturer’s data sheet and the actual
number of switching obtained as a part of the protection device
data. Thus, the PNDAS 200 generates recommendations comprising
an overall health status indication, replacement indication, and
calibration indication of the electrical components in the

electrical power system 400.

Consider an example, where a power event detected on an
electrical power system is of a type of a combination event
including an aberration in power quality post a fault occurrence
indication. The fault occurrence indication comprises a line to
ground fault followed by a voltage swell in two of the phases
and a voltage dip in one of the phases occurring at different
time instants, in a three phase balance load electrical power
system. The power network data analysis system (PNDAS) 200
analyzes such a power event at individual phase level. Since the
fault occurrence indication is prior to the aberration in power
quality, the PNDAS analyzes the protection device data
associated with each of the phases and the topology data of the
electrical power system to determine whether the root cause of

the power event is load variation or a fault. Based on the
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protection device data and the topology data, the PNDAS 200
determines the fault to be a line to ground fault occurring on
one of the phases and further based on the power quality data
the PNDAS 200 determines that due to a line to ground fault on
one of the phases the voltage dipped in that phase however, due
to balance condition in the remaining phases, a voltage swell
was observed in each of the remaining phases. Thus, the PNDAS
200 determines the cause of the power event to be an actual
fault occurrence at the source side due to simultaneous dip in
current followed by voltage at a given time instant, and the
aberration in power quality is found to be not resulting from
load variation. In this case, the PNDAS 200 generates a
recommendation stating that the aberration in power quality is
due to a fault that could be transient or permanent in nature.
Therefore, please please rectify the fault to reconnect the

load.

Consider another example, where a power event detected on an
electrical power system is a sheer aberration in power quality
without any fault occurrence indication. In this example, the
aberration in power quality is a voltage swell due to switching
on of a capacitor bank in a load section with minimal inductive
load. In this example, the power network data analysis system
(PNDAS) 200 identifies the location of the power event to be a
load side event as along with the voltage swell the current is
observed to dip from the power quality data. The PNDAS 200
thereby determines the cause of the power event to be a load
variation at the load side of the electrical power system and
generates a recommendation to switch off the capacitor bank,
replace the capacitor bank with an automatic power factor
correction facilitated capacitor, or switch on an inductive load
that balances the capacitive load in the electrical power

system.
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It will be readily apparent that the various methods,
algorithms, and computer programs disclosed herein may be
implemented on computer readable media appropriately programmed
for computing devices. As used herein, “computer readable media”
refers to non-transitory computer readable media that
participate in providing data, for example, instructions that
may be read by a computer, a processor or a similar device. Non-
transitory computer readable media comprise all computer
readable media, for example, non-volatile media, volatile media,
and transmission media, except for a transitory, propagating

signal.

The computer programs that implement the methods and algorithms
disclosed herein may be stored and transmitted using a variety
of media, for example, the computer readable media in a number
of manners. In an embodiment, hard-wired circuitry or custom
hardware may be used in place of, or in combination with,
software instructions for implementation of the processes of
various embodiments. Therefore, the embodiments are not limited
to any specific combination of hardware and software. In
general, the computer program codes comprising computer
executable instructions may be implemented in any programming
language. The computer program codes or software programs may be
stored on or in one or more mediums as object code. Various
aspects of the method and system disclosed herein may be
implemented in a non-programmed environment comprising documents
created, for example, in a hypertext markup language (HTML), an
extensible markup language (XML), or other format that render
aspects of a graphical user interface (GUI) or perform other
functions, when viewed in a visual area or a window of a browser
program. Various aspects of the method and system disclosed

herein may be implemented as programmed elements, or non-
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programmed elements, or any suitable combination thereof. The
computer program product disclosed herein comprises one or more
computer program codes for implementing the processes of various

embodiments.

Where databases are described such as the power system database
206, it will be understood by one of ordinary skill in the art
that (i) alternative database structures to those described may
be readily employed, and (ii) other memory structures besides
databases may be readily employed. Any illustrations or
descriptions of any sample databases disclosed herein are
illustrative arrangements for stored representations of
information. Any number of other arrangements may be employed
besides those suggested by tables illustrated in the drawings or
elsewhere. Similarly, any illustrated entries of the databases
represent exemplary information only; one of ordinary skill in
the art will understand that the number and content of the
entries can be different from those disclosed herein. Further,
despite any depiction of the databases as tables, other formats
including relational databases, object-based models, and/or
distributed databases may be used to store and manipulate the
data types disclosed herein. Likewise, object methods or
behaviors of a database can be used to implement various
processes such as those disclosed herein. In addition, the
databases may, in a known manner, be stored locally or remotely
from a device that accesses data in such a database. In
embodiments where there are multiple databases in the system,
the databases may be integrated to communicate with each other
for enabling simultaneous updates of data linked across the
databases, when there are any updates to the data in one of the

databases.
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The present invention can be configured to work in a network
environment comprising one or more computers that are in
communication with one or more devices via a network. The
computers may communicate with the devices directly or
indirectly, via a wired medium or a wireless medium such as the
Internet, a local area network (LAN), a wide area network (WAN)
or the Ethernet, a token ring, or via any appropriate
communications mediums or combination of communications mediums.
Fach of the devices comprises processors, some examples of which
are disclosed above, that are adapted to communicate with the
computers. In an embodiment, each of the computers is equipped
with a network communication device, for example, a network
interface card, a modem, or other network connection device
suitable for connecting to a network. Each of the computers and
the devices executes an operating system, some examples of which
are disclosed above. While the operating system may differ
depending on the type of computer, the operating system will
continue to provide the appropriate communications protocols to
establish communication links with the network. Any number and

type of machines may be in communication with the computers.

The present invention is not limited to a particular computer
system platform, processor, operating system, or network. One or
more aspects of the present invention may be distributed among
one or more computer systems, for example, servers configured to
provide one or more services to one or more client computers, or
to perform a complete task in a distributed system. For example,
one or more aspects of the present invention may be performed on
a client-server system that comprises components distributed
among one or more server systems that perform multiple functions
according to various embodiments. These components comprise, for
example, executable, intermediate, or interpreted code, which

communicate over a network using a communication protocol. The
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present invention is not limited to be executable on any
particular system or group of systems, and is not limited to any
particular distributed architecture, network, or communication

protocol.

The foregoing examples have been provided merely for the purpose
of explanation and are in no way to be construed as limiting of
the present invention disclosed herein. While the invention has
been described with reference to various embodiments, it is
understood that the words, which have been used herein, are
words of description and illustration, rather than words of
limitation. Further, although the invention has been described
herein with reference to particular means, materials, and
embodiments, the invention is not intended to be limited to the
particulars disclosed herein; rather, the invention extends to
all functionally equivalent structures, methods and uses, such
as are within the scope of the appended claims. Those skilled in
the art, having the benefit of the teachings of this
specification, may affect numerous modifications thereto and
changes may be made without departing from the scope and spirit
of the invention in its aspects.

List of reference numerals

200 power network data analysis system
201 data obtaining module

202 event detection module

203 cause determination module

203A type determination module

203B location identification module
203C event analysis module

204 recommendation generation module

205 graphical user interface (GUI)
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206 power system database
207 substation

208 communication network
209 central database

300 computer system

301 processor

302 memory unit

303 TI/0 controller

304 network interface

305 data bus

306 display unit

307 input devices

308 fixed media drive

309 removable media drive
310 output devices

400 electrical power system
401 power line

402 transformer

403 circuit breaker

404 busbar

405 1load (linear and/or non linear)
405A capacitor

501 current waveform

502 fundamental waveform
503 threshold trip wvalue
600 graphical representation of a health status recommendation

700 graphical representation of a recommendation report
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Claims:

1. A method (100) of analyzing power network data of an

electrical power system (400), said method comprising:

- obtaining said power network data representing one or more

parameters of electrical power being carried on the
electrical power system (400);
- detecting a power event on the electrical power system

(400) from said power network data;

- determining a cause of the power event based on said power

network data; and

- generating a recommendation associated with the power event

for the electrical power system (400) based on the cause of

the power event;
characterized in that:
- the cause of the power event is determined by employing

power network data analysis logic.

2. The method (100) according to claim 1, wherein said power
network data comprises power quality data, protection device
data associated with a plurality of protection devices (402,
403) in the electrical power system (400), power event data,
topology data, and wherein said power network data is one or

more of a measured data and a computed data.

a

and

3. The method (100) according to any one of the previous claims,

wherein said power network data is substation (207) wide power

network data.
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4. The method (100) according to claim 1, wherein the power event

comprises a momentary event occurring on the electrical power

system (400).

5. The method (100) according to claim 1, wherein the cause of
the power event comprises one or more of a load variation and a

fault occurrence in the electrical power system (400).

6. The method (100) according to claim 1, wherein the power

network data analysis logic comprises:

- determining a type of the power event based on power
quality data and protection device data obtained from the
power network data;

- ildentifying a location of the power event based on the
power quality data; and

- analyzing the power event based on one or more of the power
network data, the type of the power event, and the location

of the power event.

7. The method (100) according to claim 6, wherein the type of the
power event comprises one or more of a fault indication in the
electrical power system (400) and an aberration in quality of
the electrical power being carried in the electrical power

system (400).

8. The method (100) according to claim 6, wherein the location of
the power event comprises one or more of a load side power event

and a source side power event.

9. The method (100) according to claim 1, wherein the
recommendation comprises one or more of a health status

indication of one or more parts of the electrical power system
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(400), a replacement indication of one or more parts of the

electrical power system (400), and a calibration indication of

one or more parts of the electrical power system (400).

10. A power network data analysis system (200) for analyzing
power network data of an electrical power system (400), said

power network data analysis system (400) comprising:

a non-transitory computer readable storage medium (302) storing
computer program instructions defined by modules (201, 202, 203,

and 204) of said power network data analysis system (400);

at least one processor (301) communicatively coupled to said
non-transitory computer readable storage medium (302), said at
least one processor (301) executing said defined computer

program instructions; and

said modules (201, 202, 203, and 204) of said power network

data analysis system (400) comprising:

- a data obtaining module (201) configured to obtain said
power network data representing one or more parameters of
electrical power being carried on the electrical power
system (400), wherein said power network data comprises
power quality data, protection device data associated with
a plurality of protection devices in the electrical power
system (400), power event data, and topology data, and
wherein said power network data is one or more of a
measured data and a computed data, and wherein said power
network data is substation (207) wide power network data;

- an event detection module (202) configured to detect a

power event on the electrical power system (400) from said
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power network data, wherein the power event comprises a

momentary event occurring on the electrical power system
(400) ;

- a cause determination module (203) configured to determine
a cause of the power event based on said power network
data, wherein the cause of the power event comprises one or
more of a load variation and a fault occurrence in the
electrical power system (400); and

- a recommendation generation module (204) configured to
generate a recommendation associated with the power event
for the electrical power system (400) based on the cause of
the power event, wherein the recommendation comprises one
or more of a health status indication of one or more parts
of the electrical power system (400), a replacement
indication of one or more parts of the electrical power
system (400), and a calibration indication of one or more
parts of the electrical power system (400);

characterized in that:

- the cause determination module (203) comprises modules

(2034, 203B, and 203C) configured to employ a power network

data analysis logic.

11. The power network data analysis system (201) according to
claim 10, wherein said modules (2037, 203B, and 203C) of said
cause determination module (203) comprising:
- a type determination module (203A) configured to determine
a type of the power event based on power quality data and
protection device data obtained from the power network
data, wherein the type of the power event comprises one or

more of a fault indication in the electrical power system
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(400) and an aberration in gquality of the electrical power

being carried in the electrical power system (400);

- a location identification module (203B) configured to
identify a location of the power event based on the power
quality data, wherein the location of the power event
comprises one or more of a load side power event and a
source side power event; and

- an event analysis module (203C) configured to analyze the
power event based on one or more of the power network data,
the type of the power event, and the location of the power

event.

12. A computer program product comprising a non-transitory
computer readable storage medium (302), said non-transitory
computer readable storage medium (302) storing computer program
codes that comprise instructions executable by at least one

processor (301), said computer program codes comprising:

- a first computer program code for obtaining power network
data representing one or more parameters of electrical
power being carried on the electrical power system (400),
wherein said power network data comprises power quality
data, protection device data associated with a plurality of
protection devices in the electrical power system (400),
power event data, and topology data, and wherein said power
network data is one or more of a measured data and a
computed data, and wherein said power network data is
substation (207) wide power network data;

- a second computer program code for detecting a power event

on the electrical power system (400) from said power
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network data, wherein the power event comprises a momentary

event occurring on the electrical power system (400);

a third computer program code for determining a cause of
the power event based on said power network data, wherein
the cause of the power event comprises one or more of a
load variation and a fault occurrence in the electrical
power system (400); and

a fourth computer program code for generating a
recommendation associated with the power event for the
electrical power system (400) based on the cause of the
power event, wherein the recommendation comprises one or
more of a health status indication of one or more parts of
the electrical power system (400), a replacement indication
of one or more parts of the electrical power system (400),
and a calibration indication of one or more parts of the

electrical power system (400);

characterized in that:

13.

said third computer program code comprising computer
program codes for employing a power network data analysis

logic.

The computer program product according to claim 12, wherein

sald computer program codes of said third computer program code

comprising:

a fifth computer program code for determining a type of the
power event based on power quality data and protection
device data obtained from the power network data, wherein
the type of the power event comprises one or more of a
fault indication in the electrical power system (400) and
an aberration in quality of the electrical power being

carried in the electrical power system (400);
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a sixth computer program code for identifying a location of

the power event based on the power quality data, wherein
the location of the power event comprises one or more of a
load side power event and a source side power event; and

a seventh computer program code for analyzing the power
event based on one or more of the power network data, the
type of the power event, and the location of the power

event.
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FIG 7 0

RECOMMENDATION REPORT

Grid Code: XXOOXXXXX
Trigger: XXXXXXXNKK
Topology path:  XXXXXXXXXXXX

Begin: 09/06/2016 10:30:02.020
Duration: 00:00:10.000

Extreme value:  97.4%

Limit: <98.0%

Involved Phases: XXX
Classification: ~ FR with PQ violation (FR triggered by PQ violation)

SOE: <List of SOE detail_Pre and post PQ event list_based on the configuration>

11 10:30:20.020 09-06-2016_THD Violation
10:30:20.020 09-06-2016_PQ Event

10:30 :20.021 09-06-2016_Fault Record_Current
10:30 :20.022 09-06-2016_Fault Record_Current

Bl Lol o

Cause: THD |
Description:

THDI exceeds threshold limit (violated) in the feeder xxxNo.xxx.

-Due to Non linear load on load side caused the sudden increase in THD |

-Bare Capacitor is connected in the adjacent feeder, and it may boost up the harmonics further
due to the resonance condition.

Solution:

1. Change the bare capacitor to(pal)ssive filter (detuned or turned)or active filter
or
2. Change the Feeder arrangement in the bus (in such a way that Linear load percentage
will be more than Non linear loads)
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