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daste @ oe® AN - B Al GEE dueFeln, BE A2 fush dugFeln f= W e
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271 Al dEstE o, 71 A2 FEskE @)oo, B 7] B el i A4 sE Adskar;

o

271 Al 4EstE gk oo, A7 A2 dEsE %o, A7 AT 7] 01S.vk, B A7 AW sE Edeke A7 &
=

A (112)E E3ste, tulolx

AT 7
Al A3 3E koo, A2 dZ3E e, BF 7] 0IS.vk E AW s T3 OF 353 2 BI3EE ¢
HFo] 24~ (120) ZA],

871 M se 7] AL dhEskE Fhoc, 7] A2 dEskE Fhoco, B OBl tol] tigk Blojar,

71 A s7F AeAer Asd 4, 523t dads B A7 AT 7] 01S.vkE ARESke] A7) Al 9%
ste # o HEsteleR

T ZRAA(122)5 E£33HE, trlelx

A 8

A7l o)A,

A7 ZRAAE A7) Al d3skE 3k oo 33 33 34 RS UEAYE AS ASEEE o Y A
Ql, tnfels

A7 9

T2AAM o Ad¥E wf, A1 e A2l 2 WS S5t WH B AFE, HFYH T2y A
=(114).

A3 10

LAl o) dd W, = AFE Z2a A

w=(124).

w
o
t
rlr
>
N

o
2
=)
il
ok
e
o
&
o
ol
rlr
o,
ol
2
f
o
2
o
it

7l & & of
B oayo oukx oz ols 7|W(cryptography)ell #3F Aolw, 53] 15 953l #3F Aot}



[0002]

[0003]

[0004]

[0005]

[0006]

[0007]

[0008]

[0009]

[0010]

[0011]

[0012]

[0013]

[0014]

[0015]

SIHS31 10-2014-0103269

&, olst Zled ada/Ee Fyd 2
58 SANA AASA S o]y e =9 7

71 98A, FAA w7 FARE AFete dol =8 " AZE. wEA, B AEE
159 Al ol ojyg oA sfA=ojok gtrh= Ho] o]3fx|ofof g},
2 HEoA, OF d5st ZEnelRrt Aoz, Ho3 WY EEE - I 7] ¥53), "ga-vh 453,
2 38 M (one-time signature) - o] AAFH, 15 FE sl FHl V|| 7|EHT}).
1% 933+E Kiayias-Tsiounis-Yungol] 98] 18 AHe &353 ofdza= AJ/lEYUrh; Aggelos Kiayias,
Yiannis Tsiounis % Moti Yungell €3+, ASIACRYPT 20072] 181-199¥ 9] "Group Encryption"& =3t &
A5 sts ISk ARl OF W] ARG AHEE)E #71d Ysts A3 A f-&35id.

AERA, BFE Fuse s ZRAS VR 7R 1Al 54 Fas 2Eshd ke HESA Auls
AEANSP)7F Atk Aol NSP= ARalel oA, = Fass AEshs ti7ke NSPOllAl AF8hs 3labdl, &
Azl AE AdE wERE fASEA, 38 FEs FEAE 2§ W' dsdves A FYskd 4
k. FaEe] FalAte] ZEfolMAlE Eg NP FEARe] 1F e E BEF ] oR gt

J < A
ERA(NE 5o Fgete PRol age] WAR wIsHeA) ¥ PEAS 1§ F
] iy
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58 5= 1F "WYAG
group manager) % St YITTORHE FAzY 9SS HYE 4 e 22 AH0A; opening
authority)2 F4H3ic},

GE =719 7|AE olF& Fo3F dxe v3 ).

- Join. GMz} &AF 2F FAY 7o a9 ZREZ. Gl 28 7YY F 7] pkiell thE A5
cert; & W3t GME t©l Yvobrt (pk;, cert;) &S 3-8 do]EH|o] A DBel|l #| A3k},
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% F4Le F 7] pk StelA, f4E #WAIR] moll did dEw & AT, Ax WAXE AFcshe AS

= [e} - =
WAs7] feliA, hastE= wiAAl mo] Aol A9 ARl WA(a priori relation)E WHEE Zo] et n
A Rell wape] "AAER" x(F7] FH)e] "IEYX(witness) "otk F, (m,x)ER. o]d omloA, 55}
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© Eg dEstd fEYZ Aedte Ja's x5 F9E

- Decrypt. 48 &Ei coll dv= FosE WAA ns FF Bt #ete], I 7] pk - L I 7] St A
= 1 Z](private key) sk& AR&3sto] Hgitt, o] Axal= t Yoyt 54
2EA xo] YEYACA] AR = (n,x)ER o] A=A A=Az, ek a™Egd, o
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B, 2 0adl ANl 18 geta, 9 Bl ol wekel #7017 pk - 1 B 7] s

A= - A=
TEoz d5stE HAXE HYsts 53 dugEFs Egsi).
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- Join. GMel A iRl A 7] S.skE AR&ate], AREARS] FAN 7] pkell tiE AT s(HRAl TEA,
ASAE AT M o dolrt (pk,s)E F-& dolElHlo]2 DBo| #1743k}
- Encrypt(pk>(m,t). Bl to] #3sle], FA 7] pkE 71 FAAE Y, WAIA nGx7F 8 #Y W, (n,x)E
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thgt ol Aol

- Join 948 ¥/ 7] pkel dhatel, GMel 1Al A AW 7] S.skE ARES AW (EE AT At
(pk, cert)E ¥& dlojelwlo]2 DBel A gahc}.

- Encryptuo(m,t) Bl toll &3l F70 7] pkE zte FAIAE 98] WAIA] m(eZ} WIAIA] F7HE o] F& #H9]
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- A9 71¢ AF 719 4 (0TS.sk,0TS.vk) & AB2d3t7] 9138 0TS.keygens F&3Hr}.

- ¢; = [Schacham].Encryptyy(m, (0TS.vk,t)) 2 ¢, = [Kiltz].Encryptmuo(pk,0TS.vk)E A4 Stct.
s 9l AHEE Bl (0TS.vk,t)olal B 98] AMEH el 7HZF 7] 0TS.skolt}.

- OTS.skE AR&3e] (cy,co,t)oll WIS 2318 AW s& AT s = 0TS.Signeors.sn(ci,co,t)

- toll #sko] pk stell A me] i HE3FEA ¢ = (c1,¢2,018.vk,s) & &g}
- Decrypta(c,t,x,y)

- ¢Z (c1,00,0TS.vk,s) &2 Eaf g},

- (c1,co, )] EF MW s= OTS.vkol ekl =3tk wheF OTS.Verifyiors ui(s, (c1,co,t)) = 0 o]H
Fails gl®lstal, 294 ¢Fo% [Shacham].Decryptigy(cy, (0TS.vk,t))E Albstel, AAE Frol (x,y)ol wi&
Diffie-Hellman®] &FAolW, AGE kS 2lddstal, 2384 oW Fails HH g
- Openggon(c,t)

- ¢= (c1,00,0TS.vk,s) &2 Eaf g},

= (ci,c,t)0 Wigk A s& OTS.vkell &3l A Ak}, ek 0TS . Verifyos. (s, (c1,c2,t)) = 0 ©]H

FailS g¥star, 28x ¢ow [Kiltz].Decryptigon(pk,0TS.vk)E &3t 1 AFE gwlsic).

- Prove(c,t,x,y). Bl to] Tale] 43 FE = AT Qg ECl, dgas o7F &
T 71 7HAAL e A2 e FAdYd gl HxstdE £ vk vdEFl
Kiayias-Tsiounis-Yung % Cathalo-Libert-Yungol] 9Jal A&z A275L

3t 27E(S, AEe Ao s obdd dost ~2E)S o] & S AxHE
SHAS T4 43 sE g%y, A8 E WY BS54 we

L. Kiayias-Tsiounis-Yung: ©]&] E%@ﬂﬁ%ﬁ%{iﬁéﬂ%lw#ME“E%ﬂ]mmmﬂe»4ﬁﬂ25w
A71e] s EI} 70kB 279 FHS ST tSo], 51

st TS oY A S8tz sk BS, SEAE 43S s s AMeE EE @.m%y(randomnes
s)= 719 el adn.

2. Cathalo-Libert-Yunge A7) 275 ] /A3t o] AL 256-H|E EEElo]|E AMESE ¢ 22 1.25kB 7]
o] k¥ 16.125kB] U A TS ST, dSeo], & TS vdE Aol webA A 7k SR
(stateful prover)E& QR Z 3}A &=t I8y & SHS ¢ = 541 N Aoy 24 A5S EQZ 35

= 37} Groth-Sahai 5% A|~EE ALE3lE=E AFds] v d 2ol
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wgs HAjslr] gt FAE ] fE

2 o] Fag B4R ofolrjo]= Akl TN 7] AA oAl 2 FN 719 B (alias)S ¢EstalE A
oltf. 1% wlYA(GM; Group Manager)= 371 7], ¥HWe gl 453, 2 & deolguo]x=(DB)l A=
FAE F/hgtH(publish). BT T/ 7lo A&d, AdsiA dud WE g (9] A gholtt.

HAASIAE Q8] 7|5 gAaAZIE &5 (& AFEste AAES 571 g, 7 79 Adolst 48 #
2 dloJE o] 2=(DB)d A= wAS dEZRZ ojojxd StEY. WE 5 & oAE Eo] dlojguo] el Q&=
AEZ 7} 175 w75 Q2L WA RS A3t Ao 93] = 39 A (collision resistant) B4 2%
3 OF WUA S 7HHoREA, =5 I9AlS zh= s|A] $F<(hash function)o] ¥Folztar sk 4= 9t}

Mol g7 Ane o Al wESE & ) WEA, An Txe) A7)sh e 47
G Sel, A2 s A0S, FAAS] B0 Al GE E asEel AFUE 489 ek feh

Iy, oF HAjoaA o3y HIHO0A; opening authority)e] dlolEHo]A(DB)oA W] 3Xgloju]X
(preimage, &7 7DE 2<& Aol 879+ @] v, td3], & Ao A8 ul§- =8, A& &
H =R Ao Ant vyt

SR A Foid Flo|t)):
- 4353l 275 i B9 7 e & 2Fo] Agdnt. B wge] 548 84, ol Aow wkep 7
o], B3} Bt &l Ruve AoR FE3the Ho] 553 wsit):
kAl Beotd ¢4s3t 278 " =ot ®Weot /i (highest" security notion)o] o|2X] E&E= Aotk E
o thet &nlE Hot Nde IND-st-wCCA % ANO-st-wCCA(indistinguishable and anonymous under selective
tag weak chosen ciphertext attacks)o|t}. E,o thalA+= 22 IND-st-wCCA H.obgr = Q3.
Het JEE & EFE HOF ZE(IND EE ANO)9F 32 R(st-wCCA)S ZgHsiu},

TEE7FsA(IND; indistinguishability) B¥+= H|3A Aoz JdsFEOoZHE HAX #A3 AHE d=
o] A ALE YerdY. WA (ANO; anonymity)e YO ZHE F7) 7] T3 AHE FE=
‘]

T S A8 A, 7t =R Yk
2353 e wal(issue)o] FEHA FE= Ay

- AW EE Q% 275 0§ 245% Adas AW 230 A
(structure-preserving) A4 =7 S, =, 7 , e

Holg 2 AFE A=f(predicate) & o]FoJx ~7] o]},

- 4318 Ay A5 <hE3 d3l& M9 0TS7F AFgE.

- BA R SNHCE AT dATE ARSE T

oeF WY BRES gl 2L v gol FyuT.

-Join. 4= &70 7] pkell wHate], GMe] S.sk(Se= AHEE 1S 23S atef pkell gt MW (E= Q1T
A) certst HEo], f(pk)E ARET. M2 B dobrb (pk, f(pk),cert &8 dlolEfHlo] 2 DBl A3t
G =55 dsty] fste], 5 5 el Foldk 70 7] pks} pk'o] {5 ARESte] TARE gkl WAH= A
dat7] AeiA, ded SHEES AE JYdds A FEIAG. 5 g5 (7 AHEEE st e
o] olstell A gAls dE Aeolrt.

g
3L

=
=

- Encryptuo(m,t).  BiZZ tell #ate] &7 7] pkE Zte A4S 98, #WAA m(ne &) ¥ Rell 33
a4l xo] fIEYAS) S dastsbrflel, AEE =
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[0089]

[0090]
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SIHSd 10-2014-0103269

Av 719k A5 719 4 (01S.sk,0TS.vk)E A7l 938 OTS.keygens S &3HT},

- (c1,¢c2) = (Ei.Encrypt ey (m,0TS.vk), Es.Encrypt oy (f(pk),0TS.vk))S A4l 0TS.vke El1=Z
R YE Aol FEENE 3 Aol

- OTS.skB AF&3Fed, (ci,co,t)o]l #3 A & SN s = 0TS. Signors. sp(cr, 2, t) .

- to] #3lo] pk Bloll A me) 18 ¢EFEA ¢ = (¢q,c,,0TS.vk,s)E FE 3T},
- Decrypt s (c,t,x)

- ¢E (c1,c9,0TS.vk,s) 2 &3},

- (Cl,Cg,t)Oﬂ EH% }‘1‘?61 S‘g‘ OTSVkoﬂ "4’0}0:1 740?1’@ ?J’Q}: OTS.VerifY(OTSNk}(S,(Cl,Cg,t)) =0 0]
W FailS @¥ldta, 228A oW K, .Decrypt s (cy,0TS.vk) S AAbste] | AAkE ko] Roll #3Fe] xo djat ¢
EyYzold, ALtE #h& g®eta, 2¥X %o Fails ¥,
- Opengsoni(c,t).

- ¢E (c1,09,0TS.vk,s)&E Eafglc}.

= (ci,co,t)ol Wit M s&, OTS.vkol #ste] HAZ:skoh,  wheF OTS.Verifyios. (s, (ci,co,t)) = 0 ©]

W Fails ¥star, 28A gow F 3k '3t Ey.Decryptson (co, 0TS.vk) S S &3},

- DBollA] 34 fol] #3lod F kel Zelolmx|& grolRa, HA A3E e,
- Prove(c,t,x). EIZ to #slo] G & XS dEEHE ¢ = (c1,00,0T8.vk,s)E A= d A4 @
H FJNES AHESH, olste] FHES AFdlt).

- 279 371 7] pk 3k Bl OTS.vkel &3k, o] 714 U&= WA #$ =229 FH (proof
of knowledge) 2 ©] WIAIX7} A Rl #3}o] xoll

- 7| pkoy SFellAl Bl OTS.vkell #8}e] .o HEsbo] #dt X2 T 2 g H53}7} pkoll &3t
s 1] @S 9.

- pkoll gk AFA certe] Ao T,
At dEst 2750 By FY2EL oy T 2840 53 &),
HAs el =W Ed] tdte], Groth-Sahaioll 913+ [Jens Groth, Amit Sahai: Efficient Non-interactive Proof
Systems for Bilinear Groups. EUROCRYP 2008: 415-432]1¢} 53k7}53 tsAlAlel o], @3] JEUA(S, A
W/ 9wt 27050 A HAAY 7], s (9] Ao Zelolux], e A RY AFd FEYZ) st
Ao gl HdEd FHS T8t HEVEES AMESIE Ao Adadn.  old oujoflA], 29 A7
58 (automorphic) MBE(SF, #Z 7] WAX S 23 Aol 7 8480 AF dugFol #dd8 5 A&
(pairing product equations)® ZA%(conjuction) & o]Fojxx= AH ~71) @ o533 ~7E5 - <353 L
gl5o]l g8 #e aF Ev HAE FHES T2 WAA], I 7] € gEEo] IF 84AEQd
AE R d53 2PES AT 4 Juk. g f Eek gEd #ek aF (e, o]A3d 2 E(bilinear

Kel

equations)? A& HoH) FFE gsicy. A Rel|l WA= FLsA A-&Ed.

A, SIEY2e] 2849

o

N
T
H5H FYES S AELUESS Agehs Jlo] AsHth. oY ould|

R4 [<}
A, A o7F WAIX Nl tigk AHelgt= A Shell, &3 (homomorphic) < ¢& Ao ¢ (S, M)e]
gR,vK)E H7eheE AL 753t s st AW 2UES AME8he Zo| As=EM, vk AT 7ola, g&= 30
skrolal, (S,R)S o Z5H ﬂ@% Aolil, RE o T Mol #3 HARE FAH3K dor S= Ao "dA4H
(vital)"el FFola; 7]#e] W3t dua]E5e (ONVERT dugjEo s AAET, Folzl 7]9 Fo|x ejzd
sto] Hsste] Aol &4 J FTHES T83 dust ~PUES AHEeE A E3 AsdEr. geo], ¥
M 718 dsslete d ARSE AF(E)2, HAIR #dete] FFolojoF sta, 27 B2 A 7]¢ HAA &



[0094]

[0095]

[0096]

[0097]

[0098]

[0099]

[0100]

[0101]

[0102]
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Lol #ste] Fsdolojof gtk o udobrt, ¢test 23 (E)S COMPUTE dagjFos ARHE dadass
FHslal, O daEEe JHelA, o "ot ek ) 7] pk Stoll A wAIA] me] 4E3} ci0] sLS
Bl to] @3 &= b2 F) 7] pk' St MY T thE "WAlA] m'e E o2 453} 'S S, o o'
St (composition)S, EBJZZ to] &3k pk & pk'9 A Sl m E m'e FAo 433t A = Aola;
o7l FAdL TJoAH Q4B £ S Z2E U4y 1F dik(algebraic group operation)S 483}
= Ao ol Hojof sttt AYr), T (& vMFAAE Y Tt (F UlY 48 FAo H8d f
=, 3 F e "ol (gt FAdelth). A FARH, JA2Es x7t TRt AA ke, AR
< FRW=1E W3S +53d 39 FRI oA 1§ AYt=F s &alof ki, o7 we =B x
off gk YEY 0|t}

oy 34 ARgstE dHo| AsdE ogEst A~7e, CRYPTO 20109 209-236Wel & "Structure-
Preserving Signatures and Commitments to Group Elements"oll4] Masayuki Abe, Georg Fuchsbauer, Jens
Groth, Kristiyan Haralambiev % Miyako Ohkubool 2]&f AJ<t= At}.

Eodtgyl g4 AFRStE do AMEE= AW 272, David Cash, Eike Kiltz ™ Victor Shoupol] <]3f
Journal of Cryptology 22(4):470-502 (2009)2] "The Twin Diffie-Hellman Problem and Applications"el| A&
¥ oks}A Hokwl ej1-7]dF o] & (weakly secure tag-based variant)©]T}.

kel FA) 7180 % 8A4EY n-¥WHECH, (G, )2 A9 dAEFY aFola, ne AAY Aol
al, ..., ZLEEEHY 3 2425, S A¢ EEE 49 H¥(set of integers modulo d)o]#h= AA 3fol,

AEEE= g4 (= 0o g

(X,...X,) X, ..x,7

g, B85 fE 1 32 38 6 WY nle 84259 FZ(tuple)S IE G W 840 WFsic),

olg1gk fo] Melo g GMe 7] pkE FH Ao R (systematically) WP g FEES g 5 v}, o
< I37] 98, AF 275 29 J= WE ro= (rg,.. )2 2L

=
= AT} pk = (X,.... %) < pk = (7, %), ES QS 1S BASt], A7 6 wer 1o

A 715 duelEsts As 83 - oA L BEE Aol Asd, 716N gk G
o] &4zl Agarelar xi= Xioll gk A Flelv. AsA = Aze] ARtE & 7ol dal ALtEL, ¥

HFEHoR MFH+= I RS (m,x,y) € R < e(m,P)=e(x,y)olaL, oJ7]o|A e =< G X HGS HeE 4%
8l# o] A3d 1FES(cryptographical bilinear groups)$l)ele] E&A<l Hojgo|la, P HEHEY uAH &
Ao)t}.

[m
M
[m
=Y
)
2,
j:
o}J !
of
>
I
;
EB
3
o

A= Fl=f(pk'), I' R=F R(n') B I'=¢(S' ,pk")E AL, HFHow, FHA= 74 7] pka
o] 3Bl o' E ANEY. FEAE HSAAA FE R 1T R, c'DE AT AHA G

FE=5 e, HASAe ddew A bE /dejstar, F_R(m)= I_Ro]
o [ RS ALEY. ASAe BdA bE FHEACNA AEdn. S AhAAE FAlskd,

_10_



[0103]

[0104]

[0105]

[0106]

[0107]

[0108]

[0109]

[0110]

[0111]
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b

2 D oz BES ANET AEet=, 7)elA 2,3 pk'Sh pk] A, 2.8 S'9 ST FA e n'F mel
4, 2P g P9k Fe) el AFHer FHAE, o3 e #4 (PokDol B o] e 27

7] 25 SelA Y 2,9 FEFehE A2, D Lok ¢'9 A (Pok2)7t Bl toll #EE FA 7] pkoy StlA el 29

stzslels A4S Zuyent. maege] wuldA, (1) ¢z, 2,07k I'sh 19 #4353 23, (2)F R(z)0]

rr

' R} 1"_Re] o)L, (3 f(zy)7F 2ot 2o, (4)PoK1¥} PoK27} H-&8bd, ASAE =83, 29 7|4+

okl A FAe A4S 71l A, di dost ~27AER AxwxstE uw, 2o FHE PoK1Z} Pok2e ]
b dlrE(discrete logarithms)S] tlE3hs HAFE ] A 28 B glo|al, 1 o R FHA
Q1 A& C(Claus P.Schnorr® A=} —rZﬂ “Eff1c1ent signature generationby smart cards", Journal of

Cryptology, 4(3):161-179, 1991=2%¥ ZZ4 4 Av}. E3F Jan Camenischol]l 93+ "Group signature
schemes and payment systems based on the discrete logarithm problem", PhD +=+=, ETH Series in
Information Security and Cryptography® vol.2, Hartung-Gorre Verlag, 1998 (ISBN 3-89649-286-1)& %
3t7] wpEc,

E 12 ¥ wye) vigrad Adde] B aF dEshE A% AXW1000S AW, gold mAs) olalE
A, A8 e Hutol s 7he] AAEE AFH S

A|22'1(100) & FA17 1(110)54 2171(120) & E3Fete, ol Zt7h2 v tufo] =9} Falshy] 98 74w
ox skt <QlEdel~ #FH(111, 121), Aolx 3Jhupe] ZRAAN("EZZAMA")(112, 122), H Fib
(accumulator) <} F3+<] 74]*& A5 22 dolHE AFSESE FAE Hojx sty W (113, 123)E
gk, A&E(100)2 15 Wiy A (130), dlolEfHle]2~(140), Al 3#H(a third party)(150)¢F <32+ #
(160)< o 2Fstar; (FATS flete] EAIEA] G, ol& tufol~E Z47hE ZR2AA 3 v e} 2
dagk st=dolE EgHeitt.

0y

N

fo ot Ho

A71(110)9] T2 AA(112)E B 3% 438t 279 Encrypt$ Prove H-58S sl FAHI, $2417]
(120)4 TRAA(22) = A% 5 dEstE HogeteE, = DecryptE FHSEE HgHrt. 1w viY
A(130)& Join ¥#S FHsEE FAAHI, o o3 dolEule]~(140)o] dlelHE Ak, Al 32H(15

h= = [e]

0)+= 5:/\]7101] o3 ATH FTHES HAFIET FAFL, 22 A(160)> 1w dEs) Zl’n«] Open o
S FYEF FAdET. D-ROMelY DVDSF Z22 Al AFH =% AF(114)2 5417

(112)l ,]st /“?%H%_‘ o 2 ‘?z_“jéoﬂ U?P% Encryption® ProveE F33t=, Ad® HHAES s}, Zﬂ2 7
20)9] ZEAA122)e] o3 A" wf 2 e wE DecryptE

&

Fa 71 BobdA B AAE M A, B dye] OF 43 7o) FY ~PEY wusty A7)
H|-g9] AFs A4aE 7Mes e AS AdATE Aotk Cd7dd, B ol E 272, o3 JieHE A
52 d2EgagEnd, (FY 71solAY 1.25kB = 2.5kB thAl) 0.4kBe] ¢rE RS o}r] st}

- Masayuki Abe, Georg Fuchsbauer, Jens Groth, Kristiyan Haralambiev % Miyako Ohkubool 2]3f

Crypto 20109] 209-2361¢] "Structure-Preserving Signatures and Commitments to Group Elements"ol|A] =<t
H Ay 27

- Jens Groth, Rafail Ostrovsky % Amit Sahaioll <&} CRYPTO 20062] 97-111%¢] "Non-interactive
Zaps and New Techniques for NIZK"o|A A|&-H U3]-& 4.
- E ¥ EE Adxelx3}sr] 98] David Cash, Eike Kiltz @ Victor Shoupel ¢J8] Journal of

Cryptology 22(4)(2009)2] 470-50492] "The Twin Diffie-Hellman Problem And Applications"ol #|-&¥ <3}
A Hetdl B 1-7]uke] wE.

BdeR, 95 O 1, AFA% JBAgH TE A4S glol FUY 5 dn(IEH F3o
AE 1B, WAEA FHl At AB), AFA AWR, A FHE £IDA ohlw mrkel wYEA

z3e FAA

stx] AEstA stoh, Agrr, S99 AT (FU 7oA 389539 wHojd ALtk Bl
32539 Hojy AxkS "aw ),
Sl

;e GE 232w 719 Bl ZejoluxE 3] 9l 7 & Aafel A dlo]Eu o]
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