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(57) ABSTRACT 

A system and method of managing a shared printer with radio 
frequency identification (RFID) includes at least one RFID 
chip containing information about task permission for users, 
an RFID transceiver unit to periodically retrieve information 
about the RFID chip, a controller to determine whether to 
output a document based on task permission held by a user 
associated with the RFID chip retrieved by the RFID trans 
ceiver unit, and a printing unit to form images on a printing 
medium in response to a control signal from the controller. It 
is possible to allow, for example, printing and facsimile trans 
mission by giving specific permission to each user and allows 
a manager to inspect a use specification by the RFID trans 
ceiver unit. The RFID transceiver unit is included in a printer 
and periodically retrieves information about an RFID chip 
and determines whether a document is to be output based on 
task permission held by a user associated with the retrieved 
RFID chip. 
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FIG. 3 
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FIG. 4 
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SYSTEMAND METHOD OF MANAGING 
SHARED PRINTER WITH RFID 

CROSS-REFERENCE TO RELATED 
APPLICATIONS 

0001. This application is a divisional of prior application 
Ser. No. 1 1/490,024, filed Jul. 21, 2006, in the U.S. Patent and 
Trademark Office, which claims priority from Korean Patent 
Application No. 10-2005-0067279, filed on Jul. 25, 2005, 
respectively, in the Korean Intellectual Property Office, the 
disclosure of which is incorporated herein in its entirety by 
reference. 

BACKGROUND OF THE INVENTION 

0002 1. Field of the Invention 
0003. The present general inventive concept relates to a 
system and method of managing a shared printer with radio 
frequency identification (RFID), and more particularly, to a 
system and method of managing a shared printer in which 
information on an RFID chip is periodically retrieved by an 
RFID transceiver unit and whether to output a document is 
determined based on a task permission level held by a user 
associated with the RFID chip. 
0004 2. Description of the Related Art 
0005. In radio frequency identification (RFID) technol 
ogy, information about all processes including manufactur 
ing, distribution, management and consumption of products 
is stored in chip based RFID tags that are attached to the 
products to serve as transponders. The RFID tags transmit 
signals through an antenna. The signals are received by an 
RFID reader (transceiver) and are processed by an informa 
tion processing system over at least one network. 
0006. A conventional RFID system includes an RFID 
reading system having an RFID chip (e.g., RFID tag) serving 
as a transponder (a wireless transceiver that responds to an 
external signal to automatically return a predetermined sig 
nal) storing RFID information (e.g., information about a 
product to which the RFID tag is attached), an antenna for 
wireless transmission to and reception from the RFID tag 
(transponder), an RFID reader for receiving and reading 
RFID information included in the RFID tag, etc., at least one 
network over which the RFID reader provides the received 
and read RFID information from the RFID tag to at least one 
information processing system, and an RFID processing sys 
tem having the information processing system performing 
information processing based on the RFID information from 
the RFID reader. 
0007 RFID systems may be classified into active RFID 
systems (e.g., powered readable and recordable RFID chips) 
and passive RFID systems (e.g., unpowered readable-only 
RFID chips) according to whether the system supplies a volt 
age to the RFID chip. RFID systems may be classified into 
low frequency RFID systems (e.g., with low frequency band 
between 30 KHZ and 500 KHZ) and high frequency RFID 
systems (e.g., with high frequency band between 850 MHz 
and 950 MHz or 2.4 GHz and 2.5 GHz) according to a radio 
frequency band. The RFID chips can range in size from 1 mm 
or less for ultra micro RFIDs to 1 cm for battery-installed 
RFID chips. 
0008 FIG. 1 is a diagram illustrating a conventional sys 
tem for managing a shared printer. 
0009 Referring to FIG. 1, the conventional system for 
managing the shared printer includes a host computer 100, a 
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printer server 110, a managing server 120, a printer 130, and 
a deposit machine or payment system 140. The system for 
managing the shared printer may further include a web-based 
remote managing System. 
0010. The host computer 100 stores various programs for 
enabling users to perform a word-processing task and a client 
program for a billing system. The host computer 100 allows 
the user to produce a document and print the produced docu 
ment on the spot. 
0011. The printer server 110 receives printing data from 
the host computer 100 and controls the printer 130 to print the 
document. 
0012. The managing server 120 controls the printer server 
110, which is one of local printer servers. The managing 
server 120 classifies, stores, and manages user information 
Such as user IDs, passwords, the balance, and printer infor 
mation Such as printer states and printing history. 
0013 The printer 130 performs a printing task in response 
to an output command from the printer server 110. 
0014. The deposit machine 140 is used to put money in an 
account so that a user can perform the printing task using the 
billing system. 
0015. In the conventional system for managing the shared 
printer, a personal identification number (PIN) is input using 
the host computer 100 or a separate input device (not shown) 
to manage the shared printer 130. The PIN can easily be 
determined by other persons. Thus, a security device for 
preventing the PIN from being determined by others is 
required. However, these devices require expensive equip 
ment, such as an iris recognition device and a fingerprint 
recognition device. 

SUMMARY OF THE INVENTION 

0016. The present general inventive concept provides a 
system and method of managing a shared printer in which a 
radio frequency identification (RFID) transceiver unit 
included in the shared printer periodically retrieves informa 
tion from an RFID chip and determines whether to output a 
document based on a task permission level held by a user 
associated with the retrieved RFID chip. 
0017 Additional aspects and utilities of the present gen 
eral inventive concept will be set forth in part in the descrip 
tion which follows and, in part, will be obvious from the 
description, or may be learned by practice of the general 
inventive concept. 
0018. The foregoing and/or other aspects and utilities of 
the present general inventive concept may be achieved by 
providing a system to manage a shared printer with radio 
frequency identification (RFID), the system including at least 
one RFID chip including information about a task permission 
level for users, an RFID transceiver unit to periodically 
retrieve information about the at least one RFID chip, a con 
troller to determine whether to print a document based on the 
task permission level held by a user associated with the at 
least one RFID chip retrieved by the RFID transceiver unit, 
and a printing unit to print the document based on a control 
signal generated in accordance with the determination made 
by the controller. 
0019. The system may further include a memory unit to 
store log information including a user ID-specific printing 
count value after a printing task is completed. 
0020. The system may further include a server connected 
to the controller or the system over a network and an authen 
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ticating unit that is included in the server to authenticate a user 
ID associated with the RFID chip. 
0021. The authenticating unit may determine if the userID 
retrieved by the RFID transceiver unit is a pre-stored ID or a 
new ID. 

0022. The controller may reduce the user ID-specific 
printing count value by a number of sheets printed and store 
the reduced user ID-specific printing count value in the 
memory unit after the printing task is completed when the 
user ID retrieved by the RFID transceiver unit is the pre 
stored ID, and may store the information including the task 
permission level and the userID-specific printing count value 
for the new ID in the memory unit when the user ID retrieved 
by the RFID transceiver unit is the new ID. 
0023 The system may further include a display unit to 
display the userID-specific task log information stored in the 
memory unit and an indication as to whether the user ID is 
authenticated. 

0024. The RFID chip may be readable from and record 
able thereto, and log information including the userID-spe 
cific printing count value may be stored in the at least one 
RFID chip through the RFID transceiver unit. 
0025. The RFID chip may be readable only, and the log 
information including the user ID-specific printing count 
value may be stored in the memory unit after the printing task 
is completed, and when the user ID-specific printing count 
value stored in the at least one RFID chip is different from the 
userID-specific printing count Value in the memory unit, the 
userID-specific printing count value used may be based on a 
preset setting. 
0026. The controller may give priority to a RFID chip 
having a highest permission level among a plurality of RFID 
chips when the information of the plurality of RFID chips is 
retrieved by the RFID transceiver unit. 
0027. The foregoing and/or other aspects and utilities of 
the present general inventive concept may also beachieved by 
providing a method of managing a shared printer with RFID, 
and the method includes periodically retrieving information 
of at least one RFID chip, with an RFID transceiver unit, 
determining whether to print a document based on task per 
mission level held by a user associated with the RFID chip 
information retrieved by the RFID transceiver unit with a 
controller, and printing the document in response to a control 
signal generated in accordance with the determination made 
by the controller. 
0028. The method may further include storing log infor 
mation including a userID-specific printing count value in a 
memory after a printing task is completed. 
0029. The method may further include authenticating the 
user ID after the periodic retrieval of the RFID chip informa 
tion. 

0030 The authenticating of the user ID may include deter 
mining if the user ID retrieved by the RFID transceiver unit is 
a pre-stored ID or a new ID. 
0031. The method may include reducing the userID-spe 

cific printing count value by a number of sheets printed and 
storing the reduced user ID-specific printing count value in 
the memory unit after the printing task is completed when the 
user ID retrieved by the RFID transceiver unit is the pre 
stored ID, and may store information including the task per 
mission leveland the userID-specific printing count value for 
the user ID stored in the memory unit when the user ID 
retrieved by the RFID transceiver unit is the new ID. 
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0032. The method may further include, when the userID 
retrieved by the RFID transceiver unit has a manager permis 
sion level, displaying, with a display unit, user ID-specific 
task log information stored in the memory unit and an indi 
cation as to whether the user ID is authenticated. 
0033. The method may further include storing log infor 
mation including the userID-specific printing count value in 
the at least one RFID chip through the RFID transceiver unit 
where the at least one RFID chip is readable from and record 
able thereto. 
0034. The method may further include storing the log 
information including the user ID-specific printing count 
value in the memory unit after the printing task is completed 
when the at least one RFID chip is a readable only RFID chip, 
and selecting the ID-specific printing count value based on a 
preset setting when the ID-specific printing count value 
stored in the at least one RFID chip is different from the user 
ID-specific printing count value in the memory unit. 
0035. The method may further include giving priority to 
the RFID chip having a highest task permission level among 
the plurality of the RFID chips when information of a plural 
ity of the RFID chips is retrieved by the RFID transceiver unit. 
0036. The foregoing and/or other aspects and utilities of 
the present general inventive concept may also beachieved by 
providing a shared printer to print documents based on a task 
permission level of a user obtained through radio frequency 
identification (RFID) information, the shared printer includ 
ing an RFID transceiver unit to periodically retrieve the RFID 
information including at least one of an ID of a user and the 
task permission level of one or more corresponding RFID 
chips and a controller to determine whether to perform a print 
task based on the retrieved RFID information and to control 
the printing by the shared printer based on the determination. 
0037. The foregoing and/or other aspects and utilities of 
the present general inventive concept may also beachieved by 
providing a system to manage a shared printer with RFID, 
including at least one RFID chip to transmit information, an 
RFID transceiver to receive the information transmitted from 
the at least one RFID chip, and a controller to control the 
shared printer to print a document based on the information 
transmitted from the at least one RFID chip. 
0038. The foregoing and/or other aspects and utilities of 
the present general inventive concept may also beachieved by 
providing a computer-readable recoding medium having a 
program recorded thereinto perform a method of managing a 
shared printer with RFID, including periodically retrieving 
information of at least one RFID chip with an RFID trans 
ceiver unit, determining whether to output a document based 
on task permission held by a user associated with the RFID 
chip retrieved by the RFID transceiver unit with a controller, 
and forming an image in response to a control signal from the 
controller. 
0039. The foregoing and/or other aspects and utilities of 
the present general inventive concept may also beachieved by 
providing a method of controlling a shared printer with RFID 
to perform different tasks for users based on an authorized 
task permission level, the method including retrieving RFID 
chip information including user information from an external 
Source and performing the printing task corresponding to the 
retrieved RFID chip information if the retrieved RFID chip 
information includes the task permission level authorized to 
perform the task. 
0040. The foregoing and/or other aspects and utilities of 
the present general inventive concept may also beachieved by 
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providing a method of controlling a shared printer with RFID, 
the method including determining whether a plurality of 
RFID chips are detected, setting a task permission level to a 
highest permission level when the plurality of RFID chips are 
detected, performing a checking operation including check 
ing whether any of the detected RFID chips have the task 
permission level that is the same as the set task permission 
level, and if there are RFID chips that have the task permis 
sion level that is the same as the set task permission level. 
performing a task related to each of the RFID chips having the 
task permission level that is the same as the set task permis 
sion level, otherwise re-setting the task permission level to a 
lower level by a predetermined value, repeating the checking 
operation until all task permission levels have been checked 
against the detected RFID chips, and repeating the determin 
ing of whether a plurality of RFID chips are detected after a 
predetermined period of time. 

BRIEF DESCRIPTION OF THE DRAWINGS 

0041. These and/or other aspects and advantages of the 
present general inventive concept will become apparent and 
more readily appreciated from the following description of 
the embodiments, taken in conjunction with the accompany 
ing drawings of which: 
0042 FIG. 1 is a block diagram illustrating a conventional 
system for managing a shared printer, 
0043 FIG. 2 is a block diagram illustrating a system to 
manage a shared printer with radio frequency identification 
(RFID) according to an embodiment of the present general 
inventive concept; 
0044 FIG. 3 is a flowchart illustrating a method of man 
aging a shared printer with RFID according to an embodi 
ment of the present general inventive concept; and 
0045 FIG. 4 is a flowchart illustrating a method of giving 
use rights in a shared printer when a plurality of RFID chips 
are detected according to an embodiment of the present gen 
eral inventive concept. 

DETAILED DESCRIPTION OF THE PREFERRED 
EMBODIMENTS 

0046 Reference will now be made in detail to the embodi 
ments of the present general inventive concept, examples of 
which are illustrated in the accompanying drawings, wherein 
like reference numerals refer to the like elements throughout. 
The embodiments are described below in order to explain the 
present general inventive concept by referring to the figures. 
0047 FIG. 2 is a block diagram illustrating a system to 
manage a shared printer 210 with radio frequency identifica 
tion (RFID), according to an embodiment of the present gen 
eral inventive concept. Referring to FIG. 2, the system to 
manage the shared printer 210 with RFID includes an RFID 
chip 200, the shared printer 210, and a server 220. 
0048. The RFID chip 200 can be a tag including a tran 
sponder. The RFID chip 200 may include information about 
a task permission level for respective users. In an embodiment 
of the present general inventive concept, the RFID chip 200 is 
readable from and recordable thereto, and log information 
including a printing count value is stored in the RFID chip 
200 via the RFID transceiver unit 211 after a printing task is 
completed. The readable and recordable RFID chip 200 can 
be powered by an internal battery oran external power Supply. 
0049. In another embodiment of the present general inven 

tive concept, the RFID chip 200 may be readable only, so that 
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the log information including the printing count value is 
stored in a memory unit 214 when the printing task is com 
pleted. If the stored log information that is stored in the RFID 
chip 200 is different from the log information stored in the 
memory unit 214, the log information stored in the memory 
unit 214 is given priority since the stored log information 
stored in the RFID chip 200 is not updated information. 
0050. The shared printer 210 includes an RFID transceiver 
unit 211, a controller 212, a printing unit 213, the memory 
unit 214 and a display unit 216. 
0051. The RFID transceiver unit 211 may periodically 
retrieve information from the RFID chip 200 through an 
antenna coil (not illustrated). The RFID transceiver unit 211 
reads the information from the RFID chip 200 and also serves 
as an antenna for the system to manage the shared printer 210. 
0.052 The controller 212 may receive the printing task 
from the server 220. The printing task may be assigned to a 
user ID. The user ID can be stored on the RFID chip 200 and 
included in the information of the RFID chip 200. In addition, 
the user ID may include or be associated to the task permis 
sion level assigned to the user. When the RFID transceiver 
unit 211 reads the RFID chip 200 information associated with 
the printing task, the controller 212 can determine whether to 
control the printing unit 213 to print a document based on the 
user's task permission level associated with the RFID chip 
200 information retrieved by the RFID transceiver unit 211. 
That is, when the RFID transceiver unit 211 retrieves the 
RFID chip 200 information having the propertask permission 
level and the controller 212 receives the printing task corre 
sponding to the same RFID chip 200 information, the con 
troller 212 may control the shared printer 210 to print the 
document. When the controller 212 receives the printing task 
associated with a user ID that does not have the appropriate 
task permission level, the controller 212 will control the 
shared printer 210 to not print the document. The controller 
212 may also include an authenticating unit (not illustrated). 
0053. The authenticating unit can determine whether the 
user ID retrieved by the RFID transceiver unit 211 from the 
RFID chip 200 information is a pre-stored ID or a new ID. The 
authenticating unit may be included in the server 220, which 
is connected to the system over a network (not illustrated). 
0054) If the user ID retrieved by the RFID transceiver unit 
211 is the pre-stored ID, the controller 212 reduces an ID 
specific printing count value by a number of sheets printed 
when the printing task is completed and stores the reduced 
ID-specific printing count value in the memory unit 214. If the 
user ID retrieved by the RFID transceiver unit 211 is the new 
ID, the controller 212 stores information including the task 
permission level and a printing count value for the ID in the 
memory unit 214. When the RFID transceiver unit 211 
retrieves information from a plurality of RFID chips 200, the 
controller 212 gives priority to the RFID chip 200 having the 
highest task permission level. 
0055. The printing unit 213 prints data on a printing 
medium in response to a control signal from the controller 
212. That is, the shared printer 210 performs the printing task. 
As discussed above, the controller 212 may not provide the 
control signal to the printing unit 213 to print the document, 
until the user's task permission level associated with the 
RFID chip 200 information is authenticated or otherwise 
confirmed. 
0056. The memory unit 214 stores log information includ 
ing the ID-specific printing count value for each user ID after 
the printing task is completed. 
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0057 The display unit 216 may display the user ID-spe 
cific task log information stored in the memory unit 214 and 
an indication as to whether the userID is authenticated. When 
the user ID retrieved by the RFID transceiver unit 211 has a 
manager permission level, the controller 212 can control the 
display unit 216 to display the userID-specific task log infor 
mation stored in the memory unit 214. Thus, the user with the 
manager permission level can view the userID-specific task 
log information of other users. 
0058. The server 220 is connected to the system to manage 
the shared printer 210 over the network and serves as a printer 
server or a managing server for the shared printer 210. 
0059 FIG. 3 is a flowchart illustrating a method of man 
aging the shared printer 210 of FIG.2 with RFID according to 
an embodiment of the present general inventive concept. The 
method of managing the shared printer 210 with RFID will be 
described with reference to FIG. 2. 
0060 Referring to FIGS. 2 and 3, the RFID transceiver 
unit 211 retrieves RFID chip information about the RFID chip 
200 at uniform time intervals (Operation 300). When the 
RFID transceiver unit 211 discovers the RFID chip 200 
within a certain distance from the shared printer 210 or the 
RFID transceiver unit 211, the authenticating unit determines 
if the user ID of the RFID chip is a new ID (Operation 310). 
If the user ID of the RFID chip 200 is new, the authenticating 
unit registers the new ID and stores the RFID chip 200 infor 
mation including the printing count value and the task per 
mission level for the new ID in the memory unit 214 (Opera 
tion 320). 
0061. After the new ID is registered or if the user ID of the 
RFID chip 200 is pre-registered, the controller 212 controls 
the performance of the printing task based on the task per 
mission level for the user ID (Operation 330). When the 
printing task has been performed, an ID-specific printing 
count value is adjusted and the adjusted printing count value 
is stored in the memory unit 214 (Operation 340). 
0062. After all the printing tasks have been completed, the 
ID-specific task log information is stored in the memory unit 
214 (Operation 350). The ID-specific task log information is 
stored in the memory unit 214 in order to allow a manager to 
monitor the performance of an ID-specific task. The ID 
specific task log information is displayed when the ID of the 
RFID chip 200 indicating the manager permission level is 
retrieved. 
0063 FIG. 4 is a flowchart illustrating a method of giving 
use rights in the shared printer 210 when a plurality of RFID 
chips 200 are detected by the shared printer 210, according to 
an embodiment of the present general inventive concept. 
0064. Referring to FIG. 4, the RFID transceiver unit 211 
determines if a plurality of RFID chips 200 are detected 
(Operation 400). If the plurality of RFID chips 200 are 
detected, the highest task permission level is set (Operation 
410). If the RFID chip 200 having the highest task permission 
level is detected (Operation 420), a task related to the RFID 
chip 200 that matches the highest task permission level is 
performed (Operation 425). When the task is completed, it is 
determined if another RFID chip 200 having the highest task 
permission level exists (Operation 420), and if another RFID 
chip 200 exists having the highest task permission level, the 
task associated with the other RFID chip 200 having the 
highest task permission level is then performed. This deter 
mination is made until no RFID chips 200 having the highest 
task permission level remain. When it is determined that there 
are no remaining RFID chips 200 with the highest task per 
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mission level, the task permission level is lowered by a pre 
determined amount, for example, one step (Operation 430). 
Operation 420 is then repeated for the lower permission level. 
0065. If an RFID chip 200 having the lower task permis 
sion level is not detected (Operation 420), the permission 
level is again lowered by one step (Operation 430) and the 
plurality of the RFID chips 200 are re-checked to detect if any 
of the RFID chips 200 exist having the lower permission level 
(Operation 420). Once the RFID chip 200 having the task 
permission level that corresponds to the lower task permis 
sion level is detected at Operation 420, the task is performed 
(Operation 425). Once the task permission level is at a lowest 
level and every task associated with the RFID chips 200 
having the lowest task permission level is performed, a pre 
determined period of time elapses before detection of a plu 
rality of RFID chips is carried out again (Operation 440). The 
method may also include an operation to check if all the task 
permission levels have been checked against the detected 
plurality of RFID chips 200 (Operation 427) before restarting 
the method to determine if the plurality of RFID chips 200 are 
detected (Operation 400). As a result of these operations, the 
shared printer 210 prints the documents for the plurality of 
RFID chips 200 in the order of the use rights, or task permis 
sion levels, associated with each of the plurality of RFID 
chips 200. 
0066. The general inventive concept may also be embod 
ied as a computer-executed program, and implemented in a 
general-purpose digital computer that executes the program 
on a computer-readable recoding medium. Examples of the 
computer-readable recoding medium include a magnetic 
storage medium, Such as a read only memory (ROM), a floppy 
disk and a hard disk; an optical reading medium Such as a 
compact disc-read only memory (CD-ROM) and a digital 
Versatile disk (DVD), and a storage medium such as a carrier 
wave e.g., transmission through the Internet. 
0067. Although a few embodiments of the present general 
inventive concept have been shown and described, it will be 
appreciated by those skilled in the art that changes may be 
made in these embodiments without departing from the prin 
ciples and spirit of the general inventive concept, the scope of 
which is defined in the appended claims and their equivalents. 

What is claimed is: 
1. An image forming apparatus to print documents based 

on a task permission level of a user obtained through radio 
frequency identification (RFID) information, the image 
forming apparatus comprising: 

at least one RFID chip to transmit information associated 
with the user; 

an RFID transceiver to retrieve and receive the information 
transmitted from the at least one RFID chip; and 

a controller to determine whether to print a document 
based on the task permission level held by a user asso 
ciated with the at least one RFID chip received by the 
RFID transceiver unit; 

a printing unit to print the document based on a control 
signal generated in accordance with the determination 
made by the controller, and 

a memory unit to store log information and information in 
connection with the document. 

2. The system of claim 1, wherein the information com 
prises at least one of a printing count value, a userID, and a 
manager permission level. 
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3. The image forming apparatus of claim 1, wherein RFID 
transceiver periodically retrieves the information from the at 
least one RFID chip. 

4. The image forming apparatus of claim 1, wherein the 
controller determines whether to control the image forming 
apparatus to print a document based on the received informa 
tion from the at least one RFID chip. 

5. The image forming apparatus of claim 4, wherein the 
image forming apparatus is connected with a server via a 
network. 

6. The image forming apparatus of claim 5, wherein the 
server comprises an authenticating unit to determine if the 
received information transmitted from the RFID chips 
includes a user ID that corresponds to a new ID or a pre-stored 
ID. 

7. The image forming apparatus of claim 4, wherein the 
controller comprises an authenticating unit to determine 
whether the received information transmitted from the at least 
one RFID chip includes a userID that corresponds to a new ID 
or a pre-stored ID. 

8. The image forming apparatus of claim 7, wherein when 
the authenticating unit determines that the at least one RFID 
chip has the new ID, the information of the RFID chip having 
the new ID is stored in a memory unit. 

9. The image forming apparatus of claim 7, wherein when 
the authenticating unit determines that the at least one RFID 
chip has the pre-stored ID, the controller controls a memory 
unit to reduce an ID-specific printing count value for the 
pre-stored ID upon completion of the printing task. 

10. The image forming apparatus of claim 4, wherein when 
the controller retrieves a plurality of printing tasks, the con 
troller assigns priority to the printing tasks in order of task 
permission levels of a plurality of RFID chips corresponding 
to each of the plurality of printing tasks. 

11. A method of controlling an image forming apparatus to 
print documents based on a task permission level of a user 
obtained through radio frequency identification (RFID) infor 
mation, the method comprising: 

periodically retrieving and receiving information of at least 
one RFID chip with an RFID transceiver unit; 

determining whether to print a document based on a task 
permission level held by a user associated with the RFID 
chip information retrieved by the RFID transceiver unit 
with a controller; and 

printing the document in response to a control signal gen 
erated in accordance with the determination made by the 
controller. 
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12. The method according to claim 11, further comprising 
storing log information including a userID-specific printing 
count value in a memory after a printing task is completed. 

13. The method according to claim 11, further comprising 
authenticating a user ID after the periodic retrieval of the 
RFID chip information, 

wherein the authenticating of the userID comprises deter 
mining if the user ID retrieved by the RFID transceiver 
unit is a pre-stored ID or a new ID. 

14. The method according to claim 13, further comprising: 
reducing the user ID-specific printing count value by a 
number of sheets printed and storing the reduced user 
ID-specific printing count value in the memory unit after 
the printing task is completed when the user ID retrieved 
by the RFID transceiver unit is the pre-stored ID; and 

storing information including a task permission level and 
the userID-specific printing count value for the userID 
stored in the memory unit when the user ID retrieved by 
the RFID transceiver unit is the new ID. 

15. The method according to claim 11, further comprising, 
when the user ID retrieved by the RFID transceiver unit has a 
manager permission level, displaying, with a display unit, 
user ID-specific task log information stored in the memory 
unit and an indication as to whether the user ID is authenti 
cated. 

16. The method according to claim 11, further comprising 
storing log information including the user ID-specific print 
ing count value in the at least one RFID chip through the 
RFID transceiver unit where the RFID chip is readable from 
and recordable thereto. 

17. A method of controlling a shared printer with RFID, the 
method comprising: 

determining whether a plurality of RFID chips are 
detected; 

setting a task permission level to a highest permission level 
when the plurality of RFID chips are detected; 

performing a checking operation including checking 
whether any of the detected RFID chips have the task 
permission level that is the same as the set task permis 
sion level, and if there are RFID chips that have the task 
permission level that is the same as the set task permis 
sion level, printing a document related to each of the 
RFID chips having the task permission level that is the 
same as the set task permission level, otherwise re-set 
ting the task permission level to a lower level by a pre 
determined value. 


