
JP 2014-529127 A5 2015.8.13

10

【公報種別】特許法第１７条の２の規定による補正の掲載
【部門区分】第６部門第３区分
【発行日】平成27年8月13日(2015.8.13)

【公表番号】特表2014-529127(P2014-529127A)
【公表日】平成26年10月30日(2014.10.30)
【年通号数】公開・登録公報2014-060
【出願番号】特願2014-526224(P2014-526224)
【国際特許分類】
   Ｇ０６Ｆ  21/62     (2013.01)
   Ａ６３Ｆ  13/35     (2014.01)
   Ａ６３Ｆ  13/79     (2014.01)
【ＦＩ】
   Ｇ０６Ｆ   21/24     １６３Ｇ
   Ａ６３Ｆ   13/35     　　　　
   Ａ６３Ｆ   13/79     　　　　

【誤訳訂正書】
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【誤訳訂正１】
【訂正対象書類名】明細書
【訂正対象項目名】全文
【訂正方法】変更
【訂正の内容】
【発明の詳細な説明】
【発明の名称】電子アプリケーションのためのプレイ時間ディスペンサ
【相互参照】
【０００１】
　本願は、本譲受人にそのオーソリティが譲渡され、全ての目的に対して本明細書の参照
によって明示的に組み込まれ、本願と同時に出願され、Ｑｕａｌｃｏｍｍ整理番号１０２
６９１を有する「COLLABORATIVE CONTENT RATING FOR ACCESS CONTROL」と題された、同
時係属中の米国特許出願に関する。
【背景技術】
【０００２】
　下記は、一般に、電子アプリケーションのアクセス制限に関し、より詳細には、アクセ
スの時間または量に対する制限場所を有するこのようなアクセスの電子モニタリングに関
する。
【０００３】
　子供および若い成人は、ビデオゲームからインターネットへの電子ソーシャルネットワ
ークへ及ぶ、多数の電子エンターテインメントオプションを提示される。このような様々
な電子エンターテインメントオプション、およびこのようなエンターテインメントへのア
クセスの、幅広くほぼどこにでも存在する利用可能性は、これらのアクティビティで消費
される時間量についての懸念を生む。例えば、多くの保護者は、彼らの子供が、ビデオゲ
ームをプレイすることまたはインターネットへアクセスすることに費やしうる時間量を懸
念する。
【０００４】
　多くの懸念にさらに加えて、保護者、または他のケア提供者にとって、これらのアクテ
ィビティで消費される時間を測定することは、困難である。同様に、自分自身の余暇を管
理する(manage)ことは、子供たちなどの、電子エンターテインメントのユーザにとって困
難であることが多い。この時点までに、例えば保護者と子供は、彼らの時間を管理する形
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式的ではない方法しか有さない場合が多い。保護者が、ビデオゲームをプレイするための
時間制限を設けるということを彼らの子供たちに伝える場合、実際の成果を制御すること
は困難である。加えて、保護者と子供たちにとって、各アクティビティで実際にどれくら
いの時間が消費されているかということを本当にモニタすることは、困難である。
【発明の概要】
【０００５】
　説明される特徴は、一般に、電子アプリケーションへのアクセスを許可するための１つ
または複数の改善されたシステム、方法、および／または装置に関する。説明される方法
または装置の適用性のさらなる範囲は、下記の詳細な説明、特許請求の範囲、および図面
から、明らかとなるであろう。詳細な説明および具体的な例は、説明の精神および範囲内
の様々な変更および修正が、当業者に対して明らかとなるため、例示の目的でのみ与えら
れる。
【０００６】
　電子アプリケーションの制御のための例示的な方法は、ユーザへ電子アプリケーション
の使用のための仮想クレジットを分配するための使用レートまたは量を識別するデータを
受信することと、電子アプリケーションを開始するためのリクエストをユーザから受信す
ることと、受信されたデータに従って、電子アプリケーションを開始するために十分な数
量の仮想クレジットが存在するということを検証することと、ユーザから生体データを受
信することと、ユーザのアイデンティティを検証するために、ユーザについての受信され
た生体データとあらかじめ記憶された生体データとを比較することと、ユーザが十分な数
量の仮想クレジットを有し、ユーザアイデンティティが検証される場合、電子アプリケー
ションへのユーザアクセスを提供することと、仮想クレジットが閾値を下回る、またはユ
ーザアイデンティティが検証されない場合、アプリケーションへのアクセスからユーザを
ロックすることと、を含む。
【０００７】
　このような方法の実施形態は、２つ以上のレベルの電子アプリケーションアクセスオー
ソリティを識別することを含み、各レベルのアクセスオーソリティは、ユーザへ電子アプ
リケーションの使用のための仮想クレジットを分配するための使用レートまたは量を有す
る、ここで十分な数量の仮想クレジットを検証することは、識別されたオーソリティおよ
びユーザに利用可能な仮想クレジットに従って、電子アプリケーションを開始するために
十分な量の仮想クレジットが存在するということを検証することを備える。実施形態にお
いて、２つ以上のレベルの電子アプリケーションアクセスオーソリティを識別することは
、第１のレベルのアクセスオーソリティと第２のレベルのアクセスオーソリティとを識別
することを備え、第１のレベルのアクセスオーソリティは、第２のレベルのアクセスオー
ソリティによって許可されうるアクセスのレベルを定義するためのオーソリティを有する
。第１のレベルのアクセスオーソリティは、保護者のアクセスオーソリティに一致し、第
２のレベルのアクセスオーソリティは、ケアする人のアクセスオーソリティに一致しうる
。
【０００８】
　同様にまたは代替として、方法の実施形態は、下記の特徴のうちの１つまたは複数を含
みうる：電子アプリケーションを仮想クレジットの増加または減少として識別するデータ
と、電子アプリケーションと関連する増加または減少の、レートまたは量とを受信するこ
と；（i）ユーザが、電子アプリケーションへアクセスする時間量に、及び、（ii）電子
アプリケーションと関連する増加または減少の、レートまたは量に基づいて、ユーザに利
用可能な仮想クレジットの数量を調節すること；ユーザが、電子アプリケーションへアク
セスする時間量に基づいて、ユーザに利用可能な仮想クレジットの数量を調節することと
、仮想クレジットの調節の量を遠隔システムへ送信すること。
【０００９】
　同様にまたは代替として、方法の実施形態は、下記の特徴のうちの１つまたは複数を含
みうる：生体データを受信することは、ユーザと関連するモバイルデバイスから生体情報
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を受信することを備える；生体データは、ユーザの顔の画像、ユーザの音声のサンプル、
およびユーザの指紋の画像のうちの１つまたは複数を備える；固定された一定の時間間隔
に従って、生体データの受信を繰り返すこと；可変の時間間隔に従って、生体データの受
信を繰り返すこと；ユーザに近接して遠隔システムへ電子アプリケーションのアクセス検
証を送信すること、ここで遠隔システムは、ゲーム機でありうる。
【００１０】
　このような方法の実施形態はまた、仮想クレジットを分配するためのベースレートまた
は量と、あらかじめ決められた条件に基づいて適用されるべきベースレートまたは量への
調節とを受信することを含みうる。このようなベースレートまたは量への調節は、保護者
の仕様に従ってセットされうる。このようなベースレートまたは量への調節は、例えば、
（i）時刻、および（ii）曜日のうちの１つまたは複数の機能として変化しうる。
【００１１】
　電子アプリケーションへのユーザアクセスを提供するための例示的なシステムは、ユー
ザへ電子アプリケーションの使用のための仮想クレジットを分配するために使用レートま
たは量を識別するデータを受信するための手段と、電子アプリケーションを開始するため
のリクエストをユーザから受信するための手段と、受信されたデータに従って、電子アプ
リケーションを開始するために十分な数量の仮想クレジットが存在するということを検証
するための手段と、ユーザから生体データを受信するための手段と、ユーザのアイデンテ
ィティを検証するために、ユーザについての受信された生体データとあらかじめ記憶され
た生体データとを比較するための手段と、ユーザが十分な数量の仮想クレジットを有し、
ユーザアイデンティティが検証される場合、電子アプリケーションへのユーザアクセスを
提供するための手段と、仮想クレジットが閾値を下回る、またはユーザアイデンティティ
が検証されない場合、電子アプリケーションへのアクセスからユーザをロックするための
手段と、を備える。
【００１２】
　このような装置の実施形態は、以下の特徴のうちの１つまたは複数を含みうる：ユーザ
が、電子アプリケーションへアクセスする時間量に基づいてユーザに使用可能な仮想クレ
ジットの数量を調節するための手段；電子アプリケーションを仮想クレジットの増加また
は減少として識別するデータと、電子アプリケーションと関連する増加または減少の、レ
ートまたは量とを受信するための手段を備える；（i）ユーザが、電子アプリケーション
へアクセスする時間量に、及び、（ii）電子アプリケーションと関連する増加または減少
の、レートまたは量に基づいて、ユーザに利用可能な仮想クレジットの数量を調節するた
めの手段；仮想クレジットを分配するためのベースレートまたは量と、あらかじめ決めら
れた条件に基づいて適用されるべきベースレートまたは量への調節とを受信するための手
段を備える。
【００１３】
　同様にまたは代替として、システムの実施形態は、以下の特徴のうちの１つまたは複数
を含みうる：生体データを受信するための手段は、ユーザの顔の画像、ユーザの音声のサ
ンプル、およびユーザの指紋の画像のうちの１つまたは複数を受信するための手段を備え
る；固定された一定の時間間隔に従って、生体データを受信することを繰り返すための手
段。
【００１４】
　電子アプリケーションへのユーザアクセスを提供するための例示的な装置は、（Ａ）（
i）ユーザによって、電子アプリケーションへのアクセスのためにリクエストを受信し、
（ii）ユーザと関連する生体情報を受信するように構成されたネットワークインターフェ
ースモジュールと（Ｂ）（i）ユーザの生体情報と、（ii）ユーザの仮想クレジット情報
とを備えるユーザプロファイルデータベースと、（Ｃ）ネットワークインターフェースお
よびユーザプロファイルデータベースと通信可能に結合されており、アクセスリクエスト
および生体情報を受信するように構成され、且つユーザプロファイルデータベースからユ
ーザ生体情報と対応する受信された生体情報を検証するように構成された認証モジュール
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と、（Ｄ）ネットワークインターフェース、認証モジュール、およびユーザプロファイル
データベースと通信可能に結合され、（i）アクセスリクエストを受信し、（ii）十分な
数量の仮想クレジットが、電子アプリケーションを開始するためのユーザプロファイルデ
ータベースにおいてユーザのために存在するということを検証し、（iii）認証モジュー
ルから生体データの比較を受信し、（iv）検証および比較に従って、電子アプリケーショ
ンへのユーザアクセスを提供および拒否するように構成されたアクセスモジュールと、を
備える。
【００１５】
　このような装置の１つの実施形態において、ユーザプロファイルデータベースは、ユー
ザのために２つ以上のレベルの電子アプリケーションアクセスオーソリティについての情
報をさらに備え、各レベルのアクセスオーソリティは、ユーザに対する電子アプリケーシ
ョン使用のための仮想クレジットを分配するためのレートまたは量を有する、ここでアク
セスモジュールは、識別されたオーソリティおよびユーザに利用可能な仮想クレジットに
従って、電子アプリケーションを開始するために十分な量の仮想クレジットが存在すると
いうことを検証するようにさらに構成される。このような装置の別の実施形態は、２つ以
上のレベルの電子アプリケーションアクセスオーソリティは、第１のレベルのアクセスオ
ーソリティと第２のレベルのアクセスオーソリティを備え、第１のレベルのアクセスオー
ソリティは、第２のレベルのアクセスオーソリティによって許可されうるアクセスのレベ
ルを定義するためのオーソリティを有するということを提供する。アクセスモジュールは
、ユーザが電子アプリケーションへアクセスする時間量に基づいて、ユーザに利用可能な
仮想クレジットの数量を調節するようにさらに構成されうる。
【００１６】
　同様にまたは代替として、装置の実施形態は、下記の特徴のうちの１つまたは複数を含
みうる：ユーザプロファイルデータベースは、２つ以上の電子アプリケーションと関連す
る情報と、各電子アプリケーションを仮想クレジットの増加または減少として識別するデ
ータと、電子アプリケーションと関連する増加または減少の、レートまたは量とをさらに
備え、ここでアクセスモジュールは、ユーザが特定の電子アプリケーションへアクセスす
る時間量に、及び、電子アプリケーションと関連する増加または減少の、レートまたは量
に基づいて、ユーザに利用可能な仮想クレジットの数量を調節するようにさらに構成され
る。
【００１７】
　このような装置の実施形態は、以下の１つまたは複数の特徴を含みうる：生体データは
、ユーザの顔の画像、ユーザの音声のサンプル、およびユーザの指紋の画像のうちの１つ
または複数を備える；およびアクセスモジュールは、固定された一定の時間間隔に従って
、ユーザが電子アプリケーションへのアクセスを提供される場合、十分な数量の仮想クレ
ジットの認証および検証を繰り返すようにさらに構成される。
【００１８】
　電子アプリケーションへのユーザアクセスを提供するための例示的なモバイルデバイス
は、ユーザへ電子アプリケーションの使用のための仮想クレジットを分配するための使用
レートまたは量を識別するデータを受信するように構成された受信機モジュールと、電子
アプリケーションを開始するためのリクエストをユーザから受信するように構成されたア
クセスリクエストモジュールと、アクセスリクエストモジュールおよび受信機モジュール
と通信可能に結合され、（i）受信されたデータに従って、電子アプリケーションを開始
するのに十分な数量の仮想クレジットが、存在するということを検証し、（ii）ユーザの
アイデンティティを検証するために生体データの比較を受信するように構成されたアクセ
ス検証モジュールと、アクセス検証モジュールと通信可能に結合され、アクセス検証モジ
ュールからの情報に従って、電子アプリケーションへのユーザアクセスを提供および拒否
するように構成されたアクセス許可モジュールと、を備える。
【００１９】
　このような装置の実施形態は、下記の特徴のうちの１つまたは複数を含みうる：アクセ
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ス検証モジュールは、ユーザが電子アプリケーションへのアクセスを提供される間、検証
および生体データの比較の受信を繰り返すようにさらに構成されうる；アクセス検証モジ
ュールと通信可能に結合され、ユーザと関連する生体データを受信し、ユーザのアイデン
ティティを検証するために、ユーザについての受信された生体データとあらかじめ記憶さ
れた生体データとを比較するように構成された、生体データモジュールと；生体データモ
ジュールと通信可能に結合され、ユーザの顔の画像、ユーザの指紋の画像、およびユーザ
の音声のサンプルのうちの１つまたは複数を獲得するように構成された、生体情報収集モ
ジュール。
【００２０】
　電子アプリケーションへユーザアクセスを提供するための例示的なコンピュータプログ
ラム製品は、ユーザへ電子アプリケーションの使用のための仮想クレジットを分配するた
めの使用レートまたは量を識別するデータを受信するためのコードと、電子アプリケーシ
ョンを開始するためのリクエストをユーザから受信するためのコードと、受信されたデー
タに従って、電子アプリケーションを開始するために十分な数量の仮想クレジットが存在
するということを検証するためのコードと、ユーザから生体データを受信するためのコー
ドと、ユーザのアイデンティティを検証するために、ユーザについての受信された生体デ
ータとあらかじめ記憶された生体データとを比較するためのコードと、ユーザが十分な数
量の仮想クレジットを有し、ユーザアイデンティティが検証された場合、電子アプリケー
ションへのユーザアクセスを提供するためのコードと、仮想クレジットが、閾値を下回る
、またはユーザアイデンティティが検証されない場合、電子アプリケーションへのアクセ
スからユーザをロックするためのコードと、を備えるコンピュータ可読記録媒体を含む。
【００２１】
　このようなコンピュータプログラム製品は、以下の特徴のうちの１つまたは複数を含み
うる：ユーザが、電子アプリケーションへアクセスする時間量に基づいて、ユーザに利用
可能な仮想クレジットの数量を調節するためのコード；電子アプリケーションを仮想クレ
ジットの増加または減少として識別するデータと、電子アプリケーションと関連する増加
または減少の、レートまたは量とを受信するためのコード；（i）ユーザが、電子アプリ
ケーションへアクセスする時間量に、及び、（ii）電子アプリケーションと関連する増加
または減少の、レートまたは量に基づいて、ユーザに利用可能な仮想クレジットの数量を
調節するためのコード；仮想クレジットを分配するためのベースレートまたは量と、あら
かじめ決められた条件に基づいて適用されるべきベースレートまたは量への調節とを受信
するためのコード。
【００２２】
　電子アプリケーションへのユーザアクセスを管理する（administering）ための代替的
な例は、２つ以上のレベルの電子アプリケーションアクセスオーソリティを識別すること
と、各レベルのアクセスオーソリティは、ユーザへ電子アプリケーションの使用のための
仮想クレジットを分配するためのレートまたは量を有する、異なるレベルのアクセスオー
ソリティに２つ以上の異なるオーソリティを提供することと、アクセスオーソリティのう
ちの１つをユーザのための現在の電子アプリケーションアクセスオーソリティを有するも
のとして識別することと、電子アプリケーションを開始するためのリクエストをユーザか
ら受信することと、識別されたオーソリティおよびユーザに利用可能な仮想クレジットに
従って、電子アプリケーションを開始するために十分な数量の仮想クレジットが存在する
ということを検証することと、ユーザが、識別されたオーソリティのために十分な数量の
仮想クレジットを有する場合、電子アプリケーションへのユーザアクセスを提供すること
と、仮想クレジットが閾値を下回る場合、アプリケーションへのアクセスからユーザをロ
ックすることと、を備える。
【００２３】
　このような方法の実施形態は、以下の特徴のうちの１つまたは複数を含みうる：第１の
レベルのアクセスオーソリティと第２のレベルのアクセスオーソリティとを識別すること
と、第１のレベルのアクセスオーソリティは、第２のレベルのアクセスオーソリティによ
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って許可されうるアクセスのレベルを定義するためのオーソリティを有する、ここで、例
えば、第１のレベルのアクセスオーソリティは、保護者のアクセスオーソリティに一致し
、第２のレベルのアクセスオーソリティは、ケアする人のアクセスオーソリティに一致す
る；第１のレベルのアクセスオーソリティは、ユーザに利用可能な仮想クレジットの数量
に関わらず、ユーザが、電子アプリケーションへのアクセスからロックされる時間期間を
セットするためのオーソリティを有しうる。
【００２４】
　同様にまたは代替として、方法は、ユーザの現在の位置を判定することと、ユーザが前
もってセットされた位置の境界内にいる場合、電子アプリケーションへのアクセスからユ
ーザをロックすることと、を含みうる。このような前もってセットされた位置の境界は、
学校の位置と一致しうる。
【図面の簡単な説明】
【００２５】
　本発明の性質および利点のさらなる理解が、下記の図面を参照することによって理解さ
れうる。添付された図面において、類似するコンポーネントまたは特徴は、同じ参照ラベ
ルを有しうる。さらに、同じタイプの様々なコンポーネントは、同様のコンポーネントか
ら区別するダッシュによる参照ラベルおよび第２のラベルをたどることで区別されうる。
本明細書において第１の参照ラベルのみが使用される場合、説明は、第２の参照ラベルに
関わりなく同様の第１の参照ラベルを有する類似したコンポーネントのうちのいずれかの
１つに適用される。
【図１】図１は、例示的な通信システムのブロック図を示す。
【図２】図２は、例示的なセントラルサーバコンピュータシステムの例のブロック図を示
す。
【図３】図３は、認証モジュールの例のブロック図を示す。
【図４】図４は、アクセスモジュールの例のブロック図を示す。
【図５】図５は、例示的なワイヤレスデバイスのブロック図を示す。
【図６】図６は、電子アプリケーションの制御のための方法のフローチャートを示す。
【図７】図７は、電子アプリケーションの制御で使用するためにアクセスオーソリティの
レベルをセットするための方法のフローチャートである。
【図８】図８は、電子アプリケーションの制御で使用するために位置制限をセットするた
めの方法のフローチャートである。
【図９】図９は、ゲーム機への電子アプリケーションへアクセスするために許可を伝達す
るための方法のフローチャートである。
【図１０】図１０は、アクセスオーソリティの複数のレベルを有する電子アプリケーショ
ンの制御のための方法のフローチャートである。
【詳細な説明】
【００２６】
　ユーザによる電子アプリケーションへのアクセスを制御するための、システム、方法、
デバイス、およびコンピュータプログラム製品が、説明される。リクエストは、電子アプ
リケーションへのアクセスを（例えば、ユーザから）受信しうる。特定のユーザについて
のポイント、クレジット、または時間の利用可能性は、判定されることができ、判定に基
づいて許可または拒否された電子アプリケーションへアクセスしうる。ユーザアイデンテ
ィティは、定期的またはランダムな間隔で繰り返されるこのような検証を有する生体デー
タを通して検証されうる。アクセスは、特定の時間期間の間、ユーザアクティビティの全
てまたは一部に対する責任を有する特定のオーソリティの許可レベルに基づいて制限され
うる。アクセスはまた、アクセスリクエストの時間においてユーザの位置に基づいて制限
されうる。
【００２７】
　よって、以下の説明は、例を提供し、特許請求の範囲で記述される範囲、適用性、また
は構成に制限されない。変更は、本開示の精神および範囲から逸脱することなく説明され
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るエレメントの機能および配置においてなされうる。様々な実施形態は、必要に応じて様
々な手順またはコンポーネントを省略し、代用し、追加しうる。例えば、説明される方法
は、説明されたものとは異なる順序で実行されることができ、様々なステップは、追加さ
れ、削除され、または組み合わせられうる。また、特定の実施形態に関して説明された特
徴は、他の実施形態において組み合せられうる。
【００２８】
　始めに図１を参照すると、ブロック図は、ユーザアクセス端末１０５を含む１つの実施
形態に従ってシステム１００を図示する。ユーザアクセス端末１０５は、スマートフォン
、セルラーフォン、ＶｏＩＰフォン、パーソナルデジタルアシスタント、タブレットコン
ピュータ、ラップトップコンピュータ、ポータブルデジタル音楽プレイヤ、または音声も
しくはデータを伝達する他のモバイルデバイス、または上記の任意の組み合わせといった
、多くのデバイスのうちの１つでありうる。ユーザアクセス端末１０５はまた、例えば、
ローカルエリアネットワークへの有線または無線接続を含む、ネットワーク接続されたコ
ンピュータシステムまたはゲーム機を含みうる。ユーザアクセス端末は、電子アプリケー
ションへのユーザアクセスを制御するための機能を実行するように動作することができる
、任意の適切なデバイスを含むことができ、図１で図示された特定のコンポーネントは、
本明細書で説明される一般概念の説明および議論を目的としている。様々な実施形態にお
いて、ユーザアクセス端末１０５は、デバイスのユーザから生体情報を取得することがで
きる。このような生体情報は、例えば、ユーザの顔の画像を取得する撮像モジュール、ユ
ーザの指紋の画像を取得する撮像モジュール、および／またはユーザの音声のサンプルを
取得するマイクロフォンモジュールから取得されうる。
【００２９】
　図１の実施形態において、ユーザアクセス端末１０５は、ワイヤレスネットワークを通
してワイヤレスアクセスシステム１１０へ接続する。このようなワイヤレスネットワーク
は、多数の異なるワイヤレスプロトコルのいずれかにデータを送信する事ができる任意の
適切なワイヤレスネットワークを含みうる。このようなネットワークは、よく知られてお
り、本明細書でさらに詳しく説明される必要はない。ワイヤレスアクセスシステム１１０
は、例えば、コンポーネントを付属された他のネットワークを有する、インターネットな
どといった、ネットワーク１１５へ相互接続される。セントラルサーバコンピュータシス
テム１２０は、様々な実施形態において、ネットワーク１１５に接続され、電子アプリケ
ーションへのユーザアクセスの制御と関連する機能を実行する。セントラルサーバコンピ
ュータシステム１２０は、例えば、１つまたは複数のサーバコンピュータ、パーソナルコ
ンピュータ、ワークステーション、ウェブサーバ、または他の適切なコンピューティング
デバイスを構成することができ、所与のサーバのための個別のコンピューティングデバイ
スは、特定の場所または互いに離れて存在しうる。様々な実施形態において、セントラル
サーバコンピュータシステム１２０は、電子アプリケーションを開始するために（ユーザ
アクセス端末１０５で開始される）ユーザリクエストとともにユーザの生体データを受信
し、十分な数量の仮想クレジットが電子アプリケーションを開始するために存在するとい
うことを検証し、ユーザのアイデンティティを検証するためにユーザに対して受信された
生体データとあらかじめ記憶された生体データとを比較し、検証および比較に基づいて電
子アプリケーションへのアクセスを提供またはロックする。いくつかの実施形態において
、アプリケーション使用の間、仮想クレジットの検証および生体データの比較は、繰り返
される。セントラルサーバコンピュータシステム１２０はまた、ユーザに対する電子アプ
リケーションの使用のための仮想クレジットを分配するための使用レートまたは量を、例
えば、ユーザの保護者または他のオーソリティによってセットされるものとして識別する
データを受信しうる。使用レートまたは量は、（例えば、１時間ごとに１つのクレジット
といった）時間期間に基づいた仮想クレジット調節のレートでありうるか、または仮想ク
レジットの量は、（例えば、２つのクレジットといった）アプリケーションを開始するこ
とを必要とする。下記でより詳細に説明されるように、使用レートは、ベースレート、お
よび様々な尺度に従って生成されるベースレートへの調節を含みうる。
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【００３０】
　ユーザシステム１２５はまた、ネットワーク１１５に接続される。このようなユーザシ
ステム１２５は、（例えば、ゲーム機のような）電子アプリケーションへのユーザアクセ
スの別のポイントであることができ、または、例えば、ユーザに対する電子アプリケーシ
ョン使用のための仮想クレジットを分配するためにレートまたは量を識別するデータを提
供することによって、電子アプリケーションへのユーザアクセスのパラメータを定義する
ためにオーソリティによって使用されうる。もちろん、このようなオーソリティはまた、
例えばワイヤレスデバイスといった他のデバイスを使用するパラメータをアクセスおよび
セットしうる。いくつかの実施形態において、セントラルサーバコンピュータシステム１
２０は、ユーザアクセス端末１０５から電子アプリケーションのアクセスリクエストを受
信するように構成される。セントラルサーバコンピュータシステム１２０において、この
ような電子アプリケーションへのアクセスを許可または拒否することを判定する、多数の
方法が存在し、そのうちのいくつかは、下記でさらに詳細に説明されるであろう。
【００３１】
　図２に関して、セントラルサーバコンピュータシステム１２０－ａの例が、説明される
。ネットワークインターフェースモジュール２０５は、セントラルサーバコンピュータシ
ステム１２０－ａのコンポーネントとネットワーク１１５との間の相互接続を提供する。
認証モジュール２１０、アクセスモジュール２１５、およびユーザプロファイルデータベ
ース２２０は、この実施形態のセントラルサーバコンピュータシステム１２０－ａに相互
接続される。電子アプリケーションへアクセスするためのリクエストが、セントラルサー
バシステム１２０で受信される場合、リクエストは、ユーザがリクエストしているアクセ
スのアイデンティティを検証するための機能を実行する、認証モジュール２１０へ渡され
る。アクセスモジュール２１５は、十分な数量の仮想クレジットが、電子アプリケーショ
ンを開始するために存在するということを検証するための機能を実行する。いくつかの実
施形態において、アクセスモジュール２１５は、２つ以上のレベルの電子アプリケーショ
ンアクセスオーソリティを識別し、各レベルのアクセスオーソリティは、ユーザへ電子ア
プリケーションの使用のための仮想クレジットを分配するためのレートまたは量を有する
、十分な量の仮想クレジットが、識別されたオーソリティおよびユーザに利用可能な仮想
クレジットに従って、電子アプリケーションを開始するために存在するということを検証
する。ユーザプロファイルデータベース２２０は、認証モジュール２１０およびアクセス
モジュール２１５によって検索され、修正され、および／または記憶されることができる
情報ストレージを含み、それは、ユーザに対する電子アプリケーション使用のための仮想
クレジットを分配するためのレートまたは量を識別するデータ、ユーザのアイデンティテ
ィの検証において使用するユーザのための記憶された生体データ、および２つ以上のレベ
ルの電子アプリケーションアクセスオーソリティを識別するデータを含み、各レベルのア
クセスオーソリティは、ユーザに対して電子アプリケーション使用のための仮想クレジッ
トを分配するためのレートまたは量を有する。アクセスオーソリティのデータ識別レベル
は、第１のレベルのアクセスオーソリティおよび第２のレベルのアクセスオーソリティを
識別するデータを備えることができ、第１のレベルのアクセスオーソリティは、第２のレ
ベルのアクセスオーソリティによって許可されうるアクセスのレベルを定義するためのオ
ーソリティを有する。例えば、第１のレベルのアクセスオーソリティは、保護者のアクセ
スオーソリティに一致することができ、第２のレベルのアクセスオーソリティは、ケアす
る人のアクセスオーソリティに一致しうる。ユーザプロファイルデータベース２２０はま
た、電子アプリケーションを仮想クレジットの増加または減少として識別するデータと、
電子アプリケーションと関連する増加または減少の、レートまたは量とを識別するデータ
を含みうる。
【００３２】
　図３は、実施形態による認証モジュール２１０－ａの例である。図３において、認証モ
ジュール２１０－ａは、ユーザプロファイルデータベース２２０および比較器モジュール
３１０と内部接続された生体情報モジュールを含む。本実施形態において、ユーザアクセ
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ス端末は、電子アプリケーションへのアクセスがリクエストされる場合、ユーザから生体
情報を収集する。生体情報は、例えば、ユーザの顔の画像、ユーザの指紋の画像、および
ユーザの音声のサンプルのうちの１つまたは複数を含みうる。ユーザアクセス端末は、ネ
ットワークインターフェースモジュールおよびネットワーク（図２）を通して認証モジュ
ール２１０－ａへこの生体情報を提供する。生体情報は、生体情報モジュール３０５で受
信される。生体情報モジュール３０５は、ユーザプロファイルデータベース２２０からユ
ーザと関連した、該当する記憶された生体情報を取得する。受信された生体情報および記
憶された生体情報は、比較器モジュール３１０へ提供され、そしてそこで、比較が、受信
された生体情報と記憶された生体情報との間でなされる。比較器モジュール３１０は、い
くつか例をあげると、顔認識アルゴリズム、指紋比較アルゴリズム、および音声認識アル
ゴリズムなどの生体情報の比較のための多くの利用可能なアルゴリズムのうちの１つまた
は複数を使用しうる。いくつかの実施形態において、比較器モジュール３１０は、別々の
生体比較器サーバへネットワーク接続されうる。比較器モジュール３１０の出力は、アク
セスモジュール２１５へ提供される。
【００３３】
　図４に関して、例示的なアクセスモジュール２１５－ａが説明される。アクセスモジュ
ール２１５－ａは、認証モジュール２１０から生体比較情報を受信する。生体比較情報は
、生体情報の比較からの肯定または否定の結果を含みうる。図４の例において生体比較情
報は、検証モジュール４０５で受信されうる。検証モジュール４０５はまた、いくつかの
実施形態において、電子アプリケーションへアクセスするためのユーザの現在の承認と関
連する情報を含む、ユーザプロファイルデータベース２２０へ内部接続される。例えば、
この情報は、電子アプリケーションへユーザがアクセスするのに費やしうる時間量を表す
仮想クレジットまたはポイントの量を含むことができる。許可情報はまた、ユーザがアク
セスすることを望む特定の電子アプリケーションと関連する情報を含みうる。いくつかの
電子アプリケーションは、他のアプリケーションよりもクレジット使用のより高いレート
を有することができ、ユーザがいくつかの電子アプリケーションを通してクレジットを明
らかにしうるということを予期される。検証モジュール４０５は、仮想クレジットを分配
するためのベースレートまたは量と、あらかじめ決められた条件に基づいて適用されるべ
きベースレートまたは量への調節とを備えるデータを受信しうる。例えば、許可情報はま
た、電子アプリケーションへのアクセスに関する日数および時間の制限、ユーザが電子ア
プリケーションへアクセスしうる場所に関する制限、および特定のユーザに対して存在し
うる複数のオーソリティーレベルを含みうる。アクセス承認モジュール４１０は、ユーザ
の生体情報が検証されると、ユーザが、リクエストされた電子アプリケーションへアクセ
スするために十分なクレジットを有するか、およびアクセス上の任意の他の制限の存在を
有するかということを判定するための検証モジュール４０５と相互作用する。これらの全
てのアイテムが検証される場合、アクセス承認モジュール４１０は、ネットワークインタ
ーフェースモジュールを通してユーザへ許可コマンドを送信し、したがって、ユーザが十
分な数量の仮想クレジットを有し、ユーザアイデンティティが検証される場合、電子アプ
リケーションへのアクセスをユーザへ提供する。これらのアイテムのうちの１つまたは複
数が検証されないと、アクセス承認モジュール４１０は、ネットワークインターフェース
モジュールを通してユーザへアクセス拒否を送信し、その結果、仮想クレジットが閾値を
下回る、またはユーザアイデンティティが許可されない場合、電子アプリケーションへの
アクセスからユーザをロックする。検証モジュール４０５はまた、ユーザが電子アプリケ
ーションへのアクセスを提供される場合、繰り返される認証および十分な数量の仮想クレ
ジットの検証を開始しうる。このような繰り返される認証および検証は、セットされた定
期的な時間間隔で、またはランダムな間隔で実行されうる。いくつかの実施形態において
、認証モジュールは、繰り返される認証および検証を開始するために時間と関連するユー
ザアクセス端末へ情報を提供する。
【００３４】
　図５に関して、ユーザアクセス端末として実行しうるワイヤレスデバイス５００の例が
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説明される。ワイヤレスデバイス５００は、このようなデバイスにおいて標準であるよう
に、ワイヤレストランシーバモジュール５０５を含み、デバイス５００のためのワイヤレ
スネットワークアクセスを実行するハードウェアおよびソフトウェアと関連する。このよ
うなコンポーネントは、ワイヤレスデバイスで一般的であり、当業者によく知られている
。トランシーバモジュール５０５は、１つまたは複数のアンテナ５１０を通してＲＦ信号
を送信および受信する。ユーザインターフェースモジュール５１５は、特定のデバイスに
存在しうるようなオーディオ、ビジュアル、およびキーボードコンポーネントを含むデバ
イスを有するユーザの相互作用のためのハードウェアおよびソフトウェアを含む。いくつ
かの実施形態において、ユーザインターフェースはまた、顔の画像またはユーザの指紋の
画像といった、ユーザの画像を取得するために機能する画像キャプチャデバイスを含む。
図５のワイヤレスデバイス５００はまた、電子アプリケーションアクセスモジュール５２
０を含む。電子アプリケーションアクセスモジュール５２０は、ユーザとユーザがアクセ
スするために望みうる１つまたは複数の電子アプリケーションとの間のゲートキーパ（ga
tekeeper）として作動する。電子アプリケーションアクセスモジュールは、受信機モジュ
ール５２５、アクセスリクエストモジュール５３０、アクセス検証モジュール５３５、お
よびアクセス許可モジュールを含む。電子アプリケーションアクセスモジュール５２０は
、生体データモジュール５４５を任意的に含みうる。
【００３５】
　電子アプリケーションアクセスモジュール５２０、トランシーバモジュール５０５、お
よびユーザインターフェースモジュール５１５は、個々でまたは集団で、ハードウェアに
おいて適用できる機能のいくつかまたは全てを実行するように適合された、１つまたは複
数の特定用途向け集積回路（ＡＳＩＣ）で実行されうる。代替として、機能は、１つまた
は複数の他の実行ユニット（またはコア）によって、１つまたは複数の集積回路で実行さ
れうる。他の実施形態において、他のタイプの集積回路は、使用されることができ（例え
ば、構造化／プラットフォーム（Structured/Platform）ＡＳＩＣ、フィールドプログラ
マブルゲートアレイ（ＦＰＧＡ）および他のセミ－カスタムＩＣ）、そしてそれは、技術
的に知られているいずれの方法においてもプログラム化されうる。各ユニットの機能はま
た、１つまたは複数の一般またはアプリケーション－特定プロセッサ（またはプロセッサ
の組み合わせ）によって（例えば、編集後）直接的または間接的に実行されるようにフォ
ーマット化された、メモリにおいて具現化されるソフトウェアコード命令で、全体または
部分的に実行されうる。各ユニットは、メモリを含むことができ、アクセスされたメモリ
は、他の場所に位置し、ワイヤレスネットワークを通してアクセスされうる。
【００３６】
　この例の受信機モジュール５２５は、ユーザからアクセスリクエストを受信する。受信
機モジュール５２５は、ユーザが電子アプリケーションを開始することを望む場合、アク
セスされるワイヤレスデバイスをつなぐソフトウェアを含みうる。受信機モジュール５２
５は、電子アプリケーションへのアクセスのための承認を検証するアクセス検証モジュー
ル５３５と相互接続する。いくつかのケースにおいて、アクセス検証モジュール５３５は
、例えば、時間、日にち、および毎日の使用時間の限度に基づいて、電子アプリケーショ
ンへのアクセスを許可または拒否するためのプログラムでありうる。アクセス検証モジュ
ール５３５はまた、上述されたように、セントラルサーバコンピュータシステムといった
、遠隔システムから承認を得るようにプログラムされうる。このようなケースにおいて、
図５の電子アプリケーションアクセスモジュール５２０は、アクセスリクエストモジュー
ル５３０を通してアクセスリクエストを開始する。アクセスリクエストモジュール５３０
は、例えば、ユーザ情報、選択された電子アプリケーション情報、（例えば、ワイヤレス
デバイスに含まれる測位システムからの）位置情報、およびユーザからの生体情報といっ
た選択された電子アプリケーションへのアクセスをリクエストすることを必要とする情報
を収集しうる。必要な情報は、トランシーバモジュール５０５を通して、収集され遠隔シ
ステムへ送られ、許可または拒否は、遠隔システムから返送される。この情報は、アクセ
ス検証モジュール５３５へ提供される。アクセス許可モジュール５４０は、例えば、始め
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るために選択された電子アプリケーションを許可すること、および再検証が要求された後
の期間と関連するまたは許可されたアクセスの継続期間と関連するタイマを開始すること
といった、アクセス許可機能を実行するように構成される。上に記載されたように、任意
的な生体データモジュール５４５は、アクセス許可プロセスで使用される生体情報を収集
しうる。
【００３７】
　図６は、様々な実施形態に従って電子アプリケーションへアクセスするための方法６０
０を図示するフローチャートである。方法６００は、例えば、図１－４に関連して説明さ
れるセントラルサーバコンピュータシステム１２０によって、全体的にまたは部分的に、
実行されうる。１つまたは複数のステップは、それぞれ図１および５に関連して説明され
たユーザアクセス端末１０５またはワイヤレスデバイス５００によって実行されうる。始
めに、ブロック６０５において、データは、ユーザへ電子アプリケーションの使用のため
に仮想クレジットを分配するためのレートまたは量の識別を受信される。データは、例え
ば、特定の電子アプリケーションおよびアプリケーションに適用できる仮想クレジットの
レートを識別しうる。例えば、特定の電子アプリケーションは、アプリケーション使用の
１５分ごとに１つの仮想クレジットを要求するレートを割り当てられうる。代替として、
特定の電子アプリケーションは、１つの仮想クレジットがアプリケーション使用の１５分
ごとに増加されるレートを割り当てられうる。使用または増加のレートは、教育的アプリ
ケーション対ソーシャルネットワーキングまたはビデオゲームアプリケーションといった
特定のアプリケーションの特性に基づきうる。ブロック６１０において、リクエストは、
電子アプリケーションを開始するためにユーザから受信されうる。ブロック６１５におい
て、ユーザから生体データが、受信されうる。上述されたように、生体データは、いくつ
か例をあげると、顔の画像データ、指紋データ、および／または音声データといった、ユ
ーザを独自に識別する任意の身体のおよび／または行動のデータを含みうる。これらの特
徴のうちの１つまたは複数は、ブロック６１５において受信されうる。判定は、十分なク
レジットが、電子アプリケーションを開始するためにユーザへ使用可能であるかどうか、
ブロック６２０でなされる。ユーザが十分なクレジットを有さないと、アクセスは、ブロ
ック６２５によって拒否される。十分なクレジットがユーザに使用可能であると、ブロッ
ク６３０は、受信された生体データが、ユーザについてのあらかじめ記憶されたデータと
一致するかどうか、判定される。生体データが一致しないと、電子アプリケーションへの
アクセスはブロック６２５において拒否されうる。生体データが、あらかじめ記憶された
データと一致すると判定される場合、ブロック６３５で述べられるように、ユーザのアイ
デンティティは、検証される可能性が高く、電子アプリケーションへのアクセスは許可さ
れる。ユーザのアイデンティティ検証は、十分なクレジットを有するユーザが、友人また
は他のユーザがクレジットを使用することを許可するのを避けるために有効でありうる。
ユーザアイデンティティの検証はまた、実際に、特定のユーザが電子アプリケーションを
使用することに時間を費やしている時間量を追跡するために有効でありうる。
【００３８】
　図６の例での任意的ブロック６４０－６５０において、電子アプリケーションの使用の
間、ユーザアイデンティティおよび十分なクレジットの利用可能性は、再検証される。ブ
ロック６４０において、経過時間期間が満了した後に、ユーザは、電子アプリケーション
へのアクセスを継続するかどうかを判定される。ブロック６４０の時間期間は、５分毎と
いった、定期的時間期間であることができ、または２分と５分の間のある時間といった、
ランダムに変化する時間期間でありうる。ユーザが電子アプリケーションにもはやアクセ
スしなくなると、利用可能なクレジットは、ブロック６４５でアップデートされる。ユー
ザが時間期間の後にアプリケーションの使用を継続していると、ユーザに利用可能なクレ
ジットは、ブロック６５０においてアップデートされ、方法は、十分利用可能なクレジッ
トの再検証および生体情報の再許可を実行するためにブロック６１５へ進む。このような
再検証および再認証は、ユーザが有し、且つ利用可能である仮想クレジットを超える電子
アプリケーションの使いすぎを回避することができ、ユーザは、未許可のユーザが電子ア
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プリケーションへアクセスするのを許可することを回避する助けとなりうる。
【００３９】
　図７に関して、実施形態の複数のアクセスオーソリティを含む方法７００が説明される
。この実施形態において、ブロック７０５で述べられるように、異なるレベルのアクセス
オーソリティが識別される。異なるレベルのアクセスオーソリティは、電子アプリケーシ
ョンを使用するための承認を、許可または拒否するための最も高いレベルのオーソリティ
、および１つまたは複数のより低いレベルのアクセスオーソリティを有する、保護者のア
クセスオーソリティを含みうる。ブロック７１０において、電子アプリケーションアクセ
スのために要求される仮想クレジットの数量は、アクセスオーソリティの各レベルにセッ
トされる。例えば、保護者は、１日または１週間のある一部分のために、ナニーなどのケ
アする人のサービスを採用しうる。１人または複数の子供は、電子アプリケーションへの
アクセスを望むユーザでありうる。保護者は、ケアする人が子供に対して責任がある間、
子供が電子アプリケーションの制限されたサブセットへアクセスすることを許可し、およ
び／または制限された時間期間へのアクセスを許可することを望みうる。このような場合
、許可されたクレジットの最小値は、述べられた時間期間の間に使用するためにセットさ
れうる。同様に、保護者は、子供が学校にいる、または学業をしているとわかっている間
の時間期間の間、電子アプリケーションアクセスを制限しうる。このような場合、保護者
は、子供に利用可能なクレジットの数に関わらず、電子アプリケーションへのアクセスに
関する厳しい制約をセットしうる。アクセスレベルおよび承認はまた、いくつかの実施形
態によって、委任されうる。例えば、保護者は、その後電子アプリケーションのアクセス
と関連する承認をセットしうる学校の教師に、アクセスレベルおよび承認を委任しうる。
【００４０】
　ブロック７１５において、電子アプリケーションへのアクセスを許可するアクセスオー
ソリティを識別する情報が受信される。この情報は、例えば、学校関係者へ与えられるア
クセスオーソリティで授業時間を識別する、特定のユーザのために既定のスケジュールの
フォームで受信されうる。ブロック７２０において、電子アプリケーションへのアクセス
を許可しているアクセスオーソリティに基づいて、十分な数量の仮想クレジットが利用可
能であるかどうか判定される。１つの実施形態において、アクセスオーソリティは、特定
の電子アプリケーションへのアクセスのために消費され蓄積される仮想クレジットにおけ
るレートを提供される。このような場合、レートは、ユーザがアプリケーションへアクセ
スすることを許可する、非常に高い数でセットされうるが、比較的早いレートで仮想クレ
ジットを消費する。ある時間期間の間、完全にアクセスからユーザを制限することを望む
場合、最小の時間期間でさえ、ユーザが、電子アプリケーションへアクセスするための十
分なクレジットを有するとはみなされないように、レートは、十分に高くセットされうる
。同様に、例えば、スペリングまたは語彙力を後押しするための教育用のアプリケーショ
ンといった、特定の電子アプリケーションを行うようにユーザを後押しすることが望まれ
る場合、増加レートは調節される。一例として、保護者は、登校日は毎日、放課後しばら
くの間、ケアする人に子供を見せることができ、その間、保護者は、子供が教育的アクテ
ィビティに従事することを好む。ケアを提供する人には、そのような教育的アプリケーシ
ョンへの動機を反映するようアクセスオーソリティが与えられることができ、自ら決定を
行う自由を子供に与え、またケアする人のオーソリティが必要に応じて承認を制限するこ
とが可能である。
【００４１】
　図８と関連して、方法８００は、いくつかの実施形態に従って、位置に基づいて、電子
アプリケーションのアクセスを制限するために説明される。始めに、ブロック８０５にお
いて、位置は、電子アプリケーションへの制限されたアクセスを有するということを識別
される。このような位置は、例えば、ユーザが特定の電子アプリケーションへアクセスす
ることを制限されうる、学校または図書館を含みうる。ブロック８１０において、電子ア
プリケーションは、制限が、識別された位置で識別されるということを前提とする。例え
ば、ユーザは、図書館にいる場合、教育的アプリケーションのみに限定されうる。制限は
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また、ブロック８１５において述べられたように、受信された電子アプリケーションへの
アクセスを許可するアクセスオーソリティを識別する情報を有する、特定の時間において
適用されるアクセスオーソリティのレベルに基づきうる。例えば、子供は友人の家を訪問
するが、そこでは例えば、特定の位置でアクセスオーソリティを有することが指定されう
る、友人の保護者によって許可されない場合、特定の電子アプリケーションへのアクセス
を制限することが望まれる。ブロック８２０において、電子アプリケーションへのアクセ
スは、利用可能な仮想クレジット、生体検証、および位置情報に基づいて許可される。上
述されたように、位置情報は、例えば、ユーザのアクセス端末に組み込まれる測位システ
ムから取得されうる。
【００４２】
　いくつかの実施形態において、電子アプリケーションへのアクセスに対する承認は、ユ
ーザアクセス端末から離れているデバイスへ送信される。図９は、ゲーム機へのこのよう
な遠隔許可のための例示的な方法９００を図示する。ブロック９０５において、十分な数
量の仮想クレジットが検証される。ブロック９１０において、生体情報が検証される。ク
レジットおよび生体情報の検証は、例えば、上述されるように達成されうる。ブロック９
１５において、電子アプリケーションが利用可能であるアクセスへの承認が検証される。
このような承認は、同様に上述されるように、アクセスオーソリティのレベルおよび／ま
たは位置情報に従いうる。ブロック９２０において、検証は、ゲーム機へ送信され、その
結果、ユーザがゲーム機上でゲームへアクセスすることを許可する。例えば、ユーザは、
特定のビデオゲームのためのゲーム機を使用することを希望しうる。ユーザが、アプリケ
ーションへアクセスするための承認およびクレジットを有すると仮定すると、ユーザ端末
は、必要な情報を検証し、ゲーム機へ承認を送信する。１つの実施形態において、ユーザ
アクセス端末およびゲーム機は、両方ともワイヤレスローカルエリアネットワークへ接続
され、承認は、ワイヤレスＬＡＮを通じてユーザ端末からゲーム機へ送信される。他の実
施形態において、ユーザアクセス端末およびゲーム機の両方は、インターネット接続を通
して送信された許可とともにインターネット接続される。他の実施形態は、承認が受信さ
れるまで必要とされる接続を妨げる、コントローラまたは電力入力の間といった、ゲーム
機へ接続される別のモジュールを含みうる。
【００４３】
　図１０に関して、電子アプリケーションへのユーザアクセスを提供するための別の例示
的方法１０００が説明される。この実施形態において、ブロック１００５で述べられたよ
うに、２つ（または複数）のレベルの電子アプリケーションアクセスオーソリティが識別
される。ブロック１０１０において、方法は、アクセスオーソリティを有する個人を識別
し、識別された個人へ異なるレベルのアクセスオーソリティを割り当てる。例えば、放課
後の子供へのケア提供者は、第１のレベルのアクセスオーソリティを許可されることがで
き、学校関係者は、第２のレベルのアクセスオーソリティを許可されうる。ブロック１０
１５において、電子アプリケーションのアクセスオーソリティを有する現在の個人が識別
される。このような識別は、前もってセットされたスケジュールの方法を用いることがで
き、ユーザの位置情報に基づくことができ、および／または特定の個人の手動の識別に基
づきうる。ブロック１０２０において、十分なクレジットおよびオーソリティが電子アプ
リケーションへのアクセスを開始するために利用可能であるかどうか判定される。使用可
能なクレジット、および／またはアクセスオーソリティがアクセスを開始するために十分
ではない場合、ブロック１２５０で示されるように、電子アプリケーションへのアクセス
は、拒否される。利用可能なクレジットおよびアクセスオーソリティが、アクセスを開始
するために十分である場合、ブロック１０３０で示されたように、電子アプリケーション
へのアクセスは許可される。いくつかの実施形態において、図１０の方法は、ブロック１
０３５－１０４５に従って、定期的に再検証を実行しうる。このような再検証は、ブロッ
ク１０３５において、ユーザが、経過時間が満了した後にアクセスを継続しているかどう
か、判定することを含みうる。ユーザが電子アプリケーションにもはやアクセスすること
がない場合、ブロック１０４０において示されるように、ユーザに使用可能であるクレジ
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ットは、アップデートされる。ユーザが電子アプリケーションへのアクセスを継続してい
る場合、使用可能なクレジットは、ブロック１０４５でアップデートされ、ブロック１０
１５のオペレーションは開始される。
【００４４】
　添付図面に関連して上述された詳細な説明は、例示的な実施形態を説明するものであり
、実行されうる、または請求項の範囲内に含まれる実施形態のみを表すものではない。本
説明にわたって使用される用語「例示的（exemplary）」は、「好ましい」または「他の
実施形態よりも有利である」ということではなく、「例、インスタンス、あるいは例示と
して役立つこと」を意味する。詳細な説明は、説明された技法の理解を提供する目的で、
具体的な詳細を含む。しかしながら、これらの技法は、これらの具体的な詳細なしに実行
されうる。いくつかの例では、既知の構造およびデバイスは、説明された実施形態のコン
セプトをあいまいにすることを避けるようにブロック図形式で示される。
【００４５】
　情報と信号は、様々な異なる技術および技法のいずれかを使用して表されうる。例えば
、上記の説明を通して参照されうるデータ、命令群、コマンド、情報、信号、ビット、シ
ンボル、およびチップは、電圧、電流、電磁波、磁界あるいは磁気粒子、光学界または光
学粒子、あるいはそれら任意の組み合わせによって表わされうる。
【００４６】
　本明細書における開示に関連付けて説明された多様な例示的なブロック、およびモジュ
ールは、汎用プロセッサ、デジタル信号プロセッサ（ＤＳＰ）、特定用途向け集積回路（
ＡＳＩＣ）、フィールドプログラマブルゲートアレイ（ＦＰＧＡ）、またはその他のプロ
グラマブルロジックデバイス、離散ゲートもしくはトランジスタロジック、離散ハードウ
ェアコンポーネント、あるいは本明細書において説明された機能を実行するために設計さ
れた、それら任意の組合せで実現または実行されうる。汎用プロセッサは、マイクロプロ
セッサでありうるが、代替として、プロセッサは、任意の従来のプロセッサ、コントロー
ラ、マイクロコントローラ、またはステートマシンでありうる。プロセッサはまた、コン
ピューティングデバイスの組み合わせ、例えば、ＤＳＰとマイクロプロセッサとの組み合
わせ、複数のマイクロプロセッサ、ＤＳＰコアと併用しての１つまたは複数のマイクロプ
ロセッサ、または任意の他のそのような構成のもの、として実現されうる。
【００４７】
　本明細書で説明される機能は、ハードウェア、プロセッサによって実行されるソフトウ
ェア、ファームウェア、またはそれらの任意の組み合わせにおいて実行されうる。プロセ
ッサによって実行されるソフトウェアで実現される場合、機能は、コンピュータ可読媒体
上で１つまたは複数の命令またはコードとして記憶または送信されうる。他の例および実
行は、添付された特許請求の範囲および本開示の精神および範囲内にある。例えば、ソフ
トウェアの本質により、上述される機能は、プロセッサによって実行されるソフトウェア
、ハードウェア、ファームウェア、ハードワイヤリング、またはこれらの任意の組み合わ
せを使用して実現されることができる。機能を実現する特徴はまた、様々な位置において
物理的に配置されうる、そしてそれは、機能の一部分が異なる物理的な位置において実装
されるように分配されることを含む。また、特許請求の範囲を含む、本明細書の中で使用
されるように、「のうちの少なくとも１つ」で始まる項目のリストで使用される「または
 (or)」は、例えば「Ａ，ＢまたはＣのうちの少なくとも１つ」のリストは、ＡまたはＢ
またはＣまたはＡＢまたはＡＣまたはＢＣまたはＡＢＣ（すなわち、ＡおよびＢおよびＣ
）を意味するように選言的なリスト(disjunctive list)を示す。
【００４８】
　コンピュータ可読媒体は、１つの場所から別の場所へとコンピュータプログラムの移送
を容易にするいずれの媒体をも含む、コンピュータ記憶媒体と通信媒体の両方を含む。記
憶媒体は、汎用または専用コンピュータによってアクセスされることができる任意の利用
可能な媒体でありうる。例示によると、コンピュータ可読媒体は、ＲＡＭ、ＲＯＭ、ＥＥ
ＰＲＯＭ、ＣＤ－ＲＯＭ、または他の光ディスク記憶デバイス、磁気ディスク記憶デバイ
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ス、または他の磁気記憶デバイス、あるいは命令またはデータ構成の形態で所望のプログ
ラムコード手段を搬送または記憶するために使用でき、汎用または専用コンピュータある
いは汎用または専用プロセッサによってアクセスできる他の何らかの媒体を備えることが
できるが、これらに限定されない。また、いずれの接続もコンピュータ可読媒体と適切に
名づけられる。例えば、ソフトウェアがウェブサイト、サーバ、あるいは、同軸ケーブル
、光ファイバーケーブル、ツイストペア、デジタル加入者ライン（ＤＳＬ）、あるいは赤
外線、無線、およびマイクロ波のような無線技術を使用している他の遠隔ソースから送信
される場合、同軸ケーブル、光ファイバーケーブル、ツイストペア、ＤＳＬ、あるいは赤
外線、無線、およびマイクロ波のような無線技術は、媒体の定義に含まれている。本明細
書で使用される、ディスク（Disk）とディスク（disc）は、コンパクトディスク（CD)、
レーザディスク、光学ディスク、デジタルバーサタイルディスク（DVD)、フロッピー（登
録商標）ディスク、およびブルーレイディスクを含み、ディスク（Disk）はしばしばデー
タを磁気的に再生し、ディスク（disc）は、レーザで光学的に再生する。上記の組み合わ
せはまた、コンピュータ可読媒体の範囲内に含まれる。
【００４９】
　本開示のこれまでの説明は、当業者が本開示を行なうまたは使用することを可能にする
ために提供される。本開示に対する様々な変更は、当業者にとって容易に明らかであり、
また、本明細書で定義される一般的な原理は、本開示の範囲または精神から逸脱すること
なく他の変更に適用されうる。本開示を通して、用語「例（example）」あるいは「例示
的（exemplary）」は、例あるいはインスタンスを示すものであり、言及された例に対す
る任意の選好を暗示または必要としない。よって、本開示は、本明細書において説明され
る例および設計に限定されないが、本明細書において開示された原理および新規の特徴と
一致する最大範囲であると認められるべきである。
【誤訳訂正２】
【訂正対象書類名】特許請求の範囲
【訂正対象項目名】全文
【訂正方法】変更
【訂正の内容】
【特許請求の範囲】
【請求項１】
　電子アプリケーションの制御の方法であって、前記方法は、
　ユーザへ電子アプリケーションの使用のための仮想クレジットを分配するための使用レ
ートまたは量を識別するデータを受信することと、
　電子アプリケーションを開始するためのリクエストを前記ユーザから受信することと、
　前記受信されたデータに従って、前記電子アプリケーションを開始するために十分な数
量の仮想クレジットが存在するということを検証することと、
　前記ユーザから生体データを受信することと、
　前記ユーザのアイデンティティを検証するために、前記ユーザについての前記受信され
た生体データとあらかじめ記憶された生体データとを比較することと、
　前記ユーザが十分な数量の仮想クレジットを有し、ユーザアイデンティティが検証され
る場合、前記電子アプリケーションへのユーザアクセスを提供することと、
　前記仮想クレジットが閾値を下回る、または前記ユーザアイデンティティが検証されな
い場合、前記電子アプリケーションへのアクセスから前記ユーザをロックすることと、
　を備える方法。
【請求項２】
　２つ以上のレベルの電子アプリケーションアクセスオーソリティを識別することをさら
に備え、各レベルのアクセスオーソリティは、ユーザへ電子アプリケーションの使用のた
めの仮想クレジットを分配するための使用レートまたは量を有する、
　ここで前記十分な数量の仮想クレジットを検証することは、前記識別されたオーソリテ
ィおよび前記ユーザに利用可能な仮想クレジットに従って、前記電子アプリケーションを
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開始するために十分な量の仮想クレジットが存在するということを検証することを備える
、
　請求項１に記載の方法。
【請求項３】
　２つ以上のレベルの電子アプリケーションアクセスオーソリティを識別することは、第
１のレベルのアクセスオーソリティと第２のレベルのアクセスオーソリティとを識別する
ことを備え、前記第１のレベルのアクセスオーソリティは、前記第２のレベルのアクセス
オーソリティによって許可されうる前記アクセスのレベルを定義するためのオーソリティ
を有する、請求項２に記載の方法。
【請求項４】
　前記第１のレベルのアクセスオーソリティは、保護者のアクセスオーソリティと一致し
、前記第２のレベルのアクセスオーソリティは、ケアする人のアクセスオーソリティと一
致する請求項３に記載の方法。
【請求項５】
　前記データを受信することは、前記電子アプリケーションを仮想クレジットの増加また
は減少として識別するデータと、前記電子アプリケーションと関連する増加または減少の
、レートまたは量とを受信することを備える、請求項１に記載の方法。
【請求項６】
　（i）前記ユーザが、前記電子アプリケーションへアクセスする時間量に、及び、（ii
）前記電子アプリケーションと関連する増加または減少の、前記レートまたは量に基づい
て、前記ユーザに利用可能な仮想クレジットの前記数量を調節すること
　をさらに備える、請求項５に記載の方法。
【請求項７】
　前記ユーザが、前記電子アプリケーションへアクセスする時間量に基づいて、前記ユー
ザに利用可能な仮想クレジットの前記数量を調節することと、前記仮想クレジットの調節
の量を遠隔システムへ送信することと、
　をさらに備える、請求項１に記載の方法。
【請求項８】
　前記生体データを受信することは、前記ユーザと関連するモバイルデバイスから生体情
報を受信することを備える、請求項１に記載の方法。
【請求項９】
　前記ユーザに近接して遠隔システムへ電子アプリケーションのアクセス検証を送信する
こと
　をさらに備える、請求項１に記載の方法。
【請求項１０】
　前記遠隔システムは、ゲーム機である、請求項９に記載の方法。
【請求項１１】
　前記データを受信することは、仮想クレジットを分配するためのベースレートまたは量
と、あらかじめ決められた条件に基づいて適用されるべき前記ベースレートまたは量への
調節とを受信することを備える、請求項１に記載の方法。
【請求項１２】
　前記ベースレートまたは量への前記調節は、保護者の仕様に従ってセットされる、請求
項１１に記載の方法。
【請求項１３】
　前記ベースレートまたは量への前記調節は、（i）時刻、および（ii）曜日のうちの１
つまたは複数の機能として変化する、請求項１１に記載の方法。
【請求項１４】
　生体データを受信することは、前記ユーザの顔の画像、ユーザの音声のサンプル、およ
び前記ユーザの指紋の画像のうちの１つまたは複数を受信することを備える、請求項１に
記載の方法。
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【請求項１５】
　前記生体データの受信を繰り返すこと、および固定された一定の時間間隔においてステ
ップを比較することをさらに備える、請求項１に記載の方法。
【請求項１６】
　前記生体データの受信を繰り返すこと、および可変の時間間隔においてステップを比較
することをさらに備える請求項１に記載の方法。
【請求項１７】
　電子アプリケーションへのユーザアクセスを提供するためのシステムであって、
　ユーザへ電子アプリケーションの使用のための仮想クレジットを分配するために使用レ
ートまたは量を識別するデータを受信するための手段と、
　電子アプリケーションを開始するためのリクエストを前記ユーザから受信するための手
段と、
　前記受信されたデータに従って、前記電子アプリケーションを開始するために十分な数
量の仮想クレジットが存在するということを検証するための手段と、
　前記ユーザから生体データを受信するための手段と、
　前記ユーザのアイデンティティを検証するために、前記ユーザについての前記受信され
た生体データとあらかじめ記憶された生体データとを比較するための手段と、
　前記ユーザが十分な数量の仮想クレジットを有し、ユーザアイデンティティが検証され
る場合、前記電子アプリケーションへの前記ユーザアクセスを提供するための手段と、
　前記仮想クレジットが閾値を下回る、または前記ユーザアイデンティティが検証されな
い場合、前記電子アプリケーションへのアクセスから前記ユーザをロックするための手段
と、
　を備えるシステム。
【請求項１８】
　前記ユーザが、前記電子アプリケーションへアクセスする時間量に基づいて、前記ユー
ザに使用可能な仮想クレジットの前記数量を調節するための手段
　をさらに備える、請求項１７に記載のシステム。
【請求項１９】
　データを受信するための前記手段は、
　前記電子アプリケーションを仮想クレジットの増加または減少として識別するデータと
、前記電子アプリケーションと関連する増加または減少の、レートまたは量とを受信する
ための手段を備える、請求項１７に記載のシステム。
【請求項２０】
　（i）前記ユーザが、前記電子アプリケーションへアクセスする時間量に、及び、（ii
）前記電子アプリケーションと関連する増加または減少の、前記レートまたは量に基づい
て、前記ユーザに利用可能な仮想クレジットの前記数量を調節するための手段
　をさらに備える、請求項１９に記載のシステム。
【請求項２１】
　データを受信するための前記手段は、仮想クレジットを分配するためのベースレートま
たは量と、あらかじめ決められた条件に基づいて適用されるべき前記ベースレートまたは
量への調節とを受信するための手段を備える、請求項１７に記載のシステム。
【請求項２２】
　生体データを受信するための前記手段は、前記ユーザの顔の画像、ユーザの音声のサン
プル、および前記ユーザの指紋の画像のうちの１つまたは複数を受信するための手段を備
える、請求項１７に記載のシステム。
【請求項２３】
　固定された一定の時間間隔に従って、生体データを受信することを繰り返すための手段
をさらに備える、請求項１７に記載のシステム。
【請求項２４】
電子アプリケーションへのユーザアクセスを提供するための装置であって、
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　　ユーザによって、電子アプリケーションへのアクセスのためにリクエストを受信し、
　　前記ユーザと関連する生体情報を受信する
　ように構成されたネットワークインターフェースモジュールと、
　　ユーザの生体情報と、
　　ユーザの仮想クレジット情報と、
　を備える、ユーザプロファイルデータベースと、
　ネットワークインターフェースおよびユーザプロファイルデータベースと通信可能に結
合されており、アクセスリクエストおよび生体情報を受信するように構成され、且つ前記
ユーザプロファイルデータベースからユーザ生体情報と対応する前記受信された生体情報
を検証するように構成された認証モジュールと、
　前記ネットワークインターフェース、前記認証モジュール、およびユーザプロファイル
データベースと通信可能に結合され、（i）前記アクセスリクエストを受信し、（ii）十
分な数量の仮想クレジットが、前記電子アプリケーションを開始するための前記ユーザプ
ロファイルデータベースにおいて前記ユーザのために存在するということを検証し、（ii
i）前記認証モジュールから生体データの比較を受信し、（iv）前記検証および比較に従
って、前記電子アプリケーションへの前記ユーザアクセスを提供および拒否するように構
成されたアクセスモジュールと、
　を備える装置。
【請求項２５】
　前記ユーザプロファイルデータベースは、前記ユーザについての２つ以上のレベルの電
子アプリケーションアクセスオーソリティについての情報をさらに備え、各レベルのアク
セスオーソリティは、前記ユーザに対する電子アプリケーション使用のための仮想クレジ
ットを分配するためのレートまたは量を有する、
　ここで前記アクセスモジュールは、識別されたオーソリティおよび前記ユーザに利用可
能な仮想クレジットに従って、前記電子アプリケーションを開始するために十分な量の仮
想クレジットが存在するということを検証するようにさらに構成される、請求項２４に記
載の装置。
【請求項２６】
　前記２つ以上のレベルの電子アプリケーションアクセスオーソリティは、第１のレベル
のアクセスオーソリティと第２のレベルのアクセスオーソリティを備え、前記第１のレベ
ルのアクセスオーソリティは、前記第２のレベルのアクセスオーソリティによって許可さ
れうる前記アクセスのレベルを定義するためのオーソリティを有する、請求項２４に記載
の装置。
【請求項２７】
　前記アクセスモジュールは、前記ユーザが前記電子アプリケーションへアクセスする時
間量に基づいて、前記ユーザに利用可能な仮想クレジットの前記数量を調節するようにさ
らに構成される、請求項２４に記載の装置。
【請求項２８】
　前記ユーザプロファイルデータベースは、２つ以上の電子アプリケーションと関連する
情報と、各電子アプリケーションを仮想クレジットの増加または減少として識別するデー
タと、前記電子アプリケーションと関連する増加または減少の、レートまたは量とをさら
に備え、
　ここで前記アクセスモジュールは、前記ユーザが特定の電子アプリケーションへアクセ
スする時間量に、及び、前記電子アプリケーションと関連する増加または減少の、前記レ
ートまたは量に基づいて、前記ユーザに利用可能な仮想クレジットの前記数量を調節する
ようにさらに構成される、
　請求項２４に記載の装置。
【請求項２９】
　前記生体データは、前記ユーザの顔の画像、ユーザの音声のサンプル、および前記ユー
ザの指紋の画像のうちの１つまたは複数を備える、請求項２４に記載の装置。
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【請求項３０】
　前記アクセスモジュールは、固定された一定の時間間隔に従って、前記ユーザが前記電
子アプリケーションへのアクセスを提供される場合、十分な数量の仮想クレジットの認証
および検証を繰り返すようにさらに構成される、請求項２４に記載の装置。
【請求項３１】
　電子アプリケーションへのユーザアクセスを提供するためのモバイルデバイスであって
、
　ユーザへ電子アプリケーションの使用のための仮想クレジットを分配するための使用レ
ートまたは量を識別するデータを受信するように構成された受信機モジュールと、
　電子アプリケーションを開始するためのリクエストを前記ユーザから受信するように構
成されたアクセスリクエストモジュールと、
　前記アクセスリクエストモジュールおよび受信機モジュールと通信可能に結合され、（
i）前記受信されたデータに従って、前記電子アプリケーションを開始するために十分な
数量の仮想クレジットが存在するということを検証し、（ii）前記ユーザのアイデンティ
ティを検証するために生体データの比較を受信するように構成されたアクセス検証モジュ
ールと、
　前記アクセス検証モジュールと通信可能に結合され、前記アクセス検証モジュールから
の情報に従って、前記電子アプリケーションへの前記ユーザアクセスを提供および拒否す
るように構成されたアクセス許可モジュールと、
　を備えるモバイルデバイス。
【請求項３２】
　前記アクセス検証モジュールは、前記ユーザが前記電子アプリケーションへのアクセス
を提供される間、前記検証および生体データの比較の受信を繰り返すようにさらに構成さ
れる、請求項３１に記載のモバイルデバイス。
【請求項３３】
　前記アクセス検証モジュールと通信可能に結合され、前記ユーザと関連する生体データ
を受信し、前記ユーザの前記アイデンティティを検証するために、前記ユーザについての
前記受信された生体データとあらかじめ記憶された生体データとを比較するように構成さ
れた、生体データモジュール
　をさらに備える、請求項３１に記載のモバイルデバイス。
【請求項３４】
　前記生体データモジュールと通信可能に結合され、前記ユーザの顔の画像、前記ユーザ
の指紋の画像、および前記ユーザの音声のサンプルのうちの１つまたは複数を獲得するよ
うに構成された、生体情報収集モジュールと
　をさらに備える、請求項３３に記載のモバイルデバイス。
【請求項３５】
　　ユーザへ電子アプリケーションの使用のための仮想クレジットを分配するための使用
レートまたは量を識別するデータを受信するためのコードと、
　　電子アプリケーションを開始するためのリクエストを前記ユーザから受信するための
コードと、
　　前記受信されたデータに従って、前記電子アプリケーションを開始するために十分な
数量の仮想クレジットが存在するということを検証するためのコードと、
　　前記ユーザから生体データを受信するためのコードと、
　　前記ユーザのアイデンティティを検証するために、前記ユーザについての前記受信さ
れた生体データとあらかじめ記憶された生体データとを比較するためのコードと、
　　前記ユーザが十分な数量の仮想クレジットを有し、ユーザアイデンティティが検証さ
れた場合、前記電子アプリケーションへのユーザアクセスを提供するためのコードと、
　　前記仮想クレジットが、閾値を下回る、または前記ユーザアイデンティティが検証さ
れない場合、前記電子アプリケーションへのアクセスから前記ユーザをロックするための
コードと、
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　を備える、コンピュータ可読媒体
　を備える、コンピュータプログラム製品。
【請求項３６】
　前記ユーザが、前記電子アプリケーションへアクセスする時間量に基づいて、前記ユー
ザに利用可能な仮想クレジットの前記数量を調節するためのコード
　をさらに備える、請求項３５に記載のコンピュータプログラム製品。
【請求項３７】
　前記データを受信するためのコードは、前記電子アプリケーションを仮想クレジットの
増加または減少として識別するデータと、前記電子アプリケーションと関連する増加また
は減少の、レートまたは量とを受信するためのコードを備える、請求項３５に記載のコン
ピュータプログラム製品。
【請求項３８】
　（i）前記ユーザが、前記電子アプリケーションへアクセスする時間量に、及び、（ii
）前記電子アプリケーションと関連する増加または減少の、レートまたは量に基づいて、
前記ユーザに利用可能な仮想クレジットの前記数量を調節するためのコード
　をさらに備える、請求項３５に記載のコンピュータプログラム製品。
【請求項３９】
　前記データを受信するためのコードは、仮想クレジットを分配するためのベースレート
または量と、あらかじめ決められた条件に基づいて適用されるべき前記ベースレートまた
は量への調節とを受信するためのコードを備える、請求項３５に記載のコンピュータプロ
グラム製品。
【請求項４０】
　電子アプリケーションへのユーザアクセスを管理する(administering)ための方法であ
って、前記方法は、
　２つ以上のレベルの電子アプリケーションアクセスオーソリティを識別することと、各
アクセスオーソリティのレベルは、ユーザへ電子アプリケーションの使用のための仮想ク
レジットを分配するための使用レートまたは量を有する、
　異なるレベルのアクセスオーソリティに２つ以上の異なるオーソリティを提供すること
と、
　前記オーソリティのうちの１つを前記ユーザのための現在の電子アプリケーションアク
セスオーソリティを有するものとして識別することと、
　電子アプリケーションを開始するためのリクエストを前記ユーザから受信することと、
　前記識別されたオーソリティおよび前記ユーザに利用可能な仮想クレジットに従って、
前記電子アプリケーションを開始するために十分な数量の仮想クレジットが存在するとい
うことを検証することと、
　前記ユーザが、前記識別されたオーソリティのために十分な数量の仮想クレジットを有
する場合、前記電子アプリケーションへの前記ユーザアクセスを提供することと、
　前記仮想クレジットが閾値を下回る場合、前記電子アプリケーションへのアクセスから
前記ユーザをロックすることと、
　を備える方法。
【請求項４１】
　２つ以上のレベルの電子アプリケーションアクセスオーソリティを識別することは、第
１のレベルのアクセスオーソリティと第２のレベルのアクセスオーソリティとを識別する
ことを備え、前記第１のレベルのアクセスオーソリティは、前記第２のレベルのアクセス
オーソリティによって許可されうる前記アクセスのレベルを定義するためのオーソリティ
を有する、請求項４０に記載の方法。
【請求項４２】
　前記第１のレベルのアクセスオーソリティは、保護者のアクセスオーソリティと一致し
、前記第２のレベルのアクセスオーソリティは、ケアする人のアクセスオーソリティと一
致する、請求項４１に記載の方法。
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【請求項４３】
　前記第１のレベルのアクセスオーソリティは、前記ユーザに利用可能な仮想クレジット
の前記数量に関わらず、前記ユーザが、前記電子アプリケーションへのアクセスからロッ
クされる時間期間をセットするためのオーソリティを有する、請求項４２に記載の方法。
【請求項４４】
　前記ユーザの現在の位置を判定することと、
　前記ユーザが前もってセットされた位置の境界内にいる場合、前記電子アプリケーショ
ンへのアクセスから前記ユーザをロックすることと、
　をさらに備える、請求項４０に記載の方法。
【請求項４５】
　前記前もってセットされた位置の境界は、学校の前記位置と一致する、請求項４４に記
載の方法。
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