SYSTEM FOR CERTIFYING WHETHER PRINTED MATERIAL CORRESPONDS TO ORIGINAL

A data processing method, which is provided in an image processing system in which a server and a data processor communicate with each other to perform a predetermined data process, includes a step of extracting a feature amount of electronic data to be output from a printer, a step of transmitting original specifying information including the extracted feature amount and a user ID for discriminating a print requester of the electronic data, to the server, a step of controlling generation of print data to be output to the printer, based on original certification information notified by the server, and a step of causing the printer to print the generated print data and information indicating that the print data corresponds to an original. By this method, a large storage capacity is not required to certify one data, and to keep a secret of the stored electronic data is easy.
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DESCRIPTION

SYSTEM FOR CERTIFYING WHETHER PRINTED MATERIAL CORRESPONDS TO ORIGINAL

TECHNICAL FIELD

The present invention relates to an image processing system in which print data can be printed by using a server apparatus for certifying whether or not a printed material corresponds to an original.

BACKGROUND ART

Conventionally, various kinds of print systems which perform a print process to a document to which authenticity should be certified are proposed as follows.

For example, in Japanese Patent Application Laid-Open No. 2000-285024, to cause electronic information to have a property of a paper original and thus increase probative force of the electronic information, in a case where electronic data is stored, a file attribute code indicating that the electronic data in question corresponds to the original is added, and the electronic data to which the file attribute code has been added is stored in a state distinguishable from at least other electronic data.
Further, in Japanese Patent Application Laid-Open No. 2001-202436, to ensure security of a stored written application document for a long period of time, an electronic application system in which an application of an electronic document is performed from a terminal through a network. Here, the electronic application system consists of a document storage apparatus, a calculation means for calculating alteration detection code from information including the document transmitted from the terminal, and a storage means for storing the information and the alteration detection code in the document storage apparatus.

Furthermore, in Japanese Patent Application Laid-Open No. 2000-224407 filed by the applicant of the present application, to improve reliability of printing concerning a digital signature, a message digest value is added to a print in a form by which alteration is difficult, whereby the value of document data to which the digital signature has been appended can be improved.

Moreover, as shown in Japanese Patent Application Laid-Open Nos. 2000-285024 and 2001-202436, when the former data is stored in an administration server as of electronic information, a large-scale electronic storage apparatus is necessary, whereby it is not easy to maintain and administrate
the storage apparatus. Besides, because the electronic information is stored in the external storage apparatus for a long period of time, a risk that secret information is leaked increases.

Furthermore, although Japanese Patent Application Laid-Open No. 2000-224407 filed by the applicant proposes the method to increase the reliability of printing concerning the digital signature, it is not disclosed even in this case that a third party certifies the date and hour when the printing is performed and the contents of the print obtained in the printing.

Incidentally, in such conventional print systems as described above, it is necessary to store a great deal of information so that a printed material is obtained as it is certified that the obtained printed material corresponds to the original. For this reason, a large storage capacity is required in the storage apparatus to certify one data, whereby a serious and significant administration load is imposed to the system for keeping a secret of the stored electronic data.

DISCLOSURE OF THE INVENTION

An object of the present invention is to provide an image processing system which solved the above conventional problem.
Another object of the present invention is to provide an image processing system in which it is possible to certify that a printed material corresponds to an original, without using a large storage capacity on a server apparatus side.

The above and other objects and features of the present invention will be apparent from the following description in conjunction with the accompanying drawings.

BRIEF DESCRIPTION OF THE DRAWINGS

Fig. 1 is a block diagram showing the structure of an image processing system according to the first embodiment of the present invention;

Fig. 2 is a diagram for explaining the content of a print which is output from a printer shown in Fig. 1 and to which an original certification code has been added;

Fig. 3 is a block diagram for explaining the structure of the image processing system to which an information processing apparatus according to the first embodiment of the present invention is applicable;

Fig. 4 is a flow chart showing an example of a first data processing procedure in the image processing system according to the present invention;

Fig. 5 is a diagram showing a first print
attribute selection screen displayed on a CRT shown in Fig. 3;

Fig. 6 is a diagram for explaining the state of a print data generation process by a user personal computer shown in Fig. 1;

Fig. 7 is a diagram for explaining the concept of generating a message digest value by the user personal computer shown in Fig. 1;

Fig. 8 is a diagram for explaining an example of a digital (or electronic) watermark process by the user personal computer shown in Fig. 1;

Fig. 9 is a flow chart showing an example of a second data processing procedure in the image processing system according to the present invention;

Fig. 10 is a flow chart showing an example of a third data processing procedure in the image processing system according to the present invention;

Fig. 11 is a diagram showing an example of the printed result of an updated registration confirmation certification in the image processing system according to the present invention;

Fig. 12 is a diagram showing an example of the printed result of the updated registration confirmation certification in the image processing system according to the present invention;

Fig. 13 is a diagram showing an example of the printed result of a registration non-confirmation
certification in the image processing system according to the present invention;

Fig. 14 is a block diagram for explaining the structure of an image processing system according to the second embodiment of the present invention;

Fig. 15 is a diagram showing an example of a second print attribute selection screen displayed on the CRT shown in Fig. 3;

Fig. 16 is a flow chart showing an example of a fourth data processing procedure in the image processing system according to the present invention;

Fig. 17 is a diagram showing an example of the printed result of a registration confirmation certification in the image processing system according to the present invention;

Fig. 18 is a diagram showing an example of the printed result of the registration confirmation certification in the image processing system according to the present invention;

Fig. 19 is a block diagram for explaining the structure of an image processing system according to the fourth embodiment of the present invention;

Fig. 20 is a diagram for explaining the content of a print which is output from a printer shown in Fig. 19 and to which an original certification code has been added;

Fig. 21 is a flow chart showing an example of a
fifth data processing procedure in the image processing system according to the present invention;

Fig. 22 is a diagram for explaining a signature registration extraction method in the image processing system according to the present invention;

Figs. 23A and 23B are diagrams showing a signature registration confirmation result display screen in the image processing system according to the present invention;

Fig. 24 is a flow chart showing an example of a sixth data processing procedure in the image processing system according to the present invention;

Fig. 25 is a block diagram showing the structure of an image processing system according to the fifth embodiment of the present invention;

Fig. 26 is a flow chart showing an example of a seventh data processing procedure in the image processing system according to the present invention;

Fig. 27 is a diagram showing an example of a third print attribute selection screen displayed on the CRT shown in Fig. 3;

Fig. 28 is a diagram showing an example of print data generated by a user personal computer shown in Fig. 25;

Fig. 29 is a block diagram for explaining the structure of an image processing system according to the sixth embodiment of the present invention;
Fig. 30 is a flow chart showing an example of an eighth data processing procedure in the image processing system according to the present invention; and

Fig. 31 is a diagram for explaining a memory map of a storage medium which stores various data processing programs capable of being read by the information processing apparatus according to the present invention.

BEST MODE FOR CARRYING OUT THE INVENTION
(First Embodiment)

Fig. 1 is a block diagram showing the structure of an image processing system according to the first embodiment of the present invention and corresponds to an example of an image processing system, in which client devices and a server which are provided across a broken line shown in Fig. 1 can communicate with each other. In the present embodiment, the server is structured by an original registration server which manages a file treated as an original registered every user.

In Fig. 1, a user personal computer (PC) 100 extracts feature amount from a user ID and print data and sends the extracted feature amount to an original registration server 120. A reader 101 reads original data when the original registration is confirmed.
When the original is registered, the original registration server 120 receives the user ID and original feature amount from the user PC 100 and stores them as an original registration file 121.

Moreover, when the original is reprinted, the original registration server 120 receives the user ID, the original feature amount and a registration number from the user PC 100 and stores a fact of reprinting the original registration file 121 as a history.

Registration data to be stored in a storage area of the original registration server 120 is stored in the original registration file 121. A printer 110 synthesizes print data sent from the user PC 100 with a print number and date information obtained from the original registration server 120 and outputs a print 111 to which an original certification code has been added (hereinafter, called a print 111 with original-certified code added) with a format as shown in Fig. 2.

Numeral 102 denotes storage data which is composed of print data, feature amount extraction data and a message digest value (digest value).

Fig. 2 is a diagram for explaining the contents of the print 111 with original-certified code added which is output from the printer 110 shown in Fig. 1.

In Fig. 2, numeral 201 denotes a certification contents area, which is characterized by such an
example where a text output area for the print number and the date information obtained from the original registration server 120 is secured in, e.g., a header area of a sheet. Numeral 202 denotes a text print area where print data obtained after executing an image process in the user PC 100 for image data which is input from the reader 101 shown in Fig. 1 is displayed.

Fig. 3 is a block diagram for explaining the structure of the image processing system to which an information processing apparatus according to the first embodiment of the present invention is applicable. In Fig. 3, the same structural components as those in Fig. 1 are denoted by the same numerals, and those components correspond to the structure of a client device side shown in Fig. 1. It is assumed that the original registration server 102 also has the same structure as that of the user PC shown in Fig. 3.

It should be noted that the present invention is applicable to even single equipment, a system composed of plural equipments or a system of executing processes through a network such as a LAN, a telephone line or the like, if the function of the present invention can be executed.

In Fig. 3, the user PC 100 includes a CPU 1 which executes word processing, wherein data such as
figures (graphics), images, characters, tables (includes calculation in tables) and the like appear with a mixed state, on the basis of a word processing program or the like stored in a program ROM in a ROM 3, an external memory 11 or the like, and the CPU 1 synthetically controls each of devices connected to a system bus 4.

Further, a control program and the like of the CPU 1 are stored in the program ROM in the ROM 3, font data and the like used for executing the above word processing are stored in a font ROM in the ROM 3 and various data used for executing the above word processing are stored in a data ROM in the ROM 3.

Numeral 2 denotes a RAM, which functions as a main memory and a work area of the CPU 1. Numeral 5 denotes a keyboard controller (KBC), which controls key-inputs from a keyboard (KB) 9 or a pointing device (not shown). Numeral 6 denotes a CRT controller (CRTC), which controls the display in a CRT display (CRT) 10.

Numeral 7 denotes a disk controller (DKC), which controls access to the external memory 11 such as a hard disk (HD), a flexible disk (FD) or the like for storing a boot program, various application software, font data, a user file, an editing file and the like.

Numeral 8 denotes a printer controller (PRTC), which is connected to the printer 110 through a
predetermined interactive interface (interface) 21A and executes a communication control process, which is executed with the printer 110.

It should be noted that the CPU 1 executes, e.g., a development (rasterizing) process of an outline font to a display information RAM set on the RAM 2, and a process of WYSIWYG (What You See Is What You Get) on the CRT 10 can be realized.

Further, the CPU 1 opens registered various windows on the basis of commands instructed by a mouse cursor (not shown) or the like on the CRT 10 and executes various data processes.

In the printer 110, a printer CPU (CPU) 12 synthetically controls access to various devices connected to a system bus 15 on the basis of a control program or the like stored in a program ROM in a ROM 13 or a control program stored in an external memory 14 and outputs an image signal as output information to a print unit (printer engine) connected through a print unit interface 16.

Moreover, a control program of the CPU 12 is stored the program ROM in the ROM 13.

Furthermore, font data or the like used for generating the above output information is stored in a font ROM in the ROM 13 and information or the like utilized on the user PC is stored in a data ROM in the ROM 13 in case of lacking the external memory 14.
such as a hard disk or the like.

The CPU 12 can communicate with the user PC 100 through an input unit 18, and it is structured that information or the like in the printer 110 can be notified to the user PC 100.

Numeral 19 denotes a RAM, which functions as a main memory and a work area of the CPU 12, and it is structured that memory capacity can be expanded by an optional RAM to be connected to an increase port (not shown). The RAM 19 is used as an output information development area, an environment data storage area, an NVRAM (Non-Volatile Random Access Memory) or the like.

Access to the external memory 14 such as the above hard disk (HD), an IC card or the like is controlled by a disk controller (DKC) 20.

The external memory 14 is connected as an optional memory and stores font data, an emulation program, form data and the like.

The external memory is not limited to one, but may be structured that at least one or more memories are provided and plural external memories 14 storing an optional font card, a program of interpreting a printer control language of a different language system in addition to the built-in font data can be connected. Further, it may be structured that an NVRAM (not shown) is provided for storing printer
mode setting information sent from an operation panel (operation unit) 21.

Fig. 4 is a flow chart showing an example of a first data processing procedure in the image processing system according to the present invention. Here, it should be noted that the first data processing procedure corresponds to the processing procedure in a series of image processing between the user PC 100 and the original registration server 120 shown in Fig. 1, steps (301) to (308) are the steps to be executed on the side of the user PC 100, and steps (310) to (314) are the steps to be executed on the side of the original registration server 120. Incidentally, it is assumed that a control program for controlling these steps is loaded from the external memory 11 or the like onto the RAM 2 and then executed by the CPU 1. Hereinafter, a print process will be explained in detail.

Fig. 5 is a diagram showing an example of a first print attribute selection screen displayed on a CRT 10 shown in Fig. 3, and that screen is assumed to be displayed as a user interface by, e.g., printer driver software loaded from the external memory 11 onto the RAM 2.

In Fig. 5, numeral 1101 denotes a normal print button, and when the button 1101 is depressed to issue an instruction, the printer 110 produces print
data which can be output, from output information which is output from application software of the user PC 100 shown in Fig. 1 and then the produced data is output by the printer 110.

5 Numeral 1102 denotes an original registration print button, and when the button 1102 is depressed to issue an instruction, the printer 110 produces the print data which can be output, from the output information which is output from the application software of the user PC 100 shown in Fig. 1, and print data produced from a reprint number and date data which are obtained from the original registration server 120 is synthesized with the above produced data and then the synthesized data is output by the printer 110.

10 Numeral 1103 denotes an original update print button, and when the button 1103 is depressed to issue an instruction, the print 111 with original-certified code added which becomes a former original is read by the reader 101 shown in Fig. 1. Then, data of the registration number and date and a digest value are extracted by a predetermined image process (includes character recognition process) and a hash conversion is performed based from print data which becomes a new original and then a message digest value is extracted as the feature amount. Thereafter, the user ID already set in the user PC 100, the
extracted data of the registration number and date and the digest value of the former original and a digest value of the new original to be extracted are sent to the original registration server 120.

Initially, in the step (301) shown in Fig. 4, an operation screen shown in Fig. 5 is displayed on the CRT 10 of the user PC 100, and a user selects any print among a normal print, an original registration print and an original update print by any button among the normal print button 1101, the original registration print button 1102 and the original update print button 1103. When the user selects the original registration print, processes in the steps (303) to (306) are executed. When the user selects the normal print, a flow advances to the step (302), where only print data corresponding to a part of the text print area 202 shown in Fig. 2 is produced and then a flow advances to the step (307). When the original update print is selected, a flow shifts to a process shown in Fig. 9 to be described later.

On the other hand, in the step (301), when the original registration print is selected, the hash conversion is performed based from the print data by a method shown in Fig. 6 in the step (303) and then the message digest value is extracted as the feature amount.

Then, in the step (304), the user ID already set
in the user PC and the digest value extracted in the step (303) are sent to the original registration server 120.

Next, in the step (305), the registration number issued by the original registration server 120 is received. Then, in the step (306), print data of the certification contents area 201 and the text print area 202 shown in Fig. 2 are produced. Then, in the step (307), a print process is executed by the printer 110 on the basis of the print data produced in the step (306) and then the process ends in a step (308).

The steps (310) to (314) are the steps of explaining processes to be executed in the original registration server 120.

Initially, in the step (310), the date of receiving data from the user PC 100 is specified. Then, in the step (311), it is inspected whether or not the user ID sent from the user PC 100 is correct, and when it is judged that the user ID is not correct, a flow advances to the step (314), and the process ends.

On the other hand, when it is judged that the user ID is correct in the step (311), the processes in the steps (312) and (313) are executed.

Then, in the step (312), a registration number uniquely determined by the receiving date and the
user ID is fixed and data of the fixed number is sent to the user PC 100. Next, in the step (313), data corresponding to the original registration file 121 shown in Fig. 1 is stored, and then the process ends in the step (314).

In the present embodiment, the registration number, date and the like are to be notified in the step (312) after confirming the user ID, however, in case of not performing registration because of not confirming the user ID, this fact may be notified.

Fig. 6 is a diagram for explaining the state of a print data generation process by the user PC 100 shown in Fig. 1, and this print data generation process corresponds to the print data generation process executed in the step (306) in Fig. 4.

In Fig. 6, numeral 401 denotes source (former) print data and numeral 402 denotes transmission data including data of the registration number and date, which are transmitted from the original registration server 120. Numeral 403 denotes an additional process, by which data of the registration number and date to be printed on the certification contents area 201 shown in Fig. 2 is added to the print data of the text print area 202.

Numeral 405 denotes a digital watermark superimposing process, by which a message digest value (digest value) 404 is superimposed on the print.
data as a digital watermark by a method shown in Fig. 8 to be described later. Numeral 406 denotes print data with original-certified code added.

Fig. 7 is a diagram for explaining the concept of generating the message digest value by the user PC 100 shown in Fig. 1, and this generating process corresponds to a feature amount extraction process in the step (303) shown in Fig. 4.

As shown in Fig. 7, in the present embodiment, the message digest value 404 is to be calculated by using, e.g., a Hash function MD5. The Hash function MD5 is, e.g., a PGP (Pretty Good Privacy) which is one of practically used coding programs and is used as a message digest function.

Fig. 8 is a diagram for explaining an example of a digital watermark process by the user PC 100 shown in Fig. 1.

As shown in Fig. 8, in the present embodiment, the message digest value 404 is added to a print image as digital watermark information. Numeral 801 denotes a frequency conversion process, by which a predetermined frequency conversion process is executed to source (former) image data. Numeral 802 denotes an inverse frequency conversion process. It should be noted that the digital watermark technology already has been known, and this technology is described in detail in, e.g., Japanese Patent
Application Laid-Open No. H9-191394.

Fig. 9 is a flow chart showing an example of a second data processing procedure in the image processing system according to the present invention. Here, it should be noted that the second data processing procedure corresponds to the processing procedure in a series of original update print processing between the user PC 100 and the original registration server 120 shown in Fig. 1, steps (401) to (407) are the steps to be executed on the side of the user PC 100, and steps (408) to (414) are the steps to be executed on the side of the original registration server 120. Incidentally, it is assumed that a control program for controlling these steps is loaded from the external memory 11 or the like onto the RAM 2 and then executed by the CPU 1. Hereinafter, a print process will be explained in detail.

Initially, in the step (401), the print 111 with original-certified code added which becomes a former original is read by the reader 101 and data of the registration number and date and the digest value are extracted. Then, in the step (402), the hash conversion is performed based from print data which becomes a new original by a method shown in Fig. 7 and a message digest value is extracted as the feature amount.

Next, in the step (403), the user ID already set
in the user PC 100, data of the registration number and date and the digest value of the former original extracted in the step (401) and a digest value of the new original extracted in the step (402) are sent to the original registration server 120.

Subsequently, in the step (404), a confirmation result in the original registration server 120 is received. Then, in the step (405), it is judged if the confirmation result is OK or NG. If it is an affirmative (OK) judgment, print data of the certification contents area 201 and the text print area 202 shown in Fig. 2 are produced in the step (406) and the produced print data is printed by the printer 110 in the step (407), then the process ends.

On the other hand, in the step (405), when it is judged that the confirmation result is NG, the process ends.

Hereinafter, processes executed in the original registration server 120 will be explained in the steps (408) to (414).

Initially, in the step (408), the date of receiving data from the user PC 100 is specified. Then, in the step (409), it is inspected whether or not the user ID sent from the user PC 100 is correct, and when it is judged that the user ID is correct, data of the registration number and date and the digest value sent from the user PC 100 are received
in the step (410), and the received information is checked with the contents of the original registration file 121 to judge whether or not they are coincident with each other. When it is judged that they are coincident with each other, an affirmative judgment and a confirmation date are stored in an item of confirmation history of the original registration file 121 in the step (411).

Next, in the step (412), an original update process, wherein the date in the original registration file 121 is updated to a value specified in the step (408), the feature amount is updated by the digest value of the new original extracted in the step (402), version information is updated, and the date, the feature amount and the version information concerning the former original are stored in an item of update history, is executed. Then, when the confirmed judgment result is notified to the user PC 100 in the step (414), the process ends.

On the other hand, when the user ID can not be confirmed in the step (409) and when the confirmation of the registration number and the feature amount is judged as NG in the step (410), a flow advances to the step (413), where a negative judgment and a confirmation date are stored in an item of the confirmation history of the original registration file 121, then a flow advances to the step (414).
Fig. 10 is a flow chart showing an example of a third data processing procedure in the image processing system according to the present invention. Here, it should be noted that the third data processing procedure corresponds to the processing procedure in a series of original registration confirmation processing of the prints between the user PC 100 and the original registration server 120 shown in Fig. 1, steps (801) to (807) are the steps to be executed on the side of the user PC 100, and steps (808) to (813) are the steps to be executed on the side of the original registration server 120. Incidentally, it is assumed that a control program for controlling these steps is loaded from the external memory 11 or the like onto the RAM 2 and then executed by the CPU 1. Hereinafter, a print process will be explained in detail.

Initially, in the step (801), the print 111 with original-certified code added is read by the reader 101 and data of the registration number and date and the digest value 504 are extracted. Then, in the step (802), the data extracted in the step (801) is sent to the original registration server 120. Next, in the step (803), the confirmation result in the original registration server 120 is received.

Then, in the step (804), a new or former state of the confirmation result is judged from the version
in confirmation information received in the step (803), and when the confirmation result is the most new version, a registration confirmation certification with a format shown in Fig. 11 is printed in the step (805), when the confirmation result is a former version, a registration confirmation certification with a format shown in Fig. 12 is printed in the step (806), and when it is a negative judgment, a registration unconfirmed certification (non-confirmation) with a format shown in Fig. 13 is printed in the step (807), then the process ends.

Hereinafter, processes executed in the original registration server 120 indicated in the steps (808) to (813) will be explained.

Initially, in the step (808), data of the registration number and date sent from the user PC 100 is received, and the received information is checked with the contents of the original registration file 121 to judge whether or not they are coincident with each other. When it is judged that they are coincident with each other, the digest value sent from the user PC 100 is received in the step (809) and then the received data is checked with the contents of the original registration file 121 to judge whether or not they are coincident with each other. When it is judged that they are coincident
with each other, a flow advances to the step (811), and when it is judged that they are not coincident with each other, a flow advances to the step (810).

Then, in the step (810), it is confirmed whether or not a former version exists in an item of the update history of the original registration file 121, and when it is judged that the former version exists, the feature amount which becomes a comparative target with the digest value sent from the user PC 100 is replaced by a former version value, then a process in the step (809) is executed. When it is judged that the former version does not exist, a flow advances to the step (812).

Then, in the step (811), an affirmative judgment and a confirmation date are stored in an item of the confirmation history of the original registration file 121. Next, in the step (813), the judgment result confirmed in the steps (808) and (809) is notified to the user PC 100, and the process ends.

On the other hand, when it is judged that the registration number is NG in the step (808), a negative judgment and the confirmation date are stored in an item of the confirmation history of the original registration file 121 in the step (812), thereafter a flow advances to the step (813).

(Second Embodiment)

In the first embodiment, a case of printing an
update registration confirmation result by text data has been explained as shown in Figs. 11 and 12, however, a new registration confirmation result can be also printed.

Fig. 14 is a block diagram for explaining the structure of an image processing system according to the second embodiment of the present invention. In Fig. 14, the same structural components as those in Fig. 1 are denoted by the same numerals.

A point which is different from that in the first embodiment is the contents of an original registration file 121 managed by an original registration server 120, and data of which items are different from those in the original registration file 121 shown in Fig. 1 is managed.

Fig. 15 is a diagram showing an example of a first print attribute selection screen displayed on the CRT 10 shown in Fig. 3, and that screen is assumed to be displayed as a user interface by, e.g., printer driver software loaded from an external memory 11 onto a RAM 2.

In Fig. 15, numeral 1101 denotes a normal print button, and when the button 1101 is depressed to issue an instruction, a printer 110 produces print data which can be output, from output information which is output from application software of a user personal computer (PC) 100 shown in Fig. 14 and then
the produced data is output by the printer 110.

Fig. 16 is a flowchart showing an example of a fourth data processing procedure in an image processing system according to the present invention. Here, it should be noted that the fourth data processing procedure corresponds to the processing procedure in a series of original registration confirmation processing of the prints between the user PC 100 and the original registration server 120 shown in Fig. 14, steps (701) to (706) are the steps to be executed on the side of the user PC 100, and steps (710) to (713) are the steps to be executed on the side of the original registration server 120. Incidentally, it is assumed that a control program for controlling these steps is loaded from the external memory 11 or the like onto the RAM 2 and then executed by the CPU 1. Hereinafter, a print process will be explained in detail.

Initially, in the step (701), a print 111 with original-certified code added which is output from the printer 110 is read by a reader 101 and, e.g., data of the registration number and date and a message digest value on a header area are extracted. Then, in the step (702), the data extracted in the step (701) is sent to the original registration server 120. Then, in the step (703), a confirmation result in the original registration server 120 is
received.

Next, in the step (704), when it is judged that confirmation information received from the original registration server 120 is affirmative, a registration confirmation certification is printed by the printer 110 with a format shown in Fig. 17 in the step (705) then the process ends.

On the other hand, in the step (704), when it is judged that the confirmation information is negative, a registration unconfirmed certification (non-certification) is printed with a format shown in Fig. 13 in the step (706).

Fig. 17 is a diagram showing an example of the printed result of a registration confirmation certification in the image processing system according to the present invention, and Fig. 17 indicates an example of the confirmation is OK, Fig. 13 indicates an example of the confirmation is NG.

Hereinafter, processes executed in the original confirmation server 120 indicated in steps (710) to (713) will be explained.

Initially, in the step (710), data of the registration number and date 402 sent from the user PC 100 and a message digest value 405 are received, and the received information is checked with the contents of the original registration file 121 to judge whether or not they are coincident with each
other. When it is judged that they are coincident with each other, an additional process of storing information of an affirmative judgment and the confirmation date in an item of confirmation history of the original registration file 121 is executed in the step (711), and the judgment result confirmed in the step (710) is notified to the user PC 100 in the step (713), and the process ends.

On the other hand, when it is judged that they are not coincident with each other in the step (710), information of a negative judgment and the confirmation date are stored in an item of the confirmation history of the original registration file 121 in the step (712), and the judgment result confirmed in the step (710) is notified to the user PC 100 in the step (713), and the process ends.

(Third Embodiment)

Fig. 18 is a diagram showing an example of the printed result of a registration confirmation certification in an image processing system according to the present invention. As shown in Fig. 17 in the second embodiments, it is an example of adding a registration confirmation result to an entire area of a print image with thin density characters instead of printing a registration confirmation certification by an ordinary printing form.

In the present embodiment, the registration
confirmation result in Fig. 17 is added to an entire area of the print image with thin density characters as indicated by an area 1001 shown in Fig. 18. Accordingly, it becomes possible to falsify the registration confirmation result becomes difficult.

(Fourth Embodiment)

In the fourth embodiment, a signature section (signature area) is added in order to further increase the reliability of security for the prints. After a user signed own name or the like in the signature section (signature area) by handwriting, a signed part is stored in an original registration server as data.

Fig. 19 is a block diagram for explaining the structure of an image processing system according to the fourth embodiment of the present invention. In Fig. 19, the same structural components as those in Fig. 1 are denoted by the same numerals.

A point which is different from that in the first embodiment is the contents of an original registration file 121 which is managed by an original registration server 120, and data of which items are different from those in the original registration file 121 shown in Fig. 1 is managed.

The structure of the system is also same as that shown in Fig. 3.

Fig. 20 is a diagram for explaining the print
content of a print 111 with original-certified code added which is output from the printer 110 shown in Fig. 1.

In Fig. 20, numeral 201 denotes a certification contents area, which indicates such an example where a text output area for a print number and date information obtained from the original registration server 120 is secured in, e.g., a header area of a sheet. Numeral 202 denotes a text print area where print data obtained after performing an image process in a user personal computer (PC) 100 for image data which is input from a reader 101 shown in Fig. 19 is given.

Numeral 203 denotes a signature area where the user signs own name or the like using writing materials, and signature data which is recorded in the area 203 is transmitted to the original registration server 120 as described later to be utilized to confirm the user.

Then, according to an operation based on such screens which are shown in Figs. 5, 15 and the like, an original registration print is performed in accordance with a procedure shown in Fig. 4. However, in the present embodiment, in the step (313), only the signature data among items in an original registration file 121 is stored with a state of blank in the first time.
Fig. 21 is a flow chart showing an example of a fifth data processing procedure in the image processing system according to the present invention. Here, it should be noted that the fifth data processing procedure corresponds to the processing procedure in a series of image processing between the user PC 100 and the original registration server 120 shown in Fig. 19, steps (401) to (407) are the steps to be executed on the side of the user PC 100, and steps (410) to (414) are the steps to be executed on the side of the original registration server 120. Incidentally, it is assumed that a control program for controlling these steps is loaded from an external memory 11 or the like onto a RAM 2 and then executed by the CPU 1. Hereinafter, a signature registration process will be explained in detail.

Initially, in the step (401), the print 111 with original-certified code added which is output from the printer 110 is read by the reader 101 and, e.g., data of the registration number and date 402 and a message digest value 404 which becomes a feature amount on the header area and image data in the signature area are extracted. Then, in the step (402), for the image data in the signature area, the inside of an area for a signature data image secured on the RAM 2 is divided into blocks composed of plural images as shown in Fig. 22, and color information (R,
G, B) and block coordinates (x, y) are extracted as the feature amount.

Next, in the step (403), a registration number, a text image feature amount and a signature area feature amount are sent to the original registration server 120.

Then, in the step (404), result information at the original registration server 120 is received. Next, in the step (405), a registration result is judged from the result information received from the original registration server 120, and when it is judged that the registration result is affirmative, a message of "signature could be registered" indicating the registration confirmation is displayed on a CRT as shown in Fig. 23A in the step (406) and the process ends.

On the other hand, in the step (405), when it is judged that the registration result is NG, a message of "signature could not be registered" indicating the registration confirmation is displayed on the CRT as shown in Fig. 23B in the step (407), and the process ends.

Figs. 23A and 23B are diagrams showing a signature registration confirmation result display example in the image processing system according to the present invention. Fig. 23A is a display example for a message of the signature registration is OK,
and Fig. 23B is a display example for a message of the signature registration is NG.

Hereinafter, processes executed in the original registration server 120 indicated in the steps (410) to (414) will be explained.

Initially, in the step (410), the data of the registration number and date 402, the message digest value 404 and signature area information sent from user PC 100 are received, and the data of the registration number and date 402 and the message digest value 404 are checked with the contents (other than signature data) of the original registration file 121 to judge whether or not they are coincident with each other. When it is judged that they are coincident with each other, a registration affirmative judgment and date data are stored in an item of confirmation history of the original registration file 121 in the step (411).

Then, in the step (413), the signature area information which was sent is registered in the signature data. Then, in the step (414), a confirmed judgment result is notified to the user PC 100, and the process ends.

On the other hand, when it is judged that they are not coincident with each other in the step (410), a registration negative judgment and date data are stored in an item of confirmation history of the
original registration file 121, and a flow advances to the step (414) where a confirmed judgment result is notified to the user PC 100, and the process ends.

Accordingly, feature information of signature of an original registration user is registered in the original registration server 120 as a file.

Fig. 24 is a flowchart showing an example of a sixth data processing procedure in the image processing system according to the present invention. Here, it should be noted that the sixth data processing procedure corresponds to the processing procedure in a series of image processing between the user PC 100 and the original registration server 120 shown in Fig. 19, steps (801) to (806) are the steps to be executed on the side of the user PC 100, and steps (810) to (813) are the steps to be executed on the side of the original registration server 120. Incidentally, it is assume that a control program for controlling these steps is loaded from the external memory 11 or the like onto the RAM 2 and then executed by the CPU 1. Hereinafter, a print process will be explained in detail.

Initially, in the step (801), the print 111 with original-certified code added which is output from the printer 110 is read by the reader 101 and, e.g., the data of the registration number and date 402 and the message digest value 404 on the header area are
extracted. Then, in the step (802), for the image data in the signature area 203 on the print 111 with original-certified code added, the inside of the area is divided into blocks composed of plural images as shown in Fig. 22, and the color information (R, G, B) and the block coordinates (x, y) are extracted as the feature amount, which are sent to the original registration server 120 together with the data extracted in the step (801).

Then, in the step (803), confirmation information at the original registration server 120 is received.

Next, in the step (804), the contents of the confirmation information received from the original registration server 120 is judged, and when it is judged that the confirmation information is affirmative, a registration confirmation certification is printed by the printer 110 with a format shown in Fig. 11, 12, 17, 18 or the like in the step (805), and the process ends.

On the other hand, when it is judged that the confirmation information is negative in the step (804), a registration unconfirmed certification (non-certification) is printed with a format shown in Fig. 13 and the like in the step (806), and the process ends.

Hereinafter, processes executed in the original
registration server 120 indicated in the steps (810) to (813) will be explained.

Initially, in the step (810), the data of the registration number and date 402 and the message digest value 404 sent from the user PC 100 and the color information and the coordinate information (Fig. 22) with a block unit being the feature amount in the signature area are received, and the received information is checked with the contents of the original registration file 121 to judge whether or not they are coincident with each other. When it is judged that they are coincident with each other, an additional process of storing an affirmative judgment and confirmation date data in an item of confirmation history of the original registration file 121 is executed in the step (811) and the confirmation information result (includes confirmation number, confirmation result and confirmation date) confirmed in the step (810) is notified to the user PC 100 in the step (813), and the process ends.

On the other hand, in the step (810), when it is judged that they are not coincident with each other, a negative judgment and confirmation date data are stored in an item of confirmation history of the original registration file 121 in the step (812) and the confirmation information result (includes confirmation number, confirmation result and
confirmation date) confirmed in the step (810) is notified to the user PC 100 in the step (813), and the process ends.

(Fifth Embodiment)

In the fifth embodiment, a date of the registration already stored is added when original security registered data is reprinted.

Fig. 25 is a block diagram showing the structure of an image processing system according to the fifth embodiment of the present invention. In Fig. 25, the same structural components as those in Fig. 1 are denoted by the same numerals.

A point which is different from that in the first embodiment is the contents of an original registration file 121 which is managed by an original registration server 120, and data of which items are different from those in the original registration file 121 shown in Fig. 1 is managed.

The structure of the system is also same as that shown in Fig. 3.

An original registration process and a printing process are also same as those described in the above.

Fig. 26 is a flowchart showing an example of a seventh data processing procedure in the image processing system according to the present invention. Here, it should be noted that the seventh data processing procedure corresponds to the processing
procedure in a series of reprinting between a user personal computer (PC) and an original registration server 120 shown in Fig. 25, steps (1301) to (1309) are the steps to be executed on the side of the user PC 100, and steps (1310) to (1314) are the steps to be executed on the side of the original registration server 120. Incidentally, it is assumed that a control program for controlling these steps is loaded from the external memory 11 or the like onto the RAM 2 and then executed by the CPU 1. Hereinafter, a print process will be explained in detail.

Fig. 27 is a diagram showing an example of a third print attribute selection screen displayed on the CRT shown in Fig. 3, and that screen is assumed to be displayed as a user interface by, e.g., printer driver software loaded from the external memory 11 onto the RAM 2. In Fig. 27, the same buttons as those in Fig. 5 are denoted by the same numerals.

In Fig. 27, numeral 1201 denotes an original reprint button, and when the button 1201 is selected, a user ID already set for a user of the user PC 100, a message digest value to be extracted and registration number data 1202 which is input are sent to the original registration server 120.

Initially, in the step (1301), the user selects a normal print, an original registration print or an original reprint by an instruction of depressing
buttons by an operation screen displayed on a CRT 10 of the user PC shown in Fig. 27.

When it is judged that the user selects the original reprint, processes in the steps (1303) to (1308) are executed.

When it is judged that the user selects the normal print or the original registration print in the step (1301), a process when an original is registered shown in Fig. 4 is executed, and the process ends.

On the other hand, in the step (1301), when it is judged that the user selects the original reprint by an instruction from the original reprint button, a hash conversion is performed based from print data by a method shown in Fig. 7, and a message digest value 404 is extracted as the feature amount.

Then, in the step (1304), the user ID already set in the user PC 100, the digest value extracted in the step (1303) and the registration number data 1202 which is input on the screen shown in Fig. 27 are sent to the original registration server 120.

Then, in the step (1305), a reprint number and an original registration date issued by the original registration server 120 is received.

Fig. 28 is a diagram showing an example of print data generated by the user PC 100 shown in Fig. 25.

In Fig. 28, numeral 1401 denotes a certification
area where the text for certifying that the print is a reprint of the registration print is printed.

Then, in the step (1307), the printer 110 prints the produced print data, and the process ends in the step (1308). Accordingly, a reprint result shown in Fig. 28 is obtained.

Hereinafter, processes executed in the original registration server 120 indicated in the steps (1310) to (1314) will be explained.

Initially, in the step (1310), a date of receiving data from the user PC 100 is specified. Then, in the step (1311), it is inspected whether or not the user ID, the feature amount and the registration number data are correct. When it is judged that the user ID is not correct, a flow advances to the step (1314), and the process ends.

On the other hand, in the step (1311), when it is judged that the user ID is correct, a reprint number is determined in the step (1312) and data of the reprint number is sent to the user PC 100. Then, in the step (1313), a reprint history is stored in the original registration file 121 shown in Fig. 25, and a flow advances to the step (1314), and the process ends.

Also, in the present embodiment, it is needless to say that it may be structured that a registration confirmation result is added to an entire area of a
print image with thin density characters as shown in Figs. 11, 12 and 18.

(Sixth Embodiment)

In the sixth embodiment, when a user ID is registered from a user PC 100, restriction information for restricting a print process with an original certificate added is registered in an original registration server 120 with respect to each user. According to the present embodiment, when reprint is requested from the user PC 100, it is possible to restrict the print process by referring the registered restriction information.

Fig. 29 is a block diagram for explaining the structure of an image processing system according to the sixth embodiment of the present invention. In Fig. 29, the same structural components as those in the first embodiment are denoted by the same numerals and symbols as those shown in Fig. 1.

In Fig. 29, the point different from Fig. 1 is that the information input from the user PC 100 and transmitted to the original registration server includes restriction data (or restricted matter data). Here, it should be noted that the restrictions may include, e.g., the maximum number of print permission, the maximum number of times of printing permitted, other users who are permitted to perform printing, a date of printing (e.g., on and after February 28,
2003), and the like. Here, it should be noted that the restrictions are not limited to the above, that is, such information as above can be appropriately combined, and a printing time zone, color/monochrome printing, a text size, layout output and the like may be included in the restrictions.

Incidentally, the data which can be set as the restrictions should be input when a feature amount is registered in the original registration server 120, that is, when the print data input from a reader 101 is first printed. In other words, the restriction information is not input when second and following printings are performed.

Then, in the original registration server 120, the input restrictions are added as an original registration file 121, and this file is registered in an external memory of the original registration server 120 with respect to each user on the basis of the restriction data transmitted from the user PC 100.

Fig. 30 is a flow chart showing an example of an eighth data processing procedure in the image processing system according to the present invention. Here, it should be noted that the eighth data processing procedure corresponds to the processing procedure in a series of reprinting between the user PC 100 and the original registration server 120 shown in Fig. 29, steps (1701) to (1709) are the steps to
be executed on the side of the user PC 100, and steps (1710) to (1714) are the steps to be executed on the side of the original registration server 120. Incidentally, it is assumed that a control program for controlling these steps is loaded from an external memory 11 or the like onto a RAM 2 and then executed by a CPU 1. Hereinafter, the print process will be explained in detail.

First, in the step (1701), the operation screen shown in Fig. 5 and the like is displayed on a CRT 10 of the user PC 100, and a user then selects either normal printing or original registration printing by using an original registration print button 1102 or a normal print button 1101. When the user selects the original registration printing, the process in the steps (1703) to (1706) is performed. On one hand, when the user selects the normal printing, the flow advances to the step (1702) to produce only print data of a text print area 202 shown in Fig. 2 and the like, and then the flow advances to the step (1708).

More specifically, when the user selects the original registration printing in the step (1701), the flow advances to the step (1703) to perform the hash conversion based on the print data in the method of Fig. 6, and then extract a message digest value as the feature amount.

Then, when a user ID already set in the user PC
is extracted in the step (1704) and the above restrictions are input by the user in the step (1705), the digest value (feature amount) extracted in the step (1703), the user ID and the restrictions are sent to the original registration server 120.

Next, a registration number issued by the original registration server 120 is received in the step (1706), and the print data in the certification contents area 201 and the text print area 202 both shown in Fig. 2 and the like are produced in the step (1707). Then, in the step (1708), a print process is performed by a printer 110 based on the print data produced in the step (1707), and the process ends.

Hereinafter, the process of the original registration server 120 in the steps (1710) to (1714) will be explained.

First, in the step (1710), the date when the data (including the message digest value (feature amount), the user ID, and the restrictions) is received from the user PC 100 is specified. Then, it is confirmed in the step (1711) whether or not the user ID sent from the user PC 100 is correct. When it is confirmed that the user ID is not correct, the process ends in the step (1714).

Incidentally, when the user ID is confirmed, it is further judged in, e.g., the step (1311) of Fig. 26, whether or not printing can be permitted from the
current state (i.e., print administration information (the number of times of printings, the number of copies, etc.)) of the printer 110 which administers the restrictions based on registered restrictions 102A. Then, it is assumed that, when it is judged that the printing can be permitted, a reprint number and the date are notified to the user PC 100.

Meanwhile, when it is confirmed in the step (1711) that the user ID is correct, the flow advances to the step (1712) and further to the step (1713).

More specifically, in the step (1712), a registration number is uniquely determined based on the receiving date and the user ID and then sent to the user PC 100. Next, in the step (1713), the corresponding data is stored in the original registration file 121 shown in Fig. 29.

According to the above embodiment, when it is discriminated whether the printed material corresponds to the original, it is unnecessary on the side of the original registration server to store the entire image of the original itself. For this reason, it is possible to certify with high accuracy that the printed material corresponds to the original even if a large memory capacity is not used.

Moreover, the original specifying information which includes the feature amount of the electronic data to be output from the printer, the old and new
feature amounts extracted from the print image to which the original-certified information has been added, and the user ID for discriminating the print requester of the electronic data is sent to the server apparatus, it is administrated to be able to update the old (former) original specifying information administrated in the server apparatus into the new original specifying information based on the new feature amount, and it is controlled to produce the print data to be output to the printer on the basis of the original specifying information notified from the server apparatus. Therefore, when the user causes the server apparatus to print the electronic data according to the latest original specifying information registered in updatable manner, it is possible to reproducibly perform the original-certified printing by which the printed result that the original-certified information obtained by the verification according to the latest original specifying information has been added to the electronic data can be easily obtained at any time.

Moreover, the means for storing the feature amount of the electronic data and the print-produced date in the original registration server when the electronic data is actually printed is provided, whereby it is possible to structure the original registration system by which the conventional
inconvenience that the entire former electronic data must be stored in the original registration server can be avoided. Therefore, it is possible to reduce the entire storage capacity and the risk of leak of secrets.

Furthermore, the signature area in which the signatures of an administrator and an acknowledger are added to the printed material is provided to increase reliability of the originality, whereby alteration of the data becomes difficult by registering the original together with the signature area.

Furthermore, with respect to "signature," the certification means conventionally recognized socially and widely and the electronic means are linked together. Thus, the certificate (guarantee) of date and the detection of alteration which are the weak points in the conventional signature certification are compensated, whereby it is possible to certainly and accurately certify the originality of image.

Thus, in case of again outputting the former electronic data without altering it, it is possible to prevent that the print production date is altered.

Moreover, it is also possible to increase the reliability of originality by using not only the feature amount but also the signature.
Moreover, the feature amount of the electronic data to be output from the printer is first extracted, and the original specifying information including both the extracted feature amount and the user ID for discriminating the print requester of the electronic data is then transmitted to and administrated by the server. Subsequently, it is controlled to produce the print data to be output to the printer, based on the administration data notified from the server and the electronic data administrated by the server. Thus, when the user reprints the electronic data according to the original specifying information registered in the server, it is possible for the user to reproducibly perform the original-certified printing by which the printed result that the former-registered registration date has been added to the electronic data can be easily obtained.

Besides, it is possible to restrict the printing of the electronic data according to the restriction information designated by the user.

Incidentally, it is needless to say that the present invention can include all the differences of the structures in the above embodiments and also can appropriately select the part of these differences according to need.

Hereinafter, the structure of a data processing program which can be read by the image processing
system to which the data processing apparatus and the server apparatus according to the present invention are applicable will be explained with reference to a memory map shown in Fig. 31.

That is, Fig. 31 is the diagram for explaining the memory map of the storage medium which stores the various data processing programs capable of being read by the information processing apparatus according to the present invention. Though Fig. 31 merely shows first to fourth data processing programs, it is possible to store the data processing programs other than the above data processing programs at the lower areas. Of course, it is possible not to store all the programs but to store a part of each of the programs, and it is also possible to store the programs in plural-divided storage media.

Incidentally, though it is not illustrated specifically, also information (including version information, creator information, etc.) for administrating the program groups stored in the storage medium may occasionally be stored in the storage medium, and information (including icon information for discriminatively displaying a program, etc.) depending on an OS or the like on the program reading side may occasionally be stored in the storage medium.

Moreover, the data depending on the various
programs are administrated by a directory. Besides, programs or the like to uncompress installed programs and data are occasionally stored when the installed programs and data have been compressed.

Furthermore, the functions of the embodiments shown in Figs. 4, 9, 10, 16, 21, 24, 26 and 30 may be executed by a host computer based on externally installed programs. In this case, the present invention is applicable even in a case where an information group including programs is supplied from a storage medium (such as a CD-ROM, a flash memory, or an FD) or an external storage medium through a network to an output apparatus.

Incidentally, it is needless to say that the object of the present invention can be achieved in a case where the storage medium storing the program codes of software to realize the functions of the above embodiments is supplied to a system or an apparatus and then a computer (or CPU or MPU) in the system or the apparatus reads and executes the program codes stored in the storage medium.

In this case, the program codes themselves read from the storage medium realize the new functions of the present invention, whereby the storage medium storing these program codes constitutes the present invention.

As the storage medium for supplying the program
codes, e.g., a flexible disk, a hard disk, an optical disk, a magnetooptical disk, a CR-ROM, a CD-R, a magnetic tape, a nonvolatile memory card, a ROM, an EEPROM or the like can be used.

Moreover, it is needless to say that the present invention includes not only a case where the functions of the above embodiments are realized by executing the program codes read by the computer, but also a case where an OS (operating system) or the like functioning on the computer executes a part or all of the actual process according to instructions of the program codes, whereby the functions of the above embodiments are achieved by that process.

Furthermore, it is needless to say that the functions of the above embodiments can be achieved in a case where the program read from the storage medium is once written in a memory provided in a function expansion board inserted in the computer or a function expansion unit connected to the computer, and then a CPU or the like provided in the function expansion board or the function expansion unit executes a part or all of the actual process according to the instructions of the program.

The present invention is not limited to the above embodiments. That is, various modifications (including an organic combination of the respective embodiments) can be achieved on the basis of the
purposes of the present invention, and these modifications are not excluded from the scope of the present invention.

As many apparently widely different embodiments of the present invention can be made without departing from the spirit and scope thereof, it is to be understood that the present invention is not limited to the specific embodiments thereof expect as defined in the appended claims.
CLAIMS

1. A data processing method of an image processing system in which a server apparatus and a data processing apparatus communicate with each other to perform a predetermined data process, comprising:

   a first extraction step of extracting a feature amount of electronic data to be output from a printer apparatus;

   a first transmission step of transmitting original specifying information including the feature amount extracted in said first extraction step and a user ID for discriminating a print requester of the electronic data, to the server apparatus;

   a control step of controlling generation of print data to be output to the printer apparatus, on the basis of original certification information notified by the server apparatus; and

   a print step of causing the printer apparatus to print the print data generated in said control step and information indicating that the print data corresponds to an original.

2. A data processing method according to Claim 1, further comprising:

   a second extraction step of extracting additional information included in an original certification print image to be output from the
printer apparatus based on the print data generated in said control step;

a second transmission step of transmitting to the server apparatus update information including the additional information extracted in said second extraction step, a new feature amount extracted from new electronic data in said first extraction step, the feature amount and the user ID;

an administration step of receiving the original specifying information transmitted from the data processing apparatus, registering the received information in a storage unit, and administrating the registered information;

an update step of updating the content of the original specifying information, by verifying the update information transmitted from the data processing apparatus and the original specifying information; and

a notification step of, when original certification printing is requested by the data processing apparatus, notifying the data processing apparatus of the original certification information to be added to the electronic data, by referring the original specifying information transmitted from the data processing apparatus and the original specifying information registered in the storage unit.
3. A data processing method according to Claim 2, wherein said administration step performs file administration of the original specifying information and administration information of the original specifying information.

4. A data processing method according to Claim 2, wherein said update step updates administration information stored in the storage unit.

5. A data processing method according to Claim 4, wherein the administration information includes a registration number, a registration date, version information, an update history and a confirmation history for administrating the original specifying information.

6. A data processing method according to Claim 2, wherein said update step updates any one of a registered registration date, a feature amount, version information, and an update history included in the information stored in the storage unit.

7. A data processing method according to Claim 2, further comprising:
   a confirmation step of, when original confirmation is requested by the data processing
apparatus, confirming originality of the original specifying information by referring the original specifying information transmitted from the data processing apparatus and the original specifying information registered in the storage unit; and

a confirmation notification step of notifying the data processing apparatus of a confirmation result in said confirmation step.

8. A data processing method according to Claim 2, wherein the storage unit stores, as administration information, information specifying a date when the feature amount is recorded.

9. A data processing method according to Claim 1, wherein said control step adds the feature amount to the print data as a digital watermark.

10. A data processing method according to Claim 1, wherein said control step adds area information, for inputting signature information, to the print data.

11. A data processing method according to Claim 10, further comprising a step of extracting a signature image drawn in the area information added in said control step, and transmitting the extracted
signature image to the server apparatus.

12. A data processing method according to Claim 1, further comprising a step of, when reprinting is requested by the data processing apparatus, notifying the data processing apparatus of administration information to be added to the electronic data, by referring the original specifying information transmitted from the data processing apparatus and the original specifying information registered in the storage unit.

13. A data processing method according to Claim 12, further comprising a confirmation step of, when the reprinting is requested by the data processing apparatus, confirming determination as to whether or not to perform the printing by referring restriction information.

14. A data processing method according to Claim 13, wherein the restriction information indicates the maximum number of printing of the electronic data or an upper limit value of the number of printing of the electronic data.

15. A data processing method according to Claim 13, wherein the restriction information is original
specifying information for specifying a user other than registered users who can print the electronic data.

16. A data processing method according to Claim 13, wherein the restriction information indicates a date or a time when the electronic data can be printed.
AMENDED CLAIMS

[received by the International Bureau on 07 July 2004 (07.07.2004);
original claim 1, 2, 6, 8 and 9 amended; remaining claims unchanged 6 pages)]

CLAIMS

1. (Amended) A data processing method of an
image processing system in which a server apparatus
and a data processing apparatus communicate with each
other to perform a predetermined data process,
comprising:

a storing step of storing an electronic data in
the data processing apparatus;

a first extraction step of extracting a feature
information of the electronic data to be output to a
printer apparatus stored in the data processing
apparatus;

a first transmission step of transmitting
original specifying information including the feature
information extracted in said first extraction step
and a user ID for discriminating a print requester of
the electronic data but not transmitting the
electronic data stored in the data processing
apparatus, to the server apparatus;

a control step of controlling generation of
print data to be output to the printer apparatus, on
the basis of original certification information
notified by the server apparatus and the electronic
data stored in the data processing apparatus; and

a print step of causing the printer apparatus
to print the print data generated in said control
step and information indicating that the print data
corresponds to an original.

2. (Amended) A data processing method according to Claim 1, further comprising:

a second extraction step of extracting additional information included in an original certification print image to be output to the printer apparatus based on the print data generated in said control step;

a second transmission step of transmitting to the server apparatus update information including the additional information extracted in said second extraction step, a new feature information extracted from new electronic data in said first extraction step, the feature information and the user ID;

an administration step of receiving the original specifying information transmitted from the data processing apparatus, registering the received information in a storage unit, and administrating the registered information;

an update step of updating the content of the original specifying information, by verifying the update information transmitted from the data processing apparatus and the original specifying information; and

a notification step of, when original certification printing is requested by the data
processing apparatus, notifying the data processing apparatus of the original certification information to be added to the electronic data, by referring the original specifying information transmitted from the data processing apparatus and the original specifying information registered in the storage unit.

3. (Unchanged) A data processing method according to Claim 2, wherein said administration step performs file administration of the original specifying information and administration information of the original specifying information.

4. (Unchanged) A data processing method according to Claim 2, wherein said update step updates administration information stored in the storage unit.

5. (Unchanged) A data processing method according to Claim 4, wherein the administration information includes a registration number, a registration date, version information, an update history and a confirmation history for administering the original specifying information.

6. (Amended) A data processing method according to Claim 2, wherein said update step updates any one
of a registered registration date, a feature
information, version information, and an update
history included in the information stored in the
storage unit.

7. (Unchanged) A data processing method
according to Claim 2, further comprising:
   a confirmation step of, when original
confirmation is requested by the data processing
apparatus, confirming originality of the original
specifying information by referring the original
specifying information transmitted from the data
processing apparatus and the original specifying
information registered in the storage unit; and
   a confirmation notification step of notifying
the data processing apparatus of a confirmation
result in said confirmation step.

8. (Amended) A data processing method according
to Claim 2, wherein the storage unit stores, as
administration information, information specifying a
date when the feature information is recorded.

9. (Amended) A data processing method according
to Claim 1, wherein said control step adds the
feature information to the print data as a digital
watermark.
10. (Unchanged) A data processing method according to Claim 1, wherein said control step adds area information, for inputting signature information, to the print data.

11. (Unchanged) A data processing method according to Claim 10, further comprising a step of extracting a signature image drawn in the area information added in said control step, and transmitting the extracted signature image to the server apparatus.

12. (Unchanged) A data processing method according to Claim 1, further comprising a step of, when reprinting is requested by the data processing apparatus, notifying the data processing apparatus of administration information to be added to the electronic data, by referring the original specifying information transmitted from the data processing apparatus and the original specifying information registered in the storage unit.

13. (Unchanged) A data processing method according to Claim 12, further comprising a confirmation step of, when the reprinting is requested by the data processing apparatus, confirming determination as to whether or not to
perform the printing by referring restriction information.

14. (Unchanged) A data processing method according to Claim 13, wherein the restriction information indicates the maximum number of printing of the electronic data or an upper limit value of the number of printing of the electronic data.

15. (Unchanged) A data processing method according to Claim 13, wherein the restriction information is original specifying information for specifying a user other than registered users who can print the electronic data.

16. (Unchanged) A data processing method according to Claim 13, wherein the restriction information indicates a date or a time when the electronic data can be printed.
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