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METODO PARA AUTENTICAR UMA TRANSACAO DESEMPENHADA
POR UM EQUIPAMENTO DE USUARIO DE COMUNICAGAO MOVEL

[0001] A presente invencdo se refere a transmissdo de
mensagens de validacao de servigo por um dispositivo de equipamento de
usuario (UE) em um sistema de comunicacfes moveis.

[0002] As redes GSM, UMTS e EPC (nucleo de pacote
evoluido) proveem funcdes que implementam mecanismos de cobranca off-
line e/ou online nos portadores, niveis de subsistema e servico. A fim de
suportar esses mecanismos de cobranca, a rede desempenha o
monitoramento em tempo real do uso de recursos nos trés niveis acima, a
fim de detectar os eventos cobraveis relevantes.

[0003] Na cobranca off-line, um uso de recurso € relatado de
uma rede para um dominio de faturamento (BD) depois que o uso do
recurso tenha ocorrido. Na cobranca on-line, uma conta de assinante,
localizada em um sistema de cobranca on-line (OCS), é consultada antes
de conceder permisséo para usar os recursos de rede solicitados.

[0004] Exemplos tipicos de uso de recurso de rede séo
chamadas de voz de determinada duragao, o transporte de um determinado
volume de dados ou o envio de uma mensagem multimidia de um
determinado tamanho. Os pedidos de utilizac&o de recursos de rede podem
ser iniciados pelo UE ou pela rede.

[0005] A cobranca off-line € um processo onde as informacgdes
de cobranca para uso de recurso de rede séo coletadas simultaneamente
com esse uso de recurso. A informacdo de cobranca é entdo passada
através de uma cadeia de funcgOes logicas de cobranca. No final desse
processo, o0s arquivos de registro de dados de cobranca (CDR) séao gerados
pela rede, que sdo entdo transferidos para o dominio de faturamento da
operadora de rede para o faturamento de assinante e/ou contabilidade
entre operadoras (ou funcdes adicionais, por exemplo, estatisticas, a

critério da operadora). O BD tipicamente compreende sistemas de pos-
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processamento, tais como o sistema de faturamento da operadora ou do
dispositivo de mediagéo de faturamento. Em conclusao, a cobranga off-line
€ um mecanismo onde a informacéo de cobranca ndo afeta, em tempo real,
0 servigo prestado.

[0006] A cobranca on-line € um processo em que as
informacdes de cobranca para uso de recurso de rede sdo coletadas
simultaneamente com esse uso de recurso da mesma maneira que a
cobranca off-line. Contudo, a autorizagdo para o uso de recurso de rede
deve ser obtida pela rede antes que o uso real dos recursos ocorra. Esta
autorizacao é concedida pelo OCS mediante solicitacdo da rede.

[0007] Quando recebe uma solicitagcdo de uso de recurso de
rede, a rede reune as informacdes de cobranca relevantes e gera um
evento de cobranca para o OCS em tempo real. O OCS, entéao, retorna uma
autorizagcao de uso de recurso apropriada. A autorizacdo de uso de recurso
pode ser limitada em seu ambito (por exemplo, volume de dados ou
duracé&o), portanto, a autorizacdo pode ter que ser renovada de tempo em
tempo, desde que o uso de recursos de rede do usuério persista.

[0008] A cobranca on-line é um mecanismo onde as
informacdes de cobranca podem afetar, em tempo real, o servico prestado
e, portanto, € solicitada uma interacdo direta do mecanismo de cobranca
com o controle do uso de recurso de rede.

[0009] Uma funcao de ativacéo de cobranca (CTF) gera eventos
de cobranca com base na observacdo do uso de recurso de rede. Uma
funcdo de dados de cobranca (CDF) recebe eventos de cobranca da CTF
por meio do chamado ponto de referéncia Rf. A CDF entdo usa as
informacdes contidas nos eventos de cobranca para construir CDRs. Os
CDRs produzidos pela CDF sao transferidos imediatamente para uma
funcdo de gateway de cobranca (CGF) por meio do chamado ponto de
referéncia Ga. A CGF atua como um gateway entre a rede 3GPP e o BD.

Ela usa o chamado ponto de referéncia Bx para a transferéncia de arquivos
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CDR para o BD. A OCF consiste em dois modulos distintos, ou seja, uma
funcdo de cobranca com base em sessao (SBCF) e uma funcdo de
cobranca com base em eventos (EBCF).

[0010] A SBCF é responsavel pela cobranca on-line de
rede/sessbes de usuario, por exemplo, chamadas de voz, portadores de IP
CAN, sesséao de IP CAN ou sessfes de IMS.

[0011] A EBCF desempenha cobranca on-line com base em
evento em conjunto com qualquer servidor de aplicativos ou servico NE,
inclusive servidores de aplicativos SIP.

[0012] Uma funcdo de avaliacdo (RF) determina um valor do
uso de recurso de rede (descrito no evento de cobranca recebido pelo OCF
da rede) em nome da OCF.

[0013] Um sistema de cobranca off-line (OFCS) é um
agrupamento de funcdes de cobrancas usadas para cobranca off-line. Ele
coleta e processa eventos de cobranca de um ou mais CTFs e gera CDRs
para os processos de faturamento a jusante off-line posteriores.

[0014] Caso um assinante esteja em roaming e servido por uma
rede visitada, ambos os sistemas de cobranca (na rede visitada e na rede
doméstica) cobrardo o assinante separadamente. As cobrancas de roaming
geralmente sdo por minuto para chamadas de voz (cobranca diferente para
chamadas de voz originadas e terminadas por celular), por SMS e por
volume de dados por megabyte. Por questdes de cobranca, ambas as
redes se comunicam por meio de um procedimento de conta transferida
(TAP). O mecanismo de transferéncia para TAP € um mecanismo chamado
de aplicativos customizados para logica aprimorada de rede movel
(CAMEL).

[0015] Para todos os servicos providos por uma rede visitada
que sédo roteados atraves da rede domestica, por exemplo, chamadas de
voz, SMS, IMS, é possivel que a operadora da rede doméstica valide todas

as cobrancas transferidas da rede de atendimento por meio do TAP. Ja
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existem alguns servicos que atualmente ndo sdo roteados pela rede
doméstica, como interrupcédo local ao acesso de internet ou chamadas de
voz por IP localmente roteadas (VolIP). Esses servi¢os servidos localmente
provavelmente se tornardo mais populares. A operadora doméstica nao
possui um mecanismo para verificar as cobrancas transferidas da rede de
atendimento por meio do TAP para servicos roteados localmente.
Atualmente, as operadoras devem confiar umas nas outras que 0S Sservigos
pelos quais a rede de atendimento transmite cobrancas foram realmente
providos ao assinante em roaming. Ha uma necessidade de um mecanismo
gue possibilite que a operadora domeéstica valide as cobrancas de roaming.

[0016] O documento US 2002/0161723 Al descreve uma
técnica na qual a identidade de um UE é validada usando chaves
armazenadas no UE e um centro de autenticagcao de maneira convencional.
Quando o UE estad conectado a uma rede local que ndo a sua rede
doméstica, uma chave secreta compartilhada, compartilhada pela
operadora de rede domeéstica e o UE, é usada para validar o UE com a
operadora de rede local. Se um usuario do UE desejar fazer uma compra
fazendo uso do UE para autorizar o pagamento, as mensagens serao
trocadas com um vendedor usando uma rede de comunicacao diferente,
com o UE assinando uma mensagem do vendedor para indicar a aceitacao
da transacdo. Um servico de verificacdo de assinatura de rede é entdo
usado para verificar a assinatura. O servi¢o de verificacdo de assinatura é
diferenciado da rede doméstica e da rede local. Como descrito, tanto o UE
guanto o servico de verificacdo de assinatura s&o providos com a chave de
assinatura.

[0017] O documento WO 2005/004456 descreve um mecanismo
para cobrar um usuario de um UE que usa uma rede visitada na qual uma
rede domeéstica emite certificados contabeis que sdo enviados ao UE, que
possibilita que o UE proveja esses ao provedor de servicos da rede

visitada.
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[0018] A presente invencdo prové um método para autenticar
uma transacdo desempenhada por um equipamento de usuario de
comunicacdo moével, UE, dispositivo que tenha desempenhado um
procedimento de autenticacdo e acordo de chave entre o dispositivo UE e
uma entidade de gerenciamento movel de uma rede visitada, a fim de
estabelecer um contexto de seguranca entre o dispositivo UE e a rede
visitada, 0 método compreendendo enviar uma mensagem de validacédo de
servico do dispositivo UE para a rede visitada, a mensagem de validacao
de servico que é assinada digitalmente pelo dispositivo UE usando uma
chave de protecdo de integridade compartilhada entre o dispositivo UE e
uma rede domeéstica; e encaminhar a mensagem de validacdo de servico
da rede visitada para a rede doméstica.

[0019] A presente invencdo prové um mecanismo que fornece a
operadora domeéstica mais controle sobre as cobrancas de roaming
transferidas por meio do TAP. O consentimento do usuario pode fazer parte
desse mecanismo. Um aspecto desse mecanismo € estabelecer um
segredo compartilhado entre um UE e uma operadora doméstica e usar
esse segredo compartilhado para gerar mensagens de validac&o de servigo
protegidas por integridade. O segredo compartilhado também poderia ser
usado para enviar mensagens protegidas por integridade da rede de
operadora doméstica para o UE; por exemplo, uma lista com redes
visitadas preferenciais ou permitidas. Varias alternativas sdo providas sobre
como transferir essas mensagens de validacdo de servico do UE para a
operadora domeéstica. A opcdo mais benéfica é aprimorar a CTF na rede
visitada, assim as mensagens de validacéo de servico geradas no UE em
roaming sdo adicionadas aos CDRs gerados na rede de atendimento e
encaminhadas a operadora doméstica por meio de mensagens de cobranca
TAP. Existem também varias alternativas para compartilhar um segredo
entre um UE e uma rede doméstica que é desconhecida da rede visitada.

Uma opcao é executar uma funcdo de autenticacdo e acordo de chave
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(AKA) duas vezes, mas ndo compartilhar a chave de protecdo de
integridade com a rede visitada na segunda execucdo. Uma vantagem
desse método é que ndo ha impacto nos cartdes SIM existentes. Nas fases
posteriores da padronizagcdo 5G, € possivel que uma funcdo de derivacéo
de chave (KDF) sera usada para derivar todas as chaves de sessédo da
rede doméstica para a rede visitada, isto é, a rede visitada ndo recebe as
chaves da rede doméstica, mas as chaves dedicadas a rede visitada
derivadas das chaves da rede doméstica. Nesse caso, a chave de protecao
de integridade da rede doméstica, agora desconhecida da rede visitada,
pode ser usada.

[0020] Aspectos particulares da invencdo podem oferecer a
operadora controle sobre as cobrancas de roaming e/ou estabelecer
cobrancas mais confiaveis de roaming de acordos comerciais. Uma
implementacao da invencdo pode ser com base em meios técnicos, em vez
de confianca, e a invencdo possibilita que um usuéario evite fraudes
relacionadas as cobrancas de roaming.

[0021] Modalidades preferenciais da invencdo serdo agora
descritas, somente a titulo de exemplos, em referéncia as figuras anexas,
nas quais:

A Figura 1 é uma representacdo esquematica de uma entidade de
gerenciamento movel que solicita vetores de autenticacdo de um ambiente
domeéstico;

A Figura 2 € uma representacdo esquematica de um procedimento
de autenticacéo e acordo de chave; e

A Figura 3 é um fluxograma de mensagem que ilustra uma
modalidade da invencao.

[0022] Em uma primeira modalidade, um conhecido mecanismo
de resposta de desafio inicial chamado de "autenticacdo e acordo de
chave" (AKA), no qual as chaves de sesséo séo geradas, € executado duas

vezes para gerar duas chaves de integridade diferentes. Em um cenario de
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roaming de legado LTE, a AKA é desempenhada entre um UE e uma
entidade de gerenciamento de mobilidade (MME) da rede de atendimento
uma vez. A MME solicita um vetor de autenticacdo da operadora domeéstica,
gue inclui o desafio, a chave da sessao raiz Kasve € a resposta esperada
para o desafio. A MME envia o desafio para o UE; o UE calcula a resposta
a este desafio e a chave da sesséo raiz correspondente. O UE envia a
resposta de volta para a MME. A MME verifica a resposta com a ajuda da
resposta esperada. A chave de sessao gerada é armazenada junto com um
identificador KSlasve no UE e na MME e é usada para estabelecer um
contexto de seguranca para o UE. O procedimento AKA é descrito no 3GPP
TS 33.401 v15.0.0.

[0023] Nesta modalidade, o0 procedimento AKA ¢
desempenhado duas vezes. A primeira execucdo € como descrita acima.
Na segunda execucdo, apenas o0 desafio e a resposta esperada sé&o
transferidos da rede doméstica para a rede de atendimento, isto €, uma
chave raiz da sessdo Kasve2 é mantida na rede domeéstica e ndo €
fornecida a rede de atendimento (visitada). Uma raiz para a hierarquia de
chaves da sessdo para 0 contexto de seguranca entre a rede de
atendimento e o UE é o0 Kasmel e a chave de prote¢cdo de integridade para a
mensagem de confirmacéo de servico é derivada da Kasve2. Uma vez que
a rede de atendimento ndo tem conhecimento da Kasve2, as mensagens de
validacéo de servico protegidas por integridade, assinadas com a chave de
protecdo de integridade que somente o UE e a operadora domeéstica
compartilham entre si, ndo podem ser geradas pela rede de atendimento,
mas somente pelo UE. Caso a rede de atendimento altere o contetdo da
mensagem de validacdo de servico, a verificacdo de integridade na rede
domeéstica ira falhar.

[0024] A Figura 1 ilustra uma MME solicitando um ou mais

vetores de autenticacdo de um banco de dados de assinante no ambiente
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domeéstico (HE) da rede da operadora doméstica. O procedimento AKA é
ilustrado na Figura 2 (estado da técnica).

[0025] Em lancamentos de padronizacdo posteriores, as chaves
de sessdo atuais conhecidas na rede doméstica podem nao ser
encaminhadas da operadora domeéstica para a rede de atendimento. Por
conseguinte, em uma segunda modalidade, as chaves de sessdo da
operadora doméstica permanecem somente com a operadora doméstica e,
em vez disso, as chaves de sessao usadas na rede de atendimento serao
derivadas das chaves existentes na rede doméstica e no UE. Neste caso, 0
procedimento acima de uma segunda execucdo de AKA é obsoleto, pois 0
UE e a operadora doméstica podem proteger por integridade a sua
comunicacao por meio das chaves de sesséo da operadora domeéstica.

[0026] Se as mensagens de validacdao de servico sao uma
caracteristica opcional gue é somente desempenhada pelo UE e pela rede
de atendimento no caso de solicitacdo da rede doméstica, é entdo
necessario sinalizar a solicitacdo da rede da operadora doméstica para a
rede de atendimento. E benéfico adicionar as informacées na resposta para
a solicitacdo de autenticacdo do HE para a MME na rede de atendimento.
Em uma terceira modalidade, a rede da operadora doméstica solicita
mensagens de validacdo de servico em uma oOu mais mensagens
dedicadas a rede de atendimento. Em uma quarta modalidade, o HE solicita
mensagens de autenticacdo de servi¢co da rede de atendimento de maneira
implicita ao responder com um vetor de autenticacdo mais do que o
solicitado.

[0027] Além disso, o UE precisa receber uma solicitacdo para
gerar mensagens de validacdo de servico. Essa solicitacdo pode ser
enviada como informacédo adicional da rede da operadora doméstica ou da
rede de atendimento no processo de autenticagéo, por exemplo, em uma
mensagem de comando no modo de seguranca non-access stratum (NAS).

Em outra modalidade, as mensagens de validacdo de servico sé&o
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solicitadas pela rede de atendimento para o UE em uma ou mais
mensagens dedicadas. Em uma modalidade, a rede de atendimento solicita
mensagens de validacéo de servico durante um procedimento de conexao,
por exemplo, durante o processo de autenticagédo ou instalagéo do contexto
de seguranca. Em outra modalidade, a rede de atendimento solicita
mensagens de validacdo de servico por portador durante o procedimento
de instalacdo de portador. E benéfico para a rede de atendimento solicitar
uma periodicidade correspondente para a geracdo de mensagens de
validacdo de servico no UE. Em outra modalidade, o UE decide a
periodicidade com base nas informacdes de politica armazenadas providas
pela rede da operadora doméstica.

[0028] Se as mensagens de validacéo de servi¢co sao solicitadas
e em que periodicidade o UE é solicitado para gerar mensagens de
validacdo de servico € a critério da operadora doméstica. Pode ser uma
politica por assinante ou por classe de acesso ou com base nas
capacidades do UE. Em uma modalidade, uma politica de mensagens de
validacéo de servico € armazenada no HE da rede da operadora doméstica.
Em outra modalidade, a politica de mensagens de validagéo de servico faz
parte de uma funcéo de controle e cobranca de politica (PCCF).

[0029] As mensagens de validacao de servigco enviadas do UE
por meio da rede visitada para a rede doméstica tém que ser protegidas
contra atagues de repeticdo. Isso poderia ser realizado com estampas
temporais ou numeros de sequéncia de mensagens ou ambos. A primeira
mensagem de validacédo de servico poderia ser uma validacdo antecipada,
isto é, ela valida a instalagdo ou a recepgdo de uma configuragdo para
instalacdo de um servigo sem que uma provisao de servico significativa seja
validada. Essa primeira mensagem de validacdo de servico deve incluir
uma estampa temporal ou o niumero de sequéncia 1 e quando a segunda
mensagem de validacao pode ser esperada; por exemplo, em um minuto ou

no trafego de dados em roaming de 100 Kbytes ou no final de uma ligagao.
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A partir da segunda mensagem de validacdo de servico, (para cada
servico), as mensagens poderiam incluir informacdes adicionais de
feedback do periodo de servi¢o anterior, tal como qualidade da chamada de
voz do minuto anterior da chamada de voz ou taxa de dados do ultimo
trafego de dados moveis em roaming de 100 Kbytes.

[0030] A seguir, é apresentado um exemplo de tal mensagem
de validag&o de servicgo.

ID Ver SEQ TS P SID FB MAC
ID. Identificacdo do assinante; por exemplo, GUTI (ID temporaria

Gnica global)

Ver: Informacdes sobre a versdo do protocolo

SEQ: Numero de sequéncia da mensagem; por exemplo, 16 bits

TS: Estampa temporal

P: Periodicidade esperada das mensagens de validacdo de
Servico para este servico

SID: ldentificador de servico (por exemplo, servico de dados de
interrupcgao local, chamada de voz, ID da sesséo do portador ou da PDU)

FB: Informacdes de feedback para o servico atual

MAC: Cdédigo de autenticacdo de mensagem como protecdo de
integridade com chave de sessédo compartilhada.

[0031] Um fluxograma de mensagem exemplar € mostrado na
Figura 3. Um usuario liga seu UE em um pais estrangeiro. O UE encontra,
durante o procedimento de registro, etapa 1, uma rede de atendimento com
a qual a operadora doméstica possui um acordo de roaming. Uma lista
controlada por operadora doméstica de redes permitidas é armazenada no
SIM. A rede de atendimento solicita, na etapa 2, um vetor de autenticacao
da operadora doméstica para o usuario em roaming. Uma entidade de
gerenciamento de mobilidade MME da rede de atendimento solicita, na
etapa 3, um ou mais vetores de autenticacdo AV de um ambiente
doméstico HE da rede doméstica. O HE responde, na etapa 4, com o vetor

de autenticacao solicitado e um vetor de autenticacdo adicional. A MME da
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rede doméstica encaminha, na etapa 5, uma chave de sessédo para
protecédo de integridade derivada do vetor de autenticagdo adicional para
uma funcdo de gateway de cobranca. A rede de atendimento recebe, na
etapa 6, dois vetores de autenticacdo AV. Um é completo como conhecido
no estado da técnica e em um segundo AV, de acordo com a invencéo, a
raiz da hierarquia de chave de sessao (pelo menos a chave da sesséo para
protecdo de integridade) ndo estd incluida. A recepcdo de um vetor de
autenticacao adicional pode sinalizar implicitamente a rede de atendimento
que as mensagens de validacdo de servico sdo solicitadas a rede da
operadora doméstica. Esta solicitacdo também pode ser de maneira
explicita com uma solicitacdo de validagdo de servico NAS dentro de
mensagens entre a MME e o HE, de acordo com o 3GPP TS 33.401. A
AKA executada como parte do procedimento de autenticacdo no estado da
técnica, de acordo com TS 33.401, ndo é mostrada na figura. A rede de
atendimento, entdo, executa um segundo procedimento AKA (ou o
potencial sucessor AKA*), na etapa 7, no qual a rede de atendimento
sinaliza em uma mensagem de comando do modo de seguranca NAS para
o UE que a chave da sessao para protecao de integridade dessa execucao
adicional da AKA deve ser usada para assinar mensagens de validacao de
servigco e que essas mensagens de validacdo de servi¢co sao solicitadas. O
UE confirma, na etapa 8, a solicitacdo na mensagem completa de modo de
seguranca NAS para a rede de atendimento. A chave de protecdo de
integridade resultante da segunda execucdo AKA é armazenada no UE a
fim de gerar o campo MAC de mensagens de validacao de servico.

[0032] O usuario agora inicia uma chamada de voz roteada
localmente e, portanto, uma primeira mensagem de validacdo de servico é
gerada no UE e enviada, na etapa 9, uma mensagem de validacdo de
servico NAS para a entidade de gerenciamento de mobilidade de
atendimento (MME) da rede de atendimento. A primeira mensagem de

validacéo de servico contém a GUTI do usuario, o niumero de sequéncia da
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mensagem "1", estampa temporal atual, periodicidade esperada de um
minuto, como identificador de servigco "chamada de voz local’, campo de
informacdes de feedback vazio e um codigo de autenticacdo de mensagem
valido para os sete primeiros campos da mensagem.

[0033] A rede de atendimento MME encaminha, na etapa 10, a
mensagem de validacado para a funcéo de dados de cobranca CDF. A CDF
também recebe, na etapa 11, uma mensagem de eventos de cobranca da
funcéo de ativacao de cobranca CTF e gera um CDR e, de acordo com esta
invencdo, concatena a mensagem de validacdo de servico para o CDR.
Conforme as mensagens de validacédo de servico séo geradas pelo UE de
maneira autbnoma, configuradas ou influenciadas pela rede doméstica ou
visitada. E benéfico sincronizar uma mensagem de validacdo de servico
com os CDRs, de modo que com cada CDR uma mensagem de validacdo
de servico correspondente € concatenada, mas uma solucdo ndo sincrona
também seria possivel. Nesse caso, um unico CDR pode incluir zero, uma
ou mais mensagens de validacdo, dependendo da disponibilidade da
mensagem no CDR. Caso mais de uma mensagem de validac&o de servico
esteja contida em um Unico CDR, algumas poderao validar CDRs anteriores
gue nao continham mensagens de validacao de servico.

[0034] O CDR (com a mensagem de validacao de servigo
concatenada) produzido pela CDF é transferido imediatamente, na etapa
12, para a funcdo de gateway de cobranca CGF por meio do ponto de
referéncia Ga. A CGF gera, na etapa 13, uma mensagem de cobranca TAP
com a mensagem de validacdo de servico incluida, que é transferida por
meio da interface CAMEL sobre SS7 para a CGF da operadora domestica.
A CGF da operadora doméstica vdlida, na etapa 14, a mensagem de
validacéo de servico solicitada antes de prosseguir com o procedimento de
cobranca.

[0035] Uma alternativa ao exposto acima é a geracdo de

mensagens de validacdo de servico com base em uma ativacdo da rede
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visitada. A CDF ou qualquer outra entidade do sistema de cobranca da rede
visitada pode ativar o UE em uma nova mensagem NAS ou com novas
informacdes em uma mensagem NAS conhecida para gerar uma
mensagem de validacdo de servico, de modo a garantir que cada
mensagem de cobranca TAP inclua uma mensagem de validacdo de
servico que valida o servico cobrado. Nesta alternativa, como o UE néo
controla o tempo de geracdo de mensagens de validagdo de servigo, as
mensagens podem ndo conter nenhuma informacdo sobre a proxima
mensagem de validacao de servico esperada, isto é, ndo ha informacbes de
periodicidade.

[0036] As mensagens de validacdo de servico podem ser
geradas no UE para validar uma instalacao ou provisdo de um servico por
uma rede visitada (em roaming). A mensagem de validacao de servico pode
compreender informacdes de servigco relacionadas a uma instalacdo de
servico ou provisionada pela rede visitada e uma assinatura que valida as
informacdes de servico para a rede doméstica.

[0037] A invencdo prové em um aspecto uma transmissdo da
mensagem de validacédo de servico para a rede visitada para transmissao
para a rede domeéstica em relacdo a uma informacdo de cobranca da
visitada para a rede domeéstica a cerca de uma instalacdo ou servico
provisionado a ser cobrado (CDR).

[0038] Em suma, esta invencdo prové a transmissdo de
mensagens de validacdo de servico por uma rede visitada para a rede
doméstica em relacdo a uma informacdo de cobranca (CDR) da visitada
para a rede domeéstica a cerca de uma instalagéo ou servico provisionado a
ser cobrado. As mensagens de validacédo de servico podem compreender
protecdo de integridade com uma chave compartilhada entre o UE e a
operadora domestica, protecdo de reproducdo com estampas temporais ou
nameros de sequéncia de mensagens ou ambos, a primeira mensagem de

validacdo de servico com antecedéncia, periodicidade esperada das
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seguintes mensagens em uma primeira mensagem ou em todas as
mensagens, feedback para o ultimo periodo de servico, uma mensagem de
validacédo de servico por servico; por exemplo, servico de trafego de dados
e chamada de voz e mensagens de validagao de servigo ativadas pela rede
visitada, isto €, geradas sob demanda da rede visitada. Uma chave de
protecdo de integridade compartilhada entre o UE e a operadora domeéstica
€ gerada por meio de uma segunda execucao AKA ou alcancada ao derivar

as chaves de sesséo exclusivas para a rede de atendimento.
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REIVINDICACOES

1. Método para autenticar uma transacdo desempenhada por um
equipamento de usuario de comunicacdo moével, UE, dispositivo que tenha
desempenhado um procedimento de autenticacdo e acordo de chave entre
o dispositivo UE e uma entidade de gerenciamento movel de uma rede
visitada, a fim de estabelecer um contexto de seguranca entre o dispositivo
UE e a rede visitada, o método caracterizado pelo fato de que
compreende:

enviar uma mensagem de validacdo de servico do dispositivo UE
para a rede visitada, a mensagem de validacdo de servigco que € assinada
digitalmente pelo dispositivo UE usando uma chave de protecdo de
integridade compartilhada entre o dispositivo UE e uma rede doméstica; e

encaminhar a mensagem de validacao de servico da rede visitada
para a rede doméstica.

2. Método, de acordo com a reivindicacdo 1, caracterizado pelo
fato de que a chave de protecdo de integridade € obtida ao desempenhar
um segundo procedimento de autenticacdo e acordo de chave no qual a
rede doméstica prové um vetor de autenticacdo que ndo contém uma raiz
de uma hierarquia de chaves de sessdo ou uma chave de sessédo para
protecao de integridade.

3. Método, de acordo com a reivindicagdo 1, caracterizado pelo
fato de que a chave de protecdo de integridade é obtida ao desempenhar
um segundo procedimento de autenticacdo e acordo de chave, no qual a
rede doméstica prové somente um desafio e uma resposta esperada ao
desafio para a rede visitada.

4, Método, de acordo com a reivindicacéo 1, caracterizado pelo
fato de que o contexto de seguranca entre o dispositivo UE e a rede
visitada € estabelecido usando uma chave de protecdo de integridade

derivada de uma chave existente na rede domeéstica.
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5. Método, de acordo com qualquer reivindicagcdo anterior,
caracterizado pelo fato de que a mensagem de validacao de servigo inclui
pelo menos uma dentre uma estampa temporal e um nimero de sequéncia
de mensagem.

6. Método, de acordo com qualquer reivindicagcdo anterior,
caracterizado pelo fato de que a mensagem de validacdo de servico é
transmitida em resposta a uma solicitagao.

7. Método, de acordo com a reivindicacdo 6, caracterizado pelo
fato de que a solicitacdo é transmitida como parte de uma mensagem de
non-access stratum.

8. Método, de acordo com uma das reivindicacbes de 1 a 6,
caracterizado pelo fato de que a mensagem de validacdo de servico €
transmitida de maneira autbnoma pelo dispositivo UE.

9. Método, de acordo com qualquer reivindicacdo anterior,
caracterizado pelo fato de que a mensagem de validacdo de servigo €
concatenada com um registro de dados de carregamento pela rede visitada
e a mensagem concatenada é transmitida para uma funcéo de gateway de

carregamento da rede doméstica.
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RESUMO

METODO PARA AUTENTICAR UMA TRANSACAO DESEMPENHADA

POR UM EQUIPAMENTO DE USUARIO DE COMUNICACAO MOVEL
A presente invencdo prové um método para autenticar uma transacao
desempenhada por um equipamento de usuario de comunicacdo movel,
UE, dispositivo que tenha desempenhado um procedimento de
autenticacao e acordo de chave entre o dispositivo UE e uma entidade de
gerenciamento movel de uma rede visitada, a fim de estabelecer um
contexto seguro entre o dispositivo UE e a rede visitada, o método
compreendendo enviar uma mensagem de validacdo de servico do
dispositivo UE para a rede visitada, a mensagem de validacdo de servi¢o
que € assinada digitalmente pelo dispositivo UE usando uma chave de
protecao de integridade compartilhada entre o dispositivo UE e uma rede de
operadora doméstica; e encaminhar a mensagem de validacdo de servico

da rede visitada para a rede de operadora domeéstica.
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