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요약

    
본 발명은 일단의 서버 자원 객체로 액세스하기 위한 요구에 대하여 서비스할 수 있는 서버들의 풀(pool)을 구비한 컴
퓨터 네트워크에서의 라우팅을 위한 방법이 제공된다. 일단의 상기 서버 자원 객체는 상기 서버 풀(server pool)에 걸
쳐 비동질적인 방식(non-homogeneous manner)으로 분산된다. 본 발명에 따르면, 지정된 서버 자원 객체로의 액세
스를 위하여 입력되는 각각의 클라이언트 요구는 다수의 포트를 식별하는 관련 포트 공간을 구비하는 라우터를 목적지
로 한다. 상기 클라이언트 요구는 입력 클라이언트 요구가 수신된 포트에 기반하여 상기 서버 자원 객체 중의 어느 하나
로 매핑된다. 그 다음에, 상기 라우터는 " 최적의 서버" 를 선택하고 상기 최적의 서버로 상기 요구를 방향 전환시키거
나 전송한다. 라우팅 및 방향 전환은 상기 입력되는 요구에 대한 포트에 기반한다.
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대표도
도 3

명세서

도면의 간단한 설명

도 1은 종래의 대표적인 클라이언트-서버 컴퓨터 시스템을 도시한 도면.

도 2는 도 1의 웹 클라이언트로부터 웹 서버로의 HTTP 요구에 관련된 종래의 서버 처리를 도시한 흐름도.

도 3은 본 발명이 구현된 네트워크 환경의 일례를 도시한 도면.

도 4a 및 도 4b는 자원 라우터가 IP 레벨에서의 비방향 전환 프로토콜을 갖는 자원 라우팅을 제공하는데 사용되는 본 
발명의 일 실시예에 의한 방법을 도시한 도면.

도 5는 IP 레벨에서의 비방향 전환 프로토콜을 갖고 자원 라우팅을 제공하는데 사용되는 자원 라우터 매핑 테이블을 도
시한 도면.

도 6은 자원 라우터가 HTTP와 같은 방향 전환 프로토콜을 갖고 자원 라우팅을 제공하는데 사용되는 본 발명의 다른 
실시예에 의한 방법을 도시한 도면.

도 7a 내지 도 7c는 본 발명에 의한 비방향 전환 및 방향 전환 프로토콜 모두를 갖고 라우팅을 관리하는 자원 라우터의 
동작을 도시한 흐름도.

* 도면의 주요 부분의 부호의 설명

10 : 클라이언트 머신

12 : 서버 플랫폼

18 : 컴퓨터

20 : 운영 체계

22 : 서버 애플리케이션

23 : 애플리케이션 프로그래밍 인터페이스

24 : 그래픽 사용자 인터페이스

발명의 상세한 설명

    발명의 목적

    발명이 속하는 기술 및 그 분야의 종래기술

본 발명은 클라이언트-서버 컴퓨터 네트워크에서의 통신에 관한 것으로서, 특히 서버 자원 대 IP 포트 매핑 방식(ser
ver resource-to-IP port mapping scheme)에 의한 클라이언트의 요구를 특정의 서버 객체로 라우팅(routing)하는 
방법에 관한 것이다.
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월드 와이드 웹(World Wide Web)은 인터넷의 멀티미디어 정보 검색 시스템(multimedia information retrieval sy
stem)이다. 웹 환경에서는 클라이언트 머신들이 하이퍼텍스트 전송 프로토콜(Hypertext Transfer Protocol : HTT
P)에 의하여 웹 서버들에 트랜잭션(transaction)을 야기시키며, 상기 HTTP는 하이퍼텍스트 마크업 언어(Hypertex
t Markup Language : HTML)로 알려진 표준 페이지 기술 언어(standard page description language)를 사용하여 
사용자들에게 파일[예컨대, 텍스트(text), 그래픽(graphic), 화상(image), 소리(sound), 비디오(video) 등]으로의 
액세스를 제공하는 응용 프로그램 프로토콜(application protocol)이다.
    

    
다수의 서버들을 하나의 " 풀(pool)" 로 집합시켜 다수의 서버들을 집합적으로 관리할 수 있도록 한다는 것이 해당 기
술 분야에 잘 알려져 있다. 브라우저(browser)를 실행중인 클라이언트 머신의 관점에서 보면, 상기 모든 서버들은 공
통의 URL(Uniform Resource Locator)을 갖는다. 이러한 서버들은 통상적으로 클라이언트 머신들이 액세스하고자 
하는 다수의 서로 다른 타입(type)의 서버 객체[예컨대, 데이터베이스(database), CGI 스크립트(script), 액티브 서
버 페이지(active server page : .asp) 스크립트 등]를 지원한다.
    

    
상기 풀내의 일단의 서버가 웹 브라우저 클라이언트로부터의 HTTP 요구를 받고, 이러한 HTTP 요구들은 서버 자원(
예컨대, 상기 서버에서 또는 서버에 걸쳐 지원되는 하나 또는 그 이상의 데이터베이스)을 조회한다. 서버 풀(server p
ool) 내의 적절한 서버로 상기 HTTP 요구들을 라우팅하고, 상기 모든 서버들에 걸쳐 부하의 균형을 유지할 필요가 있
다. 그러나, 클러스터(cluster) 차원에서 모든 서버들이 균등한 것은 아니다. (즉, 그 서버 자원 객체(server resourc
e object)의 관점에서 볼 때, 그들이 동등한(homogeneous)에 것은 아니다.) 예를 들어, 요구 데이터베이스가 하나 이
상의 서버에 존재할 수 있지만, 모든 서버에 존재할 필요는 없는 것이다.
    

    
상기 요구를 라우팅하기 위하여 HTTP 패킷(packet)의 일 부분인 요구 데이터베이스의 명칭을 알아야 한다. 일반적으
로, 상기 명칭은 상기 HTTP 요구를 2 단계 프로세스로 분석함으로써 추출된다. 특히, (상기 HTTP 요구를 포함하는) 
수신된 TCP/IP 패킷이 먼저 TCP/IP 서비스에 의하여 분석 또는 " 개방(open up)" 됨으로써, 상기 요구를 처리하게 
될 응용 프로그램(application)을 결정한다. 상기 HTTP 요구가 추가적으로 처리되도록 하기 위하여, 즉 요구 객체를 
결정하기 위하여 상기 HTTP 요구가 상기 응용 프로그램으로 전송된다. 이러한 처리 요구는 상기 클라이언트의 요구를 
서비스하는 전체 성능에 부정적인 영향을 미친다.
    

상기 TCP/IP 패킷을 분석하지 않고 서버 자원의 명칭을 결정하여 상기 HTTP 패킷을 분석(및 가능하다면 해독)하는 
것이 바람직하다.

본 발명은 이러한 문제점을 해결하고자 하는 것이다.

    발명이 이루고자 하는 기술적 과제

따라서, 본 발명의 목적은 바람직하게는 일련의 TCP/IP 포트 번호를 사용하여 서버 자원 객체(server resource obje
ct)로의 액세스를 제공하는 서버로 서버 자원 객체를 매핑하는 수단 및 방법에 관한 것이다. 웹 페이지는 동적으로 생
성된 HTML을 통하여 웹 클라이언트에 전송된다. 상기 웹 페이지는 이러한 서버 자원 객체에 사용되는 앵커(anchor)
를 포함한다. 내재된 앵커는 다음의 형식을 갖는 것이 바람직하다. 즉,

http://< 서버 명칭> :< 포트> /< 서버 자원>
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여기서, < 서버 명칭> 은 자원 라우터(Resource Router)에 사용되는 IP 어드레스로 매핑되며, 포트는 요구된 
서버 자원으로 매핑된다. 자원 라우터(Resource Router)는 포트 세트(port set) 상으로 입력되는 TCP/IP 요구를 대
기하여 서버 객체를 매핑한다. 포트에 요구가 도달하면, 상기 자원 라우터는 요구들을 배치하고, " 최적의 공급자(bes
t provider)" 를 선택하여 상기 요구를 상기 서버로 방향을 전환하거나 전송한다. 상기 라우팅과 방향 전환(redirecti
on)은 입력되는 요구에 대 포트에 기반한다.
    

    
상기 자원 라우터는 동작 중에 IP 어드레스에 대한 포트 공간(port space) 내에서 서버 객체를 TCP/IP 포트로 계속적
으로 매핑한다. 이 매핑은 각 서버 객체에 대한 로우(row)를 구비한 테이블(table)이다. 바람직하게는, 상기 로우의 내
용은 포트 번호(port number), 서버 객체 및 요구된 객체를 서비스할 수 있는 서버의 목록(list) 등이다. 서버의 목록
은 미리 지정된 기준에 기반하여 상기 지정된 기준에 가장 양호하게 정합되는 서버가 요구를 수신하도록 정렬되는 것이 
바람직하다. 상기 자원 라우터는 상기 요구를 상기 서버로 전송하거나, 또는 서버를 지정하고 상기 응답을 상기 서버로 
차례대로 방향 전환시키는 방향 전환 응답이 클라이언트에게 회신된다.
    

전술한 바와 같이, 본 발명의 몇몇 적절한 목적 및 특성의 개요를 기술하였다. 이러한 목적들은 본 발명의 두드러진 특
성 및 응용례의 예시적인 일부분에 관한 예에 불과한 것으로 해석되어야 한다. 후술하는 바와 같이, 개시된 본 발명을 
여러 가지 방식으로 적용하거나 본 발명을 변경함으로써 다양한 이점을 얻을 수 있다. 따라서, 본 발명의 바람직한 실시
예에 관한 다음의 상세한 설명을 참조함으로써 본 발명 및 다른 목적에 대하여 보다 깊게 이해할 수 있다.

    발명의 구성 및 작용

본 발명과 그 이점에 관한 보다 완전한 이해를 위하여 첨부된 도면을 참조하여 이하에서 상세히 설명한다.

    
도 1 내지 도 2는 배경 기술의 설명을 위한 도면이다. 도 1은 대표적인 클라이언트-서버 컴퓨터 시스템을 도시한 도면
이다. 클라이언트 머신(10)은 네트워크(14)를 통해 웹 서버 플랫폼(Web server platform)(12)에 접속된다. 예컨대, 
도시의 목적으로 네트워크(14)는 인터넷(Internet), 인트라넷(Intranet) 또는 기타의 이미 알려진 네트워크 접속되어 
있을 수 있다. 웹 서버 플랫폼(12)은 클라이언트가 액세스할 수 있는 다수의 서버 중의 어느 하나이며, 상기 클라이언
트 중의 어느 하나가 상기 머신(10)으로서 도시되어 있다. 대표적인 클라이언트 머신은 브라우저(16)를 포함하며, 브
라우저는 네트워크의 서버에 액세스하기 위한 이미 알려진 소프트웨어 도구이다. 상기 웹 서버 플랫폼은 하이퍼텍스트
(hypertext) 문서 및 객체의 형식으로 된 파일들[집합적으로 " 웹(Web)" 사이트(site)라 불림]을 지원한다. 인터넷
이라는 패러다임(paradigm)에서는, 서버로의 네트워크 경로는 소위 URL(Uniform Resource Locator)이라는 것에 
의하여 식별된다.
    

    
대표적인 웹 서버 플랫폼(12)은, AIX(Advanced Interactive Executive Version 4.1 및 그 이상) 운영 체계(20) 및 
인터페이스 확장부(interface extension)를 지원하는 넷스케이프 엔터프라이즈 서버 버전 2.0(Netscape Enterpris
e Server Version 2.0)과 같은 웹 서버 프로그램(Web server program)(22)을 실행하는 IBM RISC(소위 RISC 기
반 워크스테이션의 축소 명령 집합) 시스템/6000 컴퓨터(18)를 포함한다. 또한, 상기 플랫폼(12)은 관리와 운영을 위
하여 그래픽 유저 인터페이스(graphical user interface : GUI)를 포함한다. 또한, 상기 웹 서버(18)는 통상적으로 응
용 프로그램 개발자들이 " 플러그 인(plug-in)" 이라 불리는 소프트웨어 프로그램을 통하여 그 핵심 기능을 확장 및/
또는 개별화할 수 있도록 하는 확장부를 제공하는 응용 프로그램 프로그래밍 인터페이스(Application Programming 
Interface : API)를 포함한다.
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대표적인 웹 클라이언트는, IBMR OS/2R 또는 마이크로소프트 윈도우즈 95와 같은 운영 체계를 포함하고, 자바 버츄
얼 머신(Java Virtual Machine : JVM)을 가지고 응용 프로그램 플러그인 및 도우미 응용 프로그램(helper applicat
ion)을 지원하는 넷스케이프 네비게이터 3.0(또는 그 이상의 버전)과 같은 브라우저를 포함하는 x86-, 파워PC(Pow
erPC) 또는 RISC 기반의 개인용 컴퓨터이다.

    
주지하는 바와 같이, 상기 웹 서버는 클라이언트의 요구를 수신하여 응답을 회신한다. 상기 서버 프로그램(22)의 동작
은 다수의 서버 애플리케이션 기능(server application function : SAF)에 의하여 지배되며, 그 각각은 소정 단계의 
시퀀스(sequence)에 따라 수행되도록 구성된다. 도 2에 도시된 바와 같이, 상기 시퀀스는 인증 해석(authorization 
translation : AuthTrans)(30)과 함께 시작하며, 그 과정 동안 상기 서버가 상기 클라이언트에 의하여 사용자 또는 
그룹(group)으로 송신된 임의의 인증 정보(authorization information)를 해석한다. 필요하다면, 상기 AuthTrans 
단계는 실질적인 클라이언트 요구를 획득하기 위하여 메시지를 디코딩(decoding)할 수도 있다. 명칭 해석(name tran
slation : NameTrans)이라 불리는 단계 32에서, 상기 요구와 연관된 URL은 그대로 보존되거나, 또는 시스템에 종속
되는 파일 명칭, 방향 전환 URL(소위 " HTTP 301 응답" ) 또는 미러 사이트(mirror site) URL로 해석될 수 있다. 
소위 경로 점검(path check : PathCheck)이라 불리는 단계 34에서, 상기 서버는 최종 경로 상에서 다양한 시험을 실
시하여 소정의 클라이언트가 확실하게 문서를 검색할 수 있도록 한다. 때때로 객체 타입(object type : ObjectType)
이라 불리는 단계 36에서, 소정의 문서에 사용된 MIME(Multipurpose Internet Mail Extension) 형태의 정보(예컨
대, 텍스트/html, 이미지/gif 등)가 식별된다. 서비스(service : Service)라 불리는 단계 38에서, 상기 웹 서버 루틴은 
결과를 상기 클라이언트로 회신하는 내부 서버 기능을 선택한다. 이 (파일을 회신하는) 기능은 (주문한 문서를 회신하
기 위한 프로그램과 같은) 일반적인 서버 서비스 루틴, 기타 다른 서버 기능, 또는 CGI 프로그램을 실행시킬 수 있다. 
로그 추가(Add Log : AddLog)라 불리는 단계 40에서, 트랜잭션(transaction)에 관한 정보가 기록된다.
    

    
도 3은 본 발명이 구현된 대표적인 컴퓨터 시스템의 블록도이다. 이 시스템에서는, 서버 풀 네트워크(server pool ne
twork)(44)를 통해 웹 클라이언트(46)로부터 수신된 서버 자원 객체(예컨대, OBJ1, OBJ2 등)로의 액세스에 대한 요
구를 서비스할 수 있는 서버의 풀(pool)(42)(S1 내지 S4로 식별됨)이 존재한다. 이 시스템에서는, 상기 서버 풀에 걸
쳐 비동질적인 방식으로 분산된 일단의 서버 자원 객체가 존재한다. 어떤 객체(예컨대, OBJ1)에 대하여는, 요구된 자
원을 제공할 수 있는 다수의 서버들(즉, S1 및 S3)이 존재할 수 있다. 그리하여, 복사된 객체는 프라임 부호(prime : ')
로 표시하였다(예를 들어, OBJ1 및 OBJ1'). 복사된 객체를 구비한 이러한 서버들에 대해서 다른 서버와 대항하는 하나
의 서버 상의 객체를 액세스하는 것과 관련된 비용은 다른 서버의 객체에 액세스하는 비용과 동일하지 않아도 좋다. 요
구된 서버 객체를 호출하는 것과 관련하여 최저 비용을 갖는 서버가 상기 요구에 대한 " 최적의 공급자" 인 것으로 간주
된다. 상기 " 최적의 서버" 를 선택하기 위해서는 임의의 간편한 메카니즘이 사용될 수 있다.
    

    
본 발명에 의하면, 자원 라우터라 불리는 설비(46)가 제공되며, 이 설비는 지정된 서버 자원 객체를 새로이 액세스하기 
위한 모든 입력 클라이언트 요구의 목표물을 생성한다. 상기 자원 라우터(46)는 상기 요구의 객체에 기반하여 클라이
언트의 요구를 상기 " 최적의 공급자" 또는 가장 적절한 서버로 라우팅하거나 지향하게 할 수 있다. 상기 요구된 객체를 
상기 자원 라우터의 포트 공간(port space) 내의 TCP/IP 포트 번호에 매핑하는 데에 인코딩(encoding) 또는 매핑 구
조가 사용된다. 이 매핑은 각 서버 객체에 대한 로우를 구비한 자원 테이블(48)이다. 상기 로우의 내용은 요구된 객체
를 서비스할 수 있는 포트 번호, 서버 객체 및 서버의 목록이다. 상기 서버의 목록은 미리 지정된 기준을 기반으로 정렬
되어 지정된 기준에 가장 양호하게 정합되는 서버가 상기 요구를 수신하도록 하는 것이 바람직하다. 자원 라우터는 서
버 객체가 변경되도록 포트 공간을 관리하기 위한 메카니즘(50)을 포함하고 (특히, 만약 서버 객체가 삭제되었다면), 
포트는 무효 요구를 나타내는 " 비활성(inactive)" 으로 표시되는 것이 바람직하다. 또는 상기 포트를 교정하여 다른 
서버 객체로 매핑시킨다.
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본 발명에 따르면, 상기 요구는 상기 자원 라우터에 의하여 상기 서버로 전송되거나, 또는 서버를 지정하는 방향 전환 
응답이 상기 클라이언트에게 회신되어 다시 그 응답을 상기 서버로 방향 전환시킨다. 따라서, 클라이언트 요구의 라우
팅 및 방향 전환은 서버 객체(서버 풀의 자원 객체)를 상기 자원 라우터에서의 TCP/IP 포트로 계속적으로 매핑시켜 상
기 클라이언트 요구가 수신된 포트에 기반하여 " 최적의 서버" 를 선택함으로써, 상기 자원 라우터(46)에 의하여 성취
된다.

본 발명에 따르면, 라우팅 및 방향 전환을 위하여 서버 객체를 TCP/IP 포트로 매핑시키는 본 발명의 기술 사상은 두 가
지 바람직한 실시예에 의하여 구현될 수 있다. 그 중의 하나는 기본적인 방법으로서, 프로토콜의 IP 레벨에서 달성된다. 
두번째 방법은 보다 높은 레벨, 즉 제한 없이 HTTP를 포함하여 방향 전환할 수 있는 IP 기반 프로토콜에 대하여 사용
된다. 각 방법에 관하여 이하에서 설명한다.

< IP 레벨에서의 방향 전환 불가능 프로토콜에 따른 라우팅>

    
첫번째 방법인 IP 레벨에서의 방향 전환을 도 4a 및 도 4b에 도시하였다. 이 방법에 의하면, 상기 자원 라우터(46)는 
프록시/게이트웨이(proxy/gateway) 또는 " 핸드 오프(hand-off)" 중의 어느 한 가지 방법으로 동작한다. 도 4a에 도
시된 첫 번째 방법에서, 상기 자원 라우터(46)는 게이트웨이 또는 프록시 모드(mode)에서 실행된다. 특히, 이 모드에
서는, 상기 자원 라우터는 상기 클라이언트에게는 상기 요구의 단점 목적지(endpoint target)로서 여겨지며, 상기 서
버에게는 상기 요구의 단점 발원지(endpoint originator)로서 여겨진다. 도 4a에 도시된 바와 같이, 모든 요구는 상기 
웹 클라이언트로부터 상기 자원 라우터로 입력된다. 상기 자원 라우터는 응답을 공식화하기 위하여 상기 클라이언트의 
어드레스를 저장하고, 상기 클라이언트 대신에 상기 요구를 상기 서버로 전송한다. 이렇게 전송된 요구는 " 발신" 필드
(field) 내에 상기 자원 라우터의 어드레스를 포함한다. 상기 서버는 상기 서버의 응답을 상기 " 전송" 필드의 어드레스
에 접근함으로써 상기 자원 라우터에 응답한다(요구와 응답은 통상적으로 요구자에게 응답하기 위하여 상기 " 발신" 및 " 
수신" 필드를 서로 교체함으로써 상기 서버로 경로가 지정된다.). 상기 자원 라우터는 처음에 입력된 요구에 저장했던 
어드레스를 사용하여 상기 서버의 응답을 상기 클라이언트로 전송한다. 모든 통신의 흐름은 상기 자원 라우터를 통하여 
통신한다.
    

    
도 4b에 도시된 두번째 동작 방법에서, 상기 자원 라우터는 " 핸드 오프(handoff)" 모드에서 동작한다. 클라이언트로
부터의 최초의 요구는 자원 라우터를 목적지로 한다. 상기 자원 라우터는 가장 적절한 서버를 선택하여 상기 최초의 요
구를 상기 서버로 전송하지만, 상기 자원 라우터는 " 발신" 필드를 설정된 대로 유보하는 방식으로 상기 요구를 상기 요
구한 클라이언트로 전송한다. 상기 서버는 상기 요구를 회신하고 상기 " 발신" 필드에서 수신한 어드레스를 목적지로 
정함으로써, 상기 응답을 상기 클라이언트에게 직접 회송한다. 상기 자원 라우터는 클라이언트가 서버 객체를 교체하여 
새로운 또는 다른 서버 객체로의 최초의 액세스 요구를 송신할 때까지 상기 클라이언트/서버 대화에 다시 관여하지 않
는다. 상기 새로운 객체로의 액세스를 위한 최초의 요구는 다시 상기 자원 라우터로 향한다. 상기 자원 라우터는 다시 
최적의 서버로 상기 요구를 " 핸드 오프" 시킨다.
    

    
도 5에 도시된 바와 같은 비방향 전환 프로토콜에 대해서, 상기 자원 라우터(46)가 게이트웨이/프록시 모드에서 또는 
핸드 오프 모드에서 동작할 때, 모든 최초의 요구는 상기 자원 라우터를 통하여 전송된다. 서버 선택은 입력되는 요구가 
전달된 TCP/IP 포트에 기반한다. 특히, 입력되는 요구는 상기 자원 라우터를 목적지로 하며, 포트가 설정되기를 대기
한다. 입력 요구가 수신된 포트에 기반하여 상기 요구된 자원에 대한 " 최적의" 공급자를 선택한다. 이 목적을 위하여 
자원 테이블 또는 " 매핑" 테이블(48)이 사용된다. 이러한 포트에 대한 상세한 설명(port specification)은 IP 패킷(
packet)의 외부 레이어(outer layer)의 일부이다. 따라서, 상기 입력되는 IP 패킷의 추가적인 분석은 불필요하다. 만
약 상기 입력되는 IP 패킷이 암호화되었다면, 상기 자원 라우터가 상기 패킷을 해독할 필요는 없다. 상기 패킷은 상기 
자원 라우터에 의하여 단순히 상기 " 최적의" 서버로 전송된다. 따라서, 이러한 라우팅 및 방향 전환을 상기 프로토콜의 
IP 레벨에서 처리함으로써 달성한다. 이 방법은 상기 자원 라우터에서 상당한 처리 오버헤드(overhead)를 감소시킬 
수 있는 한편, 전송된 요구의 목적지가 될 가장 적절한 서버를 결정한다.
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만약 상기 자원 라우터가 게이트웨이/프록시 또는 핸드 오프 모드에서 실행중이고, 또한 암호화된 요구가 상기 클라이
언트에 의하여 전송되었다면, 상기 자원 라우터가 그 객체를 위한 서버를 선택하기 위하여 상기 입력 요구를 해독할 필
요는 없다. 패킷의 암호화된 부분은 상기 서버로 전송된다. 유사하게, 만약 암호화된 응답이 상기 서버로부터 상기 자원 
라우터를 통해 상기 클라이언트로 전송된다면, 상기 자원 라우터가 상기 응답 패킷을 해독할 필요는 없다. 상기 응답 패
킷은 단순히 상기 클라이언트로 전송된다. 핸드 오프 모드에서의 암호화된 응답에 대해서, 상기 자원 라우터는 응답 경
로 중에 존재하지 않는다. 이는 상기 자원 라우터에서 상기 요구를 처리하는 데에 상당한 처리 오버헤드를 감소시킬 수 
있게 한다.
    

< 방향 전환 가능한 상위 레벨 IP 프로토콜에 따른 라우팅>

    
도 6은 본 발명의 원리에 의해 방향 전환 가능한 프로토콜에 따라 자원 라우팅하는 것을 도시한 도면이다. 도 6에 도시
된 실시예에 의하면, 상기 웹 클라이언트로 " 프라임 부호가 부착된(primed)" 웹 페이지가 전달된 것으로 가정한다. 웹 
페이지는 서버의 풀에 대한 서버 객체를 참조하는 앵커를 포함하며, 상기 서버 객체들 모두는 네트워크에서 상호 접속
되어 있으며, (상기한 바와 같이) 상호간에 또한 자원 라우터와 통신할 수 있다. 상기 " 프라임 부호가 부착된" 웹 페이
지의 앵커는 다음의 형식을 갖는 것이 바람직하다. 즉,
    

< 서버 명칭> :< 포트 번호>

여기서 < 서버 명칭> 은 상기 자원 라우터(46)에 대한 IP 어드레스이며, < 포트 번호> 는 상기 자원 라우터에서 포
트 공간의 TCP/IP 포트 번호이다. 그리하여, 상기 " 프라임 부호가 부착된" 웹 페이지가 다음의 형식, 즉

http://< 서버 명칭> :< 포트> /< 데이터베이스 또는 파일명>

을 가진 URL을 지정하기 때문에, 다음의 형식, 즉

< IP 어드레스:포트> < 헤더> < HTTP 패킷> < 트레일러(trailer)> .

를 가진 표준 TCP/IP 프로토콜 취급자에 의하여 대응하는 IP 패킷 헤더가 자동적으로 생성된다. 즉,

웹 클라이언트에 있는 사용자가 상기 앵커중의 어느 하나를 선택하면, 도 6에 도시된 바와 같은 처리가 수행된다.

    
상기 서버 객체에 대한 최초의 요구는 상기 자원 라우터로 전송되며, 상기 요구는 상기 " 프라임 부호가 부착된" 웹 페
이지에 의하여 조회되는 포트에 대하여 설정된 포트에서 대기하고 있다. 상기 자원 라우터에서 상기 입력 요구가 수신
된 포트를 기반으로 하여 상기 요구된 객체를 제공할 수 있는 " 최적의 서버" 를 발견하도록 자원 테이블(48) 룩업(lo
okup)이 수행된다. HTTP 301 방향 전환 응답이 상기 요구한 웹 클라이언트로 회신되며, 상기 방향 전환 응답에 대한 
HTTP 헤더의 위치 필드(location field)에는 상기 최적의 서버가 회신된다. 상기 301 방향 전환 응답에 응답하여 상
기 웹 클라이언트 프로그램은 상기 요구를 상기 방향 전환 응답의 위치 기록에 지시된 서버로 자동적으로 전송한다. 그 
다음에, 상기 서버가 응신하면, 상기 요구된 객체(예컨대, 웹 페이지, 데이터베이스 엔트리(entry) 및 서비스 등)를 공
급한다.
    

    
따라서, 상기 자원 테이블 룩업은 HTTP 헤더를 조작할 필요가 있기 때문에, 기초적인 IP 라우팅보다 높은 레벨에서 달
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성되는 방향 전환 응답을 공식화하는데 사용된다. 방향 전환 응답에 사용되는 이러한 응신 헤더(reply header)는 입력
되는 HTTP 헤더를 분석하지 않은 채로 구성된다. 특히, 상기 응신 헤더는 요구된 서버 객체(서버 객체는 상기 요구를 
수신한 포트에 기반하여 자원 라우터에 알려져 있음) 및 클라이언트 어드레스(클라이언트 어드레스는 외부 레이어의 
IP 요구로 이용 가능함)를 인지함에 의하여 구성된다. HTTP 프로토콜의 경우에 대하여는, 상기 방향 전환 응답이 도 
6에 도시된 바와 같이 상기 응답 헤더의 위치 필드에서 " 최적의 공급자" 인 서버를 지정하고 HTTP 301 응답 코드에 
따라 상기 응답 헤더를 회신함으로써 달성된다.
    

    
만약 상기 클라이언트로부터 입력되는 HTTP 요구가 암호화되었다면, 자원 라우터는 사용된 암호화 기술에 따라 상기 
방향 전환 응답을 암호화할 필요가 있다. 예컨대, 이것은 상기 요구한 클라이언트가 암호화된 응답을 요구한 결과일 수 
있다. 이 경우에, 여전히 상기 자원 라우터는 상기 입력 요구의 HTTP 패킷을 해독하지 않고도 상기 방향 전환 응답을 
구성할 수 있다. 상기 자원 라우터에 알맞은 정보가 상기 포트 번호에 수반되기 때문에, 상기 요구 패킷의 내용을 인지
할 필요는 없다. 응답을 암호화하기 위하여는 사용된 암호화 기술에 기반하여 상기 클라이언트 및 서버가 사용한 암호
화 키(encryption key) 및 인증(certificate)에 액세스할 필요가 있을 수 있다. 그러나, 상기 자원 라우터에서는 여전
히 상기 입력되는 HTTP 패킷을 해독하고 분석하는 것과 관련된 처리 오버헤드가 상당히 감소된다.
    

< 방향 전환 라우팅 및 핸드 오프 모드>

    
방향 전환 가능 프로토콜의 경우와, 핸드 오프 모드에서 자원 라우터가 동작하는 경우에 있어서, 방향 전환의 이점은 일
단 방향 전환이 달성되면, 상기 클라이언트-서버 통신 경로로부터 상기 자원 라우터를 제거한다는 점이다. 이렇게 함으
로써, 클라이언트에서의 최종 사용자가 인지하는 서버의 응답 성능(responsiveness)이 향상된다. 모든 경우에, IP 포
트 정보에 기반하여 최적의 서버를 선택함으로써, HTTP 패킷을 분석하여 요구의 객체를 결정하는 시스템에 비하여 상
당한 처리 오버헤드를 감소시킬 수 있다.
    

    
도 7a 내지 도 7c는 자원 라우터의 동작을 보다 상세히 도시한 흐름도이다. 도 7a는 상기 자원 라우터가 입력 요구를 
처리하는 방법을 도시한 흐름도이다. 단계 70에서 상기 루틴(routine)이 시작되어 상기 자원 라우터가 상기 입력 요구
에 대하여 설정된 포트에서 " 대기" 한다. 포트마다 대기하는 프로세스가 존재하거나, 그 포트에 할당된 다수의 대기자 
쓰레드(listener thread)를 구비하는 하나의 멀티 쓰레드 프로세스(multi-threaded process)가 존재할 수 있다. 단
계 72에서, IP 요구가 수신되었는지를 판단한다. 만약 상기 단계 72의 판단의 결과, IP 요구가 수신되지 않았다면, 상
기 루틴은 다시 상기 단계 70으로 복귀한다. 그러나, 만약 상기 단계 72의 판단의 결과 IP 요구가 수신되었다면, 상기 
루틴은 IP 헤더를 분석하여 상기 포트 번호를 식별하는 상기 단계 74로 진행한다. 단계 76에서, 상기 루틴은 상기 포트 
번호를 상기 서버 자원 객체로 매핑한다. 단계 78에서, 상기 자원 객체에 사용될 최적의 서버가 선택된다. 그 다음에, 
단계 80에서는 방향 전환 가능 프로토콜이 사용되고 있는가를 판단하는 시험이 행해진다. 방향 전환 가능 프로토콜이 
사용되고 있는 경우, 본 루틴은 단계 82로 분기되어 상기 방향 전환 가능 요구를 처리한다. 이 프로세스는 도 7b에 도
시된 흐름도에 기술되었다. 만약 상기 단계 80의 판단 결과, 방향 전환 불가능 프로토콜이 사용되고 있는 것으로 나타
난다면, 상기 루틴은 단계 84로 분기되며, 이에 관하여는 도 7c의 흐름도에서 기술하였다. (도 7b 또는 도 7c로부터) 
복귀되면, 본 루틴은 바로 상기 단계 70으로 복귀하여 다음의 요구를 대기한다.
    

    
도 7b는 상기 방향 전환 가능 프로토콜 처리 루틴을 도시하며, 본 루틴은 " 301" 방향 전환 요구를 구성하는 단계 86에
서 시작된다. 단계 88에서, 상기 요구가 암호화되었는가에 관하여 판단하는 시험이 행해진다. 상기 요구가 암호화되지 
않은 것으로 판단되면, 상기 루틴은 단계 90에서 응답을 상기 클라이언트 머신으로 송신한다. 그 다음에, 처리 루틴이 
복귀되어 다음 요구를 대기한다. 만약, 상기 단계 88의 판단의 결과가 상기 요구가 암호화되었다는 것을 나타낸다면, 
상기 루틴은 단계 92로 분기하여 상기 단계 90 이전에 상기 방향 전환 응답을 먼저 암호화한다.
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상기 방향 전환 불가능 프로토콜 처리 루틴은 도 7c에 도시되었으며, 본 루틴은 서버에 대한 전송 패킷(forwarding p
acket)을 구성하는 단계 94로부터 시작한다. 단계 96에서, 상기 자원 라우터가 프록시 모드에 있는지의 여부를 판단하
는 시험이 수행된다. 상기 자원 라우터가 프록시 모드에 있지 않다면, 본 루틴은 상기 흐름도의 왼편으로 분기하며, 상
기 응답 필드를 상기 클라이언트로 설정하는 단계 98로 진행한다. 단계 100에서, 상기 응답 필드는 상기 서버로 송신
되며, 그후에 처리 루틴이 복귀되어 다음의 요구를 대기한다. 그러나, 만약 상기 단계 96의 판단의 결과가 상기 자원 라
우터가 프록시 모드에 있는 것으로 나타난다면, 상기 루틴은 오른편 로직으로 분기한다. 단계 102에서, 상기 루틴은 상
기 응답 필드를 상기 자원 라우터로 설정한다. 단계 104에서 상기 응답 필드가 상기 서버로 송신된다. 본 루틴은 단계 
106으로 진행하여 서버 응답을 대기한다. 단계 108에서, 서버 응답이 수신되었는지를 판단하는 시험이 수행된다. 서버 
응답이 수신되지 않았다면, 본 루틴은 단계 106으로 회귀한다. 만약 상기 단계 108의 판단의 결과, 서버 응답이 수신되
었다면, 단계 110에서 상기 서버 응답은 상기 클라이언트로 송신되며, 그 다음에 제어는 다음의 클라이언트 요구를 기
다리기 위하여 복귀한다. 이렇게 하여 루틴 처리를 완료한다.
    

본 발명에 의하여 몇 가지 중요한 이점이 제공된다. 서버 객체에 기반하여 HTTP 요구를 분석하고 방향 전환이 수행되
며, 이러한 정보는 자원 매핑 테이블에서 클라이언트에게 제공된다. 상기 자원 라우터는 IP:포트를 서버의 자원에 매핑
한다. 이와 같은 방법은 상기 TCP/IP 패킷을 개방 및/또는 해독하는 것을 미연에 방지하여 요구된 서버 객체를 결정한
다.

실제로, 본 발명에 의하면, 라우팅 정보의 중요한 부분(즉, 요구된 서버 자원의 명칭)을 상기 TCP/IP 프로토콜의 상위 
레벨로부터 하위 레벨로 이동시킨다. 방향 전환 가능 프로토콜이 사용됨에 의하여 이것은 상기 포트 번호를 소정의 TC
P/IP 패킷의 HTTP 요구 이전에 미리 계류시키고 상기 자원 라우터로 하여금 서버 자원 위치 정보를 보유한 상기 라우
팅 테이블을 룩업하는 데에 상기 포트 번호를 사용하도록 함으로써 달성된다.

상기 자원 라우터가 다양한 서버로 클라이언트 요구를 방향 전환시킬 수 있기 때문에, 상기 서버 객체를 포트 번호로 매
핑시키는 것은 다수의 서버들 사이에 전파되어야 한다. 이러한 방식으로, 서버상의 모든 복사된 객체는 동일한 포트 번
호 매핑을 갖는다. 상기 서버는 클라이언트의 대화를 제어하기 때문에(즉, 클라이언트로부터의 HTTP 요구는 상기 서
버에 의하여 생성되기 때문에), 상기 서버 객체/포트 매핑 데이터가 상기 클라이언트에게 전파될 필요는 없다.

시간 경과에 따라 상기 객체 대 포트 매핑을 유지하는 경우에는 주의가 필요하다. 서버 자원 객체가 소실됨에 따라 포트
를 확실하게 교정하기 위하여 포트를 관리하기 위한 수단이 제공되는 것이 바람직하다. 특히, 상기 자원 라우터는 포트 
공간을 관리하기 위한 매카니즘을 포함하며, 서버 객체가 변경됨에 따라(특히, 만약 서버 객체가 삭제되는 경우), 상기 
포트를 무효의 요구임을 나타내는 비활성화로 표시하거나, 또는 상기 포트를 교정하여 다른 서버 객체로 매핑시킨다.

본 발명의 기술분야에서 통상의 지식을 가진 자라면, 전술한 실시예들은 단지 도시의 목적으로 나타내었음을 알 수 있
을 것이다. 따라서, 본 발명은 데이터베이스를 IP 포트 번호에 매핑하는 것에 한정되는 것으로 해석되어서는 안된다. 본 
발명은 임의의 서버 객체를 IP 포트 번호에 매핑하는 것과, 서버 객체를 TCP/IP 프로토콜의 하위 레벨에 노출시키는 
것을 포괄하도록 하기 위한 것이다.

본 발명은 클라이언트 요구에 대한 활용 가능성, 응답성 및 부하 균형을 향상시킴으로써, 다수의 비동질적인 서버에 걸
쳐 객체에 액세스한다. 본 발명은 표준 IP 프로토콜을 사용하지만, 요구된 서버 객체의 인식을 상기 프로토콜의 하위 레
벨에 노출시킨다.

따라서, 본 발명은 높은 성능과 종단간 보안 특성을 유지하면서 서버 객체로 요구의 지능형 라우팅을 제공하고자 하는 
모든 기업 또는 기타의 네트워크 컴퓨팅 환경에 큰 이점을 제공한다.

다수의 서버에 걸쳐 HTTP 요구를 분산시키고 요구된 서버 객체에 기반하여 서버를 선택하기 위한 선택 로직(decisio
n logic)을 요구하는 임의의 TCP/IP 솔류션(solution)은 잠재적으로 전술한 솔류션을 사용할 수 있다.
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전술한 바와 같이, 본 발명의 바람직한 실시예의 하나는 컴퓨터의 랜덤 액세스 메모리(random access memory)에 존
재하는 코드 모듈(code module)의 명령 집합(프로그램 코드)으로서 구현된다. 컴퓨터에 의하여 요구될 때까지, 상기 
명령 집합은 예컨대 하드 디스크 드라이브와 같은 다른 컴퓨터 메모리, 또는 (궁극적으로 CD ROM에서 사용하기 위하
여) 광디스크(optical disk)와 같은 제거 가능한 메모리나 (궁극적으로 플로피 디스크 드라이브에서 사용하기 위한) 
플로피 디스크 등에 저장되거나 또는 인터넷이나 다른 컴퓨터 네트워크를 통하여 다운로드될 수 있다.
    

또한, 전술한 다수의 방법들은 통상적으로 소프트웨어에 의하여 선택적으로 활성화되거나 재구성되는 범용 컴퓨터에 구
현되지만, 본 발명의 기술 분야에서 통상의 지식을 가진 자라면, 전술한 방법들은 하드웨어, 펌웨어(firmware), 또는 
상기에서 요구되는 방법들의 단계들을 수행할 수 있도록 보다 개별화된 장치에서 구현될 수도 있음을 이해할 것이다.

    
본 명세서에서 사용된 바와 같이, " 웹 클라이언트" 는 인터넷과 같은 컴퓨터 네트워크에 주지의 방법으로 또는 이후에 
개발될 방법으로 직접 또는 간접적으로 접속되었거나 접속될 수 있는 임의의 컴퓨터 또는 그 구성 요소 등을 의미하는 
것으로 널리 해석되어야 한다. " 웹 서버" 라는 용어도 컴퓨터, 컴퓨터 플랫폼, 컴퓨터나 플랫폼의 부속물(adjunct) 또
는 그들의 임의의 구성요소 등을 의미하는 것으로 널리 해석되어야 한다. 물론, " 클라이언트" 는 파일을 요구하거나 취
득하는 자를 의미하는 것으로, 또한 " 서버" 는 상기 파일을 다운로드시키는 임의의 형태(entity)를 의미하는 것으로 
널리 해석되어야 한다. 나아가, 본 발명은, 웹 브라우저를 구비하고 HTTP를 사용하는 클라이언트에서만이 아니라, 임
의의 형태의 인터넷 프로토콜에서 사용되거나 실시될 수 있다. 그리하여, 본 명세서에서 사용된 바와 같이, " 브라우저" 
라는 언급은 IP 클라이언트를 포괄하는 것으로 널리 해석되어야 한다. 또한, 상기한 바와 같이, " 방향 전환 가능" 프로
토콜은 단지 HTTP만으로 한정되는 것은 아니며, 이는 본 발명이 그러한(방향 전환 가능한) 임의의 프로토콜에서 실시
될 수 있기 때문이다.
    

도면과 상세한 설명에서 본 발명의 전형적인 바람직한 실시예를 개시하며 특정의 용어를 채용하였으나, 그것들은 일반
적이고 기술적인 의미로만 사용되었을 뿐이며 한정의 목적을 가진 것은 아니며, 본 발명의 범위는 이하의 특허청구범위
에 의하여 결정된다.

    발명의 효과

본 발명에 의하면, 다수의 비동질적인 서버에 걸쳐 객체에 액세스하기 위한 클라이언트 요구에 대한 활용 가능성, 응답
성 및 부하 균형을 향상시킬 수 있다.

(57) 청구의 범위

청구항 1.

일단의 서버 자원 객체(server resource object)로 액세스하기 위한 요구를 서비스할 수 있는 서버들의 풀(pool)을 
구비한 컴퓨터 네트워크에서의 라우팅(routing) 방법에 있어서,

복수의 포트(port)를 식별하는 관련 포트 공간(associated port space)을 구비하는 라우터(router)에서 지정된 서버 
자원 객체로 액세스하기 위하여 입력 클라이언트 요구(client request)를 수신하는 단계와,

상기 입력 클라이언트 요구가 수신된 포트에만 기반하여 상기 입력 클라이언트 요구를 상기 서버 자원 객체 중의 어느 
하나로 매핑(mapping)하는 단계

를 포함하는 컴퓨터 네트워크에서의 라우팅 방법.

청구항 2.
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제1항에 있어서, 소정의 기준에 의하여 상기 서버 자원 객체를 서비스할 수 있는 상기 서버들의 풀로부터 소정의 서버
를 선택하는 단계를 더 포함하는 컴퓨터 네트워크에서의 라우팅 방법.

청구항 3.

제2항에 있어서, 상기 요구를 상기 소정의 서버로 전송하는 단계를 더 포함하는 컴퓨터 네트워크에서의 라우팅 방법.

청구항 4.

제2항에 있어서, 상기 입력 클라이언트 요구를 발원시킨 클라이언트 머신으로 상기 소정의 서버를 지정하는 방향 전환 
응답(redirection response)을 회신하는 단계를 더 포함하는 컴퓨터 네트워크에서의 라우팅 방법.

청구항 5.

제4항에 있어서, 상기 방향 전환 응답을 상기 소정의 서버로 방향 전환시키는 단계를 더 포함하는 컴퓨터 네트워크에서
의 라우팅 방법.

청구항 6.

제1항에 있어서, 상기 매핑 단계는 복수의 로우(row)를 포함하는 매핑 테이블(mapping table)－상기 각각의 로우는 
포트 번호, 서버 자원 객체 및 상기 서버 자원 객체를 서비스할 수 있는 서버의 목록을 포함함－을 사용하는 컴퓨터 네
트워크에서의 라우팅 방법.

청구항 7.

제6항에 있어서, 연관된 서버 자원 객체가 이용 가능하지 않은 경우에 포트 번호를 비활성화된 것으로 표시하는 단계를 
더 포함하는 컴퓨터 네트워크에서의 라우팅 방법.

청구항 8.

제6항에 있어서, 상기 매핑 테이블에서 포트 번호를 교정하고 상기 교정된 포트 번호를 다른 서버 자원 객체와 연관시
키는 단계를 더 포함하는 컴퓨터 네트워크에서의 라우팅 방법.

청구항 9.

제1항에 있어서, 상기 각 입력 클라이언트 요구는 웹 브라우저를 구비한 클라이언트 머신으로부터 나오는 컴퓨터 네트
워크에서의 라우팅 방법.

청구항 10.

제9항에 있어서, 상기 입력 클라이언트 요구는 상기 라우터, 상기 포트 공간의 포트 번호 및 소정의 서버 자원 객체를 
참조하는 최소한 하나의 앵커를 포함하는 웹 페이지가 상기 웹 브라우저에 디스플레이되도록 상기 웹 페이지에 프라임
(prime) 표지를 부착함으로써 상기 라우터를 목적지로 정하는 컴퓨터 네트워크에서의 라우팅 방법.

청구항 11.

일단의 서버 자원 객체(server resource object)로 액세스하기 위한 요구에 대하여 서비스할 수 있는 서버들의 풀(p
ool)을 구비한 컴퓨터 네트워크(computer network)에서의 라우팅(routing) 방법에 있어서－상기 일단의 서버 자원 
객체는 상기 서버 풀에 걸쳐 비동질적인 방식(non-homogeneous manner)으로 분산되어 있음－,
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복수의 포트(port)를 식별하는 관련 포트 공간(associated port space)을 구비하는 라우터(router)에서 지정된 서버 
자원 객체로 액세스하기 위하여 입력 클라이언트 요구(client request)를 수신하는 단계와,

클라이언트 요구를 수신한 포트에만 기반하여 상기 클라이언트 요구를 상기 서버 자원 객체 중의 어느 하나로 매핑(m
apping)하는 단계와,

상기 서버들의 풀 내에 있는 서버들의 서브세트－상기 서버들의 서브세트 내의 상기 각각의 서버는 상기 서버 자원 객
체를 서비스할 수 있음－에서 소정의 서버를 선택하는 단계와,

상기 소정의 서버로 상기 클라이언트 요구를 전송하는 단계

를 포함하는 컴퓨터 네트워크에서의 라우팅 방법.

청구항 12.

일단의 서버 자원 객체(server resource object)로 액세스하기 위한 요구에 대하여 서비스할 수 있는 서버들의 풀(p
ool)을 구비한 컴퓨터 네트워크(computer network)에서의 라우팅(routing) 방법에 있어서－상기 일단의 서버 자원 
객체는 상기 서버 풀에 걸쳐 비동질적인 방식(non-homogeneous manner)으로 분산되어 있음－,

다수의 포트(port)를 식별하는 관련 포트 공간(associated port space)을 구비하는 라우터(router)에서 지정된 서버 
자원 객체로 액세스하기 위하여 입력 클라이언트 요구(client request)를 수신하는 단계와,

클라이언트 요구를 수신된 포트에만 기반하여 상기 클라이언트 요구를 상기 서버 자원 객체 중의 어느 하나로 매핑(m
apping)하는 단계와,

상기 서버들의 풀 내에 있는 서버들의 서브세트－상기 서버들의 서브세트 내의 상기 각각의 서버는 서버 자원 객체를 
서비스할 수 있음－중에서 소정의 서버를 선택하는 단계와,

상기 입력 클라이언트 요구를 발원시킨 클라이언트 머신으로 상기 소정의 서버를 지정하는 방향 전환 응답(redirectio
n response)을 회신하는 단계

를 포함하는 컴퓨터 네트워크에서의 라우팅 방법.

청구항 13.

일단의 서버 자원 객체(server resource object)로 액세스하기 위한 요구에 대하여 서비스할 수 있는 서버들의 풀(p
ool)을 구비한 컴퓨터 네트워크(computer network)에서 클라이언트 요구의 라우팅(routing)을 제어하도록 컴퓨터로 
판독 가능한 매체에 저장된 컴퓨터 프로그램 제품에 있어서,

다수의 로우를 포함하는 매핑 테이블(mapping table)－상기 각각의 로우는 포트 번호, 서버 자원 객체 및 상기 서버 
자원 객체를 서비스할 수 있는 서버의 목록을 포함함－을 운영하기 위한 수단과,

지정된 서버 자원 객체에 액세스하기 위하여 입력 클라이언트 요구에 응답하고, 라우터 내의 상기 매핑 테이블을 이용
하여 상기 서버 자원 객체들 중의 어느 하나로 상기 클라이언트 요구－상기 클라이언트 요구는 상기 입력 클라이언트 
요구를 수신하는 포트에만 기반함－를 매핑하는 수단

을 포함하는 컴퓨터 프로그램 제품.

청구항 14.
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제13항에 있어서, 상기 서버들의 풀로부터 소정의 기준에 의하여 상기 서버 자원 객체를 서비스할 수 있는 소정의 서버
를 선택하는 수단을 더 포함하는 컴퓨터 프로그램 제품.

청구항 15.

제14항에 있어서, 상기 요구를 상기 소정의 서버로 전송하기 위한 수단을 더 포함하는 컴퓨터 프로그램 제품.

청구항 16.

제14항에 있어서, 상기 입력 클라이언트 요구를 발원시킨 클라이언트 머신으로 상기 소정의 서버를 지정하는 방향 전환 
응답(redirection response)을 회신하는 단계를 더 포함하는 컴퓨터 프로그램 제품.

청구항 17.

A) 프로세서와,

B) 운영 체계(operating system)와,

C) 일단의 서버 자원 객체(server resource object)로 액세스하기 위한 요구에 대하여 서비스할 수 있는 서버들의 풀
(pool)을 구비한 컴퓨터 네트워크(computer network)에서 클라이언트 요구의 라우팅(routing)을 제어하는 라우터(
router)를 포함하고,

상기 라우터는,

C-1) 다수의 로우를 포함하는 매핑 테이블(mapping table)－상기 각각의 로우는 포트 번호, 서버 자원 객체 및 상기 
서버 자원 객체를 서비스할 수 있는 서버의 목록을 포함함－을 운영하기 위한 수단과,

C-2) 지정된 서버 자원 객체로 액세스하여 입력 클라이언트 요구에 응답하고, 상기 매핑 테이블을 이용하여 상기 서버 
자원 객체들 중의 어느 하나로 상기 요구－상기 클라이언트 요구는 상기 입력 클라이언트 요구를 수신하는 포트에만 기
반함－를 매핑하는 수단

을 포함하는 컴퓨터.

청구항 18.

제17항에 있어서, 상기 라우터는,

C-3) 상기 서버들의 풀로부터 소정의 기준에 의해 상기 서버 자원 객체를 서비스할 수 있는 소정의 서버를 선택하는 
수단을 더 포함하는 컴퓨터.

청구항 19.

제18항에 있어서, 상기 라우터는,

C-4) 상기 요구를 상기 소정의 서버로 전송하기 위한 수단을 더 포함하는 컴퓨터.

청구항 20.

제18항에 있어서, 상기 라우터는,
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C-5) 상기 입력 클라이언트 요구를 발원시킨 클라이언트 머신으로 상기 소정의 서버를 지정하는 방향 전환 응답(red
irection response)을 회신하기 위한 수단을 더 포함하는 컴퓨터.

청구항 21.

일단의 서버 자원 객체(server resource object)로 액세스하기 위한 요구에 대하여 서비스할 수 있는 서버들의 풀(p
ool)로 라우터(router)를 통하여 접속할 수 있는 요구 웹 클라이언트(Web client)를 구비한 컴퓨터 네트워크(compu
ter network)에서의 라우팅 방법에 있어서,

웹 페이지(Web page)에서 < 서버 명칭> :< 포트 번호> －상기 < 서버 명칭> 은 상기 라우터의 IP 어드레스이며, 
상기 < 포트 번호> 는 상기 라우터에서의 포트 공간의 TCP/IP 포트 번호임－의 형식의 앵커(anchor)를 활성화시키
는 것에 응답하여 상기 라우터로부터 클라이언트 요구를 수신하는 단계와,

상기 클라이언트 요구를 수신한 포트에만 기반해서 상기 포트 번호를 상기 서버 자원 객체 중의 어느 하나로 매핑하는 
단계와,

상기 서버들의 풀 내에 있는 서버들의 서브세트－상기 서버들의 서브세트 내의 각각의 서버는 상기 매핑 단계에서 인지
된 서버 자원 객체를 제공할 수 있음－중에서 소정의 서버를 선택하는 단계와,

상기 요구 웹 클라이언트에게 방향 전환 응답－상기 방향 전환 응답에 대한 HTTP 헤더의 위치 필드(location field)
에는 최적의 서버가 회신됨－을 회신하는 단계

를 포함하는 컴퓨터 네트워크에서의 라우팅 방법.

청구항 22.

제1항, 제11항, 제12항 및 제21항 중 어느 한 항에 있어서, 상기 라우터는 프록시/게이트 웨이 모드, 핸드오프 모드, 
방향 전환 모드를 이용하여 입력 클라이언트 요구를 처리하는 것인 컴퓨터 네트워크에서의 라우팅 방법.

청구항 23.

제1항, 제11항, 제12항 및 제21항 중 어느 한 항에 있어서, 상기 입력 클라이언트 요구가 방향 전환 가능한 요구인지 
또는 방향 전환 가능하지 않은 요구인 지의 여부를 판단하는 단계를 더 포함하는 컴퓨터 네트워크에서의 라우팅 방법.

청구항 24.

제1항, 제11항, 제12항 및 제21항 중 어느 한 항에 있어서, 상기 입력 클라이언트 요구의 콘텐츠를 암호 해독하지 않은 
채로 상기 입력 클라이언트 요구를 라우팅하는 단계를 더 포함하는 컴퓨터 네트워크에서의 라우팅 방법.

청구항 25.

제17항에 있어서, 상기 라우터는 프록시/게이트 웨이 모드, 핸드오프 모드, 방향 전환 모드를 이용하여 입력 클라이언
트 요구를 처리하는 수단을 더 포함하는 컴퓨터.

청구항 26.

제17항에 있어서, 상기 클라이언트 요구가 방향 전환 가능한 요구인지 또는 방향 전환 가능하지 않은 요구인 지의 여부
를 판단하는 수단을 더 포함하는 컴퓨터.

청구항 27.
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제17항에 있어서, 상기 클라이언트 요구의 콘텐츠를 암호 해독하지 않은 채로 상기 클라이언트 요구를 라우팅하는 수단
을 더 포함하는 컴퓨터.

도면
도면 1

도면 2

도면 3
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도면 4a

도면 4b

도면 5

도면 6
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도면 7a

도면 7b
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도면 7c
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