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(57) ABSTRACT 
In one or more embodiments of the invention, functional data 
analysts may use a functional data authoring module to cap 
ture functional metadata in a consistent manner. Conflict 
reports for the business processes may be generated for a 
Subset of the business processes or as an overall report across 
all business processes. One or more embodiments of the 
invention may provide early detection of data usage and type 
conflicts from functional data requirements, automated 
detection of conflicts from functional data requirements, 
reports listing detected conflicts, conflicts resolution tracking 
mechanism, ongoing notification regarding changes in func 
tional data requirements or detected conflicts, and avoidance 
of conflicting functional requirement in the realization phase, 
thereby reducing costs and project risks and avoiding project 
delays. 
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COMPUTING AND MANAGING 
CONFLCTING FUNCTIONAL DATA 

REQUIREMENTS USING ONTOLOGIES 

TECHNICAL FIELD 

0001. This disclosure relates to information management, 
and more particularly, to computing and managing conflict 
ing functional data requirements across business processes 
using ontologies and text analytics. 

BACKGROUND 

0002. As businesses continue to grow, they require sophis 
ticated tools to manage various types of information and 
provide businesses with the ability to capture information, 
integrate the information with existing systems, and provide 
access to the information. Some businesses utilize custom 
built applications, such as e-commerce platforms or call 
centers. Many businesses may use a conglomeration of tools 
that are created using different programming languages and 
use a variety of persistencies, such as flat files, hierarchical 
databases, relational databases, or content management sys 
tems. Some applications are information-centric applications 
Such as master data management systems and data warehous 
ing systems. Across all these systems, often the same process 
may be implemented in a variety of ways, thereby leading to 
the capture of information in an inconsistent manner. This 
may lead to data inaccuracies which lead to inefficiencies 
within or across the systems. In some cases, certain business 
objects may be utilized across multiple business processes 
and need a consistent definition across all the business pro 
cesses. A business object can consist of one or multiple tables. 
Each table can consist of one or multiple attributes. A busi 
ness object can be used in one or multiple business processes. 
0003. There are generally at least two different phases of a 
business transformation implementation project, the blue 
print phase and realization phase. During the blueprint phase, 
as the business process teams define the new business pro 
cesses, a functional data analyst may align their appropriate 
work stream and capture the functional data requirements for 
each of the new sub-processes as they are discussed in work 
shops and follow-up meetings. Each major business process 
domain may represent an independent work stream. A master 
data analyst may participate across all business processes that 
relate to the Create, Read, Update, and Delete processes 
(CRUD) of their master data objects. 
0004. Many conflicts occur during the blueprint phase 
because the business process teams often work in parallel, but 
independently from each other. During the blueprint phase, 
different teams may define functional data requirements dif 
ferently. A functional data analyst or master data analyst may 
be the only individual able to detect potential conflicts as a 
result of cross-process examination of the data definitions. 
The detection of the potential conflicts is often by chance and 
is often detected manually by the analyst. 
0005. During the realization phase, the specifications 
defined in the blueprint phase may be implemented. The data 
team performs the data migration to the new application or 
new business processes. The functional data requirements 
captured during the blueprint phase may define how the new 
data in the new processes relate to each other. Any changes in 
the requirements during the realization phase may be 
addressed by the functional/master data analysts. 
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BRIEF SUMMARY 

0006. In a first embodiment, a method may include receiv 
ing a request to generate a conflict report for two or more 
business processes. A business object of one of the two or 
more business processes is processed to identify at least one 
attribute associated with the one of the two or more business 
processes. Existing entries in an ontology for the at least one 
attribute of the two or more business processes is identified by 
comparing the at least one attribute to the ontology associated 
with the two or more business processes. The metadata of the 
existing entries in the ontology and the at least one attribute is 
compared to identify a conflicting data requirement between 
the existing entries and the at least one attribute. The conflict 
report for the two or more business processes is generated 
comprising the conflicting data requirement between the 
existing entries and the at least one attribute. 
0007. One or more of the following features may be 
included. Metadata for the business object may be received 
from the user via a user interface, wherein the received meta 
data is associated with the at least one attribute. The business 
object may be updated to include the metadata from the user. 
The method may further include generating a notification 
responsive to the generated conflict report. The notification 
may be one of an email, a text message, or a pop-up notifica 
tion. 
0008. The method may further include matching the at 
least one attribute to the ontology using dictionary matching, 
regular expression matching, fuzzy matching or other types 
of matching. The dictionary matching may use a dictionary 
derived from the ontology. The method may further include 
generating a result list, wherein the result list includes at least 
a match between the at least one attribute and the ontology. A 
link column entry may be created for the at least one attribute 
and the business object in the ontology. 
0009. The method may further include using different 
types of ontologies, such as a static ontology, dynamic ontol 
ogy, social ontology, and intentional ontology. The method 
may further include automatically resolving the conflict data 
requirement between the existing entries and the at least one 
attribute. 
0010. According to another implementation, a computer 
program product resides on a computer readable storage 
medium. When executed by a process, a plurality of instruc 
tions stored on the computer readable storage medium may 
cause the processor to perform operations, including: receiv 
ing a request to generate a conflict report for two or more 
business processes, processing a business object of one of the 
two or more business processes to identify at least one 
attribute associated with the one of the two or more business 
processes, identifying existing entries in an ontology for the 
at least one attribute of the two or more business processes by 
comparing the at least one attribute to the ontology associated 
with the two or more business processes, comparing metadata 
of the existing entries in the ontology and the at least one 
attribute to identify a conflicting data requirement between 
the existing entries and the at least one attribute, and gener 
ating the conflict report for the two or more business pro 
cesses comprising the conflicting data requirement between 
the existing entries and the at least one attribute. 
0011. One or more of the following features may be 
included. Metadata for the business object may be received 
from a user via a user interface, wherein the received meta 
data is associated with the at least one attribute. The business 
object may be updated to include the received metadata from 
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the user. The computer program product may further com 
prise generating a notification responsive to the generated 
conflict report. The notification may be an email, a text mes 
sage, or a pop-up notification. 
0012. The computer program product may further com 
prise matching the at least one attribute to the ontology using 
one of dictionary matching, regular expression matching and 
fuzzy matching, wherein dictionary matching uses a dictio 
nary derived from the ontology. The computer program prod 
uct may further comprise generating a result list, wherein the 
result list includes at least a match between the at least one 
attribute and the ontology and creating an entry for the at least 
one attribute in the ontology. The computer program product 
may include using different types of ontologies, such as a 
static ontology, dynamic ontology, Social ontology, and inten 
tional ontology. The computer program product may further 
include automatically resolving the conflict data requirement 
between the existing entries and the at least one attribute. 
0013. According to another implementation, a computing 
system may include at least one processor and at least on 
memory architecture coupled with the at least one processor. 
The computing system may also include the following: a first 
software module executable by the at least one processor and 
the at least one memory architecture, wherein the first soft 
ware module is configured to receive a request to generate a 
conflict report for two or more business processes; a second 
software module executable by the at least one processor and 
the at least one memory architecture, wherein the second 
software module is configured to process a business object of 
one of the two or more business processes to identify at least 
one attribute associated with the one of the two or more 
business processes; a third software module executable by the 
at least one processor and the at least one memory architec 
ture, wherein the third software module is configured to iden 
tify existing entries in an ontology for the at least one attribute 
of the two or more business processes by comparing the at 
least one attribute to the ontology associated with the two or 
more business processes; a fourth Software module execut 
able by the at least one processor and the at least one memory 
architecture, wherein the fourth software module is config 
ured to compare metadata of the existing entries in the ontol 
ogy and the at least one attribute to identify a conflicting data 
requirement between the existing entries and the at least one 
attribute; and a fifth software module executable by the at 
least one processor and the at least one memory architecture, 
wherein the fifth software module is configured to generate 
the conflict report for the two or more business processes 
comprising the conflicting data requirement between the 
existing entries and the at least one attribute. 
0014. One or more of the following features may be 
included. The computing system may include a sixth Software 
module executable by the at least one processor and the at 
least one memory architecture, wherein the sixth software 
module is configured to receive metadata for the business 
object from a user via a user interface, wherein the received 
metadata is associated with the at least one attribute; and a 
seventh software module executable by the at least one pro 
cessor and the at least one memory architecture, wherein the 
seventh software module is configured to update the business 
object to include the received metadata from the user. 
0015 The computing system may further include an 
eighth software module executable by the at least one proces 
sor and the at least one memory architecture, wherein the 
eighth Software module is configured to generate a notifica 
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tion responsive to the generated conflict report. The notifica 
tion may be one of an email, a text message, or a pop-up 
notification. The computing system may include ninth soft 
ware module executable by the at least one processor and the 
at least one memory architecture, wherein the ninth software 
module is configured to match the at least one attribute to the 
ontology using one of dictionary matching, regular expres 
sion matching and fuZZy matching, wherein dictionary 
matching uses a dictionary derived from the ontology. 
0016. The computing system may include a tenth software 
module executable by the at least one processor and the at 
least one memory architecture, wherein the tenth software 
module is configured to generate a result list, wherein the 
result list includes at least a match between the at least one 
attribute and the ontology; and an eleventh software module 
executable by the at least one processor and the at least one 
memory architecture, wherein the eleventh software module 
is configured to create a link column entry for the at least one 
attribute and the business object in the ontology. 
0017. The computing system may include using different 
types of ontologies, such as a static ontology, dynamic ontol 
ogy, social ontology, and intentional ontology. The comput 
ing system may include a twelfth software module executable 
by the at least one processor and the at least one memory 
architecture, wherein the twelfth software module is config 
ured to automatically resolve the conflicting data requirement 
between the existing entries and the at least one attribute. 
0018. According to another implementation, a method 
may include receiving a request to generate a conflict report 
for two or more business processes; processing a business 
object of one of the two or more business processes to identify 
at least one attribute associated with the one of the two or 
more business processes; identifying existing entries for the 
at least one attribute of the two or more business processes by 
comparing the at least one attribute to an ontology associated 
with the two or more business processes; creating a new entry 
for the at least one attribute of the two or more business 
processes and storing the new entry to the ontology; compar 
ing metadata of the existing entries in the ontology and the at 
least one attribute to identify a conflicting data requirement 
between the existing entries and the at least one attribute; and 
generating the conflict report for the two or more business 
processes comprising the conflicting data requirement 
between the existing entries and the at least one attribute. 
0019. The details of one or more implementations are set 
forth in the accompanying drawings and the description 
below. Other features and advantages will become apparent 
from the description, the drawings, and the claims. 

BRIEF DESCRIPTION OF THE SEVERAL 
VIEWS OF THE DRAWINGS 

0020 FIG. 1 is a diagrammatic view of a conflict report 
process utilizing an ontology coupled to a distributed com 
puting network; 
0021 FIG. 2 is a diagrammatic view of an example for a 
data team structure for a data migration project; 
0022 FIG. 3 is a diagrammatic view of an example of a 
system architecture of a conflict report process utilizing an 
ontology of FIG. 1; 
0023 FIGS. 4A and 4B are flowcharts of the conflict 
report process utilizing an ontology of FIG. 1; 
0024 FIG. 5 is a diagrammatic view of an example of a 
breakdown of a business process; 
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0025 FIG. 6 is a diagrammatic view of an example of a 
table field list; 
0026 FIG. 7 is a diagrammatic view of an example of a 
conflict report generated by the conflict report process utiliz 
ing an ontology of FIG. 1; and 
0027 FIG. 8 is a diagrammatic view of an example of an 
input data used by the conflict report process utilizing an 
ontology of FIG. 1. 
0028. In the drawings, like reference numbers generally 
indicate identical, functional similar, and/or structurally simi 
lar elements. 

DETAILED DESCRIPTION 

0029. As will be appreciated by one skilled in the art, the 
present invention may be embodied as a method, system, or 
computer program product. Accordingly, the present inven 
tion may take the form of an entirely hardware embodiment, 
an entirely software embodiment (including firmware, resi 
dent Software, micro-code, etc.) or an embodiment combin 
ing Software and hardware aspects that may all generally be 
referred to herein as a “circuit,” “module’ or “system.” Fur 
thermore, the present invention may take the form of a com 
puter program product on a computer-usable storage medium 
having computer-usable program code embodied in the 
medium. 
0030. Any suitable computer usable or computer readable 
medium may be utilized. The computer readable medium 
may be a computer readable signal medium or a computer 
readable storage medium. A computer-usable, or computer 
readable, storage medium (including a storage device associ 
ated with a computing device or client electronic device) may 
be, for example, but not limited to, an electronic, magnetic, 
optical, electromagnetic, infrared, or semiconductor system, 
apparatus, or device, or any Suitable combination of the fore 
going. More specific examples (a non-exhaustive list) of the 
computer-readable medium would include the following: an 
electrical connection having one or more wires, a portable 
computer diskette, a hard disk, a random access memory 
(RAM), a read-only memory (ROM), an erasable program 
mable read-only memory (EPROM or Flash memory), an 
optical fiber, a portable compact disc read-only memory (CD 
ROM), an optical storage device. In the context of this docu 
ment, a computer-usable, or computer-readable, storage 
medium may be any tangible medium that can contain, or 
store a program for use by or in connection with the instruc 
tion execution system, apparatus, or device. 
0031. A computer readable signal medium may include a 
propagated data signal with computer readable program 
coded embodied therein, for example, in baseband or as part 
of a carrier wave. Such a propagated signal may take any of a 
variety of forms, including, but not limited to, electro-mag 
netic, optical, or any Suitable combination thereof. A com 
puter readable signal medium may be any computer readable 
medium that is not a computer readable storage medium and 
that can communicate, propagate, or transport a program for 
use by or in connection with an instruction execution system, 
apparatus, or device. 
0032. Program code embodied on a computer readable 
medium may be transmitted using any appropriate medium, 
including but not limited to wireless, wireline, optical fiber 
cable, RF, etc., or any Suitable combination of the foregoing. 
0033 Computer program code for carrying out operations 
of the present invention may be written in an object oriented 
programming language such as Java, Smalltalk, C++ or the 
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like. However, the computer program code for carrying out 
operations of the present invention may also be written in 
conventional procedural programming languages, such as the 
“C” programming language or similar programming lan 
guages. The program code may execute entirely on the user's 
computer, partly on the user's computer, as a stand-alone 
Software package, partly on the user's computer and partly on 
a remote computer or entirely on the remote computer or 
server. In the latter scenario, the remote computer may be 
connected to the user's computer through a local area network 
(LAN) or a wide area network (WAN), or the connection may 
be made to an external computer (for example, through the 
Internet using an Internet Service Provider). 
0034. The present invention is described below with ref 
erence to flowchart illustrations and/or block diagrams of 
methods, apparatus (systems) and computer program prod 
ucts according to embodiments of the invention. It will be 
understood that each block of the flowchart illustrations and/ 
or block diagrams, and combinations of blocks in the flow 
chart illustrations and/or block diagrams, can be imple 
mented by computer program instructions. These computer 
program instructions may be provided to a processor of a 
general purpose computer, special purpose computer, or other 
programmable data processing apparatus to produce a 
machine, such that the instructions, which execute via the 
processor of the computer or other programmable data pro 
cessing apparatus, create means for implementing the func 
tions/acts specified in the flowchart and/or block diagram 
block or blocks. 

0035. These computer program instructions may also be 
stored in a computer-readable memory that can direct a com 
puter or other programmable data processing apparatus to 
function in a particular manner, such that the instructions 
stored in the computer-readable memory produce an article of 
manufacture including instructions which implement the 
function/act specified in the flowchart and/or block diagram 
block or blocks. 
0036. The computer program instructions may also be 
loaded onto a computer or other programmable data process 
ing apparatus to cause a series of operational steps to be 
performed on the computer or other programmable apparatus 
to produce a computer implemented process Such that the 
instructions which execute on the computer or other program 
mable apparatus provide steps for implementing the func 
tions/acts specified in the flowchart and/or block diagram 
block or blocks. 

0037 Referring to FIG. 1, there is shown conflict report 
process 10 that may reside on and may be executed by server 
computer 12, which may be connected to network 14 (e.g., the 
Internet or a local area network). In the example below, a 
single ontology and a single server computer are depicted. 
However, the system may include different ontologies, which 
may be of different types (i.e. static, dynamic, intentional, or 
Social) which may reside on and be executed by more than one 
server computer. Ontology 20 may also reside on and may be 
executed by server computer 12. Examples of server com 
puter 12 may include, but are not limited to: a personal com 
puter, a server computer, a series of server computers, a mini 
computer, and a mainframe computer. Server computer 12 
may be a web server (or a series of servers) running a network 
operating system, examples of which may include but are not 
limited to: Microsoft(R) Windows.(R) Server; Novell(R) Net 
Ware(R); or Red Hat(R) Linux R, for example. (Microsoft and 
Windows are registered trademarks of Microsoft Corporation 
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in the United States, other countries or both; Novell and 
NetWare are registered trademarks of Novell Corporation in 
the United States, other countries or both; Red Hat is a reg 
istered trademark of Red Hat Corporation in the United 
States, other countries or both; and Linux is a registered 
trademark of Linus Torvalds in the United States, other coun 
tries or both.) Additionally/alternatively, the conflict report 
process may reside on and be executed, in whole or in part, by 
a client electronic device, such as a personal computer, note 
book computer, personal digital assistant, or the like. 
0038. As will be discussed below in greater detail, conflict 
report process 10 may receive a request to generate a conflict 
report for two or more business processes. A business process 
may include a collection of related, structured activities or 
tasks that produce a specific service or product for a particular 
customer or customers. Examples of business processes may 
include, but are not limited to: Order-to-Cash (OTC) 250a, 
Procurement-to-Pay (P2P) 250b, Supply Chain Processing 
(SCP) 250c, Record to Report (RTR) 250n and Manufactur 
ing (MNF) 250d, as depicted in FIG. 2. An End-to-End order 
process may cover the point of a potential order creation all 
the way to order fulfillment. Some business processes may 
only include one process and the conflicts identified would be 
on a Sub-process level, whereas other business processes may 
include multiple processes (i.e. multiple Level 1 Processes 
250 depicted in FIG. 5 and described in depth later). 
0039 Conflict report process 10 may process a business 
object of one of the two or more business processes to identify 
at least one attribute associated with one of the two or more 
business processes. Conflict report process 10 may identify 
possible conflicts for the attribute of the two or more business 
processes by comparing the attribute to ontology 20 associ 
ated with the two or more business processes. Conflict report 
process 10 may compare metadata in the ontology 20 and the 
attribute to identify a potential conflicting data requirement. 
The conflict report process 10 may generate a conflict report 
for the two or more business processes comprising the con 
flicting data requirement. 
0040. The instruction sets and subroutines of conflict 
report process 10, which may include one or more software 
modules, and which may be stored on storage device 16 
coupled to server computer 12, may be executed by one or 
more processors (not shown) and one or more memory mod 
ules (not shown) incorporated into server computer 12. Stor 
age device 16 may include but is not limited to: a hard disk 
drive; a solid state drive, a tape drive; an optical drive; a RAID 
array; a random access memory (RAM); and a read-only 
memory (ROM). 
0041) Server computer 12 may execute a web server appli 
cation, examples of which may include but are not limited to: 
Microsoft IIS, Novell Webserver TM, or Apache R. Webserver, 
that allows for HTTP (i.e., HyperText Transfer Protocol) 
access to server computer 12 via network 14 (Webserver is a 
trademark of Novell Corporation in the United States, other 
countries, or both; and Apache is a registered trademark of 
Apache Software Foundation in the United States, other 
countries, or both). Network 14 may be connected to one or 
more secondary networks (e.g., network 18), examples of 
which may includebut are not limited to: a local area network; 
a wide area network; or an intranet, for example. 
0042 Conflict report process 10 may be a stand alone 
application or it might be deployed as a web application on 
the previously mentioned web server, or may be an applet/ 
application component/script that may interact with and/or be 
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executed in conjunction with ontology 20. In addition/as an 
alternative to being a server-side process, the conflict report 
process 10 may be a client-side process (not shown) that may 
reside on a client electronic device (described below) and 
may interact with a business process application. Further, the 
conflict report process may be a hybrid server-side/client-side 
process that may interact with conflict report application 
(e.g., one or more of conflict report applications 22, 24, 26. 
28). As such, the conflict report process may reside, in whole, 
or in part, on server computer 12 and/or one or more client 
electronic devices. 

0043. The instruction sets and subroutines of conflict 
report applications 22, 24, 26, 28, which may be stored on 
storage devices 30, 32, 34, 36 (respectively) coupled to client 
electronic devices 38, 40, 42, 44 (respectively), may be 
executed by one or more processors (not shown) and one or 
more memory modules (not shown) incorporated into client 
electronic devices 38, 40, 42, 44 (respectively). The conflict 
report applications 22, 24, 26, 28 may be used by users 46,48, 
50, 52 to access conflict report process 10 and initiate gen 
eration of a conflict report. Storage devices 30, 32,34, 36 may 
include but are not limited to: hard disk drives; solid state 
drives, tape drives; optical drives: RAID arrays; random 
access memories (RAM); read-only memories (ROM), com 
pact flash (CF) storage devices, secure digital (SD) storage 
devices, and a memory stick storage devices. Examples of 
client electronic devices 38, 40, 42, 44 may include, but are 
not limited to, personal computer 38, laptop computer 40, 
mobile computing device 42 (such as a smartphone, netbook, 
or the like), notebook computer 44, for example. Using con 
flict report applications 22, 24, 26, 28, users 46, 48, 50, 52 
may access conflict report process 10. 
0044) Users 46, 48, 50, 52 may access conflict report pro 
cess 10 directly through the device on which the conflict 
report application (e.g., 22, 24, 26, 28) is executed, namely 
client electronic devices 38, 40, 42, 44, for example. Users 46, 
48, 50, 52 may access conflict report process 10 directly 
through network 14 or through secondary network 18. Fur 
ther, server computer 12 (i.e., the computer that executes 
conflict report process 10) may be connected to network 14 
through secondary network 18, as illustrated with phantom 
link line 54. 

0045. In addition to conflict report process 10, server com 
puter 12 may execute various additional applications, e.g., 
business process application (not shown) (the instruction sets 
and Subroutines of which may reside on storage device 16). 
While the various additional applications are shown as being 
executed on server computer 12, it should be appreciated that 
one or more of the additional applications may be executed on 
one or more separate devices, systems, and/or networks. Fur 
ther, while a single additional application has been illustrated, 
this is for clarity of description, and should not be construed 
as a limitation as multiple additional applications may be 
implemented. 
0046. The various client electronic devices may be 
directly or indirectly coupled to network 14 (or network 18). 
For example, personal computer 38 is shown directly coupled 
to network 14 via a hardwired network connection. Further, 
notebook computer 44 is shown directly coupled to network 
18 via a hardwired network connection. Laptop computer 40 
is shown wirelessly coupled to network 14 via wireless com 
munication channel 66 established between laptop computer 
40 and wireless access point (i.e., WAP) 68, which is shown 
directly coupled to network 14. WAP 58 may be, for example, 
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an IEEE 802.11a, 802.11b, 802.11g Wi-Fi, and/or Bluetooth 
device that is capable of establishing wireless communication 
channel 56 between laptop computer 40 and WAP58. Mobile 
computing device 42 is shown wirelessly coupled to network 
14 via wireless communication channel 60 established 
between mobile computing device 42 and cellular network/ 
bridge 62, which is shown directly coupled to network 14. 
0047. As is known in the art, all of the IEEE 802.11x 
specifications may use Ethernet protocol and carrier sense 
multiple access with collision avoidance (i.e., CSMA/CA) for 
path sharing. The various 802.11x specifications may use 
phase-shift keying (i.e., PSK) modulation or complementary 
code keying (i.e., CCK) modulation, for example. As is 
known in the art, Bluetooth is a telecommunications industry 
specification that allows e.g., mobile phones, computers, and 
personal digital assistants to be interconnected using a short 
range wireless connection. 
0048 Client electronic devices 38, 40, 42, 44 may each 
execute an operating system, examples of which may include 
but are not limited to Microsoft Windows, Microsoft Win 
dows CER), Red Hat Linux, or other suitable operating sys 
tem. (Windows CE is a registered trademark of Microsoft 
Corporation in the United States, other countries, or both.) 
0049. For the purpose of the following description, con 

flict report application 22 may be discussed. However, this is 
for illustrative purposes only and should not be construed as 
a limitation of the present disclosure, as other conflict report 
applications (e.g., application 24, 26, 28) may be equally 
utilized. 
0050. Now referring to FIG. 2 a diagrammatic view of an 
example for a data team structure for a data migration project 
is depicted. A business may utilize multiple business pro 
cesses 250a-250n (collectively referred to as 250). A complex 
system involving multiple business processes may involve 
many different types of positions, such as master data analysts 
220a-220m (collectively referred to as 220) and functional 
data analysts 230a-230m (collectively referred to as 230). A 
master data analyst 220 may specialize in a type of data 
associated with multiple business processes 250a-250n, 
whereas a functional data analyst 230 may specialize within a 
single business process 250a. A common issue that master 
data analysts 220 and functional data analysts 230 may face is 
the inability to proactively identify conflicting data require 
ments across business processes 250a-250m or within differ 
ent Sub-processes easily and quickly. 
0051. In some data team structures, functional data ana 
lysts 230 work in conjunction with a process team and spe 
cialize in the data requirements within a business process 250. 
Master data analysts 220 may specialize in a master data 
object, such as Customer, Vendor, Product or Finance and 
may work across several business processes 250a-250n since 
master data objects may be shared across multiple business 
processes. Master data analysts may be responsible for the 
data requirements relating to the CRUD (Create, Read, 
Update, Delete) processes of their data object across the 
multiple business processes. 
0052. Now referring to FIG.3 a diagrammatic view of an 
example of a system architecture of a conflict report process 
utilizing an ontology of FIG. 1 is depicted. In brief overview, 
the system may comprise a functional data authoring module 
330. The functional data authoring module 330 may include 
a functional data requirements metadata database 325 and a 
conflict detection module 320. The conflict detection module 
320 may communicate with one or more ontologies 20. 
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Responsive to the communication with ontology 20, the con 
flict detection module 320 may generate a conflict report 310. 
The generated conflict report 310 may be distributed to data 
analysts 220, 230. 
0053 Still referring to FIG. 3, and in more detail, the 
functional data authoring module 330 may include a func 
tional data requirements metadata database325 and a conflict 
detection module 320. The functional data requirements 
metadata database325 may store all the metadata captured by 
the master/functional data analysts 220, 230. In some 
embodiments, the metadata may be captured through a web 
interface. In other embodiments, the metadata may be cap 
tured through another user interface technology. The user 
interface allows the master/functional data analysts 220, 230 
to capture and change functional data requirements during the 
blueprinting process. The metadata that may be captured 
through the interface and stored in the functional data require 
ments metadata database may include Such metadata as field 
names, field data types, field constraints, schema and table 
field relations, business objects the table and field belong to, 
with metadata providing classification/domain information 
(which may be used to search for a linkage into the ontology 
20), business metadata describing the functional use of the 
field (which may be used to search for a linkage into the 
ontology 20) and metadata linking the business object to one 
or multiple business processes 250, wherein the business 
processes themselves may be structured in a multi-level busi 
ness process hierarchy (which may be used to search for a 
linkage into the ontology). The metadata may also include the 
primary owner of the business object, read or read-write 
access of the business object by owner, tables and attributes 
associated by the business object and references to other 
business object. The tables storing the metadata captured by 
the master/functional data analysts 220, 230 may be used to 
generate a business object associated with a business process 
2SO. 

0054 The conflict detection module 320 may detect con 
flicts in the functional data requirements database 325. The 
conflict detection module 320 may be invoked explicitly by a 
master/functional data analysts 220, 230 or it may be trig 
gered if one or multiple the ontologies 20 change. 
0055. The ontology 20 may be a single ontology or mul 
tiple physically separated ontologies covering different 
ontology types. There are different types of ontologies Such 
as: static, dynamic, Social and intentional. A static ontology 
may describe static aspects of the world (i.e., what things 
exist, their attributes and relationships). An example of a 
static ontology may be an entity Such as a product with the 
attributes describing it. A dynamic ontology describes the 
changing aspects of the world in terms of states, state transi 
tions and processes. An example of a dynamic ontology may 
bean order which has life cycle aspects Such as order creation, 
order shipment, and order billing. A Social ontology may 
cover Social settings. Such as agents, positions, roles, author 
ity, permanent organizational structures or shifting networks 
of alliances and interdependencies. Examples of a Social 
ontology may be the concept of a legal hierarchy or roles for 
employees such as developer and sales person. An intentional 
ontology may encompass the world of things agents believe, 
want, prove or disprove. 
0056. Now referring to FIG. 4, a flow diagram for conflict 
report process 10 is depicted. In brief overview, a request to 
generate a conflict report for two or more business processes 
may be received 400. The conflict report process 10 may 
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identify the involved business objects for the two or more 
business processes 405. A business object may be processed 
to identify the involved tables for a business process 410. The 
involved tables may be processed to identify attributes asso 
ciated with one of the two or more business processes 415. 
The conflict report process 10 may identify attribute that are 
candidates for matching against the ontology 420. The can 
didate attributes may be matched to the ontology 20 using 
dictionary matching 425, regular expression matching 430, 
fuzzy matching 435, or any other type of matching 440. 
Metadata in the ontology 20 and the metadata of the attribute 
may be compared to identify a conflicting data requirement. 
The conflict report process 10 may perform a lookup table 
ontology match to create result list C1450. The conflict report 
process 10 may perform attribute match against ontology 20 
creating result list C2 455. 
0057. A request to generate a conflict report 310 for two or 
more business processes 250 may be received 400. In some 
embodiments, the request to generate the conflict report 310 
may arise from a functional 230 data analyst or master data 
analyst 220 that may explicitly trigger the creation of a con 
flict report 310 either across all business processes 250a-250n 
or a Subset of the business processes. In some embodiments, 
the request to generate 400 a conflict report 310 may be 
triggered by a change in ontology 20. In some embodiments, 
the request to generate 400 the conflict report 310 may be 
received from a conflict report application (i.e. 22, 24, 26, 28). 
0058 Conflict report process 10 may identify 405 one or 
more business objects associated with the one or more busi 
ness processes to be used to generate a conflict report 310. 
The one or more business objects may be processed to iden 
tify involved tables 410. The one or more involved tables 
identified by 410 may be processed to identify involved 
attributes 415 associated with one of the two or more business 
processes 250. For each of the selected business processes, 
the functional data authoring module 330 may determine the 
involved business objects 405. In some embodiments, the 
conflict report process 10 identifies the business objects asso 
ciated with a business process. For each of the identified 405 
business objects, the functional data authoring module 330 
may identify tables 410 associated/within each of the data 
objects. For each of the identified 410 tables, either associated 
with or within each of the business objects, the functional data 
authoring module 330 may parse the table and identify 415 
fields or attributes of the table which will be compared to 
ontology 20. The conflict report process 10 may identify 
candidate attributes for matching against the ontology 420. In 
Some embodiments, the candidates are identified using crite 
ria received from a user. In some embodiments, the candi 
dates are identified using criteria from a previous conflict 
report generation. In some embodiments, the candidate 
attributes are stored in a table. In some embodiments, the 
table is a look-up table. 
0059 Candidate attributes may be compared with ontol 
ogy 20 using dictionary matching 425, regular expression 
matching 430, fuzzy matching 435, or other matching 440. 
Dictionary matching may involve matching the identified 
attribute and related metadata to an entry of a dictionary. In 
Some embodiments, the dictionary matching 425 may use a 
dictionary derived from ontology 20. Regular expression 
matching may involve matching, using regular expression, 
the identified attribute and related metadata either directly to 
the ontology or information derived from the ontology. In 
Some embodiments, fuzzy matching 435, as is well-known in 
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the art, may involve approximate string matching rather than 
exact string matching. Fuzzy String matching is a technique of 
finding strings that approximately match a given pattern, 
rather than searching for exact matches. Any combination of 
dictionary matching 425, regular expression matching 430, 
fuZZy matching 435, and other types of matching 440 or string 
searching may be used on the attribute and/or metadata and 
the ontology 20 to identify possible conflicts. Potential con 
flicts may be identified by comparing the attribute or field to 
ontology 20 associated with the two or more business pro 
cesses 250 using any of the matching processes described 
herein. The identified attributes or fields may be directly 
compared to the ontology 20. 
0060. The conflict report process 10 may determine 
whether the table storing the candidate attributes is a look-up 
table 445. If the table is a lookup table, then the conflict report 
process 10 performs matching on the lookup table and ontol 
ogy 450, generating a result list C1. If the table storing the 
candidate attributes is not a lookup table 455, then the conflict 
report process 10 performs matching of the attribute against 
the ontology 20 and generates result list C2. 
0061. Now referring to FIG. 4B, the conflict report process 
10 may perform a union of C1 and C2 to create overall list C 
460. If the list C is empty 465, then a manual search and 
manual link column creation is performed. If C has one entry 
470, then a link to ontology 20 for the attribute is created and 
stored to the link column. If C has more than one entry 475, 
then a pre-processing step may be required. In some embodi 
ments, the pre-processing step may include additional analy 
sis of the matches between the attribute and related metadata 
to the ontology to determine if any of the identified entries are 
duplicative. A count class make be invoked on the link col 
umn to determine the number of entries in C 480. The conflict 
report process 10 may determine whether the class count is 
greater than one 485. If the class count is greater than one 490, 
then a conflict report 310 may be generated, reporting each 
occurrence across all business processes as a potential con 
flict. If the class count is less than or equal to one, then no 
conflict is detected 495. In some embodiments, a notification 
is generated to inform the user that no conflicts were detected. 
The notification may be in the form of an email, text message, 
pop-up notification or other form of notification available on 
the computing system. 
0062. In another embodiment, comparisons between the 
attribute and the ontology 20 may generate a list of potential 
candidates in the ontology 20 and a link is not stored in the 
ontology 20 until an explicit request is received from a func 
tional data analyst 230 or a master data analyst 220. 
0063. The result of the matching between the attribute and 
related metadata to the ontology may be transmitted back to 
the conflict detection module 320 and used to generate a 
conflict report 310. In cases where a match is found between 
an identified attribute and the ontology, a link for the attribute 
may be saved in ontology 20. If the attribute does not exist in 
ontology 20, a link may be created for the attribute and stored 
to the ontology 20. 
0064 Metadata in the ontology 20 and the metadata 
related to an attribute may be compared to identify a conflict 
ing data requirement. For example, a table, as depicted in 
FIG. 6, may be used to compare the identified attributes or 
fields to ontology 20. In some embodiments, the free form 
text in the description field 612, 614 may be parsed using a 
text mining algorithm or UIMA-based analytics with dictio 
naries, regular expressions, or similar mechanisms to identify 
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key words or text which may be useful for comparing to 
ontology 20. In some embodiments, attributes or fields may 
be compared to a dictionary derived from ontology 20. 
0065. Once the identified attribute is compared to the 
ontology 20 to which a link has been established, the attribute 
is checked to determine if more than one field is linked in the 
ontology 20. If a single field is linked in the ontology 20, no 
further action is taken. If two or more fields are linked to the 
ontology 20, it is likely the attribute is semantically the same 
based on the analyzed business metadata. In some cases, the 
technical metadata, Such as field names, data types, and field 
constraints, may be the same for all fields of the attribute and 
the existing entry in the ontology 20, indicating that no con 
flict exists. A potential conflict may be identified when the 
business metadata indicates the same meaning between the 
attribute and the existing entry in the ontology 20 but the 
representation is different and may thus require resolution. 
Such instances are flagged and used to generate 408 a conflict 
report 310 to be transmitted to one or more functional data 
analysts 230 or master data analysts 220. 
0066. The conflict report 310 may be generated for the two 
or more business processes, including the conflicting data 
requirement between the existing entry of the ontology 20 and 
the attribute. A notification may be generated responsive to 
the generation of the conflict report 310. In some embodi 
ments, the notification may be in the form of an email, a 
pop-up notification, or an SMS. The notification may be sent 
to the master/functional data analyst 220, 230 who initiated 
the conflict report. In some embodiments, the notification 
may be sent to all master/functional data analysts 220, 230 
affected by the contents of the conflict report310. In still other 
embodiments, the notification may be sent to a pre-deter 
mined list of recipients responsive to the generation of the 
conflict report 310. 
0067. In some embodiments, conflicting data require 
ments may be automatically resolved between the existing 
entry in the ontology 20 and the identified attribute. For 
example, Business Process A may include an attribute for a 
customer address with a definition that the field permits fifty 
(50) characters in the field and Business Process B may 
include an attribute for a customer address with a definition 
that the field permits seventy (70) characters in the field. Once 
the linking is established to the ontology 20 indicating a 
possible conflict related to the customer business object used 
in Business Process A and Business Process B. The system 
may determine to update Business Process A to permit sev 
enty (70) characters in the field and update the ontology 20 to 
reflect the change. 
0068. Now referring to FIG. 5, a diagrammatic view of an 
example of a breakdown of a business process 250 is 
depicted. A major business process, such as Order-To-Cash 
(OTC) may be divided into many sub-processes 252, which 
may in turn be further divided into sub-processes 254. This 
may lead to a multi-layered process tree with many granular 
processes for a major business process area. The multiple 
layers and increasing complexity may often lead to different 
applications for different sub-processes 252, 254 within a 
business process 250 which may utilize different data models, 
Such as logical table structures. Such complexity may easily 
lead to conflicting attributes that would affect the integrity of 
the data captured in these systems. Using the functional data 
requirements metadata database 325, capturing the functional 
data requirements across these processes allows the system to 
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identify conflicting functional data requirements and thus 
reduce the number of inconsistencies in the data captured by 
these systems. 
0069. Now referring to FIG. 6, a diagrammatic view of an 
example table field list 600 is depicted. The table field list 600 
for all attributes of a table is stored alongside the information 
shown on the process hierarchies shown in FIG. 5 in the 
functional data requirements metadata database. The table 
field list 600 can be visualized through a spreadsheet using 
ODBC interface of the database using SQL statements to 
inquiry it from the functional data requirements metadata 
database or through a Web UI submitting the SQL queries 
through JDBC interface of the database. The table field list 
600 may take any form wherein the data can be easily sorted 
and organized. The table field list 600 displays the attribute 
and metadata captured by the master/functional data analysts 
220, 230 using a user interface. The attribute 610 and associ 
ated metadata 612, 614 may be defined during the blueprint 
ing process and may evolve through continued use of the 
system. 
0070. Now referring to FIG. 7, a diagrammatic view of an 
example of a conflict report 310 generated 408 by the conflict 
report process 10 utilizing one or multiple ontologies 20 of 
FIG. 1 is depicted. As shown, the conflict report 310 may be 
in the form of a spreadsheet, although the conflict report 
generated may take any form wherein the data can be easily 
sorted and organized. A conflict report 310 may include the 
business processes 250 associated with any identified 
attributes 610. Depending on the complexity of the business 
processes, sub-processes 252,254 may also be listed. In some 
conflict reports 310, in addition to the associated business 
processes 250, the metadata associated with the attribute 610, 
Such as a short description 612 and a long description 614 
may also be included in the report. By including the metadata 
associated with the attribute 610, a master/functional data 
analyst 220, 230 may easily review the potential conflict 
without having to manually access each attribute in the vari 
ous business processes 250. In some embodiments, a recon 
cile flag 710 may also be included in the generated 408 
conflict report 310 to enable tracking of resolutions to the 
identified potential conflicts. 
0071 Now referring to FIG. 8, a diagrammatic view of an 
example of an input data table used by the conflict report 
process 10 utilizing ontology 20 of FIG. 1. As shown, the 
input data table generated from the functional data require 
ments metadata database 325 contains metadata, Such as the 
business process 250, sub-processes 252 of the business pro 
cess, and Sub-processes of the Sub-processes 254. Addition 
ally, the table may include the name of an attribute 610, a short 
description 612 of the attribute 610 and along description 614 
of the attribute 610. The metadata captured in the input data 
table may be used to compare an attribute 610 to ontology 20 
to identify possible conflicts. For example, the table of FIG. 8 
may include a column storing a link to the class in the ontol 
ogy 20. A count operation may be performed to determine the 
number of times the class appears in the ontology 20. If the 
class is linked to more than one occurrence of the same 
attribute, the values in the columns data type, length, key, and 
description may be compared among the multiple occur 
rences. Any mismatch may indicate a conflict which would be 
included in the conflict report 310 generated. In some 
embodiments of the system, the functional data authoring 
module 330 may generate an input data table and compare 
identified attributes 610 from a business object to the table. 
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Once the comparison is complete, the functional data author 
ing module may compare the result of the comparison to the 
ontology 20. 
0072 The flowchart and block diagrams in the Figures 
illustrate the architecture, functionality, and operation of pos 
sible implementations of systems, methods and computer 
program products according to various embodiments of the 
present invention. In this regard, each block in the flowchart 
or block diagrams may represent a module, segment, or por 
tion of code, which comprises one or more executable 
instructions for implementing the specified logical function 
(s). It should also be noted that, in some alternative imple 
mentations, the functions noted in the block may occur out of 
the order noted in the figures. For example, two blocks shown 
in Succession may, in fact, be executed Substantially concur 
rently, or the blocks may sometimes be executed in the reverse 
order, depending upon the functionality involved. It will also 
be noted that each block of the block diagrams and/or flow 
chart illustration, and combinations of blocks in the block 
diagrams and/or flowchart illustration, can be implemented 
by special purpose hardware-based systems that perform the 
specified functions or acts, or combinations of special pur 
pose hardware and computer instructions. 
0073. The terminology used herein is for the purpose of 
describing particular embodiments only and is not intended to 
be limiting of the invention. As used herein, the singular 
forms “a”, “an and “the are intended to include the plural 
forms as well, unless the context clearly indicates otherwise. 
It will be further understood that the terms “comprises” and/ 
or “comprising, when used in this specification, specify the 
presence of stated features, integers, steps, operations, ele 
ments, and/or components, but do not preclude the presence 
or addition of one or more other features, integers, steps, 
operations, elements, components, and/or groups thereof. 
0074 The corresponding structures, materials, acts, and 
equivalents of all means or step plus function elements in the 
claims below are intended to include any structure, material, 
or act for performing the function in combination with other 
claimed elements as specifically claimed. The description of 
the present invention has been presented for purposes of 
illustration and description, but is not intended to be exhaus 
tive or limited to the invention in the form disclosed. Many 
modifications and variations will be apparent to those of 
ordinary skill in the art without departing from the scope and 
spirit of the invention. The embodiment was chosen and 
described in order to best explain the principles of the inven 
tion and the practical application, and to enable others of 
ordinary skill in the art to understand the invention for various 
embodiments with various modifications as are suited to the 
particular use contemplated. 
0075 Having thus described the invention of the present 
application in detail and by reference to embodiments 
thereof, it will be apparent that modifications and variations 
are possible without departing from the scope of the invention 
defined in the appended claims. 

1. A method comprising: 
receiving, by a computing device, a request to generate a 

conflict report for two or more business processes; 
processing, by the computing device, a business object of 

one of the two or more business processes to identify at 
least one attribute associated with the one of the two or 
more business processes; 

identifying, by the computing device, existing entries in an 
ontology for the at least one attribute of the two or more 
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business processes by comparing the at least one 
attribute to the ontology associated with the two or more 
business processes; 

comparing, by the computing device, metadata of the exist 
ing entries in the ontology and the at least one attribute to 
identify a conflicting data requirement between the 
existing entries and the at least one attribute; and 

generating, by the computing device, the conflict report for 
the two or more business processes comprising the con 
flicting data requirement between the existing entries 
and the at least one attribute. 

2. The method of claim 1, further comprising: 
receiving, by the computing device, metadata for the busi 

ness object from a user via a user interface, wherein the 
received metadata is associated with the at least one 
attribute; and 

updating, by the computing device, the business object to 
include the received metadata from the user. 

3. The method of claim 1, further comprising generating a 
notification responsive to the generated conflict report. 

4. The method of claim 3, wherein the notification may be 
one of an email, a text message, and a pop-up notification. 

5. The method of claim 1, further comprising matching, by 
the computing device, the at least one attribute to the ontology 
using one of dictionary matching, regular expression match 
ing and fuZZy matching, wherein dictionary matching uses a 
dictionary derived from the ontology. 

6. The method of claim 5, further comprising: 
generating, by the computing device, a result list, wherein 

the result list does not include at least a match between 
the at least one attribute and the ontology; and 

creating, by the computing device, a link column entry for 
the at least one attribute and the business object in the 
ontology. 

7. The method of claim 1, wherein the ontology includes 
one or more of a static ontology, dynamic ontology, Social 
ontology, and intentional ontology. 

8. The method of claim 1, further comprising automatically 
resolving, by the computing device, the conflicting data 
requirement between the existing entries and the at least one 
attribute. 

9-24. (canceled) 
25. A method comprising: 
receiving, by a computing device, a request to generate a 

conflict report for two or more business processes; 
processing, by the computing device, a business object of 

one of the two or more business processes to identify at 
least one attribute associated with the one of the two or 
more business processes; 

identifying, by the computing device, existing entries in an 
ontology for the at least one attribute of the two or more 
business processes by comparing the at least one 
attribute to the ontology associated with the two or more 
business processes; 

creating, by the computing device, a new entry for the at 
least one attribute of the two or more business processes 
and storing the new entry to the ontology; 

comparing, by the computing device, metadata of the exist 
ing entries in the ontology and the at least one attribute to 
identify a conflicting data requirement between the 
existing entries and the at least one attribute; and 

generating, by the computing device, the conflict report for 
the two or more business processes comprising the con 
flicting data requirement between the existing entries 
and the at least one attribute. 
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