METHODS AND SYSTEMS FOR COLLECTING AND PROCESSING SIGNALING SYSTEM 7 (SS7) MESSAGE SIGNAL UNITS (MSUS)

A system for collecting and processing SS7 message signaling units (MSUs) includes a network interface for copying MSUs from an SS7 signaling link or a TCP/IP signaling link (100, 102). A call detail record generator (116, 118) communicates with the link interface (112, 114) to receive the copied MSUs and parse the MSUs to extract desired parameters from the MSUs. An application interface kit (130) received commands from an application to control the flow of MSU parameters to the application in real time.
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Technical Field

The present invention relates to methods and systems for processing SS7 MSUs. More particularly, the present invention relates to methods and systems for creating call detail records (CDRs) from SS7 MSUs.
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Field of the Invention

SS7 is a common channel signaling protocol used by SS7 nodes to provide telecommunications services to end users. Messages that are transported between SS7 nodes to provide telecommunications services are referred to as signal units. There are three types of SS7 signal units: message signal units (MSUs); fill in signal units (FISUs); and link status signal units (LSSUs). FISUs are transmitted between SS7 nodes to constantly evaluate the status of SS7 links. FISUs do not carry any information relating to a call. LSSUs are sent between two signaling points
to evaluate the status of a link between the two signaling points. Like FISUs, LSSUs do not contain any information relating to a call. Message signal units carry routing information, user part information, and application part information relating to a call.

Many SS7 MSUs can be transmitted between SS7 nodes during a call. Accordingly, it is desirable to capture the SS7 MSUs and process the SS7 MSUs to generate call detail records. As used herein, a call detail record refers to any information extracted from one or more SS7 MSUs that can be used by an application to perform a specific function. For example, a call detail record for a call duration billing application may contain ISDN user part (ISUP) messages for a call. A call detail record for an interconnect billing application may contain transaction capabilities application part (TCAP) query and response MSUs. A call detail record for a calling card fraud detection application may contain both ISUP MSUs and TCAP query and response MSUs.

There are a variety of known systems for capturing and processing SS7 MSUs. For example, U.S. Patent No. 5,592,530 entitled “Telephone Dual Switch Monitors” discloses monitors that connect to a mated pair of SS7 signal transfer points (STPs). The monitors implement primary and secondary state machines to generate partial CDRs at each switch. Implementing primary and secondary state machines and generating partial CDRs at each switch increases the complexity of monitoring software. This complexity adds to the delay in CDR creation and prevents real time access to CDRs by downstream devices.
U.S. Patent No. 5,438,570 entitled "Service Observation Equipment for Signaling System Seven Telephone Network" describes another system for monitoring an SS7 network. The system includes service observation equipment that connects to SS7 signaling links between an SS7 signaling point (SP) and an STP and to audio trunk connections between SS7 SPs. The monitoring of trunk connections in addition to SS7 signaling links increases the complexity of the monitoring equipment. Such complexity is unnecessary in modern common channel signaling networks where control information required to establish a call is sent exclusively on a separate channel from the voice trunks. In addition, the monitoring of SS7 MSUs at an SSP as described in the '570 Patent does not present the same correlation problems as monitoring MSUs at a mated pair of STPs because all messages sent to or from the SSP are guaranteed to pass through a single monitoring device.

U.S. Patent No. 5,579,371 entitled "Common Channel Signaling Network Applications Platform" provides a platform for diverse application programs to analyze SS7 signaling units. SS7 signaling units are filtered according to categories and type based on filters configured by a master station. The filters comprise linked lists of filtering criteria. Applications running on a separate machine from the master station receive the filtered MSUs. There is no disclosure of commands usable by the applications themselves to control filtering. Thus, while the '371 Patent discloses a common channel signaling network applications platform, control of the filtering and flow of the MSUs to an application must be manually performed by the operator of the master station.
U.S. Patent No. 5,008,929 entitled "Billing System for Telephone Signaling Network" discloses a billing system for a telephone signaling network. The billing system processes SS7 MSUs to produce usage data. The usage data indicates the service recipients and the service providers for the MSUs. The '929 Patent does not disclose an application interface for controlling the processing of MSUs or a method by which MSUs relating to a call are correlated.

In light of these difficulties associated with the prior art, there exists a long-felt need for novel methods and systems for processing SS7 MSUs.

Summary of the Invention

According to one aspect, the present invention provides a system for processing SS7 MSUs. In the system, a monitoring device receives SS7 MSUs from SS7 signaling links. A call detail record generator receives the SS7 MSUs and processes the SS7 MSUs to create call detail records from the MSUs. An application interface kit (AIK) allows applications to control the flow and content of CDRs produced by the CDR generator.

Embodiments of the present invention will be described with reference to block diagrams and flow charts illustrating process components and steps for collecting and processing SS7 MSUs. It is understood that each of these components and steps can be implemented by computer-executable instructions embodied in a computer-readable medium. Alternatively, the process components and steps can be implemented entirely in hardware. In yet another alternative, the process components and steps can be implemented by a combination of hardware and software.
Accordingly, it is an object of the present invention to provide novel methods and systems for collecting and processing SS7 MSUs.

Some of the objects of the invention having been stated hereinabove, other objects will be evident as the description proceeds, when taken in connection with the accompanying drawings as best described hereinbelow.

**Brief Description of the Drawings**

The present invention will now be explained with reference to the accompanying drawings, of which:

- Figure 1 is a block diagram illustrating the system for processing SS7 MSUs to generate call detail records according to an embodiment of the present invention;
- Figure 2 is a block diagram of a monitoring device configured to operate externally from an STP according to an embodiment of the present invention;
- Figure 3 is a block diagram of an STP with internal MSU capturing and CDR generation according to an embodiment of the present invention;
- Figure 4 is a block diagram of a CDR generator program according to an embodiment of the present invention;
- Figure 5 is a block diagram illustrating an SS7 MSU;
- Figure 6 is a block diagram of a parser according to an embodiment of the present invention;
- Figure 7 is a flow chart illustrating exemplary steps that may be performed by the correlator of the CDR generator program in correlating ISUP messages according to an embodiment of the present invention;
Figure 8 is a flow chart illustrating exemplary steps that may be performed by a correlator of a CDR generator program in processing TCAP messages according to an embodiment of the present invention;

Figure 9 is a block diagram of CDR manager program according to an embodiment of the present invention;

Figures 10(a)-10(c) are data structure diagrams illustrating exemplary commands usable by applications for controlling the flow of MSUs and CDRs according to an embodiment of the present invention;

Figure 11 is a data structure diagram illustrating a data filter command usable by applications to control filtering of MSUs and CDRs according to an embodiment of the present invention; and

Figure 12 is a data structure diagram illustrating a bulk delivery command usable by applications to request delivery of CDRs and MSUs in bulk.

**Detailed Description of the Invention**

According to one embodiment, the present invention includes a system for processing SS7 MSUs to generate call detail records. Figure 1 illustrates a system for processing SS7 MSUs to generate call detail records according to an embodiment of the present invention. In Figure 1, SS7 MSUs are transmitted over signaling links 100 and 102. In the illustrated example, signaling links 100 and 102 provide SS7 MSUs to STPs 104 and 106. Signaling links 100 and 102 may comprise SS7 signaling links, such as access links, that connect STPs 104 and 106 to SSPs or SCPs, bridge links that connect STPs 104 and 106 to other mated STPs, diagonal links that
connect STPs 104 and 106 to other mated pairs of STPs at a different hierarchical level, or extended links that connect STPs 104 and 106 to a remote STP. Alternatively, signaling links 100 and 102 may comprise IP signaling links that carry SS7 MSUs over an IP network such as a TCP/IP network or a UDP/IP network. It is understood that each of signaling links 100 and 102 may represent one physical link or a plurality of physical links.

In order to monitor MSUs on signaling links 100 and 102, the present embodiment includes monitoring devices 108 and 110. The monitoring devices include first interfaces 112 and 114 for copying SS7 MSUs from signaling links 100 and 102, CDR generator software 116 and 118 for processing MSUs received from the signaling links into CDRs, and second interfaces 120 and 122 for communicating CDRs and MSUs to downstream devices.

In the illustrated embodiment, monitoring devices 108 and 110 are colocated with, but external to STPs 104 and 106. In an alternative embodiment, monitoring devices 108 and 110 may be integrated within STPs 104 and 106. Communication between monitoring devices 108 and 110 and STPs 104 and 106 will be discussed in more detail below.

CDR manager 124 communicates with monitoring devices 108 and 110 via wide area network (WAN) 126 to receive CDRs and MSUs from monitoring devices 108 and 110. CDR manager 124 is a software entity that executes on a general purpose computer to receive CDRs and store CDRs in bulk storage 128. In the illustrated embodiment, CDR manager 124 receives CDRs generated by two monitoring devices 108 and 110. However, the present invention is not limited to receiving CDRs from two
monitoring devices connected to a mated pair of STPs. In an alternative embodiment, CDR manager may receive CDRs from a single monitoring device or more than two monitoring devices. For example, CDR manager 124 may be located at a control site for a telecommunications service provider and receive CDRs from monitoring devices located at each STP owned by the service provider.

According to an important aspect of the invention, monitoring devices 108 and 110 and/or CDR manager 124 may include application interface kits 130 for receiving commands from applications and processing the commands to dynamically control the flow and content of CDRs and MSUs to the applications. For example, applications, such as billing applications, billing verification applications, fraud detection applications, looping detection applications, mass call detection applications, etc., can use a set of commands to instruct application interface kits 130 to start transmitting CDRs and/or MSUs, stop transmitting CDRs and/or MSUs, or change the content of CDRs and/or MSUs sent to applications. An exemplary set of commands will be discussed in more detail below.

**Monitoring Device**

Figure 2 illustrates an example of a monitoring device according to an embodiment of the present invention. The monitoring device illustrated in Figure 2 is adapted to monitor signaling links at an STP at a location external to the STP using link probes to physically access the signaling links. In the illustrated embodiment, monitoring device 108 includes a main unit 108A and an external host 108B. Main unit 108A includes hardware and software
for copying MSUs from the signaling links. For example, main unit 108A may include link probes 200, 202, and 204 for physically accessing the signaling links. Link probes 200, 202, and 204 are preferably high-resistance probes relative to the signaling links to avoid interfering with signals on the signaling links. Link interface modules (LIMs) 206, 208, and 210 receive signals from link probes 200, 202, and 204 and convert the raw signals into frames. The configuration of each LIM depends on the physical transfer medium of the link being monitored. For example, if signaling link is a T1 link, LIMs 206, 208, and 210 may be adapted to convert the T1 signal to frames, such as SS7 or Ethernet frames. Similarly, if a signaling link is an E1 link, LIMs 206, 208, and 210 may be configured to convert E1 signals to SS7 or Ethernet frames. If a signaling link is a DS0 link, LIMs 206, 208, and 210 may be configured to convert the DS0 signals to SS7 or Ethernet frames.

Link interface controllers (LICs) 212, 214, and 216 receive the messages output from LIMs 206, 208, and 210 and perform SS7 layer 2 processing on the messages to ensure that duplicate copies of the same messages are not forwarded to downstream devices. Thus, the outputs of LICs 212, 214, and 216 are single copies of SS7 messages.

Bus 218 interconnects link interface controllers 212, 214, and 216 and connects the link interface controllers to a control module 220. Control module 220 contains the central processor and associated program memory for the monitoring device. Exemplary functions performed by control module 220 include communicating with external host 108B through I/O module 224, managing system errors, controlling remote diagnostic selection, and
controlling system clocks. For purposes of explaining the present invention, the most important function performed by control module 220 is communicating SS7 MSUs to external host 108B through I/O module 224.

I/O module 224 includes an appropriate hardware interface for communicating with external host 108B. In a preferred embodiment, I/O module 224 includes an Ethernet transceiver for communicating SS7 MSUs to external host 108B via an Ethernet interface. In an alternative embodiment, I/O module 224 may be configured to communicate over a serial interface, such as an RS-232 interface.

An exemplary commercially available device usable as main unit 108A is the main unit provided by the Message Generator/Traffic Simulator (MGTS), available from Tekelec, Inc. of Calabassas, California. The main unit of the MGTS includes the components illustrated in Figure 2, as well as additional components that are not essential in explaining the present invention.

External host 108B comprises a computing device, such as a personal computer or a workstation having sufficient processing capacity to process MSUs received from I/O module 224. An exemplary hardware and software platform suitable for use as external host 108B is an Ultra 5 workstation running Solaris 2.0, available from Sun Microsystems, Inc. of Palo Alto, California. An alternative hardware and software platform suitable for use as external host 108B is a personal computer, such as an IBM-compatible personal computer running a WINDOWS®-based operating system. In the illustrated embodiment, external host 108B includes CDR generator 116 for generating CDRs from MSUs received from I/O module
224 and application interface kit 118 for allowing applications to control the flow of CDRs and/or MSUs from CDR generator 116.

The present invention is not intended to be limited to a monitoring device including a main unit 108A and an external host 108B. For example, in an alternative embodiment, the functions performed by external host 108B may be executed by a processor within control module 220 of main unit 108A. Thus, a monitoring device according to the present embodiment includes configurations in which MSU copying and processing functions are integrated within a single physical device and configurations in which MSU copying and processing functions are implemented within separate physical devices that communicate with each other.

The present invention is not limited to the external monitoring device illustrated in Figure 2. For example, in an alternative embodiment, the monitoring device may be integrated within an STP. Figure 3 illustrates an integrated monitoring device according to an embodiment of the present invention. In the illustrated embodiment, monitoring and CDR generation functionality is integrated within STP 104. STP 104 includes link interface modules (LIMs) 300, 302, and 304 for sending and receiving SS7 signal units over SS7 signal links 306 – 308. LIMs 300, 302, and 304 each include hardware, such as a microprocessor and associated memory, for executing programs for interfacing with SS7 signaling links 306 – 308. Unlike LIMs 206, 208, and 210 in the external monitoring device illustrated in Figure 2, which are capable of only receiving MSUs from SS7 signaling links, LIMs 300, 302, and 304 are capable of both sending and receiving MSUs. MSU
copy modules 310, 312, and 314 reside on LIMs 300, 302, and 304 for identifying and copying SS7 MSUs incoming on signaling links 306 – 308.

The present invention is not limited to copying MSUs incoming to an STP on SS7 signaling links. For example, in addition to copying MSUs incoming on SS7 signaling links, STP 104 may include data communications module (DCM) 315 for sending and receiving SS7 MSUs via TCP/IP network 316. DCM 315 may include appropriate hardware, such as a microprocessor and associated memory for executing programs for interfacing with TCP/IP network 316. A detailed description of DCM card functionality is found in commonly-assigned and copending U.S. Patent Application No. 09/443,712 entitled “Methods And Systems For Communicating Signaling System 7 (SS7) User Part Messages Among SS7 Signaling Points (SPs) And Internet Protocol (IP) Nodes Using Signal Transfer Points (STPs)”, the disclosure of which is incorporated herein by reference in its entirety. In addition, although not illustrated in Figure 2, it is understood that DCM functionality for copying MSUs received over a TCP/IP signaling link may be included in a monitoring device that resides external to an STP.

An interprocessor message transfer bus 318 provides a communication link between LIMs 300, 302, and 304, DCM 315, and application control module (ACM) 319. ACM 319 includes hardware and software for sending SS7 MSUs to an external host via a TCP/IP interface. In the illustrated embodiment, ACM 319 includes MSU receive module 320 for receiving copies of MSUs from IMT bus 318, CDR generator 116 for processing the MSUs into CDRs, and application interface kit 130 for
controlling the flow of MSUs/CDRs to external applications. MSU receive module 320 interfaces with bus 318 to receive copies of MSUs from bus 318. CDR generator 116 and application interface kit 130 will be described in more detail below.

The present invention is not limited to the embodiment illustrated in Figure 3 in which the MSU copying functionality and the CDR generation functionality resides within STP 104. For example, in an alternative embodiment, the MSU copying functionality may be internal to the STP and the CDR generation functionality may be external to the STP. Thus, in an alternative embodiment, STP 104 may include MSU copy modules 310, 312, 314, and 317 and MSU receive module 310. However, application interface kit 130 and CDR generator 116 may be implemented on a host external to the STP that communicates with MSU receive module 310 through an appropriate interface, such as a TCP/IP interface.

A suitable STP that may be modified to include the CDR generation functionality illustrated in Figure 3 is the EAGLE® STP available from Tekelec, Inc. of Calabassas, California. The EAGLE® STP includes DCM cards and LIM cards as illustrated in Figure 3, as well as additional functionality that is not relevant to a discussion of the present invention.

CDR Generator

Figure 4 is a block diagram of an exemplary CDR generator program according to an embodiment of the present invention. Referring to Figure 4, CDR generator 116 includes a receiver 400 for receiving MSUs from the CDR generator program monitoring the other side of a mated pair of STPs.
For example, receiver 400 may be an application-layer interface that communicates with the other CDR generator program via TCP/IP or other appropriate protocol. Collector 402 communicates with I/O module 224 illustrated in Figure 2 or with MSU receive module 320 illustrated in Figure 3 to receive copies of SS7 MSUs. Accordingly, collector 402 may include Ethernet hardware for communicating with I/O module 224 or bus interface circuitry for communicating with MSU receive module 320.

Parser 404 extracts parameters from the MSUs, such as the parameters required for CDR generation. Correlator 406 is responsible for correlating MSU fragments from parser 404 and receiver 400 into complete CDRs. Correlator 406 forwards message fragments to transfer block 408 if the MSU or MSU fragment is for a call that originated at the other CDR generator. For example, if a call originated at a monitoring device associated with a first STP of a mated pair of STPs, transfer block 408 forwards the MSU to the monitoring device associated with the other STP of a mated pair of STPs.

This forwarding of messages between monitoring devices allows only one CDR generator to generate a CDR for a call. This system can be contrasted with the system described in U.S. Patent No. 5,592,530 referenced above where each monitor connected to an STP generates a partial CDR. According to the present embodiment, each MSU received by a CDR generator program that does not belong to a call originating at the receiving CDR generator program is forwarded to the other CDR generator program. This increases the speed and decreases the complexity of CDR generation over the system described in the '530 Patent discussed above.
Transport block 410 sends CDRs received from correlator 408 to bulk storage 430 and to CDR manager 124 illustrated in Figure 1. Transport block 410 may communicate with bulk storage and CDR manager 124 using any suitable protocol for transferring large amounts of data, such as file transfer protocol (FTP). Application interface kit 130 illustrated in Figure 1 may communicate with transport block 410 and/or bulk storage 430 to control the flow and content of CDRs to applications.

Parser

As stated above, parser 404 parses MSUs received from collector 402 to extract parameters required for CDR generation. Figure 5 illustrates exemplary parameters that may be included in an SS7 MSU. In Figure 5, MSU 500 includes a plurality of fields used by SS7 nodes to perform call signaling and network management functions. The most significant field in MSU 500 is frame check sequence (FCS) field 502. FCS field 502 is used by SS7 network management to determine if there are errors in the MSU. The next field in MSU 500 is service information field 504. Service information field 504 includes up to 272 octets of user data. In SS7, user data is information from an upper layer protocol, such as ISUP or TCAP. The user data also includes routing information used by lower level protocols to route the MSU to the proper destination.

Service information field 504 is divided into signaling information field 506, circuit information code (CIC) code field 508 and routing label 510. Signaling information field 506 carries protocol-specific information. For example, if MSU 500 is an ISDN user part (ISUP) MSU, signaling
information field 506 may carry an initial address message (IAM) and its associated parameters.

Circuit identification code field 508 identifies the circuit being set up or released by an ISUP message. For example, the circuit identification code may identify a voice trunk or any other transmission medium in the public switched telephone network. Routing label 510 includes addresses for routing MSU 500. For example, routing label 510 includes originating point code (OPC) field 512, destination point code (DPC) field 514, and signaling link selection field 516. Originating point code field 512 stores the point code of the SS7 node that originated the message. Destination point code field 514 stores the point code of the SS7 node to which the message is to be routed. Signaling link code field 516 stores a signaling link code that indicates the signaling link used to route the message.

The signaling information stored in service information field 504 may be useful in generating call detail records. For example, a call duration billing system may require information regarding call setup, call teardown, and voice trunk used. This information is contained in ISUP messages. In an ISUP message sequence, it is necessary to determine the message type to properly sequence ISUP messages. Information in CIC field 308 and routing label field 310, such as OPC and DPC may be useful to correlate messages. Accordingly, parser 404 illustrated in Figure 4 may extract one or more of these fields from MSU 500 generating a call detail record for a call duration billing application.

Service indicator octet (SIO) field 518 identifies the level 4 protocol of the message. For example, the SIO field may indicate that the level 4
protocol is ISUP, transaction capabilities application part (TCAP), or mobile application part (MAP). This information may also be useful in order to generate CDRs. Accordingly, parser 404 illustrated in Figure 2 may also extract values from SIO field 518 of MSU 500.

The remaining fields in MSU 500 are used by lower level SS7 software for error detection and retransmission. For example, forward indicator bit field 520 and backwards indicator bit field 522 contain values utilized to control retransmission of messages. Forward sequence number field 524 and backwards sequence number field 526 contain values for sequencing SS7 messages. Link indicator field 528 stores a value representing the length of message signal unit 500. This field is useful to allow determination of the type of signal unit being received. For example, if the value in the length indicator field is greater than two, the signal unit is a message signaling unit. Flag field 530 stores bits that indicate the start of an SS7 message. These remaining fields are generally not used in CDR generation but a discussion thereof is included herein for completeness.

Figure 6 is a block diagram illustrating exemplary components of parser 404. In Figure 6, parser 404 includes a parser engine 600, a user-configurable desired parameters database 602, and a parameter extraction instructions database 604. Parser engine 600 is a program configured to read desired message parameters information from database 602 to determine the parameters to extract from incoming MSUs. Parser engine 600 then reads instructions for extracting the desired parameters from database 604 and follows the instructions to extract the desired parameters.
Desired parameters database 602 contains parameters that are desired to be extracted from incoming MSUs. In a preferred embodiment, desired parameters database 602 comprises a user-editable text file that allows a user to set parameters to be extracted from MSUs, according to the needs of a particular application. For example, a call duration billing application may require CIC, OPC and DPC values. The database user may configure database 602 to include these desired parameters. Accordingly, when parser engine 600 receives an MSU, parser engine 600 reads each desired parameter listed in database 602 and attempts to extract the parameter using instructions provided in database 604.

Database 604 contains instructions for extracting parameters from MSUs. For example, each entry in database 604 may include a first field 606 that corresponds to one of the desired parameters in database 602 and a second field 608 that contains instructions for extracting the desired parameter. For example, parameters for first field 606 may include CIC, OPC, and DPC. Exemplary instructions for extracting the CIC from an MSU are as follows:

1) Go to offset for SIO
2) Compare SIO value to value for ISUP
3) If SIO value = ISUP, go to offset for CIC
4) Extract CIC

Instructions for extracting other parameters that are included in all MSUs, such as OPC and DPC, may simply involve going to the offset and reading the value. Still other parameters, such as Called Party (CdPA) and
Calling Party (CgPA) require extremely complex instructions. For example, in order to extract the CdPA parameter, the instructions are as follows:

1. Goto offset for SIO;
2. Compare SIO value to value designated for ISUP;
3. If SIO value is equal to ISUP value, then goto offset for ISUP message type;
4. If ISUP message type is equal to Initial Address Message (IAM), then goto offset for CdPA number pointer;
5. Add contents of CdPA number pointer to current offset;
6. Get length of CdPA number;
7. Add two octets to offset; and
8. Get variable length CdPA number.

Using a user-configurable text file and an extraction instructions database to control parameter extraction from MSUs makes parser functionality easily modifiable. A user need not know anything more than the parameter name to extract the parameter. The parameter extraction instructions database removes the need for the user to remember how or where to locate a parameter. Thus, the parser according to the present embodiment can be easily configured to extract MSU parameters for a variety of applications.

Once parser 404 parses an incoming MSU, the parsed message is forwarded to correlator 406 for correlation processing. Figure 7 illustrates exemplary steps that may be performed by correlator 406 illustrated in Figure 4 in correlating ISUP messages. The steps illustrated in Figure 7
assume a configuration similar to that illustrated in Figure 1 where a CDR
generator program is associated with each STP of a mated pair of STPs.

It is understood that the steps illustrated in Figure 7 may be
implemented as computer program product including computer-executable
instructions embodied in a computer readable medium. Alternatively, the
steps illustrated in Figure 7 may be implemented in hardware, such as an
application-specific integrated circuit. Any combination of hardware and
software for performing the steps illustrated in Figure 7 or any of the other
MSU or CDR processing steps described herein is within the scope of the
invention.

Referring to Figure 7, in step ST1, correlator 406 receives MSU data
from parser 404 or from the other CDR generator. The MSU data includes
fields extracted by parser 404 for a specific application. In step ST2,
correlator 406 determines whether the received MSU data relates to a new
call. Determining whether the received MSU data relates to a new call may
include examining the ISUP message type. For example, for ISUP
messages, if the message is an IAM message, correlator 406 may determine
that the message relates to a new call. In step ST2, if correlator 406
determines that the message relates to a new call, in step ST3 correlator
406 creates a new CDR for the call. Correlator 406 then returns to step ST1
to process the next message.

In step ST2, if correlator 406 determines that the message does not
relate to a new call, in step ST4 correlator 406 then determines whether the
message relates to the call originating at the receiving CDR generator
program. In order to make this determination, correlator 406 preferably
compares one or more fields from the MSU data to a database of active CDRs at the receiving site. If correlator 406 determines that the MSU relates to a call originating at the receiving CDR generator program, in step ST5 correlator 406 locates the previously created CDR for the call and stores the MSU data in that record. In step ST4, if correlator 406 determines that the call did not originate at this CDR generator program, in step ST6 correlator 406 forwards the MSU data to the other CDR generator program. The other CDR generator program receives the MSU data and performs the same steps illustrated in Figure 7 to store the MSU data in the same steps in the appropriate CDR. Thus, by forwarding MSU data to the CDR generator that originally created the CDR, correlator 406 according to the present embodiment greatly simplifies CDR correlation over prior art systems.

While Figure 7 illustrates exemplary correlation processing for ISUP messages, Figure 8 illustrates exemplary correlation processing for TCAP messages. Like the steps illustrated in Figure 7, the steps illustrated in Figure 8 assume a configuration similar to that illustrated in Figure 1 where a CDR generator program is associated with each STP of a mated pair of STPs. The steps illustrated in Figure 8 generate a CDR at one or the other monitoring devices for a TCAP query and response. The steps illustrated in Figure 8 are designed to generate a correct CDR even when a race condition occurs due to detection of a TCAP response by a monitoring device before detection of a TCAP query by the other monitoring device. For example, in TCAP line interface database (LIDB) transactions, the TCAP query may be sent through one STP of a mated pair of STPs and the response may be sent through the other STP of the mated pair. If
monitoring devices are deployed at both STPs of the mated pair, for example as illustrated in Figure 1, one monitoring device may receive a LIDB response before the other monitoring device receives the LIDB query. The steps illustrated in Figure 8 demonstrate correlation of the query and response to generate a single correct CDR at one of the STPs, even when this condition occurs.

Referring to Figure 8, in step ST1 correlator 406 receives a TCAP message from the parser or from the other CDR generator program. The TCAP message may be an entire TCAP MSU or any subset of the fields required for CDR generation. In step ST2, correlator 406 determines whether the TCAP message is a query or a response. If the TCAP message is a response, in step ST3 correlator 406 determines whether the response was sent from the other CDR generator program. This condition occurs if the other CDR generator program received the response and did not have a CDR file query corresponding to the response. If in step ST3 correlator 406 determines that the response originated from the other CDR generator, in steps ST4 and ST5 correlator 406 determines whether a CDR containing a query corresponding to the response is present at this CDR generator. This determination may include comparing fields in the response to fields in an active CDR database. If a CDR with a query corresponding to the response is present, in step ST6 correlator 406 stores the response in the CDR with the query and returns to step ST1 to process the next message. If a CDR with a query corresponding to the response is not present, in step ST7 correlator 406 opens a CDR for the response and returns to step ST1 to process the next message.
In step ST3, if correlator 406 determines that the response is not from the other CDR generator, then the response was received from the parser at this CDR generator. Accordingly, in step ST7 correlator 406 checks for a CDR containing the query corresponding to the response at this CDR generator. In step ST8, if a CDR containing the query is present, correlator 406 proceeds to step ST9 and stores the response in the CDR with the query. Correlator 406 then returns to step ST1 to process the next message. In step ST7, if correlator 406 determines that a CDR with a query corresponding to the response is not present, in step ST9 correlator 406 forwards the response to the other CDR generator. Correlator 406 then returns to step ST1 to process the next message.

In step ST2, if correlator 406 determines that the TCAP message received from the parser is a query, in steps ST10 and ST11 correlator 406 checks for a CDR containing a response forwarded from the other CDR generator program. In step ST11, if correlator 406 determines that a response CDR is present, in step ST12 correlator 406 stores the query in the CDR with the response. Correlator 406 then returns to step ST1 to process the next message. In step ST11, if correlator 406 determines that a response CDR is not present, in step ST13 correlator 406 opens a new CDR for the query and stores the query in that CDR. Correlator 406 then returns to step ST1 to process the next message.

As stated above, the steps performed by correlator 406 in Figure 8 avoid race conditions. For example, if a response is received at one CDR generator before the other CDR generator receives a query, the response is forwarded to the other CDR generator. The other CDR generator, in
response to receiving the response forwarded from the first CDR generator, opens a new CDR containing the response. When the query arrives at the CDR generator that received the forwarded response, the CDR generator stores the query in the CDR containing the forwarded response. In this manner, proper CDRs are created for TCAP transactions, such as LIDB transactions, even when race conditions occur.

**CDR Manager**

Once the CDR generator creates a CDR, the CDR is forwarded to a CDR manager for storage. Figure 9 is a block diagram of CDR manager 124 illustrated in Figure 2. In Figure 9, CDR manager includes a collector 900 for receiving CDRs from transport block 410 illustrated in Figure 4. Communication with transport block 410 may occur using any suitable protocol for transferring data, such as FTP. Transport block 902 receives CDRs from collector 900 and transports the CDRs to bulk storage 128 via a suitable network communications protocol, such as TCP/IP or UDP/IP.

According to an important aspect of the invention, CDR manager 132 includes an application interface kit 130 that allows third party applications to access CDRs and/or MSUs stored in bulk storage 128. Application interface kit 130 includes a set of application programming interfaces (APIs) that allows applications to access CDRs and/or MSUs in both real time and in bulk. By “real time” it is meant that application interface kit 130 allows an application to change the flow and/or content of CDRs and/or MSUs received by the application in a short time period, e.g., on the order of milliseconds or seconds.
Application interface kit 130 includes two separate halves. The first half is a server. The application interface kit server can be part of the CDR manager program and handles all commands and requests from the second half of the application interface kit, the AIK client. In addition, or in the alternative, the application interface kit server can be part of the CDR generator program as illustrated in Figure 4. The application interface kit client is linked into a user application and provides commands that the user application can send to the application interface kit server. The application interface kit server and the application interface kit client can communicate with each other via a TCP/IP connection or other appropriate protocol.

Figure 10(a) illustrates an exemplary CDR generator command data structure provided by application interface kit 130. In Figure 10(a), the CDR generator command includes a type field 1000, a command identifier field 1002, a transaction identifier field 1004, and a data length field 1006. In the illustrated example, each field is encoded as one byte in the command data structure. The entire command is encapsulated in a network packet, such as a TCP segment or a UDP datagram, and transmitted between the application and the CDR manager or CDR generator.

Figure 10(b) illustrates exemplary values for command type field 1000 illustrated in Figure 10(a). In Figure 10(b), the first column 1010 includes the bit pattern that encodes each command type. The second column 1012 includes a description of each command type. For example, the bit pattern 00000001 identifies a GET command. The GET command is used to obtain attributes from the CDR manager or CDR generator and statistical information regarding generated CDRs. Examples of attributes that may be
obtained are AIK Version, which is associated with compatibility checking, and Active Links, which returns a listing of links with currently active CDR generation. The bit pattern 00000010 identifies the SET command. The SET command is used to control behavior of the CDR generator or CDR manager. For example, the SET command may be used to stop and start the flow of CDRs or MSUs in real time. The bit pattern 0000100 identifies the RESPONSE command. The RESPONSE command is a response to the CDR generator command. Finally, the byte pattern 00001000 identifies the TRAP message. The TRAP message is an asynchronous message sent from the CDR generator program or CDR manager program to an application to provide real time information to the application about ongoing processes. For example, a TRAP CDR message contains information associated with one or more CDR records, and a TRAP Error message contains information associated with error conditions in the system.

Figure 10(c) illustrates exemplary identifiers that may be transmitted in identifier field 1002 of a CDR generation message. In the illustrated table, the first column 1014 includes a bit pattern for each of the supported identifiers. The second column 1016 includes a brief description of each identifier function. In the illustrated table, the bit pattern 00000000 instructs the application interface kit server to stop sending CDRs in real time. The bit 00000001 instructs the application interface kit server to start sending CDRs in real time without filtering. As used herein, filtering refers to the filtering of MSUs or CDRs based on parameters in the MSUs or CDRs. Instructing the application interface kit server to send CDRs in real time without the filtering means that the CDR generator or CDR manager will send all CDRs created.
The bit pattern 10000001 instructs the application interface kit server to start sending CDRs in real time with filtering. A command to start sending CDRs in real time with filtering will be followed by a command that specifies the filtering criteria. Figure 11 illustrates an exemplary data structure for a filter message. In Figure 11, filter message 1018 includes a parameter name length field 1020, a parameter name field 1022, a value length field 1024, and a value field 1026. Parameter name length field 1020 stores a value that represents the length of the parameter in an appropriate unit, such as bits or bytes. Parameter name field 1022 includes a name for the parameter that is recognizable by the application interface kit server. Exemplary parameter names that may be used as filter criteria includes OPC, DPC, SIO, CIC, etc. Value length field 1024 includes the length of value field 1026, in any appropriate units such as bytes or bits. Value field 1026 includes the value of the parameter specified in parameter name field 1022. For example, if the parameter specified in parameter name field 1022 is OPC, the value specified in value field 1026 may be 2-0-0. In another example, parameter name field 1022 may specify an IP address. In this case, an exemplary value that may be stored in value field 1026 is 255.255.255.255. Thus, by allowing applications to send filtering messages and control filtering in real time, the application interface kit according to embodiments of the present invention allows real time control of MSUs and CDRs received by an application.

Referring back to Figure 10(c), bit pattern 0000010 instructs the application interface kit server to start sending intermediate CDRs in real time without filtering. As used herein, intermediate CDRs refer to CDRs that
may not be complete. For example, in a CDR created for a call duration billing application, an intermediate CDR may be some but not all of the messages used to perform call setup or call teardown. Bit pattern 1000100 instructs application interface kit server to start sending intermediate CDRs in real time with filtering. As stated above, such a message is preferably followed by a filtering message, which instructs application interface kit server of the filter criteria.

Bit pattern 00000100 instructs the application interface kit server to stop sending MSUs in real time. Bit pattern 00001000 instructs application interface kit server to start sending MSUs in real time without filtering. Bit pattern 10001000 instructs application interface kit server to start sending MSUs in real time with filtering. These commands are similar to the commands described above with regard to CDRs and a description thereof is not repeated herein.

Bit pattern 00010000 instructs application interface kit server to retrieve CDRs in bulk. A SET message containing an identifier to get CDRs in bulk is followed by a CDR/MSU bulk data request message. Figure 12 illustrates an exemplary data structure for a CDR/MSU bulk data request message. In Figure 12, bulk data request message 1028 includes start time field 1030, stop time field 1032, requester IP address field 1034, location length field 1036, and location field 1038. Start and stop time fields 1030 and 1032 specify the range of time for which CDRs are requested. For example, it may be desirable to request all CDRs generated from 8:00 am to 5:00 pm during a given day. Requester IP address field 1034 stores the IP address of the application requesting CDRs. Location length field 1036 specifies the
length of the storage field location. Finally, location field \textbf{1038} specifies the
location on the application interface kit server for storing CDRs.

In response to receiving bulk data request message \textbf{1028}, application
the interface kit server extracts the appropriate CDRs from bulk storage and
initiates an appropriate bulk file transfer protocol such as FTP, to
communicate the CDRs to the application interface kit client. Thus, the
application interface kit according to embodiments of the present invention
allows application to control bulk processing of CDRs.

Referring back to Figure 10(b), bit pattern 001000000 instructs the
application interface kit server to retrieve MSUs in bulk. The operation of
this command is similar to the command for retrieving CDRs in bulk. Hence,
a description thereof is not repeated herein. Bit pattern 01000000 instructs
the receiving entity to send user configuration information to the requester.
Exemplary user configuration information that may be sent in response to
this command includes the monitoring software version of the receiver.

As illustrated in Figures 10a – 10c, 11, and 12, the application
interface kit provides a mechanism for controlling the flow and content of
CDRs and/or MSUs in real time. This controllability by applications
facilitates application design without requiring modification to the CDR
generation or management software. Accordingly, embodiments of the
present invention facilitate development of applications that utilize CDRs or
MSUs. Examples of such applications include call duration billing, call
duration billing verification, interconnect billing verification, looping detection,
mass call detection, fraud detection, such as calling card fraud detection,
etc.
CDR Examples

Both call duration billing and fraud detection applications may require CDRs containing a record of ISUP messages exchanged during a call. An example of ISUP CDR content is as follows:

5
Initial address message (IAM)
  Time stamp
  OPC
  DPC
  CIC
10
  Called party number
  Carrier identification
  Generic address
  Generic digits
  Generic name
15
  Original called number
  Redirecting number
  Redirection information
  User service information
  Charge number
20
  Calling party number

Answer message (ANM)
  Time stamp

Release message (REL)
  Time stamp

Release calls

Another example of CDR content that may be generated by embodiments of the present invention includes TCAP messages. Such CDRs may be generated for an interconnect billing application, an interconnect billing verification application, or a calling card fraud detection application. An example of TCAP CDR content is as follows:

35
LIDB query message
  Time stamp
  OPC
  DPC
  Transaction ID (TXID)
  PIN number
  Billing number
Calling party number
Called party number
LIDB normal response message
LIDB error response message
Company ID
PIN restriction
Record status
CCAN service denial
PIN service denial

The present invention is not limited to generating the CDRs listed above. As stated earlier, the present invention is adaptable to generate CDRs containing any content from an SS7 MSU. Such content is modifiable simply by altering desired parameters in the parameters database accessed by the parser or by sending filtering commands to the application interface kit server.

It will be understood that various details of the invention may be changed without departing from the scope of the invention. Furthermore, the foregoing description is for the purpose of illustration only, and not for the purpose of limitation—the invention being defined by the claims.
CLAIMS

What is claimed is:

1. A system for collecting and processing SS7 message signal units (MSUs), the system comprising:
   
   (a) a link interface for copying SS7 MSUs from at least one of an SS7 signaling link and a TCP/IP signaling link;
   
   (b) a call detail record (CDR) generator in communication with the link interface for receiving MSUs copied by the link interface and parsing the MSUs to extract parameters from the MSUs; and
   
   (c) an application interface kit for receiving commands from an application and controlling the flow of the parameters to the application in real time.

2. The system of claim 1 wherein the application interface kit is responsive to commands for delivering CDRs to the application in real time.

3. The system of claim 1 wherein the application interface kit is responsive to commands for delivering MSUs to the application in real time.

4. The system of claim 1 wherein the application interface kit includes a server for receiving the commands and accessing CDRs and MSUs produced by the CDR generator in response to the commands and a client for linking with the application and providing the commands to the server.
5. The system of claim 4 wherein the client and the server communicate via a TCP/IP connection.

6. The system of claim 4 wherein the client and the server communicate using UDP/IP datagrams.

7. The system of claim 1 wherein the application interface kit is responsive to commands for delivering CDRs to the application in bulk.

8. The system of claim 1 wherein the application interface kit is responsive to commands for filtering the MSU parameters delivered to the application in real time.

9. The system of claim 1 wherein the link interface, the call detail record generator, and the application interface kit are adapted to be co-located with and external to a signal transfer point (STP).

10. The system of claim 1 wherein the link interface, the call detail record generator, and the application interface kit are adapted to be internal to a signal transfer point (STP).
11. A system for generating call detail records (CDRs), the system comprising:

(a) a receiver for receiving first SS7 message signal unit (MSU) parameters generated by a CDR generator program associated with a first monitoring device in an SS7 network;

(b) a collector for receiving SS7 message signal units (MSUs) copied from at least one of an SS7 signaling link and a TCP/IP signaling link;

(c) a parser coupled to the collector for receiving the MSUs from the collector and parsing the MSUs to produce second message signal unit parameters; and

(d) a correlator coupled to the parser and the receiver for receiving the first and second MSU parameters and producing correlated call detail records from the MSU parameters.

12. The system of claim 11 wherein the parser comprises:

(a) a desired parameters database for storing parameters to be included in the CDRs;

(b) an extraction instructions database for storing instructions for extracting parameters from the MSUs; and
(c) a parser engine for accessing the desired parameters database and the extraction instructions database to extract parameters from the MSUs.

13. The system of claim 12 wherein the desired parameters database includes an originating point code (OPC) parameter, a destination point code (DPC) parameter, and a circuit identification code (CIC) or Transaction ID (TXID) parameter, and the extraction instructions database includes instructions for extracting the OPC, DPC, CIC and TXID parameters from an MSU.

14. The system of claim 11 wherein the correlator is adapted to produce CDRs including ISDN user part (ISUP) MSUs for a call duration billing application.

15. The system of claim 11 wherein the correlator is adapted to produce CDRs including transaction capabilities application part (TCAP) MSUs for a billing or billing verification application.

16. The system of claim 11 wherein the correlator is adapted to produce CDRs including ISDN user part (ISUP) and transaction capabilities application part (TCAP) MSUs for a calling card fraud detection application.
17. The system of claim 11 wherein the correlator is adapted to produce CDRs including ISDN user part (ISUP) and transaction capabilities application part (TCAP) MSUs for a looping detection application.

18. The system of claim 11 wherein the correlator is adapted to produce CDRs including ISDN user part (ISUP) MSUs and transaction capabilities application part (TCAP) MSUs for a mass call detection application.

19. The system of claim 11 comprising a CDR manager coupled to the correlator for receiving the call detail records from the correlator and storing the CDRs in a bulk storage medium.

20. The system of claim 19 comprising an application interface kit associated with the CDR manager for allowing an application to access the CDRs stored in the bulk storage medium.

21. The system of claim 20 wherein the application interface kit includes a server associated with the CDR manager for processing commands received from the application for accessing the CDRs in the bulk storage medium and a client associated with the application for generating the commands.
22. The system of claim 21 wherein the client is adapted to produce a filter command for instructing the server to filter CDRs extracted from the bulk storage medium.

23. The system of claim 21 wherein the client is adapted to produce a CDR generation command for instructing the server to send CDRs extracted from the bulk storage medium to the client.

24. The system of claim 21 wherein the client is adapted to produce a stop command for instructing the server to stop sending CDRs extracted from the bulk storage medium to the client.

25. A method for generating call detail records (CDRs) based on SS7 message signal units (MSUs), the method comprising:

(a) at a first monitoring device coupled to a first signaling link associated with a first signal transfer point of a mated pair of signal transfer points, receiving, from the first signaling link, a first SS7 MSU associated with a first call;

(b) extracting at least one parameter from the first SS7 MSU;

(c) determining whether a call detail record exists for the first call at the first monitoring device based on the parameter; and
(d) in response to determining that a call detail record does not exist at the first monitoring device, forwarding the parameter to a second monitoring device coupled to a second signaling link associated with a second signal transfer point of the mated pair of the signal transfer points.

26. The method of claim 25 wherein receiving a first SS7 MSU includes receiving a first IDS AN user part (ISUP) MSU.

27. The method of claim 25 wherein forwarding the parameter to the second monitoring device includes forwarding the parameter over a TCP/IP interface.

28. The method of claim 25 wherein forwarding the parameter to the second monitoring device includes forwarding the first parameter over a UDP/IP interface.

29. The method of claim 25 comprising, in response to receiving the parameter at the second monitoring device, creating a call detail record for the parameter.

30. The method of claim 25 wherein forwarding the parameter to second monitoring device includes forwarding the parameter without creating a CDR at the first monitoring device.
31. The method of claim 25 wherein receiving the first SS7 MSU from the first signal link includes receiving the first SS7 MSU from a first SS7 signaling link.

32. The method of claim 25 wherein receiving the first SS7 MSU from the first signaling link includes receiving the first SS7 MSU from a first TCP/IP signaling link.

33. A method for generating call detail records based on transaction capabilities application part (TCAP) message signal units (MSUs), the method comprising:

(a) at a first monitoring device, receiving a TCAP response MSU;

(b) extracting at least one response parameter from the TCAP response MSU;

(c) determining whether a CDR associated with a query corresponding to the TCAP response MSU is present at the first monitoring device based on the response parameter; and

(d) in response to determining that the CDR associated with the query is not present, forwarding the response parameter to a second monitoring device.
34. The method of claim 33 comprising:
   (e) at the second monitoring device, receiving the response
       parameter forwarded from the first monitoring device;
   (f) determining whether a CDR associated with a query
       corresponding to the response parameter is present at
       the second monitoring device; and
   (g) in response to determining that the CDR is not present
       at the second monitoring device, opening a CDR for the
       response parameter at the second monitoring device
       and storing the response parameter in the CDR at the
       second monitoring device.

35. The method of claim 34 comprising, at the second monitoring
    device, in response to receiving a TCAP query MSU corresponding to the
    TCAP response MSU, extracting at least one query parameter from the MSU
    and storing the query parameter in the CDR at the second monitoring device
    containing the response parameter.

36. A computer program product comprising computer-executable
    instructions embodied in a computer-readable medium for performing steps
    comprising:
       (a) parsing first message signal units (MSUs) copied from
           at least one of an SS7 signaling link and a TCP/IP
           signaling link associated with a first signal transfer point
           (STP) to produce first MSU parameters;
(b) receiving second MSU parameters derived from MSUs copied from at least one of an SS7 signaling link and a TCP/IP signaling link associated with a second signal transfer point;

correlating the first and second MSU parameters to produce call detail records (CDRs);

(d) receiving commands from an application for controlling the flow of CDRs to the application; and

e) controlling the flow of CDRs to the application based on the commands.

37. The computer program product of claim 36 wherein receiving commands from an application includes receiving a command for delivering CDRs to the application in real time and wherein controlling the flow of CDRs to the application includes delivering the CDRs to the application in real time.

38. The computer program product of claim 36 comprising receiving a filter command for filtering CDRs delivered to the application and filtering the CDRs delivered to the application based on the filter command.

39. The computer program product of claim 38 wherein receiving a filter command includes receiving a filter command including at least one MSU parameter value and wherein filtering the CDRs delivered to the application includes transmitting CDRs to the application having the MSU parameter value.
40. The computer program product of claim 36 wherein parsing SS7 MSUs includes reading desired parameters from a desired parameters database, reading instructions for extracting the desired parameters from an extraction instructions database, and extracting the desired parameters from the MSUs based on the instructions.

41. The computer program product of claim 36 wherein correlating the first and second MSU parameters includes creating a single call detail record for the first and second MSU parameters.
FIG. 1
**FIG. 6**

**Diagram Description:***

- **PARSER ENGINE** (600) is connected to the **DESIRED PARAMETERS DATABASE** (602).
- **PARAM** column includes:
  - **CIC**: INSTRUCTIONS FOR EXTRACTING CIC
  - **OPC**: INSTRUCTIONS FOR EXTRACTING OPC
  - **DPC**: INSTRUCTIONS FOR EXTRACTING DPC
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<table>
<thead>
<tr>
<th>Bit Pattern</th>
<th>Type</th>
</tr>
</thead>
<tbody>
<tr>
<td>00000010</td>
<td>GET - used to get data from CDR GEN</td>
</tr>
<tr>
<td>00000100</td>
<td>SET - used to set CDR GEN characteristic</td>
</tr>
<tr>
<td>00001000</td>
<td>RESPONSE - response to CDR GEN command</td>
</tr>
<tr>
<td>00001000</td>
<td>TRAP - asynchronous message sent from CDR GEN to application</td>
</tr>
<tr>
<td>Bit Pattern</td>
<td>Identifier</td>
</tr>
<tr>
<td>-------------</td>
<td>------------------------------------------------</td>
</tr>
<tr>
<td>00000000</td>
<td>Stop sending CDRs in real-time</td>
</tr>
<tr>
<td>00000001</td>
<td>Start sending CDRs in real-time without filtering</td>
</tr>
<tr>
<td>10000001</td>
<td>Start sending CDRs in real-time with filtering</td>
</tr>
<tr>
<td>00000010</td>
<td>Start sending Intermediate CDRs in real-time without filtering</td>
</tr>
<tr>
<td>10000100</td>
<td>Start sending Intermediate CDRs in real-time with filtering</td>
</tr>
<tr>
<td>00000100</td>
<td>Stop sending MSUs in real-time</td>
</tr>
<tr>
<td>00001000</td>
<td>Start sending MSUs in real-time without filtering</td>
</tr>
<tr>
<td>10001000</td>
<td>Start sending MSUs in real-time with filtering</td>
</tr>
<tr>
<td>00010000</td>
<td>Retrieve CDRs in bulk</td>
</tr>
<tr>
<td>00100000</td>
<td>Retrieve MSUs in bulk</td>
</tr>
<tr>
<td>01000000</td>
<td>User configuration</td>
</tr>
</tbody>
</table>

**FIG. 10(c)**
FIG. 11
<table>
<thead>
<tr>
<th>1030</th>
<th>1032</th>
<th>1034</th>
<th>1036</th>
<th>1038</th>
</tr>
</thead>
<tbody>
<tr>
<td>START TIME</td>
<td>STOP TIME</td>
<td>REQUESTER IP ADDRESS</td>
<td>LOCATION LENGTH</td>
<td>LOCATION</td>
</tr>
</tbody>
</table>
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