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(57) ABSTRACT

Provided is a method for receiving a broadcast service. The
method includes: receiving a first packetized stream; extract-
ing presentation time information from a header of the first
packetized stream; extracting trigger information comprising
a target service identifier and a trigger action from a payload
of the first packetized stream; and performing the trigger
action to an object corresponding to the target service iden-
tifier at a time indicated by presentation time information.
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Fig.b
Syntax No. of Bits |Format
yirtual_channel_table_section{}{
table_i¢ 8 0xCB
section_syntax_Indicator 1 1
Private_indicator | 1
reser ved ? 1
section_length 12 Uimshf
transport_strean_id 16 uinsht
reserved ? 11
yorsion_number 5 Limshi
current_next_indicator | bsibf
section_number 8 uimshi
last_sect fon_numhar 8 Uimsht
protocol _version 8 Uimsht
num_channeds_in_sect ion 8 Uinshi
for{i=0: i<nun_channels_in_sact fon; 14+){
shor t_name 7x16 Vimspt
reserved 4 Ak
major_channe | _nurber 10 vimsot
mingr_channe!_numbsr 10 Uimsbt
moduiat ion_mode 8 Uimstt
cartier_frequency 2 Vimshi
channel 181D 6 Uimst?
proar am_nnber 16 MG
ETH_location 2 uimsot
access_control fed | bslbf
:ldden 1 bs|bf
reserved 2 ik
hide_guide i bs1bf
reseryed 3 111
service_type i) Uimshi
source._id 18 Uimshf
jeserved 6 SRS
descr Iptors_length 10 Uimsbf
fordi=0; i<l i+){
deseriptor{)
}
reserved 6 T
addl tional _deser iptors_length 19 uimshi
for {[=0rj<i: j++){
} aaditional _deseriptor()
} (RC_32 & rpchot
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Fig.6
sarvice, type Heaning
0x00 [Reserved]
0x01 analog_television - The virtual channel carries analog television programmirg
ox02 ATSC digital television - The vir-ual chamel carries television programing (audio, video

and opticnal associated datal conforming to ATSC standards

0x03 BTSC. dudio - The virtual channel carries audio programing (audio service and optional
asscoiated data) conforming to ATSC standard s,

(0x04 ATSC data_oniy_servica - The virtual channel carries & data service conforming fo AT3C
standards, but no video of stream_type 0xD2 or audio of stream_type OxB1,

0x05-0x3F | [Reserved for future ATSS use]
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Fig.7
Yalus Meaning
0x00 [ Reserved |
0x01 Analog_television-The virtual channel zarries analeg telsvision
Programming
ox02 ATSC digital _televisicn-lhe virtual chawnel carries television

programming (audio, videc and optlonal data) conforming to ATSC stendards.

Ox03 ATSS audio-The virtual channel carries audio programming (audio service
and opticral data) conforming to ATSC standards,

(x04 ATSC data only service-The virtual chaniel carries a data serv ce
conforming to ATSC standards, but no video of siream_type 0x02 or cudio of
stream_type 0x81,

0x0h Software Download Data Service see A/97

Ox08 Unassociatcd/smal | screen service see A/65C Amendment 1

0x07 Parameterized Service New A/V COCEC

Ox08 ATSC nrt _service-The virtual chernel carries a NRT service conforming to

ATSC standards.
Oxo9-0x7F | | Neserved for future ]

WE0-04F | | User Private |
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Fig.8
Syntax No. of bits Format
dala_service tabie sectlon() 1
table id 8 OxCF
section_syntax_indicator 1 bs|bf
private_indicator i bs bt
[gserved ] 2 11
privaie_sectjon_length 12 Uinsh
table_id exiension 16 uimsk
reser ved ] 2 11
vergion number 5 Ulmgbf
current_next_indicator 1 bsibf
sect ion_number 8 uimsbf
Jast_section_number 8 uimsbf
data _service_table_bytes{)
- CRC_32 32 rpchot
Syntax No. of bits Format
data_service taple bytes() |
sdf_protoccl_version B ujimsh
application_counl_in_section 8 uimsp
i{({ application_gount in section > O {
for(] = 0: J <application_count_in_section: J+H) 1
compatibility_descriptor()
app_id_bvte_length 16 uimsbi
if(app_id byte_length > 1) {
app_id_description jls] uimsbt
for{i=0; 1< app_id byie_length2,iH) {
app..id_byie B bslbf
i
tap_count g8 Uimshf
for{ i =G, 1 < lap_count; 14+ {
protocol_encapsulation 8 uimshf
action_type 7 uimsbf
resource_logation 1 bsbf
Tan()
tap_info_length 16 yimshf
for ( k=0: k<N. kit} 1
descripior L)
I
app_info_length 18 uimshf
for( i=0: i< M I+ {
descr intor ()
app_data_length 16 uimshi
for( i = 0. | < app_gata_iengih: i+ {
app_data_byte 8 bsiif
I
t
service_info_length 18 uimsbf
for{(=0: J<K: 111} {
descriptor{)
service_private_data_length 16 Uimsbf
for{ ] = 0. j < service_private_data_length: [+ {
service private_datg_byte 8 bsibf
T
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rig.9%
VCT DST
VCT PID=(0x1FFB =~ PID = 0x61
major_channe) mmber = 30 1| table_id=0xCF
minor_channel_number =6 ! Jara,_servide table_bytes()
chanmel_TSID | | | aifp_id description = 0x0003 (NRT Application)
service_type = 0x02(A/V/D) or 0x04 (D} | app_id bytc = NRT service ID
source_id ! tap_connt
service location_descriptor() I 1| pratocol_encapsulation = 0x04
o+ - | action_type = IP/MAC Notifocation
stream_type = 093 i resourEgocation =0
elementary PID = 0x61 -~ v e - - Tap() 1
tap id i
association_tag H(’ M;j(tiicast Addr 355
PMT or address range
selector() of the NRT service
PMT_FID selector length =6
ford selector_type = 0x0102 ﬁ
B 1 it i S
~selector_bytes = devieeld ™ T m - ————- L
gtream_type = Ox(D qglector byt bl i I
e]err.acr..-tary_PID I 0),;64 ________ 1 multiprofocel_encapsulation_descriptor() !
associetion_tag_descriptor() I - _ :
association_tag | dev!celd_addmss_@ngc ={0x06 :
- - | deviceld IP mapping flag=1 '
} : alighment_indicator !
E max_sections_per_datagram i
I ]
| )
i Addressable section h E
Lt PID = 0x64 §
MAC address wa— - ———— oo I R 3
1P Datagram T
N T Well-known IP Address for NRT
™ i
Service Signalling channel
NRT NRT service signalling deta | ‘
Application ‘ . IP Multicast
Strean
Addressable section
IP Datzgram
IP address for NRT service stream
NRT service data
i
-~
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Fig.10
TVOT
/ TVCT_PIO = Ox1FFB
major_channa |_number = 30
MAP PID AN CHANNEL WUMBER AND OBTAIN minor_channg |_number = §

INFORMATION O WHETHER THERE 1S AT SERVICE | | chamnal TSID
sarvice. type = Ori6(WR1/

PAT source_id
PHT.P1D service_|oeatlon_descr Iptor()
for{ strean_type = Ox(D
strean_type = 0x00 elamentary_FID = 0x64
aientary PID = Digd—> 5 = 040D
NRT_IP_adkiress_|ist_descrintor A() Jgﬁg?ﬂ%’ﬁ% | DOiOOxﬁf)
IP address 1 -
. IP address 2~
strean_type = UW\
<ETaTiary P = S
MRT_IP_adcress_|ist_descriptor, Al) | _
[P addrass 3 ™~ [P ADDRESS OF 1P
MM“‘“*-—W- _| ADDRESS-SERVICE SIGNALING
b (HANNEL OF NRT SERVICE 0R IP
X ADDRESS OF FLUTE SESSION FOR
TRANSMITTING NRT SERVICE
L : \
Addressable sectlon Addressable section
PID = OxBd PID = Ox6h
[P Datagram IP Datagran
[P adcress 1 for WRT service A IP address 3 for NRT service C
NRT S&Wice daia NRT service data
IP Datagram
IP address 2 for NET servlce B
NAT service data

) -
IP Multicast Stream (or IP Subnat)
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Fig.1l1

TVeT
TVCT_PID = Ox1FFB

me_ljw_ohannel_number =30
minor_channe|_nunber = 6

channel_TSt0

‘ or OBINRT)
source_id

service tye = PHAND) or Oxd [D)

service_location_descriptor(}
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|P ADDRESS OF IP ADDRESS-SERVICE

SIGNALING CHANNEL OF NAT SERVICE

"0R 1P ADORESS OF FLUTE SESSION
FOR TRANGMITTING NRT SERVICE

strsan_type = 0x0D; elementary_PID = Oxb4.

stream_type = OxOD; elementary PIG = Ox65;

[P Wilticast Stream

(or 1P Subnet)

NRT_IP_address_| ist_desorintor_B{)

IP eddress 23 W)
IP address enentary PID = 065>

| Addressable section

PID = 0xc4

1P address @M_PIOTW\ rd
ere

IP Datagram
|P address 1 for NRT service A

NRT service data

[P Datagram
IP address 2 for NAT service B
NAT service data

Addressable section
PID = (wB5

IP Datagram
IP address 3 for NRT service C

NAT service data
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Fig.12
Syntax No. of Blts  Format
NRT _service_map_teb le_section() {
tabie_id : § (x0B
section syntax.indicator I g
private_indicator 1 '
reserved ¢ "
section length 12 uimshf
tabie_id_extension {
NST_protocol_version R uimshf
reserved 8 uinsbf
reserved ¢ "
version_numosr 5 uimsbf
current_next_indicator 1 bs)bf
sect ion_number 8 uimsh{
fast_section_number 8 uinsbf
reserved 4 Bhik
carr ler_frequency 32 Limshf
channet_TSI0 i6 uimsbf
Progran_numer 16 uimsh{
source_id 18 Uimsbf
num_NRT_services § Uimgbf
for {i=0; i<aun_MRT_services; i+4)
reserved 4 ik
NRT_service status 2 Uimshf
SP_indicator ] bsibf
CP_indicator i bsibf
NAT saryice_id i6 i msbf
shor t_NRT_service_name B8
reserved ? ol
NRT_sarvice_category ] inshf
nut_componsnts 5 Uinsbf
IP_verslon_flag [ bsibf
source_ | P_address_flag 1 bs|bf
NRT_service_destination..|P_address_ flag ] bs|bt
11 [source_|P_address_flag)
source_| P address 3 or 128 Uimshf
If {MRT_service_destination _IP address flag)
NRT service destination P address ¥ or 128 Uinsbf
{for (=0 |<num_components: JH)
reserved | "t
assent ial _component_incicator | hab! f
component_dest ination_|P_address _Tlag } bs Ibf
port_num_ceunt 5 Uimshf
component_dest inat jon_UDP_por i_nun 16 uimsbf
it (componant_dest ination_|P_address _flag)
componant_dest Inatton_|P_address 8 or 128 Uimshf
Resarvad 4 il




Patent Application Publication = Mar. 17, 2016 Sheet 11 of 38 US 2016/0080779 A1

Tig.13
Syntax No. of Bits  Format
num_component_leve|_descr ipters 4 L imsbf
for (k=0 k<num_comporent_|evel_descriptors: «+)
{
component _level_deserip-or(] var
'
}
reserved 4 I
nem_NAT_service_level _descriptors 4 utnshf
for {m=0; menumNH_service_level dasoriptors: mit)
{
NRT_service_lavel_descriptor() var
}
}
roserved 4 SaEh
nur_virtual_chanel leve! descriptors 4 uinshi
for (n=D; n<num_viriual_shanngl_level _descriptors; nd4) {
{
yirtual_crannel_level _descriptor() var
}
b
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Fig.14
Syntax No, of Bits  Format
¥4 _comoonent _descr iptor{} {
deser Iptor_tag 8 (8D
descriptor_length | g uimshf
component_type 7 uimstf
component _encryption_flag 1 hsb| f
1f {component_encryption_flag == '1'} {
mm_STKM_streans g . uimsbf
for {1=0; i<nun STKN. streams; 14+) {
STKM_stream_ic 8 limshi
!
WH_componsnt.. data{component_type) var
}
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Fig,1l5
Syntax o, of Bits  Format
NRT _component data() {
TS i6 ujnshf
session_stari 1ine Ry uimshf
sesslon_end tims 32 dimshf
reseryed 5 T
Lias_bandildth_ incicater | bslb
as_bandwidth_indicator ! Dalbf
FEC_OTi_indisator i belbf
if (tLasﬁbandwidth_mdicalo'r ='"1"}{
tias_bandwidth 16 yimshf
i
i (as_bandvidth_indicater == "{')«
as_bandwidlh 0 Uinshf
: _
i1 (FECOTI Indicator == "'}
FEC_enoding_1d 8 Ul mehf
FEC_instance_id 8 uimshf
!
}
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Syntax No.of Bits Format
NRT information_table section() {
table id 8 0£TBD
section_syntax_indicator | i
private_indicator 1 i
reserved 2 UL
section_length 12 vimsbt
gervice _id 16 uitnsbf
reserved 2 Bis
NRT IT version number 3 uimsbf
curtent_next indicator 1 e
section_pumber 8 wimsbf
fagt section mumber 8 wimsh{
pretocol_versien 8 uimsbf
time_gpan_start 32 uimsbf
reserved 3 1T
fime_span_length 11 wimsh{
num_jtems_in_section 8 uimsbf
for(j=0; j<num_ftcms_in_scetion; j++) {
content linkage 32 wimskf
updates_availshle 1 bslbf
reserved | T
TF_available ] bsibf
low_luiency I bslbf
playback_fength_in_seconds 20 nimsbf
contenl_length_included ; balbf
playback_delay included ! bsibf
enpiration_included I " bslbf
reserved { R\
duration 12 uimshf
iffeontentlength_included=1) { 40 uimsbf
} content length
if{playback delay included=1) { -
reserved 4 ESNI
playback_delay 20 umsht
iffexpiration_included=1} {
expiration
32 uimsb{
content hame lingth .
content_name_text() 8 uimsbf
reserved var
content descriptors length 4 "1
for(i=-;F<; i+4) { 12 wimsbf
contett_deseriptor()
! |
reserved 6 it
descriptors_length 10 uimsbf
for(i=0; i<M; i) |
deseriptor()
1
J
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Syntax No. of bits [Format
NAT_content_table_section ( } {
tehis_id 8 Uimshf
sect jon_syntax_indicator 1 al
private_indicator 1 Ak
reseryed 2 osibf
seotion_length 2 uimshf
NAT_Channs!_10 16 uinshf
reserved 2 hslbf
version_number 5 Uimshf
current_next_indicator 1 1
s66t {on_numder B uimsbf
last_sect ion_rumber 8 yimsht
nrotocol_version 8 uimshi
num_contents_in_sect ion 8 Uimsbf
for (=0 | < num_contsits_in_saction; j+) {
content_version 3 uimshf
content_id ) Uimsbf
content_avallable_start_time 3 Limshf
gontent_avallable_end_time 7 Uimsbf
ETH_[ocat ion 2 uimshf
gontent_length_in_seconds 30 uimsf
content_size 48 Limshi
content_del jvery bit rate 32 vimshf
centent_title_length 8 Uimgbf
content_titla_text [ ) var
desor iptors_length 16 uimsht
for (=05 7 <Ny i) {
deseriplor { )
}
}
}
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Fig. 19

<t version="1, 0“ encoding="UTF-8"%
<xesehema mins="urn:atseinet flute: fot:2008' xnlnsius="http: //www o org/2001/ ML Schema®
targethansspace='urn:atscinrt: flute: fat:2000" elensntFormdafault ="qua- ified™
<xg:element name="FOT-Instanse” type="FOT-InstanceTyps" />
<xs:complexTyne name="FCT-Instancotype'>
<ys! SEQUEHCE>
<xsialement name="File" type="Flle- Type maxdoclrs = Unbounoed” />
<xgielement name='FOT-Content-10" type="xs.usigr ede.hmt mindeeyr3="0" maxdecurs="Lnbounded />‘D
<xg: anynamespace="Tother” procassontents="skin® minlectrs="0"maxdceurs ="unbounded' />
<45 SeqUence”
<ys.at:ribute name= "Exp\res type="4s s1ring" use="required />
<ys'atribute name="Complete’ type='ys:boolean" use="oplional' />
<siatribute name="Content-Tyne" type="ws:string" uge="optlonal"f>
<s:at=ribute name="Content-Encoding type="xs'str ng" use='optional" />
<xs-at 71 bute name="FEC-OTI-FEC-Encoding-10" type="xs:unsignedlong” use="oxtiona ' />
<xsiattsbute name="FEC-OTI-FEC-Instance-10" type="ys:unsignedlong" use:"oationa '
<ysiattr bute name="FC-0T)-Maxinun-Source-Block-Length” ype ='yg. unmgnej a1y use:'opticnral”b
t
t

<sally bute nane="FC-0TI-Encoding-SynbelLength" Tvpe="xs: urswgnedior Ba= opt onal' />
<ysealbr buterang="FES-OT|-Hax- Number-of-Encodmg—ovmbo\s type="-xg: unsmndl ong' use="cptional ">
<ystatty bute name="FEC-0TI-Scheme-Snaci fic-info" type="xs:basebdBinary" usa="op: onal" />
<ys:anvAtlribute processContents="skip' />
<fxsioomp exType >
<xs:complexType name="F | le-Type">
(XS:SBQUBHGE >
<yscelenen: name=File-Hontert-(D" tye="Conlent-10-Type” mindoours="0" maxlecurs ="unhoundad” ,b@
<xs:any namespace="Hother "processConients ='skiprindcctrs ="0" maxOgeurs = 'unbounded' />
</¥s sequence >
<xs:atiribute name="tontent Location type="ys:anyLF1" use="equired" />
<xsiattribute nano="T01" tyoe='vs: pog! 1ve]nteger Lee="required" />
<xs:attribute name='"Content-Length” tyre="¥s:unsignedlong" use="requirsd" />
<xs:aitribute name='T ansfer-Lengt" lwe— xsunsignedlong” use='oplional” />
a
t
{

t
t
t
<xs:aitribute nane~'Content - Typs" typp ¥s! string" use="oat lonat' >
<xs:altribute nane="Content - Encud Ing" type* aistring” use="aptlonal '/
<xsiattribute name="Content - D" typa="xs:basebdbinary" use="optional"f>
<ys:attribute name="FEC- 0TI~ FEC-Encoding-1T" type="xs:unsignediong” use="cptional” />
<xs:att-ibute name="FEC- OT|- FEC- Instance—0" type="xs:uns gnedlong' Use="optional"/>
<ysatt ibute name="FEC- OT |- Maximur - Source- Bloas-Langth' type="xs:unsignedLong” use="optional ‘%>
<ystati-ibute name="FEC- 0T |- Encoding-Symbol-Length” type="xs:Unsigiad.ong” use="ortional"/>
<xstalieibule name="FEC- OT1-Max-Nurbe-—o'-Encoding-Synbols ' type="xs:ureigrediong use="optiong)"f>
<xs:att-ibute nams="FEC-OT|-Schema —Spacific—nfo" type="v3:pasebdBinary’ use="optional"/>
<xsianyttribute processContents ="sk'p’/>
<fysiconp: exType >
<ys-complexTyps name="Content- b Typa'>
<ystattribute rcme-”"ﬂnten -[07 type="xsunsingedShor " use="requirad" />
<saliribute rame="a1try” type="xs boolesn * defay t="false” use—'"ontionai”/‘z@
<ys:anyAttrituie prosssstontenis="skip"/>
</xstconplexType >
</¥s:schema >
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Fig. 20

<pml version="1.0" encoding="UTF-8"%>
<ys:schena smins="Urn:atsainri:flute: fat 208" xminsixs="hilp: /s wd.or /206 XM Schera"
targethanespace="urn:atsc:nr 1 flute: fdt 208" eleteniFormafadl -="qualifisd">
<xseloment name="FOT-Instance” 1ype="F0T-InstanceType' />
<xsoomplexType nang="FOT- nstanceTyos *>
<x$' 5800808 >
<xs'element name="Tile" type="Fle-Type maxlcoLrs ="unbounded" />
- g ielement. nare="FOT-Conzant- 16’ _types"FO-Content=(0-Type’ minfocyrs="i" malcgy-s="uabounded />
<xstany namespace="#Hother ' processontents ="skip™nlrdccurs="0" maxdscu-s=unbounded ' />
<fxs ! sequence> (:::)
<xsiattribate name= Expires’ type="xsistring" use="required' />
<xstattrlbute name="Complete” typs="xs:200lean” use="optional"/>
<xs'attribate name="Content-Type" type='xs:string" use="optional"/>
<xs'attribute name=' Content-Encoding” type="xsistring” use="optional"f>
<xs'attribute name="FEC-0TI-FEC-Encoding-0" type="ss!unsignedLorg " use="opt ‘onal*f>
<estatbribute nane="FEC-0T1-FEC-[nstance-1D" type="xs:unsignedlong” use="optjonal" f>
<xs:atbribute name="FEG- OT1-Maximm- Saurce-Block-Length" tyoe="xs:unsignedlong” uss="ocol fonal" />
<xs:attribate name="FEC~0TI-Encoding-Svibol -Length" tyge="xs:unsignedlong’ Lse="cptionz!"
<ystattribute name="FEC—OT1-Max- Numbe - of- Encoding- Symbols" type="xs:uns gnediong’ Use="optional" />
<ysattribte name="FEC - 071~ Scheme-Specific-Tn‘o" type="xshaseb4Binary” Lse="optional"/>
<xs:anvAttr thute processContents ='skip' />
<fxs: compl exType >
<xsicemplexType name="Ftie-Tyse™
<¥S'Se(uenser
<xs:element nare="File-Content-:0" {ype="Content-10-Type" minQccurs="0"max0eours ="unbounded" />
<k any remespace="Hother "processContents="skip"nindecurs ="0" naxdocur s="unbourded" />
<l sequence >
<xs'attribite name="Content-Location type="xsiawlRI" use="required" >
<xs'attriblte name="TOl" -ype="wspositivelnteger’ use='recuired" />
<xs:attribate name="Content- Length' type="xa:unsigneclong” use="required" />
<xsattrihate name="Transfer- Length' type="xs:unsignedlong” use="opticnal"r>
<xsiattribate name="Contont~ Type" type="ks'string" use="opt‘onal'/>
<xs'attrloate name="Content~ Encoding" type="xs:string" use="cptional"p>
<xs'attrlbate name="Content- WCH' type="xs:baseB4Birary" use="optional"/>
<xsattribite name="FEC ~0T1~FEC-Encoding-10" type="xsiunsignedleng' use="aptionat" />
<xs'attribJta name="FEC-OT1-FEC-Instance D" type="xs:unsiagnedlong’ use="optional®/>
<xsiatbribate names"FEC - OT1-Max nur - Sour se-Block-Lenath" type="xs:unsignadlong” use="optional " />
<xstattribate name="FEC-0TI-Encoding-Symbol-Length" type="xs:unsigreclong use="cplional"f>
<siattribate name="FEC - OT|-Max-Mumbe -of-Encoding-Symbols' type=" xs unsigrediorg” use="cotional' />
<xs:attribate nane="FEC - 0TI~ Schema-Specific-nte" type='xs:haseB4Birary" use="optional'/>
<xs:anyAttr ibute processContents ="skip'f>
<fxscomplexType »
<rs:oamp 3xTypenanes"FOT-Content -1 0-Typs" > (::)

seiance
<xgeattribute nane="Content~10" tvoe="xs unsingsdSnort’ uss="recuired" />
s anyALErTbute processContenis="sk p'/>
<sioatplaxfyne»
<xsconplexType name='Content -ID-Type'">
<xsiattribate name="Content-10" iype="xs unsingedShor t" use="reglirsd'/>
<ysiattribJte name="eniry' lvpe="rs:boglean" default="false' use="opt onal"s/>
<xg-anyAttribute processtontents ="skip'/>
<fxs'gomplexType >
<fss.5chena >
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Fig.25
Syntax No. of Bits |[Format
tdo_trioger_table_section() {
table_id 3] (X780
section_syntay_indicator 1 0
pt Ivate_Indicator 1 1
reserved 2 1
sect lon_l ength 12 yimshi
solree_id 18 uimsht
reservad ? H
TTT_version_nunbar 5 imsbf
current_next_indicator 1 |
sect lon_hurber 8 Uimshf
last_sect ion_number 8 uimsbf
num_tr1ggers_in_section 8 uimshi
for (=0v K num_triggers_in_saetion: i) { uimsbf
trigger_id P uimshf
frigoer_time 3 Uimshi
trigger_action 16 uinshi
trigger_descr iption_length 8 iimshf
trigger_description text var
service it ref 16 uimshf
content_| inkage ¥ Uimsht
num_trigger _descriptors 8 Wimsht
for (j=0; j<num_bundlo_descriptors; J+4) {
trigger_deseriptor () var
}
!
1
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Fig. 26
PES payload
PES Synchronized Data
Header Packet Structure
\k_,-f—vr—ﬂ_\_/
data_identifier
sub_stream_id
PTS_extension
Nithout LLC/SKAP fieia—] 1P IP Oata Area
(Recommended method) reader
Fig, 27
oyntax Mz, of pits  Format
synahronized datz packet (){
data_identifier 8 Limsbf
sub_strean_id 8 Limshf
FTS_extansion_tlag 1 bsibf
output_data rate flag 1 Lslbf
reser ved 2 "1
synchron zad_data_packei_header _length 4 uimshf
if {PIS_extension flag="1"}{
rasaved RARARARS
PiS_exlension timsbf
}
for [i=00i<hTs i+t
synchrenized_data_private_data_byte 8 tistbf
}
for [i=0ii<N2; i+t
synchrenized_data byle 8 bis/bf
}
}
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Fig. 28
Syntax No. of bits Format
contentTypeDescr Iptor ()
desoriptorTag 8 0x72
descr iptorLength 8 uimsht
for{i=0; 1<descr ipterLenglh; i++){
contentTypeByte 8 . bs|bi
}
}
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Fig.29
Synlax Ng, Of bits |
TS rugram map_section{}{
table_i 8
s‘oqctiun syritax,_indicator §
raservad 5
section_length 12
program_number 16
reserved 2
version_number 5
current_next_lndicator 1
section_number 8
last_section_number 8
resarved o 3
PCR_PID 13
rogram_info_len
oo, AN 12
descriptor(}
}or(ka i<N1 )
steam_type 8
r838/ve 3
elementary_PID 13
B o Jength 4
info_len
forfi=0.<NZ:i++ 12
descnptor() <
éRc_az 32
}
Synfax No. of Bits Format
sarvice_id_descriptor() {
descriptor_tag 8 0xC2
descriptor_length 8 uimsbf
service _count 8 uimsbf
for (i=0; i<service_count; i++)
service_id 16 bslbf
for =0; j< N; j++}{ ‘
reserved B bsibf
}
'
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Fig.30
Synlax No., Of bils |
T;S mgram map_section(}{
a
‘&‘ggdlon syntax_indicator ?
reserved %
section_lsngth 12
program_namber 16
raseve 2
version,_nurber 5
current_next_indicator 1
saction_numbar 8
last_section_number 8
res
PCR_PID %
oy info, lengih 4
rogram_info_ien
R:r(u-o (NG F) A 12
desc ptor()
’or(l—o LR |++){
stoa 8
FOEBI’VB 3
alsmanlary Pin 13
reserved 4
ES_info_length 12
for{i=0TeNg;i++)
desc ptor() «
)‘
(I:RC‘_SZ 32
}
Syntax No. of Bits  Format
Trigger_stream_descriptor() {
deseriptor_tag 8 0xC2
deseriptor_Jength 8 uimshf
target_service_count 8 uimsbt
for (is0; i<sarvice_count; i++) {
target sarvice Id 16 bslbf
target_content_item_count 8 ulmshf
for{k=0; k<targef_content_item_gount; k++) '
target_content_linkage a2z bslbf
}
for (=0; j< Ny J+9) {
reserved 8 bslbf
}
}
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Fig.31
No. of bits |ldentifier
app! ication_information section{){

tabie id 8 uimshf
section_syntax_indicater 1 bslbf
reserved_future_Use 1 bslbf
resarved 2 bsibt
section_length 12 uimsbf
test_application_flag 1 bslof
application_typs 15 uimshf
reserved ? oslof
version_number 5 uimsbf
current_next_indicator | bslbf
sect jon_nunber B uimsbf
Jast_sect fon_number B uinshf
reserved_future_use 4 bs ot
common_descr Ipters_length 12 uimshf
for{i=0: i< T+

descr iptor(}
}
reserved_future_use 4 bsbf
apolication_loop_length 12 Ujmshf
for (=00 i<N; 1+

app| ication_ident fier()

appl icat fon_control _code 8 uimshl

reserved_future_use 4 pslbf

app| ication_descriptors_loop_length i2 Uimshf

for(j=C: <N J+){

descriptor ()

}
}
{R0_32 37 rnchof
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Fig, 32
Syntax No. of Bits  Format
Systen_time_table_section(}{
table_id ' 8 uimsti
section_syntax_indicator 1 il
private_indicator 1 "'
reserved ? "1
section_length 12 uimshf
table_id extension 16 (%0000
r83erved 2 gk
version_numbsr . 5 00000
current_nexi_indicator . 1 2k
sectlon_numbsr 8 Ox00
\ast_section_number 8 0x00
protocol_varsion 8 uimsof
systen_time 32 uinsh
GPS_UTC of fsat 8 Limsbi
deylight_savings 16 uimsht
for {i=0; 1<l: itk
descriptor()
}
(RC_32 ¥ rpchef
}
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Fig.37
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Fig.38
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METHOD FOR TRANSMITTING
BROADCAST SERVICE, METHOD FOR
RECEIVING THE BROADCASTING
SERVICE, AND APPARATUS FOR
RECEIVING THE BROADCASTING SERVICE

CROSS-REFERENCE TO RELATED
APPLICATIONS

[0001] This application is a continuation application of
U.S. patent application Ser. No. 13/336,910 filed on Dec. 23,
2011 which claims priority under 35 U.S.C.§119 and 35
U.S.C. §365 to U.S. Patent Application No. 61/427,198 (filed
on Dec. 26, 2010), each of which is hereby incorporated by
reference in its entirety.

BACKGROUND

[0002] The present disclosure relates to a method for trans-
mitting a broadcasting service, a method for receiving the
broadcasting service, and an apparatus for receiving the
broadcasting service.

[0003] A digital television (DTV) is now presented to offer
various services in addition to a television (TV)’s original
function such as playing video and audio. For example,
broadcasting information such as Electronic Program Guide
(EPG) may be provided to a user, and also, broadcasting
services from at least two channels may be simultaneously
provided to a user. Especially, since a receiving system of the
DTV includes a large capacity of a storage device, and is
connected to a data communication channel and the internet
(through which two-way communication is available), more
services become accessible through broadcast signals.
[0004] Additionally, since services offered through broad-
cast signals become more diversified, needs for utilizing the
diversified services accurately is increased.

SUMMARY

[0005] Embodiments provide a method for receiving and
processing a non-real time service and a method for transmit-
ting the non-real time service.

[0006] Embodiments also provide a method for linking a
content downloaded through a non-real time service with a
broadcasting service, and a receiving device thereof.

[0007] Embodiments also provide a transmission method
for linking a non-real time service with a real-time broadcast-
ing service without interfering with a typical receiver, and a
receiving device thereof.

[0008] Inoneembodiment, a method for receiving a broad-
cast service includes: receiving a first packetized stream;
extracting presentation time information from a header of the
first packetized stream; extracting trigger information com-
prising a target service identifier and a trigger action from a
payload of the first packetized stream; and performing the
trigger action to an object corresponding to the target service
identifier at a time indicated by presentation time informa-
tion.

[0009] Inanother embodiment, a method for transmitting a
broadcast service includes: setting a trigger action and a trig-
ger time for a target service to be triggered; inserting presen-
tation time information corresponding into the trigger time in
a header of a first packetized stream; inserting trigger infor-
mation including identifier of the target service and the trigger
action in a payload of the first packetized stream; and trans-
mitting the first packetized stream.

Mar. 17,2016

[0010] In further another embodiment, an apparatus for
receiving a broadcast service includes: a receiving unit con-
figured to receive a first packetized stream; a trigger process-
ing unit configured to extract presentation time information
from a header of the first packetized stream and to extract
trigger information comprising target service identifier and
trigger action from a payload of the first packetized stream;
and a service manager configured to perform the trigger
action to an object corresponding to the target service iden-
tifier at a time indicated by presentation time information.
[0011] The details of one or more embodiments are set
forth in the accompanying drawings and the description
below. Other features will be apparent from the description
and drawings, and from the claims.

BRIEF DESCRIPTION OF THE DRAWINGS

[0012] FIG. 1 is a conceptual diagram illustrating how RT
service and NRT service are provided.

[0013] FIG. 2 is a view illustrating a structure of NRT
service according to an embodiment.

[0014] FIG. 3 is a view illustrating a protocol stack for NRT
service according to an embodiment.

[0015] FIG. 4 is view illustrating one example of the pro-
tocol stack for mobile NRT service.

[0016] FIG. 5is a view illustrating a bit stream section of a
TVCT table section (VCT) according to an embodiment.
[0017] FIGS. 6 and 7 are views illustrating how to define a
value of a service_type field according to an embodiment.
[0018] FIG. 8 is view of data_service_table_section) for
identifying an application of NRT service and bit stream
syntax of data_service_table_bytes in a DST section.

[0019] FIG. 9 is a view illustrating a method of receiving
and providing NRT service in a receiving system by using
ATSC A/90 standard for transmitting data broadcasting
stream and ATSC A/92 standard for transmitting IP multicast
stream.

[0020] FIGS. 10 and 11 are views illustrating a method of
signaling a DSM-CC addressable section data by using VCT
according to another embodiment.

[0021] FIGS. 12 and 13 are views illustrating a bit stream
syntax of NST according to an embodiment.

[0022] FIG. 14 is a view illustrating a bit stream syntax of
NRT_component_descriptor (MH_component_descriptor)
according to an embodiment.

[0023] FIG. 15 is a view illustrating a bit stream syntax of
NRT_component_descriptor including NRT_component_
data according to an embodiment.

[0024] FIG. 16 is a view illustrating a bit stream syntax of
NRT-IT section for signaling NRT application according to
an embodiment.

[0025] FIG.17is aview illustrating a syntax structure of bit
stream for NRT section (NRT_content_table_section)
according to an embodiment.

[0026] FIG. 18 is a view illustrating a bit stream syntax
structure of an SMT session providing signaling information
on NRT service data according to an embodiment.

[0027] FIG. 19 is a view illustrating an FDT schema for
mapping a file and content_id according to an embodiment.
[0028] FIG. 20 is a view illustrating an FDT schema for
mapping a file and content_id according to another embodi-
ment.

[0029] FIG. 21 is a flowchart illustrating an operation of a
receiver according to an embodiment.
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[0030] FIGS. 22 and 23 are views illustrating a receiving
system receiving, storing, and playing an NRT content for
NRT service according to another embodiment.

[0031] FIG. 24 is a flowchart illustrating a method of a
receiver to receive and provide NRT service according to an
embodiment.

[0032] FIG.251saview illustrating a bit stream syntax of a
trigger according to an embodiment.

[0033] FIG.261saview illustrating a PES structure accord-
ing to a synchronized data stream method including a trigger
according to an embodiment.

[0034] FIG. 27 is a view illustrating a synchronized data
packet structure of PES payload for transmitting trigger as bit
stream syntax according to an embodiment.

[0035] FIG. 28 is a view illustrating a content type descrip-
tor structure in tap( ) on DST according to an embodiment
[0036] FIG. 29 is a view illustrating a syntax of PMT and
service identifier descriptor according to an embodiment.
[0037] FIG. 30 is a view illustrating a trigger stream
descriptor according to an embodiment.

[0038] FIG. 31 is a view of AIT according to an embodi-
ment.
[0039] FIG. 32 is a view of STT according to an embodi-
ment.
[0040] FIG. 33 is a block diagram illustrating a transmitter

for transmitting TDO and a trigger according to an embodi-
ment.

[0041] FIG. 34 is a block diagram illustrating a receiver for
receiving TDO and a trigger according to an embodiment.
[0042] FIG. 35 is a flowchart illustrating a trigger transmit-
ting method according to an embodiment.

[0043] FIG. 36 is a flowchart illustrating an operation of a
receiver 300 according to an embodiment.

[0044] FIG. 37 is a flowchart illustrating a trigger receiving
method by using a trigger table according to an embodiment.
[0045] FIG. 38 is a flowchart illustrating an operation of a
receiver when trigger signaling information and trigger are
transmitted using DST according to an embodiment.

[0046] FIG. 39 is a flowchart illustrating an operation of a
receiver when a trigger is transmitted using a trigger stream
descriptor according to an embodiment.

[0047] FIG. 40 is a flowchart illustrating an operation of a
receiver when a trigger is transmitted using a stream type
according to an embodiment.

[0048] FIG. 41 is a flowchart illustrating an operation of a
receiver when a trigger is transmitted using AIT according to
an embodiment.

[0049] FIG. 42 is a flowchart illustrating an operation of a
receiver when a trigger is transmitted using STT according to
an embodiment.

DETAILED DESCRIPTION OF THE
EMBODIMENTS

[0050] Preferred embodiments of the present invention will
be described below in more detail with reference to the
accompanying drawings. The configurations and operations
of the present invention shown in and described with the
accompanying drawings are explained as at least one
example, and the technical idea of the present invention and
its core configurations and operations are not limited thereby.
[0051] The terms used in the present invention are selected
as currently used general terms if possible in the consider-
ation of functions of the present invention but could vary
according to intentions or conventions of those in the art or the
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advent of new technology. In certain cases, there are terms
that are selected by an applicant arbitrarily, and in such a case,
their meanings will be described in more detail in the speci-
fication. Accordingly, the terms used in the present invention
should be defined on the basis of the meanings of the terms
and contents over the present invention not the simple names
of the terms.

[0052] Moreover, among the terms in the present invention,
areal time (RT) service literally means a service in real time.
That is, the service is time-restricted. In contrast, a non-real
time (NRT) service is a service in NRT other than the RT
service. That is, the NRT service is not restricted by time.
Furthermore, data for NRT service is called NRT service data.
[0053] A broadcast receiver according to the present inven-
tion may receive NRT service through a medium such as a
terrestrial wave, a cable, and the internet.

[0054] The NRT service may be stored in a storage medium
of the broadcast receiver, and then may be displayed on a
display device according to a predetermined time or at the
user’s request. The NRT service is received in a file format,
and is stored in a storage medium according an embodiment.
The storage medium may be an HDD embedded in the broad-
cast receiver according to an embodiment. As another
example, the storage medium may be a Universal Serial Bus
(USB) memory or an external HDD, which is connected to
the broadcast receiving system.

[0055] Signaling information is necessary to receive files
constituting the NRT service, store them in a storage medium,
and provide a service to a user. The present invention may
designate the above signaling information as NRT service
signaling information or NRT service signaling data.

[0056] The NRT service includes Fixed NRT service and
Mobile NRT service according to a method of obtaining IP
datagram including NRT service signaling data. Especially,
the Fixed NRT service is provided to a fixed broadcast
receiver, and the Mobile NRT service is provided to a mobile
broadcast receiver.

[0057] FIG. 1 is a conceptual diagram illustrating how RT
service and NRT service are provided.

[0058] A broadcasting station transmits the RT service
according to a traditional way, that is, like current terrestrial
broadcasting (or mobile broadcasting). At this point, the
broadcasting station transmits the RT service, and then, by
using a remaining bandwidth during the transmission or an
exclusive bandwidth, may provide the NRT service. That is,
the RT service and NRT service are transmitted through the
same or different channel. Accordingly, in order for a broad-
cast receiver to separate the RT service and the NRT service
and store the separated NRT service in order to provide it to a
user if necessary, service signaling information (or NRT ser-
vice signaling data) is required. The NRT service signaling
information (or NRT service signaling data) will be described
in more detail later.

[0059] For example, a broadcasting station transmits
broadcasting service data in real time and transmits news clip,
weather information, advertisements, and Push VOD in non-
real time. Additionally, the NRT service may be specific
scenes, detail information of a specific program, and preview
in real-time broadcasting stream in addition to news clip,
weather information, advertisements, and Push VOD.
[0060] A typical broadcast receiver (i.e., a legacy device)
may receive and process the RT service but may not receive
and process the NRT service. That is, the typical broadcast
receiver (i.e., a legacy device) is not influenced, in principle,
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by an NRT stream in a channel broadcasting RT service. That
is, even when receiving NRT service, the typical broadcast
receiver cannot process the received NRT service because it
does not include a unit for processing it properly.

[0061] On the contrary, the broadcast receiver (i.e., an NRT
device) of the present invention receives NRT service com-
bined with RT service and properly processes the NRT ser-
vice, so that it provides more various functions to a viewer
than a typical broadcast receiver.

[0062] FIG. 2 is a view illustrating a structure of NRT
service according to an embodiment.

[0063] The NRT service includes at least one content item
(or content or NRT content) as shown in FIG. 2, and the
content item includes at least one file according to an embodi-
ment. A file and object have the same meaning in the present
invention.

[0064] The content item is a minimum unit playable inde-
pendently. For example, news is provided in NRT. If the news
includes business news, political news, and lift news, it may
be NRT service, and each may be designated as a content
item. Moreover, each of the business news, political news,
and life news may include at least one file.

[0065] At this point, the NRT service may be transmitted in
an MPEG-2 transport stream (TS) packet format through the
same broadcasting channel as the RT service or an exclusive
broadcasting channel. In this case, in order to identify the
NRT service, a unique PID may be allocated to the TS packet
of'the NRT service data and then transmitted. According to an
embodiment of the present invention, IP based NRT service
data is packetized into an MPEG-2 TS packet and then trans-
mitted.

[0066] At this point, NRT service signaling data necessary
for receiving the NRT service data is transmitted through an
NRT service signaling channel. The NRT service signaling
channel is transmitted through a specific IP stream on an [P
layer, and at this point, this specific IP stream may be pack-
etized into an MPEG-2 TS packet and then transmitted. The
NRT service signaling data transmitted through the NRT
service signaling channel may include at least one of a Ser-
vice Map Table (SMT), an NRT Service Table (NST), an NRT
Content Table (NCT), an NRT Information Table (NRT-IT),
and a Text Fragment Table (TFT). The NST or SMT provides
access information on at least one NRT service operating on
an [P layer, or the content items or files constituting the NRT
service. The NRT-IT or NCT provides access information on
the content items or files constituting the NRT service.
[0067] Additionally, NRT service signaling data including
SMT (or NST) and NRT-IT (or NCT) may be included in a
PSIP table on MPEG-2 TS or may be transmitted through an
NRT service signaling channel on an IP layer in a virtual
channel. Moreover, a plurality of NRT service data may be
provided through one virtual channel.

[0068] The NRT-IT includes information describing a con-
tent downloadable to be stored in a receiving device. Infor-
mation provided to the NRT-IT may include a content title
(for example, the name of a downloadable program), avail-
able time for downloading content, content recommendation,
availability of caption service, content identification, and
other metadata.

[0069] Additionally, the TFT provides detailed description
on a content item or service. The TFT may include a data
structure supporting multi languages and, as a result, may
represent detailed descriptions (e.g., each string corresponds
to one language) in different languages. The text fragment
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table may be included in private sections having a table_id
value (TBD) and may be identified by TFT id. A TFT section
may be included IP packets in a service signaling channel,
and a multicast IP address (224.0.23.60) and a port (4937)
may be allocated to the service signaling channel by IANA.
[0070] First, a receiver may identify whether a correspond-
ing service is the NRT service with reference to a service_
category field in the SMT, for example. Additionally, the
receiver may uniquely identify the NRT service from the
SMT through an NRT_service_id field.

[0071] Additionally, the NRT service may include a plural-
ity of content items. The receiver may identify an NRT con-
tent item through a content_id field in the NCT or NRT-IT. In
addition, the NRT content item and NRT service may be
connected to each other by matching the NRT_channel_id
field of the NCT to the NRT _service_id field.

[0072] Moreover, the NRT service may be transmitted
through a FLUTE session and the receiver may extract FDT
information from the FLUTE session. Then, content_id in the
extracted FDT information is mapped into content_id of NCT
or OMA-BCAST SG in order to confirm and receive the NRT
service content that a user selects. If the mapping method is
described briefly, for example, the receiver identifies each file
constituting the NRT content item through the TOI and Con-
tent-Location fields in the FDT in the FLUTE session. Each
TOI or the Content-Location and content item maps the con-
tent_ID ofthe FDT into the content_id field ofthe NCT or the
content_id field of the OMA BCAST SG, so as to confirm and
receive the NRT service content.

[0073] FIG. 3 is a view illustrating a protocol stack for NRT
service according to an embodiment.

[0074] For Fixed NRT service, the NRT service of a file
format is IP-packetized in an IP layer, and then, is transmitted
in an MPEG-2 TS format through a specific channel.

[0075] Through an MPEG-2 based Program Specific Infor-
mation (PSI) or Program and System Information Protocol
(PSIP) table, for example, a VCT, it is determined whether
there is NRT service in a virtual channel and identification
information of NRT service is signaled.

[0076] According to an embodiment, the NRT service sig-
naling channel, which transmits NRT service signaling data
signaling the access information of the IP based NRT service,
is IP packetized into a specific IP stream in the IP layer, and
then, is transmitted in an MEPG-2 TS format.

[0077] That is, a broadcasting station packetizes the NRT
content item or files according to a file transfer protocol
method as shown in FIG. 3, and then, packetizes the pack-
etized NRT content item or files in an Asynchronous Layered
Coding (ALC) or Layered Coding Transport (LCT) method.
Then, the packetized ALC or LCT data are packetized accord-
ing to a UDP method. Then, the packetized UDP data is
packetized according to the IP method again, and then,
becomes IP data. Here, the IP data may include a File
Description Table (FDT) having information on a File Deliv-
ery over Unidirectional Transport (FLUTE) session. The
packetized IP data may be designated as IP datagram for
convenience of description in the present invention.

[0078] Additionally, the IP datagram of NRT service is
encapsulated in an addressable section structure and is pack-
etized again in an MPET-2 TS format. That is, one address-
able section structure has a section header and CRC check-
sum, which are added to one IP datagram. The format of the
addressable section structure is matched to a Digital Storage
Media Command and Control (DSM-CC) section format for
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private data transmission in terms of a structure. Accordingly,
the addressable section may be designated as a DSM-CC
addressable section.

[0079] Moreover, NRT service signaling data including at
least one of SMT (or NST) and NRT-IT (or NCT) necessary
for receiving NRT content/files may be transmitted through
anNRT service signaling channel on an IP layer. Accordingly,
the NRT service signaling data may be packetized according
to an IP method in order to transmit it through the NRT
service signaling channel on an IP layer. The NRT service
signaling channel is encapsulated in the IP datagram having a
well-known [P address and is multi-casted according to an
embodiment.

[0080] Additionally, the NRT service signaling data may be
included in Program Specific Information (PSI) or Program
and System Information Protocol (PSIP) table section data
and then transmitted. Moreover, the PSI table may include a
Program Map Table (PMT) and a Program Association Table
(PAT). The PSIP table may include a Virtual Channel Table
(VCT), a Terrestrial Virtual Channel Table (TVCT), a Cable
Virtual Channel Table (CVCT), a System Time Table (STT),
a Rating Region Table (RRT), an Extended Text Table (ETT),
a Direct Channel Change Table (DCCT), a Direct Channel
Change Selection Code Table (DCCSCT), an Event Informa-
tion Table (EIT), and a Master Guide Table (MGT).

[0081] Furthermore, as data for digital rights management
and encryption of broadcasting service to protect the NRT
service from illegal distribution and reproduction, BroadCast
Services Enabler Suite Digital Rights Management (BCAST
DRM) suggested by Open Mobile Alliance (OMA) may be
used.

[0082] Moreover, the above mentioned Program Specific
Information (PSI), Program and System Information Proto-
col (PSIP) table section data, DSM-CC addressable section
data, and OMA BCAST DRM data are divided by a 184 byte
unit, and then, a 4 byte MEPG header is added to each 184
bytes in order to obtain a 188 byte MPEG-2 TS packet. At this
point, a value allocated to the PID of the MPEG header is a
unique value identifying a TS packet for transmitting the NRT
service and NRT service signaling channel.

[0083] MPEG-2 TS packets may be modulated in a prede-
termined transmission method in a physical layer, for
example, an 8-VSB transmission method, and then, may be
transmitted to a receiving system.

[0084] Moreover, FIG. 4 is a view illustrating a protocol
stack for NRT service according to another embodiment.

[0085] FIG. 4 is view illustrating one example of the pro-
tocol stack for mobile NRT service. As shown in FIG. 4, an
adaption layer is included between an IP layer and a physical
layer. As a result, without using an MPEG-2 TS format, the [P
datagram of mobile service data and IP datagram of signaling
information may be transmitted.

[0086] That is, a broadcasting station packetizes the NRT
content/files according to a file transfer protocol method as
shown in FIG. 4, and then, packetizes them according to an
Asynchronous Layered Coding (ALC)/Layered Coding
Transport (LCT) method. Then, the packetized ALC/LCT
data are packetized according to a UDP method. Then, the
packetized ALC/LCT/UDP data is packetized again accord-
ing to the IP method and becomes ALC/LCT/UDP/IP data.
The packetized ALC/LCT/UDP/IP data may be designated as
IP datagram for convenience of description in the present
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invention. At this point, OMA BCAST SG information
undergoes the same process as the NRT content/file to con-
stitute [P datagram.

[0087] Additionally, when NRT service signaling informa-
tion (for example, SMT) necessary for receiving the NRT
content/files is transmitted through a service signaling chan-
nel, the service signaling channel is packetized according to a
User Datagram protocol (UDP) method, and the packetized
UDRP data is packetized again according to the IP method to
become UDP/IP data. The UDP/IP data may be designated as
IP datagram for convenience of description in the present
invention. At the time, the service signaling channel is encap-
sulated in the IP datagram including Well-known IP destina-
tion address and well-known destination UDP port number,
and is multi-casted according to an embodiment.

[0088] In addition, in relation to OMA BCAST DRM for
service protection, a UDP header and an IP header are
sequentially added to constitute one IP datagram.

[0089] The IP datagram of the NRT service, NRT service
signaling channel, and mobile service data are collected in an
adaption layer to generate a RS frame. The RS frame may
include 1P datagram of OMA BCAST SG.

[0090] The length (i.e., the number of rows) of a column in
the RS frame is set by 187 bytes, and the length (i.e., the
number of columns) of a row is N bytes (N may vary accord-
ing to signaling information such as a transmission parameter
(or TPC data).

[0091] The RS frame is modulated in a predetermined
transmission method in a mobile physical layer (for example,
VSB transmission method) and then is transmitted to a receiv-
ing system.

[0092] Moreover, whether the NRT serviceis transmitted is
signaled through a PSI/PSIP table. As one example, whether
the NRT service is transmitted is signaled to the VCT or
TVCT.

[0093] FIG. 5is a view illustrating a bit stream section of a
TVCT table section (VCT) according to an embodiment.
[0094] Referring to FIG. 5, the TVCT table section has a
table form of an MPEG-2 private section as one example, but
is not limited thereto.

[0095] When the VCT and PID of the audio/video are
parsed and then transmitted through the TVCT, the packet
identification (PID) information may be obtained.

[0096] Accordingly, the TVCT table section includes a
header, a body, and a trailer. A header part ranges from a
table_id field to a protocol_version field. A transport_stream_
id field is a 16 bit field and represents an MPEG-2 TS ID ina
program association table (PAT) defined by a PID value of 0
for multiplexing. In a body part, a num_channels_in_section
field is an 8 bit field and represents the number of virtual
channels in a VCT section. Lastly, a trailer part includes a
CRC__32 field.

[0097] First, the header part will be described as follows.
[0098] A table_id field (8 bits) is set with 0xC8 and identi-
fies that a corresponding table section is a table section con-
stituting TVCT.

[0099] A section_syntax_indicator field (1 bit) is set with 1
and represents that the section follows a general section syn-
tax.

[0100] A private_indicator field (1 bit) is set with 1.
[0101] A section_length field (12 bits) describes that the
number of bits remaining in the section to the last of the
section from immediately after the section_length field. The
value of the section_length field may not be greater than 1021.
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[0102] A table_id_extension field (16 bits) may be set with
0x000.
[0103] A version_number field (5 bits) may have 0 and

means the version_number of VCT.

[0104] A current_next_indicator field (1 bit) represents that
a corresponding table section is applicable currently if set
with 1.

[0105] A section_number field (8 bits) indicates the num-
ber of corresponding table section among TVCT sections. In
a first section of TVCT, section_number should be set with
0x00.

[0106] A last_section_number field (8 bits) means the table
section of the last and highest number among TVCT sections.
[0107] A protocol_version field (8 bits) is a function that
allows a table type delivering parameters having a different
structure than one defined in a current protocol. Today, only
one valid value of protocol_version is 0. The protocol_ver-
sion having other than 0 may be used for the future version of
the standard in order to recognize another table having a
different structure.

[0108] Next, the body part will be described.

[0109] A num_channels_in_section field (8 bits) desig-
nates the numbers of virtual channels in the VCT section. The
numbers are restricted by a table section length.

[0110] A short_name field (16 bits) represents the name of
the virtual channel using 16 bit code value from 1 to 7 sequen-
tially.

[0111] A major_channel_number field (10 bits) represents
a major channel number related to a virtual channel defined
by repetition in a “for” loop. Each virtual channel should
relate to a major channel number and a minor channel num-
ber. The major channel number together with the minor chan-
nel number serve as a reference number of a virtual channel of
a user.

[0112] A minor_channel_number field (10 bits) represent
minor or sub channel numbers ranging from ‘0’ to <999°. This
field together with major_channel_number serves as the sec-
ond of the number or a channel number of second part repre-
senting the right portion. The minor_channel_number is set
with 0 if service_type is an analog television. When the ser-
vice_type is an ATSC_digital_television or an ATSC_audio_
only, it uses a minor number ranging from 1 to 99. A value of
the minor_channel_number does not overlap that of the
major_channel_number in a TVCT.

[0113] A modulation_mode field (8 bits) represents a
modulation mode for carrier related to a virtual channel.
[0114] A carrier_frequency field (32 bits) has a recommen-
dation value of 0. Although the field is used to identify a
carrier frequency, it is not recommended.

[0115] A channel TSID field (16 bits) is an unsigned inte-
ger field representing an MPEG-2 TS ID related to a TS
containing an MPEG-2 program, which is reference by a
virtual channel in a range from ‘0x0000° to ‘OxFFFEF’.
[0116] A program_number field (16 bits) identifies an
unsigned integer number related to a virtual channel defined
in an MPEG-2 program association table (PAT) and a TS
program map table (PMT). A virtual channel corresponding
to analog service includes program_number of ‘OxFFFF’.
[0117] An ETM_locationfield (2 bits) describes the exist-
ence and location of an extended text message (ETM).
[0118] An access_controlled field (1 bit) indicates an
access to events related to a virtual channel is controlled once
it is set. If the flag is set with O, an event access is not
restricted.
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[0119] A hidden field (1 bit) indicates that a user by a direct
entry of a virtual channel number cannot access a virtual
channel once it is set. A hidden virtual channel is omitted
when a user surfs a channel, and is shown when the user
accesses undefined or direct channel entry. A typical applica-
tion of a hidden channel is a test signal and NVOD service.
The hidden channel and its events may be shown on an EPG
display according to a state of a hide_guide bit.

[0120] Ahidden_guide field allows a virtual channel and its
events to be displayed on an EPG display once it is set with O
for ahidden channel. The bit is not related to a channel having
no hidden bit set and thus non-hidden channels and their
events are always displayed on an EPG display regardless of
a state of a hide_guide bit. A typical application of a hidden
channel, in which a hidden_guide bit set is set with 1, is a test
signal and service easily obtainable through an application
level pointer.

[0121] A service_type field (6 bits) represents a type of
service transmitted from a virtual channel. FIGS. 6 and 7 are
views illustrating how to define a value of a service_type field
according to an embodiment. According to an embodiment, a
service_type value (i.e., ‘0x04’) shown in FIG. 6 means that
service_type is ATSC_data_only_service and NRT service is
transmitted through a virtual channel. According to another
embodiment, a service_type value (i.e., ‘0x08’) shown in
FIG. 7 means that service_type is ATSC_nrt_service and a
virtual channel provides NRT service satisfying the ATSC
standard.

[0122] A source_id field (16 bits) represents the source of a
program related to a virtual channel.

[0123] A descriptors_length field represents the total
length (byte unit) of a descriptor for the following virtual
channel.

[0124]

[0125] An additional_descriptors_length field represents a
total length (byte unit) of the following VCT descriptor.

[0126] Lastly, in relation to the trailer part,a CRC__32 field
is a 32 bit field and includes a cyclic redundancy check (CRC)
value, which ensures zero output from registers of a decoder
defined in an MPEG-2 system after processing an entire STT
section.

[0127] FIG. 8 is view of data_service_table_section) for
identifying an application of NRT service and bit stream
syntax of data_service_table_bytes in a DST section. A
broadcasting station NRT service data or NRT service signal-
ing data, satisfying ASTC standard, may be transmitted
through the DST table section of FIG. 8.

[0128] Hereinafter, semantic of fields including a data_
service_table_section structure is as follows.

[0129] A table_id field (8 bits) as a field for type identifi-
cation of a corresponding table section is a table section in
which a corresponding table section constitutes DST through
this field. For example, a receiver identifies that a correspond-
ing table section is a table section constituting DST if a value
of the field is OXCF.

[0130] A section_syntax_indicator field (1 bit) is an indi-
cator defining a section format of DST, and the section format
may be short-form syntax (0) of MPEG, for example.
[0131] A private_indicator field (1 bit) represents whether
the format of a corresponding section follows a private sec-
tion format and may be set with 1.

A descriptor( ) field includes at least zero descriptor.
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[0132] A private_section_length field (12 bits) represents a
remaining table section length after a corresponding field.
Additionally, a value of this field does not exceed ‘0xFFD’.

[0133] A table_id_extension field (16 bits) is dependent on
atable, and may be a logical part of a table_id field providing
a range of the remaining fields.

[0134] A version_number field (5 bits) represents the ver-
sion number of DST.

[0135] A current_next_indicator field (1 bit) indicates
whether a transmitted DST table section is applicable cur-
rently. If the field value is O, it means that there is no table yet
and the next table is valid.

[0136] A section_number field (8 bits) represents a section
number in sections in which a corresponding table section
constitutes a DST table. section_number of the first section in
DST is set with ‘0x00°. The section_number is increased by
one as the section of DST is increased.

[0137] A last_section_number field (8 bits) represents the
last section number constituting a DST table, i.e., the highest
section_number.

[0138] data_service_table_bytes represents a data block
constituting DST, and its detailed structure will be described
below.

[0139] A CRC_32 field is a 32 bit field and includes a
cyclic redundancy check (CRC) value, which ensures zero
output from registers of a decoder defined in an MPEG-2
system after processing an entire DST section.

[0140] Hereinafter, semantic of fields including a data_
service_table_bytes structure is as follows.

[0141] Ansdf protocol_version field (8 bits) describes the
version of a Service Description Framework protocol.
[0142] An application_count_in_section field (8 bits) rep-
resents the number of applications listed in a DST section.
[0143] A compatibility_descriptor( ) field represents that a
corresponding structure includes a DSM-CC compatible
descriptor. Its purposeis to signal compatible requirements of
an application in a receiving platform in order to use a corre-
sponding data service after determining its ability.

[0144] Anapp_id_byte_length field (16 bits) describes the
number of bytes used for identifying an application.

[0145] An app_id_description field (16 bits) describes the
format and semantic of the following application identifica-
tion bytes. For example, a value of an app_id_description
may be defined as Table 1.

TABLE 1

Value Application Identifier Format

0x0000
0x0001-0x7FFF
0x8000-0xFFFF

DASE application
ATSC reserved
User private

[0146] Anapp_id_byte field (8 bits) represents a byte of an
application identifier.

[0147] A tap_count field (8 bits) describes the number of
Tap( ) structures used for corresponding application.

[0148] A protocol_encapsulation field (8 bits) describes a
protocol encapsulation type used for transmitting a specific
data element referenced by a Tap( ) field. A value of the
protocol_encapsulation field is defined as Table 2.
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TABLE 2
Value Encapsulated Protocol
0x00 Not in a MPEG-2 Transport Stream
0x01 Asynchronous non-flow controlled scenario of the
DSM-CC Download protocol encapsulated in DSM-CC
sections
0x02 Non-streaming Synchronized Download protocol
encapsulated in DSM-CC sections
0x03 Asynchronous multiprotocol datagrams in
Addressable Sections using LLC/SNAP header
0x04 Asynchronous IP datagrams in Addressable Sections
0x05 Synchronized streaming data encapsulated in PES
0x06 Synchronous streaming data encapsulated in PES
0x07 Synchronized streaming multiprotocol datagrams
in PES using LLC/SNAP header
0x08 Synchronous streaming multiprotocol datagrams
in PES using LLC/SNAP header
0x09 Synchronized streaming IP datagrams in PES
0x0A Synchronous streaming IP datagrams in PES
0x0B Proprietary Data Piping
0x0C SCTE DVS 051 asynchronous protocol [19]
0x0D Asynchronous carousel scenario of the DSM-CC
Downmnload protocol encapsulated in DSM-CC sections
0x0E Reserved for harmonization with another standard body
0x0F-0x7F ATSC reserved
0x80-0xFF User defined
[0149] An action_type field (7 bits) represents attribute of

data referenced by a Tap( ).

[0150] Aresource_location field (1 bit) describes a position
of an association_tag field matching to an association_tag
value listed in the next Tap structure. When a corresponding
field is set with 0, association_tag exists in PMT of a current
MPEG-2 program. Like this, when the corresponding field is
set with 1, a matching association_tag exits in DSM-CC
Resource Descriptor in a Network Resources Table of a cor-
responding data service.

[0151] A Tap() field may include information on searching
a data element of an application state in a communication
channel of a lower layer. An association_tag field in a Tap( )
field may include correspondence information between data
elements of an application state. A value of an association_tag
field in one Tap structure corresponds to a value of an asso-
ciation_tag field of one association tag descriptor in a current
PMT. For example, a Tap( ) field may have a specific structure
including fields of Table 3.

TABLE 3

Syntax No. of bits Format

Tap (){
tap_id 16 uimsbf
use 16 uimsbf
association_ tag 16 uimsbf
selector( )

[0152] A tap_id field (16 bits) is used by an application to

identify data elements. A value of tap_id has a range defined
by values of app_id_byte fields related to Tap( ) in DST. A
tap_id value is selected by a data service provider. Addition-
ally, the tap_id value may be used for application to deal with
a data element.

[0153] A Use field (16 bits) is used to specify a communi-
cation channel referenced by association_tag.

[0154] An association_tag field (16 bits) uniquely identi-
fies one of a DSM-CC resource descriptor listed in a Network
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Resource Table or data elementary stream listed in PMT. A
value of a corresponding field may be identical to an associa-
tion_tag value of association_tag_descriptor.

[0155] A Selector( ) field describes a specific data element
available in a communication channel or data elementary
stream referenced by the association_tag field. Additionally,
the selector structure may indicate a protocol required for a
corresponding data element.

[0156] A tap_info_length field (16 bits) describes the num-
ber ofbytes of descriptors in the next of a corresponding field.
[0157] A descriptor( ) field may include descriptor infor-
mation according to a corresponding descriptor format.
[0158] Anapp_info_length field (8 bits) describes the num-
ber of bytes of the next descriptors of a corresponding field.
[0159] A descriptor( ) field may include descriptor infor-
mation according to a corresponding descriptor format.
[0160] An app_data_length field (16 bits) describes the
length of a byte unit of app_data_byte fields.

[0161] An app_data_byte (8 bits) field represents input
parameters related to application and other private data fields
in 1 byte.

[0162] A service_info_length field (8 bits) describes the
number of byte units of the next descriptor.

[0163] A descriptor( ) field may include descriptor infor-
mation according to a corresponding descriptor format.
[0164] A service_private_data_length field (16 bits)
describes the length of a byte unit in private fields.

[0165] A service_private_data_byte field (8 bits) repre-
sents a private field in 1 byte.

[0166] FIG.9 is a view illustrating a method of receiving
and providing NRT service in a receiving system by using
ATSC A/90 standard for transmitting data broadcasting
stream and ATSC A/92 standard for transmitting IP multicast
stream.

[0167] That is, information on stream constituting each
virtual channel is signaled to service location descriptor of
VCT or ES_loop of PMT. For example, as shown in FIG. 7 or
8, if VCT service type is 0x02 (i.e., digital A/V/Data), 0x04
(i.e., Data only), or 0x08 (i.e., NRT Only service), NRT
service stream may be transmitted to the virtual channel. At
this point, if 0x95 (i.e., DST transmission) is allocated to a
stream_type field value in a service location descriptor (or ES
loop of PMT), it means that broadcast is transmitted. If the
stream_type field value has no value or is not 0x95, only
typical A/V is transmitted. That is, if the stream_type field
value in service location descriptor has 0x95, an Elementary_
PID field value at this point is a PID value of a Data Service
Table (DST). Accordingly, DST may be received through the
Elementary_PID.

[0168] Through the DST, types of application and detailed
information on data broadcasting stream transmitted through
the channel may be obtained. The DST is used to identify
NRT application (i.e., NRT service).

[0169] That is, the App_id_descrption field of DST defines
the format and interpretation of the following application
identification bytes. According to an embodiment, ‘0x0003’
is allocated to the App_id_descrption field to identify NRT
application. The above numerical value is just one example,
and does not restrict the range of the rights of the present
invention.

[0170] Ifthe App_id_descrption field valueis ‘0x0003’, the
next following Application_id_byte value becomes a Service
1D value of the NRT application. A service ID for the NRT
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application may have a URI value uniquely identifying a
corresponding service around the world.

[0171] After the NRT application is identified, PID of an
MPEG-2 TS packet divided from the IP datagram of an NRT
service signaling channel is searched through Tap informa-
tion. Then, IP datagram transmitting a NRT service signaling
channel may be obtained from MPEG-2 TS packets having
PID obtained through the tap information, and NRT service
signaling data may be obtained from the obtained IP data-
gram. At this point, the IP access information of the NRT
service signaling channel may be well-known IP access infor-
mation, i.e., well-known IP address and well-known UDP
port number.

[0172] That is, if the Protocol_encapsulation field value in
the DST is 0x04, asynchronous IP stream is transmitted, and
if the Selector_type field value is 0x0102, a device_id value
indicating destination address may be delivered through
selector_bytes. multiprotocol_encaplsulation_descriptor is
used to accurately interpret the selector_bytes value and the
number of valid bytes in the device_id value is signaled. As a
result, through the Tap information, an IP Multicast address
(or address range) of the NRT service signaling channel,
transmitted to the corresponding PID, is obtained.

[0173] Accordingly, a receiver accesses the Multicast
address (or address range) to receive IP stream, i.e., [P packet,
and then, extracts NRT service signaling data from the
received IP packet.

[0174] Then, the receiver receives NRT service data, i.e.,
NRT content item/files to store them in a storage medium or
display them on a display device, on the basis of the extracted
NRT service signaling data.

[0175] According to another embodiment, a Stream Type
field value of DST may have new 0x96 instead of 0x95 to
signal NRT service. This is because NRT service, i.e., new
application, may malfunction when a typical receiver deter-
mines whether there is data broadcasting stream only on the
basis of whether there is stream having a stream type of 0x95.
In this case, with designating a stream newly, a typical
receiver may disregard it to guarantee backwards compatibil-
ity.

[0176] FIGS. 10 and 11 are views illustrating a method of
receiving NRT service by using DSM-CC addressable sec-
tion data according to another embodiment.

[0177] A datatransmission method using DST is astandard
for transmitting all kinds of IP datagram through digital
broadcasting stream, and may be inefficient for the NRT
service. Accordingly, FIGS. 10 and 11 illustrate a method of
receiving the NRT service by signaling the PID of a specific
stream including [P address information and section data of
the IP datagram with respect to the NRT service through the
data of the DSM-CC addressable section.

[0178] Asshownin FIG. 10, the receiver may obtain infor-
mation that NRT service stream is transmitted through the
virtual channel when a service type of VCT (or TVCT) is
0x08 (i.e., NRT Only service). That is, the receiver may
obtain information on whether there is NRT service accord-
ing to service_type information by mapping the PID of a
virtual channel into a channel number.

[0179] At this point, if 0x0D is allocated to a stream_type
field value in service location descriptor of VCT (or ES loop
of PMT), it means that DSM-CC stream is transmitted. An
Elementary_PID field value at this point may be the PID value
of'a DSM-CC addressable section. Accordingly, the receiver
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receives a DSM-CC addressable section including NRT ser-
vice data through Elementary_PID.

[0180] Thatis, the receiver may obtain the PID ofthe DSM-
CC addressable section through VCT or PMT. Here, the
receiver may obtain an NRT_IP_address_list_descriptor_A(
) field including an IP address of an NRT service signaling
channel or an IP address of the FLUTE session for transmit-
ting NRT service data, which corresponds to the PID obtained
from PMT of the corresponding stream.

[0181] Moreover, the receiver may receive DSM-CC
addressable section data from IP multicast stream or IP sub-
net on the basis of the IP address obtained from an NRT_IP_
address_list_descriptor_A() field. The receiver may obtain a
corresponding IP datagram including a specific NRT service
(for example, A, B, or C) data by searching a DSM-CC
addressable section having PID corresponding to the
obtained elementary_PID from the received DSM-CC
addressable section data.

[0182] FIG. 11 is a view illustrating a method of signaling
a DSM-CC addressable section data by using VCT according
to another embodiment.

[0183] As mentioned above, the receiver may obtain infor-
mation that NRT service stream may be transmitted when a
service_type in VCT is 0X02, 0X04 of 0X08. Also, the
receiver may obtain elementary_PID having a stream type of
0XO0D from the service_location_descriptor( ) field to receive
the DSM-CC stream. Here, the receiver may obtain an NRT_
IP_address_list_descriptor_B( ) field including an IP address
of'an NRT service signaling channel or an IP address of the
FLUTE session for transmitting NRT service data, which
corresponds to the obtained elementary_PID.

[0184] Moreover, the receiver may receive DSM-CC
addressable section data from IP multicast stream or IP sub-
net on the basis of the IP address obtained from an NRT_IP_
address_list_descriptor_B( ) field. The receiver may obtain
the IP datagram including specific NRT service (for example,
A, B, or C) that it wants to receive from the received DSM-CC
addressable section data by parsing the DSM-CC addressable
section having PID corresponding to the obtained elementa-
ry_PID.

[0185] The processes for extracting NRT service signaling
data and NRT service data are described as follows. Here,
0x08 is allocated to the service_type field value in VCT, and
indicates that at least one NRT service is transmitted to a
corresponding virtual channel.

[0186] That is, when the receiver is turned on and a channel
is selected by default or a user through a tuner, the PSI/PSIP
section handler obtains VCT and PMT from a broadcast sig-
nal received through the selected channel. Also, the PSI/PSIP
section handler parses the obtained VCT to confirm whether
there is NRT service. This is confirmed by checking the
service_type field value in a virtual loop of the VCT. For
example, when the service_type field value is not 0x08, the
corresponding virtual channel does not transmit NRT service.
At this point, since the virtual channel transmits existing
service (i.e., legacy ATSC service), the receiver operates
properly according to information in the virtual channel.

[0187] Additionally, in relation to a demultiplexing unit, if
a service_type field value is 0x08 according to a control of a
service manager, a corresponding virtual channel transmits
NRT service. In this case, PID of DST is extracted by parsing
a service_location_descriptor in a virtual channel loop of the
VCT. Moreover, DST is received by using the extracted PID.
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[0188] Moreover, the receiver confirms whether a corre-
sponding service provided through a channel selected from
the received DST is NRT service.

[0189] The NRT service is confirmed by an App_id_de-
scrption field value.

[0190] According to an embodiment, ‘0x0003” is allocated
to the App_id_descrption field to identify NRT application.
The above numerical value is just one example, and does not
restrict the range of the rights of the present invention.
[0191] If the App_id_descrption field value in the DST is
‘0x0003°, the next following Application_id_byte value
becomes a Service ID value of the NRT application (i.e., NRT
service). Therefore, the service manager or PSI/PSIP section
handler extracts Tap( ) to PID of an MEGP-2 TS packet
separated from the IP datagram of the NRT service signaling
channel after identifying the NRT application (i.e., NRT ser-
vice). Then, stream PID including association_tag of the
extracted Tap is extracted from PMT.

[0192] Also, the addressable section handler may recover
the DSM-CC addressable section by removing decapsula-
tion, i.e., an MPEG-2 header, after receiving MPEG-2 TS
packets corresponding to the extracted stream PID.

[0193] Then, the receiver recovers the IP datagram trans-
mitting an NRT service signaling channel by removing a
section header and CRC checksum from the DSM-CC
addressable section and obtains NRT service signaling data
from the recovered IP datagram. Here, access information on
the IP datagram transmitting the NRT service signaling chan-
nel is a well-known destination IP address and a well-known
destination UDP port number.

[0194] That is, if the Protocol_encapsulation field value in
the DST is 0x04, asynchronous IP stream is transmitted, and
if the Selector_type field value is 0x0102, a device_id value
indicating a destination address may be delivered through
selector_bytes. multiprotocol_encaplsulation_descriptor is
used to accurately interpret the selector_bytes value and the
number of valid bytes in the device_id value is signaled. As a
result, through the Tap information, an IP Multicast address
(or address range) of the NRT service signaling channel,
transmitted to the corresponding PID, is obtained.

[0195] Accordingly, a receiver accesses the Multicast
address (or address range) to receive IP stream, i.e., [P packet,
and then, extracts NRT service signaling data from the
received IP packet.

[0196] The receiver receives NRT service data, i.e., NRT
content item/files to store them in a storage medium or display
them on a display device, on the basis of the extracted NRT
service signaling data.

[0197] Moreover, the NRT service may be provided
Dynamic Content Delivery (DCD) service according to an
embodiment. The DCD service is service for transmitting
content to a receiver periodically or at the user request, and
the content is selected from a server according to receiver
information. The DCD service supports a point-to-point
method and a broadcast method in a communication means
for content delivery, and the above NRT service is transmitted
through an OMA BCAST method and one of the broadcast
methods of the DCD service.

[0198] NRT service data may be transmitted through the
DCD service of the OMA BCAST method. In this case, the
receiver may obtain the DCD channel information to receive
NRT service and may receive the NRT service through a
corresponding DCD channel on the basis of the DCD channel
information.
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[0199] Moreover, the DCD channel information may be
included in the NST and transmitted. For example, the
receiver receives NST, and obtains DCD channel information
through DCD bootstrap.

[0200] Additionally, the NST may include DCD channel
metadata, received through a DCD administrative channel,
for signaling of the DCD channel information. Accordingly,
the receiver may obtain information on a channel for receiv-
ing NRT service and metadata through NST.

[0201] Accordingly, when NST including DCD channel
information is transmitted, the receiver accesses the DCD
channel through NST without transmission of the NRT ser-
vice signal data, and then receives the NRT service.

[0202] Like this, if NST includes metadata of a channel for
receiving NRT service, there are several advantages.

[0203] First, without receiving the NRT service signaling
data on the basis of the service type of a virtual channel,
service access speed may be increased by receiving channel
metadata that directly receives NRT service from NST.
[0204] Additionally, update signaling for a channel change
item may be performed in real time in a broadcast environ-
ment.

[0205] Moreover, access information in OMA BCAST SG
may be obtained by referring to NST. For example, the
receiver receives DCD channel meta data on the basis of the
DCD channel information in NST, and obtains access infor-
mation to receive NRT service on the basis of the NRT service
signaling data and DCD channel metadata obtained from
NST.

[0206] Lastly, NST including a list of NRT service related
to another virtual channel may be transmitted. Accordingly,
list information of the NRT service may be transmitted
through a specific NRT service signaling channel on an IP
layer not on a PSI or PSIP layer. Accordingly, in this case,
backwards compatibility to PSI or PSIP may be reserved.
[0207] In addition, as mentioned above, the DCD channel
information including the DCD channel metadata may be
included in the access information of SG in OMA BCAST,
and the access information corresponds to the NRT service
information in NST. In more detail, the receiver may obtain
NRT service information in NST from an access fragment of
OMA BCAST SG. Accordingly, the receiver may obtain
information on receiving NRT service by receiving NST cor-
responding to the obtained NRT service information.

[0208] Moreover, the NRT service transmitted through the
DCD channel may be divided by a service category allocated.
[0209] For example, the service category of the NRT ser-
vice transmitted through the DCD channel may be identified
by 0XOF.

[0210] FIGS. 12 and 13 are views illustrating a bit stream
syntax of NST according to an embodiment.

[0211] Here, the corresponding syntax is created in an
MPEG-2 private section format to help understanding, but the
format of the corresponding data may vary. For example, the
corresponding data may be expressed in a Session Descrip-
tion Protocol (SDP) format and signaled through a Session
Announcement Protocol (SAP) according to another method.
[0212] NST describes service information and IP access
information in a virtual channel for transmitting NST, and
provides NRT broadcast stream information of a correspond-
ing service by using an identifier of the NRT broadcast
stream, i.e., NRT_service_id, in each service. Furthermore,
the NST describes description information of each fixed NRT

Mar. 17,2016

service in one virtual channel, and a descriptor area may
include other additional information.

[0213] A table_id field (8 bits) as a field for type identifi-
cation of a corresponding table section is a table section in
which a corresponding table section constitutes NST through
this field.

[0214] A section_syntax_indicator field (1 bit) is an indi-
cator defining a section format of NST, and the section format
may be short-form syntax (0) of MPEG, for example.
[0215] A private_indicator field (1 bit) represents whether
the format of a corresponding section follows a private sec-
tion format and may be set with 1.

[0216] A section_length field (12 bits) represents a remain-
ing table section length after a corresponding field. Addition-
ally, a value of this field does not exceed ‘OXFFD’.

[0217] A table_id_extension field (16 bits) is dependent on
atable, and may be a logical part of a table_id field providing
a range of the remaining fields. Here, a table_id_extension
field includes an NST_protocol_version field.

[0218] The NST_protocol_version field (8 bits) shows a
protocol version for notifying that NST transmits parameters
having a different structure than other defined in a current
protocol. Currently, this field value is 0. If the field value is
designated with other than O later, it is for a table having a
different structure.

[0219] A version_number field (5 bits) represents the ver-
sion number of NST.

[0220] A current_next_indicator field (1 bit) indicates
whether a transmitted NST table section is applicable cur-
rently. If the field value is O, it means that there is no table yet
and the next table is valid.

[0221] A section_number field (8 bits) represents a section
number in sections in which a corresponding table section
constitutes a NST table.

[0222] section_number of the first section of an NRT Ser-
vice Table (NST) is set with ‘0x00°. The section_number is
increased by one each time a section of the NST is increased.
[0223] A last_section_number field (8 bits) represents the
last section number constituting a NST table, i.e., the highest
section_number. (Highest section_number)

[0224] A carrier_frequnecy field (32 bits) notifies a trans-
mission frequency corresponding to a channel.

[0225] A channel_TSID field (16 bits) means a unique
channel identifier of broadcast stream in which a correspond-
ing NST section is currently transmitted.

[0226] A program_number field (16 bits) represents the
number of a program related to a virtual channel.

[0227] A source_id field (16 bits) represents the source of a
program related to a virtual channel.

[0228] A num_NRT_services field (8 bits) represents the
number of NRT services in an NST section.

[0229] Additionally, NST provides information on a plu-
rality of fixed NRT services by using a ‘for’ loop. Hereinafter,
the same field information may be provided to each fixed
NRT service.

[0230] An NRT_service_status field (2 bits) identifies a
state of a corresponding mobile service. Here, MSB indicates
whether a corresponding mobile service is active (1) or inac-
tive (0), and whether the corresponding mobile service is
hidden (1) or not (0). Here, if the mobile service is NRT
service, a state of the corresponding NRT service is identified.
Hidden service is mainly used for exclusive application and a
typical receiver disregards it.
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[0231] A SP_indicator field (1 bit) is a field representing
service protection if the service protection applied to at least
one of components necessary for providing meaningful pre-
sentation of a corresponding mobile service is set.

[0232] A CP_indicator field (1 bit) represents whether con-
tent protection of a corresponding NRT service is set. If the
CP_indicator field value is 1, it means that the content pro-
tection is applied to at least one of components required to
provide a meaningful presentation of a corresponding NRT
service.

[0233] An NRT_service_id field (16 bits) is an indicator
that uniquely identifies a corresponding NRT service in a
range of a corresponding NRT broadcast. The NRT_service_
id is not changed during the corresponding service. Here, if
the service is terminated, in order to evade confusion, NRT_
service_id for the service may not be used for another service
until an appropriate time elapses.

[0234] A Short_NRT_service_name field (8*8 bits) dis-
plays a short name of the NRT service. If there is no short
name of the NRT service, the field may be filled with a null
value (for example, 0x00).

[0235] An NRT_service_category field (6 bits) identifies a
type of service in the corresponding NRT service.

[0236] A num_components field (5 bits) displays the num-
ber of IP stream components in the NRT service.

[0237] If an IP_version_flag field (1 bit) is set with O, it
indicates that a source_IP_address field, an NRT_service_
destination_IP_address field, and a component_destination_
IP_address field are IPv4 addresses. If set with 1, a source_
IP_address field, an NRT_service_destination_IP_address
field, and a component_destination_IP_address field are IPv6
addresses.

[0238] A source_IP_address_flag field (1 bit) indicates
when a flag is set that there is a source IP address value for
corresponding NRT service to indicate source specific mul-
ticast.

[0239] An NRT_service_destination_IP_address_flag
field (1 bit) indicates when a flag is set with 1 that there is an
NRT_service_destination_IP_address field for providing a
default IP address for components of a corresponding NRT
service.

[0240] In relation to a source_IP_address field (128 bits),
there is a corresponding field if source_IP_address_flag is set
with 1, but there is no corresponding field if set with 0. If there
is a corresponding field, the corresponding field includes a
source IP address of all IP datagram transmitting components
of'the corresponding NRT service. A restricted use ofa 128 bit
long address of a corresponding field is for future use of IPv6,
which is not currently used though. Source IP_address
becomes a source IP address of the same server transmitting
all channels of a FLUTE session.

[0241] In relation to an NRT_service_destination_IP_ad-
dress field (128 bits), if source_IP_address_flag is set with 1,
there is a source_IP_address field, but if source_IP_address_
flag is set with O, there is no corresponding source_IP_ad-
dress field. If there is no corresponding source_IP_address
field, a component_destination_IP_address field exists for
each component in a num_components loop. A restricted use
of a 128 bit long address of a corresponding source_IP_
address field is for future use of IPv6, which is not currently
used though. NRT_service_destination_IP_Address is sig-
naled if there is a destination IP address of a session level of
the FLUTE session.
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[0242] Additionally, NST provides information on a plu-
rality of components by using a ‘for’ loop. An essential_
component_indicator field (1 bit) indicates when a value of a
corresponding value is set with 1 that a corresponding com-
ponent is a necessary component for NRT service. If not, the
corresponding component is a selected component.

[0243] A port_num_count field (6 bits) indicates numbers
of UDP ports related to a corresponding UDP/IP stream com-
ponent. Values of the destination UDP port numbers are
increased by one, starting from a component_destination_
UDP_port_num field value.

[0244] A component_destination_IP_address_flag field (1
bit) is a flag representing that there is a component_destina-
tion_IP_address field for corresponding component if set
with 1.

[0245] In relation to component_destination_IP_address
field (128 bits), if component_destination_IP_address flag is
set with 1, there is corresponding field, but if component_
destination_IP_address flag is set with 0, there is no corre-
sponding field. If there is a corresponding field, the corre-
sponding field includes a source IP address of all IP datagram
transmitting components of the corresponding NRT service.
A restricted use of a 128 bit long address of a corresponding
field is for future use of IPv6, which is not currently used
though.

[0246] A component_destination_UDP_port_num field
(16 bits) represents a destination UDP port number for cor-
responding UDP/IP stream component.

[0247] A num_component_level_descriptors field (4 bits)
provides the number of descriptors providing additional
information on corresponding IP stream component.

[0248] A component_level descriptors field identifies at
least one descriptor providing additional information on a
corresponding IP stream component.

[0249] A num_NRT_service_level_descriptors field (4
bits) represents the number of NRT service level descriptors
for corresponding service.

[0250] NRT_service_level_descriptor( ) identifies no or at
least one descriptor providing additional information on cor-
responding NRT service. Here, a specific service type for
NRT service may be provided. The specific service type
includes a portal service providing web content, push VOD,
and A/V download.

[0251] A num_virtual_channel_level_descriptors field (4
bits) describes the number of virtual channel level descriptors
for a corresponding virtual channel.

[0252] virtual_channel_level_descriptor( ) represents a
descriptor providing additional information on a virtual chan-
nel that a corresponding NST describes.

[0253] Moreover, NRT service is transmitted through
FLUTE, and access information on the NST table is con-
nected to FLUTE session information as follows.

[0254] Source_IP_address is a source IP address of the
same server transmitting all channels of the FLUTE session.
[0255] NRT_service_destination_IP_Address is signaled
if there is a destination IP address of a session level of the
FLUTE session.

[0256] A component may be mapped into a channel in the
FLUTE session, and an additional destination IP address
(which is different from an IP address signaled by session) is
signaled through component_destination_IP_address at each
channel.

[0257] Additionally, a destination port number is signaled
through component_destination_UDP_port_num and the
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number of destination ports starting from component_desti-
nation_UDP_port_num may be additionally designated
through port_num_count.

[0258] A plurality of channels may be configured for one
destination IP address by designating a port in plurality. Here,
one component designates a plurality of channels. However,
it is desired to identify a channel through a destination IP
address in general. Here, one channel is typically mapped into
one component.

[0259] Content items/files for NRT service are transmitted
through FLUTE, and corresponding FLUTE session infor-
mation is signaled using access information on the NST table.

[0260] FIG. 14 is a view illustrating a bit stream syntax of
NRT_component_descriptor (MH_component_descriptor)
according to an embodiment.

[0261] NRT_component_descriptor( ) is shown in a com-
ponent descriptor loop in each component of each NRT ser-
vice in NST. Then, all parameters in a corresponding descrip-
tor correspond to parameters used for components of NRT
service.

[0262] Hereinafter, each field information transmitted
through the NRT_component_descriptor of FIG. 14 will be
described as follows.

[0263] A component_type field (7 bits) identifies an encod-
ing format of a component. The identification value may be
one of values allocated for payload_type of a RTP/AVP
stream. Additionally, the identification value may be a
dynamic value ranging from 96 to 127. Values of the field for
components constituting media transmitted through RTP are
identical to those in payload_type in an RTP header of IP
stream transmitting a corresponding component.

[0264] An adding value of a component_type field in a
range of 43 to 71 will be defined in the future version of the
standard. When NRT service stream is transmitted based on
FLUTE, in order to additionally signal parameters (described
below) necessary for FLUTE session, 38 (which is compo-
nent_type defined for a FLUTE component in ATSC) may be
used, or 43 (i.e., an unallocated value) may be defined as
component_type for new NRT transmission, and used.

[0265] A num_STKM_streams field (8 bits) identifies
numbers of STKM streams related to a corresponding com-
ponent.

[0266] A STKM_stream_id field (8 bits) identifies STKM
stream having keys in order to decrypt the obtained corre-
sponding protected component. Here, the STKM_ stream_id
field in the component descriptor for the STKM stream is
referred.

[0267] An NRT_component_data (component_type) field
provides at least one of encoding parameters necessary for
expressing a corresponding component and other parameters.
Here, a structure of an NRT_component_data element is
determined by a value of a component_type field.

[0268] A File Delivery Table (FDT) of FLUTE sessions is
used for delivering item lists of all content items, and provides
sizes, data types, and other information of items related to
obtain the items.

[0269] Accordingly, the present invention obtains informa-
tion for accessing the FLUTE session transmitting a corre-
sponding content by using NST, in order to receive a selected
content from SG obtained by using NRT-IT. Moreover, the
present invention maps information in a file transmitted
through a corresponding FLUTE session into information on
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acontentitem of NRT-IT. In this case, identification of service
including the selected content item is resolved through NRT_
service_id of the NST.

[0270] NRT service is transmitted through FLUTE, and
access information on the NST table is connected to FLUTE
session information as follows.

[0271] Source_IP_address is a source IP address of the
same server transmitting all channels of the FLUTE session.
[0272] NRT_service_destination_IP_Address is signaled
if there is a destination IP address of a session level of the
FLUTE session.

[0273] A component may be mapped into a channel in the
FLUTE session, and an additional destination IP address
(which is different from an IP address signaled by session) is
signaled through component_destination_IP_address at each
channel. Additionally, a destination port number is signaled
through component_destination_UDP_port_num and the
number of destination ports starting from component_desti-
nation_UDP_port_num may be additionally designated
through port_num_count.

[0274] A plurality of channels may be provided to one
destination IP address by designating a plurality of ports, and
in such a case, one component designates a plurality of chan-
nels. However, it is recommended that a channel be distin-
guished through a destination IP address, and in such a case,
one channel is mapped into one component.

[0275] component_attribute_byte may be used to signal an
additional attribute of a component constituting a session.
Additional parameters necessary for signaling a FLUTE ses-
sion may be signaled through this.

[0276] In this regard, parameters for signaling the FLUTE
session are required, and include definitely necessary
required parameters and optional necessary parameters
related to a corresponding FLUTE session. Firstly, the defi-
nitely necessary parameters include parameters such as a
source IP address, the number of channels in the session, the
destination IP address and port number for each channel in the
session, the Transport Session Identifier (TSI) of the session,
and the start time and end time of the session. The optional
necessary parameters related to a corresponding FLUTE ses-
sion include parameters such as FEC Object Transmission
Information, some information that tells receiver in the first
place, that the session contains files that are of interest and
bandwidth specification.

[0277] The number of channels in the session may be
explicitly provided, or may be obtained by adding up the
number of streams constituting the session. Through the NST
and component_descriptor, parameters such as start time and
end time of the session, source IP address, destination IP
address and port number for each channel in the session,
Transport Session Identifier (TSI) of the session, and number
of channels in the session may be signaled.

[0278] FIG. 15 is a view illustrating a bit stream syntax of
NRT_component_descriptor including NRT_component_
data according to an embodiment.

[0279] One NRT service may be included in multiple
FLUTE sessions. Each session may be signaled using at least
one NRT component descriptors depending on IP addresses
and ports used for the session.

[0280] Hereinafter, each field of NRT_component_data
will be described as follows.

[0281] A TSI field (16 bits) represents TSI of a FLUTE
session.
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[0282] A session_start_time field indicates a start time of
the FLUTE session. If all values of the corresponding fields
are 0, it means that a session started already.

[0283] A session_end_time field indicates an end time of
the FLUTE session. If all values of the corresponding fields
are 0, it means that a session continues infinitely.

[0284] A tias_bandwidth_indicator field (1 bit) indicates
flags including Transport Independent Application Specific
(TIAS) bandwidth information. If it indicates that the TIAS
bandwidth field exists, a corresponding bit is set with 1, and if
it indicates that the TIAS bandwidth field does not exist, the
corresponding bit is set with 0.

[0285] In relation to an as_bandwidth_indicator field (1
bit), flags include Application Specific (AS) bandwidth infor-
mation. If it indicates that the AS bandwidth field exists, a
corresponding bit is set with 1, and if it indicates that the AS
bandwidth field does not exist, the corresponding bit is set
with O.

[0286] An FEC_OTL indicator field (1 bit) represents
whether FEC object transmission information (OTI) is pro-
vided.

[0287] Atias_bandwidth field represents a TTAS maximum
bandwidth.

[0288] An as_bandwidth field has an AS maximum band-
width value.

[0289] An FEC_encoding_id field represents FEC encod-
ing ID used in the corresponding FLUTE session.

[0290] An FEC_instance_id field represents FEC instance
1D used in the corresponding FLUTE session.

[0291] Provided is a method of providing all Information
necessary for receiving the FLUTE session by signaling the
same parameters as above through FLUTE component data
bytes, and of receiving files by obtaining information on all
the files delivered through the FLUTE session that uses FDT
received through the session.

[0292] This FLUTE component descriptor may be deliv-
ered through a Component_level_descriptor loop of NST. If
the FLUTE channel is in plurality, since TSI and session_
start_time, session_end_Time, i.e., parameters of a session
level, should be signaled once, a FLUTE component descrip-
tor may be transmitted only in one of components in several
channels through a Component_level_descriptor loop.
[0293] FIG. 16 is a view illustrating a bit stream syntax of
NRT-IT section for signaling NRT application according to
an embodiment.

[0294] Information provided from NRT-IT includes a title
of content (for example, a name of downloadable program),
download available time and information, content advisories,
caption service availability, content identification, and other
metadata. One item of content may include at least one file.
For example, an audio/video clip may be played in a JPEG
thumbnail image used for displaying a screen.

[0295] An instance of NRT-IT may include data corre-
sponding to an arbitrarily predetermined period, or may
describe a NRT content starting at a predetermined time and
ends at the indefinite future. Each NRT-IT represents a start
time and a duration period that may be indefinite. Each NRT-
IT instance may be divided into 256 sections. Each section
includes information on a plurality of content items. Infor-
mation of a specific content item cannot be divided and stored
in at least two sections.

[0296] The downloadable content item, which is more
extended than a period that at least one NRT-IT instance
takes, is the first of NRT-IT. The content item description is
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stored in NRT_information_table_section ( ) in an availabil-
ity order. Accordingly, when a value of last_section_number
is greater than O (it means that NRT-IT is transmitted to a
plurality of sections), all content item description in a specific
section not the first section may have the same as or higher
availability than the content item description of the next sec-
tion.

[0297] Each NRT-IT identifies an NRT service related to a
specific value of a valid service_id in a specific virtual chan-
nel during the period.

[0298] Atable_idfield (8 bits)is set with OxTBD to identify
a table section that a corresponding table section constitutes
NRT-IT.

[0299] A service_id field (16 bits) describes a service_id
field related to NRT service showing a content item that the
section describes.

[0300] An NRT_IT version number field (5 bits) is
defined as a set in at least one NRT_content_table_section( )
having a common value with respect to service_id, current_
next_indicator, protocol_version, and time_span_start fields.
It identifies a version number of an NRT-IT instance. The
version number is increased by 1 modulo 32 when a field of
NRT-IT instance is changed.

[0301] A current_next_indicator field (1 bit) represents that
a corresponding table section is applicable currently if set
with 1.

[0302] A protocol_version field (8 bits) is set with 0. A
function of protocol_version allows a table type having
parameters in the future, which has a different structure than
those defined in the current protocol. Currently, only one
valid value of protocol_version is 0. A value other than 0 in
protocol_version is used for the future version of standard to
recognize other tables having different structures.

[0303] A time_span_start field (32 bits) represents a start
time of an instance period represented in GPS sec from 00:00:
00 UTC, Jan. 6, 1980. A time of day of time_span_start is set
to 00 min of the time. A value 0 of time_span_start represents
a period of an NRT-IT instance starting from a negative past.
A value of time_span is identical at each section of multi-
sectioned NRT-IT instance. Values of time_span_start and
time_span_length are set not to overlap another NRT-IT
instance of an IP subnet at a specified period.

[0304] A time_span_length field (11 bits) identifies a num-
ber of min starting at the time recognized at time_span_start
that the instance covers. Once it is set, a value of time_span_
length does not change in a value of time_span_start. If a
value of time_span_length is 0, an NRT-IT instance covers an
entire time starting from time_span_start at the indefinite
future. When a value of time_span_start is 0, there is no
meaning in time_span_length.

[0305] A value of time_span_start is identical at each sec-
tion of multi-sectioned NRT-IT instance. Values of time_
span_start and time_span_length are set not to overlap
another NRT-IT instance of an IP subnet at a specified period.
[0306] A num_items_in_section field (8 bits) represents
the number of content items described in an NRT-IT section.
[0307] A content_linkage field (16 bits) represents an iden-
tification number within a range from 0x0001 to OxFFFF.
0x0000 is not used. content_linkage is a linkage function for
two: this links at least one file of FLUTE FDT related to NRT
service with metadata of NRT-IT and forms TF_id (identifier
for Text Fragement in Text FragmentTable). A value of a
content_linkage field corresponds to a value of an FDT-
Cotent-Linkage element or a value of a File-Content-Linkage
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element in FLUTE FDT of each file related to a content item.
A priority rule is applied when each content linkage value
including a corresponding content linkage element in FLUTE
FDT is matched.

[0308] A TF_availiable flag (Boolean flag) is set with 1
when Text Fragment exists in a Text Fragment Table of a
service signaling channel. If Text Fragment is not included in
a service signaling channel for the content item, a value of the
TF _availiable field is set with 0.

[0309] Ifalow_lantency flag (Boolean flag) is set with 1, as
a user waits, content is valid in a current digital transmission
of sufficiently low delay time that collection attempts. If set
with 0, a collection delay time becomes longer and a user
interface suggests a post view to a user.

[0310] A playback_length_in_seconds (20 bits) is an inte-
ger representing a playing time of a content in sec. A content
including texts and/or still images has a value of 0. In relation
to a content including audio or audio/video content, play-
back_length_in_seconds represents a playing time of audio
or audio/video content.

[0311] If a content_length_included flag (Boolean flag) is
set with 1, a content_length field exists in the repetition in a
“for’ loop. If set with O, it indicates that the content_length
field does not exist in the repetition in a ‘for’ loop.

[0312] Ifaplayback_delay_included flag (Boolean flag) is
set with 1, it indicates that a playback_delay field exists in the
repetition in a “for’ loop. If set with O, it indicates that the
playback_delay field does not exist in the repetition in a “for’
loop.

[0313] If an expiration_included flag (Boolean flag) is set
with 1, an expiration field exits in the repetition in a ‘for’ loop.
Ifsetwith O, it indicates that the expiration field does not exist
in the repetition in a ‘for’ loop.

[0314] A duration (12 bits) field represents an expected
cycle time of carousel including a referenced content item in
a range of 1 to 2880 in min. A receiver uses a duration
parameter determining a time taking for the referenced con-
tent capture.

[0315] playback_delay (20 bits) is represented with a num-
ber of the next sec of the first byte before playing a related
content while incoming stream is buffered. A value of 0
represents playing starts immediately. When playback_delay
is not set, a receiver collects a complete file or a file before
playing.

[0316] An expiration field (32 bits) represents expiration
time expressed in GPS sec from 00:00:00 UTC, Jan. 6, 1980.
After expiration, the content is deleted from the memory. If it
is not expired, the receiver uses a method that a company for
managing a memory resource selects.

[0317] A content_name_length field (8 bits) represents the
length (byte unit) of content_name_text.

[0318] A content_name_text( ) field represents a content
item title in a system having a plurality of string structures.
[0319] A content_descriptors_length field (12 bits) repre-
sents an entire length (byte unit) of content_descriptor pro-
viding additional information on a content level.

[0320] content_descriptor is a descriptor that is addition-
ally applied to each content item.

[0321] descriptor_length (10 bits) represents an entire
length (byte unit) of a descriptor.

[0322] A descriptoris generally applied to all content items
described in the current NRT-IT section.

[0323] FIG.17isaview illustrating a syntax structure of bit
stream for NRT section (NRT_content_table_section)
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according to an embodiment. Detailed description of each
field in the NCT section is as follows.

[0324] InFIG.17,atable_id field (8 bits) as the identifier of
a table includes an identifier identifying NCT.

[0325] A section_syntax_indicator field (1 bit) is an indi-
cator defining a section format of NCT.

[0326] A private_indicator field (1 bit) represents whether
NCT follows a private section.

[0327] A section_length field (12 bits) represents the sec-
tion length of NST.

[0328] An NRT_channel_id field (16 bits) represents a
value uniquely identifying NRT service including content
described in NCT.

[0329] A version_number field (5 bits) represents the ver-
sion number of NCT.

[0330] A current_next_indicator field (1 bit) represents
whether information ina corresponding NCT section is appli-
cable currently or in the future.

[0331] A section_number field (8 bits) represents the sec-
tion number of a current NCT section.

[0332] A last_section_number field (8 bits) represents the
last section number of NCT.

[0333] A protocol_version field (8 bits) indicates a protocol
version for allowing NCT, which transmits parameters having
different structures then those defined in a current protocol.
(An 8-bit unsigned integer field whose function is to allow, in
the future, this NRT Content Table to carry parameters that
may be structured differently than those defined in the current
protocol. At present, the value for the protocol_version shall
be zero. Non-zero values of protocol_version may be used by
a future version of this standard to indicate structurally dif-
ferent tables.)

[0334] A num_contents_in_section field (8 bits) indicates
the number of contents in the NCT. At this point, the number
of contents represents the number of contents transmitted
through a virtual channel that source_id specifies.

[0335] Later,a “for’ loop (ora content loop) is performed as
many as the number of contents corresponding to the num_
contents_in_section field value, to provide the detailed infor-
mation of a corresponding content by each content.

[0336] A content_version field (32 bits) indicates the ver-
sion number for content (or a file) having a specific content_id
value. That is, let’s assume that if content_id of a content that
a receiver receives previously is 0x0010, the same content,
i.e., its content_id value is 0x0010 is transmitted. At this
point, if the content_version field value is different, the pre-
viously stored content is updated or replaced by receiving the
newly announced content through the NCT. In this embodi-
ment, the content_version field value means a series number
representing a release version but may actually represent
published (released) time directly. At this point, if the con-
tent_version field is difficult to represent publish time, a new
field may be used to represent the published (released) time.
[0337] A content_id field (16 bits) indicates an identifier
uniquely identifying the content (or file).

[0338] A content_available_start_time field (32 bits) and a
content_available_end_time field (32 bits) represent a start
time and end time of a FLUTE session transmitting the con-
tent.

[0339] An ETM_location field (2 bits) describes the exist-
ence and location of an extended text message (ETM).
[0340] A content_length_in_seconds field (30 bits) repre-
sents an actual play time of a corresponding content in sec
unit when the content (or file) is an A/V file.
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[0341] A content_size field (48 bits) represents the size of
the content (or file) in byte unit.

[0342] A content_delivery_bit_rate field (32 bits) repre-
sents a bit rate at which the content (or file) is transmitted, and
means a target bit rate. That is, when a service provider or
broadcasting station transmits a corresponding content, the
content_delivery_bit_rate field displays how wide a band-
width is to be allocated. Accordingly, if a receiver uses con-
tent_size and content_delivery_bit_rate, the minimum time
for receiving a corresponding content (or file) is obtained.
That is, the time for receiving content is estimated and pro-
vided to a user. Also, the minimum receiving time is obtained
by calculating (conent_size*8)/(content_delivery_bit_rate)
and its unit is in sec.

[0343] A content_title_length field (8 bits) represents the
length of content_title_text( ) in byte unit. If this field is used,
the receiver knows how many bytes need to be read to obtain
content_title_text () information.

[0344] A content_title_text( ) field represents a content title
in the format of a multiple string structure.

[0345] That is, the receiver uses the NCT to obtain configu-
ration information on NRT content/file, and provides a guide
for the NRT/file on the basis of the obtained configuration
information on NRT content/file. Moreover, the receiver
obtains access information of FLUTE session, which trans-
mits the content/file selected by the guide, from NST, and
receives the selected content by using the obtained FLUTE
session access information.

[0346] Moreover, the present invention may include con-
tainer information, encoding information, and decoding
parameters of media objects, necessary for rendering of the
content/files constituting NRT service, in the NCT, and then
transmit it. Accordingly, a receiving system extracts the con-
tainer information, the encoding information, and the decod-
ing parameters of media objects by each content, necessary
for rendering of the corresponding content/files, and uses
them in rendering.

[0347] FIG. 18 is a view illustrating a bit stream syntax
structure of an SMT session providing signaling information
on NRT service data according to an embodiment.

[0348] Here, the corresponding syntax is created in an
MPEG-2 private section format to help understanding, but the
format of the corresponding data may vary.

[0349] The SMT describes signaling information (or sig-
naling information of NRT service) and IP access information
ofamobile service in Ensemble in which SMT is transmitted.
The SMT uses Transport_Stream_ID, i.e., an identifier of
broadcast stream including each service, and provides broad-
casting stream information of a corresponding service. Fur-
thermore, SMT includes description information of each
mobile service (or NRT service) in one Ensemble, and
includes other additional information in a descriptor area.
[0350] As mentioned above, the SMT session may be
included as the IP stream format in the RS frame, and then,
transmitted. In this case, RS frame decoders of a receiver
describe later decode inputted RS frames, and outputs the
decoded RS frames as a corresponding RS frame handler.
[0351] Moreover, each RS frame handler divides the input-
ted RS frame by a row unit to constitute M/H TP, and outputs
it as an M/H TP handler.

[0352] In addition, examples of fields transmitted through
SMT are as follows.

[0353] A table_id field (8 bits) is a field indicating a table
type, and through this, it is confirmed that this table section is
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a table section in SMT. (table_id: An 8-bit unsigned integer
number that indicates the type of table section being defined
in Service Map Table (SMT)).

[0354] A section_syntax_indicator field (1 bit) is an indi-
cator defining a session format of SMT, and its session format
may be a short-form syntax (‘0”) of MPEG (section_syntax_
indicator: This 1-bit field shall be set to ‘0’ to always indicate
that this table is derived from the “short” form of the MPEG-2
private section table).

[0355] A private_indicator field (1 bit) indicates whether
SMT follows a private section (private_indicator: This 1-bit
field shall be set to ‘1°).

[0356] A section_length field (12 bits) represents the
remaining session length of SMT after a corresponding field
(section_length: A 12-bit field. It specifies the number of
remaining bytes this table section immediately following this
field. The value in this field shall not exceed 4093 (0xFFD)).
[0357] A table_id_extension field (16 bits) is dependent on
atable, and may be a logical part of a table_id field providing
a range of the remaining fields (table_id_extension: This is a
16-bitfield and is table-dependent. It shall be considered to be
logically part of the table_id field providing the scope for the
remaining fields).

[0358] Here, a table_id_extension field includes an SMT_
protocol_version field.

[0359] The SMT_protocol_version field (8 bits) shows a
protocol version that allows SMT transmitting parameters
having a different structure than those defined in a current
protocol (SMT_protocol_version: An 8-bit unsigned integer
field whose function is to allow, in the future, this SMT to
carry parameters that may be structured differently than those
defined in the current protocol. At present, the value for the
SMT_protocol_version shall be zero. Non-zero values of
SMT_protocol_version may be used by a future version of
this standard to indicate structurally different tables).

[0360] An ensemble_id field (8 bits) includes values of
‘0x00” to ‘0x3F’, as an ID value related to corresponding
Ensemble (ensemble_id: This 8-bit unsigned integer field in
the range 0x00 to Ox3F shall be the Ensemble 1D associated
with this Ensemble. The value of this field shall be derived
from the parade_id carried from the baseband processor of
physical layer subsystem, by using the parade_id of the asso-
ciated Parade for the least significant 7 bits, and using ‘0’ for
the most significant bit when the Ensemble is carried over the
Primary RS frame, and using ‘1’ for the most significant bit
when the Ensemble is carried over the Secondary RS frame).

[0361] A version_number field (5 bits) represents the ver-
sion number of SMT. A current_next_indicator field (1 bit)
indicates whether a transmitted SMT table session is appli-
cable currently (current_next_indicator: A one-bit indicator,
which when set to ‘1’ shall indicate that the Service Map
Table sent is currently applicable. When the bit is set to ‘0, it
shall indicate that the table sent is not yet applicable and will
be the next table to become valid. This standard imposes no
requirement that “next” tables (those with current_next_in-
dicator set to ‘0’) must be sent. An update to the currently
applicable table shall be signaled by incrementing the ver-
sion_number field).

[0362] A section_number field (8 bits) represents a current
SMT session number (section_number: This 8-bit field shall
give the section number of this NRT Service Signaling table
section. The section_number of the first section in an NRT
Service Signaling table shall be 0x00. The section_number
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shall be incremented by 1 with each additional section in the
NRT Service Signaling table).

[0363] A last_section_number field (8 bits) represents the
last session number constituting an SMT table.

[0364] (last_section_number: This 8-bit field shall give the
number of the last section (i.e., the section with the highest
section_number) of the Service Signaling table of which this
section is a part).

[0365] A num_services field (8 bits) indicates the number
of'services in an SMT session. (num_services: This 8 bit field
specifies the number of services in this SMT section.). At least
one mobile service, at least one NRT service, or mobile and
NRT services may be received through Ensemble having the
SMT. If only NRT services are transmitted through the
Ensemble having SMT, it may indicate the number of NRT
services in the SMT.

[0366] Later,a ‘for’ loop (or a service loop) is performed as
many times as the number of services corresponding to the
num_service field value, to provide signaling information on
a plurality of services. That is, signaling information of a
corresponding service is displayed by each service in the
SMT session. Here, the service may be mobile or NRT ser-
vice. At this point, the following field information may be
provided to each service.

[0367] A service_id field (16 bits) represents a value
uniquely identifying a corresponding service (A 16-bit
unsigned integer number that shall uniquely identify this
service within the scope ofthis SMT section.). The service_id
of'a service shall not change throughout the life of the service.
To avoid confusion, it is recommended that if a service is
terminated, then the service_id for the service should not be
used for another service until after a suitable interval of time
has elapsed. Here, if the service is NRT service, the service_id
may identify the NRT service.

[0368] A Multi_ensemble_service field (2 bits) identifies
whether a corresponding service is transmitted through at
least one Ensemble.

[0369] Additionally, the corresponding field identifies
whether service is rendered as a portion of the service trans-
mitted through a corresponding Ensemble. That is, if the
service is NRT service, the filed identifies whether NRT ser-
vice is transmitted through at least one Ensemble (multi_
ensemble_service: A two-bit enumerated field that shall iden-
tify whether the Service is carried across more than one
Ensemble. Also, this field shall identify whether or not the
Service can be rendered only with the portion of Service
carried through this Ensemble.).

[0370] A service_status field (2 bits) identifies a state of a
corresponding service. Here, MSB indicates whether a cor-
responding service is active (1) or inactive (0), and LSB
indicates whether a corresponding service is hidden (1) or not
(0). Here, when the service is NRT service, MSB of the
service_status field indicates whether a corresponding NRT
service is active (1) or inactive (0), and LSB indicates whether
a corresponding NRT service is hidden (1) or not (0).

[0371] A SP_indicator field (1 bit) represents whether ser-
vice protection of a corresponding service is set. If a SP_in-
dicator field value is 1, service protection is applied to com-
ponents required for providing meaningful presentation of a
corresponding service.

[0372] A short_service_name_length field (3 bits) repre-
sents the length of a short service name in a short_service_
name field in byte unit.
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[0373] A short_service_name field represents a short name
of a corresponding service (short_service_name: The short
name ofthe Service, each character of which shall be encoded
per UTF-8 [29]. When there is an odd number of bytes in the
short name, the second byte of the last of the byte pair per the
pair count indicated by the short_service_name_length field
shall contain 0x00). For example, if the service is mobile
service, a short name of the mobile service is displayed, and
if it is NRT service, a short name of the NRT service is
displayed.

[0374] A service_category field (6 bits) identifies a type
category of a corresponding service. If a value of a corre-
sponding field is set with a value indicating “informative
only”, it is dealt as an informative description for the category
of'the service. And, a receiver is required to test a component_
level_descriptors( ) field of SMT in order to identify an actual
category of the received service. The service_category field
has an NTP time based component for services having video
and/or audio component.

[0375] Especially, in regards to the present invention, if a
service_category field value has ‘0xOE’, a corresponding ser-
vice indicates NRT service. In this case, it is indicated that
signaling information of service currently described in an
SMT session is signaling information of NRT service.
[0376] A num_services field (5 bits) indicates the number
of IP stream components in this service.

[0377] IP_version_flag field (1 bit), when set to ‘0, shall
indicate that source_IP_address, service_destination_IP_ad-
dress, and component_destination_IP_address fields are [Pv4
addresses.

[0378] Thevalueof 1’ for this field is reserved for possible
future indication that source_ IP_address, service_destina-
tion_IP_address, and component_destination_IP_address
fields are for IPv6. Use of IPv6 addressing is not currently
defined.

[0379] A source_IP_address_flag field (1 bit) shall indi-
cate, when set, that a source_IP_address value for this Service
is present to indicate a source specific multicast.

[0380] When a service_destination_IP_address_flag field
(1 bit) is set, it indicates that a corresponding IP stream
component is transmitted through IP datagram having a dif-
ferent target IP address than service_destination_IP_address.
Accordingly, if the flat is set, a receiving system uses com-
ponent_destination_IP_address as destination_IP_address,
and disregards a service_destination_IP_address field in a
num_channels loop (service_destination_IP_address flag: A
1-bit Boolean flag that indicates, when set to “1°, that a ser-
vice_destination_IP_address value is present, to serve as the
default IP address for the components of this Service).

[0381] Inrelation to the source_IP_address field (32 or 128
bits), if source_IP_address_flag is set with 1, interpretation is
required, but if not set with 0, no interpretation is required.

[0382] When the source_IP_address_flag field is set with
‘1’ and the IP_version_flag field is set with ‘0, this field
indicates a 32 but IPv4 address representing a source of a
corresponding circuit channel. If the IP_version_flag field is
set with ‘1°, this field indicates a 32 bit IPv6 address repre-
senting a source of a corresponding virtual channel (source_
IP_address: This field shall be present if the source_IP_ad-
dress_flag is set to “1” and shall not be present if the source_
IP_address_flag is set to “0’. If present, this field shall contain
the source_IP_address of all the IP datagram carrying the
components of this Service. The conditional use of the 128
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bit-long address version of this field is to facilitate possible
use of IPv6 in the future, although use of IPv6 is not currently
defined).

[0383] If the service is NRT service, the Source_IP_ad-
dress field becomes a source IP address of the same server
transmitting all channels of the FLUTE session.

[0384] In relation to the service_destination_IP_address
field (32 or 128 bits), if service_destination_IP_address_flag
is set with 1, interpretation is required, but if set with 0, no
interpretation is required. When the service_destination_IP_
address_{flag field is set with ‘1” and the IP_version_{flag field
is set with ‘0’, this field indicates a 32 bit destination 1Pv4
address for a corresponding virtual channel.

[0385] When the service_destination_IP_address_flag
fieldis set with ‘1’ and the IP_version_flag field is set with *1°,
this field indicates a 64 bit destination [Pv6 address for a
corresponding virtual channel. If the corresponding service_
destination_IP_address cannot be interpreted, a component_
destination_IP_address field in a num_components loop
needs to be interpreted, and a receiving system uses compo-
nent_destination_IP_address to access an IP stream compo-
nent (service_destination_IP_address: This field shall be
present if the service_destination_IP_address_flag is set to
‘1’ and shall not be present if the service_destination_IP_
address_{flag is set to “0’. If this service_destination_IP_ad-
dress is not present, then the component_destination_IP_ad-
dress field shall be present for each component in the num_
components loop. The conditional use of the 128 bit-long
address version of this field is to facilitate possible use of IPv6
in the future, although use of IPv6 is not currently defined). If
the service is NRT service, the service_destination_IP_Ad-
dress field is signaled with a destination IP address of a
session level of the FLUTE session.

[0386] Additionally, SMT provides information on a plu-
rality of components by using a ‘for’ loop.

[0387] Later, a ‘for’ loop (or a component loop) is per-
formed as many times as the number of components corre-
sponding to the num_components field value, to provide
access information on a plurality of components. That is,
access information on each component in a corresponding
service is provided. At this point, the following field informa-
tion on each component may be provided. Here, one compo-
nent corresponds to one FLUTE session according to an
embodiment.

[0388] An essential_component_indicator field (1 bit),
when set to ‘1°, shall indicate that this component is an
essential component for the service. Otherwise, this field
indicates that this component is an optional component).
[0389] A component_destination_IP_address_flag field (1
bit) shall indicate, when set to ‘1°, that the component_des-
tination_IP_address is present for this component.

[0390] A port_num_count field (6 bits) shall indicate the
number of destination UDP ports associated with this UDP/IP
stream component. The values of the destination UDP port
numbers shall start from the component_destination_UDP_
port_num field and shall be incremented by one, except in the
case of RTP streams, when the destination UDP port numbers
shall start from the component_estination_UPD_port_num
field and shall be incremented by two, to allow for the RTCP
streams associated with the RTP streams.

[0391] A component_destination_UDP_port_num (16
bits) represents the destination UDP port number for this
UDP/IP stream component. For RTP streams, the value of
component_estination_UDP_port_num shall be even, and
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the next higher value shall represent the destination UDP port
number of the associated RTCP stream).

[0392] A component_destination_IP_address field (32 or
128 bits) shall be present if the component_destination_IP_
address_{flag is set to ‘1’ and shall not be present if the com-
ponent_destination_IP_address_flag is set to ‘0’. When this
field is present, the destination address of the IP datagram
carrying this component of the M/H Service shall match the
address in this field. When this field is not present, the desti-
nation address of the IP datagram carrying this component
shall match the address in the M/H_service_destination_IP_
address field. The conditional use of the 128 bit-long address
version of this field is to facilitate possible use of IPv6 in the
future, although use of IPv6 is not currently defined.

[0393] A num_component_level_descriptors field (4 bits)
indicates the number of descriptors providing additional
information on a component level.

[0394] component_level_descriptor( ) fields are included
in the component loop as many as a number corresponding to
the num_component_level_descriptors field value, so that
additional information on the component is provided.
[0395] A num_service_level_descriptors field (4 bits) indi-
cates the number of descriptors providing additional infor-
mation on a corresponding service level.

[0396] service_level_descriptor( ) fields are included in the
service loop as many as a number corresponding to the num_
service_level_descriptors field value, so that additional infor-
mation on the service is provided. If the service is mobile
service, additional information on the mobile service is pro-
vided, and if it is NRT service, additional information on the
NRT service is provided.

[0397] A num_ensemble_level_descriptors field (4 bits)
indicates the number of descriptors providing additional
information on an ensemble level.

[0398] ensemble_level_descriptor( ) fields are included in
the ensemble loop as many as a number corresponding to the
num_ensemble_level_descriptors field value, so that addi-
tional information on the ensemble is provided.

[0399] Moreover, component_descriptor( ) as component_
level_descriptors( ) may be provided to SMT of FIG. 18.
[0400] The component_descriptor( ) is used as one of
omponent_level_descriptors( ) of SMT, and describes addi-
tional signaling information of a corresponding component.
[0401] Accordingly, in relation to mobile NRT service, sig-
naling information necessary for receiving a corresponding
FLUTE session may be provided using the component
descriptor of FIG. 14.

[0402] For example, if a component_type field value of the
component descriptor of FIG. 14 is 38, a component_data
(component_type) field provides data for FLUTE file deliv-
ery as shown in FIG. 15. Since each field description of FIGS.
14 and 15 is made above, overlapping descriptions will be
omitted.

[0403] FIG. 19 is a view illustrating an FDT schema for
mapping a file and content_id according to an embodiment.
FIG. 20 is a view illustrating an FDT schema for mapping a
file and content_id according to another embodiment. They
represent an FDT instant level entry file designating method.
NRT content includes a plurality of files. However, since each
file has no mark, it is difficult to search a file related to NRT
content. Accordingly, as shown in FIGS. 19 and 20, content_
id is inserted into FDT in each file.

[0404] Hereinafter, an FDT instance level means, if a com-
mon attribute of all files declared in FDT needs to be defined,
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a level including a definition portion for the common
attribute. An FDT file level may mean a level including defi-
nition for an individual attribute of each file.

[0405] A receiver identifies whether a service transmitted
through a corresponding channel is an SMT based NRT ser-
vice. Additionally, the receiver identifies a content item and
file of the corresponding NRT service.

[0406] As mentioned above, although the receiver may
identify a file and content item in the NRT service, it does not
have information on files of the content item and thus cannot
match them. Accordingly, the receiver may not process the
NRT service.

[0407] Accordingly, the present invention provides a
method of identifying whether a content item is related. That
is, a corresponding method shows what kinds of files are
included in a content item. In this case, the receiver may
properly process the received NRT service. Accordingly, the
corresponding method may be designated on the basis of FDT
information in FLUTE session transmitting NRT service. For
example, each file constituting a content item is identified on
the basis of a content-location and TOI field designated in the
FLUTE session. content_id in FDT is matched to a content
identifier (content_id) of NCT or a content identifier of con-
tent fragment in OMB BCAST SG.

[0408] Referring to FIGS. 19 and 20, a portion indicated
with 1 declares a content identifier in an FDT-Instance level,
and this declared content identifier is assigned to all files
declared in a corresponding FDT-Instance. Of course, this
information may be overridden by assigning a new content
identifier in a file level. Or, if a specific file belongs to another
content item not a content item defined in the FDT-Instance
level, this may be notified through assigning a file level con-
tent_id described below. This embodiment expresses conten-
t_id in 16 bits.

[0409] In relation to a portion indicated with 2, when a file
in the FDT Instance is included different content items with
content_id declaration in a file level, this method signals
which file, all files of a content item and content, belongs to
which entry.

[0410] A portion 3 is a method of notifying whether a
corresponding file for each file is an entry file. That is, a file
corresponding to a root file, which is played first among
several files constituting a content item or is necessarily
executed first to access a content item is called an entry file,
and represents a method of notifying this information. An
entry attribute may be omitted, and its default value is false.
When it is omitted, it means that a corresponding file is not an
entry file. “Entry” is a head of a file that needs to be processed
to execute the file. For example, “index.html” may be an
“entry”. Accordingly, an entry file may be set with “true” and
other files are set with “false”. Through the entry file, trans-
mitting the same file repeatedly may be effectively controlled.
Once a file is downloaded, the entry file indicates a file of
content for another reference, so that there is no need to
download it in another or an additional instance.

[0411] A specific file functions as an entry in a specific
group as a group related to a file level signals whether entry is
possible, but its corresponding role may fail in another group.
When a content identifier is assigned in an FDT-instance
level, a method of notifying an entry file may be considered as
the following two methods.

[0412] 1) A method of additionally assigning a file level
content identifier to a file corresponding to an entry file and
setting its entry attribute with true: in this case, a content
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identifier is duplicated in an FDT-Instance level and a file
level, but has the most flexible structure. That is, although one
of the File-level and FDT-instance level may designate con-
tent_id, if another content_id is designated together in the
File-level and FDT-instance, the content_id of the File level
has priority to that of the FDT-instance level.

[0413] 2) like another embodiment of the FDT schema of
FIG. 20, files functioning as an entry file may be directly
referenced in content identifier definition in the FDT-instance
level. For this, according to the embodiment of FIG. 20,
FDT-Content-ID-Type is additionally defined for an FDT-
instance level content identifier, and as shown in the portion 2,
extends to include a content location of an entry file. In the
case of the portion 2, an entry level is defined with its content_
id. For example, each content_id shows which entry file
exists.

[0414] In this method, content-location is duplicated so
signaling may be problematic, but entry file configuration
information may be immediately obtained by each content
item.

[0415] FIG. 21 is a flowchart illustrating an operation of a
receiver according to an embodiment.

[0416] Referring to FIG. 21, according to an embodiment,
a receiver receives NRT service signaling data through an
NRT service signaling channel, displays NRT guide informa-
tion on the basis of the received NRT service signaling data,
and receives NRT service data for the selected NRT content,
in order to provide NRT service.

[0417] First, once the receiver is turned on, a user selects a
channel in operation S1000. Then, a physical transmission
channel is turned according to the selected channel.

[0418] Then, VCT and PMT are obtained from a broadcast
signal received through the tuned physical transmission chan-
nel in operation S1010. Then, it is confirmed in operation
S1020 whether there is NRT service by parsing the obtained
TVCT (VCT). This is confirmed by checking the service_
type field value in a virtual loop of the VCT. For example, if
a service_type field has 0x08, there is NRT service. More-
over, if not 0x08, since a corresponding virtual channel does
not transmit the NRT service, a proper operation such as
general A/V service may be performed according to informa-
tion in the virtual channel in operation S1111.

[0419] Moreover, if it is determined that there is NRT ser-
vice, since a corresponding virtual channel transmits NRT
service, PID(PID=PID_NST) matching to a specific PID
(PID_NST) of stream including a well known IP address for
NRT service signaling channel address is obtained in opera-
tion S1030.

[0420] Moreover, the receiver receives a Transport Packet
(TP) having the same PID as the obtained PID value (PID_
NST) in operation S1040.

[0421] Then, the receiver extracts NRT service signaling
data including a NRT service table (NST) from the received
TP, or extracts an IP address for the NRT service signaling
channel access from the received TP, in order to receive NRT
service signaling data transmitted in another format through
an [P layer in operation S1050.

[0422] Then, the receiver obtains channel information on
NRT service data transmission by each NRT service from
NST in operation S1060.

[0423] Then, the receiver obtains an NRT content table
(NCT) including an NRT_channel_id field value identical to
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a value of Channel_id, an identifier of the obtained channel
information, from the NRT service signaling data in operation
S1070.

[0424] Then, the receiver obtains content information on
NRT content constituting each NRT service from each field of
the obtained NCT in operation S1080. For example, the con-
tent information may include at least one of content_delev-
ery_bit_rate, content_available_start_time, content_avail-
able_end_time and content_title_text( ) fields according to an
embodiment of the NCT.

[0425] Then, the receiver displays NRT guide information
by using content information in operation S1090. A user may
select NRT content to use or be received, from the displayed
NRT guide information.

[0426] Then, the receiver obtains NRT service access infor-
mation having the selected NRT content from NST in opera-
tion S1100. The NRT service access information may include
channel information or IP address information for receiving
NRT service data, for example.

[0427] Moreover, the receiver receives a corresponding
NRT content in operation S1110 by using the obtained NRT
service access information after accessing a channel or server
for transmitting NRT service, and performs a proper opera-
tion according to the NRT content.

[0428] FIGS. 22 and 23 are views illustrating a receiving
system receiving, storing, and playing an NRT content for
NRT service according to another embodiment.

[0429] The receiver of FIG. 23 may include an operation
controlling unit 100, a baseband processing unit 110, a ser-
vice demultiplexer 120, a stream component handler 130, a
media handler 140, a file handler 150, a service manager 160,
a PVR manager 170, a first storage unit 180, an SG handler
190, an EPG manager 191, an NRT service manager 192, an
application manager 194, a middleware engine 193, a presen-
tation manager 195, and a User Interface (UI) manager 196.
[0430] The baseband processing unit 110 may include a
tuner 111 and a demodulator. The service demultiplexer 120
may include an MPEG-2 TP handler 121, a PSI/PSIP handler
122, an MPEG-2 TP demultiplexer 123, a descrambler 124,
and a second storage unit 125.

[0431] The stream component handler 130 may include a
Packetized Elementary Stream (PES) demodulator 131, an
Elementary Stream (ES) demodulator 132, a PCR handler
133, a STC handler 134, a DSM-CC addressable section
handler 135, an IP datagram handler 136, a descrambler 137,
a UDP handler 138, a service signaling section handler 138-1,
and a Conditional Access System (CAS) 139.

[0432] The media handler 140 may include an A/V
demodulator 141. The file handler 150 may include an ALC/
LCT stream handler 151, a file reconstruction buffer 152, an
XML parser 153, an FDT handler 154, a decompressor 155, a
third storage unit 156, and a file decoder 157.

[0433] InFIG. 23, the tuner 111 tunes a broadcast signal of
a desired channel among broadcast signals received through a
terrestrial wave according to a control of the service manager
160, and then down-converts the tuned broadcast signal into
an Intermediate Frequency (IF) signal to output it to the
demodulator 112. The tuner 111 may receive real-time stream
and non-real-time stream. The non-real-time stream is called
an NRT stream in the present invention.

[0434] The demodulator 112 performs automatic gain con-
trol, carrier recovery, and timing recovery on a digital IF
signal of a pass band inputted from the tuner 111, converts the
digital IF signal into a baseband signal, and performs channel
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equalization. For example, when the broadcast signal is a
VSB modulation signal, a VSB demodulation process is per-
formed for automatic gain control, carrier recovery, and tim-
ing recovery.

[0435] The demodulated and channel-equalized data in the
demodulator 112 is outputted to the MPEG-2 TP handler 121
in an MPEG-2 Transport Stream (TS) packet format.

[0436] The MPEG-2 TP handler 121 includes an MPEG-2
TP buffer and an MPEG-2 TP parser, and analyzes a TS
header after temporarily storing an output of the demodulator
112. Then, if an output of the demodulator 112 is an A/V TS
packet for real time or an NRT TS packet, it is outputted to the
demultiplexer 123, and if it is a TS packet for PSI/PSIP table,
it is outputted to the PSI/PSIP handler 122.

[0437] The PSI/PSIP handler 122 includes a PSI/PSIP sec-
tion buffer and a PSI/PSIP parser, and after temporarily stor-
ing a TS packet outputted from the MPEG-2 TP handler 121,
restores and parses a corresponding table from PSI/PSIP sec-
tion data in a payload of the TS packet, with reference to a
table identifier. At this point, it is determined whether one
table includes one section or a plurality of sections through a
table_id field, a section_number field, and a last_section_
number field in a corresponding section. Also, sections hav-
ing the same table identifier are collected to complete a cor-
responding table. For example, sections having a table
identifier allocated to VCT are collected to complete VCT.
Moreover, the parsed information of each table is collected by
the service manager 160 to be stored in the first storage unit
180. Table information such as VCT, PAT, PMT, and DST are
stored in the first storage unit through the above processes.
The service manager 160 stores the table information in the
first storage unit 180 in a service map and guide data format.

[0438] The demultiplexer 123, if the inputted TS packet is
an A/V TS packet in real time, divides the TS packet into an
audio TS packet and a video TS packet, and then outputs them
into the PES decoder 131. If the inputted TS packet is an NRT
TS packet, it is outputted to the DSM-CC handler 135. Addi-
tionally, the demultiplexer 123, if the TS packet includes a
Program Clock Reference (PCR), outputs it to the PCR han-
dler 133, and if it includes Conditional Access (CA) informa-
tion, outputs it to the CAS 139. An NRT TS packet includes a
TS packet having NRT service data and a TS packet having
NRT service signaling channel. A unique PID for identifying
the NRT serviceis allocated to a TS packet of the NRT service
data, and PID of a TS packet including the NRT service
signaling channel is extracted using DST and PMT.

[0439] The demultiplexer 123, if a payload of the inputted
TS packet is scrambled, outputs it to the descrambler 124, and
then, the descrambler 124 receives information (control
words used for scramble) necessary for descramble from the
CAS 139, and performs descramble on the TS packet.

[0440] The demultiplexer 123 stores an A/V packet in real
time, inputted at the one request of temporary recording,
scheduled recording, and time shift, in the second storage unit
125. The second storage unit 125 is a mass storage medium
and may include HDD, for example. The second storage unit
125 performs downloading (i.e., storing) and updating (i.e.,
playing) according to a control of the PVR manager 170.

[0441] The demultiplexer 123 separates an audio TS packet
and a video TS packet from the A/V TS packet updated from
the second storage unit and then outputs them to the PES
decoder 131 at the playing request.



US 2016/0080779 Al

[0442] The demultiplexer 123 is controlled by the service
manager 160 and/or the PVR manager 170 to perform the
above processes.

[0443] That is, if a service_type field value in VCT indi-
cates that NRT service is transmitted, the service manger 160
extracts identification information of each NRT service from
NRT service descriptor( ) received from a virtual channel
loop of the VCT and stores it, and then extracts DST PID from
a service_location_descriptor (or an ES loop of PMT) of the
VCT to receive DST.

[0444] Then, NRT service is identified from the received
DST, and PID of an MPEG-2 TS packet including the NRT
service signaling channel is extracted to receive the identified
NRT service by using DST and PMT. The extracted PID is
outputted to the demultiplexer 123. The demultiplexer 123
outputs MPEG-2 TS packets corresponding to PID, outputted
from the service manager 160, to the addressable section
handler 135.

[0445] The PCR is a time reference value used for time
synchronization of audio ES and video ES in the A/V decoder
141. The PCR handler 133 restores PCR in the payload of the
inputted TS packet and outputs it to the STC handler 134. The
STC handler 134 restores System Time Clock (STC), i.e., a
reference clock of a system, from the PCR, and outputs it to
the A/V decoder 141.

[0446] The PES decoder 131 includes a PES buffer and a
PES handler, and after temporarily storing an audio TS packet
and a video TS packet, removes a TS header from the TS
packet to restore audio PES and video PES. The restored
audio PES and video PES are outputted to the ES decoder
132. The ES decoder 132 includes an ES buffer and an ES
handler, and removes each PES header from audio PES and
video PES to restore audio ES and video ES, i.e., pure data.
The restored audio ES and video ES are outputted to the A/V
decoder 141.

[0447] The A/V decoder 141 decodes the audio ES and
video ES through each decoding algorithm to restore a pre-
vious state of compression, and then outputs it to the presen-
tation manager 195. At this point, time synchronization is
performed when audio ES and video ES are decoded accord-
ing to the STC. As one example, an audio decoding algorithm
includes at least one an AC-3 decoding algorithm, an MPEG
2 audio decoding algorithm, an MPEG 4 audio decoding
algorithm, an AAC decoding algorithm, an AAC+ decoding
algorithm, an HE AAC decoding algorithm, an AAC SBR
decoding algorithm, an MPEG surround decoding algorithm,
and a BSAC decoding algorithm. A video decoding algorithm
includes at least one of an MPEG 2 video decoding algorithm,
an MPEG 4 video decoding algorithm, an H.264 decoding
algorithm, an SVC decoding algorithm, and a VC-1 decoding
algorithm.

[0448] The CAS 139 includes a CA stream buffer and a CA
stream handler, and after temporarily storing a TS packet
outputted from the MPEG-2 TP handler or service protection
data restored and outputted from a UDP datagram handler
138, restores information (for example, control words used
for scramble) necessary for descramble from the stored TS
packet or service protection data. That is, Entitlement Man-
agement Message (EMM) and Entitlement Control Message
(ECM) in the payload of the TS packet are extracted and
information necessary for descramble is obtained by analyz-
ing the extracted EMM and ECM. The ECM may include a
control word (CW) used in scramble. At this point, the control
word may be encrypted using an encryption key. The EMM
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may include an encryption key and qualification information
of corresponding data. Information necessary for descramble
obtained from the CAS 139 is outputted to the descrambler
124 and 137.

[0449] The DSM-CC section handler 135 includes a DSM-
CC section buffer and a DSM-CC section parser, and after
temporarily storing a TS packet outputted from the demulti-
plexer 123, restores an addressable section in the payload of
the TS packet. After restoring IP datagram by removing a
header and CRC checksum of the addressable section, the
restored IP datagram is outputted to the IP datagram handler
136.

[0450] The IP datagram handler 136 includes an IP data-
gram buffer and an IP datagram parser. After buffering IP
datagram delivered from the DSM-CC section handler 135,
the IP datagram handler 136 extracts and analyzes a header of
the buffered IP datagram to restore UDP datagram from the
payload of the IP datagram, and then, outputs it to the UDP
datagram handler 138.

[0451] At this point, if the IP datagram is scrambled, the
scrambled UDP datagram is descrambled in the descrambler
137 and then is outputted to the UDP datagram handler 138.
As one example, the descrambler 137 receives information
(e.g., a control word used for scramble) necessary for
descramble from the CAS 138 and performs descramble on
the UDP datagram to output it to the UDP datagram handler
138.

[0452] The UDP datagram handler 138 includes an UDP
datagram buffer and a UDP datagram parser. After buffering
IP datagram delivered from the IP datagram handler 136 or
the descrambler 137, the UDP datagram handler 138 extracts
and analyzes a header of the buffered UDP datagram to
restore the data included in the payload of the UDP datagram.
At this point, if the restored data is service protection data, it
is outputted to the CAS 139; if the restored data is NRT
service signaling data, it is outputted to the service signaling
section handler 138-1; and if the restored data is NRT service
data, it is outputted to the ALC/LCT stream handler 151.

[0453] Thatis, access information onthe IP datagram trans-
mitting the NRT service signaling channel is a well-known
destination IP address and a well-known destination UDP
port number.

[0454] Accordingly, the IP datagram handler 136 and the
UDP datagram handler 138 include a well-known destination
IP multicast address and a well-known destination UDP port
number, and extracts an IP multicast stream transmitting an
NRT service signaling channel, i.e., NRT service signaling
data, to output it to the service signaling section handler
138-1.

[0455] Moreover, the service signaling section handler
138-1 includes a service signaling section buffer and a service
signaling section parser, and restores and parses NST from
the NRT service signaling data to output it to the service
manager 160. When the NST is parsed, access information of
the FLUTE session that transmits content/files constituting
NRT service and signaling information necessary for render-
ing the NRT service may be extracted. For example, informa-
tion necessary for rendering content/files of the NRT service,
transmitted from the NST to each FLUTE session, may be
extracted. Information necessary for rendering the content/
files of the NRT service may include container information,
encoding information, or decoding parameters of a media
object.
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[0456] The parsed information from the NST is collected
by the service manager 160, and then, stored in the first
storage unit 180. The service manager 160 stores the
extracted information from the NST in the first storage unit
180 in a service map and guide data format. As another
example, the NRT service manager 182 may serve as the
service manager 160. That is, the parsed information from the
NST is collected by the NRT service manager 192, and then,
stored in the first storage unit 180.

[0457] The ALC/LCT stream hander 151 includes an ALC/
LCT stream buffer and an ALC/LCT stream parser, and after
buffering data having an ALC/LCT structure outputted fro the
UDP datagram handler 138, analyzes a header and header
extension of an ALC/LCT session from the buffer data. On
the basis of the analysis result of the header and header
extension of the ALC/LCT session, if data transmitted to the
ALC/LCT session has an XML structure, it is outputted to the
XML parser 153. If the data has a file structure, after being
temporarily stored in the file reconstruction buffer 152, it is
outputted to the file decoder 157 or stored in the third storage
unit 156. The ALC/LCT stream handler 151 is controlled by
the NRT service manager 192 if data transmitted to the ALC/
LCT session is data for NRT service. At this point, if data
transmitted to the ALC/LCT session is compressed, after
decompressed in the decompressor 155, it is outputted to at
least one of the XML parser 153, the file decoder 157, and the
third storage unit 156.

[0458] The XML parser 153 analyzes XML data transmit-
ted through the ALC/LCT session, and if the analyzed data is
for a file based service, it is outputted to the FDT handler 154.
If the analyzed data is for service guide, it is outputted to the
SG handler 190.

[0459] The FDT handler 154 analyzes and processes a file
description table of the FLUTE protocol through an ALC/
LCT session. The FDT handler 154 is controlled by the NRT
service manager 192 if the received file is for NRT service.

[0460] The SG handler 190 collects and analyzes data for
service guide transmitted in the XML structure and then
output it to the EPG manager 191.

[0461] The file decoder 157 decodes a file outputted from
the file reconstruction buffer 152, a file outputted from the
decompressor 155, or a file uploaded from the third storage
unit 156 through a predetermined algorithm, thereby output-
ting it to the middleware engine 193 or the A/V decoder 141.

[0462] The middleware engine 193 interprets and executes
data having a file structure, i.e., application. Moreover, the
application may be outputted to a screen or speaker through
the presentation manager 195. The middleware engine 193 is
a JAVA based middleware engine according to an embodi-
ment.

[0463] The EPG manager 191 receives service guide data
from the SG handler 190 according to a user input, and then,
converts the received service guide data into a display format
to output it to the presentation manager 195. The application
manager 194 performs general managements on processing
application data received in the format such as a file.

[0464] The service manager 160 collects and analyzes PSI/
PSIP table data or NRT service signaling data transmitted to
an NRT service signaling channel to create a service map, and
then stores it in the first storage unit 125. Additionally, the
service manager 160 controls access information on NRT
service that a user wants, and also controls the tuner 111, the
demodulator 112, and the IP datagram handler 136.
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[0465] The operation controller 100 controls at least one of
the service manager 160, the PVR manger 170, the EPG
manager 191, the NRT service manager 192, the application
manager 194, and the presentation manager 195 according to
a user command, and thus, performs a function that a user
wants.

[0466] The NRT service manager 192 performs general
management on NRT service transmitted in a content/file
format through the FLUTE session on an IP layer.

[0467] The Ul manager 196 delivers a user input to the
operation controller 100 through UL

[0468] The presentation manager 195 provides to a user
through at least one of a speaker and a screen at least one of
audio/video data outputted from the A/V decoder 141, file
data outputted from the middleware engine 193, and service
guide data outputted from the EPG manager 191.

[0469] Moreover, one of the service signaling section han-
dler 138-1, the service manager 160, and the NRT service
manager 192 obtains content constituting the NRT service or
IP access information on the FLUTE session transmitting a
file, from a FLUTE session loop of NST (or an a component
loop of NST). Additionally, the one obtains FLUTE level
access information from component_descriptor( ) received in
the component loop of the NST.

[0470] Then, the ALC/LCT stream handler and the file
decoder 157 access the FLUTE file delivery session by using
the obtained FLUTE level access information to collect files
in the session. Once the files are collected, they constitute one
NRT service. This NRT service may be stored in the third
storage unit 156, or outputted to the middleware engine 193 or
the A/V decoder 141 to be displayed on a display device.
[0471] The third storage unit 158, i.e., a storage medium
storing a file such as NRT service data, may be shared with the
second storage unit 125, or may be separately used.

[0472] FIG. 24 is a flowchart illustrating a method of a
receiver to receive and provide NRT service according to an
embodiment.

[0473] The receiver may obtain NRT service signaling
information through an NRT service signaling channel or by
receiving IP datagram in the case of mobile NRT service, and
obtains SMT from the NRT service signaling information in
operation S2010.

[0474] Then, the receiver obtains NRT service information
from SMT in operation S2020. The NRT service information
may be obtained by parsing NRT_service_info descriptorina
service_level_descriptor loop. The obtained NRT service
information may include requirement information on an
application type for each NRT service or other NRT services.
[0475] Later, the receiver outputs NRT service guide on the
basis of the obtained NRT service information in operation
S2030. The NRT service guide may include application and
service category information on each service. Additionally,
detailed information may be further displayed on the basis of
each field of NRT service info descriptor. The detailed infor-
mation may include capacity information on corresponding
NRT service according to a storage_requirement field or
audio or video codec information on corresponding NRT
service according to an audio_codec_type or video_codec_
type field. A user may select NRT service to receive and use it
on the basis of the information in the service guide.

[0476] Then, the receiver obtains identifier (content_id) for
content items constituting the selected NRT service from
NCT in operation S2040. The receiver obtains NRT_service_
id corresponding to the selected NRT service from SMT,



US 2016/0080779 Al

obtains NCT having the same NRT_channel_id value as the
obtained NRT_service_id, and obtains an identifier (content_
id) for content items constituting a corresponding NRT ser-
vice through the obtained NCT.

[0477] Then, the receiver accesses the FLUTE session to
receive a file constituting the corresponding content item by
using the obtained content item identifier (content_id) in
operation S2050. Since each file constituting the content item
is matched to TOI or a content location field of FDT in the
FLUTE session, the receiver receives a file of a corresponding
content item by using the FLUTE session in operation S2060.
The receiving of the file may include receiving a correspond-
ing file or object when a Content-ID attribute field for a
corresponding file is identical to the obtained content_id after
reading FDT in a corresponding FLUTE session.

[0478] Additionally, the receiver parses FDT instances in a
corresponding FLUTE session to obtain a list of files corre-
sponding to the content item. Moreover, the receiver obtains
entry information including a list of files serving as an entry
among lists of files.

[0479] Lastly, the receiver provides NRT service to a user
on the basis of the receiver content item and the list of files
corresponding thereto or entry information in operation
S2080.

[0480] The content downloaded through the NRT service
may be used at the timing that a user wants, being separated
from real-time broadcasting.

[0481] Additionally, after transmitting NRT service in
advance and storing it in a receiver, a broadcasting station
may designate a content item of the corresponding NRT ser-
vice, which is executed at the timing of when a specific
real-time broadcasting is transmitted or the NRT service is
displayed. According to an embodiment of the present inven-
tion, the NRT service may include content, which is down-
loaded in advance linking with real-time broadcasting and
executed at the specific timing. Additionally, according to an
embodiment of the present invention, the NRT service may
include content, which is prepared in advance to execute
specific NRT service at the specific timing. An NRT service
content triggered at the specific timing linked with real-time
broadcasting to execute a specific action for a specific NRT
service is called a Triggered Declarative Object (TDO).
Accordingly, an NRT service application is classified as a
non-real time declarative object (NDO) or a triggered
declarative object (TDO) according to whether it is executed
at the specific timing.

[0482] According to an embodiment of the present inven-
tion, a broadcasting station may transmit trigger information
on trigging the TDO. The trigger information may include
information on performing a specific action for a specific
TDO at the specific timing.

[0483] Additionally, the trigger information may include
trigger signaling data (trigger signaling information) for sig-
naling a trigger, and trigger data constituting a trigger. Addi-
tionally, data stream transmitting trigger data may be desig-
nated as trigger stream. Also, the trigger data may mean itself.
[0484] Such a trigger may include at least one of a trigger
identifier for identifying a trigger, a TDO identifier for iden-
tifying NRT service for trigger, and action information and
trigger time on TDO.

[0485] The trigger identifier may be an identifier uniquely
identifying a trigger. For example, a broadcasting station may
include at least one trigger in broadcasting program informa-
tion of a predetermined time provided through EIT. In this
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case, the receiver may perform an action on the trigger target
TDO at the timing designated for each trigger on the basis of
at least one trigger. At this point, the receiver may identify
each trigger by using a trigger identifier.

[0486] A TDO identifier may be an identifier for identify-
ing an NRT service content, i.e., a target of trigger. Accord-
ingly, the TDO identifier may include at least one of a trigger
NRT service identifier (NRT_service_id), content linkage
(content_linkage), and URI or URL of an NRT content item
entry. Moreover, the TDO identifier may include a target
identifier (target_service_id) for identifying a trigger target
TDO described later.

[0487] Additionally, TDO action information may include
information on action for TDO of a trigger target. The action
information may be at least one of execution, termination, and
extension commands of the target TDO. Additionally, the
action information may include commands for generating a
specific function or event in the target TDO. For example, if
the action information includes the execution command of the
target TDO, a trigger may request the activation of the target
TDO to the receiver. Additionally, if the action information
includes the extension command of the target TDO, a trigger
may notify the receiver that the target TDO would extend.
Additionally, if the action information includes the termina-
tion command of the target TDO, a trigger may notify the
receiver that the target TDO would terminate. Thus, the
broadcasting station may control a TDO operation in the
receiver according to a real-time content through trigger.
[0488] Moreover, a trigger time may mean a time desig-
nated for performing (trigging) an action designated for the
target TDO. Additionally, the trigger time may be synchro-
nized with video stream in a specific virtual channel in order
to link NRT service with real-time broadcasting. Accord-
ingly, the broadcasting station may designate a trigger time
with reference to PCR that video stream refers. Accordingly,
the receiver may trigger TDO at the timing that the broadcast-
ing station designates with reference to PCR that video
stream refers. Moreover, the broadcasting station may signal
atrigger with a trigger identifier in a header of video stream in
order to transmit accurate trigger time.

[0489] Additionally, the trigger time may be designated
with UTC time. Inthe case of UTC time, the trigger time is not
a relative time but an absolute time.

[0490] The trigger time may be accurate trigger timing or
may include an approximate start time. Moreover, the
receiver may prepare an action for target TDO in advance
before accurate trigger timing by receiving approximate time.
For example, the receiver may prepare TDO execution in
advance so that TDO operates smoothly at the trigger time.
FIG. 25 is a view illustrating a bit stream syntax of a trigger
according to an embodiment.

[0491] Here, trigger ortrigger data is in a trigger table form,
and a corresponding syntax is in an MPEG-2 private section
form to help understanding. However, the format of corre-
sponding data may vary. For example, the corresponding data
may be expressed in a Session Description Protocol (SDP)
format and signaled through a Session Announcement Proto-
col (SAP) according to another method.

[0492] A table_id field is set with OXTBD arbitrarily, and
identifies that a corresponding table section is a table section
constituting a trigger.

[0493] A section_syntax_indicator field is set with 1 and
indicates that the section follows a general section syntax.
[0494] A private_indicator field is set with 1.
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[0495] A section_length field describes that the number of
bits remaining in the section to the last of the section from
immediately after the section_length field.

[0496] A source_id field represents the source of a program
related to a virtual channel.

[0497] A TTT version_number field represents version
information of a trigger. Additionally, the version information
of a trigger represents the version of a trigger protocol. The
trigger version information may be used for determining
where there is change in a trigger structure or a trigger itself.
For example, the receiver determines that there is no trigger
change if the trigger version information is identical. Addi-
tionally, the receiver determines that there a trigger change if
the trigger version information is different. For example, the
trigger version information may include a plurality of version
numbers, and the receiver may determine whether there is a
trigger change on the basis of some of the plurality of version
numbers.

[0498] A current_next_indicator field represents that a cor-
responding table section is applicable currently if set with 1.
[0499] A section_number field indicates a number of a
corresponding table section.

[0500] A last_section_number field means a table section
of the last and highest number among sections.

[0501] A num_triggers_in_section field means the number
of triggers in a corresponding table section. The number of
triggers in one session may be one or in plurality. Addition-
ally, the next ‘for’ loop is performed as many times as the
number of triggers.

[0502] A trigger_id field represents an identifier uniquely
identifying a trigger.

[0503] A trigger_time field represents a time for which a
trigger is performed. Moreover, this field may not be included
in the session, and in this case, the trigger time may be a time
designated from broadcasting stream as mentioned above.
[0504] A trigger_action field represents action information
ofatrigger performed at the trigger time. A trigger action may
include atleast one of a preparation command for target TDO,
a target TDO execution command, a target TDO extension
command, and a target TDO termination command. The trig-
ger action may further include a command generating a spe-
cific command or event.

[0505] A trigger description_length field represents the
length of trigger_description_text.

[0506] A trigger_description_text field represents descrip-
tion for a corresponding trigger in a text format.

[0507] A service_id_ref field represents an identifier iden-
tifying a target TDO of a trigger. Accordingly, for example, a
service_id_ref field may indicate an NRT_service_id field of
SMT or NST to identify NRT service of a trigger target TDO.
[0508] A content_linkage field represents an identifier
identifying a target TDO content item of a trigger. For
example, a content_linkage field may indicate a content_
linkage field of NRT-IT or NCT to identify a target TDO
content item of a trigger. Additionally, a service_id_ref field
and a content_linkage field may be included in a class for
indicating one target TDO.

[0509] A num_trigger_descriptors field represents the
number of trigger descriptors.

[0510] A trigger_descriptor( ) field represents a descriptor
including information on a trigger.

[0511] When a trigger is in a table format of the MPEG-2
private section, a broadcasting station may transmit one trig-
ger according to a virtual channel.
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[0512] A first method of a broadcasting station to transmit
a trigger may include transmitting 0X1FF stream including
the trigger table, i.e., PSIP basic PID. The first method may
distinguish the trigger table from other tables by allocating
table_id of the trigger table.

[0513] Moreover, a second method of transmitting a trigger
includes allocating PID corresponding to a trigger table to a
Master Guide Table (MGT) and transmitting a corresponding
PID stream having the trigger table. The second method pro-
cesses all tables in a corresponding PID stream by using the
trigger table.

[0514] Moreover, according to an embodiment, at least one
of trigger and trigger signaling information is transmitted
through an MPEG-2 Packetized Elementary Stream (PES) in
order to designate the accurate timing synchronized with
video and audio as a trigger time.

[0515] Here, the video and audio synchronization of
MPEG-2 PES will be described as follows. A receiver
decoder operates in synchronization with a time stamp of a
transmitter encoder. The encoder has a main oscillator, called
a System Time Clock (STC), and a counter. The STC is
included in a specific program and a main clock of program
for video and audio encoders.

[0516] Moreover, if a video frame or an audio block occurs
in an encoder input, STC is sampled. A sampling value and a
constant value as much as delay of the encoder and decoder
buffers are added to generate display time information, i.e.,
Presentation Time Stamp (PTS) and then are inserted into the
first portion of a picture or audio block. When frame reorder-
ing occurs, Decode Time Stamp (DTS) representing a time at
which data needs to be decoded in a decoder is inserted.
Except for the frame reordering of the B picture, DTS and
PTS are same. DTS is additionally required in the case of the
frame reordering. When DTS is used, there is PTS always.
They may be inserted at an interval of less than about 700
msec. Additionally, it is defined in ATSC that PTS and DTS
are inserted at the starting portion of each picture.

[0517] Moreover, an output of an encoder buffer includes a
time stamp such as Program Clock Reference (PCR) in a
transport packet level. Moreover, a PCT time stamp occurs at
an interval of less than 100 msec, and is used for synchroniz-
ing STC of a decoder and STC of an encoder.

[0518] Moreover, video stream and audio stream may have
each PTS or DTS corresponding to a common STC, for
synchronization of audio stream and the decoder. Accord-
ingly, PTS and DTS indicate when audio stream and video
stream are played at each decoding unit, and are used to
synchronize audio and video.

[0519] For example, a decoder of receiver outputs a PES
packet in the received TS stream as a video PES depacketizer,
and outputs a PCR value inserted in a TS packet header to a
PCR counter. The PCR counter counts 100 of the PCR value
and outputs it to a comparison unit. Moreover, the video PES
depacketizer outputs a header of a PES packet to a DTS/PTS
extractor, buffers Elementary Stream, i.e., image data to be
displayed, in an Elementary Stream Buffer&Decoder. The
DTS/PTS extraction unit extracts DTS and PTS values from
the PES packet header and outputs them to the comparison
unit. The comparison unit, if the PCR value inputted from the
PCR counter becomes a DTS value or the PCR value of 100
becomes a PTS value, outputs each signal for that to a decod-
ing/display control unit. The decoding/display control unit
receives a signal that the PCR value becomes the DTS value
from the comparison unit, and decodes the image data buft-



US 2016/0080779 Al

ered in the elementary stream butfer & decoder to store them
in a decoded stream memory. Additionally, the decoding/
display control unit displays the decoded image data stored in
the decoded stream memory through a display unit when
receiving the signal that the PCR value becomes the PTS
value from the comparison unit

[0520] Accordingly, MPEG-2 PES includes PTS and DTS
in its header, which synchronize data transmitted during data
transmission with one elementary stream (ES) or presentation
time between a plurality of ES. This is called a synchronized
data stream method.

[0521] Thatis, according to an embodiment, a broadcasting
station includes trigger data or trigger stream in the payload of
PES and designates trigger time as a PTS value of the PES
packet header by using the above synchronized data stream
method. In this case, the receiver may trigger a target TDO at
the accurate timing according to the PCR value that PTS of
PES including a trigger refers. Accordingly, a broadcasting
station may synchronize a trigger at the accurate timing of
audio and video presentation that the broadcasting station is
to trigger by using the PTS of the PES packet header desig-
nated as a trigger time and the PTS ofthe audio and video PES
packet header.

[0522] Moreover, in relation to the header of the PES
stream packet including a trigger, a stream_type value may be
0x06 to indicate a synchronized data stream method, stream_
id may indicate a identifier of a predetermined stream, and
PES_packet_length may indicate the length of PES stream
including the payload of PES stream.

[0523] FIG.261saview illustrating a PES structure accord-
ing to a synchronized data stream method including a trigger
according to an embodiment.

[0524] As shown in FIG. 26, PES of the synchronized data
stream method may include a PES header and PES payload.
The PES payload may include a synchronized data packet
structure. As mentioned above, the trigger including a trigger
table or another type of data may be included in the PES
payload of FIG. 26 and then transmitted. Additionally, a
broadcasting station may packetize the trigger in an IP data-
gram format, and may include and transmit the packetized
trigger in an IP data area.

[0525] FIG. 27 is a view illustrating a synchronized data
packet structure of PES payload for transmitting trigger as bit
stream syntax according to an embodiment.

[0526] As shown in FIGS. 26 and 27, the trigger may be
included in the synchronized data packet structure and then
transmitted. Detailed description of each field in the structure
is as follows.

[0527] A data_identifier field is an identifier identifying a
type of data included in a PES data packet. This may be set
with 0X22 according to a type.

[0528] A sub_stream_id field is an identifier (user private)
settable by a user.

[0529] A PTS_extention_flag field indicates whether there
is a PTS_extention field. If this field value is 1, the PTS_
extension field may be in the PES_data_packet field. Addi-
tionally, this field may be 0 when there is no PTS_extension
field.

[0530] An output_data_rate_flag field may be set with 0.
[0531] A syncnronized_data_packet_header length field
represents the length of an optical field in the PES packet
header. This field may be included If the PTS_extention_flag
field is 1, and represents the length including synchroziced_
data_privete_data_byte(s).
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[0532] A PTS_extension field extends PTS delivered from
the header of a corresponding PES packet. This field may
include 9 bit Program Clock Reference (PCR) extension
information. Additionally, a receiver may extend the PTS
resolution of synchronized data from 11.1 ps (90 kHz), i.e.,
the MPEG-2 standard, to 37 ns (27 MHz).

[0533] A synchronized_data_private_data_byte field rep-
resents a payload byte of a synchronized PES packet. If the
protocol_encapsulation of DST represents one of synchro-
nized datagram, IP datagram not including LLC/SNAP, and
multiprotocol including LL.S/SNAP, the synchronized_data_
byte field may include one unique datagram. Accordingly,
when LLC/SNAP is used, an 8 byte LLC/SNAP header may
be shown in only the first 8 byte synchronized_data_byte of
the PES packet.

[0534] Accordingly, if a broadcasting station includes a
trigger in a synchronized data stream (stream_type) of PES
and transmits it, a receiver may extract trigger stream from the
payload of PES. Additionally, the receiver may perform an
action on a target TDO by using the PTS value of the PES
header as a trigger time. Accordingly, TDO may be trigged at
the accurate timing of a frame unit by synchronizing a trigger
on the basis of PTS, i.e., a reference time for presentation
synchronization of video and audio. Additionally, when a
trigger time is designated with PTS, video and audio synchro-
nization may be easily obtained.

[0535] Moreover, trigger signaling information on obtain-
ing trigger stream is transmitted according to an embodiment.
A receiver receives trigger signaling information and obtains
trigger stream in the synchronized data stream of PES on the
basis of the received trigger signaling information.

[0536] A method of transmitting trigger signaling informa-
tion to obtain trigger stream transmitted using synchronized
data streaming may vary. One of the following methods is
used to transmit trigger signaling information: 1. a transmis-
sion method through DST; 2. a transmission method through
a service id descriptor; 3. a transmission method through a
trigger stream descriptor; and 4. a transmission method by
defining a stream type of trigger stream.

[0537] According to an embodiment, trigger signaling
information may be transmitted through DST for NRT ser-
vice. DST is a table session for transmitting data service.
Since its description and description for its data_service_
bytes( ) are identical to those of FIG. 8, overlapping descrip-
tion will be omitted.

[0538] The DST may include signaling data for receiving
each Flementary Stream (ES) constituting data service.
Accordingly, trigger signaling data for receiving trigger
stream may be included in DST.

[0539] Moreover, each data service may include at least one
application, and each application may in an application iden-
tification structure including an application identifier such as
app_id. Moreover, each application may include at least one
data element constituting a corresponding application or data
stream.

[0540] Accordingly, in order to transmit trigger stream
through data service, a broadcasting station includes one trig-
ger stream in a specific virtual channel and transmits it. More-
over, the broadcasting station may include one trigger stream
in each application and transmit it. Accordingly, embodi-
ments for transmitting trigger signaling information will be
described according to two methods.

[0541] When one trigger stream is included a virtual chan-
nel, a data service for transmitting trigger stream is called a
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trigger service. In this case, a broadcasting station may allo-
cate a fixed service identifier (service ID) to a trigger service.
[0542] Accordingly, a receiver may identify that one trigger
stream is transmitted to a virtual channel when the service
identifier has 0X01 as a fixed value.

[0543] Here, the broadcasting station may include trigger
signaling information in an application identification struc-
ture in DST and transmit it.

[0544] For example, the broadcasting station adds 0x0001
asanApp_id_description field value of DST to set a value that
means interactive application for linking NT service such as
TDO with a real-time broadcast Additionally, app_id_byte_
length may use 3 bytes (0x0003) and app_id_byte may be
allocated with 0x01 to indicate that corresponding data ser-
vice includes trigger stream signaling information.

[0545] Accordingly, the receiver receives DST through the
above method, and may identify tap( ) including trigger sig-
naling information when app_id_byte_length is 0x0003,
app_id_description is 0x0001, and app_id_byte is 0x01. The
receiver extracts trigger signaling information including an
association_tag value from the identified tap( ) structure, and
association_tag_descriptor receives stream having the same
PID as the extracted association_tag from data elementary
stream (ES) listed in PMT extracted from broadcasting
stream in order to receive trigger stream.

[0546] As mentioned above, NRT service is signaled
through SMR or NST, and may be uniquely identified through
16 bit service identifier (sevice_id). Additionally, content
items constituting NRT service may be identified through
conent_lengate or a content identifier in NCT or NRT-IT.
Accordingly, trigger service may be transmitted like NRT
service by extending app_id_byte through DST. For example,
app_id_byte may include data combining a service identifier
(service id) field of trigger service and a content_linkage
field. Accordingly, the first 16 bits of app_id_byte correspond
to a service id field in SMT or NST, and the later 32 bits
correspond to a content linkage field in NCT or NRT-IT.

[0547] As above, the broadcasting station may include trig-
ger signaling information in tap( ) and transmits it through an
application identification structure of DST when one stream
is included in each channel.

[0548] Moreover, according to an embodiment, trigger sig-
naling information may be transmitted through a protocol_
encapsulation field of DST. For example, if app_id_byte_
length in DST is set with 0x0000, app id is not allocated. If
protocol_encapsulation has OxOF, it indicates that trigger sig-
naling information is included in a corresponding tap( ) struc-
ture. Accordingly, a receiver may receive trigger signaling
information from the corresponding tap( ) structure if app_
id_byte_length is 0x0000 and protocol_encapsulation is
0xOF. Through this, a PID value on PMT indicating trigger
stream is obtained and trigger stream is received as mentioned
above.

[0549] Moreover, according to another embodiment, trig-
ger signaling information may be transmitted through a con-
tent type descriptor field of DST.

[0550] Asshownin FIG. 28, acontent type descriptor struc-
ture in tap( ) on DST according to an embodiment is as
follows.

[0551] A descriptorTag may have 0x72 to represent con-
tentTypeDescriptor.

[0552] A descriptorLenth field represents the total length of
a descriptor in a byte unit.
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[0553] A contentTypeByte field represents a MIME media
type value of data referenced by tap connected to the descrip-
tor. The MIME media type is defined in 5 of RFC2045 section
(8].

[0554] Accordingly, a content type descriptor may be
added to a tap( ) structure including trigger signaling infor-
mation according to an embodiment. Accordingly, a receiver
may receive trigger signaling information from the corre-
sponding tap( ) structure if app_id_byte_length is 0x0000 and
content type descriptor of the tap( ) structure corresponds to
the predetermined content. Through this, a PID value on PMT
indicating trigger stream is obtained and trigger stream is
received as mentioned above. The MIME media type may be
designated with a specific type to identify that there is trigger
service signaling information through a content type descrip-
tor.

[0555] As mentioned above, one NRT service may be a
trigger service for transmitting trigger stream and may trans-
mit respectively different stream to content items in the trig-
ger service. In this case, each application may include one
trigger stream.

[0556] Accordingly, an embodiment may include trigger
stream in each content item of NRT service and may transmit
it. In this case, the above-mentioned application identification
structure may be used. For example, if app_id_byte_length is
0x0003, it indicates that trigger stream is transmitted through
one NRT service by using one service identifier. If app_id_
byte_length is 0x0007, it indicates that trigger stream is trans-
mitted by each content item by using a service identifier and
content_linkage. If defined as above, each trigger stream may
be transmitted in correspondence to each NRT service or
content item. Since the next stage of a method of transmitting
and receiving trigger stream is identical to that of transmitting
one trigger stream for each virtual channel, overlapping
description will be omitted.

[0557] FIG. 29 is a view illustrating a syntax of PMT and
service identifier descriptor according to an embodiment.
[0558] As shown in FIG. 29, a Program Map Table (PMT)
represents information of a program broadcasted in each
channel. A Program AssociationTable (PAT), in which
‘packet 1D’ is defined as ‘0x00’ and transmitted, may receive
PMT by parsing ‘packet ID’ of PMT.

[0559] Moreover, a service identifier descriptor may be
included in a descriptor loop for each ES of PMT. Then, it
may include list information of services in each program
element.

[0560] A structure of the service identifier descriptor will
be described as follows.

[0561] A descriptor_tag field indicates that the descriptor is
service_id_descriptor( ) and may have 0xC2.

[0562] A descriptor_length field represents a byte unit
length from this field to the termination of the descriptor.
[0563] A service_count field indicates the number of ser-
vices in a program element having the descriptor.

[0564] A service_id field indicates a service identifier in a
program element having the descriptor.

[0565] According to an embodiment, trigger stream may be
transmitted through a well-known IP address. Moreover, in
order to signal a trigger, a broadcasting station may include a
specific service identifier (service id, for example, 0x01) cor-
responding trigger stream in a service identifier descriptor
and may transmit it. That is, trigger signaling information on
receiving trigger stream may be transmitted through a service
identifier descriptor. Accordingly, if a service identifier of
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service_id_descriptor in an ES descriptor loop in an ES loop
of PMT is 0x01, the receiver determines that elementray_PID
in the ES loop is PID indicating trigger stream and receives
the trigger stream through the PID.

[0566] FIG. 30 is a view illustrating a trigger stream
descriptor according to an embodiment. According to an
embodiment, a trigger may be signaled using a trigger stream
descriptor. Like the above service identifier descriptor, the
trigger stream descriptor may be included in an ES descriptor
loop in an ES loop of PMT. Accordingly, if there is trigger
stream, a trigger stream descriptor may exist in an ES descrip-
tor loop. If identifying a trigger stream descriptor, a receiver
may receive trigger stream by obtaining PID of the trigger
stream from elementary_PID in a corresponding ES loop.
[0567] Like this, a trigger stream descriptor for transmit-
ting trigger signaling information may include at least one of
a service identifier (target service id) of TDO, a trigger target
in trigger stream, and an [P address list transmitting trigger
stream. The trigger stream descriptor of FIG. 30 is provided
according to an embodiment and its structure will be
described as follows.

[0568] A descriptor_tag field indicates a trigger_stream_
descriptor if set with a predetermined value.

[0569] A descriptor_length field represents a byte unit
length from this field to the termination of the descriptor.
[0570] A target_service_count field represents the number
of target NRT service (TOD) of at least one trigger in trigger
stream.

[0571] A target_service_id field represents a service iden-
tifier (service_id) oftarget NRT service (TOD) of at least one
trigger in trigger stream. A receiver may identify a service
identifier (service_id) before receiving trigger stream by
using the target_service_id field.

[0572] A target_content_item_count field represents the
number of target NRT service content items of at least one
trigger in trigger stream.

[0573] A target_content_linkage field represents a target
NRT service content item linkage (content_linkage) of at
least one trigger in trigger stream.

[0574] Moreover, a trigger stream descriptor is provided
according to an embodiment, and thus, it is apparent that it
may include additional information or have another configu-
ration. For example, when one trigger stream is transmitted
for each channel, a content item field may be omitted. Addi-
tionally, at least one of a trigger stream identification infor-
mation field and a profile information field may be added to
identify trigger stream.

[0575] A broadcasting station may transmit list informa-
tion of trigger target NRT service such as TDO by using the
trigger stream descriptor. Additionally, the broadcasting sta-
tion may transmit trigger signaling information by using the
target_service_id and targe_content_linkage fields if there is
another trigger according to a content item. Additionally, a
trigger stream descriptor may further include a list of IP
address information or port numbers transmitting trigger
stream.

[0576] According to an embodiment, a broadcasting station
designates a stream type and transmits trigger signaling infor-
mation. A receiver extracts trigger signaling information by
using a stream type from PMT and receives trigger stream
through the trigger signaling information. For example, 0x96,
one of stream types set preliminarily at the present, may be
designated as trigger stream. In this case, a typical receiver
has no information that a stream type is 0x96 and thus may not
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process trigger stream and disregard it. Accordingly, back-
wards compatibility for sub model receiver is guaranteed.
[0577] According to an embodiment, a trigger may be
included in an Application information Table (AIT) for trans-
mitting application information in data broadcasting such as
Multimedia Home Platform (MHP) or Advanced Common
application platform (ACAP), and may be transmitted. FIG.
31 is a view of AIT according to an embodiment.

[0578] Moreover, according to another embodiment a trig-
ger may be included in a descriptor of STT to refer to a System
Time Table (STT) as a trigger time, and then transmitted. FIG.
32 is a view of STT according to an embodiment.

[0579] FIG. 33 is a block diagram illustrating a transmitter
for transmitting TDO and a trigger according to an embodi-
ment.

[0580] Referring to FIG. 33, the transmitter 200 includes an
NRT service transmitting unit 210, a trigger transmitting unit
220, a multiplexing unit 230, and a demodulation unit 240.
The NRT service transmitting unit 210 includes an NRT
service (TDO) generating unit 211 and an NRT service sig-
naling data generating unit 212. The trigger transmitting unit
220 includes a trigger generating unit 221 and a trigger sig-
naling data generating unit 222.

[0581] The NRT service (TDO) generating unit 211
receives data for NRT service generation from a service pro-
vider to generate the NRT service, packetizes the generated
NRT service into IP datagram, and then packetized the pack-
etized IP datagram into a transmission packet (TP). The pack-
etized NRT service data is transmitted to the multiplexing unit
230.

[0582] The NRT service generating unit 211 transmits
metadata including channel information about NRT service
in transmission and service_id, to the NRT service signaling
data generating unit 212. Additionally, if the generated NRT
service is TDO, the NRT service generating unit 211 extracts
trigger information including a trigger time for triggering
TDO, identification information, and trigger action informa-
tion of a target TDO, and then transmits it to the trigger
generating unit 221.

[0583] The NRT service signaling data generating unit 212
generates NRT service signaling data for receiving NRT ser-
vice by using the NRT service metadata, and packetizes the
generated NRT service signaling data to the transmission
packet (TP) to transmit it to the multiplexing unit 230.
[0584] Additionally, the trigger generating unit 221 gener-
ates trigger data by using trigger information of the TDO
received from the NRT service (TDO) generating unit. The
generated trigger data is packetized into a transmission packet
to transmit it to the multiplexing unit 230. Moreover, the
trigger generating unit 221 transmits metadata for receiving a
trigger such as the packet identifier (PID) of the transmitted
trigger data to the trigger signaling data generating unit 222.
[0585] The trigger signaling data generating unit 22 gener-
ates trigger signaling data on the basis of the received meta-
data, and packetizes the trigger signal in data into a transmis-
sion packet to transmit it to the multiplexing unit 230.
[0586] The multiplexing unit 230 multiplexes the received
transmission packets by each channel, and then transmits the
multiplexed signal to the modulation unit 240.

[0587] The modulation unit 240 modulates the multiplexed
signal and transmits it to the external. The modulation method
may vary, and the present invention is not limited thereto.
[0588] FIG. 34 is a block diagram illustrating a receiver for
receiving TDO and a trigger according to an embodiment.
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[0589] Referring to FIG. 34, the receiver 300 includes a
demodulation unit 310, a demultiplexing unit 320, a trigger
processing unit 330, an NRT service processing unit 340, and
a service manager 350. The trigger processing unit 330
includes a trigger receiving unit 331 and a trigger signaling
data receiving unit 332. The NRT service processing unit 340
includes an NRT service (TDO) receiving unit 341 and an
NRT service signaling data receiving unit 342.

[0590] The demodulation unit 310 receives a modulated
signal from the transmitter 200, and demodulates the received
signal according to a predetermined demodulation method to
transmit it to the demultiplexing unit 320.

[0591] The demultiplexing unit 320 demultiplexes the
demodulated signal to restore an original transmission packet
for each channel to transmit them to each receiving unit of the
trigger processing unit 330 or the NRT service processing
unit 340.

[0592] The NRT service signaling data receiving unit 342
receives and restores the packetized NRT service signaling
data from the multiplexing unit 320 to extract information on
NRT service, and then transmits it to the NRT service (TDO)
receiving unit 341. The NRT service (TDO) receiving unit
341 receives transmission packets of NRT service from the
multiplexing unit 320 by using information on receiving NRT
service, and restores it as service data to transmit it to the
service manager 350.

[0593] Moreover, the NRT service signaling data receiving
unit 332 receives and restores the packetized trigger signaling
data from the multiplexing unit 320, extract information on
receiving a trigger, and then, transmits it to the trigger receiv-
ing unit 331. The trigger receiving unit 331 receives trans-
mission packets including a trigger from the multiplexing
unit 32 by using information on receiving a trigger, and
restores trigger data to transmit it to the service manager 350.
[0594] The service manager 350 receives at least one of
trigger data or NRT service (TDO) data from the trigger
processing unit 330 or the NRT processing unit 340. More-
over, the service manager 350 performs and applies a trigger
action on a trigger target TDO at the trigger timing, so that a
trigger action on TDO is performed.

[0595] FIG. 35 is a flowchart illustrating a trigger transmit-
ting method according to an embodiment.

[0596] Referring to FIG. 35, the NRT service generating
unit 211 generates NRT service data by receiving NRT ser-
vice data from external or on the basis of data received from
the NRT service provider in operation S100. Moreover, the
NRT service generating unit 211 packets the generated data
into a transmission packet. Additionally, the NRT service
generating unit 211 transmits information on receiving trans-
mission packets including NRT service to the NRT service
signaling data generating unit 212.

[0597] Then, the NRT service signaling data generating
unit 212 generates the above described NRT service signaling
data and packetizes it into a transmission packet in operation
S110.

[0598] Moreover, the NRT service generating unit 211
determines whether the generated NRT service is a trigger
declarative object, i.e., TDO in operation S120.

[0599] Additionally, if the generated NRT service is TDO,
the NRT service generating unit 211 transmits trigger infor-
mation including a trigger time for triggering TDO, trigger
action, target TDO identification information, to the trigger
generating unit 221, and the trigger generating unit 211 gen-
erates trigger data by using the received triggered information
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in operation S130. The generated trigger data is packetized
into a transmission packet and transmitted to the multiplexing
unit. For example, a target service identifier for target TDO
and trigger action information applied to a target service may
be inserted into a packetized stream, i.e., the payload of PES,
and then transmitted. Additionally, trigger time information is
designated into a PTS or DTS format, inserted into the pay-
load or header of PES, and then is transmitted. When the
synchronized data streaming method is used, PTS of trigger
stream and PTS of video and audio stream are synchronized
to set the accurate play timing.

[0600] Moreover, the trigger signaling data generating unit
222 generates trigger signaling data for identifying and
receiving a trigger transmitted from the trigger generating
unit 221 and packetized the generated trigger signaling data
into a transmission packet to transmit it to the multiplexing
unit in operation S140. Here, the trigger signaling data may
include a trigger stream descriptor or a service identifier
descriptor, inserted in a program map table, and may include
a packet identifier of trigger stream corresponding to each
descriptor. Additionally, trigger signaling data may include a
packet identifier of trigger stream in a TAP structure of DST.
[0601] Later, the multiplexing unit 230 multiplexes at least
one of transmission-packetized NRT service data, NRT ser-
vice signaling data, trigger data, and trigger signaling data by
each transmission channel and then transmits it to the modu-
lation unit 240.

[0602] Moreover, the modulation unit 240 performs modu-
lation to transmit the multiplexed signal and transmits it to
external receiver or a broadcasting network in operation
S160.

[0603] FIG. 36 is a flowchart illustrating an operation of a
receiver 300 according to an embodiment.

[0604] First, when the receiver 300 is turned on, a channel
is selected by a user or a predetermined channel is selected in
operation S200. The demodulation unit 310 demodulates the
received signal from the selected channel, and the demulti-
plexing unit 320 demultiplexes the demodulated signal by
each transmission channel. Also, the NRT service receiving
unit 341 and the NRT service signaling data receiving unit
342 receive NRT service data and transmit it to the service
manager 350 as described above.

[0605] Then, the trigger signaling data receiving unit 332 or
the NRT service signaling data receiving unit 342 confirms
whether trigger reception is possible in operation $220. The
trigger reception confirmation may use one of the above-
mentioned methods. That is, the trigger signaling data receiv-
ing unit 332 or the NRT service signaling data receiving unit
342 uses one of a method of confirming PID corresponding to
a trigger in MGT or PSIP based PID, a method of using a tap
structure of DST, a method of using a service identifier
descriptor or a trigger stream descriptor, a method of using a
trigger stream type, and a method of using AIT or STT, in
order to confirm whether trigger reception is possible.
[0606] Moreover, when it is confirmed that trigger recep-
tion is possible, the trigger signaling data receiving unit 332
receives a transmission packet including trigger signaling
data to restore the trigger signaling data, and then transmits it
to the trigger receiving unit 331 in operation S230.

[0607] Later, the trigger receiving unit 331 extracts trigger
data from the received transmission packet by using the trig-
ger signaling data, and transmits it to the service manager 350
in operation S240. For example, the trigger receiving unit 331
may receive trigger stream by using a packet identifier corre-
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sponding to the trigger stream descriptor. Additionally, the
trigger receiving unit 331 extracts trigger information from
trigger stream and transmits it to the service manager 350.
Additionally, if the received trigger stream is PES, PTS in the
header of PES is extracted as a trigger time, and a target
service identifier and trigger action in the payload of PES are
extracted, in order to transmit them to the service manager
350.

[0608] Moreover, the service manager 350 performs a trig-
ger action on a target TDO at the trigger timing, so that a
trigger action on TDO is performed in operation S250. Espe-
cially, if the PTS of PES is a trigger time, the PTS of trigger
stream is synchronized with the PTS in the header of audio
and video stream, to satisfy the accurate play timing.

[0609] FIG. 37 is a flowchart illustrating a trigger receiving
method by using a trigger table according to an embodiment.
[0610] The demodulation unit 310 receives and demodu-
lates a broadcast signal for selected channel. Moreover, the
trigger signaling data receiving unit 332 receives a PSIP table
through the demultiplexing unit 320 and determines whether
there is a trigger table in the received table to identify a trigger
service in operation S310. The trigger signaling data receiv-
ing unit 332 searches PID allocated to a trigger table from an
MGT or PSIP based table, or searches a table corresponding
to Table_id allocated to a trigger table to identify a trigger
service.

[0611] If the trigger service is not identified, the receiver
300 provides general broadcasting services.

[0612] Moreover, if the trigger service is identified, the
trigger receiving unit 331 receives the searched trigger table
and parses it in operations S320 and S330.

[0613] Then, the service manger 350 receives trigger infor-
mation including trigger time, trigger action, and target TDO
identification information parsed in the trigger table, and
performs a corresponding trigger action on a corresponding
TDO at the corresponding trigger timing in operation S340.
[0614] FIG. 38 is a flowchart illustrating an operation of a
receiver 300 when trigger signaling information and trigger
are transmitted using DST according to an embodiment.
[0615] When a physical transmission channel is selected in
operation S3000 and a channel selected by a tuner is tuned,
the receiver 300 obtains VCT and PMT from a broadcast
signal received through the tuned physical transmission chan-
nel by using the demodulation unit 310 and the demultiplex-
ing unit 320 in operation S3010. Then, the PSI/PSIP section
handler or the trigger signaling data receiving unit 332 or the
NRT service signaling data receiving unit 342 parses the
obtained VCT and PMT to confirm whether there is NRT
service.

[0616] For example, when the service_type field value of
VCT is not 0x04 or 0x08, since the corresponding virtual
channel does not transmit NRT only service, the receiver 300
operates properly according to information in the virtual
channel. However, even though the service_type field value
does not mean NRT only service, the corresponding virtual
channel may include NRT service. This case is called adjunct
NRT service included in the corresponding virtual channel,
and the receiver 300 may perform the same process as the case
of receiving NRT service.

[0617] Then, the NRT service signaling data receiving unit
342 or the trigger signaling data receiving unit 332 deter-
mines that NRT service is received through a corresponding
virtual channel if a service_type field value is 0x04 or 0x08. In
this case, if a stream_type field value in a service_location_
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descriptor of VCT (or an ES loop of PMT) is 0x95 (i.e., DST
transmission), DST is received using an Elementary_PID
field value in operation S3020. This may be performed in the
demultiplexing unit 320 according to a control of the service
manager 350.

[0618] Also, the trigger signaling data receiving unit 342
identifies a trigger service from the received DST in operation
S3040. A method of identifying a trigger service uses one of
a method of identitying a specific value allocated to app_id_
description and app_id_byte by using an application identi-
fication structure, a method of identifying a specific value
allocated to a protocol_encapsulation field, and a method of
identifying tap including a content type descriptor.

[0619] If the trigger service is not identified from the
received DST, since trigger data transmits general NRT ser-
vice through a corresponding virtual channel, the receiver
300 operates properly according to NRT service in the corre-
sponding virtual channel in operation S3030.

[0620] Moreover, when the trigger service is identified
from DST, the trigger signaling data receiving unit 332
extracts tap from DST including trigger signaling informa-
tion (PID of trigger stream) in operation S3060.

[0621] Then, the trigger signaling data receiving unit 332
extracts stream PID from PMT including association_tag of
the extracted Tap in operation S3070.

[0622] The trigger receiving unit 331 receives MPEG-2 TS
packets corresponding to the extracted stream PID, and
removes decapsulation, i.e., T'S header, to restore PES stream
including trigger stream. The stream_type of a PES packet
including trigger stream may be 0x06 representing synchro-
nized data stream. The trigger receiving unit 331 parses at
least one of PTS of a PES packet header from the restored PES
stream, a target TDO identifier in trigger stream, a trigger
identifier, or trigger action information in operation S3070.

[0623] Then, the service manager 350 performs an action
onthe target TDO at the trigger timing by using the PTS ofthe
PES packet header including a trigger as the trigger timing in
operation S3080. Here, the target TDO may be NRT service
indicated by the parsed target TDO identifier. Additionally,
the action may be one of preparation, execution, extension,
and termination commands provided from the parsed trigger
action information.

[0624] FIG. 39 is a flowchart illustrating an operation of a
receiver 300 when a trigger is transmitted using a trigger
stream descriptor according to an embodiment.

[0625] When a physical transmission channel is selected in
operation S3000 and a channel selected by a tuner is tuned,
the receiver 300 obtains VCT and PMT from a broadcast
signal received through the tuned physical transmission chan-
nel by using the demodulation unit 310 and the demultiplex-
ing unit 320 in operation S4000. The broadcast signal
includes VCT and PMT, and the trigger signaling data receiv-
ing unit 332 or the PSI/PSIP section handler parses the
obtained VCT and PMT.

[0626] Also, the trigger signaling data receiving unit 332
confirms whether a trigger is transmitted from the VCT and
PMT to a corresponding virtual channel. For this, the trigger
signaling data receiving unit 332 determines whether there is
the Trigger_stream_descriptor in the ES descriptor loop cor-
responding to a corresponding virtual channel in operation
S4020. Whether there is Trigger_stream_descriptor is deter-
mined by using whether a stream_type value is 0x06 (syn-
chronized data streaming) and a descriptor_tag field of a
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corresponding descriptor is identical to a value set to corre-
spond to a trigger_stream_descriptor after searching descrip-
tors in an ES descriptor loop.

[0627] Ifitis determined that Trigger_stream_descriptor is
notidentified from PMT and thus there is no Trigger_stream_
descriptor, since a corresponding virtual channel does no
transmit a trigger, the receiver 300 operates properly accord-
ing to broadcast service in the corresponding virtual channel
in operation S4025.

[0628] Then, ifthereis Trigger_stream_descriptor, the trig-
ger signaling data receiving unit 332 extracts Elementary_
PID in the corresponding ES loop of PMT in operation
S4030. The extracted stream PID may be a PID value of
stream including trigger stream.

[0629] Then, the trigger receiving unit 331 receives
MPEG-2 TS packets corresponding to the extracted stream
PID, and performs decapsulation (i.e., removes a TS header)
to restore PES stream including trigger stream. The stream_
type of a PES packet including trigger stream may be 0x06
representing synchronized data stream. The trigger receiving
unit 331 parses at least one of PTS of a PES packet header
from the restored PES stream, a target TDO identifier in
trigger stream, a trigger identifier, or trigger action informa-
tion in operation S4040.

[0630] Then, the service manager 350 performs an action
on the target TDO at the trigger timing by using the PTS ofthe
PES packet header including a trigger as the trigger timing in
operation S4050. Here, the target TDO may be NRT service
indicated by the parsed target TDO identifier. Additionally,
the action may be one of preparation, execution, extension,
and termination commands provided from the parsed trigger
action information.

[0631] FIG. 40 is a flowchart illustrating an operation of a
receiver when a trigger is transmitted using a stream type
according to an embodiment.

[0632] When a physical transmission channel is selected
and a channel selected by a tuner is tuned, the receiver 300
obtains VCT and PMT from a broadcast signal received
through the tuned physical transmission channel by using the
demodulation unit 310 and the demultiplexing unit 320. The
broadcast signal includes VCT and PMT, and the trigger
signaling data receiving unit 332 or the PSI/PSIP section
handler parses the obtained VCT and PMT in operation S400.
[0633] Also, the trigger signaling data receiving unit 332
confirms whether a trigger is transmitted from the VCT and
PMT to a corresponding virtual channel. For this, the trigger
signaling data receiving unit 332 determines whether there is
0x96, i.e., the specific stream type in the ES descriptor loop
corresponding to a corresponding virtual channel in operation
S410.

[0634] If it is determined that 0x96 is not identified from
stream type and thus there is no stream type, since a corre-
sponding virtual channel does no transmit a trigger, the
receiver 300 operates properly according to broadcast service
in the corresponding virtual channel in operation S415.
[0635] Then, if the stream type is 0x96, the trigger signal-
ing data receiving unit 332 extracts Elementary_PID in the
corresponding ES loop of PMT in operation S420. The
extracted stream PID may be a PID value of stream including
trigger stream.

[0636] Then, the trigger receiving unit 331 receives
MPEG-2 TS packets corresponding to the extracted stream
PID, and performs decapsulation (i.e., removes a TS header)
to restore PES stream including trigger stream. The trigger
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receiving unit 331 parses at least one of PTS of a PES packet
header from the restored PES stream, a target TDO identifier
in trigger stream, a trigger identifier, or trigger action infor-
mation in operation S430.

[0637] Then, the service manager 350 performs an action
onthe target TDO at the trigger timing by using the PTS ofthe
PES packet header including a trigger as the trigger timing in
operation S440. Here, the target TDO may be NRT service
indicated by the parsed target TDO identifier. Additionally,
the action may be one of preparation, execution, extension,
and termination commands provided from the parsed trigger
action information.

[0638] FIG. 41 is a flowchart illustrating an operation of a
receiver when a trigger is transmitted using AIT according to
an embodiment.

[0639] The trigger signaling data receiving unit 332
receives AIT by using the demodulation unit 310 and the
demultiplexing unit 320 in operation S500.

[0640] Also, the trigger signaling data receiving unit 332
confirms whether a trigger is transmitted from AIT. For this,
the trigger signaling data receiving unit 332 confirms whether
there is a trigger descriptor in AIT in operation S510.

[0641] Ifitis determined that there is no trigger descriptor,
since a corresponding application does not include a trigger,
the receiver 300 operates properly according to correspond-
ing application service in operation S515.

[0642] Also, if there is a trigger descriptor, the trigger
receiving unit 332 extracts trigger data from the trigger
descriptor and parses the extracted trigger data to transmit it
to the service manager 350 in operation S530.

[0643] Then, the service manager 350 performs an action
on the target TDO at the trigger timing by using the parsed
trigger data in operation S540. Here, the target TDO may be
NRT service indicated by the parsed target TDO identifier.
Additionally, the action may be one of preparation, execution,
extension, and termination commands provided from the
parsed trigger action information.

[0644] FIG. 42 is a flowchart illustrating an operation of a
receiver when a trigger is transmitted using STT according to
an embodiment.

[0645] The trigger signaling data receiving unit 332
receives STT by using the demodulation unit 310 and the
demultiplexing unit 320 in operation S600.

[0646] Also, the trigger signaling data receiving unit 332
confirms whether a trigger is transmitted from STT. For this,
the trigger signaling data receiving unit 332 confirms whether
there is a trigger descriptor in STT in operation S610.
[0647] Ifitis determined that there is no trigger descriptor,
since a corresponding STT does not include a trigger, the
receiver 300 operates properly according to a broadcast signal
in operation S615.

[0648] Also, if there is a trigger descriptor, the trigger
receiving unit 332 extracts trigger data from the trigger
descriptor and parses the extracted trigger data to transmit it
to the service manager 350 in operation S630.

[0649] Then, the service manager 350 performs an action
on the target TDO at the trigger timing by using the parsed
trigger data in operation S540. Here, the target TDO may be
NRT service indicated by the parsed target TDO identifier.
Additionally, the action may be one of preparation, execution,
extension, and termination commands provided from the
parsed trigger action information.

[0650] Trigger receiving and transmitting methods accord-
ing to the present invention may be stored in the computer
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readable recording medium that includes read-only memory
(ROM), random-access memory (RAM), CD-ROMs, mag-
netic tapes, floppy disks, optical data storage devices, and
carrier waves (such as data transmission through the Inter-
net).

[0651] The computer readable recording medium can also
bedistributed over network coupled computer systems so that
the computer readable code is stored and executed in a dis-
tributed fashion. (Also, functional programs, codes, and code
segments for accomplishing the present invention can be
easily construed by programmers skilled in the art to which
the present invention pertains).

[0652] According to an embodiment, a content down-
loaded through a non-real time service is linked with a real-
time broadcasting service.

[0653] Additionally, according to an embodiment, a non-
real time service is linked with a real-time broadcasting ser-
vice without interfering with an existing receiver.

[0654] Moreover, according to an embodiment, broadcast-
ing service is provided at the accurate timing.

[0655] Although embodiments have been described with
reference to a number of illustrative embodiments thereof, it
should be understood that numerous other modifications and
embodiments can be devised by those skilled in the art that
will fall within the spirit and scope of the principles of this
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disclosure. More particularly, various variations and modifi-
cations are possible in the component parts and/or arrange-
ments of the subject combination arrangement within the
scope of the disclosure, the drawings and the appended
claims. In addition to variations and modifications in the
component parts and/or arrangements, alternative uses will
also be apparent to those skilled in the art.
1-9. (canceled)
10. A method for a broadcast transmitting device, compris-
ing:
configuring transport packet for broadcast, wherein the
transport packet includes data for triggering an applica-
tion;
transmitting the transport packet,
wherein the data includes first information representing an
identifier for identifying the data, and second informa-
tion representing specific time presenting the applica-
tion,
wherein the data includes third information representing
state of the application,
wherein the application is activated in the specific time
represented by the second information,
wherein the specific time presenting the application is syn-
chronized with the audio-video.

#* #* #* #* #*



