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DESCRIPCION
Técnicas para el mecanismo de retransmision de mensajes

Esta solicitud de titulo de patente divulga y describe varias innovaciones novedosas y aspectos inventivos del mecanismo
de retransmision de mensajes y las tecnologias de gestion del espacio de direcciones de memoria (en adelante,
"divulgacion") y contiene material que esta sujeto a derechos de autor, trabajo de enmascaramiento y/u otra proteccion
de propiedad intelectual. Los propietarios respectivos de dicha propiedad intelectual no tienen objecion a la reproduccion
facsimil de la divulgacion por cualquier persona tal como aparece en los archivos/registros publicados de la Oficina de
Patentes, pero se reservan todos los derechos.

Referencia cruzada a solicitudes relacionadas

La presente solicitud reclama prioridad de: (a) Solicitud Provisional de EE. UU. Numero 61/951,364, presentada el 11 de
marzo de 2014; y (b) Solicitud Provisional de EE. UU. Numero 61/951,390, presentada el 11 de marzo de 2014. El objeto
de la presente solicitud esta relacionado con la Solicitud de Utilidad de EE. UU. Nimero 14/644,674 en tramitacion junto
con la presente, presentada el 11 de marzo de 2015, que reivindica la prioridad de la Solicitud Provisional de EE. UU.
Numero 61/951,374, presentada el 11 de marzo de 2014. El objeto de la presente solicitud también esta relacionado con
la Solicitud Internacional PCT Numero PCT/US2013/059558, presentada el 12 de septiembre de 2013.

Campo

Las innovaciones presentes generalmente abordan técnicas para la gestion de registro (“journaling”) de mensajes de
aplicacion y, mas particularmente, incluyen Aparatos, Métodos y Sistemas de Mecanismo de Retransmisién de Mensajes
(llMRMll)'

Antecedentes

En un aspecto de un sistema informatico, durante sus operaciones, las aplicaciones de software pueden escribir mensajes
en un diario/registro (‘journal”) mientras realizan acciones o reaccionan a eventos externos. Ademas de escribir sus
propios mensajes, las aplicaciones de software a veces acceden a los mensajes escritos por otras aplicaciones.

Breve descripcion de la invencion

Los aspectos de la invencién se exponen en las reivindicaciones adjuntas. Las ensefianzas de los Aparatos, Métodos y
Sistemas del Mecanismo de Retransmision de Mensajes ("MRM") transforman las solicitudes de aplicaciones para diarios
de mensajes a través de componentes de MRM en acceso acelerado a flujos de mensajes segmentados. En una
implementacion, el MRM puede obtener un diario de mensajes de mensajes escritos por aplicaciones durante las
operaciones del sistema y dividir el mensaje obtenido del diario de mensajes completo en segmentos de mensajes. En
algunas implementaciones, el MRM puede proporcionar a las aplicaciones de recuperacion acceso a dichos segmentos
de mensajes para el consumo acelerado de mensajes.

De acuerdo con una ensefianza particular de la presente divulgacién, un método de retransmisién de mensajes acelerados
para un sistema informatico puede comprender los pasos de mantener, en un medio de almacenamiento del sistema
informatico, un diario maestro de mensajes secuenciados generados a partir de una pluralidad de mensajes escritos por
aplicaciones o procesos durante las operaciones del sistema informatico, al menos un subconjunto de dichas aplicaciones
0 procesos que requieren acceso a dichos mensajes secuenciados para funcionar correctamente; determinar una
demanda estimada de acceso a dichos mensajes secuenciados por dicho al menos un subconjunto de aplicaciones o
procesos que pueden experimentar conmutaciones por error (“failovers”); generar, con base en dicha demanda estimada,
una o mas copias de diario y/o uno o mas segmentos de diario mediante la duplicacién del contenido de dicho diario
maestro, siendo cada copia de diario o segmento de diario accesible de forma independiente por una sola aplicacion o
proceso en un momento dado; y asignar dichas una o mas copias de diario y/o dichos uno o mas segmentos de diario, a
pedido, a algunos de dicho al menos un subconjunto de dichas aplicaciones o procesos que han experimentado
conmutaciones por error o una brecha en dichos mensajes secuenciados, de modo que multiples aplicaciones o procesos
pueden acceder simultaneamente al contenido de dicho diario maestro, acelerando asi el acceso a dichos mensajes
secuenciados en dicho diario maestro por parte de dichas aplicaciones o procesos en su recuperacion de dichas
conmutaciones por error o dicha brecha en dichos mensajes secuenciados.

Segun ofra ensefianza particular de la presente divulgacién, un sistema informatico que implementa la retransmision
acelerada de mensajes puede comprender al menos un procesador informatico y al menos un medio de almacenamiento
dispuestos en comunicacion con el al menos un procesador informatico. El al menos un medio de almacenamiento puede
almacenar instrucciones de ordenador para hacer que el al menos un procesador de ordenador: mantenga, en dicho al
menos un medio de almacenamiento del sistema informatico, un diario maestro de mensajes secuenciados generados a
partir de una pluralidad de mensajes escritos por aplicaciones o procesos durante las operaciones del sistema informatico,
al menos un subconjunto de dichas aplicaciones o procesos que requieren acceso a dichos mensajes secuenciados para
funcionar correctamente; determine una demanda estimada de acceso a dichos mensajes secuenciados por dicho al
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menos un subconjunto de aplicaciones o procesos que pueden experimentar conmutaciones por error; genere, con base
en dicha demanda estimada, una o mas copias de diario y/o uno o mas segmentos de diario mediante la duplicacién del
contenido de dicho diario maestro, siendo cada copia de diario o segmento de diario accesible de forma independiente
por una sola aplicacion o proceso en un momento dado; y asigne dichas una o mas copias de diario y/o dichos uno o mas
segmentos de diario, a pedido, a algunos de dicho al menos un subconjunto de dichas aplicaciones o procesos que han
experimentado conmutaciones por error o una brecha en dichos mensajes secuenciados, de modo que multiples
aplicaciones o los procesos pueden acceder simultaneamente al contenido de dicho diario maestro, acelerando asi el
acceso a dichos mensajes secuenciados en dicho diario maestro por parte de dichas aplicaciones o procesos en su
recuperacion de dichas conmutaciones por error o dicha brecha en dichos mensajes secuenciados.

De acuerdo con otra ensefianza particular mas de la presente divulgacion, un medio legible por ordenador no transitorio
puede tener instrucciones de ordenador que, cuando se ejecutan, provocan que un sistema informatico implemente la
retransmision acelerada de mensajes. El medio legible por ordenador no transitorio puede comprender un cédigo para:
mantener, en un medio de almacenamiento del sistema informatico, un diario maestro de mensajes secuenciados
generados a partir de una pluralidad de mensajes escritos por aplicaciones o procesos durante las operaciones del sistema
informatico, al menos uno subconjunto de dichas aplicaciones o procesos que requieren acceso a dichos mensajes
secuenciados para funcionar correctamente; determinar una demanda estimada de acceso a dichos mensajes
secuenciados por dicho al menos un subconjunto de aplicaciones o procesos que pueden experimentar fallas; generar,
con base en dicha demanda estimada, una o mas copias de diario y/o uno o0 mas segmentos de diario mediante la
duplicacién del contenido de dicho diario maestro, siendo cada copia de diario o segmento de diario accesible de forma
independiente por una sola aplicaciéon o proceso en un momento dado; y asignar dichas una o mas copias de diario y/o
dichos uno o mas segmentos de diario, a pedido, a algunos de dicho al menos un subconjunto de dichas aplicaciones o
procesos que han experimentado conmutaciones por error o una brecha en dichos mensajes secuenciados, de modo que
multiples aplicaciones o los procesos pueden acceder simultaneamente al contenido de dicho diario maestro, acelerando
asi el acceso a dichos mensajes secuenciados en dicho diario maestro por parte de dichas aplicaciones o procesos en su
recuperacion de dichas conmutaciones por error o dicha brecha en dichos mensajes secuenciados.

Un efecto técnico de la presente divulgacion es acelerar el acceso y el consumo de un diario de mensajes secuenciados
por parte de aplicaciones o procesos, lo que a su vez acelera significativamente la recuperacion de aplicaciones o
procesos fallidos.

Otro efecto técnico de la presente divulgacion es el ajuste o control dinamico del acceso al diario por parte de multiples
aplicaciones o procesos, incluido el equilibrio de carga entre las copias/segmentos de diario en funcién de una demanda
estimada de acceso al diario.

Otros beneficios, ventajas o efectos técnicos pueden ser apreciados por los expertos en la técnica que lean la descripcion
del presente documento y/o practiquen una o mas ensefianzas de la presente descripcion.

Breve descripcién de los dibujos

Los apéndices, dibujos, figuras, imagenes, etc. adjuntos ilustran varios aspectos inventivos, ensefianzas y caracteristicas
ejemplares, no limitativos ("e.g." o "ejemplo(s)") de acuerdo con la presente divulgacion:

La FIGURA 1 muestra diagramas de bloques que ilustran ejemplos del MRM que proporciona gestion del registro de
mensajes de aplicacién de acuerdo con una ensefianza de la presente divulgacion.

La FIGURA 1A muestra un diagrama de flujo que ilustra un proceso ejemplar para la gestion del registro de mensajes
segun una ensefianza de la presente divulgacion;

La FIGURA 2 muestra un diagrama que ilustra ejemplos de cdmo proporcionar aplicaciones, a través de un componente
MRM, duplicados de diarios de mensajes completos para su recuperaciéon segun las ensefianzas de la presente
divulgacion;

La FIGURA 3 muestra un diagrama de grafico de datos que ilustra ejemplos de cémo proporcionar aplicaciones a través
de un flujo de componentes de MRM, diarios de mensajes segmentados para la recuperacion de acuerdo con las
ensefianzas de la presente divulgacion;

La FIGURA 4 muestra un diagrama de bloques que ilustra ejemplos de un controlador de MRM segun las ensefianzas de
la presente divulgacion;

Descripcion detallada de la invencion
Las ensefianzas de los Aparatos, Métodos y Sistemas del Mecanismo de Retransmisién de Mensajes (en lo sucesivo,

"MRM") pueden transformar las solicitudes de aplicaciones para diarios de mensajes, a través de componentes de MRM,
en acceso acelerado a flujos de mensajes segmentados.
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La FIGURA 1 muestra diagramas de bloques que ilustran ejemplos del MRM que proporciona gestién de registros de
mensajes de aplicacion a aplicaciones que necesitan acceso a diarios de mensajes. En algunas implementaciones, las
aplicaciones escriben mensajes en un diario a medida que realizan acciones y/o reaccionan a eventos externos durante
las operaciones normales del sistema. Por ejemplo, las aplicaciones pueden necesitar recibir y procesar mensajes que
provienen de partes externas, como, entre otros, mensajes relacionados con transacciones y mercados de valores. Por
ejemplo, las aplicaciones de software de un sistema de comercio electronico pueden intercambiar y procesar mensajes
con formato de intercambio de informacién financiera (FIX) tales como, entre otros, entrada, modificacién, cancelacion de
pedidos, etc., mensajes de comercio, informes de confirmacién de pedidos, datos de mercado mensajes y/o similares. En
algunas realizaciones, las aplicaciones pueden escribir en un diario para registrar sus actividades a medida que
intercambian mensajes con otras aplicaciones y/o terceros externos y procesan los mensajes y actuan sobre ellos. En
algunas realizaciones, puede ser necesario informar a las aplicaciones de las actividades de algunas o todas las demas
aplicaciones que se ejecutan durante el funcionamiento del sistema, y en algunas realizaciones puede ser necesario
acceder al diario de mensajes que puede contener los mensajes escritos por todas las aplicaciones. Por ejemplo, una
aplicacién 101 puede tener una brecha en su consumo de mensajes de diario y puede necesitar acceder al diario para
llenar la brecha. Por ejemplo, es posible que la aplicaciéon se haya bloqueado y/o perdido mensajes como resultado de
problemas de transmision (por ejemplo, en la capa de red, etc.), y es posible que deba recuperar los mensajes faltantes
del diario. En algunas realizaciones, también puede necesitar escribir sus propios mensajes en el diario.

En algunas implementaciones, una aplicacién 101 puede necesitar acceder al diario regularmente para volver a acceder
a los mensajes perdidos y llenar cualquier brecha en su consumo de mensajes de diario. En algunas implementaciones,
las solicitudes repetidas de una aplicacion a los mensajes de un diario pueden interferir con otras solicitudes de acceso al
mismo diario de otras aplicaciones 102. Por ejemplo, una solicitud de una aplicacién 101 puede competir con las
solicitudes de otras aplicaciones 102 y dar como resultado una cola de aplicaciones que esperan su turno para acceder
al diario, por ejemplo, 103. En algunas implementaciones, las aplicaciones en espera pueden estar tratando de recuperar
los mensajes perdidos y, mientras esperan que el diario esté disponible, pueden terminar retrasandose aun mas en su
recuperacion. Por ejemplo, otras aplicaciones pueden estar escribiendo en el diario mientras una aplicacién esta
esperando, lo que resulta en un mayor tiempo de recuperacion para la aplicacién en espera, ya que puede necesitar
acceder a los mensajes escritos en el diario cuando la aplicacion estaba en una cola, por ejemplo, 104. En algunas
implementaciones, esto puede crear una reaccion en cadena de aumento del tiempo de espera y recuperacion para las
aplicaciones en espera posteriores y puede resultar en un rendimiento degradado para las aplicaciones en espera y/o el
sistema en su conjunto.

En algunas implementaciones, el MRM puede proporcionar a las aplicaciones un acceso acelerado a los diarios a través
de la generaciéon de multiples copias duplicadas y la segmentacién del diario de mensajes completo, por ejemplo, 106.
Por ejemplo, el MRM puede poner a disposicion de las aplicaciones una serie de diarios que proporcionen a las
aplicaciones mas de una fuente para recuperarse. En estas realizaciones, el proceso de acceso a los diarios puede tener
una carga mas equilibrada porque puede haber mas colas, pero mas cortas.

Sin embargo, en algunas realizaciones, incluso las colas mas cortas pueden tener un tiempo de espera prolongado. Por
ejemplo, una aplicaciéon en recuperacion puede tener una gran cantidad de mensajes para ponerse al dia y, como tal,
puede llevar mucho tiempo en un diario, lo que provoca una gran demora para otras aplicaciones en la cola, sin importar
cuan corta sea la cola. En consecuencia, el MRM puede proporcionar ademas un cambio acelerado en un punto de acceso
al diario dividiendo el diario de mensajes completo en varios segmentos y aprovechando los segmentos para varias
aplicaciones simultaneamente. Por ejemplo, las aplicaciones pueden pasar de un diario segmentado a otro obteniendo
los mensajes relevantes que necesitan para la recuperacion, pero sin perder mucho tiempo en un diario y causar demoras
a otras aplicaciones que necesitan acceso a los diarios para la recuperacion.

Con referencia a la FIGURA 2, en algunas implementaciones, las aplicaciones 207 pueden escribir mensajes en un diario
201 mientras realizan acciones o reaccionan a eventos externos. En algunas implementaciones, las aplicaciones 208-209
pueden leer los mensajes de otras aplicaciones y mantenerse al tanto de todas las actividades durante las operaciones
del sistema. Por ejemplo, la aplicacion A puede escribir mensajes en las primeras tres filas del diario 201, y una aplicacién
B posterior puede leer estos mensajes, ya que también esta escribiendo sus propios mensajes en el siguiente lote de filas
disponibles en el diario (por ejemplo, las proximos tres filas). En algunas implementaciones, una aplicacién 210 puede
haber experimentado una brecha en su consumo de los mensajes registrados. Por ejemplo, la aplicaciéon puede haber
perdido mensajes como resultado de problemas de transmision en la capa de red y ahora puede necesitar un medio para
recuperar los mensajes perdidos, por ejemplo, 211. En algunas implementaciones, puede haber otras aplicaciones que
busquen acceso al diario para sus propias necesidades de recuperacion y se puede formar una cola si solo hay un diario,
o si la cantidad de copias de diarios disponibles no es suficiente para satisfacer las demandas de las aplicaciones en cola.
En algunas implementaciones, el MRM puede proporcionar copias duplicadas 202-204 del diario de mensajes completo
para permitir que las aplicaciones accedan rapidamente a los mensajes perdidos, por ejemplo, 213. Por ejemplo, si una
aplicacién determinada ocupa un diario, otras aplicaciones pueden recuperar mensajes perdidos de uno de los otros
diarios disponibles que pueden ser duplicados del primer diario, por ejemplo, 212.

En algunas implementaciones, incluso con varios diarios duplicados, se puede formar una cola si una aplicacion ocupa

un diario durante un periodo de tiempo prolongado. Por ejemplo, una aplicaciéon puede estar iniciando desde cero y/o
puede haber perdido una gran cantidad de mensajes. Por ejemplo, es posible que la aplicacidn se haya iniciado mas tarde
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en el dia y que deba ponerse al dia con todos los mensajes que ya se hayan procesado. En algunas implementaciones,
la aplicacion puede tardar mucho tiempo en recuperar y procesar todos los mensajes perdidos, ocupando un solo diario y
provocando una cola y una recuperacion retrasada para otras aplicaciones que pueden necesitar acceso al diario.

Con referencia a la FIGURA 3, en algunas realizaciones, las aplicaciones 307-309 pueden escribir mensajes en un diario
301 mientras realizan acciones o reaccionan a eventos externos, y también pueden necesitar mantenerse al dia con los
mensajes escritos por otras aplicaciones en el diario, como se describe en detalle arriba con referencia a la FIGURA 2.
En algunas realizaciones, una aplicacion que recupera mensajes perdidos puede ocupar el diario durante un tiempo
prolongado y competir con las solicitudes de otras aplicaciones para acceder al mismo diario. En algunas realizaciones,
el MRM puede proporcionar a las aplicaciones un acceso acelerado a los diarios a través de la segmentacién del diario
de mensajes completo y/o sus multiples copias duplicadas, por ejemplo, 311. Por ejemplo, el MRM puede dividir el diario
de mensajes completo en segmentos 302-304 y asignar segmentos especificos a diarios especificos para aprovechar los
segmentos de mensajes para varias aplicaciones simultaneamente, por ejemplo, 313.

En algunas realizaciones, una aplicacién desconectada 310 que busca recuperar mensajes perdidos puede obtener un
segmento del mensaje de diario completo de un segmento, antes de pasar al siguiente diario para obtener otro segmento
del mensaje completo original. En tales realizaciones, el tiempo que la aplicacién pasa en cada diario puede ser menor
que el que habria pasado obteniendo el mensaje completo de un solo diario. Por ejemplo, una vez que la aplicacion
desconectada obtiene el segmento de mensaje de un diario, puede pasar a otro diario, lo que permite que otras
aplicaciones accedan mas rapido a dicho diario. En algunas realizaciones, si la aplicacién desconectada aun tiene una
brecha en el mensaje, puede pasar a otros diarios que contienen los segmentos de mensajes relevantes y acceder a esos
mensajes desde estos diarios. En algunas realizaciones, el tiempo que cada aplicacion pasa en un diario determinado
puede ser limitado, lo que permite colas mas cortas y rapidas de aplicaciones que esperan acceder a los mensajes
almacenados en los diarios. Por ejemplo, con los diarios de mensajes segmentados, el tiempo que cada aplicacion dedica
a un diario determinado puede ser menor que el que hubiera dedicado a un diario con un mensaje completo y, como tal,
puede conducir a un llenado mas rapido de la brecha del mensaje para las aplicaciones que intentan recibir mensajes
perdidos. mensajes, por ejemplo, 312.

La FIGURA 1A muestra un diagrama de flujo que ilustra un proceso ejemplar para la gestion del registro de mensajes de
acuerdo con una realizacion de la presente invencién. El proceso ejemplar o sus variaciones pueden implementarse en
cualquier sistema informatico donde el orden o la secuencia en que ocurren los eventos es importante. Por ejemplo, el
sistema informatico puede ser un sistema de comercio electrénico, un sistema de venta basado en subastas o un sistema
de juegos. A modo de ilustracién, las realizaciones preferidas se describen en el contexto de un sistema de comercio
electrénico tal como uno implementado por una bolsa de valores.

En el paso 110, el sistema informatico puede mantener un diario maestro de mensajes secuenciados en su medio de
almacenamiento. Por ejemplo, en un sistema de comercio electronico para instrumentos financieros como acciones y
bonos, las aplicaciones de software centrales, como entradas de pedidos/puertas de acceso de negociacion FIX, motor
de comparacién, aplicaciones de datos de mercado, aplicaciones de datos de referencia y aplicaciones de integracién
post-negociacién pueden estar ejecutandose en uno o mas servidores informaticos simultaneamente, y todas las
aplicaciones se comunican a través de un bus de mensajeria central y, por lo tanto, generan una gran cantidad de
mensajes en un momento dado. Estos mensajes pueden incluir, entre otros, pedidos, intercambios, cotizaciones,
comunicacion entre aplicaciones, etc. Todos los mensajes no secuenciados se enrutan a través de un secuenciador que
los organiza en un flujo secuenciado de acuerdo con el orden en que fueron procesados/secuenciados. Como resultado,
el secuenciador continlia generando un registro determinista de alta fidelidad (también conocido como el "diario") de todos
los mensajes en el orden correcto.

Luego, el diario se vuelve a publicar o se pone a disposicion de los componentes del sistema comercial que, para realizar
sus respectivas funciones, necesitan acceso a los mensajes secuenciados. Si uno de los componentes (por ejemplo, una
aplicacion o proceso, denominado en lo sucesivo simplemente "aplicacion") tiene que recuperarse de una conmutacion
por error, debe ponerse al dia con la secuencia cada vez mayor de mensajes, accediendo al diario de mensajes, a fin de
para volver a su estado de funcionamiento previsto. Por ejemplo, un bloqueo de solo 10 segundos podria hacer que una
aplicacién pierda varios millones de mensajes, tiene que ponerse al dia con esos millones de mensajes antes de que
pueda volver a funcionar. Por lo tanto, el diario de mensajes es fundamental para la recuperacion y la redundancia del
sistema. El diario de mensajes también ayuda a un intercambio a cumplir con sus requisitos de libros y registros.

Sin embargo, si una cantidad significativa de aplicaciones ha fallado, por ejemplo, durante la falla del hardware de un
servidor que admite varias aplicaciones, la demanda de acceso al diario de mensajes aumentaria, especialmente durante
las horas de mayor actividad comercial. Con tantas aplicaciones que desean ponerse al dia con el flujo de mensajes,
tienen que esperar en una cola: si una aplicacién esta "en el pozo" leyendo el diario, otra tiene que esperar en la cola
detras de ella. Mientras esperan ponerse al dia, la cantidad de mensajes registrados sigue creciendo, lo que hace que
esas aplicaciones (que intentan recuperarse rapidamente) se retrasen ain mas.

En consecuencia, es deseable estimar (en el Paso 112) la demanda de acceso al diario de mensajes por parte de las

aplicaciones fallidas. Se puede predecir o pronosticar, en funciéon del rendimiento actual y/o pasado del sistema
informatico, qué componente(s) de hardware y/o software podria(n) experimentar una falla y cuales o cuantas aplicaciones
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podrian verse afectadas por la falla. Se pueden considerar varios factores para determinar la demanda estimada de
acceso al diario, incluidos, entre otros, fallas de software conocidas o potenciales, fallas de hardware conocidas o
potenciales, la cantidad de aplicaciones o procesos afectados por una falla de software o hardware, la velocidad a el cual
una aplicacién o proceso accede a mensajes en el diario, una copia del diario o un segmento del diario, el tiempo de
recuperacion deseado para una aplicacion o proceso fallido (por ejemplo, carga de trabajo del sistema informatico (que
puede variar segun la hora del dia o el dia de la semana, por ejemplo).

Con base en la demanda estimada, el sistema informatico puede configurarse para generar una o mas copias de diario
(en el Paso 114) duplicando el contenido del diario maestro y/o generar uno o0 mas segmentos de diario (en el Paso 116)
duplicando el contenido del diario maestro. De acuerdo con las realizaciones de la presente invencién, los segmentos de
diario pueden generarse directamente desde la copia maestra (o "copia dorada") del diario de mensajes o desde una de
las copias de diario creadas en el Paso 114. La generacién de copias de diario y/o segmentos de diario puede lograrse
con un médulo de software o hardware dedicado tal como un repetidor.

A continuacién, en el paso 118, las copias de diario y/o los segmentos de diario pueden asignarse a aplicaciones fallidas
para acelerar su recuperacion. La asignacion podria lograrse de varias maneras. Por ejemplo, las copias o los segmentos
de diario pueden preasignarse a las aplicaciones fallidas o las aplicaciones a las copias/segmentos de diario.
Alternativamente (y mas preferiblemente), una aplicacion puede simplemente solicitar acceso a una porcion especifica
del contenido del diario y esperar hasta que encuentre una copia/segmento de diario desocupado, muy parecido a algunas
lineas de pago de supermercados donde los clientes forman una sola cola servida colectivamente por multiples cajeros y
la primera persona en la fila se dirige al cajero que queda disponible a continuacién. Preferiblemente, el numero de
copias/segmentos de diario es lo suficientemente grande como para acomodar el nimero total de solicitudes fallidas, de
modo que ninguna de las solicitudes tenga que esperar en una larga cola para recibir su turno. De acuerdo con una
realizacion, las copias/segmentos de diario pueden ser suficientes para permitir el acceso inmediato de cada una de las
aplicaciones fallidas o para ser asignados a colas con no mas de 2-3 aplicaciones en cada cola.

Para un ejemplo mas especifico, si se elige un microsegundo (es decir, 1000 nanosegundos) como el tiempo maximo de
recuperacion y se estima que 10 aplicaciones fallidas tienen que recuperarse para ponerse al dia con el diario, entonces,
en promedio, no deberia tomar mas de 100 nanosegundos para que cada aplicacion complete su acceso al diario. La
cantidad de tiempo que tarda una aplicacién en acceder a un mensaje puede calcularse o estimarse en funcion de (un) el
tamafio de los mensajes en términos de X bits y/o bytes y (b) la cantidad de nanosegundos que tomaria procesar X bits o
bytes. EI nUmero maximo de mensajes que podrian procesarse en 100 nanosegundos puede calcularse como una
limitacién en el tamario de los segmentos de diario.

Puede haber varias opciones disponibles para configurar el nimero de copias de diario o segmentos de diario. Por
ejemplo, en lugar de tener una sola cola con 10 aplicaciones donde solo la primera aplicacion podria acceder al diario, el
contenido del diario se puede replicar en una copia del diario para que se puedan asignar 2 copias del mismo diario a las
10 aplicaciones-2 colas con 5 aplicaciones por cola. Mejor aun, 5 copias del mismo diario podrian estar disponibles para
las 10 aplicaciones: 5 colas con 2 aplicaciones por cola, lo que permite que 5 aplicaciones accedan a los diarios. Como
resultado, el tiempo de recuperacion de las 10 aplicaciones puede acortarse significativamente.

Alternativamente, en la medida en que las 10 aplicaciones necesiten acceder a diferentes partes del diario de mensajes,
una o mas copias de diario pueden dividirse en segmentos de diario donde cada segmento contiene un subconjunto del
diario de mensajes que tiene un flujo mas corto de mensajes secuenciados. Por ejemplo, con las 10 solicitudes fallidas,
se pueden crear 3 copias de diario y una de las copias de diario se puede dividir en tres segmentos de diario. En
consecuencia, se pueden formar 5 colas con 2 aplicaciones en cada cola, donde dos colas de aplicaciones acceden a dos
de las copias completas del diario mientras que tres colas acceden a los tres segmentos de diario. En cualquier enfoque
(con o sin segmentos de diario), se puede aplicar un equilibrio de carga adicional a las colas de aplicaciones, por ejemplo,
para ajustar sus asignaciones respectivas de las copias de diario y/o segmentos de diario.

Después de que las copias de diario y/o los segmentos de diario hayan sido generados y asignados a las aplicaciones
(por ejemplo, ya sea preasignados a las aplicaciones o asignados a pedido), el sistema informatico continia acumulando
mas mensajes en la secuencia registrada. Por lo tanto, mientras que la "copia dorada" del diario de mensajes se actualiza
constantemente con los ultimos mensajes secuenciados.

Sin embargo, el contenido de las copias/segmentos de diario creados anteriormente puede quedar desactualizado e
incompleto.

En el caso de multiples copias de diario completas, cada copia de diario puede continuar leyendo el flujo secuenciado,
agregando a su propio diario, y puede hacerlo sin preocuparse por perder la sincronizacion con otras copias de diario
porque el flujo esta secuenciado y, por lo tanto, es determinista, todos los diarios tienen todos los mensajes en el mismo
orden segun sus numeros de secuencia. Si se pierde algun mensaje, se volvera a solicitar una copia del diario desde otra
copia del diario para reponer los mensajes faltantes. Una vez que se completan los mensajes, vuelve a comenzar la lectura
de la secuencia en tiempo real.

En el caso de los diarios segmentados, cada segmento de diario, una vez completado, se volvera estatico y solo estara
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activo el siguiente segmento de creacion/construccion activa. Por ejemplo, si cada segmento contiene 10 mensajes y se
han escrito 35 mensajes en la secuencia, tendra 3 segmentos completos y estaticos, y un segmento de creacién activa
con 5 de sus 10 mensajes llenos. Si lee con éxito los 5 mensajes restantes, se vuelve estatico y comienza un quinto
segmento. Si pierde algun mensaje, digamos que perdié el mensaje numero 8, volvera a solicitar el mensaje numero 8y,
una vez que lo reciba, continte con los mensajes numero 9 y numero 10. Puede haber condiciones de carrera en las que,
mientras se vuelve a solicitar el nimero 8, el numero 9 se secuencia y también se pierde el niumero 9, por lo que debe
volver a solicitar el nimero 9. Eventualmente, corre para ponerse al dia y vuelve a hacer la transicién a la transmision en
tiempo real.

Por lo tanto, la Unica forma en que una copia de diario completa o un segmento de diario se vuelve incompleto es
tipicamente cuando pierde un mensaje, que debe volver a solicitar. En el caso de segmentos de diario, el registro de diario
agregado completo puede estar incompleto si el segmento de creacion activa mas reciente tiene mensajes perdidos y
esta incompleto.

En el Paso 120, para que las copias/segmentos de diario se pongan al dia con el diario de mensajes en constante
crecimiento, el contenido de al menos una de las copias/segmentos de diario puede actualizarse o sincronizarse con el
contenido del diario maestro (es decir, la copia dorada) o el contenido de otra copia/segmento de diario (mas actualizado).

Las copias de diario (no segmentadas) pueden actualizarse dinamicamente en tiempo real y, por lo tanto, crecer
continuamente en longitud. Para segmentos de diario, si la cantidad de mensajes se limita a 1000 por segmento de diario,
se iniciaran nuevos segmentos con cada mensaje numero 1001-ésimo y se actualizaran dinamicamente hasta el mensaje
numero 1000-ésimo. Si una aplicacion necesita volver a solicitar desde un segmento de diario que se est4 actualizando
dindmicamente, solo debera solicitar hasta el nimero de secuencia de mensaje mas reciente antes de que se "ponga al
dia" y pueda comenzar a leer desde la transmision al mismo tiempo que el segmento de diario.

De acuerdo con algunas realizaciones de la presente invencion, las copias de diario y/o los segmentos de diario pueden
organizarse en una jerarquia de multiples niveles y una copia/segmento de diario puede ser capaz de ponerse al dia con
otra copia/segmento de diario. Por ejemplo, las copias/segmentos de diario pueden designarse como Nivel 1, Nivel 2,
Nivel 3, etc. Una copia/segmento de diario de Nivel 1 siempre estad actualizada con la "copia dorada" y solo las
copias/segmentos de diario de Nivel 2 y/o Nivel 3 pueden acceder a ella cuando tienen que ponerse al dia. Una
copia/segmento de diario de Nivel 2 solo puede ponerse al dia con otras copias/segmentos de diario de Nivel 2 y, si es
necesario, con una copia/segmento de diario de Nivel 1; una copia/segmento de diario de nivel 3 solo puede ponerse al
dia con otras copias/segmentos de diario de nivel 3 y, si es necesario, con una copia/segmento de diario de nivel 2 o de
nivel 1.

Controlador de MRM

La FIGURA 4 muestra un diagrama de bloques que ilustra ejemplos de un controlador de MRM 401. En esta realizacion,
el controlador de MRM 401 puede servir para agregar, procesar, almacenar, buscar, servir, identificar, instruir, generar,
emparejar y/o facilitar interacciones con un ordenador a través de diversas tecnologias y/u otros datos relacionados.

Los usuarios, por ejemplo, 433a, que pueden ser personas y/u otros sistemas, pueden utilizar sistemas de tecnologia de
la informacioén (por ejemplo, ordenadores) para facilitar el procesamiento de la informacion. A su vez, los ordenadores
emplean procesadores para procesar la informacion; dichos procesadores 403 pueden denominarse unidades centrales
de procesamiento (CPU). Una forma de procesador se conoce como microprocesador. Las CPU usan circuitos
comunicativos para pasar sefales codificadas binarias que actian como instrucciones para permitir varias operaciones.
Estas instrucciones pueden ser instrucciones operativas y/o de datos que contengan y/o hagan referencia a otras
instrucciones y datos en varias areas accesibles y operables del procesador de la memoria 429 (por ejemplo, registros,
memoria caché, memoria de acceso aleatorio, etc.). Dichas instrucciones comunicativas pueden almacenarse y/o
transmitirse en lotes (por ejemplo, lotes de instrucciones) como programas y/o componentes de datos para facilitar las
operaciones deseadas. Estos cddigos de instrucciones almacenados, por ejemplo, programas, pueden activar los
componentes del circuito de la CPU y otros componentes de la placa base y/o del sistema para realizar las operaciones
deseadas. Un tipo de programa es un sistema operativo de ordenador, que puede ser ejecutado por la CPU en un
ordenador; el sistema operativo habilita y facilita a los usuarios acceder y operar recursos y tecnologia de la informacién
informatica. Algunos recursos que pueden emplearse en los sistemas de tecnologia de la informacion incluyen:
mecanismos de entrada y salida a través de los cuales los datos pueden entrar y salir de un ordenador; almacenamiento
de memoria en el que se pueden guardar datos; y procesadores por los cuales la informacién puede ser procesada. Estos
sistemas de tecnologia de la informacién pueden usarse para recopilar datos para su posterior recuperacion, analisis y
manipulacion, lo que puede facilitarse a través de un programa de base de datos. Estos sistemas de tecnologia de la
informacién proporcionan interfaces que permiten a los usuarios acceder y operar varios componentes del sistema.

En una realizacion, el controlador de MRM 401 puede conectarse y/o comunicarse con entidades tales como, entre otras:
uno o mas usuarios de dispositivos de entrada de usuario 411; dispositivos periféricos 412; un dispositivo procesador
criptogréfico opcional 428; y/o una red de comunicaciones 413. Por ejemplo, el controlador de MRM 401 puede estar
conectado y/o comunicarse con los usuarios, por ejemplo, 433a, operar dispositivo(s) de cliente, por ejemplo, 433b,
incluyendo, pero sin limitarse a, ordenador(es) personal(es), servidor(es) y/o varios dispositivos moviles, incluidos, entre
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otros, teléfonos celulares, teléfonos inteligentes (por ejemplo, iPhone®, Blackberry®, teléfonos con sistema operativo
Android, etc.), tabletas (por ejemplo, Apple iPad™, HP Slate™, Motorola Xoom™, etc.), lectores de libros electronicos
(por ejemplo, Amazon Kindle™, Barnes and Noble's Nook™ eReader, etc.), ordenador(es) portatil(es), notebook(s),
netbook(s), consola(s) de juegos (por ejemplo, XBOX Live™, Nintendo® DS, Sony PlayStation® Portable, etc.),
escaner(es) portatil(es) y/o similares.

Comunmente se piensa que las redes comprenden la interconexion e interoperacion de clientes, servidores y nodos
intermediarios en una topologia grafica. Cabe sefalar que el término "servidor", como se usa en esta solicitud, se refiere
generalmente a un ordenador, otro dispositivo, programa o combinacion de los mismos que procesa y responde a las
solicitudes de usuarios remotos a través de una red de comunicaciones. Los servidores sirven su informacién a los
"clientes" que la solicitan. El término "cliente", tal como se usa en este documento, se refiere generalmente a un ordenador,
programa, otro dispositivo, usuario y/o combinacion de los mismos que es capaz de procesar y realizar solicitudes y
obtener y procesar cualquier respuesta de los servidores a través de una red de comunicaciones. Un ordenador, otro
dispositivo, programa o combinacién de los mismos que facilita, procesa informacion y solicitudes, y/o promueve el paso
de informacion de un usuario de origen a un usuario de destino se denomina comunmente "nodo". En general, se cree
que las redes facilitan la transferencia de informacién desde los puntos de origen a los destinos. Un nodo encargado
especificamente de promover el paso de informacion desde un origen a un destino se denomina comiunmente "enrutador”.
Existen muchas formas de redes, como redes de area local (LAN), redes Pico, redes de area amplia (WAN), redes
inalambricas (WLAN), etc. Por ejemplo, Internet se acepta generalmente como una interconexion de una multitud de redes
mediante el cual los clientes y servidores remotos pueden acceder e interoperar entre si.

El controlador de MRM 401 puede basarse en sistemas informaticos que pueden comprender, entre otros, componentes
tales como: una sistematizacion informética 402 conectada a la memoria 429.

Sistematizacion Informatica

Una sistematizacion informatica 402 puede comprender un reloj 430, una unidad central de procesamiento ("CPU(s)" y/o
"procesador(es)" (estos términos se usan indistintamente a lo largo de la divulgacion a menos que se indique lo contrario))
403, una memoria 429 (por ejemplo, una memoria de solo lectura (ROM) 406, una memoria de acceso aleatorio (RAM)
405, etc.), y/o un bus de interfaz 407, y con mayor frecuencia, aunque no necesariamente, todos estan interconectados
y/o se comunican a través de un bus de sistema 404 en una o mas placas base (madre) 402 que tienen rutas de circuito
conductoras y/o de transporte a través de las cuales pueden viajar instrucciones (por ejemplo, sefiales codificadas en
binario) para efectuar comunicaciones, operaciones, almacenamiento, etc. La sistematizaciéon informatica puede estar
conectada a una fuente de alimentacién 486; por ejemplo, opcionalmente la fuente de alimentacién puede ser interna.
Opcionalmente, un procesador criptografico 426 y/o transceptores (por ejemplo, circuitos integrados, IC) 474 pueden
conectarse al bus del sistema. En otra realizacion, el procesador criptogréfico y/o los transceptores pueden conectarse
como dispositivos periféricos internos y/o externos 412 a través del bus de interfaz de entrada/salida (E/S, I/0). A su vez,
los transceptores pueden conectarse a la(s) antena(s) 475, efectuando asi la transmisidn y recepcién inaldmbrica de varios
protocolos de comunicacion y/o sensor; por ejemplo, la(s) antena(s) puede(n) conectarse a: un chip transceptor WiLink
WL1283 de Texas Instruments (por ejemplo, proporcionando 802.11n, Bluetooth 3.0, FM, sistema de posicionamiento
global (GPS) (permitiendo asi que el controlador de MRM determine su ubicacion)); Chip transceptor Broadcom
BCM4329FKUBG (por ejemplo, proporciona 802.11n, Bluetooth 2.1 EDR, FM, etc.), BCM28150 (HSPA) y BCM2076
(Bluetooth 4.0, GPS, etc.); un chip receptor Broadcom BCM47501UB8 (por ejemplo, GPS); un Infineon Technologies X-
Gold 618-PMB9800 (por ejemplo., que proporciona comunicaciones 2G/3G HSDPA/HSUPA); XMM 7160 de Intel (LTE y
DC-HSPA), CDMA de Qualcom (2000), médem de estacidén/datos moviles, Snapdragon; y/o similares. El reloj del sistema
puede tener un oscilador de cristal y genera una sefial base a través de las vias del circuito de sistematizacion del
ordenador. El reloj puede estar acoplado al bus del sistema y varios multiplicadores de reloj que aumentaran o disminuiran
la frecuencia operativa base para otros componentes interconectados en la sistematizacion informatica. El reloj y varios
componentes en una sistematizacién informatica manejan sefiales que incorporan informacioén en todo el sistema. Dicha
transmision y recepcion de instrucciones que incorporan informacién a través de una sistematizacion informatica puede
denominarse comunicaciones. Estas instrucciones comunicativas pueden ademas transmitirse, recibirse y pueden
comprender comunicaciones de retorno y/o respuesta mas alla de la sistematizacion informatica instantanea a: redes de
comunicaciones, dispositivos de entrada, otras sistematizaciones informaticas, dispositivos periféricos y/o similares. Debe
entenderse que, en realizaciones alternativas, cualquiera de los componentes anteriores puede conectarse directamente
entre si, conectarse a la CPU y/u organizarse en numerosas variaciones empleadas, como lo ejemplifican varios sistemas
informaticos.

La CPU comprende al menos un procesador de datos de alta velocidad adecuado para ejecutar componentes de programa
para ejecutar solicitudes generadas por el usuario y/o el sistema. A menudo, los propios procesadores incorporaran varias
unidades de procesamiento especializadas, tales como, entre otras: unidades de coma/punto flotante, unidades de
procesamiento de enteros, controladores de sistemas integrados (bus), unidades de operaciones logicas, unidades de
control de gestion de memoria, etc., e incluso subunidades de procesamiento como unidades de procesamiento de
graficos, unidades de procesamiento de senales digitales y/o similares. Ademas, los procesadores pueden incluir una
memoria interna direccionable de acceso rapido y ser capaces de mapear y direccionar la memoria 429 mas alla del propio
procesador; la memoria interna puede incluir, entre otros: registros rapidos, varios niveles de memoria caché (por ejemplo,
nivel 1, 2, 3, etc.), RAM, etc. El procesador puede acceder a esta memoria mediante el uso de un espacio de direccion de
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memoria al que se puede acceder a través de la direccion de instruccion, que el procesador puede construir y decodificar,
lo que le permite acceder a una ruta de circuito a un espacio de direccion de memoria especifico que tiene un estado/valor
de memoria. La CPU puede ser un microprocesador como: Athlon, Duron y/o Opteron de AMD; Procesadores clasicos
(por ejemplo, ARM7/9/11), integrados (Cortex-M/R), de aplicacion (Cortex-A) y seguros de ARM; DragonBall de Motorola
y/o PowerPC de IBM; el procesador Cell de IBM y Sony; Intel Atom, Celeron (mdévil), Core (2/Duo/i3/i5/i7), ltanium,
Pentium, Xeon y/o XScale; y/o procesador(es) similar(es). La CPU interactia con la memoria a través de instrucciones
que pasan a través de conductos conductores y/o de transporte (por ejemplo, circuitos 6pticos y/o electrénicos (impresos))
para ejecutar instrucciones almacenadas (es decir, cddigo de programa). Tal paso de instrucciones facilita la comunicacion
dentro del controlador de MRM y mas alla a través de varias interfaces. En caso de que los requisitos de procesamiento
dicten una mayor cantidad de velocidad y/o capacidad, se pueden emplear arquitecturas de procesadores distribuidos
(por ejemplo, Distributed MRM), mainframe, multinucleo, paralelo y/o de superordenadores. Alternativamente, si los
requisitos de implementacion exigen una mayor portabilidad, se pueden emplear dispositivos méviles mas pequefios (por
ejemplo, teléfonos inteligentes, asistentes personales digitales (PDA), etc.).

Dependiendo de la implementacién particular, las caracteristicas del MRM pueden lograrse implementando un
microcontrolador como el microcontrolador R8051XC2 de CAST; MCS 51 de Intel (es decir, microcontrolador 8051); y/o
similares. Ademas, para implementar ciertas funciones del MRM, algunas implementaciones de funciones pueden basarse
en componentes integrados, como: Circuito integrado de aplicacion especifica ("ASIC"), procesamiento de sefiales
digitales ("DSP"), arreglo de compuertas programable en campo ("FPGA") y/o tecnologia integrada similar. Por ejemplo,
cualquiera de la coleccion de componentes de MRM (distribuidos o no, por ejemplo, IMAS 341, etc.) y/o funciones pueden
implementarse mediante el microprocesador y/o mediante componentes integrados; por ejemplo, a través de ASIC,
coprocesador, DSP, FPGA y/o similares. Alternativamente, algunas implementaciones del MRM pueden implementarse
con componentes incorporados que se configuran y utilizan para lograr una variedad de caracteristicas o procesamiento
de sefales.

Dependiendo de la implementacion particular, los componentes incorporados pueden incluir soluciones de software,
soluciones de hardware y/o alguna combinacion de ambas soluciones de hardware/software. Por ejemplo, las
caracteristicas de MRM discutidas aqui pueden lograrse mediante la implementacion de FPGA, que son dispositivos
semiconductores que contienen componentes l6gicos programables llamados "bloques légicos" e interconexiones
programables, como la serie FPGA Virtex de alto rendimiento y/o la serie Spartan de bajo costo fabricada por Xilinx. El
cliente o el disefiador puede programar los bloques logicos y las interconexiones, después de fabricar la FPGA, para
implementar cualquiera de las caracteristicas de MRM. Una jerarquia de interconexiones programables permite que los
bloques légicos se interconecten segun lo necesite el disefiador/administrador del sistema MRM, algo asi como una placa
de prueba programable de un chip. Los bloques légicos de una FPGA se pueden programar para realizar la operacion de
puertas légicas basicas como AND y XOR, u operadores combinacionales mas complejos como decodificadores u
operaciones matematicas simples. En la mayoria de los FPGA, los bloques logicos también incluyen elementos de
memoria, que pueden ser circuitos biestables o bloques de memoria mas completos. En algunas circunstancias, el MRM
puede desarrollarse en FPGA normales y luego migrarse a una version fija que se parece mas a las implementaciones de
ASIC. Las implementaciones alternativas o coordinadas pueden migrar las funciones del controlador de MRM a un ASIC
final en lugar de o ademas de los FPGA. Dependiendo de la implementacioén, todos los componentes integrados y
microprocesadores antes mencionados pueden considerarse la "CPU" y/o el "procesador" para el MRM.

Fuente de alimentacion

La fuente de alimentacion 486 puede ser de cualquier forma estandar para alimentar pequefios dispositivos de placa de
circuito electrénico tales como las siguientes celdas de energia: alcalina, hidruro de litio, iones de litio, polimero de litio,
niquel cadmio, celdas solares y/o similares. También se pueden utilizar otros tipos de fuentes de alimentaciéon de CA o
CC. En el caso de las celdas solares, en una realizacion, la carcasa proporciona una abertura a través de la cual la celda
solar puede capturar energia fotdnica. La celda de energia 486 esta conectada a al menos uno de los componentes
subsiguientes interconectados del MRM proporcionando asi una corriente eléctrica a todos los componentes
interconectados. En un ejemplo, la fuente de alimentacion 486 esta conectada al componente de bus del sistema 404. En
una realizacion alternativa, se proporciona una fuente de alimentacion externa 486 a través de una conexion a través de
la interfaz E/S 408. Por ejemplo, una conexién USB y/o IEEE 1394 transporta datos y energia a través de la conexion vy,
por lo tanto, es una fuente de energia adecuada.

Adaptadores de interfaz

Los buses de interfaz 407 pueden aceptar, conectarse y/o comunicarse con varios adaptadores de interfaz, con frecuencia,
aunque no necesariamente en forma de tarjetas adaptadoras, tales como, entre otros: interfaces de entrada y salida (E/S)
408, interfaces de almacenamiento 409, interfaces de red 410 y/o similares. Opcionalmente, las interfaces de procesador
criptografico 427 pueden conectarse de manera similar al bus de interfaz. El bus de interfaz proporciona la comunicacién
de los adaptadores de interfaz entre si, asi como con otros componentes de la sistematizacion informatica. Los
adaptadores de interfaz estan adaptados para un bus de interfaz compatible. Los adaptadores de interfaz pueden
conectarse al bus de interfaz a través de una arquitectura de expansion y/o ranura. Se pueden emplear varias arquitecturas
de expansioén y/o ranuras, tales como, entre otras: Puerto de graficos acelerado (AGP), Bus de tarjeta, ExpressCard,
Arquitectura estandar de la industria (extendida) ((E)ISA), Arquitectura de microcanal (MCA), NuBus, Interconexion de
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componentes periféricos (extendida) (PCI(X)), PCl Express, Asociacion Internacional de Tarjetas de Memoria para
Ordenadores Personales (PCMCIA), Thunderbolt y/o similares.

Las interfaces de almacenamiento 409 pueden aceptar, comunicarse y/o conectarse a una serie de dispositivos de
almacenamiento tales como, entre otros: dispositivos de almacenamiento 414, dispositivos de disco extraibles y/o
similares. Las interfaces de almacenamiento pueden emplear protocolos de conexion como, entre otros: (Ultra) (Serie)
Accesorio de tecnologia avanzada (interfaz de paquetes) ((Ultra) (Serie) ATA(PI)), Electrénica de unidad integrada
(mejorada) ((E)IDE), Instituto de ingenieros eléctricos y electrénicos (IEEE) 1394, Ethernet, canal de fibra, interfaz de
sistemas informaticos pequefios (SCSI), Thunderbolt, bus de serie universal (USB) y/o similares.

Las interfaces de red 410 pueden aceptar, comunicarse y/o conectarse a una red de comunicaciones 413. A través de
una red de comunicaciones 413, los usuarios 433a pueden acceder al controlador de MRM a través de clientes remotos
433b (por ejemplo, ordenadores con navegadores web). Las interfaces de red pueden emplear protocolos de conexion
como, entre otros: conexion directa, Ethernet (grueso, delgado, par trenzado 10/100/1000 Base T y/o similar), Token Ring,
conexion inalambrica como |IEEE 802.11a-x , y/o similares. Si los requisitos de procesamiento dictan una mayor cantidad
de velocidad y/o capacidad, las arquitecturas de controlador de red distribuida (por ejemplo, Distributed 4) pueden
emplearse de manera similar para agrupar, equilibrar la carga y/o aumentar el ancho de banda comunicativo requerido
por el controlador de MRM. Una red de comunicaciones puede ser cualquiera y/o la combinacién de las siguientes: una
interconexion directa; la Internet; una red de area local (LAN); una Red de Area Metropolitana (MAN); una Misién Operativa
como Nodos en Internet (OMNI); una conexion personalizada segura; una red de area amplia (WAN); una red inalambrica
(por ejemplo, que emplea protocolos tales como, entre otros, un Protocolo de aplicacion inaldmbrica (WAP), modo | y/o
similares); y/o similares. Una interfaz de red puede considerarse como una forma especializada de una interfaz de entrada
y salida. Ademas, se pueden usar multiples interfaces de red 410 para interactuar con varios tipos de redes de
comunicaciones 413. Por ejemplo, pueden emplearse multiples interfaces de red para permitir la comunicacién a través
de redes de difusion, multidifusién y/o unidifusion.

Las interfaces de entrada y salida (E/S) 408 pueden aceptar, comunicarse y/o conectarse a dispositivos de entrada de
usuario 411, dispositivos periféricos 412, dispositivos de procesador criptogréfico 428 y/o similares. Las E/S pueden
emplear protocolos de conexion como, entre otros: datos de audio: analégico, digital, monoaural, RCA, estéreo y/o
similares: Apple Desktop Bus (ADB), Bluetooth, IEEE 1394a-b, serie, bus de serie universal (USB); infrarrojo; palanca de
mando; teclado; medio; dptico; PC AT; PS/2; paralelos; radio; interfaz de video: Apple Desktop Connector (ADC), BNC,
coaxial, componente, compuesto, digital, Display-Port, interfaz visual digital (DVI), interfaz multimedia de alta definicién
(HDMI), RCA, antenas RF, S-Video, VGA y/ o similar; transceptores inalambricos: 802.11a/b/g/n/x; Bluetooth; celular (por
ejemplo, acceso multiple por division de codigo (CDMA), acceso a paquetes de alta velocidad (HSPA(+)), acceso a
paquetes de enlace descendente de alta velocidad (HSDPA), sistema global para comunicaciones moéviles (GSM),
evolucion a largo plazo (LTE), WiMax, etc.); y/o similares. Un dispositivo de salida puede ser una pantalla de video, que
puede tomar la forma de un tubo de rayos catédicos (CRT), pantalla de cristal liquido (LCD), diodo emisor de luz (LED),
diodo emisor de luz organico (OLED), plasma y/o el monitor similar con una interfaz (por ejemplo, VGA, circuito y cable
DVI) que acepta sefiales de una interfaz de video. La interfaz de video compone informaciéon generada por una
sistematizacién informatica y genera sefales de video basadas en la informaciéon compuesta en un marco de memoria de
video. Otro dispositivo de salida es un televisor, que acepta sefiales de una interfaz de video. A menudo, la interfaz de
video proporciona la informacion de video compuesta a través de una interfaz de conexion de video que acepta una
interfaz de pantalla de video (por ejemplo, un conector de video compuesto RCA que acepta un cable de video compuesto
RCA; un conector DVI que acepta un cable de pantalla DVI, HDMI, etc.) .

Los dispositivos de entrada de usuario 411 a menudo son un tipo de dispositivo periférico 412 (ver a continuacion) y
pueden incluir: lectores de tarjetas, dongles, lectores de huellas digitales, guantes, tabletas gréficas, palancas de mando,
teclados, micréfonos, raton (ratones), controles remotos, lectores de retina, pantallas tactiles (por ejemplo, capacitivas,
resistivas, etc.), bolas de seguimiento, paneles de seguimiento, sensores (por ejemplo, acelerémetros, de luz ambiental,
GPS, giroscopios, de proximidad, etc.), lapices opticos y/o similares.

Los dispositivos periféricos 412 pueden conectarse y/o comunicarse con E/S y/u otras instalaciones similares, como
interfaces de red, interfaces de almacenamiento, directamente al bus de interfaz, bus del sistema, la CPU y/o similares.
Los dispositivos periféricos pueden ser externos, internos y/o parte del controlador de MRM. Los dispositivos periféricos
pueden incluir: antenas, dispositivos de audio (por ejemplos, entrada de linea, salida de linea, entrada de microfono,
parlantes, etc.), cdmaras (por ejemplos, fijas, de video, camara web, etc.), dongles (por ejemplos, para proteccion contra
copia, lo que garantiza transacciones seguras con una firma digital y/o similares), procesadores externos (para
capacidades adicionales; por ejemplo, dispositivos criptograficos 428), dispositivos de retroalimentacion forzada (por
ejemplo, motores vibratorios), dispositivos de comunicacion de campo cercano (NFC), dispositivos de interfaces de red,
impresoras, identificadores de radiofrecuencia (RFID), escaneres, dispositivos de almacenamiento, transceptores (por
ejemplos, celular, GPS, etc.), dispositivos de video (por ejemplos, gafas, monitores, etc.), fuentes de video, visores y/o
similares. Los dispositivos periféricos a menudo incluyen tipos de dispositivos de entrada (por ejemplo, micréfonos,
camaras, etc.).

Cabe sefialar que, aunque se pueden emplear dispositivos de entrada de usuario y dispositivos periféricos, el controlador
de MRM puede incorporarse como un dispositivo integrado, dedicado y/o sin monitor (es decir, sin cabezal), donde el
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acceso se proporcionaria a través de una conexion de interfaz de red.

Las unidades criptograficas tales como, pero no limitadas a, microcontroladores, procesadores 426, interfaces 427 y/o
dispositivos 428 pueden conectarse y/o comunicarse con el controlador de MRM. Un microcontrolador MC68HC16,
fabricado por Motorola Inc., puede usarse para y/o dentro de unidades criptogréaficas. EI microcontrolador MC68HC16
utiliza una instruccion de multiplicacion y acumulacion de 16 bits en la configuracion de 16 MHz y requiere menos de un
segundo para realizar una operacion de clave privada RSA de 512 bits. Las unidades criptograficas admiten la
autenticacion de las comunicaciones de los agentes que interactian, ademas de permitir transacciones anonimas. Las
unidades criptograficas también se pueden configurar como parte de la CPU. También pueden usarse microcontroladores
y/o procesadores equivalentes. Otros procesadores criptograficos especializados disponibles comercialmente incluyen:
CryptoNetX de Broadcom y otros procesadores de seguridad; nShield de nCipher (por ejemplo, Solo, Connect, etc.), serie
Luna PCI de SafeNet (por ejemplo, 7100); Roadrunner 184 de 40 MHz de Semaphore Communications; sMIP (por
ejemplo, 208956); Aceleradores criptograficos de Sun (por ejemplo, Tarjeta Accelerator 6000 PCle, Tarjeta Secundaria
Accelerator 500); / (por ejemplo, L2100, L2200, U2400), que es capaz de realizar 500+ MB/s de instrucciones
criptogréficas; 33 MHz 6868 de VLSI Technology; y/o similares.

Memoria

En general, cualquier mecanizacién y/o realizacion que permita que un procesador afecte el almacenamiento y/o la
recuperacion de informacién se considera memoria 429. Sin embargo, la memoria es una tecnologia y un recurso fungible,
por lo tanto, se puede emplear cualquier nUmero de realizaciones de memoria en lugar de o en concierto entre si. Debe
entenderse que el controlador de MRM y/o una sistematizacién informatica pueden emplear diversas formas de memoria
429. Por ejemplo, se puede configurar una sistematizacién informatica donde el funcionamiento de la memoria de la CPU
en el chip (por ejemplo, los registros), la RAM, la ROM y cualquier otro dispositivo de almacenamiento se proporciona
mediante un mecanismo de cinta perforada de papel o tarjeta perforada de papel; sin embargo, tal realizacién daria como
resultado una velocidad de operacién extremadamente lenta. En una configuracioén, la memoria 429 incluira la ROM 406,
la RAM 405 y un dispositivo de almacenamiento 414. Un dispositivo de almacenamiento 414 puede emplear cualquier
numero de dispositivos/sistemas de almacenamiento informatico. Los dispositivos de almacenamiento pueden incluir un
tambor; una unidad de disco magnético (fija y/o extraible); un accionamiento magnetodptico; una unidad 6ptica (es decir,
Bluray, CD ROM/RAM/Grabable (R)/Reescribible (RW), DVD R/RW, HD DVD R/RW, etc.); un arreglo de dispositivos (por
ejemplo, arreglo redundante de discos independientes (RAID)); dispositivos de memoria de estado solido (memoria USB,
unidades de estado sélido (SSD), etc.); otros medios de almacenamiento legibles por procesador; y/u otros dispositivos
similares. Asi, una sistematizacion informatica generalmente requiere y hace uso de la memoria.

Colecciéon de componentes

La memoria 429 puede contener una coleccion de programas y/o componentes de base de datos y/o datos tales como,
pero no limitados a: componente(s) del sistema operativo 415 (sistema operativo); componente(s) del servidor de
informacion 416 (servidor de informacion); componente(s) de interfaz de usuario 417 (interfaz de usuario); componente(s)
del navegador web 418 (navegador web); bases de datos 419; componente(s) del servidor de correo 421; componente(s)
de cliente de correo 422; componente(s) del servidor criptografico 420 (servidor criptografico); el(los) componente(s) MRM
435; y/o similares (es decir, colectivamente una coleccién de componentes). Estos componentes pueden almacenarse y
accederse desde los dispositivos de almacenamiento y/o desde los dispositivos de almacenamiento accesibles a través
de un bus de interfaz. Aunque los componentes de programas no convencionales, como los de la coleccion de
componentes, pueden almacenarse en un dispositivo de almacenamiento local 414, también pueden cargarse y/o
almacenarse en la memoria, como: dispositivos periféricos, RAM, instalaciones de almacenamiento remoto a través de
una red de comunicaciones, ROM, varias formas de memoria, y/o similares.

Sistema operativo

El componente de sistema operativo 415 es un componente de programa ejecutable que facilita la operacién del
controlador de MRM. El sistema operativo puede facilitar el acceso a E/S, interfaces de red, dispositivos periféricos,
dispositivos de almacenamiento y/o similares. El sistema operativo puede ser un sistema altamente tolerante a fallas,
escalable y seguro como: Apple Macintosh OS X (servidor); Plan 9 de AT&T; Be OS; Distribuciones de sistemas Unix y
similares a Unix (como UNIX de AT&T; variaciones de Berkley Software Distribution (BSD) como FreeBSD, NetBSD,
OpenBSD y/o similares; distribuciones de Linux como Red Hat, Ubuntu y/o similares); y/o sistemas operativos similares.
Sin embargo, también se pueden emplear sistemas operativos mas limitados y/o menos seguros, como Apple Macintosh
0S, IBM 0S/2, Microsoft DOS, Microsoft Windows 2000/2003/3.1/95/98/CE/Millenium/NT/Vista/XP (Servidor), Palm OS
y/o similares. Ademas, se pueden emplear sistemas operativos méviles como iOS de Apple, Android de Google, WebOS
de Hewlett Packard, Windows Mobile de Microsoft y/o similares. Cualquiera de estos sistemas operativos puede integrarse
en el hardware del controlador de MRM y/o almacenarse/cargarse en la memoria/almacenamiento. Un sistema operativo
puede comunicarse con y/o con otros componentes en una coleccion de componentes, incluido él mismo y/o similares.
Lo mas frecuente es que el sistema operativo se comunique con otros componentes del programa, interfaces de usuario
y/o similares. Por ejemplo, el sistema operativo puede contener, comunicar, generar, obtener y/o proporcionar
componentes de programa, sistema, usuario y/o comunicaciones de datos, solicitudes y/o respuestas. El sistema
operativo, una vez ejecutado por la CPU, puede permitir la interaccion con redes de comunicaciones, datos, E/S,
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dispositivos periféricos, componentes de programa, memoria, dispositivos de entrada de usuario y/o similares. El sistema
operativo puede proporcionar protocolos de comunicaciones que permitan que el controlador de MRM se comunique con
otras entidades a través de una red de comunicaciones 413. El controlador de MRM puede utilizar varios protocolos de
comunicacion como un mecanismo de transporte de subportadora para la interaccion, tales como, entre otros:
multidifusion, TCP/IP, UDP, unidifusién y/o similares.

Servidor de informacién

Un componente de servidor de informacion 416 es un componente de programa almacenado que es ejecutado por una
CPU. El servidor de informacién puede ser un servidor de informacién de Internet como, entre otros, Apache de Apache
Software Foundation, Internet Information Server de Microsoft y/o similares. El servidor de informacién puede permitir la
ejecucion de componentes del programa a través de recursos tales como Active Server Page (ASP), ActiveX, (ANSI)
(Objective-) C (++), C# y/o .NET, scripts de Common Gateway Interface (CGl), lenguaje de marcado de hipertexto
dinamico (D) (HTML), FLASH, Java, JavaScript, lenguaje practico de informes de extracciéon (PERL), preprocesador de
hipertexto (PHP), pipes, Python, protocolo de aplicacién inalambrica (WAP), WebObjects y/o similares. El servidor de
informacién puede admitir protocolos de comunicaciones seguras como, entre otros, el Protocolo de transferencia de
archivos (FTP); Protocolo de transferencia de hipertexto (HTTP); Protocolo seguro de transferencia de hipertexto (HTTPS),
Secure Socket Layer (SSL), protocolos de mensajeria (por ejemplo, America Online (AOL) Instant Messenger (AIM),
iMessage de Apple, Application Exchange (APEX), ICQ, Internet Relay Chat (IRC), Servicio de mensajeria de red de
Microsoft(MSN), Protocolo de mensajeria instantanea y de presencia (PRIM), Protocolo de inicio de sesion (SIP) del Grupo
de trabajo de ingenieria de Internet (IETF), SIP para mensajeria instantdnea y Extensiones de aprovechamiento de
presencia (SIMPLE), Protocolo Extensible de Mensajeria y Presencia (XMPP) basado en XML abierto (es decir, Jabber o
el Servicio de Mensajeria Instantdnea y Presencia (IMPS) de la Open Mobile Alliance (OMA)), Servicio de Mensajeria
Instantanea de Yahoo!, y/o similares. El servidor de informacion proporciona resultados en forma de paginas web a los
navegadores web y permite la generacion manipulada de las paginas web a través de la interaccion con otros
componentes del programa. Después de que una porcién de la resoluciéon del Sistema de nombres de dominio (DNS) de
una solicitud HTTP se resuelva en un servidor de informacion particular, el servidor de informacion resuelve las solicitudes
de informacion en ubicaciones especificas en el controlador de MRM con base en el resto de la solicitud HTTP. Por
ejemplo, una solicitud como http://123.124.125.126/my- Information.html| podria tener la porciéon de IP de la solicitud
"123.124.125.126" resuelta por un servidor DNS a un servidor de informacién en esa direccién IP; ese servidor de
informacién podria, a su vez, analizar aun mas la solicitud http para la porcion "/myInformation.html" de la solicitud y
resolverla en una ubicacién en la memoria que contenga la informacion "mylnformation.html". Ademas, se pueden emplear
otros protocolos de servicio de informacion a través de varios puertos, por ejemplo, comunicaciones FTP a través del
puerto 21 y/o similares. Un servidor de informacion puede comunicarse con y/o con otros componentes en una coleccion
de componentes, incluido él mismo y/o instalaciones similares. Lo mas frecuente es que el servidor de informacién se
comunique con la base de datos 419 de MRM, los sistemas operativos, otros componentes del programa, las interfaces
de usuario, los navegadores web y/o similares.

El acceso a la base de datos MRM se puede lograr a través de una serie de mecanismos puente de base de datos, como
a través de lenguajes de secuencias de comandos como se enumeran a continuacion (por ejemplo, CGl) y a través de
canales de comunicacion entre aplicaciones como se enumeran a continuacion (por ejemplo, CORBA, WebObjects, etc.).
Todas las solicitudes de datos a través de un navegador web se analizan a través del mecanismo de puente en las
gramaticas apropiadas segun lo requiera el MRM. En una realizacion, el servidor de informacién proporcionaria un
formulario web accesible mediante un navegador web. Las entradas realizadas en los campos proporcionados en el
formulario web se etiquetan como si se hubieran ingresado en los campos particulares y se analizan como tales. Los
términos ingresados luego se pasan junto con las etiquetas de campo, que actian para indicarle al analizador que genere
consultas dirigidas a las tablas y/o campos apropiados. En una realizacion, el analizador puede generar consultas en SQL
estandar instanciando una cadena de busqueda con los comandos de combinacion/seleccion adecuados basados en las
entradas de texto etiquetadas, donde el comando resultante se proporciona a través del mecanismo de puente al MRM
como una consulta. Al generar los resultados de la consulta a partir de la consulta, los resultados pasan por el mecanismo
de puente y pueden analizarse para formatear y generar una nueva pagina web de resultados mediante el mecanismo de
puente. A continuacion, dicha pagina web de nuevos resultados se proporciona al servidor de informacién, que puede
suministrarla al navegador web solicitante.

Ademas, un servidor de informacién puede contener, comunicar, generar, obtener y/o proporcionar componentes de
programa, sistemas, usuarios y/o comunicaciones de datos, solicitudes y/o respuestas.

Interfaz de usuario

Las interfaces de ordenador en algunos aspectos son similares a las interfaces de operacion de automoviles. Los
elementos de la interfaz de operacion del automévil, como volantes, cambios de marcha y velocimetros, facilitan el acceso,
la operacion y la visualizacion de los recursos y el estado del automdvil. Los elementos de la interfaz de interaccion con
el ordenador, como casillas de verificacion, cursores, menus, desplazadores y ventanas (denominados en conjunto y
comunmente como widgets), facilitan de manera similar el acceso, las capacidades, la operacién y la visualizacion de
datos y los recursos y estado del sistema operativo y hardware del ordenador. Las interfaces de operacion se denominan
comunmente interfaces de usuario. Interfaces graficas de usuario (GUI) como Aqua del sistema operativo Apple Macintosh
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y Cocoa Touch de i0OS, 0OS/2 de IBM, interfaz de wusuario moévil Android de Google, Windows
2000/2003/3.1/95/98/CE/Millenium/Mobile/NT/XPNista de Microsoft /7/8 (es decir, Aero, Metro), X-Windows de Unix (por
ejemplo, que puede incluir bibliotecas y capas adicionales de interfaz grafica de Unix como K Desktop Environment (KDE),
mythTV y GNU Network Object Model Environment (GNOME)), bibliotecas de interfaz web (por ejemplo, ActiveX, AJAX,
(D)HTML, FLASH, Java, JavaScript, etc. bibliotecas de interfaz como, entre otras, Dojo, jQuery(Ul), MooTools, Prototype,
script.aculo.us, SWFObject, interfa de usuario de Yahoo!, cualquiera de ellas puede ser utilizada y proporcionar una linea
de base y medios de acceso y visualizacion de la informacién graficamente a los usuarios.

Un componente de interfaz de usuario 417 es un componente de programa almacenado que es ejecutado por una CPU.
La interfaz de usuario puede ser una interfaz de usuario grafica proporcionada por, con y/o sobre sistemas operativos y/o
entornos operativos como los ya discutidos. La interfaz de usuario puede permitir la visualizacion, ejecucion, interaccion,
manipulacioén y/u operaciéon de componentes de programa y/o funciones del sistema a través de funciones textuales y/o
graficas. La interfaz de usuario proporciona una facilidad a través de la cual los usuarios pueden afectar, interactuar y/u
operar un sistema informatico. Una interfaz de usuario puede comunicarse con y/o con otros componentes en una
coleccion de componentes, incluida ella misma y/o instalaciones similares. Lo mas frecuente es que la interfaz de usuario
se comunique con los sistemas operativos, otros componentes del programa y/o similares. La interfaz de usuario puede
contener, comunicar, generar, obtener y/o proporcionar componentes de programa, sistemas, usuarios Yy/o
comunicaciones de datos, solicitudes y/o respuestas.

Navegador de red

Un componente de navegador de red 418 es un componente de programa almacenado que es ejecutado por una CPU.
El navegador de red puede ser una aplicaciéon de visualizacion de hipertexto como Chrome (movil) de Google, Microsoft
Internet Explorer, Netscape Navigator, Safari (mdévil) de Apple, objetos de navegador de red integrados como la clase de
objeto Cocoa (tactil) de Apple y/o similares. La navegacion de red segura se puede proporcionar con un cifrado de 128
bits (o superior) a través de HTTPS, SSL y/o similar. Los navegadores de red que permiten la ejecucion de componentes
de programas a través de instalaciones como ActiveX, AJAX, (D)HTML, FLASH, Java, JavaScript, complementos API de
navegadores web (por ejemplo, complemento de Chrome, FireFox, Internet Explorer, Safari y/o las API similares) y/o
similares. Los navegadores de red y herramientas de acceso a la informacién similares pueden integrarse en PDA,
teléfonos celulares, teléfonos inteligentes y/u otros dispositivos moéviles. Un navegador web puede comunicarse hacia y/o
con otros componentes en una coleccion de componentes, incluido él mismo y/o instalaciones similares. Con mayor
frecuencia, el navegador de red se comunica con servidores de informacién, sistemas operativos, componentes de
programas integrados (por ejemplo, complementos) y/o similares; por ejemplo, puede contener, comunicar, generar,
obtener y/o proporcionar componentes de programa, sistemas, usuarios y/o comunicaciones de datos, solicitudes y/o
respuestas. Ademas, en lugar de un navegador web y un servidor de informacién, se puede desarrollar una aplicacion
combinada para realizar operaciones similares de ambos. La aplicacion combinada efectuaria de manera similar la
obtencién y el suministro de informacion a usuarios, agentes de usuario y/o similares desde los nodos equipados con
MRM. La aplicaciéon combinada puede ser inutil en sistemas que emplean navegadores web estandar.

Servidor de correo

Un componente de servidor de correo 421 es un componente de programa almacenado que es ejecutado por una CPU
403. El servidor de correo puede ser un servidor de correo de Internet como, entre otros, el servidor de correo de Apple
(3), dovecot, sendmail, Microsoft Exchange y/o similares. El servidor de correo puede permitir la ejecuciéon de
componentes del programa a través de recursos como ASP, ActiveX, (ANSI) (Objective-) C (++), C# y/o .NET, CGl scripts,
Java, JavaScript, PERL, PHP, pipes, Python, WebObjects y/o similares. El servidor de correo puede admitir protocolos de
comunicacion como, entre otros: Protocolo de acceso a mensajes de Internet (IMAP), interfaz de programacion de
aplicaciones de mensajeria (MAPI)/Microsoft Exchange, protocolo de oficina de correos (POP3), protocolo de
transferencia de correo simple (SMTP) y/o similares. El servidor de correo puede enrutar, reenviar y procesar mensajes
de correo entrantes y salientes que han sido enviados, retransmitidos y/o de otro modo atravesados a través y/o hacia el
MRM.

El acceso al correo MRM se puede lograr a través de una serie de API ofrecidas por los componentes individuales del
servidor de red y/o el sistema operativo.

Ademas, un servidor de correo puede contener, comunicar, generar, obtener y/o proporcionar componentes de programas,
sistemas, usuarios y/o comunicaciones de datos, solicitudes, informacion y/o respuestas.

Cliente de correo

Un componente de cliente de correo 422 es un componente de programa almacenado que es ejecutado por una CPU
403. El cliente de correo puede ser una aplicacion de visualizacion de correo como Apple (Mobile) Mail, Microsoft
Entourage, Microsoft Outlook, Microsoft Outlook Express, Mozilla, Thunderbird y/o similares. Los clientes de correo
pueden admitir varios protocolos de transferencia, como: IMAP, Microsoft Exchange, POP3, SMTP y/o similares. Un
cliente de correo puede comunicarse hacia y/o con otros componentes en una coleccién de componentes, incluido él
mismo y/o instalaciones similares. Lo mas frecuente es que el cliente de correo se comunique con servidores de correo,
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sistemas operativos, otros clientes de correo y/o similares; por ejemplo, puede contener, comunicar, generar, obtener y/o
proporcionar componentes de programa, sistemas, usuarios y/o comunicaciones de datos, solicitudes, informacion y/o
respuestas. Generalmente, el cliente de correo proporciona una facilidad para redactar y transmitir mensajes de correo
electronico.

Servidor criptografico

Un componente de servidor criptografico 420 es un componente de programa almacenado que es ejecutado por una CPU
403, un procesador criptografico 426, una interfaz de procesador criptografico 427, un dispositivo de procesador
criptografico 428 y/o similares. Las interfaces del procesador criptografico permitiran la expedicion de solicitudes de cifrado
y/o descifrado por parte del componente criptografico; sin embargo, el componente criptografico, alternativamente, puede
ejecutarse en una CPU. El componente criptografico permite el cifrado y/o descifrado de los datos proporcionados. El
componente criptografico permite el cifrado y/o descifrado tanto simétrico como asimétrico (por ejemplo, Pretty Good
Protection (PGP)). El componente criptografico puede emplear técnicas criptograficas tales como, entre otras: certificados
digitales (por ejemplo, marco de autenticacion X.509), firmas digitales, firmas duales, ensobrado, proteccién de acceso
con contrasefa, gestion de claves publicas y/o similares. EI componente criptografico facilitara numerosos protocolos de
seguridad (cifrado y/o descifrado) como, entre otros: suma de comprobacién, Estandar de cifrado de datos (DES), Cifrado
de curva eliptica (ECC), Algoritmo internacional de cifrado de datos (IDEA), Resumen de mensajes 5 (MD5, que es una
operacion hash unidireccional), contrasefas, Rivest Cipher (RC5), Rijndael, RSA (que es un sistema de cifrado y
autenticacién de Internet que utiliza un algoritmo desarrollado en 1977 por Ron Rivest, Adi Shamir y Leonard Adleman) ,
algoritmo hash seguro (SHA), capa de conexion segura (SSL), protocolo de transferencia de hipertexto seguro (HTTPS)
y/o similares. Empleando tales protocolos de seguridad de encriptacion, el MRM puede encriptar todas las comunicaciones
entrantes y/o salientes y puede servir como un nodo dentro de una red privada virtual (VPN) con una red de
comunicaciones mas amplia. El componente criptografico facilita el proceso de "autorizacion de seguridad" mediante el
cual se inhibe el acceso a un recurso mediante un protocolo de seguridad donde el componente criptografico efectia el
acceso autorizado al recurso protegido. Ademas, el componente criptografico puede proporcionar identificadores Unicos
de contenido, por ejemplo, empleando un hash MD5 para obtener una firma Unica para un archivo de audio digital. Un
componente criptografico puede comunicarse con y/o con otros componentes en una coleccion de componentes, incluido
€l mismo y/o instalaciones similares. El componente criptogréfico admite esquemas de cifrado que permiten la transmision
segura de informacién a través de una red de comunicaciones para permitir que el componente MRM participe en
transacciones seguras si asi lo desea. El componente criptografico facilita el acceso seguro a recursos en el MRM y facilita
el acceso a recursos seguros en sistemas remotos; es decir, puede actuar como cliente y/o servidor de recursos
asegurados. Lo mas frecuente es que el componente criptografico se comunique con servidores de informacion, sistemas
operativos, otros componentes de programas y/o similares. EI componente criptografico puede contener, comunicar,
generar, obtener y/o proporcionar comunicaciones de componente de programa, sistema, usuario y/o datos, solicitudes
y/o respuestas.

La base de datos MRM

El componente de base de datos MRM 419 puede incorporarse en una base de datos y sus datos almacenados. La base
de datos es un componente de programa almacenado, que es ejecutado por la CPU; la porcion del componente del
programa almacenado que configura la CPU para procesar los datos almacenados. La base de datos puede ser cualquiera
de varias bases de datos seguras, escalables, relacionales y tolerantes a fallos tales como DB2, MySQL, Oracle, Sybase
y/o similares. Las bases de datos relacionales son una extension de un archivo plano. Las bases de datos relacionales
consisten en una serie de tablas relacionadas. Las tablas estan interconectadas a través de un campo clave. El uso del
campo clave permite la combinacion de las tablas mediante la indexacién contra el campo clave; es decir, los campos
clave actuan como puntos de pivote dimensional para combinar informacién de varias tablas. Las relaciones generalmente
identifican enlaces mantenidos entre tablas al hacer coincidir las claves primarias. Las claves primarias representan
campos que identifican de forma Unica las filas de una tabla en una base de datos relacional. Mas precisamente, identifican
de forma Unica las filas de una tabla en el lado "uno" de una relacién "uno a muchos".

Alternativamente, la base de datos MRM puede implementarse utilizando varias estructuras de datos estandar, como una
matriz, un hash, una lista (enlazada), una estructura, un archivo de texto estructurado (por ejemplo, XML), una tabla y/o
similares. Tales estructuras de datos pueden almacenarse en la memoria y/o en archivos (estructurados). En otra
alternativa, se puede utilizar una base de datos orientada a objetos, como Frontier, ObjectStore, Poet, Zope y/o similares.
Las bases de datos de objetos pueden incluir varias colecciones de objetos que se agrupan y/o vinculan entre si mediante
atributos comunes; pueden estar relacionados con otras colecciones de objetos por algunos atributos comunes. Las bases
de datos orientadas a objetos funcionan de manera similar a las bases de datos relacionales, con la excepcion de que los
objetos no son solo piezas de datos, sino que pueden tener otros tipos de capacidades encapsuladas dentro de un objeto
determinado. Si la base de datos MRM se implementa como una estructura de datos, el uso de la base de datos MRM
419 puede integrarse en otro componente como el componente MRM 435. Ademas, la base de datos se puede
implementar como una combinacién de estructuras de datos, objetos y estructuras relacionales. Las bases de datos
pueden consolidarse y/o distribuirse en innumerables variaciones a través de técnicas estandar de procesamiento de
datos. Las porciones de bases de datos, por ejemplo, tablas, pueden exportarse y/o importarse y, por lo tanto,
descentralizarse y/o integrarse.
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En una realizacion, el componente de base de datos 419 incluye varias tablas 419a-e. Una tabla de Usuarios 419a puede
incluir campos tales como, entre otros: id_usuario, ssn, fecha de nacimiento, nombre, apellido, edad, estado,
direccion_primera linea, direccién_segunda linea, cédigo postal, lista_dispositivos, informacién_contacto, tipo_contacto,
informacién_contacto_alt, tipo_contacto_alt y/o similares . La tabla de Usuarios puede soportar y/o rastrear multiples
cuentas de entidades en un MRM. Una tabla de Clientes 419b puede incluir campos tales como, entre otros: ID_dispositivo,
nombre_dispositivo, IP_dispositivo, MAC_dispositivo, tipo_dispositivo, modelo_dispositivo, versién_dispositivo,
SO_dispositivo, lista_aplicaciones_dispositivo, clave_segura_dispositivo y/o similares. Una tabla de aplicaciones 419¢c
puede incluir campos tales como, entre otros: ID de aplicacién, nombre_de_aplicacién, tipo_de_aplicacion,
lista_de_respaldo_de_aplicacion, sincronizacion_de_aplicacion y/o similares. Una tabla de Mensajes 419d puede incluir
campos tales como, pero no limitado a: id_mensaje, aplicacion_mensaje, marca de tiempo, lista_detalles_mensaje,
tamafio_mensaje, origen_mensaje, diario_mensaje, detalle_lectura_mensaje, y/o similares. Una tabla de Diarios 419e
puede incluir campos tales como, pero sin limitacion: |D_diario, marca de tiempo_diario, fuente_mensaje,
aplicaciones_acceso_diario, lista_mensaje_segmentado, y/o similares.

En una realizacion, la base de datos MRM puede interactuar con otros sistemas de bases de datos. Por ejemplo, el empleo
de un sistema de base de datos distribuida, consultas y acceso a datos mediante el componente MRM de busqueda puede
tratar la combinacién de la base de datos MRM, una base de datos de capa de seguridad de datos integrada como una
Unica entidad de base de datos.

En una realizacion, los programas de usuario pueden contener varias primitivas de interfaz de usuario, que pueden servir
para actualizar el MRM. Ademas, varias cuentas pueden requerir tablas de bases de datos personalizadas segun los
entornos y los tipos de clientes que el MRM deba atender. Cabe sefialar que cualquier campo unico puede designarse
como un campo clave en todo momento. En una realizacion alternativa, estas tablas se han descentralizado en sus propias
bases de datos y sus respectivos controladores de bases de datos (es decir, controladores de bases de datos individuales
para cada una de las tablas anteriores). Empleando técnicas estandar de procesamiento de datos, se pueden distribuir
ademas las bases de datos entre varias sistematizaciones informaticas y/o dispositivos de almacenamiento. De manera
similar, las configuraciones de los controladores de base de datos descentralizados pueden variarse consolidando y/o
distribuyendo los diversos componentes de base de datos 419a-e. El MRM se puede configurar para realizar un
seguimiento de varias configuraciones, entradas y parametros a través de controladores de base de datos.

La base de datos MRM puede comunicarse hacia y/o con otros componentes en una coleccién de componentes, incluida
ella misma y/o instalaciones similares. Lo mas frecuente es que la base de datos MRM se comunique con el componente
MRM, otros componentes del programa y/o similares. La base de datos puede contener, retener y proporcionar
informacién sobre otros nodos y datos.

Los MRM

El componente MRM 435 es un componente de programa almacenado que es ejecutado por una CPU. En una realizacion,
el componente MRM incorpora cualquiera y/o todas las combinaciones de los aspectos del MRM discutidos en las figuras
anteriores. Como tal, el MRM afecta el acceso, la obtencién y el suministro de informacion, servicios, transacciones y/o
similares a través de diversas redes de comunicacion.

iEl componente MRM puede transformar Error! Fuente de referencia no encontrada. a través de componentes MRM en
Error! Fuente de referencia no encontrada. y/o similares y utilizar el MRM. En una realizacion, el componente MRM 435
toma entradas (por ejemplo, diarios de mensajes completos 201 y 301; y/o similares), etc., y transforma las entradas a
través de varios componentes MRM en salidas (por ejemplo, copias duplicadas de los diarios de mensajes completos
202-204; diarios que contienen segmentos del mensaje completo 302-304; y/o similares).

El componente MRM que permite el acceso a la informacién entre nodos puede desarrollarse empleando herramientas y
lenguajes de desarrollo estandar como, entre otros: Componentes de Apache, ensamblado, ActiveX, ejecutables binarios,
(ANSI) (Objective-) C (++), C# y/o .NET, adaptadores de bases de datos, scripts CGl, Java, JavaScript, herramientas de
mapeo, herramientas de desarrollo orientadas a objetos y procedimientos, PERL, PHP, Python, scripts de shell, comandos
SQL, extensiones de servidor de aplicaciones de red, bibliotecas y entornos de desarrollo web (por ejemplo, ActiveX de
Microsoft; Adobe AIR, FLEX y FLASH; AJAX; (D)HTML; Dojo, Java; JavaScript; jQuery(Ul) ; MooTools; Prototype;
script.aculo.us; Protocolo simple de acceso a objetos (SOAP); SWFObject; interfaz de usuario de Yahoo!; y/o similares)
WebObjects, y/o similares. En una realizacion, el servidor MRM emplea un servidor criptografico para cifrar y descifrar
comunicaciones. EI componente MRM puede comunicarse hacia y/o con otros componentes en una coleccidon de
componentes, incluido él mismo y/o instalaciones similares. Lo mas frecuente es que el componente MRM se comunique
con la base de datos MRM, los sistemas operativos, otros componentes del programa y/o similares. EIl MRM puede
contener, comunicar, generar, obtener y/o proporcionar componentes de programa, sistemas, usuarios Yy/o
comunicaciones de datos, solicitudes y/o respuestas.

MRM distribuidos

La estructura y/o el funcionamiento de cualquiera de los componentes del controlador de nodos MRM pueden combinarse,
consolidarse y/o distribuirse de varias maneras para facilitar el desarrollo y/o la implementacién. De manera similar, la
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coleccién de componentes se puede combinar de varias maneras para facilitar la implementacion y/o el desarrollo. Para
lograr esto, uno puede integrar los componentes en una base de cddigo comin o en una instalacién que pueda cargar
dindmicamente los componentes bajo demanda de manera integrada.

La coleccion de componentes puede consolidarse y/o distribuirse en innumerables variaciones a través de técnicas
estandar de procesamiento y/o desarrollo de datos. Mdltiples instancias de cualquiera de los componentes del programa
en la colecciéon de componentes del programa pueden ser instanciadas en un solo nodo, y/o a través de numerosos nodos
para mejorar el rendimiento a través de técnicas de balanceo de carga y/o procesamiento de datos. Ademas, las instancias
Unicas también pueden distribuirse entre multiples controladores y/o dispositivos de almacenamiento; por ejemplo, bases
de datos. Todas las instancias de componentes de programa y los controladores que trabajan en conjunto pueden hacerlo
a través de técnicas estdndar de comunicacion de procesamiento de datos.

La configuracién del controlador de MRM dependera del contexto de implementacién del sistema. Factores como, entre
otros, el presupuesto, la capacidad, la ubicacién y/o el uso de los recursos de hardware subyacentes pueden afectar los
requisitos de implementacion y la configuracién. Independientemente de si la configuracion resulta (i) en componentes de
programa mas consolidados y/o integrados, (ii) en una serie mas distribuida de componentes de programa, y/o (iii) en
alguna combinacién entre una configuracion consolidada y distribuida, los datos pueden ser comunicados, obtenidos y/o
proporcionados. Las instancias de los componentes consolidados en una base de cédigo comun de la coleccion de
componentes del programa pueden comunicar, obtener y/o proporcionar datos. Esto se puede lograr a través de técnicas
de comunicacion de procesamiento de datos dentro de la aplicacién tales como, entre otras: referencias de datos (por
ejemplo, punteros), mensajeria interna, comunicacién de variable de instancia de objeto, espacio de memoria compartido,
paso de variable y/o similares.

Si los componentes de la coleccidon de componentes son discretos, separados y/o externos entre si, entonces la
comunicacion, la obtencién y/o el suministro de datos con y/o a otros componentes se puede lograr a través de técnicas
de comunicacién de procesamiento de datos entre aplicaciones tales como, pero no limitado a: Pasaje de informacion de
interfaces de programa de aplicacién (API); Modelo de objetos de componentes (distribuidos) ((D)COM), Enlace e
incrustacién de objetos (distribuidos) ((D)OLE), y/o similares), Arquitectura de corredores de solicitud de objetos comunes
(CORBA), interfaces de programa de aplicacion local y remota Jini, Notacion de objetos JavaScript (JSON), Invocacion
de métodos remotos (RMI), SOAP, tuberias de proceso, archivos compartidos, y/o similares. Los mensajes enviados entre
componentes discretos para la comunicacion entre aplicaciones o dentro de los espacios de memoria de un componente
singular para la comunicaciéon dentro de la aplicaciéon pueden facilitarse mediante la creaciéon y el andlisis de una
gramatica. Una gramatica se puede desarrollar utilizando herramientas de desarrollo como lex, yacc, XML y/o similares,
que permiten la generacién de gramatica y capacidades de analisis, que a su vez pueden formar la base de mensajes de
comunicacion dentro y entre componentes.

Por ejemplo, se puede organizar una gramatica para que reconozca los tokens de un comando de publicacion HTTP, por
ejemplo: w3c-post http://... Valuel

donde Value1 se considera un parametro porque "http://" es parte de la sintaxis gramatical y lo que sigue se considera
parte del valor de la publicacién. De manera similar, con una gramatica de este tipo, una variable "Value1" puede insertarse
en un comando de publicacion "http://" y luego enviarse. La sintaxis de la gramatica en si puede presentarse como datos
estructurados que se interpretan y/o se utilizan de otro modo para generar el mecanismo de analisis (por ejemplo, un
archivo de texto de descripcion de sintaxis procesado por lex, yacc, etc.). Ademas, una vez que se genera y/o instancia
el mecanismo de andlisis, el propio mecanismo de analisis puede procesar y/o analizar datos estructurados como, entre
otros: texto delineado con caracteres (por ejemplo, pestafas), HTML, secuencias de texto estructurado, XML y /o datos
estructurados similares. En otra realizacion, los propios protocolos de procesamiento de datos entre aplicaciones pueden
tener analizadores integrados y/o facilmente disponibles (por ejemplo, JSON, SOAP y/o analizadores similares) que
pueden emplearse para analizar datos (por ejemplo, comunicaciones). Ademas, la gramatica de analisis puede usarse
mas alla del analisis de mensajes, pero también puede usarse para analizar: bases de datos, colecciones de datos,
almacenes de datos, datos estructurados y/o similares. Una vez mas, la configuracion deseada dependera del contexto,
el entorno y los requisitos de la implementacion del sistema.

Por ejemplo, en algunas implementaciones, el controlador de MRM puede estar ejecutando un script PHP que implementa
un servidor de socket de capa de sockets seguros ("SSL") a través del servidor de informacién, que escucha las
comunicaciones entrantes en un puerto del servidor al que un cliente puede enviar datos. por ejemplo, datos codificados
en formato JSON. Al identificar una comunicacion entrante, la secuencia de comandos PHP puede leer el mensaje
entrante del dispositivo cliente, analizar los datos de texto codificados en JSON recibidos para extraer informacion de los
datos de texto codificados en JSON en variables de secuencia de comandos PHP y almacenar los datos (por ejemplo,
informacioén de identificacion, etc.) y/o informacién extraida en una base de datos relacional accesible mediante el lenguaje
de consulta estructurado ("SQL"). A continuacion, se proporciona una lista ejemplar, escrita sustancialmente en forma de
comandos PHP/SQL, para aceptar datos de entrada codificados en JSON desde un dispositivo cliente a través de una
conexion SSL, analizar los datos para extraer variables y almacenar los datos en una base de datos:

<?PHP
header('Content-Type: text/plain’);
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// establecer la direccion ip y el puerto de escucha para los datos entrantes
$address ='192.168.0.100";
$port = 255;

/l crear un socket SSL del lado del servidor, escuchar/aceptar la comunicacion entrante
$sock = socket_create(AF_INET, SOCK_STREAM, 0);

socket_bind($sock, $address, Sport) or die(‘No se ha podido enlazar con la direccién');
socket_listen($sock);

$client = socket_accept($sock);

/' leer los datos de entrada del dispositivo cliente en bloques de 1024 bytes hasta el final del mensaje
dof

Sinput =
Sinput = socket_read($client, 1024);
$data .= S$input;

} while ($input 1= “");

/l analizar los datos para extraer las variables
$obj = json_decode($data, true);

/I almacenar los datos de entrada en una base de datos

mysql_connect("201.408.185.132”, $DBserver, $password); // accede al servidor de base de datos
mysql_select("CLIENT_DB.SQL"); // seleccione el servidor de base de datos
mysql_query("INSERT INTO UserTable (transmission)

VALUES ($data)”); // add data to UserTable table in a CLIENT database

mysql_close("CLIENT_DB.SQL”); // cierra la conexion con la base de datos
?>

Ademas, los siguientes recursos se pueden utilizar para proporcionar realizaciones de ejemplo con respecto a la
implementacion del analizador SOAP:

http://www.xav.com/perl/site/lib/SOAP/Parser.html
http://publib.boulder.ibm.com/infocenter/tivihelp/v2r1/index.jsp?topic=/com.ibm.IBM-
Dl.doc/referenceguide295.htm

y otras implementaciones del analizador:
http://publib.boulder.ibm.com/infocenter/tivihelp/v2r1index.jsp?topic=/com.ibm.IBMDI.doc/referenceguide259.htm

todos los cuales se incorporan aqui expresamente como referencia en este documento.

Con el fin de abordar varios problemas y avanzar en la técnica, la totalidad de esta solicitud (incluida la portada, el titulo,
los encabezados, el campo, los antecedentes, el resumen, la breve descripcion de los dibujos, la descripcion detallada,
las reivindicaciones, el resumen, las figuras, los apéndices y/o otros) muestra, a modo de ilustracion, varios ejemplos de
realizacion en los que se pueden poner en practica las innovaciones reivindicadas. Las ventajas y caracteristicas de la
solicitud son solo una muestra representativa de realizaciones, y no son exhaustivas y/o exclusivas. Se presentan solo
para ayudar a comprender y ensefiar los principios reivindicados. Debe entenderse que no son representativos de todas
las innovaciones reivindicadas. Como tal, ciertos aspectos de la divulgacién no se han discutido aqui. El hecho de que no
se hayan presentado realizaciones alternativas para una porcién especifica de las innovaciones o que otras realizaciones
alternativas no descritas puedan estar disponibles para una porcion no debe considerarse una renuncia a esas
realizaciones alternativas. Se apreciara que muchas de esas realizaciones no descritas incorporan los mismos principios
de las innovaciones y otras son equivalentes. Por tanto, debe entenderse que pueden utilizarse otras realizaciones y
pueden realizarse modificaciones funcionales, logicas, operativas, organizativas, estructurales y/o topoldgicas sin
apartarse del alcance de la descripcion. Como tal, todos los ejemplos y/o realizaciones se consideran no limitativos a lo
largo de esta divulgacion. Ademas, no debe hacerse ninguna inferencia con respecto a las realizaciones discutidas en
este documento en relacion con las no discutidas en este documento, excepto que es como tal con el fin de reducir el
espacio y la repeticion. Por ejemplo, debe entenderse que la estructura légica y/o topoldgica de cualquier combinacion de
secuencia(s) de flujo de datos, componentes de programa (una coleccion de componentes), otros componentes y/o
cualquier conjunto de caracteristicas presente como se describe en el las cifras y/o en todas partes no se limitan a un
orden y/o arreglo operativo fijo, sino que cualquier orden divulgada es ejemplar y todos los equivalentes,
independientemente del orden, estan contemplados por la divulgacion. Ademas, debe entenderse que dichas funciones
no se limitan a la ejecucion en serie, sino a cualquier numero de subprocesos, procesos, procesadores, servicios,
servidores y/o similares que pueden ejecutarse de forma asincrona, concurrente, en paralelo, simultaneamente,
sincronicamente, y/o similares también se contemplan en la divulgacion. Como tal, algunas de estas caracteristicas
pueden ser contradictorias entre si, ya que no pueden estar presentes simultaneamente en una sola realizacién. De
manera similar, algunas caracteristicas son aplicables a un aspecto de las innovaciones e inaplicables a otros. Ademas,
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la divulgacion incluye otras innovaciones no reivindicadas actualmente. El solicitante se reserva todos los derechos sobre
aquellas innovaciones actualmente no reivindicadas, incluido el derecho a reivindicar dichas innovaciones, presentar
solicitudes adicionales, continuaciones, continuaciones en parte, divisiones y/o similares. Como tal, debe entenderse que
las ventajas, las realizaciones, los ejemplos, las funciones, las caracteristicas, los aspectos logicos, operativos,
organizacionales, estructurales, topoldgicos y/u otros aspectos de la divulgacién no deben considerarse limitaciones a la
divulgacion tal como se define en las reivindicaciones. o limitaciones sobre equivalentes a las reivindicaciones. Debe
entenderse que, dependiendo de las necesidades y/o caracteristicas particulares de un usuario individual y/o empresarial
de MRM, la configuraciéon de la base de datos y/o el modelo relacional, el tipo de datos, la transmisién de datos y/o el
marco de trabajo de la red, la estructura sintactica y/o o similares, pueden implementarse varias realizaciones del MRM
que permiten una gran flexibilidad y personalizacion. Mientras que varias realizaciones y discusiones del MRM se han
dirigido a la gestion del diario de mensajes de la aplicacion, sin embargo, debe entenderse que las realizaciones descritas
aqui pueden ser faciimente configuradas y/o personalizadas para una amplia variedad de otras aplicaciones y/o
implementaciones.
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REIVINDICACIONES
1. Un método de retransmision acelerada de mensajes para un sistema informatico, que comprende:

mantener, en un medio de almacenamiento del sistema informatico, un diario maestro de mensajes secuenciados
generados a partir de una pluralidad de mensajes escritos por aplicaciones o procesos durante las operaciones del sistema
informatico, al menos un subconjunto de dichas aplicaciones o procesos que requieren acceso a dichos mensajes
secuenciados para funcionar correctamente;

determinar una demanda estimada de acceso a dichos mensajes secuenciados por dicho al menos un subconjunto de
aplicaciones o procesos que pueden experimentar conmutaciones por error;

generar, con base en dicha demanda estimada, una o més copias de diario y/o uno o mas segmentos de diario mediante
la duplicacion del contenido de dicho diario maestro, siendo cada copia de diario o segmento de diario accesible de forma
independiente por una sola aplicacidon o proceso en un momento dado; y

asignar dichas una o mas copias de diario y/o dichos uno o méas segmentos de diario, a pedido, a algunos de dicho al
menos un subconjunto de dichas aplicaciones o procesos que han experimentado conmutaciones por error, de modo que
multiples aplicaciones o procesos puedan acceder simultaneamente al contenido de dicho diario maestro, acelerando asi
el acceso a dichos mensajes secuenciados en dicho diario maestro por parte de dichas aplicaciones o procesos en su
recuperacion de dichas conmutaciones por error.

2.  El método de acuerdo con la reivindicacién 1, donde dicha pluralidad de mensajes escritos por dichas aplicaciones
o procesos durante las operaciones del sistema informatico son transformados en dichos mensajes secuenciados por un
secuenciador.

3. El método de acuerdo con la reivindicacién 2, donde dicho secuenciador vuelve a publicar dicha pluralidad de
mensajes secuenciados en dichas aplicaciones o procesos.

4. El método de acuerdo con la reivindicacién 1, donde dichas una o mas copias de diario y/o dichos uno o mas
segmentos de diario son generados por un modulo de software o hardware dedicado.

5. El método de acuerdo con la reivindicacion 1, que comprende, ademas: actualizar el contenido de dichas una o mas
copias de diario y/o dichos uno o mas segmentos de diario con contenido actualizado de dicho diario maestro.

6. El método de acuerdo con la reivindicacion 1, que comprende, ademas:

actualizar o recuperar contenido de una primera de dichas una o mas copias de diario y/o dichos uno o mas segmentos
de diario con base en el contenido de una segunda de dichas una o mas copias de diario y/o dichos uno o0 mas segmentos
de diario.

7. El método de acuerdo con la reivindicacion 1, que comprende, ademas:

dividir dichas una o mas copias de diario y/o dichos uno o0 mas segmentos de diario en al menos un primer nivel y un
segundo nivel; y

restringir la actualizacién o recuperacion de contenido por parte de una copia/segmento de un diario de segundo nivel
para que se base en el contenido de otra copia/segmento de un diario de segundo nivel o una copia/segmento de un diario
de primer nivel.

8.  Un sistema informatico que implementa la retransmision acelerada de mensajes, que comprende:

al menos un procesador de ordenador; y
al menos un medio de almacenamiento dispuesto en comunicacién con al menos un procesador de ordenador y almacenar
instrucciones de ordenador para hacer que al menos un procesador de ordenador:

mantenga, en dicho al menos un medio de almacenamiento del sistema informatico, un diario maestro de mensajes
secuenciados generados a partir de una pluralidad de mensajes escritos por aplicaciones o procesos durante las
operaciones del sistema informatico, al menos un subconjunto de dichas aplicaciones o procesos que requieren acceso
a dichos mensajes secuenciados para funcionar correctamente;

determine una demanda estimada de acceso a dichos mensajes secuenciados por dicho al menos un subconjunto de
aplicaciones o procesos que pueden experimentar conmutaciones por error;

genere, con base en dicha demanda estimada, una o mas copias de diario y/o uno o mas segmentos de diario mediante
la duplicacion del contenido de dicho diario maestro, siendo cada copia de diario o0 segmento de diario accesible de forma
independiente por una sola aplicaciéon o proceso en un momento dado; y

asigne dichas una o mas copias de diario y/o dichos uno o mas segmentos de diario, a pedido, a algunos de dicho al
menos un subconjunto de dichas aplicaciones o procesos que han experimentado conmutaciones por error, de modo que
multiples aplicaciones o procesos puedan acceder simultdneamente al contenido de dicho diario maestro, acelerando asi
el acceso a dichos mensajes secuenciados en dicho diario maestro por parte de dichas aplicaciones o procesos en su
recuperacion de dichas conmutaciones por error.
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9. El sistema informatico de acuerdo con la reivindicacion 8, donde dicha pluralidad de mensajes escritos por dichas
aplicaciones o procesos durante las operaciones del sistema informatico se transforman en dichos mensajes
secuenciados mediante un secuenciador, o donde dicho secuenciador vuelve a publicar dicha pluralidad de mensajes
secuenciados en dichas aplicaciones o procesos.

10. El sistema informatico de acuerdo con la reivindicacién 8, donde dichas una o mas copias de diario y/o dichos uno
0 mas segmentos de diario son generados por un médulo de software o hardware dedicado.

11. El sistema informatico de acuerdo con la reivindicacion 8, configurado ademas para:

actualizar el contenido de dichas una o mas copias de diario y/o dichos uno o més segmentos de diario con contenido
actualizado de dicho diario maestro, o para actualizar o recuperar el contenido de una primera de dichas una o mas copias
de diario y/o dichos uno o mas segmentos de diario con base en el contenido de una segunda de dichas una o mas copias
de diario y/o dichos uno o mas segmentos de diario.

12. El sistema informatico de acuerdo con la reivindicacion 8, configurado ademas para:

dividir dichas una o mas copias de diario y/o dichos uno o0 mas segmentos de diario en al menos un primer nivel y un
segundo nivel; y

restringir la actualizacién o recuperacion de contenido por parte de una copia/segmento de un diario de segundo nivel
para que se base en el contenido de otra copia/segmento de un diario de segundo nivel o una copia/segmento de un diario
de primer nivel.

13. El método de acuerdo con la reivindicaciéon 1 o el sistema informatico de la reivindicacion 8, donde dicho sistema
informatico se selecciona de un grupo que consiste en: un sistema de comercio electrénico; un sistema de venta basado
en subastas; y un sistema de juego.

14. El método de acuerdo con la reivindicacion 1 o el sistema informatico de la reivindicacién 8, donde la demanda
estimada se determina con base en uno o mas factores seleccionados de un grupo que consiste en:

fallas de software conocidas o potenciales; fallas de hardware conocidas o potenciales;

una serie de aplicaciones o procesos afectados por una falla de software o hardware;

una velocidad a la que una aplicacién o proceso accede a un mensaje en dicho diario, una copia de diario o un segmento
de diario;

un tiempo de recuperaciéon deseado para una aplicacion o proceso fallido; y la carga de trabajo esperada del sistema
informatico.

15.  Un medio legible por ordenador no transitorio que tiene instrucciones de ordenador que, cuando se ejecutan, hacen

que un sistema informatico implemente la retransmision acelerada de mensajes de acuerdo con el método de cualquiera
de las reivindicaciones 1a 7, 13y 14.
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