Each of a plurality of network-connected information processing apparatuses stores restriction information defined for each agent in order to restrict the operation of the agent which moves to the self apparatus and runs. When the agent is to move from the first information processing apparatus as one of the information processing apparatuses to the second information processing apparatus as another information processing apparatus, the first information processing apparatus receives restriction information corresponding to the agent from the second information processing apparatus. The first information processing apparatus selects at least one of the components in correspondence with the second information processing apparatus on the basis of the restriction information, and moves the agent holding the selected component to the second information processing apparatus.
<table>
<thead>
<tr>
<th>AGENT IDENTIFICATION INFORMATION (AGENT ID/USER ID)</th>
<th>COMPONENT</th>
</tr>
</thead>
</table>
| EG1/abc                                          | "MAKE A CALL"  
|                                                  | "REFER TO AN ADDRESS BOOK"  
|                                                  | "MAKE AN INQUIRY TO USER"  |
| EG2/def                                          | V1        
|                                                  | V2        |
|                                                  | "REFER TO AN ADDRESS BOOK"  
|                                                  | "MAKE AN INQUIRY TO USER"  |
| XXX/XXX                                         | "ghi"     
|                                                  | V1        |
|                                                  | LAST T1 "A"  
|                                                  | LAST T2 "A"  
|                                                  | SIZE "m1"   |
|                                                  | "MAKE AN INQUIRY TO USER"  |
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## AUTHENTICATION INFORMATION OF COMPONENT

<table>
<thead>
<tr>
<th>Creation Source Information</th>
<th>&quot;ghi&quot;</th>
</tr>
</thead>
<tbody>
<tr>
<td>Authentication Source Information</td>
<td>&quot;V1&quot;</td>
</tr>
<tr>
<td>Quality Standard Information</td>
<td>Test T1 &quot;A&quot; , Test T2 &quot;A&quot; ...</td>
</tr>
<tr>
<td>Performance Standard Information</td>
<td>Size &quot;m1&quot; ...</td>
</tr>
<tr>
<td>Authority Standard Information</td>
<td>&quot;MAKE AN INQUIRY TO USER&quot;</td>
</tr>
</tbody>
</table>

### FIG. 4

1. **START**

   **S1**
   - The destination information device transmits the security policy to the source information device from which the agent is to move.

2. **S2**
   - The source information device registers the received security policy.

### FIG. 5
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<table>
<thead>
<tr>
<th>COMPONENT</th>
<th>AUTHORITY STANDARD</th>
<th>AUTHENTICATION SOURCE</th>
<th>QUALITY STANDARD</th>
<th>PERFORMANCE STANDARD</th>
<th>SECURITY POLICY</th>
</tr>
</thead>
<tbody>
<tr>
<td>AGENT IDENTIFICATION INFORMATION (AGENT ID/USER ID)</td>
<td>EGI/abc</td>
<td>吱吱</td>
<td>V1</td>
<td>&quot;ght&quot;</td>
<td></td>
</tr>
<tr>
<td></td>
<td>EG2/def</td>
<td></td>
<td>V1</td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td>XXX/XXX</td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
</tbody>
</table>
INFORMATION PROCESSING METHOD, INFORMATION PROCESSING APPARATUS, AND PROGRAM PRODUCT

BACKGROUND OF THE INVENTION

The present invention relates to a mobile agent system in which an agent moves between, e.g., network-connected information devices and performs processing. A mobile agent system has conventionally been known as a technique of moving between network-connected information devices, and integrating and processing pieces of information on the information devices. The agent is an autonomous software processing unit which is constructed by data in an executable form, its executable state, and data used for execution. In the mobile agent system, such an agent processes information on a given information device.

Each of the information devices between which the agent moves has a platform which provides an environment where the agent operates, e.g., one which provides an environment where an agent is constructed on the Operating System (OS) of a computer or the like operates. A destination information device to which the agent is to move determines whether to accept the agent on the basis of identification information of the agent. An agent whose security cannot be determined from identification information is inhibited from moving to the device. Even an agent which is permitted to move uniformly performs only permitted operations regardless of the identification information of the agent.

In this manner, the operation of the agent accepted by the destination device is restricted. When movement of an agent or the operation of the agent at a destination are to be restricted, the prior art imposes only uniform, fixed restrictions on the basic identification information of the agent and predetermined operations permitted in the destination information device regardless of the type or function of the agent.

BRIEF SUMMARY OF THE INVENTION

The present invention has its object to provide an information processing method capable of flexibly changing the operation of an agent within the range of restrictions preset in a destination information device for the agent when the agent moves between devices, and an information processing apparatus using the same.

According to embodiments of the present invention, there is provided an information processing method between a first information processing apparatus as one of a plurality of network-connected information processing apparatuses and a second information processing apparatus as another one of the plurality of network-connected information processing apparatuses. The method includes storing, in the first information processing apparatus, a plurality of programs which execute processing to cope with a user request; storing, in the second information processing apparatus, restriction information used for selecting authorized programs for which executions are authorized within the second information processing apparatus; transferring the restriction information from the second information processing apparatus to the first information processing apparatus; and moving at least one program selected from among the plurality of programs, of which execution authorization is checked based on the restriction information, from the first information processing apparatus to the second information processing apparatus.

BRIEF DESCRIPTION OF THE SEVERAL VIEWS OF THE DRAWING

FIG. 1 is a block diagram showing the overall arrangement of an information processing system according to the first embodiment of the present invention;

FIG. 2 is a table showing examples of a security policy;

FIG. 3 is a block diagram showing the arrangement of an information device 1 in FIG. 1 in more detail;

FIG. 4 is a table showing a storage example of authority standard of each component;

FIG. 5 is a flow chart for explaining pre-processing between first and second information devices for accepting movement of an agent from first information device by the second information device when the agent moves from the first information device to the second information device;

FIG. 6 is a flow chart for explaining a processing operation when the agent moves from the first information device to the second information device;

FIG. 7 is a flow chart for explaining the processing operation of an agent-holding component check unit in steps in FIG. 6 in more detail;

FIG. 8 is a block diagram showing the overall arrangement of an information processing system according to the second embodiment of the present invention when a platform comprises a planer component;

FIG. 9 is a block diagram showing the overall arrangement of an information processing system according to the third embodiment of the present invention when an agent comprises a planer component;

FIG. 10 is a table showing examples of a security policy when the agent comprises the planer component.

DETAILED DESCRIPTION OF THE INVENTION

Embodiments of the present invention will be described below with reference to the several views of the accompanying drawing.

An agent described in the embodiments according to the present invention moves between information devices (information processing apparatuses) while holding components in order to meet a user request. In movement, the agent
particularly holds only components which comply with the security policy of a destination information device.

[0025] The first embodiment of the present invention will describe such an agent function, mobile component function, and platform function with which the agent moves between information devices.

[0026] FIG. 1 shows the overall arrangement of an information processing system according to the first embodiment.

[0027] This system is constructed by information devices 1 and 21 such as a plurality of network-connected personal computers or portable information terminals such as Personal Digital Assistants (PDAs) and portable telephones. An agent 2 operates on a given information device (to be referred to as the information device 1 in this case), and further moves via a network to another information device (to be referred to as the information device 21 in this case) where the agent also operates.

[0028] The information devices 1 and 21 respectively have platforms 33 and 22 which operate using the execution environments of the respective information devices. The agent 2 operates under an execution environment which is provided from the platform. The agent 2 moves between the information devices 1 and 21, and executes processing for handling a request input by the user (solving a proposition) on a platform in a destination information device instead of the user.

[0029] The agent 2 has one or a plurality of handling methods (solving methods) comprised of at least one processing step for handling a certain request, i.e., plans. The agent 2 also has one or a plurality of components which execute the processing step included in the plans. The component is a program for executing the processing step on the platform.

[0030] Assume that an information device receives a request (proposition) “search for the telephone number of Mr. Tanaka”. A plan for handling this request is input by, e.g., the user. For example, the following two plans are input to the agent 2. The priority concerning preferential selection of either plan is also set by the user in advance. In this case, the first plan has a higher priority.

[0031] First plan: “search the address book of the information device 21 for the telephone number of Mr. Tanaka.”

[0032] Second plan: “inquire the telephone number of Mr. Tanaka of the user of the information device 21.”

[0033] These plans (processing steps thereof) are executed by components.

[0034] Therefore, the components include a component which executes processing for making an inquiry to the user, a component which executes processing of acquiring and referring to an address book from a portable telephone, and a component which executes processing of making a call from a portable telephone.

[0035] Components are not limited to the above-described ones. The processing of such a component may be subdivided into respective components. A component which executes processing of making a call from a portable telephone may be adopted, or a component which makes a call from an IP telephone service and a component which makes a call using an existing telephone service may be employed.

[0036] A platform in an information device which receives movement of the agent (e.g., the platform 22 of the information device 21) comprises an agent movement acceptance unit 23 which accepts agent information sent via a network and generates an agent, a security policy storage unit 26, and a security policy registration unit 24 which registers in the destination information device 1 an agent security policy to be accepted by the agent movement acceptance unit 23 out of security policies stored in the security policy storage unit 26.

[0037] The security policy of the information device 21 is information for restricting the operation of an agent within the information device 21 for each agent. That is, the security policy is information for restricting execution of components on the information device 21. In this embodiment, the security policy defines components which can be executed on the information device 21 for each agent.

[0038] Note that the security policy defines components which can be executed on the information device 21 for each agent. However, the security policy is not limited to this, and may define components which cannot be executed on the information device 21. In short, the security policy restricts the operation of each agent on each information device.

[0039] As shown in FIG. 2, the security policy stored in the security policy storage unit 26 is table information representing with which component an agent having given agent identification information can move to the information device 21.

[0040] The agent identification information contains, e.g., an identifier (agent ID) for identifying each agent and an identifier (user ID) of a user who has generated the agent. The agent identification information is referred to as an “agent ID/user ID”.

[0041] Each component has authentication information. The authentication information contains creation source information as information for identifying a creation source user or organization which has created a component, authentication source information as information for identifying an authentication source user or organization which has authenticated the component, quality standard information representing the results of a quality test conducted for the component by the authentication source, performance standard information as information representing the degree (e.g., size) of computer resource (e.g., memory resource) required by the component, and authority standard information as information about a component function (processing contents) of whether the component communicates with an external device or reads/writes private information in a device.

[0042] The security policy of the information device 21 shown in FIG. 2 specifies, for each agent in correspondence with its identification information, authentication information of executable components which can be brought into the information device 21 by the agent. As shown in FIG. 2, the security policy specifies only necessary information out of the creation source, authentication source, quality standard, performance standard, and authority standard contained in authentication information.

[0043] For example, the user ID of the user of the information device 21 is “abc”, and agent identification information of the information device 21 of the user is “EIG/abc”. For an agent with agent identification information “EIG/abc”, the security policy shown in FIG. 2 permits bringing components with authority standards “make a call”, “refer to an address book”, and “make an inquiry to the user” regardless of the creation source, authentication source, quality standard, and performance standard. For an agent with agent identification information “EIG/def” generated by a specific individual (user ID “def”), the security policy permits bringing a component with an authority standard “refer to an address book” authenticated by “V1” and a component with an authority standard “make an inquiry to the user” authenticated by “V2”, regardless of their creation source, quality standard, and per-
formance standard. However, the security policy does not permit bringing other components. For another agent (agent identification information "xxx/xxx" which means that no user ID or agent ID is specified), the security policy permits bringing only a component with an authority standard "make an inquiry to the user" which is generated by "ghi", authenticated by "VI", and satisfies predetermined quality and performance standards.

In this manner, security policies as shown in FIG. 2 are set for the information device 21. When, for example, the information device 21 is a portable telephone, the agent of the user "abc" of the information device 21 is permitted to bring a component which makes a call from the portable telephone. An agent generated by a specific individual, e.g., "del", is permitted to bring a component which refers to an address book in the portable telephone. Other general agents are permitted to bring components which make an inquiry to the user.

Referring back to FIG. 1, the "source" platform, e.g., the platform 33 of the information device 1 in this embodiment from which an agent moves has a mobile component 11.

The mobile component 11 is a component which performs processing of moving the agent 2 to the information device 21 via the network in accordance with a request from the agent 2.

The mobile component 11 comprises a security policy management unit 12 which receives a security policy transmitted from the security policy registration unit 24 of a destination platform. Further, the mobile component 11 comprises an agent-holding component check unit 13. When the agent 2 issues a request to move to the information device 21, the agent-holding component check unit 13 checks the components 5 held by the agent 2 with reference to the security policy transmitted to the security policy management unit 12. Then, the agent-holding component check unit 13 selects a component to be brought into the destination platform on the basis of security policy (e.g., deletes components which cannot be executed in the destination platform, and selects a component to be brought into the destination platform). The mobile component 11 also comprises an agent movement realizing unit 14 which transmits the agent 2 holding at least the selected component to the agent movement acceptance unit 23 in the information device 21.

In addition to one or a plurality of components 5, the agent 2 has an agent identification information storage unit 3 which stores the above-mentioned agent identification information, a plan storage unit 4 which stores a plan input by the user, and a plan selection unit 32.

The plan selection unit 32 checks whether a currently selected plan (with the highest priority at that time) can be executed using a component currently held by the agent. If necessary, the plan selection unit 32 selects another executable plan using the component currently held by the agent from plans stored in the plan storage unit 4.

Plans stored in the plan storage unit 4 are directly input by the user.

FIG. 3 shows the arrangement of the information device 1 in more detail. FIG. 3 shows the arrangement of a main part for the agent-holding component check unit 13 to check components held by the agent by inquiring the security policy management unit 12.

Each component 5 has an authentication information management unit 6 which stores and manages authentication information of the component, as shown in FIG. 4.

The security policy management unit 12 stores and manages a security policy 15 transmitted from the security policy registration unit 24 of the source information device.

The agent-holding component check unit 13 has an authentication information collation unit 16. The authentication information collation unit 16 collates the security policy of the destination information device stored in the security policy management unit 12 with authentication information of each component 5 held by the agent 2, and determines whether to permit bringing each component 5.

The processing operation of the information processing system in FIG. 1 will be explained with reference to the flow charts of FIGS. 5 to 7.

The flow chart of FIG. 5 explains pre-processing between the information devices 1 and 21. The pre-processing include a step of accepting movement of the agent from the information device 1 by the information device 21 when the agent 2 moves from the information device 1 to the information device 21.

For example, when the agent 2 asks the mobile component 11 to move to the information device 21, the security policy management unit 12 transmits agent identification information of the agent 2 to the platform 22 of the information device 21, and inquires about a security policy. Then, the security policy registration unit 24 transmits a security policy corresponding to agent identification information of the agent 2 (step S11). At this time, identification information (ID) which is defined for the platform 22 identifies the platform may also be transmitted together with the security policy. The security policy management unit 12 may receive all security policies from the security policy registration unit 24 without transmitting agent identification information of the agent 2 to the platform 22 of the information device 21.

The security policy management unit 12 in the mobile component 11 registers the received security policy (step S21). The security policy management unit 12 pairs the received security policy with the ID of the destination platform 22 or the like, and manages them in a table format.

The flow chart of FIG. 6 explains a processing operation when the agent 2 moves from the information device 1 to the information device 21 by using the mobile component 11.

The agent 2 designates a destination information device (or a platform thereof) with respect to the mobile component 11, and asks the mobile component 11 to move (step S111). Then, the mobile component 11 acquires a security policy from the destination information device, as shown in FIG. 5. Then, the agent-holding component check unit 13 checks components held by the agent 2 by collating them with the security policy (step S121).

If the components held by the agent 2 include a component which violates the security policy, the component is deleted from the agent 2 (steps S131 and S141). The component can be deleted by erasing the component from the agent 2, or by temporarily confiscating the component from the agent 2 and returning it when the agent 2 returns to the information device 1.

If the component is deleted from the agent 2, the plan selection unit 32 checks whether the current plan can be executed by the remaining components (step S151). If YES in
After that, the agent moves to the information device 21 by using the agent movement realizing unit 14 and agent movement acceptance unit 23 (step S17).

The processing operation of the agent-holding component check unit 13 in steps S12 to S14 in FIG. 6 will be described in more detail with reference to the flow chart of FIG. 7.

The authentication information collation unit 16 of the agent-holding component check unit 13 acquires the security policy of the information device 21 (security policy corresponding to identification information of the agent) registered in the security policy management unit 12 (step S21).

The authentication information collation unit 16 checks pieces of authentication information of the components 5 in the agent 2 one by one. More specifically, the authentication information collation unit 16 acquires authentication information of each component 5 from the authentication information management unit 6 of the component 5 (step S22).

The authentication information collation unit 16 collates the authentication information with the security policy corresponding to identification information of the agent. If authentication information of the component contains content which violates the security policy corresponding to identification information of the agent, the agent-holding component check unit 13 deletes the component from the agent 2 (steps S23 and S24).

The agent-holding component check unit 13 performs this processing for all the components held by the agent 2 (step S25).

For example, when agent identification information of the agent 2 is “EG2/def”, the security policy (see FIG. 2) of the information device 21 permits the agent to bring (execute) a component with an authority standard “refer to an address book” authenticated by “V1” and a component with an authority standard “make an inquiry to the user” authenticated by “V2”. The agent 2 holds a component with an authority standard “refer to an address book” authenticated by “V1”, a component with an authority standard “make an inquiry to the user” authenticated by “V2”, and a component with an authority standard “make a call” authenticated by “V1”.

The agent-holding component check unit 13 deletes, from the three components held by the agent 2, the component with the authority standard “make a call” which violates the security policy corresponding to the agent identification information “EG2/def”.

The agent 2 holds the component with the authority standard “refer to an address book”. If, however, the component is authenticated not by “V1” but by “V2”, this component also violates the security policy and is deleted.

Processes in steps S15 and S16 in FIG. 6 will be described in detail.

Assume that agent identification information of the agent 2 is “EG2/def”, and the current plan is the first plan “search the address book of the information device 21 for the telephone number of Mr. Tanaka”. The agent 2 holds a component with an authority standard “refer to an address book” authenticated by “V1”, a component with an authority standard “make an inquiry to the user” authenticated by “V2”, and a component with an authority standard “make a call” authenticated by “V1”.

In this case, the security policy (see FIG. 2) of the information device 21 permits the agent 2 to bring (execute) a component with an authority standard “refer to an address book” authenticated by “V1” and a component with an authority standard “make an inquiry to the user” authenticated by “V2”. In processing of FIG. 7, the agent-holding component check unit 13 deletes, from the three components held by the agent 2, the component with the authority standard “make a call” which violates the security policy corresponding to the agent identification information “EG2/def”.

Even if the component with the authority standard “make a call” is deleted in the check of step S15 in FIG. 6, the current plan (first plan) can be executed. Thus, the flow skips step S16 and advances to step S17.

If the component with the authority standard “refer to an address book” held by the agent 2 is authenticated not by “V1” but by “V2”, this component also violates the security policy and is deleted in processing of FIG. 7. In this case, the component with the authority standard “make a call” and the component with the authority standard “refer to an address book” are deleted in the check of step S15 in FIG. 6. Hence, the current plan (first plan) is determined to be unexecutable. If another plan is stored in the plan storage unit 4 and can be executed by only the currently remaining component, the plan selection unit 32 selects this plan in step S16. For example, the second plan is stored in the plan storage unit 4 in addition to the first plan. Since the second plan can be executed by the currently remaining component with the authority standard “make an inquiry to the user”, the plan selection unit 32 selects the second plan.

In step S17 of FIG. 6, the agent executes processing of the second plan upon moving to the information device 21 by using the agent movement realizing unit 14 and agent movement acceptance unit 23. In this case, the agent 2 generated in the information device 21 displays a dialogue which inquires about the telephone number of Mr. Tanaka.

As described above, according to the first embodiment, when the agent 2 moves from the information device 1 to the information device 21, components except components which can be brought into the information device 21 are deleted from components held by the agent 2 on the basis of a security policy (restriction information) which is transmitted from the information device 21 and corresponds to the agent 2. At this time, if the current plan cannot be executed, another plan executable using the remaining components is selected, and processing corresponding to the plan is executed in the information device 21. Accordingly, when the agent moves between devices, the operation of the agent can be flexibly changed within the range of restrictions posed in advance in a destination information device for the agent.

More specifically, in the first embodiment according to the present invention,

(1) The agent holds a plurality of components.
(2) When the agent moves, components to be brought into a destination platform are selected in accordance with the security policy of the destination platform (in this case, components which cannot be executed in the destination platform are deleted from the agent).
(3) After components are deleted, the agent changes its operation (plan), as needed.
(4) The security policy is set in accordance with agent identification information and component authentication information.

Therefore, fine security policies using identification information of an agent and authentication information of each component held by the agent can be applied to the agent
which moves to a given information device. After a security policy is applied, the agent can change its operation (plan) to replace processing by an operation executable within the security policy.

In the first embodiment, the plan storage unit 4 stores one or a plurality of plans input by the user.

In the second embodiment, a planner component generates a plurality of plans for meeting a request input by the user. A plan executable within the range of components which comply with the security policy of a destination information device is selected from the plurality of plans. Note that only a difference from the first embodiment will be explained.

FIG. 8 shows the overall arrangement of an information processing system according to the second embodiment. In FIG. 8, the same reference numerals as in FIG. 1 denote the same parts, and only a difference will be described. A platform 33 of an information device 1 comprises a planner component 31, and one or a plurality of plans generated by the planner component 31 are stored in a plan storage unit 4.

The planner component 31 generates a plurality of handling methods, i.e., plans each formed from at least one processing step for handing a user request. A plurality of planner components 31 exist for each type of processes such as search and scheduling. For descriptive convenience, a search planner component which generates a plurality of telephone number search plans will be explained. The search planner component generates a plurality of model plans in a table format in advance. The model plans include, e.g., "search the address book of an information device 21 for a telephone number" and "make an inquiry to the user of the information device 21". For example, an agent 2 receives a request "search for the telephone number of Mr. Tanaka" from the user. The agent 2 asks the planner component 31 via the platform 33 to generate a plan which responds to this request. The planner component 31 generates, e.g., the following two plans in response to this request.

First plan: "search the address book of the information device 21 for the telephone number of Mr. Tanaka."

Second plan: "inquire the telephone number of Mr. Tanaka of the user of the information device 21."

Once a plurality of plans are generated, these plans are desirably assigned priorities which determine which of the plans is to be preferentially used. The priority may be set for a model plan in advance in order to more reliably process a request. In generating plans, the planner component 31 may set priority for each plan by referring to agent knowledge (not shown in FIG. 8). The agent knowledge includes plan generation conditions designated by the user, such as priority as to the processing time, priority as to resource saving, functions usable on the platform, and information about components. Under the condition that priority is given to the processing time, the priority of a plan with a shorter processing time is set higher among model plans.

The second embodiment is the same as the first embodiment expect that one or a plurality of plans generated by the planner component 31 are stored in the plan storage unit 4.

In this manner, a plurality of plans for meeting a request from the user is generated using the planner component. A handling method executable by the agent can be automatically generated, and a request from the agent can be more reliably met. In other words, a response to the request from the user can be more reliably obtained.

In the second embodiment, the planner component 31 is arranged in the platform 33. In the third embodiment, an agent 2 holds a planner component 31, and if the planner component 31 complies with the security policy of a destination information device, the agent 2 can bring the planner component 31 to the destination information device.

FIG. 9 shows the overall arrangement of an information processing system according to the third embodiment. In FIG. 9, the same reference numerals as in FIG. 1 denote the same parts, and only a difference will be described. The agent 2 of an information device 1 comprises a planner component 41, and one or a plurality of plans generated by the planner component 41 are stored in a plan storage unit 4.

The planner component 41 is identical to the planner component 31 described in the second embodiment.

Similar to other components, authentication information of the planner component 41 as shown in FIG. 4 is stored in an authentication information management unit 42.

In the third embodiment, when the security policy of a destination information device (e.g., an information device 21) permits bringing a component with an authority standard "generate a plan (planner)", as shown in FIG. 10, the agent 2 can move to the information device 21 while holding the planner component 41, as shown in FIG. 6.

If the agent 2 can bring the planner component 41 into the destination information device 21, the agent 2 can generate a new plan by using the component as far as the destination information device 21 comprises a component permitted to cope with the agent.

Another movement operation of an agent 2 in the arrangement as shown in FIG. 8 or 9 will be explained in detail.

Assume that agent identification information of the agent 2 is "EG2/def", and the first and second plans are generated by a planner component 41 and stored in a plan storage unit 4. The agent 2 holds a component with an authority standard "refer to an address book" authenticated by "V3", a component with an authority standard "make an inquiry to the user" authenticated by "V2", and a component with an authority standard "make a call" authenticated by "V1".

In this case, the security policy (see FIG. 10) of an information device 21 permits the agent 2 to bring (execute) the component with the authority standard "make an inquiry to the user" authenticated by "V2". At this time, in processing of FIG. 7, an agent-holding component check unit 13 deletes, from the three components held by the agent 2, the component with the authority standard "refer to an address book" and the component with the authority standard "make a call" which violate the security policy corresponding to the agent identification information "EG2/def".

In this case, the component with the authority standard "refer to an address book" and the component with the authority standard "make a call" are deleted in the check of step S15 in FIG. 6. As a result, the current plan (first plan) is determined to be unexecutable. In step S16, a plan selection unit 32 selects the second plan which is another plan stored in the plan storage unit 4 and is executable by the currently remaining component.

In step S17 of FIG. 6, the agent 2 moves to the information device 21 while holding the component with the authority standard "make an inquiry to the user".

Assume that a platform 22 of the information device 21 has a component with an authority standard "refer to an address book" authenticated by "V1" that complies with a
security policy corresponding to the agent identification information "EG2/def". In this case, the plan selection unit 32 of the agent 2 which has moved to the information device 21 is notified of the presence of the component with the authority standard "refer to an address book" authenticated by "V1". Since the first plan with higher priority than the current plan can be executed, the plan selection unit 32 reselects the first plan.

[0101] The agent 2 executes the first plan by using the component with the authority standard "refer to an address book" present in the destination information device 21.

[0102] If a component which allows reselecting the plan does not exist in the destination information device 21, the agent 2 executes the previously selected second plan.

[0103] In this fashion, the agent 2 can reselect the plan at a destination when the agent 2 does not hold a component which complies with the security policy of a destination information device, the destination information device has a component which complies with a security policy corresponding to the agent, and a higher-priority plan can be executed by using the component of the destination information device.

[0104] The methods described in the first to fourth embodiments can be stored and distributed as a program capable of causing a computer to execute these methods in a recording medium such as a DVD, CD-ROM, floppy disk, solid-state memory, or optical disk.

[0105] The present invention is not limited to the agent system, and can also be applied when a program is moved from a given information device to another information device and runs on the destination information device, for example, when a Java Applet™ is downloaded.

[0106] Additional advantages and modifications will readily occur to those skilled in the art. Therefore, the invention in its broader aspects is not limited to the specific details and representative embodiments shown and described herein. Accordingly, various modifications may be made without departing from the spirit or scope of the general inventive concept as defined by the appended claims and their equivalents.

What is claimed is:

1. An information processing apparatus for selecting a first plan to handle a user request, the first plan including a sequence of sub-goals, wherein the sub-goals are achieved by a plurality of program-components, each program-component including authority standard information relating to a component function of whether the program-component communicates with an external device or reads/writes private information in a device;

2. An information processing apparatus which executes processing on an information device to handle a user request by use of another information processing apparatus storing restriction information used for selecting authorized program-components of which executions are authorized within the another information processing apparatus, comprising:

   means for selecting a first plan to handle a user request, the first plan including a sequence of sub-goals, wherein the sub-goals are achieved by a plurality of program-components, each program-component including authority standard information relating to a component function of whether the program-component communicates with an external device or reads/writes private information in a device;

   means for determining the authority standard by which the program-component capable of running on the second information processing apparatus, and a processing content performed by the program-component;

   means for transferring the restriction information from the second information processing apparatus to the first information processing apparatus before the agent moves from the first information processing apparatus to the second information processing apparatus;

   means for selecting a second plan when the first plan cannot be executed by the modified agent; and

   means for generating an agent containing the plurality of program-components;

   means for receiving the restriction information with respect to the agent from the another information processing apparatus, the restriction information including at least one of a creation source, an authentication source, a quality of a program-component capable of running on the other information processing apparatus, authority standard by which the program-components are authorized, and a processing content performed by the program-component;
information processing apparatus as another one of the plurality of network connected information processing apparatuses, the system comprising:

means for selecting a first plan to handle a user request, the first plan including a sequence of sub-goals, wherein the sub-goals are achieved by execution of a plurality of program-components, each program-component including authority standard information relating to a component function of whether the program-component communicates with an external device or reads/writes private information in a device;

means for generating an agent containing the plurality of program-components in the first information processing apparatus;

means for storing, in the second information processing apparatus, restriction information used for selecting authorized program-components contained in the agent, of which executions are authorized within the second information processing apparatus, the restriction information including two or more of a creation source, an authentication source, performance, quality of a program-component capable of running on the second information processing apparatus, authority standard by which the program-components are authorized, and processing content performed by the program-component;

means for transferring the restriction information from the second information processing apparatus to the first information processing apparatus before the agent moves from the first information processing apparatus to the second information processing apparatus;

means for modifying the agent by removing at least one program-component from the plurality of program-components, of which execution is not authorized within the second information processing apparatus, when the authority standard information does not match the authority standard in the restriction information transferred from the second information processing apparatus;

means for moving the modified agent from the first information processing apparatus to the second information processing apparatus if the first plan is executable by the modified agent; and