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DESCRIPCION
Colaborcién abierta distribuida basada en cadena de bloques de aplicaciones de mapa
ANTECEDENTES

Los sistemas de contabilidad distribuida (DLS), que también pueden denominarse redes de consenso y/o redes de
cadena de bloques, permiten a las entidades participantes almacenar datos de forma segura e inmutable. Los DLS se
conocen comunmente como redes de cadena de bloques sin hacer referencia a un caso de usuario en particular. Los
tipos de ejemplo de redes de cadena de bloques pueden incluir redes de cadena de bloques publicas, redes de cadena
de bloques privadas y redes de cadena de bloques de consorcio. Una red publica de cadena de bloques esta abierta
para que todas las entidades utilicen el DLS y participen en el proceso de consenso. Una red de cadena de bloques
privada se proporciona para una entidad particular, que controla de forma centralizada los permisos de lectura y
escritura. Una red de cadena de bloques de consorcio se proporciona para un grupo selecto de entidades, que
controlan el proceso de consenso e incluye una capa de control de acceso.

La recopilacion de datos de mapas requiere muchos recursos para los proveedores de aplicaciones de mapas, y los
usuarios a menudo se quejan de que los datos de mapas recopilados no estan lo suficientemente actualizados para
sus necesidades. Aunque la recopilacién de datos de mapas convencional se puede utilizar para abordar estos
problemas, seria ventajosa una solucién mas eficiente para abordar la recopilacién de datos de mapas. El documento
US 2011/0246148 A1 describe sistemas, métodos, aparatos, dispositivos, articulos y medios para actualizar modelos
de radio. Un método de ejemplo para uno o mas dispositivos de servidor comprende recibir en una o mas interfaces
de comunicaciones al menos una medicidon que corresponde a una posicién de un primer dispositivo moévil dentro de
un entorno interior. Al menos un modelo de radio que se almacena en una 0 mas memorias se actualiza en base, al
menos en parte, en la al menos una medicién para producir al menos un modelo de radio actualizado. El al menos un
modelo de radio y el al menos un modelo de radio actualizado corresponden al entorno interior. El al menos un modelo
de radio actualizado se transmite para permitir que un segundo dispositivo movil utilice el al menos un modelo de radio
actualizado para el posicionamiento dentro del entorno interior.

El documento US 2018/356236 A1 describe un sistema y un método para actualizar datos de mapas para un vehiculo
auténomo (AV). El método incluye recopilar, utilizando uno o una pluralidad de sensores de AV de un primer AV, datos
de sensor, y comparar los datos de sensor recopilados con los datos de mapas para determinar la presencia de datos
potencialmente modificados. EI método incluye ademas generar un bloque de prueba de trabajo (PoW) que incluye
los datos potencialmente modificados y recopilar, utilizando uno o una pluralidad de sensores de AV de un segundo
AV, primeros datos de sensor de verificaciéon. A continuacion, los datos potencialmente modificados se comparan con
los primeros datos de sensor de verificacién para generar un primer bloque de mapa verificado en base a los primeros
datos de sensor de verificacion y afadir el primer bloque de mapa verificado a una primera cadena de bloques de
mapa verificada.

Randy Meech, «We Have Some Blocksplaining To Do» y el equipo de StreeCred, «4 Days, 500+ Users, 3000+ Places»
contienen descripciones genéricas de StreetCred, un mercado basado en cadena de bloques para datos de ubicacion
y una aplicacién prototipica del mismo.

RESUMEN
La invencion se define por las reivindicaciones adjuntas.

Las implementaciones de la memoria descriptiva incluyen métodos implementados por computadora para la
colaboracion abierta distribuida basada en cadena de bloques de datos. Mas particularmente, las implementaciones
de la memoria descriptiva estan dirigidas a proporcionar una plataforma de colaboracion abierta distribuida basada en
cadena de bloques capaz de recopilar y proporcionar datos de mapas.

En algunas implementaciones, las acciones incluyen recibir, en un proveedor de servicios de mapas asociado con una
cadena de bloques, datos de mapas de un recopilador de datos; transmitir los datos de mapas a un proveedor de
servicios de datos para su procesamiento; recibir, en el proveedor de servicios de mapas, datos no de colaboracién
abierta distribuida desde un proveedor de datos; transmitir los datos no de colaboracion abierta distribuida al proveedor
de servicios de datos para procesarlos con los datos de mapas; recibir una solicitud de datos de mapas procesados
desde un proveedor de servicios; recuperar, del proveedor de servicios de datos, los datos de mapas procesados que
se generan a partir de los datos de mapas y los datos no de colaboracién abierta distribuida; y transmitir los datos de
mapas procesados al usuario del servicio en respuesta a la solicitud. Otras implementaciones incluyen sistemas,
aparatos y programas informaticos correspondientes configurados para realizar las acciones de los métodos,
codificados en dispositivos de almacenamiento informaticos.

Cada una de estas y otras implementaciones puede incluir opcionalmente una o mas de las siguientes caracteristicas:



10

15

20

25

30

35

40

45

50

55

60

65

ES 2879908 T3

Una primera caracteristica, combinable con cualquiera de las siguientes caracteristicas, en donde el proveedor de
servicios de mapas proporciona el consumo de datos automatizado o la autorizacién de datos para el usuario del
servicio.

Una segunda caracteristica, combinable con cualquiera de las siguientes caracteristicas, en donde el proveedor de
servicios de mapas, el proveedor de servicios de datos y el proveedor de datos son dispositivos informaticos que
participan en la cadena de bloques.

Una tercera caracteristica, combinable con cualquiera de las siguientes caracteristicas, que comprende, ademas:
antes de recibir los datos de mapas del recopilador de datos, ejecutar, mediante el proveedor de servicios de mapas,
un contrato inteligente con el recopilador de datos.

Una cuarta caracteristica, combinable con cualquiera de las siguientes caracteristicas, que comprende, ademas: antes
de transmitir los datos de mapas al proveedor de servicios de datos, ejecutar, mediante el proveedor de servicios, un
contrato inteligente con el proveedor de servicios de datos.

Una quinta caracteristica, combinable con cualquiera de las siguientes caracteristicas, en donde transmitir los datos
de mapas a un proveedor de servicios de datos para su procesamiento incluye transmitir los datos de mapas a un
proveedor de servicios de datos para normalizar los datos de mapas o descartar datos irregulares de los datos de
mapas.

Una sexta caracteristica, combinable con cualquiera de las siguientes caracteristicas, en donde la cadena de bloques
es una cadena de bloques de consorcio.

Una séptima funcién, combinable con cualquiera de las siguientes funciones, en donde el recopilador de datos recopila
los datos de mapas mediante colaboracion abierta distribuida.

La memoria descriptiva también proporciona un medio de almacenamiento legible por computadora no transitorio
acoplado a una o mas computadoras y que tiene instrucciones almacenadas en los mismos que son ejecutables por
la una o mas computadoras para realizar operaciones de acuerdo con implementaciones de los métodos
proporcionados en el presente documento.

La memoria descriptiva proporciona ademas un sistema para implementar los métodos proporcionados en el presente
documento. El sistema incluye una o mas computadoras y una o mas memorias legibles por computadora acopladas
a la una o mas computadoras y que tienen instrucciones almacenadas en las mismas que son ejecutables por la una
0 mas computadoras para realizar operaciones de acuerdo con implementaciones de los métodos proporcionados en
el presente documento.

Se aprecia que los métodos de acuerdo con la memoria descriptiva pueden incluir cualquier combinaciéon de los
aspectos y caracteristicas descritos en el presente documento. Es decir, los métodos de acuerdo con la memoria
descriptiva no se limitan a las combinaciones de aspectos y caracteristicas descritas especificamente en el presente
documento, sino que también incluyen cualquier combinacién de los aspectos y caracteristicas proporcionados.

Los detalles de una o mas implementaciones de la memoria descriptiva se establecen en los dibujos adjuntos y la
descripcion a continuacién. Otras caracteristicas y ventajas de la memoria descriptiva seran evidentes a partir de la
descripcion y los dibujos, y de las reivindicaciones.

DESCRIPCION DE LOS DIBUJOS

La FIG. 1 muestra un ejemplo de un entorno que se puede utilizar para ejecutar implementaciones de la
memoria descriptiva.

La FIG. 2 representa un ejemplo de una arquitectura conceptual de acuerdo con implementaciones de la
memoria descriptiva.

La FIG. 3 representa un ejemplo de un entorno de sistema de una aplicaciéon de mapas de colaboracion
abierta distribuida basada en cadena de bloques de acuerdo con implementaciones de la memoria descriptiva.

La FIG. 4 representa un ejemplo de un proceso que se puede ejecutar de acuerdo con implementaciones de
la memoria descriptiva.

La FIG. 5 representa un ejemplo de médulos de un aparato 500 de acuerdo con implementaciones de esta
memoria descriptiva.

Los simbolos de referencia similares en los diversos dibujos indican elementos similares.



10

15

20

25

30

35

40

45

50

55

60

65

ES 2879908 T3

DESCRIPCION DETALLADA

Las implementaciones de la memoria descriptiva incluyen métodos implementados por computadora para aplicaciones
de servicios de colaboracién abierta distribuida basadas en tecnologias cadena de bloques. Mas particularmente, las
implementaciones de la memoria descriptiva estan dirigidas a proporcionar una plataforma de colaboracion abierta
distribuida basada en cadena de bloques capaz de recopilar y proporcionar datos de mapas.

Para proporcionar un contexto adicional para las implementaciones de la memoria descriptiva, y como se presenté
anteriormente, los sistemas de contabilidad distribuida (DLS), que también pueden denominarse redes de consenso
(p. €j., compuestas por nodos de igual a igual) y redes de cadena de bloques, habiliten a las entidades participantes
para realizar transacciones de forma segura e inmutable y almacenar datos. Aunque el término cadena de bloques se
asocia generalmente con redes de divisas, cadena de bloques se utiliza en el presente documento para referirse
generalmente a un DLS sin referencia a un caso de uso patrticular.

Una cadena de bloques es una estructura de datos que almacena transacciones de manera que las transacciones son
inmutables. Por lo tanto, las transacciones registradas en una cadena de bloques son fiables y de confianza. Una
cadena de bloques incluye uno o mas bloques. Cada uno de los blogues de la cadena esta vinculado a un bloque
anterior inmediatamente antes de él en la cadena al incluir un resumen criptografico del bloque anterior. Cada uno de
los blogues también incluye una marca de tiempo, su propio resumen criptografico y una o mas transacciones. Las
transacciones, que ya han sido verificadas por los nodos de la red de cadena de bloques, se procesan y codifican en
un arbol Merkle. Un arbol Merkle es una estructura de datos en la que los datos en los nodos hoja del arbol estan
resumidos, y todos los resimenes en cada una de las ramas del arbol se concatenan en la raiz de la rama. Este
proceso continda subiendo por el arbol hasta la raiz de todo el arbol, que almacena un resumen que es representativo
de todos los datos del arbol. Un resumen que pretende ser de una transaccion almacenada en el arbol se puede
verificar rdpidamente determinando si es consistente con la estructura del arbol.

Mientras que una cadena de bloques es una estructura de datos descentralizada o al menos parcialmente
descentralizada para almacenar transacciones, una red de cadenas de blogques es una red de nodos informaticos que
administran, actualizan y mantienen una o mas cadenas de bloques mediante la difusién, verificacién y validacion de
transacciones, etc., Como se introdujo anteriormente, una red cadena de bloques se puede proporcionar como una
red cadena de bloques publica, una red cadena de bloques privada o una red cadena de bloques de consorcio.

En una red de cadena de bloques publica, el proceso de consenso esta controlado por nodos de la red de consenso.
Por ejemplo, cientos, miles, incluso millones de entidades pueden cooperar en una red publica de cadena de bloques,
cada una de las cuales hace funcionar al menos un nodo en la red publica de cadena de bloques. En consecuencia,
la red publica de cadena de bloques puede considerarse una red publica con respecto a las entidades participantes.
En algunos ejemplos, la mayoria de entidades (nodos) debe firmar cada bloque para que éste sea valido y se afiada
a la cadena de bloques (libro de contabilidad distribuido) de la red de cadena de bloques. Las redes de cadena de
bloques publicas de ejemplo incluyen redes de pago de igual a igual particulares que aprovechan un libro de
contabilidad distribuido, denominado cadena de blogues. Como se sefal6 anteriormente, el término cadena de bloques,
sin embargo, se utiliza para referirse en general a libros de contabilidad distribuidos sin una referencia particular a una
red de cadena de bloques particular.

En general, una red de cadena de bloques publica soporta transacciones publicas. Una transaccion publica se
comparte con todos los nodos de la red publica de cadena de bloques y se almacena en una cadena de bloques global.
Una cadena de bloques global es una cadena de bloques que se repite en todos los nodos. Es decir, todos los nodos
estan en perfecto estado de consenso con respecto a la cadena de bloques global. Para lograr un consenso (p. €j., un
acuerdo para la adicién de un bloque a una cadena de bloques), se implementa un protocolo de consenso dentro de
la red de cadena de bloques publica. Los protocolos de consenso de ejemplo incluyen, sin limitacion, prueba de trabajo
(POW) (p. €j., implementado en algunas redes de divisas), prueba de participacion (POS) y prueba de autoridad (POA).
En el presente documento se hace referencia a POW como un ejemplo no limitativo.

En general, se proporciona una red de cadena de bloques privada para una entidad particular, que controla de forma
centralizada los permisos de lectura y escritura. La entidad controla qué nodos pueden participar en la red de cadena
de bloques. En consecuencia, las redes de cadena de bloques privadas se conocen generalmente como redes
autorizadas que imponen restricciones sobre quién puede participar en la red y sobre su nivel de participacion (p. ej.,
solo en ciertas transacciones). Se pueden utilizar diversos tipos de mecanismos de control de acceso (p. €j., los
participantes existentes votan sobre la adicion de nuevas entidades, una autoridad reguladora puede controlar la
admision).

En general, una red de consorcio de cadena de bloques es privada entre las entidades participantes. En una red de
consorcio de cadena de bloques, el proceso de consenso es controlado por un conjunto autorizado de nodos, donde
uno o mas nodos se hacen funcionar por una entidad respectiva (por ejemplo, una institucion financiera, una compania
de seguros). Por ejemplo, un consorcio de diez (10) entidades (por ejemplo, instituciones financieras, companias de
seguros) puede hacer funcionar una red de consorcio de cadena de bloques, cada una de las cuales hace funcionar
al menos un nodo de la red de consorcio de cadena de bloques. En consecuencia, la red de consorcio de cadena de
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bloques puede considerarse una red privada con respecto a las entidades participantes. En algunos ejemplos, cada
entidad (nodo) debe firmar cada bloque para que éste sea valido y se afiada a la cadena de bloques. En algunos
ejemplos, al menos un subconjunto de entidades (nodos) (por ejemplo, al menos 7 entidades) debe firmar cada bloque
para que éste sea valido y se afiada a la cadena de bloques.

Las implementaciones de la memoria descriptiva se describen con mas detalle en el presente documento con
referencia a una red de cadena de bloques de consorcio, 0 una combinacién de dos o mas de una red de cadena de
bloques de consorcio y una red de cadena de bloques publica o privada (en adelante, una "red de cadena de bloques").
Sin embargo, se contempla que las implementaciones de la memoria descriptiva se puedan realizar en cualquier tipo
apropiado de red de cadena de bloques.

Las implementaciones de la memoria descriptiva se describen con mas detalle en el presente documento en vista del
contexto anterior. Mas particularmente, y como se introdujo anteriormente, las implementaciones de la memoria
descriptiva estan dirigidas a proporcionar una plataforma de colaboracion abierta distribuida basada en cadena de
bloques capaz de recopilar y proporcionar datos de mapas.

La FIG. 1 representa un ejemplo de un entorno 100 que puede utilizarse para ejecutar implementaciones de la memoria
descriptiva. En algunos ejemplos, el entorno 100 de ejemplo permite a las entidades participar en una red de cadena
de bloques 102. El entorno 100 de ejemplo incluye dispositivos informaticos 106, 108 y una red 110. En algunos
ejemplos, la red 110 incluye una red de area local (LAN) , red de area amplia (WAN), el Internet o una combinacién
de las mismas, y conecta sitios web, dispositivos de usuario (p. €j., dispositivos informaticos) y sistemas de servidor.
En algunos ejemplos, se puede acceder a la red 110 a través de un enlace de comunicaciones cableado y/o
inaldmbrico. En algunos ejemplos, la red 110 permite la comunicacion con y dentro de la red 102 de cadena de bloques.
En general, la red 110 representa una o mas redes de comunicaciones.

En el ejemplo representado, los sistemas 106, 108 informaticos pueden incluir cada uno cualquier sistema informatico
apropiado que permita la participacidon como un nodo en la red 102 de cadena de bloques. Los dispositivos informaticos
de ejemplo incluyen, sin limitacién, un servidor, una computadora de escritorio, una computadora portatil, una
computadora tableta y un teléfono inteligente. En algunos ejemplos, los sistemas 106, 108 informaticos alojan uno o
mas servicios implementados por computadora para interactuar con la red 102 de cadena de bloques. Por ejemplo, el
sistema 106 informatico puede alojar servicios implementados por computadora de una primera entidad (p. €j.,
Participante A), tal como el sistema de gestion de transacciones que utiliza la primera entidad para gestionar sus
transacciones con una o0 mas otras entidades (p. €j., otros participantes). El sistema 108 informatico puede alojar
servicios implementados por computadora de una segunda entidad (p. ej., Participante B), tal como un sistema de
gestion de transacciones que utiliza la segunda entidad para gestionar sus transacciones con una 0 mas otras
entidades (p. €j., otros participantes). En el ejemplo de la FIG. 1, la red 102 de cadena de bloques se representa como
una red de igual a igual de nodos, y los sistemas 106, 108 informaticos proporcionan nodos de la primera entidad y la
segunda entidad, respectivamente, que participan en la red 102 de cadena de bloques.

La FIG. 2 representa un ejemplo de una arquitectura 200 conceptual de acuerdo con implementaciones de la memoria
descriptiva. La arquitectura conceptual de ejemplo 200 incluye los sistemas 202, 204, 206 participantes que
corresponden al Participante A, Participante B y Participante C, respectivamente. Cada uno de los participantes (p. €;.,
usuario, empresa) participa en una red 212 de cadena de bloques proporcionada como una red de igual a igual que
incluye una pluralidad de nodos 214, al menos algunos de los cuales registran informacion de manera inmutable en
una cadena 216 de bloques. Aunque se representa esquematicamente una sola cadena 216 de bloques dentro de la
red 212 de cadena de bloques, se proporcionan multiples copias de la cadena 216 de bloques, y se mantienen a través
de lared 212 de cadena de bloques, como se describe con mas detalle en el presente documento.

En el ejemplo representado, cada uno de los sistemas 202, 204, 206 participantes se proporcionan por, 0 en nombre
del Participante A, Participante B y Participante C, respectivamente, y funciona como un nodo 214 respectivo dentro
de la red de cadena de bloques. Como se utiliza en el presente documento, un nodo en general se refiere a un sistema
individual (p. ej., computadora, servidor) que esta conectado a la red 212 de cadena de bloques y permite que un
participante respectivo participe en la red de cadena de bloques. En el ejemplo de la FIG. 2, un participante
corresponde a cada uno de los nodos 214. Se contempla, sin embargo, que un participante pueda operar multiples
nodos 214 dentro de la red 212 de cadena de bloques, y/o multiples participantes puedan compartir un nodo 214. En
algunos ejemplos, los sistemas 202, 204, 206 participantes se comunican con, o a través de, la red 212 de cadena de
bloques utilizando un protocolo (p. ej., protocolo de transferencia de hipertexto seguro (HTTPS)) y/o utilizando
llamadas a procedimiento remoto (RPC).

Los nodos 214 pueden tener grados variables de participacion dentro de la red 212 de cadena de bloques. Por ejemplo,
algunos nodos 214 pueden participar en el proceso de consenso (p. €j., como nodos cuidadores que afiaden bloques
a la cadena 216 de bloques), mientras que otros nodos 214 no participan en el proceso de consenso. Por dar otro
ejemplo, algunos nodos 214 almacenan una copia completa de la cadena 216 de bloques, mientras que otros nodos
214 solo almacenan copias de porciones de la cadena 216 de bloques. Por ejemplo, los privilegios de acceso a datos
pueden limitar los datos de cadena de bloques que un participante respectivo almacena dentro de su sistema
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respectivo. En el ejemplo de la FIG. 2, los sistemas 202, 204, 206 participantes almacenan copias 216', 216", 216"
completas respectivas de la cadena 216 de bloques.

Una cadena de bloques (p. €j., la cadena 216 de bloques de la FIG. 2) esta formada por una cadena de bloques, cada
uno de los bloques almacena datos. Los datos de ejemplo incluyen datos de transacciones representativos de una
transaccién entre dos 0 mas participantes. Si bien las transacciones se utilizan en el presente documento a modo de
ejemplo no limitativo, se contempla que cualquier dato apropiado se pueda almacenar en una cadena de bloques (p.
ej., documentos, imagenes, videos, audio). Las transacciones de ejemplo pueden incluir, sin limitacién, intercambios
de algo de valor (p. €j., activos, productos, servicios, divisas). Los datos de transaccién se almacenan de forma
inmutable dentro de la cadena de bloques. Es decir, los datos de transaccién no se pueden cambiar.

Antes de almacenarlos en un bloque, los datos de transaccion se resumen. El resumen es un proceso de
transformaciéon de los datos de transaccion (proporcionados como datos de cadena) en un valor de resumen de
longitud fija (también proporcionado como datos de cadena). No es posible deshacer el resumen del valor de resumen
para obtener los datos de transaccion. El resumen asegura que incluso un pequefio cambio en los datos de transaccion
da como resultado un valor de resumen completamente diferente. Ademas, y como se indicé anteriormente, el valor
de resumen es de longitud fija. Es decir, no importa el tamafo de los datos de transaccion, la longitud del valor de
resumen es fija. El resumen incluye procesar los datos de transaccion a través de una funcién de resumen para generar
el valor de resumen. Un ejemplo de funcién de resumen incluye, sin limitacién, el algoritmo de resumen seguro (SHA)-
256, que genera valores de resumen de 256 bits.

Los datos de transaccién de multiples transacciones se resumen y almacenan en un bloque. Por ejemplo, se
proporcionan valores de resumen de dos transacciones y ellos mismos se resumen para proporcionar otro resumen.
Este proceso se repite hasta que, para que todas las transacciones a ser almacenadas en un bloque, se proporciona
un Unico valor de resumen. Este valor de resumen se denomina resumen de raiz de Merkle y se almacena en un
encabezado del bloque. Un cambio en cualquiera de las transacciones dara como resultado un cambio en su valor de
resumen y, en ultima instancia, un cambio en el resumen de raiz de Merkle.

Los blogues se agregan a la cadena de bloques a través de un protocolo de consenso. Mdltiples nodos dentro de la
red de cadena de bloques patrticipan en el protocolo de consenso y compiten para que se afada un bloque a la cadena
de blogues. Dichos nodos se conocen como mineros (0 nodos cuidadores). La POW, presentada anteriormente, se
utiliza como un ejemplo no limitativo.

Los nodos mineros ejecutan el proceso de consenso para afadir transacciones a la cadena de blogues. Aunque
multiples nodos mineros participan en el proceso de consenso, solo un nodo minero puede escribir el bloque en la
cadena de bloques. Es decir, los nhodos mineros compiten en el proceso de consenso para que su bloque se agregue
a la cadena de bloques. Mas detalladamente, un nodo minero recopila periédicamente transacciones pendientes de
un grupo de transacciones (p. €j., hasta un limite predefinido en el nimero de transacciones que se pueden incluir en
un bloque, si las hay). El grupo de transacciones incluye mensajes de transaccion de los participantes en la red de
cadena de blogues. El nodo minero construye un bloque y afiade las transacciones al bloque. Antes de anadir las
transacciones al bloque, el nodo minero verifica si alguna de las transacciones ya esta incluida en un bloque de la
cadena de bloques. Si una transaccion ya esté incluida en otro bloque, la transaccién se descarta.

El nodo minero genera un encabezado de bloque, resume todas las transacciones en el bloque y combina el valor de
resumen en pares para generar mas valores de resumen hasta que se proporciona un solo valor de resumen para
todas las transacciones en el bloque (el resumen raiz de Merkle). Este resumen se afiade al encabezado del bloque.
El minero también determina el valor de resumen del bloque mas reciente en la cadena de bloques (es decir, el dltimo
blogue afadido a la cadena de bloques). El nodo minero también afade un valor de nimero aleatorio utilizado una
sola vez y una marca de tiempo al encabezado del bloque. En un proceso de mineria, el nodo minero intenta encontrar
un valor de resumen que cumpla con los parametros requeridos. El nodo minero sigue cambiando el valor de nimero
aleatorio utilizado una sola vez hasta encontrar un valor de resumen que cumpla con los parametros requeridos.

Cada uno de los mineros en la red de cadena de blogues intenta encontrar un valor de resumen que cumpla con los
parametros requeridos y, de esta manera, competir entre si. Finalmente, uno de los nodos mineros encuentra un valor
de resumen que cumple con los parametros requeridos y lo anuncia a todos los demas nodos mineros en la red de
cadena de bloques. Los otros nodos mineros verifican el valor de resumen y, si se determina que es correcto, verifican
cada una de las transacciones en el bloque, aceptan el bloque y afiaden el bloque a su copia de la cadena de bloques.
De esta manera, un estado global de la cadena de bloques es consistente en todos los nodos mineros dentro de la
red de cadena de bloques. El proceso descrito anteriormente es el protocolo de consenso de POW.

Con referencia a la FIG. 2, se proporciona un ejemplo no limitativo. En este ejemplo, el participante A desea enviar un
monto de divisa al participante B. El participante A genera un mensaje de transaccién (p. €j., que incluye los campos
De, Paray Valor) y envia el mensaje de transaccién a la red cadena de blogues, que afiade el mensaje de transaccion
a un grupo de transacciones. Cada uno de los nodos mineros en la red de cadena de bloques crea un bloque y coge
todas las transacciones del grupo de transacciones (p. €j., hasta un limite predefinido en el nimero de transacciones
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que se pueden afadir a un bloque, si las hay), y afade las transacciones al bloque. De esta manera, la transaccién
publicada por el Participante A se afade a los bloques de los nodos mineros.

En algunas redes de cadena de bloques, la criptografia se implementa para mantener la privacidad de las
transacciones. Por ejemplo, si dos nodos quieren mantener una transaccion privada, de modo que otros nodos en la
red de cadena de bloques no puedan discernir los detalles de la transaccion, los nodos pueden cifrar los datos de
transaccion. La criptografia de ejemplo incluye, sin limitacion, cifrado simétrico y cifrado asimétrico. El cifrado simétrico
se refiere a un proceso de cifrado que utiliza una Unica clave tanto para el cifrado (generar texto cifrado a partir del
texto plano) como para el descifrado (generar texto plano a partir del texto cifrado). En el cifrado simétrico, la misma
clave esta disponible para multiples nodos, de modo que cada uno de los nodos puede cifrar/descifrar datos de
transaccion.

El cifrado asimétrico utiliza pares de claves, cada uno de los cuales incluye una clave privada y una clave publica,
siendo la clave privada conocida solo por un respectivo nodo y la clave publica siendo conocida por cualquiera o todos
los demas nodos en la red de cadena de blogues. Un nodo puede utilizar la clave publica de otro nodo para cifrar
datos, y los datos cifrados se pueden descifrar utilizando la clave privada de otro nodo. Por ejemplo, y haciendo
referencia de nuevo a la FIG. 2, el participante A puede utilizar la clave publica del participante B para cifrar los datos
y enviar los datos cifrados al participante B. El participante B puede utilizar su clave privada para descifrar los datos
cifrados (texto cifrado) y extraer los datos originales (texto plano). Los mensajes cifrados con la clave publica de un
nodo solo se pueden descifrar utilizando la clave privada del nodo.

El cifrado asimétrico se utiliza para proporcionar firmas digitales, lo que permite a los participantes en una transaccion
confirmar a otros participantes en la transaccion, asi como la validez de la transaccién. Por ejemplo, un nodo puede
firmar digitalmente un mensaje y otro nodo puede confirmar que el mensaje fue enviado por el nodo en base la firma
digital del Participante A. Las firmas digitales también se pueden utilizar para garantizar que los mensajes no sean
manipulados en transito. Por ejemplo, y haciendo referencia de nuevo a la FIG. 2, el participante A debe enviar un
mensaje al participante B. El participante A genera un resumen del mensaje y luego, utilizando su clave privada, cifra
el resumen para proporcionar una firma digital como resumen cifrado. El participante A agrega la firma digital al
mensaje y envia el mensaje con la firma digital al participante B. El participante B descifra la firma digital utilizando la
clave publica del participante A y extrae el resumen. El participante B resume el mensaje y compara los resimenes.
Si los resimenes son iguales, el participante B puede confirmar que el mensaje era realmente del participante A y que
no se manipuld.

Las implementaciones de la memoria descriptiva se describen con mas detalle en el presente documento en vista del
contexto anterior. Mas particularmente, y como se presenté anteriormente, las implementaciones de la memoria
descriptiva estan dirigidas a aplicaciones de servicios de colaboracién abierta distribuida basadas en cadena de
bloques. Para facilitar la descripcién, la memoria descriptiva utiliza un servicio de mapas como ejemplo a modo de
ilustracién. Sin embargo, la materia objeto descrita también se puede aplicar a otros tipos de servicios, por ejemplo,
un servicio meteorolégico o un servicio de consulta de precios de productos de supermercado.

Las aplicaciones de mapas convencionales se han utilizado y se utilizan en muchos aspectos relacionados con la vida
diaria de las personas. Por ejemplo, las aplicaciones de mapas se pueden utilizar para planificar viajes, comprobar las
condiciones del trafico y localizar un punto de interés (tal como un restaurante o un hospital). Sin embargo, la
recopilacion de datos de mapas es uno de los principales desafios que enfrentan los proveedores de aplicaciones de
mapas, lo que crea dificultades tanto para los proveedores de datos de mapas como para los usuarios de servicios de
mapas. Por ejemplo, los proveedores de servicios de mapas tradicionales que recopilan datos de manera centralizada
deben gastar una gran cantidad de recursos (por ejemplo, personal y recursos informaticos) para recopilar y actualizar
datos de mapas. Mientras tanto, los usuarios del servicio de mapas se quejan constantemente porque los datos de los
mapas en sus regiones geograficas particulares no son oportunos o completos. Por ejemplo, los datos de mapas
generalmente no reflejan una condicion de la carretera en tiempo real, especialmente cuando hay accidentes de trafico,
mantenimiento de la carretera u otras situaciones o emergencias relacionadas con la carretera. Ademas, debido a la
falta de una capacidad de recopilacién oportuna/completa, los proveedores de datos de mapas generalmente no
pueden proporcionar datos de mapas relacionados con areas cerradas (tal como un centro comercial cubierto) con
subdivisiones detalladas.

La colaboracion abierta distribuida es un modelo de abastecimiento a través del cual se pueden obtener bienes y
servicios de un gran grupo de personas que envian datos utilizando, por ejemplo, Internet, redes sociales o
aplicaciones para teléfonos inteligentes. La colaboracién abierta distribuida permite a las empresas dedicar trabajo a
personas de cualquier parte del mundo. En comparacién con la subcontratacion, las personas involucradas en el
trabajo de colaboracion abierta distribuida son menos especificas y mas publicas. La colaboracién abierta distribuida
divide las tareas, generalmente tareas grandes, en muchas subtareas mas pequefias en las que una multitud de
personas puede trabajar por separado. Como tal, las empresas que utilizan modelos de colaboracion abierta distribuida
pueden ahorrar costos en recursos humanos, materiales y financieros al tiempo que mejoran la eficiencia y la calidad
del trabajo.
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Existen algunas implementaciones de funcionalidades de colaboracion abierta distribuida. Por ejemplo, GOOGLE MAP
MAKER es un producto complementario de GOOGLE MAPS que aprovecha las contribuciones geogréaficas de los
usuarios para complementar el contenido existente en GOOGLE MAPS. Personas de todo el mundo ahora pueden
editar informacién en la aplicacion GOOGLE MAPS para lograr una mayor precision. De manera similar, la aplicacién
de colaboracién abierta distribuida en la nube del sistema de informacién geografica (SIG) es un proyecto que se
presenta al publico como un mapa interactivo, a través del cual los usuarios pueden reportar un problema u
observacion. Una vez que los usuarios envian informes acerca de una ubicaciéon o un activo, incluidas fotos y
comentarios mediante una aplicacion mévil o web, un coordinador del proyecto puede aprobar o rechazar los envios.

Sin embargo, a menudo es dificil recopilar datos de una gran cantidad de usuarios o miembros de una organizacion,
y tener todos los datos recopilados centralizados en una ubicacion, y mucho menos poder organizar los datos, seguir
el proceso de proyectos en curso y para informar el estado del proyecto al publico y las partes interesadas. Por ejemplo,
para recopilar datos de mapas de un distrito financiero bajo un enfoque tradicional de colaboracion abierta distribuida,
un proveedor de servicios de mapas debe primero anunciar al publico y reclutar una gran cantidad de personas
disponibles para enviar los datos recopilados. Este enfoque tiene algunos problemas potenciales que resultan de las
dificultades para formar relaciones de confianza entre los participantes (tal como el proveedor de servicios, el
recopilador de datos, el proveedor de datos y el usuario de datos) de la transaccion, lo que puede llevar a tiempos de
transaccién prolongados y un proceso general extendido. Por ejemplo, segun el enfoque tradicional, un proveedor de
servicios debe dedicar una gran cantidad de tiempo a buscar personas que sean capaces de recopilar datos y celebrar
contratos individuales con uno o mas proveedores de datos y usuarios de servicios de datos para asegurar las
transacciones comerciales. Esto da como resultado la necesidad de dedicar mucho tiempo y recursos a cada una de
las partes contratantes. Ademas, incluso si cada una de las partes acepta los términos especificados del contrato,
cada vez que se produce una disputa (por ejemplo, el proveedor de servicios no esta satisfecho con los datos recibidos
del recopilador de datos y se niega a pagar por los datos), cada una de las disputas requiere un manejo particular
Unico para la disputa en particular. En tales escenarios de disputas, se requiere que cada una de las partes dedique
tiempo y recursos valiosos para resolver una o mas disputas.

Por lo tanto, las soluciones existentes para la recopilacién de datos de colaboracién abierta distribuida son insuficientes
para un gran numero (por ejemplo, miles) de recopiladores de datos, asi como proveedores de datos y proveedores
de servicios en un proceso de intercambio de datos y transacciones comerciales seguro y simplificado, y utilizando la
misma aplicacién simple para el mismo proyecto u objetivo. Por lo tanto, los desafios clave para utilizar este tipo de
modelo de colaboracion abierta distribuida para la recopilaciéon de datos es encontrar una manera eficiente de facilitar
la cooperacion entre los recopiladores de datos y los usuarios del servicio de datos (asi como otros participantes),
priorizando tareas, reduciendo el tiempo de respuesta, monitorizando el progreso y siguiendo detalles de las
transacciones realizadas.

Esta divulgacién describe una aplicacion de servicio de colaboracion abierta distribuida basada en tecnologias cadena
de bloques. Las entidades (tal como recopiladores de datos, usuarios de servicios de datos, proveedores de datos y
proveedores de servicios) que participan en las transacciones estan vinculadas por uno o mas contratos inteligentes,
que son acuerdos informaticos disefiados para difundir, verificar o hacer cumplir los contratos de manera informativa.
Los contratos inteligentes estan abiertos al publico y se pueden ejecutar automaticamente una vez ingresados, lo que
permite realizar transacciones confiables sin la participacién de terceros. En algunas implementaciones, las
transacciones de contratos inteligentes son rastreables e irreversibles. Por ejemplo, el proveedor de servicios puede
establecer requisitos para los datos necesarios en un contrato inteligente y publicarlos para el publico. Cualquiera del
publico puede aceptar el contrato inteligente. Una vez que un recopilador de datos cumple con todos los requisitos
detallados en el contrato inteligente (por ejemplo, enviar datos validos al proveedor de servicios), el recopilador de
datos puede recibir automaticamente una recompensa prometida en el contrato inteligente, sin dejar posibilidad alguna
para que el proveedor de servicios incumpla el contrato inteligente. Como tal, las transacciones comerciales se pueden
realizar entre las partes contratantes de forma automatica y segura, reduciendo el tiempo de procesamiento y
ahorrando recursos informaticos para cada una de las entidades.

Por ejemplo, cuando un proveedor de servicios de mapas necesita recopilar datos asociados con un distrito financiero,
en lugar de contratar recopiladores de datos del publico y celebrar contratos individuales con cada uno de los
recopiladores de datos, el proveedor de servicios de mapas puede formar una cadena de bloques y publicar una
contrato inteligente en la cadena de bloques, solicitando a las personas que viven cerca del distrito financiero que
envien datos. Cualquier individuo (no es necesario que se una a la cadena de bloques) que conozca el contrato
inteligente puede realizar una transaccion con el proveedor de servicios de mapas aceptando los términos del contrato
inteligente y recibir pagos automaticamente una vez que los datos se hayan enviado correctamente al proveedor de
servicios de mapas. Como tal, todo el proceso de transaccion se simplifica con un nivel minimo de intervencién humana
que se necesita para monitorizar cada uno de los pasos de una transaccion.

La FIG. 3 representa un ejemplo de un entorno 300 de sistema de una aplicacion de mapas de colaboracion abierta
distribuida basada en cadena de bloques de acuerdo con implementaciones de la memoria descriptiva. El proveedor
302 de servicios de mapas puede ser cualquier proveedor de servicios de mapas que sea capaz de formar una cadena
de bloques y ejecutar contratos inteligentes con individuos y proveedores de datos (por ejemplo, recopiladores de
datos y proveedores de datos). La cadena de bloques formada puede incluir el proveedor 304 de servicios de datos y
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el proveedor 306 de datos. El proveedor 304 de servicios de datos proporciona servicios de datos al proveedor 302
de servicios de mapas, tales como verificar o almacenar datos de mapas recibidos desde el proveedor 302 de servicios
de mapas. El el proveedor 306 de datos puede proporcionar informacién adicional que no se puede recopilar a través
de la colaboracién abierta distribuida al proveedor 302 de servicios de mapas. Dichos datos pueden incluir, por ejemplo,
imagenes de satélite de una region geografica particular. El proveedor 302 de servicios de mapas celebra un contrato
inteligente con cada uno de los proveedores de servicios de datos 304 y el proveedor 306 de datos, respectivamente,
al comienzo del proceso. Debido a la existencia del contrato inteligente, el proveedor 302 de servicios de mapas puede
ejecutar una serie de transacciones, tal como el consumo de datos y la autorizacién de datos con el proveedor 304 de
servicios de datos y el proveedor 306 de datos automaticamente, reduciendo los costos de transaccion para cada una
de las entidades.

Para los datos que se pueden recopilar mediante la recopilacién de colaboracién abierta distribuida, tal como las
condiciones del trafico de una region geografica especifica, el proveedor 302 de servicios de mapas puede enviar la
tarea de recopilaciéon de datos a uno o mas recopiladores 308 de datos. El recopilador de datos 308 recopila datos
para el proveedor 302 de servicios de mapas en la cadena de bloques a cambio de una recompensa. Por ejemplo, el
recopilador 308 de datos puede ser cualquier individuo con la capacidad de recopilar datos de mapas para una region
geografica especifica. Una vez que un recopilador 308 de datos acepta un contrato inteligente ofrecido por el proveedor
302 de servicios de mapas, el recopilador 308 de datos recopila datos de mapas utilizando, por ejemplo, un sistema
de posicionamiento global (GPS), camaras en el tablero de un automovil, dispositivos informaticos moéviles o drones,
y vende los datos recopilados al proveedor 302 de servicios de mapas. Después de que el proveedor 304 de servicios
de datos procese (tal como verifique y elimine (por ejemplo, normalice y elimine datos irregulares) los datos enviados,
el proveedor 302 de servicios de mapas puede vender los datos procesados a un usuario 310 del servicio que necesita
comprar o alquilar los datos de mapas correspondientes para un proposito particular.

La FIG. 4 representa un ejemplo de un método 400 implementado por computadora que se puede ejecutar de acuerdo
con implementaciones de la memoria descriptiva. En algunas implementaciones, el método 400 se puede realizar
utilizando uno o mas programas ejecutables por computadora ejecutados utilizando uno o mas dispositivos
informaticos. Para mayor claridad de presentacion, la descripcién que sigue describe generalmente el método 400 en
el contexto de las otras figuras en esta descripcion. Sin embargo, se entendera que el método 400 puede realizarse,
por ejemplo, mediante cualquier sistema, entorno, software, hardware adecuado o una combinacién de sistemas,
entornos, software o hardware, segun sea apropiado. En algunas implementaciones, se pueden ejecutar diversos
pasos del método 400 en paralelo, en combinacion, en bucles o en cualquier orden.

En 402, un proveedor de servicios de mapas asociado con una cadena de bloques recibe datos de mapas desde una
pluralidad de recopiladores de datos. En algunas implementaciones, la cadena de bloques puede ser una cadena de
bloques de consorcio. En algunas implementaciones, el proveedor de servicios de mapas es una empresa (por ejemplo,
Alibaba) que proporciona servicios a clientes a través de aplicaciones de software que se ejecutan en dispositivos
informaticos méviles y no moéviles. En algunas implementaciones, los servicios proporcionados pueden incluir un
servicio de mapas o un servicio meteorologico. En algunas implementaciones, el recopilador de datos recopila los
datos de mapas utilizando colaboracion abierta distribuida.

En algunas implementaciones, el proveedor de servicios de mapas recibe datos desde uno o mas recopiladores de
datos a través de colaboracion abierta distribuida. En algunas implementaciones, cada uno de los recopiladores de
datos es un miembro del publico o un miembro de un grupo. En algunas implementaciones, los recopiladores de datos
pueden utilizar GPS, una camara en el tablero de un automovil, un dispositivo de computacién mévil o un dron para
recopilar los datos.

En algunas implementaciones, antes de recibir datos de mapas de los recopiladores de datos, el proveedor de servicios
de mapas ejecuta un contrato inteligente con uno o mas de los recopiladores de datos. El contrato inteligente establece
un mecanismo de incentivo mediante el cual el uno o més recopiladores de datos pueden recibir una recompensa una
vez que recopilan y envian datos relevantes al proveedor de servicios de mapas. En algunas implementaciones, los
datos se pueden validar para asegurar que los datos cumplan con los requisitos preestablecidos del proveedor de
servicios de mapas. Por ejemplo, si los datos se recopilan desde el recopilador de datos real, si son Utiles, oportunos
o de acuerdo con cualquier otro criterio. En algunas implementaciones, los requisitos preestablecidos se pueden incluir
en un contrato inteligente. Desde 402, el método 400 pasa a 404.

En 404, los datos de mapas se transmiten a un proveedor de servicios de datos para su procesamiento. En algunas
implementaciones, antes de transmitir los datos de mapas al proveedor de servicios de datos, el proveedor de servicios
de mapas ejecuta un contrato inteligente con el proveedor de servicios de datos para garantizar que se puedan realizar
transacciones entre el proveedor de servicios de mapas y el proveedor de servicios de datos automaticamente.

En algunas implementaciones, transmitir los datos de mapas a un proveedor de servicios de datos para su
procesamiento incluye transmitir los datos de mapas a un proveedor de servicios de datos para normalizar los datos
de mapas o descartar datos irregulares de los datos de mapas. Por ejemplo, después de que un proveedor de servicios
de mapas recibe lotes de datos para una region geografica especifica desde el uno 0 més recopiladores de datos, el
proveedor de servicios de mapas puede enviar los lotes de datos al proveedor de servicios de datos, que puede
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normalizar los lotes de datos o comparar cada uno de los lotes de datos y eliminar cualquier lote de datos que contenga
aspectos irregulares (por ejemplo, corruptos, incompletos o desactualizados). En algunas implementaciones, el
proveedor de servicios de datos también puede almacenar los datos para el proveedor de servicios de mapas. Desde
404, el método 400 pasa a 406.

En 406, el proveedor de servicios de mapas recibe datos no de colaboracién abierta distribuida desde un proveedor
de datos asociado con la cadena de bloques. Los datos recibidos que no son de colaboracion abierta distribuida son
datos que no se pueden recopilar (o son dificiles de recopilar) a través de colaboracion abierta distribuida. Por ejemplo,
el proveedor de servicios de mapas puede necesitar informacion tal como imagenes de satélite 0 imagenes aéreas de
una region geografica objetivo de recopiladores de no datos. En algunas implementaciones, antes de recibir los datos
no de colaboracién abierta distribuida desde el proveedor de datos, el proveedor de servicios de mapas ejecuta un
contrato inteligente con el proveedor de datos para garantizar que las transacciones se puedan realizar
automaticamente. Desde 406, el método 400 pasa a 408.

En 408, los datos de no colaboracién abierta distribuida se transmiten al proveedor de servicios de datos para su
procesamiento con los datos de mapas. A partir de 408, el método 400 pasa a 410.

En 410, se recibe una solicitud de datos de mapas procesados de un usuario del servicio. En algunas
implementaciones, el usuario del servicio puede ser un cliente que necesita comprar o alquilar datos para un propoésito
especifico, por ejemplo, recibir actualizaciones de las condiciones del trafico para una ruta o solicitar un mapa detallado
interior o exterior de un edificio. A partir de 410, el método 400 pasa a 412.

En 412, los datos de mapas procesados que se generan a partir de los datos de mapas y los datos no de colaboracion
abierta se recuperan desde el proveedor de servicios de datos. En algunas implementaciones, antes de enviar los
datos procesados al usuario del servicio, el proveedor de servicios de mapas ejecuta un contrato inteligente con el
usuario del servicio para garantizar que las transacciones entre ellos se pueden realizar automaticamente. Después
de 412, el método 400 pasa a 414.

En 414, los datos de mapas procesados se transmiten al usuario del servicio en respuesta a la solicitud. Después de
414, el método 400 se puede detener.

La FIG. 5 representa un ejemplo de mddulos de un aparato 500 de acuerdo con implementaciones de esta memoria
descriptiva. El aparato 500 puede ser una implementacion de ejemplo de un aparato configurado para permitir la
colaboracion abierta distribuida de datos basada en cadena de bloques (tal como, en una red de consorcio u otro tipo
de cadena de bloques). El aparato 500 puede corresponder a las implementaciones descritas anteriormente, y el
aparato 500 incluye lo siguiente: Un primer receptor o primera unidad 502 de recepcion para recibir, en un proveedor
de servicios de mapas asociado con una cadena de bloques, datos de mapas de un recopilador de datos; un primer
transmisor o una primera unidad 504 de transmisién para transmitir los datos de mapas a un proveedor de servicios
de datos para su procesamiento; un segundo receptor o una segunda unidad 506 de recepcion para recibir, en el
proveedor de servicios de mapas, datos no de colaboracién abierta distribuida desde un proveedor de datos; un
segundo transmisor 0 una segunda unidad 508 de transmisién para transmitir los datos no de colaboracién abierta
distribuida al proveedor de servicios de datos para procesarlos con los datos de mapas; un tercer receptor o una
tercera unidad 510 de recepcién para recibir una solicitud de datos de mapas procesados de un usuario del servicio;
un recuperador o una unidad 512 de recuperacion para recuperar, desde el proveedor de servicios de datos, los datos
de mapa procesados que se generan a partir de los datos de mapas y los datos no de colaboracién abierta distribuida;
y un tercer transmisor o una tercera unidad 514 de transmisién para transmitir los datos de mapas procesados al
usuario del servicio en respuesta a la solicitud.

El sistema, aparato, médulo o unidad ilustrado en las implementaciones anteriores puede implementarse utilizando un
chip informatico o una entidad, o puede implementarse utilizando un producto que tenga una determinada funcion. Un
dispositivo de implementacion tipico es una computadora, y la computadora puede ser una computadora personal,
una computadora portétil, un teléfono mévil, un teléfono con camara, un teléfono inteligente, un asistente digital
personal, un reproductor multimedia, un dispositivo de navegacion, un dispositivo de recepcion y envio de correo
electrénico, una consola de juegos, una computadora tableta, un dispositivo ponible o cualquier combinacién de estos
dispositivos.

Para un proceso de implementacion de funciones y roles de cada una de las unidades en el aparato, se pueden hacer
referencias a un proceso de implementacién de los pasos correspondientes en el método anterior. Los detalles se
omiten aqui por simplicidad.

Debido a que una implementacién del aparato corresponde basicamente a una implementacién del método, para las
partes relacionadas, se pueden hacer referencias a descripciones relacionadas en la implementacién del método. La
implementacion de aparato descrita anteriormente es simplemente un ejemplo. Las unidades descritas como partes
separadas pueden estar, o no, fisicamente separadas, y las partes mostradas como unidades pueden ser, 0 no,
unidades fisicas, pueden estar ubicadas en una posicién, o pueden estar distribuidas en varias unidades de red.
Algunos o todos los modulos pueden seleccionarse en funcién de las demandas reales para lograr los objetivos de las
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soluciones de la memoria descriptiva. Un experto en la técnica puede entender y poner en practica las formas de
realizacién de la presente solicitud sin esfuerzos creativos.

Haciendo referencia de nuevo a la FIG. 5, se puede interpretar como una ilustracién de un médulo funcional interno y
una estructura de un aparato para permitir la colaboracién abierta distribuida de datos basada en cadena de bloques.
El aparato de ejecucion puede ser un ejemplo de un aparato configurado para permitir la colaboracién abierta
distribuida de datos basada en cadena de bloques.

Las implementaciones de la materia objeto y las acciones y operaciones descritas en esta memoria descriptiva se
pueden implementar en circuiteria electrénica digitales, en software o firmware de computadora incorporados de
manera tangible, en hardware de computadora, incluidas las estructuras descritas en esta memoria descriptiva y sus
equivalentes estructurales, o en combinaciones de uno o mas de ellos. Las implementaciones de la materia objeto
descrita en esta memoria descriptiva se pueden implementar como uno o mas programas informaticos, p. €j., uno o
mas modulos de instrucciones de programa informatico, codificados en un soporte de programa informatico, para su
ejecucion por, o para controlar la operacion de, aparatos de procesamiento de datos. El soporte puede ser un medio
de almacenamiento informatico tangible no transitorio. Alternativa o adicionalmente, el portador puede ser una senal
propagada generada artificialmente, por ejemplo, una sefal eléctrica, Optica o electromagnética generada por una
maquina que se genera para codificar informacion para su transmision a un aparato receptor adecuado para su
ejecucion por un aparato de procesamiento de datos. El medio de almacenamiento informatico puede ser o ser parte
de un dispositivo de almacenamiento legible por maquina, un sustrato de almacenamiento legible por maquina, un
dispositivo de memoria de acceso aleatorio o en serie, 0 una combinaciéon de uno o mas de ellos. Un medio de
almacenamiento informatico no es una sefal propagada.

El término "aparato de procesamiento de datos" abarca todo tipo de aparatos, dispositivos y maquinas para procesar
datos, incluyendo, a modo de ejemplo, un procesador programable, una computadora o multiples procesadores u
computadoras. El aparato de procesamiento de datos puede incluir circuiteria I6gica de propésito especial, p. €j., una
FPGA (matriz de puertas programables en campo), un ASIC (circuito integrado de aplicacién especifica) o una GPU
(unidad de procesamiento de graficos). El aparato también puede incluir, ademas del hardware, coédigo que crea un
entorno de ejecucién para programas informaticos, p. €j., codigo que constituye el firmware del procesador, una pila
de protocolo, un sistema de gestién de bases de datos, un sistema operativo 0 una combinacion de uno o mas de
ellos.

Un programa informatico, que también puede denominarse o describirse como un programa, software, una aplicacion
de software, una app, un médulo, un médulo de software, un motor, una secuencia de comandos o c6digo, se puede
escribir en cualquier forma de lenguaje de programacion, incluidos los lenguajes compilados o interpretados, o los
lenguajes declarativos o procedimentales; y se puede desplegar en cualquier forma, incluso como un programa
independiente o como un médulo, componente, motor, subrutina u otra unidad adecuada para ejecutarse en un entorno
informatico, cuyo entorno puede incluir una o mas computadoras interconectadas por una red de comunicaciones de
datos en una o mas ubicaciones.

Un programa informatico puede, pero no necesariamente, corresponder a un archivo en un sistema de archivos. Un
programa informatico puede estar almacenado en una porcién de un archivo que contiene otros programas o datos,
p. €j., una 0 mas secuencias de comandos almacenadas en un documento de lenguaje de marcado, en un solo archivo
dedicado al programa en cuestién, o en multiples archivos coordinados, p. €j., archivos que almacenan uno o mas
médulos, subprogramas o porciones de cédigo.

Los procesos y flujos I6gicos descritos en esta memoria descriptiva pueden realizarse por una o mas computadoras
que ejecutan uno o mas programas informaticos para realizar operaciones operando con datos de entrada y generando
salida. Los procesos y flujos légicos también se pueden realizar mediante circuiteria légica de propédsito especial, p.
ej., una FPGA, un ASIC o una GPU, o mediante una combinacién de circuiteria I6gica de propésito especial y uno o
mas computadoras programadas.

Las computadoras adecuadas para la ejecucion de un programa informatico pueden estar basadas en
microprocesadores de propdsito general o especial o ambos, o cualquier otro tipo de unidad central de procesamiento.
Generalmente, una unidad central de procesamiento recibira instrucciones y datos de una memoria de solo lectura o
una memoria de acceso aleatorio 0 ambas. Los elementos de una computadora pueden incluir una unidad central de
procesamiento para ejecutar instrucciones y uno o mas dispositivos de memoria para almacenar instrucciones y datos.
La unidad central de procesamiento y la memoria pueden complementarse o incorporarse en circuiteria légica de
propésito especial.

Generalmente, una computadora también incluira, o estara operativamente acoplada para recibir datos o transferir
datos a uno o mas dispositivos de almacenamiento masivo. Los dispositivos de almacenamiento masivo pueden ser,
por ejemplo, discos magnéticos, magneto-Opticos u Opticos, o unidades de estado sélido. Sin embargo, una
computadora no necesita tener tales dispositivos. Ademas, una computadora puede integrarse en otro dispositivo, p.
ej., un teléfono movil, un asistente digital personal (PDA), un reproductor de audio o video mévil, una consola de juegos,

11



10

15

20

25

30

35

40

45

50

55

ES 2879908 T3

un receptor del sistema de posicionamiento global (GPS) o un dispositivo de almacenamiento portatil, p. ej., una unidad
flash de bus serie universal (USB), por nombrar solo algunas.

Para facilitar la interaccion con un usuario, las implementaciones de la materia objeto descrita en esta memoria
descriptiva se pueden implementar o configurar para comunicarse con una computadora que tenga un dispositivo de
visualizacion, p. €j., un monitor LCD (pantalla de cristal liquido), para visualizar informacién al usuario, y un dispositivo
de entrada mediante el cual el usuario puede proporcionar entrada a la computadora, p. €j., un teclado y un dispositivo
sefalador, p. €j., un ratén, una bola de seguimiento o un panel tactil. También se pueden utilizar otros tipos de
dispositivos para proporcionar la interaccién con un usuario; por ejemplo, la retroalimentacion proporcionada al usuario
puede ser cualquier forma de retroalimentacion sensorial, p. €j., retroalimentacion visual, retroalimentacién auditiva o
retroalimentacion tactil; y la entrada del usuario se puede recibir de cualquier forma, incluida la entrada acustica, de
voz o tactil. Ademas, una computadora puede interactuar con un usuario enviando documentos a y recibiendo
documentos desde un dispositivo que se utiliza por el usuario; por ejemplo, enviando paginas web a un navegador
web en el dispositivo de un usuario en respuesta a solicitudes recibidas desde el navegador web, o interactuando con
una app que se ejecuta en un dispositivo de usuario, p. €j., un teléfono inteligente o tableta electronica. Ademas, una
computadora puede interactuar con un usuario enviando mensajes de texto u otras formas de mensaje a un dispositivo
personal, p. €j., un teléfono inteligente que estd ejecutando una aplicacion de mensajeria, y recibiendo de vuelta
mensajes de respuesta del usuario.

Esta memoria descriptiva utiliza el término "configurado para" en relaciéon con sistemas, aparatos y componentes de
programas informaticos. Para que un sistema de una o0 mas computadoras esté configurado para realizar operaciones
0 acciones particulares significa que el sistema tiene instalado software, firmware, hardware o una combinacién de
ellos que en funcionamiento hacen que el sistema realice las operaciones o acciones.¢ Que uno o mas programas de
ordenador se configuren para realizar operaciones o0 acciones particulares significa que el o los programas incluyen
instrucciones que, cuando son ejecutadas por el aparato de procesamiento de datos, hacen que el aparato realice las
operaciones o acciones. Que un circuito l6gico de propdsito especial se configure para realizar operaciones o acciones
particulares significa que el circuito tiene una logica electrénica que realiza las operaciones o acciones.

Si bien esta memoria descriptiva contiene muchos detalles de implementacién especifica, estos no deben interpretarse
como limitaciones en el alcance de lo que se reivindica, que esta definido por las propias reivindicaciones, sino mas
bien como descripciones de caracteristicas que pueden ser especificas de implementaciones particulares. Ciertas
caracteristicas que se describen en esta memoria descriptiva en el contexto de implementaciones separadas también
se pueden realizar en combinacion en una sola implementacion. A la inversa, diversas caracteristicas que se describen
en el contexto de una Unica implementacion también se pueden realizar en multiples implementaciones por separado
o en cualquier subcombinacion adecuada. Ademas, aunque las caracteristicas pueden describirse anteriormente como
que actlan en ciertas combinaciones e incluso inicialmente reivindicarse como tales, una o mas caracteristicas de una
combinacion reivindicada pueden en algunos casos eliminarse de la combinacion, y la reivindicacién puede estar
dirigida a una subcombinacion o variacién de una subcombinacion.

De manera similar, si bien las operaciones se ilustran en los dibujos y se enumeran en las reivindicaciones en un orden
particular, esto no debe entenderse como que requiere que tales operaciones se realicen en el orden particular
mostrado o en orden secuencial, o que todas las operaciones ilustradas se realicen, para lograr resultados deseables.
En determinadas circunstancias, la multitarea y el procesamiento en paralelo pueden ser ventajosos. Ademas, la
separacion de diversos médulos y componentes del sistema en las implementaciones descritas anteriormente no debe
entenderse que requiera dicha separacion en todas las implementaciones, y debe entenderse que los componentes y
sistemas del programa descritos generalmente se pueden integrar juntos en un solo producto de software o
empaquetarse en multiples productos de software.

Se han descrito implementaciones particulares de la materia objeto. Por ejemplo, las acciones enumeradas en las
reivindicaciones se pueden realizar en un orden diferente y aun, asi lograr resultados deseables. Como ejemplo, los
procesos representados en las figuras adjuntas no requieren necesariamente el orden particular mostrado, o el orden
secuencial, para lograr resultados deseables. En algunos casos, la multitarea y el procesamiento en paralelo pueden
resultar ventajosos.
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REIVINDICACIONES

1. Un método (400) implementado por computadora, el método que comprende:
ejecutar, por un proveedor (302) de servicios de mapas asociado con una cadena de bloques, un primer
contrato inteligente en la cadena de bloques con un recopilador (308) de datos, dicho primer contrato
inteligente permite que el recopilador de datos reciba una recompensa una vez que recopila y envia datos
relevantes al proveedor de servicios de mapas, en donde el proveedor de servicios de mapas y el recopilador
de datos son dispositivos informaticos que participan en la cadena de bloques, y luego
recibir (402), en el proveedor de servicios de mapas, datos de mapas del recopilador de datos;
ejecutar, mediante el proveedor de servicios de mapas, un segundo contrato inteligente en la cadena de
bloques con un proveedor (304) de servicios de datos, en donde el proveedor de servicios de datos es un
dispositivo informatico que participa en la cadena de bloques, y luego
transmitir (404) los datos de mapas al proveedor de servicios de datos para su procesamiento;
ejecutar, mediante el proveedor de servicios de mapas, un tercer contrato inteligente en la cadena de bloques
con un proveedor (306) de datos, en donde el proveedor de datos es un dispositivo informatico que participa
en la cadena de bloques, y luego

recibir (406), en el proveedor de servicios de mapas, datos no de colaboracién abierta distribuida desde el
proveedor de datos;

transmitir (408) los datos no de colaboracion abierta distribuida al proveedor de servicios de datos para
procesarlos con los datos de mapas;

recibir (410) una solicitud de datos de mapas procesados de un usuario del servicio;

recuperar (412), del proveedor de servicios de datos, los datos de mapas procesados que se generan a partir
de los datos de mapas y los datos no de colaboracion abierta distribuida;

ejecutar, mediante el proveedor de servicios de mapas, un cuarto contrato inteligente en la cadena de bloques
con el usuario del servicio, y luego

transmitir (414) los datos de mapas procesados al usuario del servicio en respuesta a la solicitud.

2. El método (400) implementado por computadora de la reivindicacion 1, en donde el proveedor (302) de servicios de
mapas proporciona el consumo de datos automatizado o la autorizacion de datos para el usuario del servicio.

3. EI método (400) implementado por computadora de la reivindicacion 1, en donde transmitir (404) los datos de mapas
al proveedor (304) de servicios de datos para su procesamiento incluye transmitir los datos de mapas al proveedor de
servicios de datos para normalizar los datos de mapas o descartar datos irregulares de los datos de mapas.

4. El método (400) implementado por computadora de la reivindicacion 1, en donde la cadena de bloques es una
cadena de bloques de consorcio.

5. El método (400) implementado por computadora de la reivindicacién 1, en donde los datos de mapas se recopilan
por el recopilador (308) de datos utilizando colaboracion abierta distribuida.

6. Uno o mas medios de almacenamiento legibles por computadora codificados con instrucciones que, cuando se
ejecutan por uno o mas procesadores, hacen que el uno o mas procesadores realicen el método (400) de acuerdo con
una cualquiera de las reivindicaciones 1 a 5.
7. Un sistema que comprende:

uno o mas procesadores;y

uno o mas medios de almacenamiento legibles por computadora codificados con instrucciones que, cuando

se ejecutan por uno o mas procesadores, hacen que el uno o0 mas procesadores realicen el método (400) de
acuerdo con una cualquiera de las reivindicaciones 1 a 5.
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El proveedor de servicios de mapas asociado |a cadena de bloques recibe datos
de mapas desde recopiladores de datos

400

1-402

El proveedor de servicios de mapas transmite los datos de mapas a un proveedor
de servicios de datos para su procesamiento

1404

El proveedor de servicios de mapas recibe datos no de colaboracion abierta
distribuida desde un proveedor de datso asociado con la cadena de bloques

1406

El proveedor de servicios de mapas transmite los datos no de colaboracion abierta
distribuida al proveedor de servicios de mapas para su procesamiento con los
datos de mapas

1-408

El proveedor de servicios de mapas recibe una solicitud para datos de mapas
procesados desde un usuario del servicio

1410

El proveedor de servicios de mapas recupera los datos de mapas procesados que
se generan a partir de los datos de mapas y los datos no de colaboracion abierta
distribuida desde el proveedor de servicios de datos

1412

El proveedor de servicios de mapas transmite los datos de mapas procesados al
usuario del servicio en respuesta a 1a solicitud

1414
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