A method and system for controlling the addition of a USB device to a host computer system via a hardware hot plug detector that monitors USB ports. The differential signal lines connecting to the USB device are logically OR'ed together, such that logically high D+ or D− signals from the USB device signal a central processing unit’s (CPU) system management interrupt (SMI) line to initiate system management mode (SMM). Entering SMM transfers control of the host computer system to an SMI Interrupt Handler BIOS, which resides in the SMM address space of the host computer system. The SMM BIOS is loaded into the SMM address space during Power On Self Test (POST) and is secured prior to booting the Operating System (OS). The SMM BIOS code contains instructions as to whether or not the connected USB device should be made visible to the operating system of the computer. If the device is not authorized, it is disabled, the D+/D− lines are not connected to the USB host controller, and the SMI signal is cleared, allowing the computer to continue operation without the operating system ever being aware of the USB device.
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SYSTEM AND METHOD FOR CONNECTING A UNIVERSAL SERIAL BUS DEVICE TO A HOST COMPUTER SYSTEM

BACKGROUND OF THE INVENTION

1. Technical Field

The present invention relates in general to the field of computers, and in particular, to the interface and connection of computer peripheral devices to a computer system. Still more particularly, the present invention relates to an improved method and system for monitoring and controlling the connection of a Universal Serial Bus (USB) device to the computer system.

2. Description of the Related Art

Computer peripheral input/output (I/O) devices connect to a variety of data ports or external connectors of a host computer system, which includes a system processor and memory. One such port connector interface is the Universal Serial Bus (USB) interface, the specification of which is set forth in the generally available document entitled, “Universal Serial Bus Specification” release 2.0, Apr. 27, 2000 (USB.org), prepared by representatives of Compaq Computer Corporation, Hewlett-Packard Company, Intel Corporation, Lucent Technologies Inc., Microsoft Corporation, NEC Corporation, and Royal Philips Electronics (Philips).

Peripheral device interfaces that comply with the specifications are referred to as USB interfaces and have been included in many recently developed personal computer systems. Such USB devices are generally referenced as either low-speed devices, capable of transferring data at a rate of 1.5 Megabits per second (Mb/s); or high-speed devices (also called full-speed devices) capable of transferring data at 12 Mb/s. Under the USB 2.0 specification, full-speed devices are capable of using 40x multipliers for a transfer rate of 480 Mb/s, and such USB devices are typically known as true high-speed devices.

Within a personal computer system, a USB interface serves to provide well-known plug-and-play capability for personal computer peripherals such as external Compact Disc-Read Only Memory (CD-ROM) drives, joysticks, magnetic tape and floppy drives, external hard drives, scanners, and printers. Additionally, the USB interface allows an alternate connection for primary system input devices such as keyboards and mice, providing an alternative to the dedicated keyboard and mouse non-USB ports that many personal computer manufacturers provide. The industry generally refers to the non-USB keyboard and mouse ports as the PS/2 keyboard and PS/2 mouse port, respectively.

In a secured environment, control of the system configuration is one of the factors that should be considered. USB ports allow for easy insertion of peripheral devices to and from the computer system. However, this ease of addition of peripheral devices poses security problems. Easy addition of peripheral devices, especially those related to mass storage, can compromise the security of the computer system. By connecting an unauthorized mass data storage system, such as a magnetic floppy disk drive, harmful data such as fraudulent data or computer viruses may be loaded into the computer system. Further, sensitive data, such as proprietary or trade secret data, could be downloaded off the computer system into the unauthorized USB storage device.

In the prior art, connecting USB devices from a host computer system requires the involvement of the operating system of the host computer system. However, software associated with the operating system is typically non-secure, or at least easy to access, thus making it easy for an authorized programmer to modify the software to enable unauthorized USB device connect events.

It should therefore be apparent that there exists a need for a method and system that securely controls the addition of a USB device, and then preferably informs the owner of the computer system of its addition. Such a method and system preferably permit the owner, either manually or automatically through secure software, to allow or prevent an addition of the USB device. Further, it would be desirable to devise a system having the means to implement the USB device connection control method. In addition, it would also be desirable to devise a computer program product for monitoring and controlling an addition of a USB device.

SUMMARY OF THE INVENTION

The present invention relates to a method and system for controlling the addition of a USB device to a host computer system via a hardware hot plug detector that monitors USB ports. The differential signal lines connecting to the USB device are logically OR’ed together, such that logically high D+ or D– signals from the USB device signal a central processing unit’s (CPU) system management interrupt (SMI) line to initiate system management mode (SMM). Entering SMM transfers control of the host computer system to an SMI Interrupt Handler BIOS, which resides in the SMM address space of the host computer system. The SMM BIOS is loaded into the SMM address space during Power On Self Test (POST) and is secured prior to booting the Operating System (OS). The SMM BIOS code contains instructions as to whether or not the connected USB device should be made visible to the operating system of the computer. If the device is not authorized, it is disabled, the D+D– lines are not connected to the USB host controller, and the SMI signal is cleared, allowing the computer to continue operation without the operating system ever being aware of the USB device.

The above, as well as additional objectives, features, and advantages in the present invention will become apparent in the following detailed written description.

BRIEF DESCRIPTION OF THE DRAWINGS

The novel features believed characteristic of the invention are set forth in the appended claims. The invention itself, however, as well as the preferred mode of use, objects and advantages thereof, will best be understood by reference to the following detailed description of an illustrative embodiment when read in conjunction with the accompanying drawings, wherein:

FIG. 1 is a block diagram of a computer architecture utilizing the inventive system for detecting a connect event of a USB device;

FIG. 2 illustrates in block form additional details of USB topology utilizing the inventive system for detecting USB device connect events; and

FIG. 3 is a flowchart depicting a USB device connect event utilizing the inventive method and system.

DETAILED DESCRIPTION OF THE PREFERRED EMBODIMENT

With reference now to the drawings and in particular to FIG. 1, there is depicted a high-level block diagram of a computer architecture utilizing a preferred embodiment of the present invention. A central processing unit (CPU) connects via a processor interface bus (also referred to in the...
art as a front side, host or system bus) to a north bridge 12, a chip or chipset arbiter logic circuit having a memory controller and a high speed interconnect bus source. North bridge 12 includes the necessary interface electronics to strengthen signals from CPU 10, and to separate signals to and from a memory 14 from those going to and from input/output (I/O) devices as described below.

North bridge 12 is connected via a high-speed interconnect bus, preferably a proprietary bus, but alternatively a Peripheral Component Interconnect (PCI) bus, to a south bridge 16, a chip or chipset I/O arbiter that includes the necessary interface logic to convey signals from the high speed interconnect bus to (typically slower) I/O interfaces, including a super I/O 26. Super I/O 26 is typically a chip or chipset including necessary logic and interfaces for a parallel port 28 and a non-USB serial port 30, as are typically known and understood in the art. Super I/O 26 may also include controllers for non-USB devices such as a keyboard controller 32 for a non-USB keyboard and a floppy disk controller 34.

Associated with south bridge 16 is a USB host controller 18. USB host controller 18 includes differential data lines D+ and D-, which attach to USB hot plug detector 20, whose function and structure are further defined below. Differential data lines D+ and D- transmit both data and control signals for a USB device (not shown) according to protocols and standards understood by those skilled in the art of computer interfacing. Data and control signals are transmitted in mirrored positive and negative voltage to permit longer connection wires and to reduce signal noise and degradation. USB hot plug detector 20 is connected to USB port 22 via USB hub 25, preferably via differential lines D+ and D-, to USB host controller 18.

The USB topology in FIG. 1 is further illustrated in greater detail in FIG. 2, FIG. 2 shows USB host controller 18, which provides an interface to the host computer system including CPU 10 (shown in FIG. 1). USB host controller 18 may be implemented in a combination of hardware, firmware, or software. A tier one root hub 19 is integrated within the host computer system and associated with USB host controller 18 to provide one or more attachment points (USB ports 22) for USB devices, which are either other USB hubs or USB functions. In the preferred embodiment of the invention, tier one root hub 19 connects to USB hot plug detector 20, which attaches to a tier two hub 21. Tier two hub 21 includes multiple USB ports 22. USB ports 22 from tier two hub 21 may connect to another USB hub or to a function 24, which is defined as a USB device that provides a capability to USB host controller 18 and the host computer system. Typical USB functions include a mouse, speaker, microphone, telephone, and mini storage device, such as a floppy disk drive or a compact disk-read only memory (CD-ROM) drive. Tier two hub 21 may also connect to a tier three hub 23, which provides additional USB ports 22 for additional functions 24 or additional hubs (not shown).

Reference is now made to FIG. 3, a high-level logical flowchart for a USB device connect event. As depicted in block 36, USB hot plug detector 20 monitors the differential data lines D+ and D- from a USB port 22. For simplicity of illustration, it will be assumed that there is only one USB port 22 to be monitored. However, it is understood and appreciated that appropriate logic circuits, as known and understood in the art, may monitor multiple USB ports 22 illustrated in FIG. 2. Referred to again block 36 in FIG. 3, USB hot plug detector functions as a logical OR device. If a USB device function 24 plugs into USB port 22, circuitry within USB function 24 will pull the D+ data line connecting pin high if the device is a low-speed device, such as a mouse or keyboard. The D+ signal is transmitted from function 24 to USB port 22 via a standard USB cable. As depicted in decision block 38, if either the D+ or D- line is high, USB hot plug detector 20 generates a system management interrupt (SMI) signal to CPU 10. The SMI causes CPU 10 to place the computer system in a system management mode (SMM). Entering SMM transfers control of the computer system to the SMI Interrupt Handler basic input/output system (BIOS), which resides in the SMM address space of the host computer system. The SMM BIOS is loaded into the SMM address space during Power On Self Test (POST) and is locked prior to booting the Operating System (OS) which is considered as a secure memory location, and preferably may be initiated or updated only by the system owner or administrator of the host computer system. Preferably, only the host computer system owner or administrator has been provided a setup utility to specify to the SMI handler through SMM BIOS code what actions to take when an insertion event is detected. The setup utility can be protected from access without knowledge of the administrator password by switching the system into enhanced security mode and installing an administrator password. As illustrated in block 42, the SMM BIOS code is executed to determine whether or not the USB device that has been connected should be made visible to the operating system of the host computer system. The SMM BIOS code includes a code necessary to perform the query illustrated in decision block 44. If the SMM BIOS permits the addition of the recently connected function 24, then USB hot plug detector 20 will permit the connections of the D+/D- lines to USB host controller 18, and the operating system of the host computer system is now made aware of the connected device for the first time, as depicted in block 46. If the newly connected function 24 is not authorized, then the device is disabled by not connecting the D+/D- lines to USB host controller 18, as illustrated in block 48.

In the preferred embodiment, SMM BIOS code is selective as to what type of function 24 may be connected. For example, functions 24 such as monitors, keyboards, and mice may be permitted to be connected, while mass storage devices such as floppy disk drives and CD-ROMs might not be authorized. If the USB device function 24 is authorized to be attached, the host computer system is then connected to the D+/D- lines of the USB device function 24, and enables the USB port 22 and addresses the USB device function 24. The host computer system assigns a unique USB address to the USB device 24 and then determines if the newly attached USB device 24 is a hub or function. If the attached USB device is a hub and USB devices are attached to its ports 22, then the above procedure is followed for each of the attached USB devices. If the attached USB device is a function 24, then attachment notifications are handled by host software that is appropriate for the function.

If the device is not authorized to be connected according to the SMM BIOS code, the device is disabled, the D+/D- lines are not connected to USB host controller 18, the SMI interrupt is canceled, and the operating system of the host computer system’s operating system never detects the USB device whose connection was attempted, as illustrated in block 48. Following the steps depicted in block 46 (an authorized connection event) or block 48 (termination of an unauthorized connection attempt), USB hot plug detector 20 resumes monitoring the D+ and D- lines for another connection event.

In an alternate preferred embodiment, a connection event by any USB device results in notification to a network server to which the host computer system is connected. The system administrator for the network may then take whatever steps are desired in response to the connection event, including rescinding connection authorization through the network and/or operating system level.
As has been illustrated by the above descriptions, the present invention provides a method and system for monitoring and controlling the connection of USB devices without initial notification of the operating system. Through the use of the intermediary hardware associated with USB hot plug detector 20, and the secure SMM BIOS code described above, connection events of USB devices can be securely monitored without initially notifying the O/S system of the host computer system. Thus, additional security is provided, since the more easily accessible operating system code is not the initial arbiter of authorization for connect events.

While the invention has been particularly shown and described with reference to a preferred embodiment, it will be understood by those skilled in the art that various changes in form and detail may be made therein without departing from the spirit and scope of the invention.

What is claimed is:

1. A host computer system having an apparatus for detecting a connection of a Universal Serial Bus (USB) device to the host computer system, said host computer system comprising:
   a USB host controller; a USB hub having a USB port; and a USB hot plug detector connected between the USB hub and the USB host controller, said USB hot plug detector capable of initiating a System Management Interrupt (SMM) signal to a host computer system in response to a detection of a USB device being connected to the USB port, wherein connection events of USB devices are securely monitored without notifying an operating system (OS) of the host computer system before the USB hot plug detector sends the SMI signal to the host computer system.

2. A host computer system of claim 1, further comprising means for allowing an operating system of the host computer system to detect a connected USB device only if the connected USB device is authorized.

3. A host computer system of claim 2, further comprising:
   means for running a software code from a secure memory location to make a determination if the connected USB device is authorized; and
   means for selectively allowing the operating system of the host computer system to detect the connected USB device only if the USB device is authorized.

4. The host computer system of claim 3, wherein the secure memory location is located in a System Management Mode (SMM) address space of the host computer system.

5. A method for selectively connecting a Universal Serial Bus (USB) device to a host computer system, said method comprising:
   connecting a USB hot plug detector between a USB port and a USB host controller of a host computer system; detecting at the USB hot plug detector a connection event of a USB device at the USB port; determining if the connection event is authorized; and selectively notifying an operating system of the host computer system if the connection event is authorized, or disabling the USB device if the connection event is unauthorized, wherein connection events of USB devices are securely monitored without an involvement of an operating system (OS) in the host computer system.

6. The method of claim 5, further comprising:
   signaling a System Management Interrupt (SMI) to a central processing unit (CPU) of the host computer system;
   running a software code from a secure memory location to make the determination if the connection event is authorized; and
   connecting a pair of differential data lines from the USB device to the USB host controller only if the connection event is authorized.

7. The method of claim 6, wherein the secure memory location is located in a System Management Mode (SMM) address space of the host computer system.

8. The host computer system of claim 1, wherein the USB hot plug detector is further capable of logically OR'ing a D- data line and a D+ data line from the USB device, wherein the USB device is refused an active connection to the host computer system if either data line is logically high and if the USB device is not authorized to be connected to the USB port.

9. The host computer system of claim 3, further comprising:
   means for notifying a network server, which is connected to the host computer system, if the USB device is connected to the host computer system, wherein the network server and the host computer system are different computers.

10. The method of claim 5, further comprising:
    logically OR'ing a D- data line and a D+ data line from the USB device with an OR Gate, wherein an output of the OR gate is logically high if either both of the D+ and D- data lines are logically high; and
    prohibiting an active connection between the USB device and the host computer system if either data line is logically high and if the connection event is not authorized.

11. The method of claim 5 further comprising:
     notifying a network server, which is connected to the host computer system, if the USB device is connected to the host computer system, wherein the network server and the host computer system are different computers.

12. The host computer system of claim 1, wherein the USB hot plug detector further comprises means for selectively authorizing a USB device to be coupled to the host computer system according to whether the USB device pulls a D+ line high or a D- line high, wherein pulling the D+ line high indicates that the USB device is a high-speed device, and wherein pulling the D- line high indicates that the USB device is a low-speed device.

13. The host computer system of claim 12, wherein the high-speed device is a mass storage device.

14. The host computer system of claim 12, wherein the low-speed device is a keyboard.

15. The host computer system of claim 12, wherein the USB hot plug detector selectively authorizes a coupling of a USB device according to authorization instructions located in a System Management Mode (SMM) Basic Input/Output System (BIOS) in the host computer system.

16. The method of claim 5, further comprising:
    using the USB hot plug detector to selectively authorize a USB device to be coupled to the host computer system according to whether the USB device pulls a D+ line high or a D- line high, wherein pulling the D+ line high indicates that the USB device is a high-speed device, and wherein pulling the D- line high indicates that the USB device is a low-speed device.

17. The method of claim 16, wherein the high-speed device is a mass storage device.

18. The method of claim 5, wherein the USB hot plug detector selectively authorizes a coupling of a USB device to the host computer system according to instructions located in a System Management Mode (SMM) Basic Input/Output System (BIOS) in the host computer system.

* * * * *