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INTERNAL LOCKING APPARATUS AND METHODS FOR MAKING AND USING SAME

RELATED APPLICATIONS


BACKGROUND OF THE INVENTION

1. Field of the Invention

The present invention relates to an apparatus for locking containers from the inside and to methods for making and using same.

More particularly, the present invention relates to an apparatus for locking containers from the inside, where the apparatus locking assembly selected from the group consisting of worm screw drives, linear actuator drives, cam drive, or the like, and a remotely accessible control assembly and to methods for making and using same.

2. Description of the Related Art

Although most doors are locked on the outside using a variety of locking mechanisms, such outside locking devices are prone to unwanted and/or unlawfully enter either by tampering with the locking mechanism or destroying the locking mechanism.

In recent years, several devices have been developed to lock containers from the inside, where the locking mechanism is activated from the outside by a touch pad or some type of remote activation device. The two systems currently known in the art are a pneumatic device and an electrical device. The pneumatic device is described in U.S. patent application WO2004033322. The electrical device is described at the website:

Even though a recent trend toward internal locking mechanisms is making inroads into the industrial industries, there is still a need in the art for internal locking mechanisms that are simple to operate, are compact and are reliable.

SUMMARY OF THE INVENTION

The present invention provides an internal locking apparatus including a locking system and an electronic control system, where the locking system includes a locking assembly selected from the group consisting of a worm screw drive, a linear actuator drive, a cam drive or the like, where the locking system is designed to be mounted inside a container and the locking assembly is designed to transition between a locked position and an unlocked position, which locks or unlocks a lockable opening such as an opening of container, room, storage chamber, etc. The electronic control system is designed to provide power to the locking system to change its state from the locked position to the unlocked position or vice versa.

The present invention also provides an apparatus including a plurality locking systems and an electronic control system, where the locking system includes a locking assembly selected from the group consisting of a worm screw drive, a linear actuator drive, a cam drive or the like, where the locking system is designed to be mounted inside a container and the locking assembly is designed to transition between a locked position and an unlocked position, which locks or unlocks a lockable opening such as a container door. The electronic control system is designed to provide power to the locking systems to change their state from the locked position to the unlocked position or vice versa.

The apparatus can also include a plurality of locking systems. In the case of apparatuses that include multiple locking systems, each locking system will have its own drive. When the locking systems are independently controlled, then security is heightened, but manual locking and/or unlocking are more time consuming. Of course, if the locking systems are controlled via telemetry (RF, IR, nearIR, sonic, microwave, radar, etc.), then each locking system can be on a separate frequency, have a separate code or a combination thereof to further increase security, yet not slowing down locking and unlocking operations.

The present invention provides a method for locking a door or an opening including the step of mounting a locking system of this invention on an inner surface of a door or opening or an inner surface of a wall adjacent the door or opening. Once the locking system is mounted, a power source mounted on the inner surface of the door and/or in an interior of the container, room, cavity, compartment, or a similar enclosure in electrical communication with the locking system is installed. Once the system and the power source are mounted and installed, an electronic control system is installed within the interior and connected to the locking system. The electronic control system includes a command generator component for causing the locking system to transition from an unlocked position to a locked position or vice versa. The electronic control system can also include a receiver component or unit capable of receiving an activation signal instructing the electronic control system to issue a command to the locking system(s) to cause the locking system(s) to transition between its (their) two states. The electronic control system can also include a transmitter component or unit, where the transmitter unit is capable of transmitting an authentication signal designed to authenticate the activation signal and is capable of transmitting a completion signal (which can be a success signal, a no success signal, an error signal or a no success signal and an error signal). The receiver component or unit is also capable of receiving a verification signal verifying the authenticity of the activation signal. The electronic control component can also include an external entry unit such as a keypad, touch pad or another encoded unit such as a finger print pad, a palm print pad, a retinal scanner, or other similar encoded unit, where the external unit is designed to generate a signal to transition the locking system between its locked and unlocked positions or vice versa.

The method can also include the step of installing multiple locking systems and a single electronic control system, or each locking system can have its own power supply and electronic control system. The method can also include sending and receiving signals from the single electronic control system or the individual electronic systems that cause the locking systems to transition between their locked and unlocked positions or vice versa.

BRIEF DESCRIPTION OF THE DRAWINGS

The invention can be better understood with reference to the following detailed description together with the appended illustrative drawings in which like elements are numbered the same:

FIGS. 1A & B depict an embodiment of a container internal locking system of this invention;

FIGS. 1C & D depict another embodiment of a container internal locking system of this invention;

FIGS. 1E & F depict another embodiment of a container internal locking system of this invention;
FIG. 2A&B depict another embodiment of a container internal locking system of this invention; FIG. 2C&D depict another embodiment of a container internal locking system of this invention; FIG. 2E&F depict another embodiment of a container internal locking system of this invention; New Disclosure

FIGS. 3A-D depict another embodiment of a container internal locking system of this invention and a photograph of the embodiment fully assembled;

FIGS. 4A-B depict two embodiments of an internal locking system of this invention;

FIG. 5 depicts an embodiment of a battery pack for use in the invention; and

FIGS. 6 depicts an embodiment of a worm drive for use in the invention.

DETAILED DESCRIPTION OF THE INVENTION

The inventors have found that a locking apparatus for any container accessible by a door or an opening can be installed within an interior of the container, where the locking apparatus permits the door or opening to be locked from the inside so increase container security. The inventors have found that an electromechanical drive system provides superior performance, superior reliability, is compact and easily serviced.

The present invention broadly relates to an internal locking apparatus including an electro-mechanical locking system and an electronic control system. The locking system includes an electro-mechanical locking assembly and a source of electrical energy for powering in electrical communication with the locking assembly, while the electronic control system is in electrical communication with the locking system and controls the locking system. The locking assembly moves between a retracted position (an unlocked position) and an extended position (a locked position). The electronic control system includes a receiver and optionally a transmitter. The power supply and the drive are electrically connected to the electronic control system so that when a state transition signal is received by the electronic control system via its receiver, a signal is sent to the power supply and/or the drive to either extend or retract the locking member depending on its present state. Thus, if the locking member is extended, then the signal will cause the member to be retracted and vice versa. The electronic control system can also include a transmitter which can be used to monitor the state of the lock, to verify the authentication of a received transition signal or to signal a successful change in state. The apparatus can also include an external unit in electrical communication with the electronic control system and is adapted to allow a person to enter a code directing the locking system to transition between it locked state and its unlocked state or between its unlocked state and its locked state.

The present invention broadly relates to a method for locking a container, room, cavity, chamber, etc. having an openable opening including the step of installing within the container, etc., an internal locking apparatus of this invention. The method also includes the step of issuing a signal to the electronic control system to transition the locking system from its unlocked to its locked position when the opening is in its closed state. The method also includes the step of issuing a second signal to the electronic control system to transition the locking system from its locked position to its unlocked position. The method can also include the steps of loading and unloading contents or into and into the container’s interior once the opening is opened. The method can also include the step of monitoring the state of the locking system remotely during transportation. The method can also include the step of transmitting the transition signals from a remote location via a transmitter such as a satellite, cell phone or any other wireless communication protocol. The method can also include the step of entering a code on an external unit. The external unit then issues an instruction to the electronic control system to transition the locking system from one state to another state.

The locking systems of this invention can be a worm screw drive, a linear actuator drive, a cam drive or any other electromechanical locking device. If the apparatus includes a plurality of locking assemblies, then each of the locking system can be independently selected from a list of acceptable electromechanical locking devices or they can all be controlled collectively so that a single command will simultaneously, near simultaneously or sequentially unlock all of the independent locking devices.

In one embodiment, the internal locking apparatus of this invention includes a locking system adapted to be mounted in an interior adjacent an openable member of a container and to transition between a first state and a second state, a locked state and an unlocked state. The apparatus also includes an electronic control system includes a command generator component adapted generate commands to the locking system causing the locking system to transition between its two states, and a power supply adapted to provide electric power to the locking system and the electronic control system. The locking system is an electromechanical device, which can be selected from the group consisting of a worm screw drive, a linear actuator drive, a cam drive, and mixtures or combinations thereof.

The apparatus can also include a plurality of locking systems adapted to be mounted in the interior of the container in a spaced apart manner adjacent the openable member, where each locking system is capable of independently transitioning between a first state and a second state, a locked state and an unlocked state. The apparatus also includes an electronic control system includes a command generator component adapted generate commands to the locking system causing the locking systems to transition simultaneously or near simultaneously transition between their two states. The electronic control system can be adapted to issue commands to the plurality of locking systems to cause the locking systems to sequentially transition between their two states.

The container is selected from the group consisting of a truck trailer, a cargo container, a building, a room, and storage area and the openable member is a door.

The electronic control system can further include a receiver component capable of receiving an activation signal, where the activation signal causes the electronic control system to issue a state transition command to the locking system. The electronic control system can further include a transmitter component capable of transmitting a completion signal and optionally capable of transmitting on request, intermittently, periodically or continuously a status signal.

The electronic control system can further include a receiver component capable of receiving an activation signal and a verification signal, where the activation signal causes the command generator component to either issue a state transition command to the locking system or an authentication command and the verification signal causes the command generator component to issue a state transition command to the locking system, and a transmitter component capable of transmitting an authentication signal upon receiving an authentication command from the command generator component, where authentication signal is adapted to authenticate the activation signal.

The electronic control system can further includes an external entry component where the external entry component is in
communication with the other components of the electronic control system and is capable of generating a state transition signal to command generator component, causing the locking system to transition between its two states. The external entry component includes an authentication component for authenticating use of the external entry component. The authentication component comprises a key or touch pad having a unique authentication code, a finger print pad, a palm print pad, or a retinal scanner.

In another embodiment, the internal locking apparatus of this invention includes a plurality of locking systems, where each locking system includes a locking assembly and an electronic control system adapted to provide power to its locking assembly and to issue commands to its locking assembly causing its locking assembly to transition between its two states, and where the locking assemblies are adapted to be mounted in the interior of the container in a spaced apart manner adjacent the openable member and to transition between their locked states and their unlocked states.

In these embodiments, each electronic control system is controlled via telemetry. In certain embodiments, each electronic control system has a separate telemetry frequency, code or a combination thereof to further increase security, where the telemetry is selected from the group consisting of RF telemetry, IR telemetry, near IR telemetry, sonic telemetry, microwave telemetry, and radar telemetry. In these embodiments, the electronic control system transitions the plurality of locking systems between their first states and their second states simultaneously or near simultaneously, where near simultaneous means that the transition codes are generated over a short period of time generally less than 10 second. Alternatively, the electronic control system transitions the plurality of locking systems between their first states and their second states sequentially. Again, the container is selected from the group consisting of a truck trailer, a cargo container, room, and storage area and the openable member is a door.

The present invention also relates to a method for controlling access to a container comprising the step of providing a locking apparatus. The locking apparatus includes a locking system mounted on an inner surface of the container adjacent an openable member and capable of transitioning between a locked state and an unlocked state. The locking apparatus also includes an electronic control system mounted on the same or different inner surface of the container and in electrical communication with the locking system. The electronic control system includes a command generation component adapted generate and send commands to the locking system causing the locking system to transition between its two states and a receiver component capable of receiving an activation signal adapted to cause the electronic system to issue a command to the locking system causing the locking system to transition between its two states. The locking apparatus also includes a power supply mounted on the same or different inner surface of the container in electrical communication with the locking system and the electrical control system and adapted to supply electric power to the two systems.

The method also includes the step of sending an unlock signal to the electronic control system, issuing an unlock command to the locking system causing it to transition between its locked state and its unlocked state, and unlocking the container.

In certain embodiments, the method also includes the steps of issuing an unlock command to the locking system causing it to transition between its locked state and its unlocked state, and unlocking the container.

In certain embodiments, the electronic control system can further include a transmitting unit and the method further includes the steps of sending intermittent, periodic or continuous container status reports.

In certain embodiments, the method also includes the steps of sending an authentication signal after receiving a lock or unlock signal and receiving a verification signal.

In certain embodiments, the locking apparatus includes a plurality of locking systems and a single electronic control system, where the locking systems are mounted adjacent the openable member in a spaced apart configuration.

In certain embodiments, the method includes a plurality of locking apparatuses, wherein the locking apparatuses are mounted adjacent to openable member in a spaced apart configuration and a controlled separately or collectively.

suitable electronic control systems for use in this invention include, without limitation, electronic control systems from HYVAIR, Inc. which are keyless activated with remote units and operate at 300 MHz and have secure activation codes. The electronic control systems include a digital processing unit, a memory, an optional mass storage device, an operating system installed in the memory, communication hardware and software, and analog to digital conversion components if needed. The digital processing unit can be any digital processing system sufficient to receive control signals and generate commands that cause the locking systems to transition between their two states.

Suitable external control units for use in this invention include, without limitation, keypads, touchpads, voice-activated device or any other electronic device that can receive a code, verify the code, generate an action signal and transmit the action signal. The electronic devices can also include a retinal scanner, a fingerprint scanner, a palm print scanner or other identification device.

Suitable receivers for use in this invention include, without limitation, RF receivers, ultrasound receivers, microwave receivers, IR receivers, radar receivers, laser receivers, or the like or mixtures or combinations thereof.

Suitable transmitters for use in this invention include, without limitation, RF transmitters, ultrasound transmitters, microwave transmitters, IR transmitters, near IR transmitters, radar transmitters, lasers or the like or mixtures or combinations thereof.

DETAILED DESCRIPTION OF DRAWINGS

Referring to FIGS. 1A&B, a preferred embodiment of an internal locking apparatus, generally 100, is shown. The apparatus 100 is mounted within a container 102 on an inner surface 104 of a double door 106, where one door 108 has a lip 110 that does not allow the other door 112 to be opened until and unless the first door 108 is opened first. The apparatus 100 includes a housing 114. Within the housing 114, the apparatus 100 includes a power supply 116, an electro-mechanical system 118 and an electronic control system 120. The electro-mechanical system 118 includes a retractable locking member 122, shown here extended into an aperture 123 in the container 102. The power supply 116 is connected to the electro-mechanical system 118 via a first electrical conduit 124. The electro-mechanical system 118 is connected to the electronic system 120 via a second electrical conduit 126. The doors 108 and 112 are mounted on the container 102 via hinges 128. The container 102 can be a truck trailer, a cargo container, (ship, rail or storage container), a building, a room, storage area, or the like.

Referring to FIGS. 1C&D, another preferred embodiment of an internal locking apparatus, generally 100, is shown. The apparatus 100 is mounted within a container or room or the like 102 on an inner surface 104 of a double door 106, where one door 108 has a lip 110 that does not allow the other door 112 to be opened until and unless the first door 108 is opened first. The apparatus 100 includes a power supply 116, two electro-mechanical systems 118&a&b, and an electronic control system 120. Each electro-mechanical system 118a or b includes a retractable locking member 122a & b, shown here extended into apertures 123a & b in the container 102. The power supply 116 is connected to the electro-mechanical systems 118a & b via first electrical conduits 124a & b. The electro-mechanical systems 118a & b is connected to the electronic system 120 via second electrical conduits 126a & b. The doors 108 and 112 are pivotally mounted on the container 102 via hinges 128. The apparatus 100 can also include an external electronic unit 130 in electrical communication with the electronic control system 120 and to the power supply 116 via electrical wires 132 and 134 and where the external electronic unit 130 is adapted to allow a person to enter a code to direct the electronic control system 120 to cause the electro-mechanical systems 118a & b to transition between their two states. The container 102 can be a truck trailer, a ship cargo container, a storage room, or the like.

In this embodiment, the two electromechanical systems 118a & b can be controlled independently or collectively depending on the degree of security desired. If independently controlled, then a telemetry signal is sent to the electronic system 112 which then activates each electromechanical system 118a & b when its authorization code is sent to cause a transition in the electromechanical system’s state. The two electromechanical systems 118a & b are shown disposed on the top and bottom of the container 102.

Referring now to FIGS. 1E&F, another preferred embodiment of an internal locking apparatus, generally 100, is shown. Two apparatuses 100a & b are mounted within a container 102 on inner surfaces 104a & b of a double door 106 having doors 108a & b. The apparatus 100a includes a power supply 116a, two electro-mechanical systems 118a & b, and an electronic control system 120a. The electro-mechanical system 118a & b includes a retractable locking member 122a & b, shown here extended into apertures 123a & b in the container 102. The power supply 116a is connected to the electro-mechanical systems 118a & b via electrical conduits 124a & b. The electro-mechanical systems 118a & b are connected to the electronic system 120a via electrical conduits 126a & b. The apparatus 100b includes a power supply 116b, two electro-mechanical systems 118c & d, and an electronic control system 120b. Each of the electro-mechanical systems 118c & d includes a retractable locking member 122c & d. The power supply 116b is connected to the electro-mechanical systems 118c & d via electrical conduits 124c & d. The electro-mechanical systems 118c & d are connected to the electronic system 120b via electrical conduits 126c & d. The doors 108a & b are pivotally mounted on the container 102 via hinges 128. The apparatuses 100a & b each can also include an external electronic unit 130a & b in electrical communication with its respective electronic control system 120a & b and where the external electronic units 130a & b are adapted to allow a person to enter a code to direct the electronic control systems 120a & b, collectively or individually, to cause the electro-mechanical systems 118a & d to transition between their two states. The container 102 can be a truck trailer, a ship cargo container, or the like. The container 102 can be a truck trailer, a ship cargo container, or the like.

In this embodiment, each of the electro-mechanical systems 118a & d can be controlled independently or collectively depending on the degree of security desired. If independently
controlled, then a telemetry signal must be sent to the electronic systems 120a&b which then activates each of the electromechanical systems 118a-d when its authorization code is sent to cause a transition in the electromechanical system’s state. The two electromechanical systems 118a&c are shown disposed on bottoms 132a&b of the doors 108a&b; while the other two electromechanical systems 118d&f are shown disposed on tops 134a&b of the doors 108a&b.

Referring now to FIGS. 2A&B, another preferred embodiment of an internal locking apparatus, generally 200, is shown. The apparatus 200 is mounted within a container 202 on an inner surface 204 of a sliding door 206, where the door 206 runs in a track 210 via wheels 212. The apparatus 200 includes a power supply 216, a left electro-mechanical system 218a, a right electro-mechanical system 218b, and an electronic control system 220. The electro-mechanical systems 218a&b include retractable locking members 222a&b, shown here extended into apertures 223a&b in the container 202. The power supply 216 is connected to the electro-mechanical systems 218a&b via electrical lines 224a&b. The electro-mechanical systems 218a&b are connected to the electronic system 220 via electrical wires 230a&b. The container 202 can be a truck trailer, a ship cargo container, or the like.

Referring now to FIGS. 2C&D, a preferred embodiment of an internal locking apparatus, generally 200, is shown. The apparatus 200 is mounted within a container 202 on an inner surface 204 of a sliding door 206, where the door 206 runs in a track 210 via wheels 212. The apparatus 200 includes a power supply 216, two electro-mechanical systems 218a&b, and an electronic control system 220. The power supply 216 is connected to the electro-mechanical systems 218a&b including retractable locking members 222a&b, shown here extended into apertures 223a&b in the container 202. The electro-mechanical systems 218a&b are connected to the electronic system 220 via electrical wires 230a&b. The apparatus 200 can also include an external electronic unit 232 in electrical communication with the electronic control system 220 via a wire 234 and where the external unit 232 is adapted to allow a person to enter a code to direct the electronic control system 220 to cause the electro-mechanical systems 218a&b to transition between their two states. The external electronic unit 232 can also be in electronic communication with the power supply 216 via an external wire 236. The container 202 can be a truck trailer, a ship cargo container, or the like.

In this embodiment, the two electromechanical systems 218a&b can be controlled independently or collectively depending on the degrees of security desired. If independently controlled, then a telemetry signal must be sent to the electronic system 212 which then activates each electromechanical system 218a&b when its authorization code is sent to cause a transition in the electromechanical system’s state. The two electromechanical system 218a&b are shown disposed.

Referring now to FIGS. 2E&F, a preferred embodiment of an internal locking apparatus, generally 200, is shown. The apparatus 200 is mounted within a container 202 on an inner surface 204 of a sliding door 206, where the door 206 runs in a track 210 via wheels 212. The apparatus 200 includes a power supply 216, four electro-mechanical systems 218a-d, and an electronic control system 220. The electro-mechanical systems 218a-d include retractable locking members 222a-d, shown here extended into apertures 223a&b in the container 202. The power supply 216 is connected to the electro-me-

High-Strength Composite Lock

The present invention relates to a high-strength composite lock constructed from any high-strength composite material including, without limitation, high-strength polymeric composites with or without reinforcing material such as metal wires, carbon fibers, nanostructures or the like, high-strength ceramics, metals, or mixtures or combinations thereof. In any of these composite constructs, the constructs should have no internal voids or cavities and no external pockets to prevent insertion of an RF device permitting unauthorized operation of the lock. The lack of internal voids or external pockets will also prevent of wire-based devices to manually manipulate the microprocessor or electronics to result in the unauthorized and undetectable opening of the lock.

In certain embodiments, the present invention does not include any member that requires that a interior of the container be breached in order to install piece of equipment. As 60% of the domestic market constitutes leased trailer or containers and drilling into the trailer or container is cost prohibitive and potentially voids the lease agreement.

In certain embodiments, the present invention will include no power jacks or external means for powering the lock. First, such power jacks require a breach of the trailer or container interior. Second, such jacks can readily act as communication channels for sending signals to the microprocessor. Communication jacks are not required if porting to the microprocessor.

In certain embodiments, the present invention includes an internal locking apparatus having a dual battery system, where the second battery is reserved specifically for opening of the lock in the case the first battery fails or is incapable of opening the lock. The microprocessor is programmed not to allow locking of the lock, if the second battery is below a set voltage parameter. Such a construct will generally negate the need for external power jacks. Moreover, the apparatus can include a second dual battery system as a redundant back up.

In certain embodiments of this invention, the locking apparatus will not include a solar panel. The elimination or a solar panel will save penetration of the envelope of the trailer or container. In place of a solar panel, the microprocessor can be programmed to alarm when the dual battery pack needs to be replaced. In addition, a dual battery system is easier and cheaper to use because the drivers or container handlers can have spare battery packs, which are less expensive than maintaining a solar panel.

In certain embodiment, the locking apparatus of this invention only include a transmitter and no a receiver. Generally,
devices having two-way communication capabilities are considerably more expensive and consumes more power; and are more prone to code manipulation defeating the integrity of the lock. If a receiver is includes, then the locking apparatus should only use two-way communication for immediate actions. Eliminating external power conduits and eliminating a receiver, will render the locking apparatus more tamper proof and less likely to be compromised by unauthorized personnel.

In certain embodiments of this invention, the locking apparatus will not include a keyfob and keypad device. In other embodiments, of the locking apparatus of this invention may include a magnetic sensor. Magnetic sensors are analog based devices and demand specific field strengths to operate, making them nearly impossible to replicate. The magnetic sensor is generally placed on an external surface of a trailer or container door. A combination is then dialed to activate the lock.

In certain embodiments of this invention, the locking apparatus includes a microprocessor encoded with a “bingo code,” a code issued by the microprocessor every specified number of minutes based on an internal logarithm. The bingo code cannot be generated by unauthorized personnel, because such unauthorized personnel would have no means to communicate with the microprocessor, for apparatuses without receiver or external power jacks or cables. Moreover, such unauthorized personnel would have no idea such a code was being transmitted. Under this scenario, if the bingo code is not transmitted, then the tracking portion of the apparatus would go into an alter or alarm state. Sometimes thieves or other unauthorized personnel will cover trailers or containers with a masking blanket to isolate communication. If the apparatus transmits a periodic bingo code, then the apparatus will be in an alert or alarm state after the bingo code time period has elapsed without receipt of a new code. Moreover, the code does not have to be rigidly periodic, but the code could transmit the bingo code and the delay for the next transmission.

In certain embodiments of this invention, the locking apparatus includes a microprocessor encoded with data logging capability. The data logging can use any cyber code, especially known cypher codes that are difficult if not impossible to break. In certain embodiments, the cypher uses only 4 clock cycles per byte of data, leaving more cycles for processing data from the sensors.

In certain embodiments of this invention, the locking apparatus includes a colorimeter sensor disposed between a mounting plate and the lock to prevent switching of the lock with a duplicate lock during unloading and loading. A colorimeter is impossible to override, because the color changes when the real lock is removed from the mounting plate. The lock will then go into an audible alarm when removed.

In certain embodiments of this invention, the locking apparatus includes a full security system, a level 4 security system, that will facilitate sensor detection, communication, GPS tracking, data mining, and RFID.

In certain embodiments of this invention for level 1 security, the locking apparatus includes (a) high-strength composite housing & mounting plate; (b) microprocessor and controller, (c) battery and power management, (d) mechanical worm-drive as locking activator, (e) alarm annunciation, (f) lock activation and operation and (g) lock-tampering and detection.

In certain embodiments of this invention for level 4 security, the locking apparatus may also includes (h) sensors & detection, (i) GPS tracking, (j) wireless and/or satellite communication, (k) RFID (RF identification tags), and (l) data mining.

Design Considerations

In certain embodiments, the locking apparatus is constructed of a metal housing. The other embodiments, the housing is constructed of a high-strength composite using an injection molding process. The composite housing should have no voids or cavities on the interior to minimize tampering and manipulation of the lock. The material used in its construction should be high-strength, capable of withstanding shifting and impact of palletized cargo or other objects. The mounting plate design should avoid drilling into the container such that there is a penetration of the exterior skin. The mounting plate and lock should incorporate a sensor solution (such as a calorimeter sensor) to detect if the lock is swapped out for a clone when the doors are opened during loading/unloading of cargo. The housing may provide a communication type plug to interface its microprocessor with the Level 4 control panel.

In certain embodiments, the housing mount of the locking apparatus is designed so that the housing can only be inserted into the mount in an upward direction, i.e., the door to the container must be opened to insert the housing. This type of mount is designed to preclude it from being removed without the door being already opened. The housing includes stainless steel locking pins to hold the unit in place. The Battery pack is inserted from the top of the unit. It is held in place by a simple quick release snap.

Referring now to FIG. 3A, another embodiment locking apparatus of this invention having level 1 functions and features, generally 300, is shown include a high-strength composite housing 302 and an optional mounting plate 304. The housing 302 includes a front cover 306 and a rear cover 308. The housing 302 is mounted on a metal bracket 310, which can be mounted directly on an inner surface 312 of a container door 314 of a container 316 or can be mounted to the optional mounting plate 304, which is in turn mounted to the inner surface 312 of the container door 314. The housing 302 is designed to house an electronic control unit 318 and a motor and worm drive unit 320. The front panel 306 is detachably connected to the rear panel 308 via pins 322. The apparatus 300 also includes a battery pack 324, which is designed to be snapped into a slot or groove 326 in a top 328 of the front panel 306. The apparatus 300 is designed to be attached to an inner surface 312 of a container door 314 so that a locking cylinder 330 of the worm drive unit 320 goes into a recess (not shown) in the container 316 to affect the locking of the container door 314.

Looking at FIGS. 3B-D, the apparatus 300 is shown being assembled. In FIG. 3B, the housing 302 as it is being mounted onto the metal bracket 310, which is mounted on the optional mount plate 304, which is mounted on the inner surface 312 of the door 314 of the container 316. In FIG. 3C, the battery pack 324 is inserted into the groove 326. FIG. 3D shows a photograph of the apparatus 300 fully assembled.

Referring now to FIG. 4A, another locking apparatus of this invention, generally 400, is shown to include a locking assembly 402 and a battery pack 404. The battery pack 404 includes a housing 406 and a bottom connector 408. The locking assembly 402 includes a housing 410 having a top 412 including an assembly connector 414 designed to receive the battery pack connector 410. The housing 410 also includes a quick release 416 adapted to permit quick removal of the battery pack 404 for charging or replacement of the battery or batteries in the battery pack 404. The housings 406 and 410 also include outer rubber sheets or members 418 and 420 adapted to protect the assembly 402 and the battery pack 404, respectively. The members 418 and 420 are adapted to
seal the assembly 402 and the pack 404 to keep out environmental moisture and/or other hazardous materials.

Referring now to FIG. 4B, the locking apparatus of this invention of FIG. 3, generally 450, is shown to include a locking assembly 452 and a battery pack 454. The locking assembly 452 includes a ribbed outer rubber sheath or member 456 adapted to protect the assembly 452. The members 469 is adapted to seal the assembly 452 to keep out environmental moisture and/or other hazardous materials and to provide greater protection due to the ribs.

The apparatus of FIGS. 3-5 are provided with two batteries. The primary battery is for the operation of the lock and a secondary battery to ensure there is a power supply to open the lock if the primary battery fails. The power management system is adapted to switch from the primary battery to the emergency backup battery, if the primary battery fails. The power management system is adapted to monitor the open-circuit voltage, the load voltage, the coulomer measurements (ampere hour counting). If a lead-acid battery is used, the power management system may measure several of the following variables in assessing battery condition and performance: (a) charge-discharge time, (b) battery voltage, (c) PV voltage, (d) charging/discharging current, (e) electronic load voltage, (f) electrolyte temperature, and (g) ambient temperature. From the above measurements one can derive other values useful in determining battery health: (a) capacity (Ah), (b) energy, (c) internal resistance of the battery, and (d) increase of temperature of the central cell.

Referring now to FIG. 5, an expanded view of the battery pack of FIGS. 3 and 4B, generally 500, is shown to include a lateral sliding front plate 502 and a battery housing 504, where the sliding front plate 502 is slidably mounted. The front plate 502 includes a digital battery power level indicator 506 and a handle 508 for each of ease of access and transportation. The battery pack 500 includes a battery 510 that fits within the housing 504. The battery 510 is a 12V DC power supply and can be a standard 12V motorcycle battery or any other compact 12V DC power supply. The battery pack 500 also includes a fool proof fail safe power supply 512 to the acts as an emergency power source so that the lock can be opened if the battery 510 fails or has insufficient charge to open the lock. The power management system can be designed to use both the battery 510 and the fail safe power supply 512 to open the lock. The fail safe power supply 512 can be a POLAPULSE Power Pack manufactured by Polaroid or any other similar fail safe power supply.

Mechanical Worm-Drive Unit

Referring now to FIG. 6, a worm drive unit for use in the apparatus of this invention, generally 600, is shown to include a drive assembly 602, a high RPM electric motor 604 and a drive shaft 606. The drive assembly 602 includes a drive gear 608 and a worm gear 610 comprising a portion of the drive shaft 606. The unit 600 also includes a bearing 612 at a rear 614 of the drive shaft 606 adapted to protect the shaft 606 from being forced backward. The drive gear 608 rotates the threaded worm gear 614 portion of the drive shaft 606 which forces the locking pin 616 to move between a locked state and an unlocked state. The high RPM electric motor 604 used to drive helical (worm gear) acts at 90° to the drive gear 608.

Alarm Annunciation

The locking system of this invention can also include a small horn internal to the lock to provide alarm notification. The small horn is adapted to provide audible indication for a defined event. The small horn is adapted to be mounted in housing to protect the device from forklifts and cargo. The following alarm notifications have been identified: (a) chirp indication, when the lock is in the fully extended position or locked position, (b) intermittent chirp, when the battery or batteries needs to be replaced and (c) constant alarm, if the lock indicates an unauthorized removal.

Lock Activation

As stated previously in certain embodiments of the locking systems of this invention, a magnetic sensor/device that has a dial-combination (much like a traditional combination lock) is included with the system to provide a magnetic field variation for a magnetic sensor located in the lock housing. The system is programmed for a one-time combination for emergency use. For example: a shipping company may elect to place the control of opening and closing the lock in the hands of the dock/warehouse manager. The truck driver may not have the authorization to open the trailer. If the truck driver is pulled over by a law enforcement or customs officer and an inspection is required, the shipping company would send an emergency magnetic lock code to the truck so that the truck driver could unlock the lock. Once this number is used, the lock will never accept the same combination again. Other similar technologies for emergency access can be considered.

Lock-Tamper

In tamper proof embodiments of the locking systems of this invention, the system will not include any external jacks and devices breaching the interior of the container and connected electronically to the locking assembly electronics. By doing this, the only time the lock is vulnerable is when the trailer is opened during loading and unloading of cargo. The activity of concern is the placing of the locking system of this with a clone that can be operated by remote control. In order to prevent or reduce such an occurrence, the systems can include a sensor located between the locking assembly and a mounting bracket or bracket and a door such that a duplicate sensor cannot create the same reading to the microprocessor. Color is almost impossible to detect and duplicate, especially in the field. Therefore, some type of colorimeter sensor such as a pressure sensitive sensor can be used to provide immediate indication when the lock has been removed or if is being removed.

Level 4 Function & Features

In certain embodiments of the locking systems of this invention, the systems will include a level 4 security subsystem 140 of FIG. 1B. The security subsystem is adapted to provide customers the ability to detect, track and communicate with the locking system to ensure assets integrity and tracking. The subsystem may include at least: (a) sensors and detection electronics, (b) a global positioning sensor (GPS) for global tracking, (c) wireless and/or satellite communication hardware and software, (d) RFID chips or tags, and (e) the tracking software can have data mining routines associated to provide tracking data analysis. The systems of this invention including a security subsystem would generally include an additional unit 140 of FIG. 1B connected to the locking assembly electronics 120 via a cable 142, where the unit includes all the Level 4 functionality—sensors, electronics, transmitters and/or receivers and any external devices for RFID. The security unit may include: (a) GPS spoofing and alarm notification capability; (b) an unique “bingo” code transmitted at regular intervals or controlled intervals (interval length sent with the bingo code) to verify system integrity, (c) read, store and transmit inventory information in the container and will interface with devices that may already be in use by customers. The unit can include humidity sensors, temperature sensors, chemical species specific detectors or sensors (CO, hydrogen, hydrocarbon, CO2, etc.), audio sensors, video sensors, IR sensors, UV sensors, cameras, or the like. The security subsystem can use the battery pack associated with the locking system or in certain embodiments, the
security subsystem can have its own power supply system 144 of FIG. 1B. Moreover, the security subsystem can be mounted anywhere in the interior of the container. In most embodiments, the security subsystem would only include a transmitter and not a receiver so that the security system and locking system would be less vulnerable.

All references cited herein are incorporated by reference. Although the invention has been disclosed with reference to its preferred embodiments, from reading this description those of skill in the art may appreciate changes and modifications that may be made which do not depart from the scope and spirit of the invention as described above and claimed hereafter.

We claim:

1. An apparatus further comprising:
   a plurality of housings, where each housing includes:
   a locking system comprising:
   an electro-mechanical device and a retractable locking member,
   where the locking system is adapted to transition between a first state and a second state, a locked state and an unlocked state via the electro-mechanical device extending or retracting the member,
   an electronic control system, in electrical communication with the locking systems, including a command generator component adapted to generate and send commands to the locking systems causing the locking systems to transition between the two states, a transmitter component capable of transmitting; (1) an authentication signal upon receiving an authentication command from the command generation component, where authentication signal is adapted to authenticate a received activation signal, (2) a completion signal, (3) a state of the locking system during transportation, and (4) optionally a status signal of an intermittent, period, or continuous basis,
   a power supply comprising a primary battery, a secondary battery and power management system in electrical communication with the locking systems and the electronic control system and adapted to provide electric power to the locking systems and the electronic control system, and
   a magnetic sensor having a one time combination for Unlocking the locking system upon receipt of the one time combination,
   where the housings include no internal voids or cavities to minimize tampering and manipulation of the locking systems, where the locking systems are mountable in an interior of a container in a spaced apart manner adjacent the openable member, where each locking system is capable of independently transitioning between the two states, where the container includes a plurality of apertures, one for each retractable locking members, and where the apertures are disposed in a spaced apart manner so that the apertures receive the members when the locking systems are in the locked state and where the secondary battery ensures there is sufficient power to open the locking system, if the primary battery fails or is incapable of opening the locking system, and where the power management system will not allow locking of the locking system, if the second battery is below a set voltage parameter.

2. The apparatus of claim 1, wherein the electronic control system further includes a receiver component capable of receiving an activation signal and/or a verification signal, where the activation signal causes the command generator component to issue a state transition command to the locking system and the verification signal causes the command generator component to issue an authentication command, and is adapted to issue commands to the plurality of locking systems to cause the locking systems to simultaneously or near simultaneously transition between the two states.

3. The apparatus of claim 1, wherein the electronic control system is adapted to issue commands to the plurality of locking systems to cause the locking systems to sequentially transition between the two states.

4. The apparatus of claim 1, further including a plurality of mounting plates adapted to be mounted onto the interior surface of the container, where each mounting plate is adapted to receive a locking system.

5. The apparatus of claim 1, wherein each locking system is contained in a housing.