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Background

[0002] Some embodiments described herein relate to systems and methods for accessing and controlling media. More specifically, embodiments described herein relate to systems and methods for accessing media stored remotely from a user and for controlling the presentation, display, playback and/or other access to that media.

[0003] With the availability of broadband connections to the Internet, remote storage of data has become more commonplace. Individuals can store their email, digital photographs, music, videos and/or other media on servers maintained and operated by third parties. Such servers can be physically located in various locations.

[0004] Such known systems, however, have some disadvantages. For example, accessing a user's stored media may require the user to go through an onerous login process or may limit the user to accessing the data from a particular location and/or from a particular device (such as a personal computer). Further, a variety of devices exist, such as advanced gaming systems like the Sony Play Station 3 (PS3)® or Microsoft Xbox 360®, which can access media remotely stored. Such known advanced gaming systems, however, have user interfaces that make displaying and/or playing such media awkward.

[0005] Accordingly, a need exists for systems and methods that provide easy access to remotely stored media. Additionally, a need exists for systems and methods that simplify presentation of media.
Summary

[0006] Embodiments described herein relate to systems and methods for accessing and controlling media stored remotely.

[0007] In some embodiments, a method for storing media on a server and accessing that media, includes: (i) establishing an account with the server and associating a unique identifier and corresponding password with the account; (ii) transferring media to the server for association with the account; (iii) connecting a communication device to the server through a data communications network and authenticating that communication device to the server with the unique identifier and corresponding password; (iv) with the communication device, selecting one or more items of media from the media associated with the account and transferring a copy of the selected items to the communication device to be presented to the user.

[0008] In some embodiments, the communication device can be a smartphone. In some embodiments, the method can also include a second communication device capable of establishing a web browser session with the server. The second communication device can be configured to render the selected media. The server can provide an authentication code to the second communication device to be displayed in the web browser session and a user can input the displayed authentication code into the smartphone (i.e., the first communication device). The smartphone can forward the authentication code to the server to authenticate the browser session to access the media in the established account.

[0009] In some embodiments, a user can establish an account with a remote server and can then store media on the server for access remotely. The remote access can be via a smartphone, which executes a software application including a login function and which can render media supplied by the server. Alternatively, the remote access can be via a web browser session on any device which can establish such a session with the server.

[0010] If the access is via a web browser session, the session can be authenticated by the user entering an authentication code, displayed by the server in the web browser session, into the software application executing on the smartphone. The software application can forward the authentication code back to the server to authenticate the web browser session.

[0011] In addition, the software application executing on the smartphone can be used to forward user input from the user input mechanisms of the smartphone to the server to control the rendering of media
within the authenticated web browser session, thus allowing the smartphone to serve as a remote control for the web browser session.

**Brief Description of the Drawings**

[0012] FIG. 1 is a schematic diagram that illustrates communication devices in communication with a host device via a network, according to an embodiment.

[0013] FIG. 2 is a schematic representation of a system, according to an embodiment.

[0014] FIG. 3 is a flow chart illustrating a method of storing media on a server, according to an embodiment.

[0015] FIG. 4 is a flow chart illustrating a method of retrieving media from a server, according to an embodiment.

[0016] FIG. 5 is a flowchart illustrating a method of authenticating a session with the server, according to an embodiment.

**Detailed Description**

[0017] In some embodiments, a non-transitory processor-readable medium stores code representing instructions to cause a processor to receive, from a first communication device, a request to access a media file stored on a server. The media file is associated with a user account. The code represents instructions to cause the processor to send an authentication code to the first communication device such that the first communication device can present the authentication code to a user of the first communication device. The code further represents instructions to cause the processor to receive the authentication code from a second communication device associated with the user account and provide access to the media file from the first communication device based on receiving the authentication code from the second communication device.

[0018] In such embodiments, a user can use the second communication device to authorize access of the first communication device to the user's media file stored on a server. More specifically, because the second communication device is associated with a user's media storage account, the second communication device can be used to authorize other communication devices to access the user's media storage account on the server.

[0019] In some embodiments, a non-transitory processor-readable medium stores code representing instructions to cause a processor to send at least one media file to a first communication device such that
the first communication device can present the at least one media file in a first configuration. The code further represents instructions to cause the processor to receive a first signal from a second communication device indicating a request to present the at least one media file in a second configuration on the first communication device. The code represents instructions to cause the processor to send, to the first communication device, a second signal instructing the first communication device to present the at least one media file in the second configuration.

[0020] In such embodiments, the second communication device can be used to control and/or modify the presentation of the at least one media file on the first communication device. Similarly stated, the second communication device can be used as a remote control for the presentation of the at least one media file on the first communication device. Signals sent to control the presentation of the at least one media file on the first communication device can be sent to the first communication device via a server operatively coupled to both the first communication device and the second communication device via a network.

[0021] In some embodiments, an apparatus includes a server that stores a set of media files associated with a user account. The server is configured to send an authentication code to a first communication device in response to a request from the first communication device to access the set of media files such that the first communication device can present the authentication code to a user. The server is configured to associate the user account with an identifier of a second communication device such that a user of the second communication device can authorize access to the set of media files from the first communication device by sending the authentication code to the server using the second communication device.

[0022] In some embodiments, a user can establish connectivity with a remote server for the purpose of accessing preexisting media files without a user account. Preexisting media files can include, but are not limited to, media files offered on a promotional basis (such as trailers for upcoming movies, samples of recently released compact discs (CDs), etc.), media files offered on an informational basis (such as news clips or portions of newscasts), and/or user generated media. Such methods can include a first communication device that connects to the server through a data communications network and registers with the server with a unique identifier. In some embodiments, the first communication device can be a smartphone, a mobile phone, a personal digital assistant (PDA), a tablet personal computer (PC), an iPod®, an iPad®, and/or so forth. In such embodiments, the method can also include a second
communication device capable of establishing a web browser session with the server. The second communication device can be configured to render the selected media. The server can provide an authentication code to the second communication device to be displayed in the web browser session and a user can input the displayed authentication code into the first communication device (e.g., a smartphone). The first communication device can forward the authentication code to the server. In response to receiving the authentication code, the second communication device can be associated with and/or linked to the first communication device. Thus, the first communication device can be used to control the media rendered and/or presented on the second communication device. In such embodiments, media accessed by the second communication device can be restricted on the basis of a variety of factors including, but not limited to, the unique identifier supplied by the first communications device, the authentication code provided to the second communication device, as well as contextual factors including the geographic locations of the first and/or second communications devices and/or the time of day.

As used herein, the term media can include substantially any digital data that can be stored and retrieved by a user. Examples of media include, without limitation, digital photographs, email, music, videos, games, text files, and/or the like.

FIG. 1 is a schematic diagram that illustrates communication devices 180 in communication with a host device 120 running a media storage service, via a network 170, according to an embodiment. Specifically, communication device 150 is configured to communicate with the host device 120. Similarly, communication device 160 is configured to communicate with the host device 120. The network 170 can be any type of network (e.g., a local area network (LAN), a wide area network (WAN), a virtual network, a telecommunications network) implemented as a wired network and/or wireless network. As described in further detail herein, in some embodiments, for example, the communication device 150 is a mobile handheld device connected to the host device 120 via a cellular data connection and the communication device 160 is a personal computer connected to the host device 120 via an Internet Service Provider (ISP) and the Internet.

The host device 120 can be any type of device configured to send data over the network 170 to and/or receive data from one or more of the communication devices 180. In some embodiments, the host device 120 can be configured to function as, for example, a server device (e.g., a web server device), a network management device, a data repository and/or the like.
The host device 120 includes a memory 124 and a processor 122. The memory 124 can be, for example, a random access memory (RAM), a memory buffer, a hard drive, a database, an erasable programmable read-only memory (EPROM), an electrically erasable read-only memory (EEPROM), a read-only memory (ROM) and/or so forth. In some embodiments, the memory 124 stores instructions to cause the processor 122 to execute modules, processes and/or functions associated with a media storage service.

The processor 122 of the host device 120 can be any suitable processing device configured to run and/or execute a media storage service. For example, the processor 122 can be configured to store, present, and/or retrieve media in response to receiving a signal from a communication device 180, as described in further detail herein. In some embodiments, the processor 122 can be a general purpose processor, a Field Programmable Gate Array (FPGA), an Application Specific Integrated Circuit (ASIC), a Digital Signal Processor (DSP), and/or the like.

Each of the communication devices 180 can be, for example, a computing entity (e.g., a personal computing device such as a desktop computer, a laptop computer, a Netbook, etc.), a mobile phone, a personal digital assistant (PDA), a tablet personal computer (PC), an iPod®, an iPad®, and/or so forth. Although not shown, in some embodiments, each of the communication devices 180 can include one or more network interface devices (e.g., a network interface card) configured to connect the communication devices 180 to the network 170. In some embodiments, the communication devices 180 can be referred to as client devices.

As shown in FIG. 1, the communication device 160 has a processor 162, a memory 164, and a display 166. The memory 164 can be, for example, a random access memory (RAM), a memory buffer, a hard drive, and/or so forth. The display 166 can be any suitable display, such as, for example, a liquid crystal display (LCD), a cathode ray tube display (CRT) or the like. Similar to communication device 160, the communication device 150 has a processor 152, a memory 154, and a display 156. In other embodiments, the communication devices 150, 160 include another output device instead of or in addition to the displays 156, 166. For example, the communication devices 150, 160 can include an audio output device (e.g., a speaker), a tactile output device, and/or the like.

In some embodiments, one or more portions of the host device 120 and/or one or more portions of the communication devices 180 can include a hardware-based module (e.g., a digital signal processor (DSP), a field programmable gate array (FPGA)) and/or a software-based module (e.g., a
module of computer code to be executed at a processor). In some embodiments, one or more of the functions associated with the host device 120 (e.g., the functions associated with the processor 122) can be included in one or more modules. In some embodiments, one or more of the functions associated with the communication devices 180 (e.g., functions associated with processor 152 or processor 162) can be included in one or more modules.

In some embodiments, one or more of the communication devices 180 can be configured to perform one or more functions associated with the host device 120, and vice versa. For example, in some embodiments, at least a portion of the media storage service is executed at a communication device 160. For example, in some embodiments, a communication device 160 can execute a media account application configured to interface with the media storage service on the host device 120.

FIG. 2 illustrates a system 20 for accessing and controlling media stored remotely, according to an embodiment. System 20 includes at least one server 24 on which media can be stored by a user of system 20. System 20 is operably connected to a data communications network 28.

Server 24 can be any suitable device, or set of devices, or service for storing, maintaining and making available data to users through a network, such as communications network 28. In some embodiments, for example, server 24 can be similar to the host device 120 shown and described with respect to FIG. 1. As such, the server 24 can include at least one processing device (e.g., a processor, a digital signal processor (DSP), a field programmable gate array (FPGA), etc.) and a memory. For example, a memory of server 24 can store code representing instructions to be executed by a processor of server 24 such that the processor of server 24 can run and/or execute a data storage application. Such a data storage application can be configured to allow a user to store media and/or other data in the memory on the server 24. In such embodiments, such a memory can include a media database. Additionally, the user can access the media by accessing the server using a communication device (e.g., communication device 32 or communication device 48).

Server 24 can include multiple computer server devices (e.g., each having a processor and a memory), or the like, located at various locations. Such multiple computer server devices can be connected virtually, through data communication network 28. For example, portions of the data stored on server 24 associated with a user may be licensed to the user. Such data can be stored on a device forming part of server 24. Such a device can be maintained by the licensor of the data as part of a digital rights management system.
Data communications network 28 can be any suitable network such as, for example, the Internet, a standalone public or private network, a public or private network connected to the Internet or any other public or private suitable data communications network. In some embodiments, data communications network 28 can be similar to network 170, shown and described above with respect to FIG. 1. For example, data communications network can be any suitable wireless and/or wired network, such as, for example, an intranet, a wireless area network (WAN), a local area network (LAN), a cellular network, and/or the like. Data communications network 28 can be configured to provide one or more communication devices with access to the server 24.

System 20 further includes communication device 32. Communication device 32 can include a processing device (e.g., a processor, a digital signal processor (DSP), a field programmable gate array (FPGA), etc.) and a memory. In some embodiments, for example, the memory of communication device 32 stores code representing instructions to be executed by the processor of communication device 32 such that the processor of communication device 32 can run and/or execute a media account application and/or a browser session on communication device 32.

Communication device 32 can be similar to communication devices 180, shown and described above with respect to FIG. 1. In some embodiments, for example, communication device 32 can be a smartphone, such as a Blackberry Bold® manufactured by Research in Motion or an iPhone® manufactured by Apple. In addition to providing cellular telephony services, smartphone can be configured to execute software applications (in a processor) and can include user input devices, such as a keyboard and/or touch screen, and/or user output devices, such as a display screen and/or audio playback system. Moreover, smartphone can transmit and receive digital data via one or more digital communications links. While communication device 32 is shown and described herein as being a smartphone with cellular telephony capabilities, in other embodiments, any communication device capable of accessing the server 24 via data communications network 28 can be used. For example, communication device 32 can be a computing entity (e.g., a personal computing device such as a desktop computer, a laptop computer, etc.), a mobile phone, a personal digital assistant (PDA), a tablet personal computer (PC), an iPod®, an iPad®, a Netbook, and/or the like. In FIG. 2, communication device 32 is illustrated as including a cellular data link 36 (such as an HSPA data link) to a cellular data network 38 and a WiFi data link 40 (such as an 802.11n data link). Cellular data network 38 can access data communications network 28, as can WiFi data link 40, which
is connected to data communications network 28 through a combination of a modem, router and wireless access point 44. While shown as including both cellular data and WiFi data communications links, in other embodiments, communication device 32 includes only a single data communications link, or more than two data communications links.

[0039] In some embodiments, communication device 32 can be the principal mechanism for enabling access and control of media stored on server 24 by the user. As described in detail below, using communication device 32, a user can store media on server 24, access that media through data communication network 28 and, enable access to that stored media by another communication device 48 connected to data communications network 28. Communication device 48 can be similar to the communication devices 180, shown and described with respect to FIG. 1. For example, communication device 48 can be a personal computer, a gaming machine (e.g., SonyPS3 or Microsoft Xbox 360, etc.), a laptop computer, a mobile phone, a personal digital assistant (PDA), a tablet personal computer (PC), an iPod®, an iPad®, and/or the like. In some embodiments, communication device 32 can be used to control the playback and access of the media on communication device 48.

[0040] FIG. 3 shows a flowchart outlining a method of establishing a user account on server 24 and loading media into that account. Using system 20, a user can load media onto server 24 using a variety of methods, including uploading media (such as digital photographs, etc.) through data communications network 28 using communication device 32, or communication device 48. Similarly, a user can purchase media, such as music, photographs and/or videos, from a media vending service associated with server 24 through communication device 32 and/or through communication device 48.

[0041] Accordingly, at step 100, the user establishes an account on server 24. More specifically, the user establishes an account with a media storage service executed by server 24. In some embodiments, the establishment of the account can be performed with communication device 32, either through a session in a hypertext markup language (HTML) web browser or via a specific application (e.g., a media account software application) executing on communication device 32 that the user can download to communication device 32.

[0042] As part of the establishment of the account, a unique identifier can be associated with the user. In some embodiments, such a unique identifier can be an email address supplied by the user, a user name provided by the user, a telephone number provided by the user, and/or the like. Further, a password is selected by and/or assigned to the user.
[0043] After the account is established, the user can load a media account software application onto communication device 32 (typically through data communications network 28) and the communication device 32 can execute that application, at step 104. When prompted by the media account application, the user can input their unique identifier and password into the media account application. The media account application can log the user onto server 24 with the user's unique identifier and password and can initiate a session for the user with server 24. In some embodiments, the session for the user can be maintained by server 24 while communication device 32 is connected to data communications network 28 (through data link 36 or data link 40 or via any other suitable connection) and can be automatically re-established after a disconnection and re-connection of communication device 32 from data communications network 28.

[0044] In some embodiments, the user can associate communication device 32 with their account with the media storage service at server 24. More specifically, server 24 can associate an identifier (e.g., a telephone number, a media access control (MAC) address, an internet protocol (IP) address, an identifier assigned by server 24, etc.) of communication device 32 with the user's account. In such embodiments, server 24 can automatically (i.e., without providing login information) provide access to the media stored on server 24 associated with the user's account when server 24 is accessed by communication device 32. Additionally, as described in further detail herein, because communication device 32 is associated with the user's account, communication device 32 can be used to authorize access to the user's media stored on server 24 from another communication device (e.g., communication device 48).

[0045] While described above as using a downloaded media account software application on communication device 32 to communicate with an account on server 24, in other embodiments, the user can communicate with their account on server 24 using a web browser session on communication device 32, or communication device 48.

[0046] After the media account application on communication device 32 is logged into the user's account on server 24 (i.e., the user's account with a media storage service executed at server 24), the user can load media onto server 24, at step 108. More specifically, the user can store media in a memory at the server 24. As mentioned above, media can be loaded onto server 24 using various methods, such as, for example, uploading media from communication device 32 (or from a browser session initiated on communication device 48) to server 24 through data communications network 28; purchasing media,
such as music or videos, from a media vending service associated with server 24 and accessed from the media account application; and/or the like. In some embodiments, step 108 can be re-performed whenever a user wishes to add media to their account on server 24.

FIG. 4 shows a flowchart of a method of a user accessing and controlling media in system 20. At step 200, the user logs into their previously established account on server 24. If the user is accessing their account from communication device 32, and if the media account application previously downloaded to communication device 32 is executing, then step 200 can be automatically performed by the media account application. More specifically, because, as described above, communication device 32 can be associated with the user's account, the server 24 can automatically authenticate communication device 32 as being associated with the user. As such, any media stored at the server from communication device 32 can be automatically associated with the user.

If the media account application is not executing on the user's communication device 32, or if the user is not accessing server 24 from communication device 32 (instead, for example, accessing server 24 from an HTML browser session on communication device 48) then the user can input their unique identifier and password, when prompted, to log into server 24.

At step 204, the available media within the user's account, or otherwise available to the user, can be displayed to the user (e.g., on a display of communication device 32 or communication device 48). The specific method of displaying the available media to the user is not particularly limited, and text-based (with listings of available media) or graphical-based interfaces (with appropriate icons representing media items) can be used.

The available media items can be, for example, items that were previously uploaded to server 24 by the user, items purchased by the user from a media vending service associated with server 24 and/or items offered by server 24 on a promotional basis (such as trailers for upcoming movies, samples of recently released CDs, etc.). Further, the selected items can be meta items of available media, such as playlists of songs, slideshows of digital photographs, folders of email messages, and/or the like, previously defined by the user or others.

At step 208, the user can select one or more media items from the displayed available media items. After the user has selected one or more media items to access, the media items can be transferred from server 24, through data communications network 28, to the appropriate destination playback device, at step 212. Specifically, if the user has accessed server 24 from communication device 32, the
selected media items can be transferred to communication device 32 for rendering. Similarly, if the user has accessed server 24 from a web browser on communication device 48, the selected media items are transferred to communication device 48 for appropriate rendering (i.e., playback of video or music, display of text or email files, etc.).

In the case where the selected media items are music and/or videos, the transfer of those media items to the playback device can occur by streaming the media items through data communications network 28 as they are played by the destination playback device, with a suitable stream caching of the media items to prevent "drop outs" or other interruptions of playback due to network delays or interruptions. The use of streaming allows for digital rights management to be employed with purchased media items and reduces the amount of memory required in the playback device, as the media items are not stored on the playback device prior to playback.

In other embodiments, media items can be downloaded and stored on the playback device. In particular, media items such as music can be downloaded to the playback device and cached at the playback device with a suitable caching strategy ("last played, last out", etc.). This provides substantially immediate playback of commonly accessed media items. In such embodiments, if digital rights management is a concern, the cached files can be stored in an encrypted format only accessible from the media account software application executing on communication device 32. As such, caching to another communication device (e.g., communication device 48) can be prevented.

At step 216, the selected media items can be rendered by the playback device (e.g., communication device 32 or communication device 48). For example, pictures and email can be displayed, audio and video files can be played, and/or the like.

As described above, a user can access available media in their account from the communication device 32 (e.g., a smartphone), as well as from any other communication device 48 (e.g., a desktop computer) connected to data communications network 28 and capable of running a web browser. In such an embodiment, the user can establish an authenticated web browser session between communication device 48 and server 24 to access their available media.

To simplify this process, an authentication method, illustrated by the flow chart of FIG. 5, can be used. Specifically, at step 300 the user initiates a web browser session with server 24. This is accomplished by directing the web browser of communication device 48 to a predetermined uniform resource locator (URL) associated with server 24, for example www.kik.com.
After the browser session is initiated, server 24 defines a unique authentication code for the session, at step 304. The particular style or type of authentication code is not particularly limited and a wide range of types of authentication codes can be used. In some embodiments, the authentication code can be a text string, such as a word or phrase. For example, the authentication code can be a string of random alpha-numeric characters (numbers, letters and/or special characters), such as, for example, "XQTYRW". In other embodiments, the authentication code can be an image, a one-dimensional bar code, a two-dimensional bar code (e.g., a quick response (QR) code), an audio sequence and/or any other identifier for uniquely identifying a browser session. After the authentication code is defined by server 24, it is presented (e.g., displayed and/or played) to the user in the browser session, at step 308.

The user can receive the authentication code in the browser display and, at step 312, input the authentication code into the media account application executing on communication device 32 (e.g., on a smartphone). The media account application can then transmit the entered authentication code to server 24. In other embodiments, the authentication code can be input into a web-browser executing on communication device 32.

In embodiments where the authentication code is a word, phrase or string of letters, the user can copy that text into the media account application or web-browser for transmission to server 24. In the case where the authentication code is an image or bar code, the user can use a digital camera and/or barcode scanner of communication device 32 to photograph and/or scan the display of the web browser session, including the authentication code. In some embodiments, such a digital image can be processed by communication device 32 to extract a representation of the authentication code. That representation can be sent to server 24. In other embodiments, the digital image can be sent to and processed at server 24. In still other embodiments, any other suitable authentication code types and/or methods of capturing codes can be used.

At step 316, when server 24 receives an authentication code from communication device 32, server 24 determines the browser session for which that unique authentication code was defined. Similarly stated, server 24 identifies the browser session identified by that unique authentication code. That browser session can then be authenticated as belonging to the user whose communication device 32 transmitted the authentication code to server 24. More specifically, because the communication device 32 is associated with a user account, server 24 can identify that user account and associate the browser session identified by the authentication code with that user account. If no browser session can be
identified by the received authentication code (for example if the user incorrectly transcribed the code), then an error message can be sent to the communication device 32 that transmitted the authentication code.

[0061] After a browser session at communication device 48 is authenticated as belonging to a user, that user's available media can be accessed from communication device 48 for the duration of the browser session. More specifically, the user can view, play, and/or edit the media associated with their account on communication device 48. Thus, a user can access their available media on server 24 from any device (e.g., communication device 48) capable of establishing a browser session with server 24.

[0062] In some embodiments, the playback or rendering of media on communication device 48 can be controlled and/or modified from communication device 32. Such embodiments can be used, for example, when device 48 is a device with a limited or awkward user interface for accessing and controlling the playback or rendering of media. For example, while gaming devices such as the Sony PS3 and Microsoft Xbox 360 are capable of rendering a wide range of media, their standard user interfaces are not particularly well suited to controlling that rendering and/or playback.

[0063] In some embodiments, after a browser session on a communication device 48 is authenticated, the media account application executing on the user's communication device 32 can function as a user input device for the browser session. Specifically, the media account application executing on communication device 32 can capture user input to communication device 32 and forward that captured user input to server 24. Server 24 can interpret that captured user input as user input to the authenticated browser session on communication device 48.

[0064] For example, the user's movement of a roller ball on communication device 32 or the use of a touch screen on communication device 32 can be captured by the media account application and forwarded to server 24. Server 24 can interpret the movement or use as the equivalent of the use of a mouse and/or keyboard within the authenticated browser session executing on communication device 48.

[0065] The media account application on communication device 32 can also display user interface icons specific to media rendering and/or playback tasks that the user can access from communication device 32. For example, the media account application can display icons representing the typical controls for music playback, such as "play", "fast forward", "pause", "shuffle", etc. on the display of communication device 32. The user can then select one or more of these icons with the user input.
features of communication device 32 (e.g., with a roller ball, a mouse, a keypad, a touch screen, etc.). A corresponding command can be transmitted by communication device 32 to server 24 to control and/or modify the rendering and/or playback of the media within the authenticated browser session on communication device 48. For example, if the user selects the icon corresponding to "pause", communication device 32 can transmit a pause command to server 24. Server 24 can, in response to receiving the pause command, pause the rendering of the media (e.g., a video and/or song) in the authenticated browser session. More specifically, the server 24 can send a signal to communication device 48 to pause the rendering and/or can pause streaming media to communication device 48.

Thus, a user interface appropriate for the type of media being rendered in the authenticated browser session can be displayed on communication device 32 and used by the user to control the rendering of the media in the authenticated browser session on communication device 48. While the provision of such user interfaces can greatly ease the control of the rendering of the media compared to the interfaces natively offered by communication device 48, this method of controlling the rendering media within the authenticated browser session can serve as a generalized remote control. For example, a user may establish and authorize a browser session for the playback of music media at a party, where communication device 48 is in one room of the party venue. In such a case, the user can employ communication device 32 to control the playback of the music (skip songs, replay songs, etc.) from other rooms of the venue than the room in which communication device 48 is located.

While shown and described above as being associated with a user account, in other embodiments, a user without an account with a media storage service can establish connectivity with a server 24 for the purpose of accessing media files stored at server 24. Such media files may include, but are not limited to, media files offered on a promotional basis (such as trailers for upcoming movies, samples of recently released compact discs (CDs), etc.), media files offered on an informational basis (such as news clips or portions of newscasts), or user generated media.

Similar to the method described with respect to FIG. 5, a user can initiate a web browser session with server 24 using a communication device 48. The server 24 can provide a unique identifier to a web-browser session on the communication device 48 and the user can input the authentication code on another communication device 32. The communication device 32 can send the authentication code to the server 24 via the network 28. The server, using the authentication code, can associate and/or link the web-browser session on the communication device 48 with the communication device 32.
In some embodiments, the server can automatically associate an identifier (e.g., a telephone number, a media access control (MAC) address, an internet protocol address, an identifier assigned by the server, etc.) of a communication device with an identifier of the browser session on the communication device. Using the association between the communication device and the communication device, the communication device can control and/or modify presentation of the media on the communication device, as described above. If no browser session can be identified by the received authentication code (for example if the user incorrectly transcribed the code), then an error message can be sent to the communication device that transmitted the authentication code.

After a browser session at the communication device is associated with the communication device, authorized media can be accessed from the communication device for the duration of the browser session. More specifically, the server can identify authorized media files which are accessible at the communication device given the unique authentication code and/or a unique identifier associated with the communication device, as well as contextual factors including, but not limited to, the geographic locations of the first or second communication devices and/or the time of day. Accordingly, using the authentication code, a user without an account can access media stored on the server.

Embodiments described herein illustrate methods and systems for accessing and controlling media stored remotely from a user. A user can establish an account with a remote server and can then store media on the server for access remotely. The remote access can be via a communication device, which executes a media account application including a login function and which can render media supplied by the server. A user can also remotely access and control authorized preexisting content remotely without establishing an account via a unique identifier upon an authentication sequence. Alternatively, the remote access can be via a web browser session on a communication device capable of establishing such a session with the server.

In some embodiments, if the access is via a web browser session, the session can be authenticated by the user entering an authentication code, displayed by the server in the web browser session, into the media account application executing on the communication device. That media account application can forward the authentication code to the server to authenticate the web browser session.

In some embodiments, the media account application executing on the communication device (i.e., in a processor of communication device) can be used to forward user input from user input mechanisms of the communication device to the server to control the rendering of media within the
authenticated web browser session. In such embodiments, the communication device can be used as a remote control for the web browser session.

[0074] In some embodiments, the media is streamed to the communication device for rendering and/or is cached on the communication device, in an encrypted manner, to permit digital rights management techniques to be applied to the media.

[0075] While various embodiments have been described above, it should be understood that they have been presented by way of example only, and not limitation and various changes in form and details may be made. Any portion of the apparatus and/or methods described herein may be combined in any combination, except mutually exclusive combinations. The embodiments described herein can include various combinations and/or sub-combinations of the functions, components and/or features of the different embodiments described. Where methods described above indicate certain events occurring in certain order, the ordering of certain events maybe modified. Additionally, certain of the events maybe performed concurrently in a parallel process when possible, as well as performed sequentially as described above.

[0076] Some embodiments described herein relate to a computer storage product with a non-transitory computer-readable medium (also can be referred to as a non-transitory processor-readable medium) having instructions or computer code thereon for performing various computer-implemented operations. The computer-readable medium (or processor-readable medium) is non-transitory in the sense that it does not include transitory propagating signals per se (e.g., a propagating electromagnetic wave carrying information on a transmission medium such as space or a cable). The media and computer code (also can be referred to as code) may be those designed and constructed for the specific purpose or purposes. Examples of computer-readable media include, but are not limited to: magnetic storage media such as hard disks, floppy disks, and magnetic tape; optical storage media such as Compact Disc/Digital Video Discs (CD/DVDs), Compact Disc-Read Only Memories (CD-ROMs), and holographic devices; magneto-optical storage media such as optical disks; carrier wave signal processing modules; and hardware devices that are specially configured to store and execute program code, such as Application-Specific Integrated Circuits (ASICs), Programmable Logic Devices (PLDs), Read-Only Memory (ROM) and Random-Access Memory (RAM) devices.

[0077] Examples of computer code include, but are not limited to, micro-code or micro-instructions, machine instructions, such as produced by a compiler, code used to produce a web service, and files
containing higher-level instructions that are executed by a computer using an interpreter. For example, embodiments may be implemented using Java, C++, or other programming languages (e.g., object-oriented programming languages) and development tools. Additional examples of computer code include, but are not limited to, control signals, encrypted code, and compressed code.
What is claimed is:

1. A non-transitory processor-readable medium storing code representing instructions to cause a processor to:
   receive, from a first communication device, a request to access a media file stored on a server;
   send an authentication code to the first communication device such that the first communication device can present the authentication code to a user of the first communication device;
   receive the authentication code from a second communication device; and
   provide access to the media file from the first communication device based on receiving the authentication code from the second communication device.

2. The non-transitory processor-readable medium of claim 1, wherein the media file is associated with a user account.

3. The non-transitory processor-readable medium of claim 1, wherein the authentication code is a barcode, the second communication device being configured to scan the barcode.

4. The non-transitory processor-readable medium of claim 1, wherein the authentication code includes a plurality of alpha-numeric characters.

5. The non-transitory processor-readable medium of claim 2, further comprising code representing instructions to cause the processor to:
   receive a request from the second communication device to establish the user account; and
   associate an identifier of the second communication device with the user account.
6. The non-transitory processor-readable medium of claim 2, further comprising code representing instructions to cause the processor to:
   receive, from the second communication device, a signal instructing the server to store the media file; and
   associate the media file with the user account.

7. The non-transitory processor-readable medium of claim 1, wherein the code representing instructions to receive the authentication code includes code representing instructions to cause the processor to receive the authentication code from the second communication device in response to a user of the second communication device providing the authentication code to a media account application executing on the second communication device.

8. The non-transitory processor-readable medium of claim 1, further comprising code representing instructions to cause the processor to:
   receive, from the second communication device, a first signal associated with a presentation of the media file on the first communication device; and
   send, in response to the first signal, a second signal associated with the presentation of the media file on the first communication device to the first communication device such that the first communication device modifies the presentation of the media file on the first communication device based on the second signal.

9. An apparatus, comprising:
   a server storing a plurality of media files, the server configured to send an authentication code to a first communication device in response to a request from the first communication device to access the plurality of media files such that the first communication device can present the authentication code to a user,
   the server configured to associate an identifier of a second communication device with the first communication device such that a user of the second communication device can authorize access to the plurality of media files from the first communication device by sending the authentication code to the server using the second communication device.
10. The apparatus of claim 9, wherein the plurality of media files are associated with a user account.

11. The apparatus of claim 9, wherein the authentication code is a barcode, the second communication device being configured to scan the barcode.

12. The apparatus of claim 9, wherein the authentication code includes a plurality of alphanumeric characters.

13. The apparatus of claim 9, wherein the server is configured to receive the authentication code from the second communication device in response to the user of the second communication device providing the authentication code to a media account application executing on the second communication device.

14. The apparatus of claim 9, wherein the server is configured to send at least one media file from the plurality of media files to the first communication device in response to receiving the authentication code from the second communication device.

15. The apparatus of claim 9, wherein the server is configured to receive, from the second communication device, a first signal associated with a presentation of at least one media file from the plurality of media files on the first communication device, the server configured to send, in response to the first signal, a second signal associated with the presentation of the at least one media file on the first communication device to the first communication device such that the first communication device modifies the presentation of the at least one media file based on the second signal.

16. The apparatus of claim 9, wherein the server is configured to route at least one control signal from the second communication device to the first communication device such that the second communication device can control the first communication device via the server.
17. A method, comprising:
   receiving, from a first communication device, a request to access a media file stored on a server;
   sending an authentication code to the first communication device such that the first communication device can present the authentication code to a user of the first communication device;
   receiving the authentication code from a second communication device; and
   providing access to the media file from the first communication device based on receiving the authentication code from the second communication device.

18. The method of claim 17, wherein the media file is associated with a user account.

19. The method of claim 17, wherein the authentication code is a barcode, the second communication device being configured to scan the barcode.

20. The method of claim 17, wherein the authentication code includes a plurality of alphanumeric characters.

21. The method of claim 18, further comprising:
   receiving a request from the second communication device to establish the user account;
   and
   associating an identifier of the second communication device with the user account.

22. The method of claim 18, further comprising:
   receiving, from the second communication device, a signal instructing the server to store the media file; and
   associating the media file with the user account.
23. The method of claim 17, wherein the receiving the authentication code includes receiving the authentication code from the second communication device in response to a user of the second communication device providing the authentication code to a media account application executing on the second communication device.

24. The method of claim 17, further comprising:
   receiving, from the second communication device, a first signal associated with a presentation of the media file on the first communication device; and
   sending, in response to the first signal, a second signal associated with the presentation of the media file on the first communication device to the first communication device such that the first communication device modifies the presentation of the media file on the first communication device based on the second signal.

25. A method, comprising:
   sending, from a first communication device, a request to access a media file stored on a server;
   receiving, from the server and in response to the request, an authentication code associated with the request;
   presenting the authentication code to a user such that the user can send the authentication code to the server via a second communication device; and
   receiving, from the server and in response to the server receiving the authentication code from the second communication device, a signal indicating that the server has granted, to the first communication device, access to the media file.

26. The method of claim 25, wherein the media file is associated with a user account.

27. The method of claim 25, wherein the authentication code is a barcode, the second communication device being configured to scan the barcode.
28. The method of claim 25, wherein the authentication code includes a plurality of alpha-numeric characters.

29. The method of claim 26, wherein the media file is a first media file, the method further comprising:
   receiving, from the first communication device and after receiving the signal indicating that the server has granted access to the first media file, a signal instructing the server to store a second media file; and
   associating the second media file with the user account.

30. The method of claim 25, wherein the signal is a first signal, the method further comprising:
   receiving, from the server, a second signal associated with controlling a presentation of the media file on the first communication device, the second signal being sent by the server in response to the server receiving, from the second communication device, a third signal associated with controlling the presentation of the media file on the first communication device; and
   modifying, based on the second signal, the presentation of the media file on the first communication device.
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