
(57)【特許請求の範囲】
【請求項１】
　所定の撮像倍率で撮像された第１の撮像画像に対応する第１の背景画像を生成する第１
の背景画像生成手段と、
　前記第１の撮像画像より第１の被写体画像を抽出する第１の被写体抽出手段と、
　前記所定の撮像倍率より高い撮像倍率で撮像された第２の撮像画像に対応する第２の背
景画像を、前記第１の背景画像と前記第１の被写体画像とに基づいて生成する第２の背景
画像生成手段と、
　前記第２の撮像画像より第２の被写体画像を抽出する第２の被写体抽出手段と、
　前記第１の背景画像生成手段より生成された第１の背景画像を符号化する第１の背景画
像符号化手段と、
　前記第１の被写体抽出手段より抽出された第１の被写体画像を符号化する第１の被写体
画像符号化手段と、
　前記第２の背景画像生成手段より生成された第２の背景画像を符号化する第２の背景画
像符号化手段と、
　前記第２の被写体抽出手段より抽出された第２の被写体画像を符号化する第２の被写体
画像符号化手段とを有することを特徴とする画像処理装置。
【請求項２】
　前記第２の被写体抽出手段は、前記第２の撮像画像から前記第２の背景画像を差分する
ことにより第２の被写体画像を抽出することを特徴とした請求項１に記載の画像処理装置
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。
【請求項３】
　所定の撮像倍率で撮像された第１の撮像画像に対応する第１の背景画像を生成する第１
の背景画像生成手段と、
　前記第１の撮像画像より第１の被写体画像を抽出する第１の被写体抽出手段と、
　前記所定の撮像倍率より高い撮像倍率で撮像された第２の撮像画像に対応する第２の背
景画像を前記第１の背景画像と前記第１の被写体画像とに基づいて生成する第２の背景画
像生成手段と、
　前記第２の撮像画像と前記第２の背景画像より第２の被写体画像を抽出する第２の被写
体抽出手段とを有することを特徴とする画像処理装置。
【請求項４】
　前記第１の背景画像生成手段より生成された第１の背景画像を符号化する第１の背景画
像符号化手段と、
　前記第１の被写体抽出手段より抽出された第１の被写体画像を符号化する第１の被写体
画像符号化手段と、
　前記第２の被写体抽出手段より抽出された第２の被写体画像を符号化する第２の被写体
画像符号化手段とを更に有することを特徴とした請求項３に記載の画像処理装置。
【請求項５】
　前記第１の被写体抽出手段は、前記第１の被写体画像の形状を包含する矩形領域を求め
ることを特徴とする請求項１～４の何れか１項に記載の画像処理装置。
【請求項６】
　前記第２の背景画像生成手段は、前記矩形領域の大きさと画面サイズから画像の拡大率
を求め、前記画像の拡大率に基づいて前記第１の背景画像を拡大して前記第２の背景画像
を生成することを特徴とする請求項５に記載の画像処理装置。
【請求項７】
　前記第２の背景画像生成手段は、拡大後の前記矩形領域が、前記画面サイズに内接する
ときの倍率を前記拡大率として求めることを特徴とする請求項６に記載の画像処理装置。
【請求項８】
　所定の撮像倍率で撮像された第１の背景画像と、前記所定の撮像倍率で撮像された画像
データから抽出された第１の被写体画像と、前記所定の撮像倍率よりも高い撮像倍率で撮
像された画像データから抽出された第２の被写体画像とを入力する入力手段と、
　前記第１の背景画像と前記第１の被写体画像とに基づいて第２の被写体画像に対応する
第２の背景画像を生成する背景画像生成手段と、
　前記第２の背景画像と前記第２の被写体画像とを合成する画像合成手段とを有すること
を特徴とする画像処理装置。
【請求項９】
　前記画像合成手段は、前記第１の背景画像と前記第１の被写体像とを合成することを特
徴とする請求項８に記載の画像処理装置。
【請求項１０】
　前記入力手段によって入力される前記第１の背景画像、前記第１の被写体画像及び前記
第２の被写体画像はそれぞれ符号化されており、前記入力手段は前記各画像を復号化する
復号化手段を含むことを特徴とする請求項８又は９に記載の画像処理装置。
【請求項１１】
　所定の撮像倍率で撮像された第１の撮像画像に対応する第１の背景画像を生成する第１
の背景画像生成工程と、
　前記第１の撮像画像より第１の被写体画像を抽出する第１の被写体抽出工程と、
　前記所定の撮像倍率より高い撮像倍率で撮像された第２の撮像画像に対応する第２の背
景画像を前記第１の背景画像と前記第１の被写体画像とに基づいて生成する第２の背景画
像生成工程と、
　前記第２の撮像画像より第２の被写体画像を抽出する第２の被写体抽出工程と、
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　前記第１の背景画像生成工程で生成された第１の背景画像を符号化する第１の背景画像
符号化工程と、
　前記第１の被写体抽出工程で抽出された第１の被写体画像を符号化する第１の被写体画
像符号化工程と、
　前記第２の背景画像生成工程で生成された第２の背景画像を符号化する第２の背景画像
符号化工程と、
　前記第２の被写体抽出工程で抽出された第２の被写体画像を符号化する第２の被写体画
像符号化工程とを有することを特徴とする画像処理方法。
【請求項１２】
　所定の撮像倍率で撮像された第１の撮像画像に対応する第１の背景画像を生成する第１
の背景画像生成工程と、
　前記第１の撮像画像より第１の被写体画像を抽出する第１の被写体抽出工程と、
　前記所定の撮像倍率より高い撮像倍率で撮像された第２の撮像画像に対応する第２の背
景画像を前記第１の背景画像と前記第１の被写体画像とに基づいて生成する第２の背景画
像生成工程と、
　前記第２の撮像画像と前記第２の背景画像より第２の被写体画像を抽出する第２の被写
体抽出工程とを有することを特徴とする画像処理方法。
【請求項１３】
　所定の撮像倍率で撮像された第１の背景画像と、前記所定の撮像倍率で撮像された画像
データから抽出された第１の被写体画像と、前記所定の撮像倍率よりも高い撮像倍率で撮
像された画像データから抽出された第２の被写体画像とを入力する入力工程と、
　前記第１の背景画像と前記第１の被写体画像とに基づいて第２の被写体画像に対応する
第２の背景画像を生成する背景画像生成工程と、
　前記第２の背景画像と前記第２の被写体画像とを合成する画像合成工程とを有すること
を特徴とする画像処理方法。
【請求項１４】
　請求項１１～１３のいずれか１項に記載の画像処理方法を実行するコンピュータプログ
ラム。
【請求項１５】
　請求項１４に記載のプログラムを格納し、コンピュータが読み取り可能なコンピュータ
可読記憶媒体。
【発明の詳細な説明】
【０００１】
【発明の属する技術分野】
本発明は、画像処理装置及びその方法、並びにコンピュータプログラム及びコンピュータ
可読記憶媒体に関し、特に異なる撮像倍率で撮像された複数の画像データに対する画像処
理に関するものである。
【０００２】
【従来の技術】
従来、撮像装置を用いた映像による監視システムについては様々な提案がされている。
【０００３】
≪広角レンズを用いた監視システム≫
監視システムの一つとして魚眼レンズで代表されるような広角レンズを用いた監視システ
ムがある。
【０００４】
広角レンズを用いた監視システムの特徴は、一台の撮像装置による撮影像で広範囲な領域
を監視できることがあげられ、監視領域面積に対する撮像装置設備費用のコスト比率が低
い利点がある。また広範囲な監視領域撮影像は、侵入者の移動に対しても画面から外れる
ことも少なく、侵入者の位置が視認しやすいという利点もある。
【０００５】
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図１３は、あるオフィス内上部に一台の広角カメラ１３０１を設置し、比較的広範囲な監
視領域１３０２を監視している状態を表した図である。
【０００６】
いま、オフィス内に不法侵入者１３０３が侵入している。このような状況において、広角
カメラ１３０１は撮像視野範囲が広いため、オフィス内に侵入してきた侵入者１３０３の
ほか、机、ドアなどオフィス内の多数の什器設備も同一映像内に撮影している。故に侵入
者のいる場所が視覚的に直ちに判断できる。また、侵入者の移動にも撮像視野範囲が広い
ため、撮影像から外れて見えなくなることが起こり難い。
【０００７】
このような広角カメラを用いた監視システムに関する技術としては、撮像光学系が広角に
なるほど撮影像の歪曲が大きくなるため、撮影像の歪曲を画像処理によって補正する技術
や、撮像光学系にミラー光学部材を用い、周囲３６０°の全方位を監視領域にするものな
どが提案されている。
【０００８】
一方、広角レンズを用いた監視システムにおいて前述のような特徴がある反面、広範囲領
域にいる侵入者の像は監視撮像領域が広範囲になるほど小さく視認しにくくなるという問
題が生じる。
【０００９】
図１４は、図１３で示したように、オフィス内に不法侵入者が侵入してきた状況を広角カ
メラ１３０１で撮影した映像の１シーンを表した図である。図からもわかるように、撮影
領域が広いほど侵入者の位置は認識し易い反面、侵入者の顔、表情、容姿の細部を認識は
難しい。
【００１０】
≪複数台の撮像装置を用いた監視システム≫
また他の監視システムとして、監視領域内を複数台の撮像装置を用いて監視するシステム
も提案されている。
【００１１】
図１５は、図１３の広角カメラ１３０１による監視領域１３０１を３つの監視領域に分割
し、それぞれ各監視領域を標準レンズを搭載した３台のカメラ１５０１で監視している様
子を示す図である。
【００１２】
それぞれのカメラは独立に監視領域（たとえば監視領域１５０２）を撮像し、その撮影像
はカメラに１対１対応したモニタによって表示される。また映像表示に関しては、複数台
のカメラからの映像をマルチチャネル入力し一台のモニタでマルチウィンドウ表示するコ
ントローラーなどもある。
【００１３】
図１６は、オフィス内に侵入者１３０３が侵入してきて、図１５に図示した３台のカメラ
のうち、１台のカメラ（中央のカメラ）が撮影像中に侵入者を捉え、このカメラに１対１
対応した 1台モニタの画面を表した図である。または、前述の３台のカメラからのマルチ
チャネル映像のうち侵入者を捉えたチャンネルのウィンドウに表示された映像でもよい。
【００１４】
この監視システムの特徴は、図１４と図１６の比較によって明らかなように、若干侵入者
の大きさが大きく撮影できるため、侵入者の顔、表情、容姿細部の認識は前述の広角カメ
ラを用いた監視システムよりは優れている。
【００１５】
しかし、この監視システムの利用者（例えば監視員など）は、常時多数のモニタまたはマ
ルチウィンドウの各画面を監視しなければならないという問題点もある。
【００１６】
この問題点を解決するための技術としては、特開２０００－２９５６００号に開示されて
いるように、複数のカメラを用いて監視領域を撮像し、該撮影像から移動体を検出し、移

10

20

30

40

50

(4) JP 3870124 B2 2007.1.17



動体の存在するカメラ映像を１台のモニタで表示するシステムが提案されている。
【００１７】
≪異なる撮影倍率を有する複数のカメラを用いた監視システム≫
またさらに他の監視システムとして、異なる撮影倍率を有する複数のカメラを用いて監視
するシステムも提案されている。
【００１８】
図１７は、図１３で示したオフィス内に、広角カメラ１３０１に加えて、さらにパン・チ
ルト・ズームにより撮像視野範囲を変えることの可能なカメラ（ここでは単にズームカメ
ラと呼ぶ）１７０１が設置されており、広角カメラ１３０１で広範囲な領域を監視しつつ
、ズームカメラ１７０１で侵入者の顔や容姿の特徴がわかるべく拡大像を撮影できる監視
システムを表している図である。
図１８は、図１７の監視システムによる撮影像である。
【００１９】
図１８ (a)は広角カメラ１３０１による撮影像で、この映像は図１４と同様である。また
、図１８ (b)は、ズームカメラ１７０１による撮影像を表している。これら映像は前述の
複数台の撮像装置を用いた監視システムと同様に、カメラに１対１対応したモニタによっ
てそれぞれ個別に表示される場合やマルチチャネル入力コントローラーを用いて一台のモ
ニタでマルチウィンドウ表示する場合もある。
【００２０】
この監視システムの特徴は、広角カメラの広範囲監視領域撮影像による侵入者位置が視認
性の良さと、ズームカメラの侵入者拡大像による侵入者の顔、表情、容姿詳細の確認のし
易さの両立である。これに関する技術としては、特開２０００－３２３１９号に開示され
ている技術がある。
【００２１】
特開２０００－３２３１９号では、広角カメラとズームカメラの両画像をネットワーク上
接続された装置に伝送、表示するシステムが開示されており、さらには、広角カメラで撮
影された画像を見ながら、前記装置を操作することによってズームカメラをパン・チルト
・ズームし、所望の被写体の拡大像を得る監視システムが提案されている。
【００２２】
また、本特開２０００－３２３１９号の拡張として前述の特開２０００－２９５６００号
に、ズームカメラの撮影対象を人為的な操作によるものでなく、広角カメラ撮影像から移
動体を検出し、移動体の位置や大きさから自動的にズームカメラをパン・チルト・ズーム
し、移動体の拡大像を得る監視システムも提案されている。
【００２３】
【発明が解決しようとする課題】
しかしながら上記従来の方法においては、以下に説明する多くの課題が残されている。
【００２４】
まず、魚眼レンズのような広角レンズを用いた監視システムにおいて、監視領域内撮影像
に対し侵入者の大きさが小さく顔などが認識しにくい問題点に関し、前記従来例で示した
ような侵入者を検知し検知された領域を拡大表示する方法は、デジタル化された画像信号
の拡大及び補間処理によって可能ではあるが、拡大像に存在する情報量（画像中の周波数
成分）はデジタルサンプリング時に決まるので、拡大処理後の情報量が増えることはない
。
【００２５】
すなわち、拡大することによって、従来見えていなかった詳細が見えてくることはないの
である。画像の周波数成分に関しては拡大率に応じて見かけ上の周波数成分は低周波数に
シフトするので、その拡大像は、単にボケた画像、もしくは補間処理を行なわない場合は
ブロック状モザイクのかかった画像に感じるのはよく経験することである。
【００２６】
次に、監視領域内を複数台の撮像装置を用いて監視するシステムは、単純なシステムであ
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り、特開２０００－２９５６００号に開示されているように表示の仕方で監視員の労力を
軽減させるなど工夫されているが、監視領域が広域になるほど多くの台数のカメラが必要
となり、設備投資にかかるコスト負荷が重くなるという問題がある。
【００２７】
また、それぞれのカメラの監視領域が狭いため侵入者の位置の把握がしにくい、侵入者の
移動によって視点の異なるカメラが頻繁に切り替わり侵入者を捉えるなど、視認性に問題
がある。さらに、前記提案にはカメラからの撮影像を画像処理によって拡大像を得る方法
が記載されているが、前述の理由から被写体を認識する上で有効な最大拡大倍率、カメラ
の焦点距離（または視野範囲）、カメラの設置間隔など、監視場所や侵入者の視認精度に
よって最適な環境を作るのに多くの労力を要する問題がある。
【００２８】
そして、異なる撮影倍率を有する複数のカメラを用いて監視するシステムについては、前
記従来例の問題点を光学的に解決しているが、一人の侵入者に対し広角カメラ撮影像とズ
ームカメラ撮影像の２つのビデオ信号をネットワーク上に伝送する必要がありネットワー
ク伝送路上に多くの負荷をかける問題点がある。
【００２９】
特に広角カメラによる撮影映像は、図１４または図１８ (a)でもわかるように、侵入者以
外の多くの領域は侵入以前の状態と変化がなく動画像毎フレームの多くの部分が冗長な映
像を伝送しているという、有効な映像信号の伝送という観点で問題点を含む。
【００３０】
この点について特開２０００－３２３１９号は、ズームカメラ拡大像は広角カメラ広範囲
監視領域像より重要度が高い為、ズームカメラ拡大像を伝送するフレームレートを広角カ
メラ映像を伝送するフレームレートより高くし、ズームカメラ拡大像の動きが滑らかにな
るようなシステムについて記載されているが、広角カメラ映像のフレームレートを落とす
ことで侵入者の行動行為がコマ落ちすることは、監視目的のシステムにおいては問題を含
んでいると考えられる。
【００３１】
特に犯罪に関する行動は瞬時に行なわれるものも多く、フレームレートの低下は重要な証
拠映像をコマ落ちさせる可能性を含んでいる点で監視システムにおいては問題である。
【００３２】
本発明は上記問題を鑑みて成されたものであり、異なる撮像倍率で撮像された画像データ
の符号量を効率よく削減して、従来のようにコマ落ちさせることがない画像処理装置及び
その方法、並びにコンピュータプログラム及びコンピュータ可読記憶媒体を提供すること
を目的とする。
【００３３】
また、本発明は更に、異なる撮像倍率で撮像された複数の画像データから特定の被写体像
を効率よく抽出することができる画像処理装置及びその方法、並びにコンピュータプログ
ラム及びコンピュータ可読記憶媒体を提供することを目的とする。
【００３４】
また、本発明は更に、簡単に被写体の拡大画像が得られる画像処理装置及びその方法を提
供することを目的とする。
【００３５】
【課題を解決するための手段】
上記の目的を達成するため、本発明に係る画像処理装置は、所定の撮像倍率で撮像された
第１の撮像画像に対応する第１の背景画像を生成する第１の背景画像生成手段と、前記第
１の撮像画像より第１の被写体画像を抽出する第１の被写体抽出手段と、前記所定の撮像
倍率より高い撮像倍率で撮像された第２の撮像画像に対応する第２の背景画像を前記第１
の背景画像と前記第１の被写体画像とに基づいて生成する第２の背景画像生成手段と、前
記第２の撮像画像より第２の被写体画像を抽出する第２の被写体抽出手段と、前記第１の
背景画像生成手段より生成された第１の背景画像を符号化する第１の背景画像符号化手段
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と、前記第１の被写体抽出手段より抽出された第１の被写体画像を符号化する第１の被写
体画像符号化手段と、前記第２の背景画像生成手段より生成された第２の背景画像を符号
化する第２の背景画像符号化手段と、前記第２の被写体抽出手段より抽出された第２の被
写体画像を符号化する第２の被写体画像符号化手段とを有することを特徴とする。
【００３６】
また、本発明に係る画像処理装置は、所定の撮像倍率で撮像された第１の撮像画像に対応
する第１の背景画像を生成する第１の背景画像生成手段と、前記第１の撮像画像より第１
の被写体画像を抽出する第１の被写体抽出手段と、前記所定の撮像倍率より高い撮像倍率
で撮像された第２の撮像画像に対応する第２の背景画像を前記第１の背景画像と前記第１
の被写体画像とに基づいて生成する第２の背景画像生成手段と、前記第２の撮像画像と前
記第２の背景画像より第２の被写体画像を抽出する第２の被写体抽出手段とを有すること
を特徴とする。
【００３７】
また、本発明に係る画像処理装置は、所定の撮像倍率で撮像された第１の背景画像と、前
記所定の撮像倍率で撮像された画像データから抽出された第１の被写体画像と、前記所定
の撮像倍率よりも高い撮像倍率で撮像された画像データから抽出された第２の被写体画像
とを入力する入力手段と、前記第１の背景画像と前記第１の被写体画像とに基づいて第２
の被写体画像に対応する第２の背景画像を生成する背景画像生成手段と、前記第２の背景
画像と前記第２の被写体画像とを合成する画像合成手段とを有することを特徴とする。
【００３８】
また、本発明に係る画像処理方法は、所定の撮像倍率で撮像された第１の撮像画像に対応
する第１の背景画像を生成する第１の背景画像生成工程と、前記第１の撮像画像より第１
の被写体画像を抽出する第１の被写体抽出工程と、前記所定の撮像倍率より高い撮像倍率
で撮像された第２の撮像画像に対応する第２の背景画像を前記第１の背景画像と前記第１
の被写体画像とに基づいて生成する第２の背景画像生成工程と、前記第２の撮像画像より
第２の被写体画像を抽出する第２の被写体抽出工程と、前記第１の背景画像生成工程で生
成された第１の背景画像を符号化する第１の背景画像符号化工程と、前記第１の被写体抽
出工程で抽出された第１の被写体画像を符号化する第１の被写体画像符号化工程と、前記
第２の背景画像生成工程で生成された第２の背景画像を符号化する第２の背景画像符号化
工程と、前記第２の被写体抽出工程で抽出された第２の被写体画像を符号化する第２の被
写体画像符号化工程とを有することを特徴とする。
【００３９】
また、本発明に係る画像処理方法は、所定の撮像倍率で撮像された第１の撮像画像に対応
する第１の背景画像を生成する第１の背景画像生成工程と、前記第１の撮像画像より第１
の被写体画像を抽出する第１の被写体抽出工程と、前記所定の撮像倍率より高い撮像倍率
で撮像された第２の撮像画像に対応する第２の背景画像を前記第１の背景画像と前記第１
の被写体画像とに基づいて生成する第２の背景画像生成工程と、前記第２の撮像画像と前
記第２の背景画像より第２の被写体画像を抽出する第２の被写体抽出工程とを有すること
を特徴とする。
【００４０】
また、本発明に係る画像処理方法は、所定の撮像倍率で撮像された第１の背景画像と、前
記所定の撮像倍率で撮像された画像データから抽出された第１の被写体画像と、前記所定
の撮像倍率よりも高い撮像倍率で撮像された画像データから抽出された第２の被写体画像
とを入力する入力工程と、前記第１の背景画像と前記第１の被写体画像とに基づいて第２
の被写体画像に対応する第２の背景画像を生成する背景画像生成工程と、前記第２の背景
画像と前記第２の被写体画像とを合成する画像合成工程とを有することを特徴とする。
【００４３】
【発明の実施の形態】
以下、添付図面を参照して本発明の好適な実施の形態を詳細に説明する。
【００４４】

10

20

30

40

50

(7) JP 3870124 B2 2007.1.17



（第１の実施例）
≪システム構成の説明≫
図１は、本発明の第１の実施例における監視システムの画像符号化側の構成例を示すブロ
ック図である。また、ビットストリームを入力し、映像信号を復号、表示装置への出力す
るまでの画像受信側の構成例を示すブロック図を図２に示す。図２の詳細は後述する。
【００４５】
図１において、１０１は本監視システムのユーザーインターフェースを備えた操作部であ
り、例えば監視員などによって本監視システムの起動、終了などシステムに指示すること
によって本監視システムの動作が制御される。
【００４６】
１０２は本監視システムを統括制御するシステム制御部であり、操作部１０１の指示に従
って、本システムの各部の動作や、映像信号の処理タイミングの同期制御等も本制御部に
よって一括制御される。
【００４７】
１０３は予め設定した監視領域を撮像する広角カメラで、広角カメラ１０３では比較的広
範囲な領域を監視領域とし、本カメラで使用されるレンズも広角レンズの他に、魚眼レン
ズなど超広角レンズやミラー光学部材を使った全方位撮像光学系なども含まれる。
【００４８】
１０４は広角カメラ１０３より高い撮影倍率を有し、特に監視領域内に侵入してきた侵入
者を適当な倍率で望遠撮影する為の変倍機能を持つズームカメラである。また、ズームカ
メラ１０４には侵入者を追尾するためのパンニング、チルト可能な図示しない雲台が装備
されており、後述する方法によって侵入者の位置に光軸を移動し侵入者を視界内に捉える
。
【００４９】
１０５は前述の広角カメラ１０３、ズームカメラ１０４から映像信号を取り込むための映
像入力部である。映像入力部１０５は、カメラ撮影条件を設定制御する広角カメラ１０３
用のカメラ制御部１０６とズームカメラ１０４用のカメラ制御部１０７、カメラから出力
されたカメラ機種毎の映像信号形式を例えばフレーム毎の RGB２４ビットデジタル信号に
フォーマット変換する広角カメラ１０３用のビデオキャプチャ１０８とズームカメラ１０
４用のビデオキャプチャ１０９から構成される。
【００５０】
１１０は侵入者検出部であり、広角カメラ１０３用の背景画像生成部１１１、被写体検出
部１１３と、ズームカメラ１０４用の背景画像生成部１１２、被写体抽出部１１４とから
構成される。
【００５１】
広角カメラ１０３用の背景画像生成部１１１は、侵入者が現れる前の正常状態の画像を背
景画像として、生成・保存しておく手段である。広角カメラ１０３用の被写体抽出部１１
３は、入力画像と先の背景画像との比較から侵入者の存在を検出し、監視員に発報、ズー
ムカメラ１０４による侵入者追尾の為の情報出力などを行なう。
【００５２】
ズームカメラ１０４用の背景画像生成部１１２は、広角カメラ１０３側で生成した背景画
像と、広角カメラ側の被写体抽出部１１３によって抽出された被写体情報を元に、ズーム
カメラ１０４用の背景画像の生成を行う。ズームカメラ１０４用の被写体抽出部１１４は
、ズームカメラからの入力画像と先の背景画像との比較から拡大した侵入者の画像を抽出
する。
【００５３】
１１５は、高能率符号化のための映像信号圧縮符号化部で、後述するいくつかの方式によ
る圧縮符号化部から構成される。
【００５４】
１１６、１１７は、背景の静止画像を圧縮符号化する背景画像符号化部である。背景画像
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符号化部での符号化方式はＩＳＯ／ＩＥＣで標準化されている JPEGや JPEG2000など静止画
像用圧縮符号化方式でも良いし、ＭＰＥＧ－４符号化のスプライト符号化を用いても良い
。また、単にフレーム数が１の動画像として、ＩＳＯ／ＩＥＣで標準化されている MPEG-2
の動画像符号化方式を用いてもよい。
【００５５】
１１８、１１９は映像フレームなど映像全領域からその中に含まれる任意形状の構成要素
（オブジェクト）のみを符号化する任意形状符号化部である。任意形状符号化部１１８、
１１９は、例えばＩＳＯ／ＩＥＣで標準化されているＭＰＥＧ－４符号化方式のオブジェ
クト単位符号化方式を用いており、以下ＭＰＥＧ－４符号化方式を以って具体的に説明を
していくが、オブジェクト単位の符号化可能な方式であれば、方式は特にＭＰＥＧ－４符
号化方式に限定するものでない。
【００５６】
１２０は圧縮符号化された複数のビットストリームを多重化する多重化部である。多重化
されたビットストリームは、蓄積系の場合、しかるべきファイルフォーマットに変換され
て、ハードディスク、ＶＣＲ、ＣＤ－Ｒなどの蓄積メディアに保存される。伝送系の場合
は、多重化されたビットストリームを通信路に応じたパケットに分割し、ネットワークに
伝送される。
【００５７】
以下、図１のように構成された本システムの動作について説明する。
【００５８】
≪システム起動 -初期化まで≫
広角カメラ１０３およびズームカメラ１０４は室内を広く見渡せる屋内上部など予め所定
の位置に設置されており、特に広角カメラ１０３は予め所望の領域（監視領域）を撮影で
きるよう光軸方向、撮影倍率が調整されているものとする。また、後述する被写体位置推
定に必要な初期設定などは、本システム設置時に済ませており、本監視システムはユーザ
ーの指示に従い、いつでも監視状態に入れるとする。
【００５９】
操作部１０１の図示されてない監視システム稼動スイッチがＯＮにセットされると、シス
テム制御部１０２はまず、各部に対し初期化命令を下す。例えば初期化命令を受けたカメ
ラ制御部１０６及び１０７は、広角カメラ１０３およびズームカメラ１０４に電源を投入
し、自動露出（ＡＥ）、オートフォーカス（ＡＦ）、オートホワイトバランス（ＡＷＢ）
、オートゲインコントロール（ＡＧＣ）などの初期化が行なわれ、さらにズームカメラ１
０４用のカメラ制御部１０７はズームカメラ１０４に対し予め決められた初期光軸方向、
初期撮影倍率になるようパン・チルト・ズーミングを行なうよう制御する。
【００６０】
また、侵入者検出部１１０の初期化では、広角カメラ１０３用の背景画像生成部１１１が
、広角カメラ１０３の監視領域の撮影像（予め被写体（侵入者）のいない撮影像）を 1フ
レーム分記憶保存する。また、このデータは実際に 1フレームだけ撮影した映像を記憶保
存してもよいが、ある短時間の撮影像を平均化して用いた方がＣＣＤ暗電流ノイズ等の影
響を受けにくく好ましい。
【００６１】
また、ズームカメラ１０４用の背景画像生成部１１２では、侵入者を検出してからの動作
となるので、広角カメラ１０３用の背景画像生成部１１１で行った初期化は必要ない。
【００６２】
また、初期化時点から以後システム終了までの期間、システム全体に同期信号が流れ、複
数のカメラからの映像信号の多重化などのタイミング調整に使用される。
【００６３】
≪システム監視開始≫
システム各部の初期化が終了すると、続けてシステム制御部１０２は監視動作状態に入る
ことを指示し、画像入力部１０５に対してカメラによる監視領域の撮像と映像信号の取得
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、侵入者検出部に対して撮影像から不法侵入者の検出が開始される。
【００６４】
ここでシステムが監視状態にあるときの「監視モード」について説明する。
【００６５】
本監視システムは２つのモードを有する。ひとつは監視領域内に侵入者のいない「正常状
態」を表す「正常モード」、他のひとつは監視領域内に侵入者が存在する「異常状態」で
、侵入者の行動を追尾する必要のある「侵入者追尾モード」である。これら「正常モード
」と「侵入者追尾モード」の２つの監視モードは侵入者検出手段１１０における、広角カ
メラ１０３用の被写体抽出部１１３の侵入者抽出結果より判定される。どちらのモードに
判定されたかはシステム制御部１０２に送られ、それぞれのモードに対応してシステム制
御部１０２はシステム各部の動作を制御する。
【００６６】
システム制御部１０２から監視開始命令を受けたカメラ制御部１０６は広角カメラ１０３
に対して前述の初期設定状態から撮影を開始し、その撮影像はビデオキャプチャ１０８で
フレーム毎に例えばＲＧＢ２４ビットデジタル信号にフォーマット変換し、広角カメラ１
０３用の被写体抽出部１１３へと出力される。
【００６７】
一方、ズームカメラ１０４も初期設定状態から撮影を開始し、その撮影像はビデオキャプ
チャ１０９でフレーム毎に広角カメラの場合と同様ＲＧＢ２４ビットデジタル信号にフォ
ーマット変換される。ただし、ズームカメラ用のキャプチャ画像は、後述の侵入者検出部
による検出結果で侵入者の存在が検知されるまで (すなわちは「侵入者追尾モード」にな
るまで )は、被写体抽出部１１４に出力されることはない。
【００６８】
「侵入者追尾モード」になった場合は、ズームカメラの制御に関するデータが、広角カメ
ラ１０３側の被写体抽出部１１３から、システム制御部１０２を介して、カメラ制御部１
０７に送られる。カメラ制御部１０７にて侵入者の画像をズームカメラ１０４に捕らえる
と、そのときキャプチャした画像は、ズームカメラ１０４用の被写体抽出部１１４に出力
される。
【００６９】
≪被写体抽出方法≫
ここで被写体抽出部１１３、１１４で行なわれる被写体抽出方法を説明する。本実施例で
は被写体抽出方法として良く知られている「背景差分法」と一般に呼ばれている方式を用
いる。図３を用いて説明する。
【００７０】
図３は、本実施例における被写体抽出処理を説明する図である。
【００７１】
図３ (a)は、あるオフィス内のカメラ撮影像を表している図である。
【００７２】
本実施例に適用すれば、広角カメラ１０３で監視領域を撮影している撮影像を表しており
、監視領域に侵入者が存在しない「正常モード」の監視領域像である。
【００７３】
背景差分法では映像画面中に移動物体（侵入者）が存在しない状態でその映像画面を参照
画像（背景画像）として記憶しておく。本実施例では、背景画像生成部１１１にて予め背
景画像を内部メモリに保存している。
【００７４】
さて、背景差分法は対象となる画像（対象画像）と参照画像（背景画像）との差を取り、
対象画像に背景画像とは異なる領域を見つける方法であり、本実施例に照らし合わせて説
明すると、広角カメラ１０３によって撮影され時系列に順次キャプチャされてくるリアル
タイム映像（対象画像）は、そのフレーム毎にフレーム座標の対応する「背景画像」（参
照画像）との差分が計算される。
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【００７５】
監視領域に侵入者が存在しない状態（図３ (a)）では、リアルタイム映像の各フレーム映
像（対象画像）は背景画像と変わりなくフレーム内の差分はノイズ等の影響を排除すれば
ほぼゼロに等しい。
【００７６】
一方、監視領域に侵入者が存在する状態（図３ (b)）では、対象画像中の侵入者領域は背
景画像と信号値が異なる。
【００７７】
これを式で表すと、
ｄ＝（Ｉｒ（ｘ、ｙ）－Ｉｂ（ｘ、ｙ） )2　　　－　（１）
ｄ＜Ｔｈのとき　ｂ（ｘ、ｙ）＝０　　　－　（２）
ｄ≧Ｔｈのとき　ｂ（ｘ、ｙ）＝１　　　－　（２）
ここで、Ｉｒ（ｘ、ｙ）は対象画像の座標（ｘ、ｙ）における信号値、Ｉｂ（ｘ、ｙ）背
景画像の座標（ｘ、ｙ）における信号値、Ｔｈは予め決められた閾値、ｂ（ｘ、ｙ）はビ
ットマッププレーンである。
【００７８】
また、（１）式では対象画像と背景画像の差の２乗を計算しているが、差信号を正符号に
そろえるもので、差の２乗のかわりにデジタル信号で表されたｄの符号ビットをマスクし
、差の絶対値｜Ｉｒ（ｘ、ｙ）－Ｉｂ（ｘ、ｙ）｜を用いても構わない。
【００７９】
（２）式で画像中に含まれるノイズ等による影響を排除する為、差分が一定の値以下のと
きは差分を０とする。また、（２）式は同時に照明などにより環境変化があるときでも、
次に背景画像を取得するまでの耐性も兼ね備えている。すなわち、雲の見え隠れなどによ
る太陽光の強弱が多少あって、現画像が背景画像より若干暗くなった場合でも、閾値Ｔｈ
によって侵入物とカウントしない役目を果たしている。
【００８０】
（１）、（２）式は画像の全画素について計算され、各画素について閾値以上の画素と閾
値以下の画素とを０または１のビットマッププレーンｂ（ｘ、ｙ）で表す。
【００８１】
図３（ｃ）は、ビットマッププレーンｂ（ｘ、ｙ）の０を黒、１を白で表した図であり、
侵入者の存在する領域のみ他と区別されているのがわかる。また、フレーム内全画素につ
いて（２）式のｂ（ｘ、ｙ）の累積を取ると、背景とは異なる画素の総数を得ることがで
きる。
ｓ＝ΣｙΣｘｂ（ｘ、ｙ）　　　　　　－　（３）
これをフレーム全画素数で割れば、背景とは異なる画素の画面全体との比率がわかり、一
定以上の大きさの侵入物が監視領域内に存在するときにのみ、侵入者が存在すると判定す
るといったことも可能である。
【００８２】
≪「監視モード」の判定≫
上述の被写体抽出方法によって、広角カメラ１０３によって撮影され時系列にキャプチャ
されて送られてくるリアルタイム映像に対し、被写体抽出部１１３は監視領域内の侵入者
の有無を検知し、侵入者の存在しない状態である「正常モード」と、侵入者が存在する状
態での「侵入者追尾モード」の判定を行なう。
【００８３】
判定結果である「正常モード」および「侵入者追尾モード」の識別信号はシステム制御部
１０２に送られるが、システム制御部１０２に送るタイミングは、被写体抽出部１１３が
判定の度にすなわち広角カメラ１０３の撮影像毎フレームごとに識別信号を送っても良い
し、被写体抽出部１１３が現在のモードを記憶しておきモードが遷移した時（「正常モー
ド」→「侵入者追尾モード」への遷移、または「侵入者追尾モード」→「正常モード」へ
の遷移）、システム制御手段１０２に送信しても良い。
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【００８４】
また、このモード判定の信号は、ズームカメラを制御するためのデータによって、代用す
ることもできる。被写体抽出部１１３は、侵入者を検出すると、侵入者を映像を拡大撮影
するための、カメラパラメータを計算し、この情報をシステム制御手段１０２に送ってい
る。したがって、システム制御部１０２が、データを受け取らなければ、「正常モード」
、データを受け取ったら「侵入者追尾モード」とする、簡易的な判定手段を用いることも
可能である。
【００８５】
次に、それぞれの監視モードでの本システムの動作について説明する。
【００８６】
≪「正常モード」≫
正常モードにおける画像の蓄積・伝送方法は、蓄積メディアの容量や伝送路の帯域といっ
た条件に合わせていくつかの方法をとることができる。
【００８７】
いま、監視領域内に侵入者が存在しない場合（「正常モード」）、広角カメラ１０３用の
被写体抽出部１１３に入力される画像は、背景生成部１１１に保存されている背景画像と
ほぼ同じ画像となる。したがって、正常モード時の記録、伝送が不要の場合は、この画像
を圧縮符号化部１１５へ出力する必要はない。画像の処理を一切行わないので、もっとも
符号化効率のよい方法と言える。
【００８８】
背景画像を最初に１フレーム分符号化する場合は、背景画像符号化部１１６を用いて、符
号化を行う。理想的には、侵入者を検出するまでは、背景の状態は変わらないので、最初
に１フレーム分符号化すればよいはずだが、外光等による背景の状態変化に対応するため
、定期的に背景画像を更新してもよい。また「正常モード」においては、ズームカメラ１
０４は特定対象物を撮影する必要がないので、キャプチャ画像に対し、何の処理も行わな
くてもよい。
【００８９】
≪「侵入者追尾モード」≫
システムが「正常モード」から「侵入者追尾モード」に状態遷移すると、システム制御部
１０２は、広角カメラに対しては、引き続き監視領域を撮影するよう指示し、さらにズー
ムカメラに対しても、撮影を開始するよう制御する。
【００９０】
具体的には、システム制御部１０２はカメラ制御部１０７に対し、被写体抽出部１１３か
ら送られてきた侵入者の位置情報および変倍率を制御パラメータとして、ズームカメラ１
０４で侵入者拡大像を撮影するよう要求する。
【００９１】
要求を受けたカメラ制御部１０７は、侵入者位置情報からズームカメラ１０４のパン／チ
ルト角を決定し、図示しない雲台を駆動し、その光軸を侵入者の位置に向ける。また変倍
に関しては、広角カメラ１０３の焦点距離をｆとしてＦ＝Ｍｆで表されるＦを、ズームカ
メラの焦点距離となるようにズームカメラ１０４のレンズを移動し、ズーミングを行なう
。さらに、ビデオキャプチャ１０９も駆動し、システムにズームカメラ撮影像が取り込ま
れる。
【００９２】
このようにしてズームカメラ１０４による侵入者拡大像の撮影が開始され、監視領域に侵
入者が存在する間（「侵入者追尾モード」の間）、逐次被写体抽出部１１３から侵入者の
位置と変倍率がシステム制御部１０２に送り続けられ、システム制御部１０２はカメラ制
御部１０７に対し順次侵入者の位置と変倍率を制御変数としてパン・チルト・ズーム要求
を発し続けるためズームカメラ１０４による侵入者追尾が実行される。
【００９３】
侵入者追尾中は、被写体抽出部１１４は、背景画像生成部１１２から生成される背景画像
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との比較から被写体を抽出し、結果を任意形状符号化手段１１９へ出力し続ける。背景画
像生成手段１１２も広角カメラ側の抽出結果に応じて、毎回背景画像を生成し、背景画像
符号化部１１７に出力し続ける。
【００９４】
≪侵入者位置とズームカメラ変倍率の決定≫
ここで、被写体抽出部１１３の侵入者の位置決定とズームカメラ変倍率の決定方法につい
てその一例を説明する。
【００９５】
一般にカメラで撮影された画像座標から物体の３次元位置座標を推定する問題はコンピュ
ータビジョンなどの分野で様々な研究が進められており、その一般式はカメラパラメータ
と呼ばれる行列要素を用いたアフィン変換によって得られる。
【００９６】
しかし、本監視システムにおいて侵入者は地面（屋内においては床面）上を移動すること
を仮定すれば、侵入者の位置座標は地面（床面）である二次元平面上の一点で近似できる
。たとえ、床面に凹凸があり侵入者が高さ方向に多少上下しても、本システムの監視カメ
ラを地面（床面）から十分高い位置に設置することで侵入者の位置の近似は十分に成り立
つ。
【００９７】
よってカメラ撮影画像座標（２次元座標）から物体の３次元位置座標（３次元座標）を推
定する問題は、「撮影画像（２次元座標）と地面（２次元座標）」すなわち２次元平面ど
うしの対応問題に帰着する。これはいわゆる射影変換で簡単に知ることができる。
【００９８】
一方、広角カメラは視野範囲が広いほど撮影像は歪曲を持ち、この歪曲を補正しないと正
確な位置座標を得ることはできない。この問題に関しては、「第７回画像センシングシン
ポジウム：射影変換を利用した特徴点抽出処理とカメラキャリブレーション」で公知なよ
うに予め補正係数を作成することによって解決できる。そして前述のように前記補正係数
の作成は本監視システム設置時などに１回行なえばよく、本監視システムのセットアップ
アプリケーションとして付属してもよい。
【００９９】
まず、ズームカメラを侵入者の方へ向けるための座標計算について説明する。
【０１００】
図４は、本発明の実施例における被写体位置とズーム変倍率の決定方法について説明する
図である。
【０１０１】
図４（ a）は、図３（ｃ）の侵入者のビットマップ画像に対応し、見やすくするため白黒
反転して侵入者領域を黒、背景領域を白で図示してある。
【０１０２】
広角カメラ１０３で表示している画面の左上を原点（０，０）の座標とし、幅をＷ、高さ
をＨとする。このとき、広角カメラの光軸の中心は、（Ｗ／２、Ｈ／２）ということにな
る。まず、侵入者の形状情報に対し、これを含む外接矩形を設定し、このときの、外接矩
形の左上の座標を（Ｘｓ、Ｙｓ）とし、幅をｗ、高さをｈとする。すると外接矩形の中心
の座標は、（Ｘｓ＋ｗ／２、Ｙｓ＋ｈ／２）となる。
【０１０３】
ズームカメラの光軸の中心を外接矩形の中心座標に合わせるために必要な、水平方向の移
動量Ｘｍ、垂直方向の移動量Ｙｍは、
Ｘｍ＝Ｗ／２－（Ｘｓ＋ｗ／２）　　　　　－（４）
Ｙｍ＝Ｈ／２－（Ｙｓ＋ｈ／２）　　　　　－（５）
となる。
【０１０４】
移動量の単位は画素なので、一画素あたりの水平方向のカメラパラメータをｃｘ、垂直方
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向のカメラパラメータをｃｙとすると、水平、垂直方向の移動量Ｃｘ、Ｃｙは、
Ｃｘ＝ｃｘ・Ｘｍ　　　　　　　　　　　　－（６）
Ｃｙ＝ｃｙ・Ｙｍ　　　　　　　　　　　　－（７）
と求めることができる。
【０１０５】
次にズームカメラ変倍率の決定について説明する。
【０１０６】
侵入者を画面いっぱいに表示するということは、先の外接矩形を画面サイズまで引き伸ば
すことになる。水平方向の変倍率をＭｗ、垂直方向の変倍率をＭｈとすると、
Ｍｗ＝Ｗ／ｗ　　　　　　　　　　　－（８）
Ｍｈ＝Ｈ／ｈ　　　　　　　　　　　－（９）
となる。画面からはみ出さないようにするためには、これらのうちの小さいほうの変倍率
を選択する。
Ｍ＝Ｍｉｎ (Ｍｗ ,Ｍｈ )　　　　　　　　　　　－（１０）
Ｍがズームカメラの持つ最大変倍率 Mｍａｘより大きい場合は、Ｍ＝Ｍｍａｘとする。
【０１０７】
ここで、本実施例では、わかりやすくするため、広角カメラ１０３とズームカメラ１０４
は焦点距離以外、例えばＣＣＤなどの開口サイズ、ピッチなどは同じとするが実際には様
々な点で違いがあるが、それぞれの差分は予め補正方法などがわかっているものとする。
【０１０８】
図４（ｂ）は、上記の計算により求めたカメラ制御パラメータを、ズームカメラ１０４の
制御に適応した結果、得られた画像の例を示している。
【０１０９】
≪侵入者追尾モードの広角カメラ映像信号処理≫
つぎに「侵入者追尾モード」における広角カメラ１０３撮影の映像信号処理について説明
する。
【０１１０】
監視領域内に侵入者が入ると、被写体抽出部１１３により、侵入者を検出する。検出方法
は、図４を用いて既に説明した通りである。
【０１１１】
このとき、モード信号を利用している場合には、「正常モード」から「侵入者追尾モード
」に遷移する。抽出した被写体を符号化するためには、画像データと形状データを任意形
状符号化部１１８に送らなければならない。このとき画像データは、侵入者の外接矩形に
囲まれた領域であり、形状データは、外接矩形内の２値データである。
【０１１２】
また、外接矩形の位置と大きさのデータも付加される。これらは通常、画面全体の左上を
原点とするときの外接矩形の左上の座標ｘ、ｙと外接矩形の幅と高さｗ、ｈの４つのパラ
メータで表される。ＭＰＥＧ－４を用いた任意形状符号化では、符号化対象領域をバウン
ディングボックスと呼ばれる矩形領域で定義する。バウンディングボックスの設定には、
制約条件があるので、先に抽出した外接矩形をこのバウンディングボックスに拡張してお
けば、符号化時の前処理を省略することができる。
【０１１３】
制約条件は、バウンディングボックスの左上の座標ｘ、ｙが偶数であること、幅と高さが
１６の倍数であることである。ＭＰＥＧ－４の符号化については後に説明する。
【０１１４】
≪侵入者追尾モードのズームカメラ映像信号処理≫
侵入者追尾モードのズームカメラ映像信号処理について説明する。
【０１１５】
図５は、本発明の実施例におけるズームカメラ１０４用の背景画像の生成方法を説明する
図である。

10

20

30

40

50

(14) JP 3870124 B2 2007.1.17



【０１１６】
図５（ａ）は、広角カメラ側でキャプチャされた画像を示しており、図中の破線は、先に
説明した≪侵入者位置とズームカメラ変倍率の決定≫で得られた拡大対象領域であり、図
５（ｃ）は、拡大して得られたズームカメラ１０４の画像である。この画像から、侵入者
のみを抽出して符号化するためには、先に説明したように、背景画像が必要となる。ズー
ムカメラ１０４における背景画像は、本実施例では、予め用意せずに、広角カメラ１０３
側で生成した背景画像と、広角カメラ１０３側で被写体抽出して得られた情報を元に背景
画像を生成する。具体的には、上述した広角カメラ１０３で撮像された画像に設定された
外接矩形の左上の座標位置の情報と矩形の大きさ情報に基づいてズームカメラ１０４に撮
像された画像に最適な背景画像を広角カメラ１０３用の背景画像から抽出拡大して得るこ
とができる。
【０１１７】
図５（ｂ）は、広角カメラ１０３における背景画像（図３（ａ））に対し、図５（ａ）と
同じ領域を抽出し、画像処理により拡大して生成したものである。
【０１１８】
画像処理により拡大して生成された背景画像のため、図５（ｃ）における背景部分とは、
同一とはならず、高域成分の情報が失われているが、背景差分によって生じる誤判定は、
後処理によって改善することができる。
【０１１９】
また、図５（ｄ）からもわかるように、侵入者の外接矩形の縦横比が画面の縦横比と異な
る場合は、オブジェクトの存在し得ない領域５０１、５０２が生じる。このことから、領
域５０３内で孤立点除去やフィルタリング処理により、抽出精度の向上を図ることが可能
である。
【０１２０】
図５（ｅ）は、被写体の最終抽出結果を示している。任意形状符号化部１１９の入力とな
るデータは、被写体抽出部１１４から得られた画像データと形状データであり、詳細は先
に説明した広角カメラの場合と同様である。
【０１２１】
ズームカメラ側では、カメラの動きに応じて背景画像が変化するので、背景画像符号化部
１１７は、動画像の符号化を利用するとよい。本実施例ではＭＰＥＧ－４符号化方式を用
いる。ＭＰＥＧ－４は、任意形状ではないフレーム単位の矩形画像も扱えるので、映像信
号圧縮符号化部１１５をすべてＭＰＥＧ－４符号化に統一することもできる。
【０１２２】
≪ＭＰＥＧ－４任意形状符号化≫
本実施例では、オブジェクト単位符号化方式にＭＰＥＧ－４の任意形状符号化方式を用い
る。ＭＰＥＧ－４における任意形状符号化は、同じ画素位置の画像信号、形状信号、透過
度信号をまとめて１つのマクロブロックを構成し、マクロブロック単位で符号化する。任
意形状符号化する場合には、物体を包含するバウンディングボックスと呼ばれる領域を設
定し、この左上の座標位置と矩形領域の大きさを併せて符号化する。
【０１２３】
形状信号は、オブジェクト内部を２５５、オブジェクト外を０で定義される２値信号であ
る。本実施例では、オブジェクトは監視領域の侵入者であり、前述の被写体抽出部１１３
、１１４による抽出結果から簡単にバウンディングボックスを設定することができる。透
過度信号は半透明物体以外のオブジェクトに対しては使用されないので本実施例でも使用
しない。
【０１２４】
図６は、本発明の実施例におけるオブジェクトのバウンディングボックスとマクロブロッ
クを示す図である。
【０１２５】
図６（ａ）に広角カメラ１０３側の画像におけるバウンディングボックスを、図６（ｂ）
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にズームカメラ１０４側の画像におけるバウンディングボックスをそれぞれ示す。また、
図６（ｃ）は、バウンディングボックスをマクロブロックで分割した例を示す。
【０１２６】
ここでマクロブロック毎の符号化処理を図１１を参照して説明する。
【０１２７】
図１１は、本発明の実施例における任意形状符号化部の構成例を示すブロック図である。
【０１２８】
図１１において、入力される信号は画像の輝度・色差信号と、形状信号であり、マクロブ
ロック単位で処理される。また、形状信号、透過度信号により表現されるオブジェクト内
部の領域をＶＯＰ（ＶｉｄｅｏＯｂｊｅｃｔＰｌａｎｅ）と呼ぶ。
【０１２９】
イントラモードでは、各ブロックをＤＣＴ部１１０１において離散コサイン変換（ＤＣＴ
）し、量子化部１１０２にて量子化する。量子化されたＤＣＴ係数と量子化幅は、可変長
符号化部１１１２で可変長符号化される。
【０１３０】
インターモードでは、動き検出部１１０７において時間的に隣接する別のＶＯＰの中から
ブロックマッチングをはじめとする動き検出方法により動きを検出し、動きベクトル予測
部１１０８で対象マクロブロックに対して誤差の最も小さい予測マクロブロックを検出す
る。誤差の最も小さい予測マクロブロックへの動きを示す信号が動きベクトルである。予
測マクロブロックを生成するために参照する画像を参照ＶＯＰと呼ぶ。検出された動きベ
クトルに基づき、参照ＶＯＰを動き補償部１１０６にて動き補償して、最適な予測マクロ
ブロックを取得する。
【０１３１】
次に対象となるマクロブロックと対応する予測マクロブロックとの差分を求め、この差分
信号に対してＤＣＴ部１１０１でＤＣＴを施し、ＤＣＴ変換係数を量子化部１１０２で量
子化する。
【０１３２】
一方、形状データは、形状符号化ＣＡＥ部１１０９で符号化される。ただし、ここで実際
にＣＡＥ (Context-based Arithmetic Encoding)符号化が行われるのは境界ブロックのみ
であり、ＶＯＰ内のブロックやＶＯＰ外のブロックはヘッダ情報のみが可変長符号化部１
１１２に送られる。また、ＣＡＥ符号化が施される境界ブロックは、画像データと同様に
、インターモードにおいては、動き検出部１１０７による動き検出を行い、動きベクトル
予測（１１０８）を行う。そして、動き補償した形状データと前フレームの形状データと
の差分値に対しＣＡＥ符号化を行う。
【０１３３】
≪多重化動作≫
次に、多重化部１２０の動作について説明する。
【０１３４】
「正常モード」では、映像信号圧縮符号化部１１５から入力されるのは、背景画像符号化
部１１６からの出力である背景画像のビットストリームのみである。
【０１３５】
「侵入者追尾モード」では、背景画像符号化部１１６からの出力である背景画像のビット
ストリームに加え、広角カメラ１０３側の任意形状符号化部１１８からのビットストリー
ムおよび、ズームカメラ１０４側の背景画像符号化部１１７からのビットストリームなら
びにズームカメラ１０４側の任意形状符号化部１１９からのビットストリームが入力され
る。多重化に際し、必要な同期制御等は、システム制御部１０２を介して行われる。
【０１３６】
≪ストリーム受信から画像表示≫
次に、多重化されたビットストリームの分離から、各符号化データの復号化、表示までに
ついて図面を用いて説明する。
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【０１３７】
図２は、本発明の第１の実施例における監視システムの画像復号化側の構成例を示すブロ
ック図である。
【０１３８】
図２において、２０１および２０２はそれぞれ操作部およびシステム制御部で、図１の操
作部１０１およびシステム制御部１０２に対応している。
【０１３９】
２０３は多重化された符号化ビットストリームをそれぞれの符号化ビットストリームに分
離する分離部、２０４は圧縮符号化データを伸張、復号化する伸張復号化部であり、図１
の背景画像符号化部１１６の逆変換を行なう背景画像復号化部２０５、図１の任意形状符
号化部１１８の逆変換を行なう任意形状復号化部２０７、図１の背景画像符号化部１１７
の逆変換を行なう背景画像復号化部２０６および図１の任意形状符号化部１１９の逆変換
を行なう任意形状復号化部２０８から構成される。
【０１４０】
２０９はオブジェクト単位符号化によってオブジェクト領域のみ符号化されたオブジェク
トと背景などを合成する合成部、２１２はモニタなどの表示部である。
【０１４１】
以下、図２のように構成された本システムの動作について説明する。
【０１４２】
分離部２０３では、多重化されたビットストリームの分離を行う。システムの状態が「侵
入者追跡モード」のときは、図１の広角カメラ１０３、ズームカメラ１０４にそれぞれ対
応する背景画像符号化ビットストリーム、任意形状符号化ビットストリームの計４種類の
ビットストリームが多重化されている。システム状態が「正常モード」のときは、広角カ
メラ側の背景画像符号化ビットストリームのみとなる。
【０１４３】
分離部２０３によって分離された各符号化ビットストリームは、対応する復号化部により
復号化される。各復号化部は、符号化部の逆変換となる。したがって、符号化時にＭＰＥ
Ｇ－４の任意形状符号化部を用いた場合は、復号化時には、ＭＰＥＧ－４の任意形状復号
化部を用いなければならない。バウンディングボックス内における各マクロブロックの復
号化処理を図１２を参照して説明する。
【０１４４】
図１２は、本発明の実施例における任意形状復号化部の構成例を示すブロック図である。
【０１４５】
図１２において、符号化されたビットストリームは、可変長復号化部１２０１で復号化さ
れ、画像と形状と動きにデータが分けられる。
【０１４６】
イントラモードでは、逆量子化部１２０２でＤＣＴ係数の逆量子化を行い、次に逆ＤＣＴ
部１２０３で輝度と色差の画像信号に復号される。形状データも同様に形状復号化ＣＡＥ
部１２０７において、元の形状データに復号される。このとき、実際のＣＡＥ復号化が行
われるのは、境界ブロックのみであり、ＶＯＰ内のブロックやＶＯＰ外のブロックはヘッ
ダ情報のみから元の形状データに復号する。
【０１４７】
インターモードでは、動きベクトル復号化部１２０６で復号した動きベクトルを用い、前
フレームとの差分画像から元の画像を復号する。デコード時に参照する画像データは、エ
ンコード時のパディングと同じ処理で求めた画像を利用する。形状データも同様に差分値
用のＣＡＥ復号処理をして、元の形状データに復号する。
【０１４８】
図２の動作の説明に戻り、画像合成部２０９では、別々に復号した背景画像と任意形状の
画像（ここでは侵入者の画像）とを合成し、１つのシーケンスとなる動画像を生成する。
広角カメラ用の動画像と、ズームカメラ用の動画像の２つのシーケンスを生成することに
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なる。
【０１４９】
画像合成部２１０、２１１は、広角カメラ用の画像を合成するか、ズームカメラ用の画像
を合成するかのみの違いであり、特に機能的な差を要求するものではない。
【０１５０】
表示部２１２は、広角カメラとズームカメラの２種類の監視画像を見やすく表示する。各
監視画像を別々のモニタに表示してもよいし、１つのモニタに複数のウィンドウを設けて
、そこに同時に表示してもよい。さまざまな表示方法で監視する場合は、操作部２０１か
らシステム制御部２０２を介して、表示方法を選択させることが可能である。
【０１５１】
図７は、これらの表示方法の例をいくつか示したものである。図７の例はすべて「侵入者
追尾モード」の場合を示している。
【０１５２】
図７（ａ）は、広角カメラの合成復号画像を示している。この例では、広角カメラの背景
復号画像と広角カメラの侵入者復号画像が合成されて表示されている。
【０１５３】
図７（ｂ）は、先ほどの広角カメラの合成復号画像に、ズームカメラの合成復号画像を重
ねて表示した例である。ズームカメラの合成復号画像も広角カメラの合成復号画像と同様
、ズームカメラの背景復号画像とズームカメラの侵入者復号画像の合成で構成されている
。
【０１５４】
図７（ｃ）は、図７（ｂ）とは逆に、ズームカメラの合成復号画像に広角カメラの合成復
号画像を重ねて表示した例である。この例では、監視領域全体で、侵入者がどの位置にい
るのかという情報と、侵入者のアップの画像の両方を同時に見ることができる。
【０１５５】
図７（ｄ）は、ズームカメラの合成復号画像のみを表示したものであるが、侵入者のみを
見たい場合は、図７（ｅ）のような侵入者復号画像のみの表示も可能である。これは、操
作部２０１からシステム制御部２０２を介し、画像合成部２１１で背景画像を合成しない
よう制御することで実現が可能となる。
【０１５６】
図７（ｆ）は、広角カメラの合成復号画像に、図７（ｅ）のズームカメラの侵入者復号画
像を重ね合わせた例である。
【０１５７】
図７（ｇ）は、図７（ｆ）とは逆に、ズームカメラの侵入者復号画像に広角カメラの合成
復号画像を重ねて表示した例である。画像表示装置の一例を図８に示す。
【０１５８】
（第２の実施例）
以下、本発明の第２の実施例を説明する。第１の実施例では、ズームカメラ用の背景画像
を符号化側で生成していたが、第２の実施例はこれを復号側で行い、ズームカメラ用の背
景画像を伝送しないようにして、伝送符号量の削減を行った。
【０１５９】
図９は、本発明の第２の実施例における監視システムの画像符号化側の構成例を示すブロ
ック図である。尚、図９において図１と同一機能の部分には同一符号を付し、その説明を
省略する。
【０１６０】
図９において、図１との違いは、ズームカメラ用の背景画像生成部１１２において、生成
した背景画像を被写体抽出部１１４における比較参照用にのみ用い、背景画像符号化部１
１７への出力を行わないことにある。このため、図１における背景画像符号化部１１７を
、図９では省略することができる。
【０１６１】
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したがって、図９における多重化部１２０では、扱うビットストリームの種類は１つ減っ
て、広角カメラ１０３用の背景符号化ビットストリームと任意形状符号化ビットストリー
ム、およびズームカメラ１０４用の任意形状符号化ビットストリームの３種類となる。第
１の実施例の場合と同様、３つのビットストリームが同時に多重化されるのは、「侵入者
追尾モード」の時である。
【０１６２】
次に図１０を用いて、復号側の処理について説明する。
【０１６３】
図１０は、本発明の第２の実施例における監視システムの画像復号化側の構成例を示すブ
ロック図である。尚、図１０において図２と同一機能の部分には同一符号を付し、その説
明を省略する。
【０１６４】
図１０において、分離部２０３によって、「侵入者追尾モード」の時は、多重化されてい
たビットストリームが、広角カメラ用の背景符号化ビットストリームと任意形状符号化ビ
ットストリーム、およびズームカメラ用の任意形状符号化ビットストリームに分離される
。
【０１６５】
広角カメラ側の処理は、第１の実施例と同様で、背景画像復号化部２０５が背景画像符号
化ビットストリームを背景画像に復号化し、任意形状復号化部２０７が任意形状符号化ビ
ットストリームを任意形状画像に復号化する。復号化されたそれぞれの画像データは、画
像合成部２１０によって、合成復号画像となる。
【０１６６】
ズームカメラ側の処理は、任意形状復号化部２０８が任意形状ビットストリームを任意形
状画像に復号化する。第１の実施例と異なり、ズームカメラ用の背景画像は、復号されな
いので、復号した広角カメラ用のデータから生成する。
【０１６７】
背景画像生成部１００１の処理について説明する。
【０１６８】
広角カメラ側の背景画像復号化部２０５からは、図３（ａ）のような背景画像が得られる
ので、これを背景画像生成部１００１に入力する。また、広角カメラ側の任意形状復号化
部２０７からは、任意形状の復号画像の位置と大きさに関する情報を得ることができるの
で、これも背景画像生成部１００１に入力する。これら２つの入力から、広角カメラの背
景画像の一部を画像処理によって拡大し、図５（ｂ）に示すようなズームカメラ用の背景
画像を生成することができる。
【０１６９】
背景画像生成部１００１により生成されたズームカメラ用の背景画像は、任意形状復号化
部２０８より出力された任意形状復号画像と共に画像合成手段２１１に入力され、画像合
成が行われる。合成された画像は、図５（ｃ）のような画像となり、実施例１と同様の結
果を得ることができる。
【０１７０】
＜その他の実施形態＞
また、上記実施形態では、ネットワークを構成するハードウェア等が含まれるものの、各
処理部は実際はソフトウェアで実現できるものである。即ち、本発明の目的は、上述した
実施の形態の機能を実現するソフトウェアのプログラムコードを記録した記憶媒体（また
は、記録媒体）を、システムあるいは装置に供給し、そのシステムあるいは装置のコンピ
ュータ（または、ＣＰＵやＭＰＵ）が、記憶媒体に格納されたプログラムコードを読み出
し、実行することによっても達成されることは言うまでもない。この場合、記憶媒体から
読み出されたプログラムコード自体が、上述した実施の形態の機能を実現することになり
、そのプログラムコードを記憶した記憶媒体が本発明を構成することになる。
【０１７１】
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また、コンピュータが読み出したプログラムコードを実行することにより、上述した実施
の形態の機能が実現されるだけでなく、そのプログラムコードの指示に基づき、コンピュ
ータ上で稼働しているオペレーティングシステム（ＯＳ）等が、実際の処理の一部または
全部を行い、その処理によって、上述した実施の形態の機能が実現される場合も含まれる
ことは言うまでもない。
【０１７２】
さらに、記憶媒体から読み出されたプログラムコードが、コンピュータに挿入された機能
拡張カードやコンピュータに接続された機能拡張ユニットに備わるメモリに書き込まれた
後、そのプログラムコードの指示に基づき、その機能拡張カードや機能拡張ユニットに備
わるＣＰＵ等が、実際の処理の一部または全部を行い、その処理によって、上述した実施
の形態の機能が実現される場合も含まれることは言うまでもない。
【０１７３】
以上説明したように、本発明に係る実施形態によれば、撮像倍率の異なる複数の撮像装置
を有し、撮像倍率の低い撮像装置から監視領域内での侵入者の位置と侵入者周辺の状況を
撮像し、撮像倍率の高い撮像装置から侵入者の容姿が十分に視認可能な拡大像を得つつ、
それぞれの映像信号をその映像の特性に応じてオブジェクト単位符号化を取り入れた圧縮
符号化を行なうことで、魚眼レンズのような広角レンズを単体を用いた監視システムと比
較して、侵入者の拡大像を十分な解像度で得ることができる。
【０１７４】
また、監視領域内を複数台の撮像装置を用いて監視するシステムと比較して、広角カメラ
による広範囲領域の監視によって設置台数の削減から設備費用の負担が少ない。
【０１７５】
また、侵入者拡大映像はズームカメラが撮影するので被写体を認識する上で有効な最大拡
大倍率、カメラの焦点距離（または視野範囲）、カメラの設置間隔など、監視場所や侵入
者の視認精度によって最適な環境を作るのに多くの労力を必要としない。
【０１７６】
そして、異なる撮影倍率を有する複数のカメラを用いて監視する従来のシステムと比較し
て、広角カメラ映像、ズームカメラ映像共に、背景とオブジェクト領域のみを符号化する
ために、大幅な符号量の削減が可能となり、高能率な監視システムが実現できる。また、
蓄積系に本システムを用いると、従来に比べ、長時間の監視状態を記録することが可能と
なる。伝送系に本システムを用いると、従来に比べ、映像品質を劣化させることなく、よ
り狭い帯域での伝送が可能となる。また、従来と同様の伝送帯域では、より高画質な映像
を伝送することが可能となる。
【０１７７】
また、本発明に係る第２の実施例においては、ズームカメラ用の背景画像を復号側の処理
で生成するため、更なる符号量の削減が可能となり、より高能率な監視システムが実現で
きる。
【０１７８】
【発明の効果】
以上説明したように、本発明によれば、撮像倍率の高い画像データの背景画像を撮像倍率
の低い画像データより生成することによって、画像データの大幅な符号量の削減が可能と
なる。
【０１７９】
また、本発明によれば、撮像倍率の高い画像データの被写体画像を背景差分法で抽出する
実施例においては、撮像倍率の低い画像データを用いて背景画像を生成し、被写体画像を
抽出することによって、背景画像を予め用意しなくてよいので操作性の向上となる。
【０１８０】
また、本発明によれば、撮像倍率の高い画像データの背景画像を復号側の処理で生成する
ため、更なる符号量の削減が可能となる。
【図面の簡単な説明】
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【図１】本発明の第１の実施例における監視システムの画像符号化側の構成例を示すブロ
ック図である。
【図２】本発明の第１の実施例における監視システムの画像復号化側の構成例を示すブロ
ック図である。
【図３】本発明の実施例における被写体抽出処理を説明する図である。
【図４】本発明の実施例における被写体位置とズーム変倍率の決定方法について説明する
図である。
【図５】本発明の実施例におけるズームカメラ１０４用の背景画像の生成方法を説明する
図である。
【図６】本発明の実施例におけるオブジェクトのバウンディングボックスとマクロブロッ
クを示す図である。
【図７】本発明の実施例における表示部２１２の表示例を説明する図である。
【図８】本発明の実施例における表示装置の例を説明する図である。
【図９】本発明の第２の実施例における監視システムの画像符号化側の構成例を示すブロ
ック図である。
【図１０】本発明の第２の実施例における監視システムの画像復号化側の構成例を示すブ
ロック図である。
【図１１】本発明の実施例における任意形状符号化部の構成例を示すブロック図である。
【図１２】本発明の実施例における任意形状復号化部の構成例を示すブロック図である。
【図１３】広角カメラを利用した監視システムの従来例を説明する図である。
【図１４】図１３の監視システムでの撮影像を説明する図である。
【図１５】複数台数の標準カメラを利用した監視システムの従来例を説明する図である。
【図１６】図１５の監視システムでの撮影像を説明する図である。
【図１７】広角カメラとズームカメラを併用した監視システムの従来例を説明する図であ
る。
【図１８】図１７の，Ｍ監視システムでの撮影像を説明する図である。
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【 図 １ 】 【 図 ２ 】

【 図 ３ 】 【 図 ４ 】
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【 図 ５ 】 【 図 ６ 】

【 図 ７ 】 【 図 ８ 】
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【 図 ９ 】 【 図 １ ０ 】

【 図 １ １ 】 【 図 １ ２ 】
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【 図 １ ３ 】 【 図 １ ４ 】

【 図 １ ５ 】 【 図 １ ６ 】
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【 図 １ ７ 】 【 図 １ ８ 】
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