METHOD AND APPARATUS FOR INPUTTING/OUTPUTTING DATA USING VIRTUALIZATION TECHNIQUE

FIG. 4

A method and apparatus for inputting and outputting data by using a virtualization technique are provided. The method includes generating a virtual operating system (OS) for the external device, which is connected to a host, based on OS information stored in the external device, setting a partial area of a storage of the host as virtual storage for the external device, and storing the data in the virtual storage or a memory of the external device in response to a request for inputting and outputting the data from the virtual OS.
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Description

METHOD AND APPARATUS FOR INPUTTING/OUTPUTTING DATA USING VIRTUALIZATION TECHNIQUE

Technical Field

Methods and apparatuses consistent with the present invention relate to inputting and outputting data, and more particularly, to inputting and outputting data by using a virtualization technique.

Background Art

In a virtualization technique, hardware resources such as a processor, a memory, a network, a device, a function of graphics are virtualized with respect to an operating system (OS). Most OSs operate in a state where the OSs exclusively occupy resources of a computer. Accordingly, it is generally impossible to concurrently execute a plurality of OSs in a computer since OSs installed in the computer compete with one another. In the virtualization technique, a virtual interface is provided between hardware and the OSs. Accordingly, it is possible to concurrently execute the OSs in a computer.

Disclosure of Invention

Technical Problem

The present invention provides a method and apparatus for inputting and outputting data so as to improve a speed of inputting and outputting data in a virtual environment and a computer-readable recording medium having embodied thereon a computer program for executing the method.

Technical Solution

According to an aspect of the present invention, there is provided a method of inputting and outputting data, the method including: generating a virtual OS for an external device, which is connected to a host, based on OS information stored in the external device; setting a partial area of a storage of the host as a virtual storage for the external device; and storing the data in the virtual storage or a memory of the external device in response to a request for inputting and outputting the data from the virtual OS.

According to another aspect of the present invention, there is provided a computer-readable recording medium having embodied therein a computer program for executing a method of inputting and outputting data, the method including: generating a virtual OS for an external device, which is connected to a host, based on OS information stored in the external device; setting a partial area of a storage of the host as a virtual storage for the external device; and storing the data in the virtual storage or a
memory of the external device in response to a request for inputting and outputting the
data from the virtual OS.

According to another aspect of the present invention, there is provided an apparatus
for inputting and outputting data, which is connected to a host including a host OS and
a host storage, the apparatus including: an application storage unit which stores at least
one application; a virtual environment unit which stores user preference information
for setting a virtual environment and OS information; a memory; and a virtualization
layer which operates so that the data is stored in a virtual storage or the memory in
response to a request for inputting and outputting the data of a virtual OS by generating
the virtual OS from the host OS based on the OS information and setting a partial area
of a storage of the host as the virtual storage.

Advantageous Effects

According to an exemplary embodiment of the present invention, it is possible to
increase a speed of inputting and outputting data in a virtual environment by
generating a virtual OS for the external device based on OS information stored in the
external device connected to a host, setting a partial area of a storage of the host as a
virtual storage for the external device, and storing the data in the virtual storage or a
memory of the external device in response to a request for inputting and outputting the
data from the virtual OS.

In addition, it is possible to increase a lifetime of the external device by reducing the
number of times data is input and output to and from the external device by selectively
storing data in the virtual storage or the memory of the external device. Accordingly, it
is possible to reduce a price of a removable storage device by embodying the
removable storage device by using a multi level cell (MLC) flash having a short
lifetime and a low price.

Description of Drawings

The above and other aspects of the present invention will become more apparent by
describing in detail exemplary embodiments thereof with reference to the attached
drawings in which:

FIG. 1 illustrates a layered structure of a general host computer;
FIG. 2 illustrates a system for inputting and outputting data to which a virtualization
technique is not applied;
FIG. 3 is a block diagram illustrating a removable storage device according to an
exemplary embodiment of the present invention;
FIG. 4 illustrates a system for inputting and outputting data to which a virtualization
 technique is applied; and
FIG. 5 is a flowchart illustrating a method of inputting and outputting data according
to an exemplary embodiment of the present invention.

Mode for Invention

Hereinafter, the present invention will be described in detail by explaining exemplary embodiments of the invention with reference to the attached drawings. Like reference numerals in the drawings denote like elements. Repeated descriptions of the same elements will be omitted.

FIG. 1 illustrates a layered structure of a general host computer.

Referring to FIG. 1, the host computer includes hardware 11, an operating system (OS) 12, and a plurality of applications 13. The hardware 11 may include a central processing unit (CPU), a random access memory (RAM), a read only memory (ROM), a hard disk, and the like. The OS 12 is a program for managing computer resources. The OS 12 serves as an interface between the hardware 11 and the applications 13.

FIG. 2 illustrates a system for inputting and outputting data to which a virtualization technique is not applied.

Referring to FIG. 2, the system 20 for inputting and outputting data serves to input and output data between the host computer and a removable storage device to which the virtual technique is not applied. The host computer includes hardware 21, an OS 22, and a plurality of applications 23.

A removable storage device 24 includes a launcher 25 and a plurality of applications 26. If the removable storage device is inserted into the host computer, the launcher 25 and the plurality of applications 26 are loaded in a memory of the host computer and executed in the host computer. The launcher 25 is an interface program for establishing an environment in which the applications 26 are executed by setting a user environment stored in the removable storage device in the host computer. Accordingly, in the host computer to which the removable storage device is connected, data is input and output through only the removable storage device instead of a storage device of the host computer.

However, since the removable storage device 24 has a small capacity and low performance as compared with the host computer, it takes more time to input and output data by using the removable storage device as compared with a case where the storage device of the host computer is used to input and output data. For example, a hard disk of the host computer may have a capacity of 500 gigabytes (GB), but a universal serial bus (USB) storage device may have a capacity of 8 GB. Thus, the capacity of the hard disk is considerably greater than that of the USB storage device.

Specifically, in a case where a file that is required to be speedily written and read, such as a temporary Internet file is stored in the removable storage device, an operation of an application is delayed. For example, in a case where a webpage using the Internet is open, it takes much time to store corresponding data in the removable storage
device. In addition, in a case where the removable storage device uses a flash memory, a lifetime of the removable storage device may be considerably decreased by successively writing and deleting files having a small size.

[23] FIG. 3 is a block diagram illustrating a removable storage device according to an exemplary embodiment of the present invention.

[24] Referring to FIG. 3, a removable storage device 33 is connected to a host computer 31 through a wired and/or wireless data communication network 32. Here, the removable storage device 33 is only an exemplary embodiment. The present invention may be applied to another device connected to the host computer 31 through a network. Hereinafter, for convenience of description, a USB flash drive that is a USB portable storage device will be described as an example of the removable storage device 33.

[25] The removable storage device 33 includes a communication unit 331, an application storage unit 332, a virtualization layer storage unit 333, virtual environment unit 334, a memory 335, an encryption key storage unit 336, and a communication bus 337.

[26] The communication unit 331 may be embodied as a physical device such as a general interface, so as to function as a unit for communicating with the communication network. The communication bus 337 communicates with various components in the removable storage device, such as the application storage unit 332, the virtualization layer storage unit 333, the virtual environment unit 334, the memory 335, the encryption key storage unit 336, and the communication 331.

[27] The application storage unit 332 stores various applications such as Microsoft Word, Power Point, and the like. If the removable storage device 33 is inserted into the host computer 31, a plurality of applications are loaded in a memory of the host computer 31 and executed in the host computer 31.

[28] The virtualization layer storage unit 333 stores a virtualization layer that is a program for providing a virtual environment. More specifically, the virtualization layer may be a program such as a virtual machine monitor or hypervisor. If the removable storage device 33 is inserted into the host computer 31, the virtualization layer is loaded in the memory of the host computer 31. Accordingly, the virtualization layer is executed in host hardware or a host OS to generate a virtual OS. The virtualization layer provides a virtual environment by providing a resource to the virtual OS.

[29] The virtual environment unit 334 is a database which stores user preference information for setting a virtual environment and OS information required so that the virtual OS generates a new user environment. Here, the user preference information may include a desktop, a theme, an icon, a shortcut, a language, a font, and the like. If the removable storage device 33 is inserted into the host computer 31, the environment of the user is established according to the user preference information.
In addition, the OS information required so that the OS generates the new user environment may include a registry, a file system, a component, a dynamic link library (DLL), and the like. If the removable storage device 33 is inserted into the host computer 31, it is possible to establish a virtual environment in which a registry, a file system, a component, a DLL, and the like which are not installed in the host computer 31 exist in a memory of the host computer 31. Here, the registry is a list file of pieces of information generated when Windows is installed. The registry includes properties of hardware, software, a user, a computer, and a network. In addition, the file system includes file names and logical positions of the files so that the files can be stored and searched.

The memory 335 stores data newly generated in a procedure for performing a task by using an application. For example, when the user edits a document by using Microsoft Word, the memory 335 stores changes of the document or a newly written document.

The encryption key storage unit 336 stores a unique encryption key that is set by the user. If the removable storage device 33 is inserted into the host computer 31, the virtualization layer may generate a virtual storage that is accessible by using the virtual OS from the host hardware. In this case, since the generated virtual storage is encrypted by using the encryption key, the host OS cannot access the virtual storage. Accordingly, security of the virtual storage is maintained. In this case, it is possible to encrypt the virtual storage by using unique information of the removable storage device or other information provided by the user.

FIG. 4 illustrates a system for inputting and outputting data to which a virtualization technique is applied.

Referring to FIG. 4, a system 40 for inputting and outputting data serves to input and output data between a host computer and a removable storage device by using the virtualization technique is shown. The host computer includes host hardware 41, a host OS 42, and a plurality of applications 43.

The removable storage device 44 includes a plurality of applications 45 and a virtualization layer 46. If the removable storage device 44 is inserted into the host computer, the plurality of applications 45 and the virtualization layer 46 are loaded in a memory of the host computer and executed in the host computer.

The virtualization layer 46 generates a virtual OS 47 from the host OS 42 based on OS information and provides a resource necessary for the virtual OS 47 from the host computer. More specifically, the virtual OS 47 operates based on a registry and file system which are included in the OS information stored in the removable storage unit 44, independently of the host OS 42.

In addition, the virtualization layer 46 sets a partial area of a host storage 48 to a virtual storage 49 that is a storage device dedicated to the virtual OS 47. More
specifically, the virtualization layer 46 may set a partial area, obtained by partitioning the host storage 48, as a virtual storage 49. In this case, only the virtual OS 47 is allowed to access the virtual storage 49 by encrypting the virtual storage 49 so that it is impossible to access the virtual storage 49 through the host OS 42. It is possible to encrypt the virtual storage 49 from the host OS 42 by using an encryption key stored in the removable storage device 44. When the removable storage device 44 is removed from the host computer, the virtualization layer 46 is terminated. The virtual storage may be automatically deleted.

The virtual OS 47 generated in the procedure of executing applications may request operations of the applications 45 or request data necessary for the virtual OS 47 to be input and output. The virtualization layer 46 determines whether data is input to and output from the generated virtual storage 49 or a memory of the removable storage device 44 by analyzing a request for inputting and outputting data, from the virtual OS 47. That is, the virtualization layer 46 determines whether the data is read from or written to the generated virtual storage 49 or a memory of the removable storage device 44 by analyzing the request for inputting and outputting data, from the virtual OS 47.

More specifically, as a result of analyzing the request for inputting and outputting data, when time taken to store the data in the virtual storage 49 is smaller than time taken to store the data in the removable storage device 44, the virtualization layer 46 may increase a speed of inputting and outputting the data by storing the data in the virtual storage 49. In general, the storage device of the host computer has a larger capacity than the removable storage device. Accordingly, although a task is performed in a new virtual environment by using the removable storage device, in a case where a task on specific data is performed, it is possible to increase a speed of performing the task by storing the data in the storage device of the host computer instead of directly storing the data in the removable storage device.

However, when the removable storage device 44 is removed from the host computer, the host computer does not need to store the data any more. Accordingly, when the removable storage device 44 is removed from the host computer, the virtualization layer 46 deletes data stored in the virtual storage 49 or flushes the data to the removable storage device 44. In addition, even in a case where the removable storage device 44 is inserted into the host computer, the virtualization layer 46 may periodically delete data stored in the virtual storage device 49 or flushes the data to the removable storage device 44. In addition, the virtualization layer 46 may store data in the virtual storage 49 and generate information for representing that it is necessary to synchronize the removable storage device 44 with the virtual storage 49, at the same time.
Specifically, in a case where the data is a cache file such as an Internet temporary file, the removable storage device 44 no longer needs to store the data. Accordingly, the virtualization layer 46 periodically deletes the data stored in the virtual storage 49 or deletes the data when the removable storage device 44 is removed from the host computer. On the other hand, in a case where the data is related to a specific program, the removable storage device 44 needs to store the data. Accordingly, the virtualization layer 46 periodically flushes the data stored in the virtual storage 49 to the removable storage device 44 or flushes the data to the removable storage device 44 when the removable storage device 44 is removed from the host computer.

On the other hand, as a result of analyzing a request for inputting and outputting data, when time taken to store the data in the virtual storage 49 is equal to or longer than time taken to store the data in the removable storage device 44, the virtualization layer 46 may increase a speed of inputting and outputting the data by directly storing the data in the removable storage device 44. In this case, it takes too much time to store the data in the virtual storage 49, and the data stored in the virtual storage 49 has to be flushed to the removable storage device 44 when the removable storage device 44 is disconnected from the host computer. Accordingly, it takes an unnecessarily long time. Thus, the data is directly stored in the removable storage device 44.

However, the aforementioned description is only an exemplary embodiment. The virtualization layer 46 does not need to determine whether data is stored in the virtual storage 49 or the removable storage device 44 in response to a request for inputting and outputting data from the virtual OS 47 according to the time taken to input and output data.

For example, if in a procedure for installing a specific program, data having a size less than a predetermined value is successively stored in the removable storage device 44, a lifetime of the removable storage device may be decreased due to frequently accessing the removable storage device 44. Accordingly, in this case, installation of the specific program may be completed by continuously storing the data in the virtual storage 49. At this time, in a case where installation of the specific program is completed, the data stored in the virtual storage 49 is periodically flushed to the removable storage device 44 or flushed to the removable storage device 44 when the removable storage device 44 is removed from the host computer. For example, in a case where the data is changed by editing a document by using an application, it is possible to directly store the data in the removable storage device 44.

However, the aforementioned description is only an exemplary embodiment. In a case where the user considers security of data an important factor, all the data generated in a procedure for performing a task may be stored in the removable storage device 44. In addition, in a case where the user considers performance of a task an
important factor, data generated in a procedure for performing a task may be stored in the virtual storage 49. Accordingly, it is possible for the user to determine whether data is stored in the virtual storage 49 or in the removable storage device 44.

While the removable storage device 44 is being inserted into the host computer, the virtualization layer 46 synchronizes the virtual storage 49 with the removable storage device 44 by periodically checking the virtual storage 49. On the other hand, when the removable storage device 44 is removed from the host computer, the virtualization layer is terminated, and the virtual storage 49 may be automatically deleted.

FIG. 5 is a flowchart illustrating a method of inputting and outputting data according to an exemplary embodiment of the present invention.

Referring to FIG. 5, the method of inputting and outputting data according to the present exemplary embodiment includes a sequence of operations performed in the system for inputting and outputting data of FIG. 4. Accordingly, although the aforementioned description on the system for inputting and outputting data shown in FIG. 4 is omitted, the description of the system for inputting and outputting data will be also applied to the method of inputting and outputting data according to the present exemplary embodiment.

In operation 51, the virtualization layer 46 generates the virtual OS 47 for managing at least one application 45 from the host OS 42.

In operation 52, the virtualization layer 46 generates a virtual storage that is accessible through the generated virtual OS 47 from the host storage 48.

In operation 53, the virtualization layer 46 selectively stores data in the virtual storage 49 or in the removable storage device 44 in response to a request for inputting and outputting data of the virtual OS 47.

In addition, the method of inputting and outputting data according to an exemplary embodiment of the present invention may further include a procedure of encrypting the virtual storage 49 by using unique information of the removable storage device or a key value included in the removable storage device. Accordingly, it is impossible to access the virtual storage 49 through the host OS 42. It is only possible to access the virtual storage 49 through the virtual OS 47.

In addition, the method of inputting and outputting data according to an exemplary embodiment of the present invention may further include a procedure of deleting data stored in the virtual storage 49 or flushing the data to the removable storage device by using the virtualization layer 46 when the removable storage device is disconnected from the host computer.

The invention can also be embodied as computer readable codes on a computer readable recording medium. The computer readable recording medium is any data storage device that can store data which can be thereafter read by a computer system.
Examples of the computer readable recording medium include read-only memory (ROM), random-access memory (RAM), CD-ROMs, magnetic tapes, floppy disks, optical data storage devices. The computer readable recording medium can also be distributed over network coupled computer systems so that the computer readable code is stored and executed in a distributed fashion.

[55] The invention can also be embodied as computer readable codes transmitted via carrier waves (such as data transmission through the Internet).

[56] While the present invention has been particularly shown and described with reference to exemplary embodiments thereof, it will be understood by those of ordinary skill in the art that various changes in form and details may be made therein without departing from the spirit and scope of the present invention as defined by the appended claims.
Claims

1. A method of inputting and outputting data, the method comprising:
   generating a virtual operating system (OS) for an external device, which is
   connected to a host, based on OS information stored in the external device;
   setting a partial area of a storage of the host as a virtual storage for the external
   device; and
   storing the data in the virtual storage or a memory of the external device in
   response to a request for inputting and outputting the data from the virtual OS.

2. The method of claim 1, wherein the storing the data comprises:
   comparing a time taken to store the data in the virtual storage with time taken to
   store the data in the memory;
   determining whether the data is stored in the virtual storage or the memory based
   on a result of the comparing; and
   storing the data in the virtual storage or the memory based on a result of the deter-
   mining.

3. The method of claim 1, wherein the storing the data comprises:
   determining whether the data is a temporary file that exists only while a program
   is being executed; and
   storing the data in the virtual storage or the memory based on a result of the deter-
   mining.

4. The method of claim 3, wherein the data stored in the virtual storage is peri-
   odically deleted or flushed to the memory.

5. The method of claim 1, wherein the storing the data comprises:
   determining whether a size of the data is less than a predetermined value; and
   storing the data in the virtual storage or the memory based on a result of the deter-
   mining.

6. The method of claim 5, wherein the data stored in the virtual storage is peri-
   odically deleted or flushed to the memory.

7. The method of claim 1, wherein the virtual storage is encrypted using unique
   information of the external device or a key value included in the external device
   so that the virtual storage is accessible only through the virtual OS.

8. The method of claim 1, further comprising deleting the data stored in the
   virtual storage or flushing the data stored in the virtual storage to the external
   device, if the external device is to be disconnected from the host.

9. The method of claim 1, wherein the OS information comprises at least one of a
   registry, a file system, a component, and a dynamic link library, and
   wherein in the generating of the virtual OS, the virtual OS independent of an OS
of the host is generated based on the OS information.

10. A computer-readable recording medium having embodied therein a computer program for executing a method of inputting and outputting data, the method comprising:
   generating a virtual operating system (OS) for an external device, which is connected to a host, based on OS information stored in the external device;
   setting a partial area of a storage of the host as a virtual storage for the external device; and
   storing the data in the virtual storage or a memory of the external device in response to a request for inputting and outputting the data from the virtual OS.

11. An apparatus for inputting and outputting data, which is connected to a host including a host operating system (OS) and a host storage, the apparatus comprising:
   an application storage unit which stores at least one application;
   a virtual environment unit which stores user preference information for setting a virtual environment and OS information;
   a memory; and
   a virtualization layer which operates so that the data is stored in a virtual storage or the memory in response to a request for inputting and outputting the data of a virtual OS by generating the virtual OS from the host OS based on the OS information and setting a partial area of a storage of the host as the virtual storage.

12. The apparatus of claim 11, wherein the virtualization layer compares a time taken to store the data in the virtual storage with a time taken to store the data in the memory, determines whether the data is stored in the virtual storage or the memory based on a result of the comparison, and stores the data in the virtual storage or the memory based on a result of the determination.

13. The apparatus of claim 11, wherein the virtualization layer determines whether the data is a temporary file that exists only while a program is being executed and stores the data in the virtual storage or the memory based on a result of the determination.

14. The apparatus of claim 11, wherein the virtualization layer determines whether a size of the data is less than a predetermined value and stores the data in the virtual storage or the memory based on a result of the determination.

15. The apparatus of claim 11, further comprising an encryption key storage unit which stores a key value for encrypting the virtual storage.

16. The apparatus of claim 11, wherein the virtualization layer periodically synchronizes data stored in the virtual storage with data stored in the memory.

17. The apparatus of claim 11, wherein the virtualization layer periodically
deletes data stored in the virtual storage or flushes the data stored in the virtual storage to the memory.

18. The apparatus of claim 11, wherein if the apparatus is to be disconnected from the host, the virtualization layer deletes data stored in the virtual storage or flushes the data stored in the virtual storage to the memory.
FIG. 5

START

GENERATE VIRTUAL OS FROM HOST OS

GENERATE VIRTUAL STORAGE FROM HOST STORAGE

SELECTIVELY STORE DATA IN VIRTUAL STORAGE OR VIRTUAL DEVICE

END
INTERNATIONAL SEARCH REPORT

PCT/ISA/210

A. CLASSIFICATION OF SUBJECT MATTER

G06F 15/17 (2006.01)

According to International Patent Classification (IPC) or to both national classification and IPC

B. FIELDS SEARCHED

Minimum documentation searched (classification system followed by classification symbols)

IPC G06F

Documentation searched other than minimum documentation to the extent that such documents are included in the fields searched

Korean utility models and applications for utility models since 1975
Japanese utility models and applications for utility models since 1975

Electronic data base consulted during the international search (name of data base and, where practicable, search terms used)

eKIPASS(KIPO Internal), Google, YesKisti

keywords virtual, machine, operating system, host, storage, external

C. DOCUMENTS CONSIDERED TO BE RELEVANT

<table>
<thead>
<tr>
<th>Category</th>
<th>Citation of document, with indication, where appropriate, of the relevant passages</th>
<th>Relevant to claim No</th>
</tr>
</thead>
<tbody>
<tr>
<td>A</td>
<td>US 20040068522 A1 (DANIELS, R et al) 8 April 2004 See paragraphs [12]-[14] and claims 1-30</td>
<td>1-18</td>
</tr>
<tr>
<td>A</td>
<td>US 2004006861 I A1 (JACOBSON, M B et al) 8 April 2004 See paragraphs [12]-[15] and claims 1-34</td>
<td>1-18</td>
</tr>
<tr>
<td>A</td>
<td>US 06658526 B2 (NGUYEN, T et al) 2 December 2003 See abstract and claims 1-20</td>
<td>1-18</td>
</tr>
<tr>
<td>A</td>
<td>US 05555385 A (OSISEK, D L) 10 September 1996 See figure 1(a) and claims 1-28</td>
<td>1-18</td>
</tr>
</tbody>
</table>

Further documents are listed in the continuation of Box C

See patent family annex

* Special categories of cited documents
"A" document defining the general state of the art which is not considered to be of particular relevance
"E" earlier application or patent but published on or after the international filing date
"L" document which may throw doubts on priority claim(s) or which is cited to establish the publication date of citation or other special reason (as specified)
"O" document referring to an oral disclosure, use, exhibition or other means
"P" document published prior to the international filing date but later than the priority date claimed

"T" later document published after the international filing date or priority date and not in conflict with the application but cited to understand the principle or theory underlying the invention
"X" document of particular relevance, the claimed invention cannot be considered novel or cannot be considered to involve an inventive step when the document is taken alone
"Y" document of particular relevance, the claimed invention cannot be considered to involve an inventive step when the document is combined with one or more other such documents, such combination being obvious to a person skilled in the art
"&" document member of the same patent family

Date of the actual completion of the international search
20 MAY 2009 (20 05 2009)

Date of mailing of the international search report
25 MAY 2009 (25.05.2009)

Name and mailing address of the ISA/KR

Korean Intellectual Property Office
Government Complex-Daejeon, 139 Seonsa-ro, Seogu, Daejeon 302-701, Republic of Korea

Facsimile No 82-42-472-7140

Authorized officer

AHN, Cheol Yong

Telephone No 82-42-481-8371

Form PCT/ISA/210 (second sheet) (July 2008)
<table>
<thead>
<tr>
<th>Patent document cited in search report</th>
<th>Publication date</th>
<th>Patent family member(s)</th>
<th>Publication date</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td></td>
<td>WO 98-40810 A3</td>
<td>29.10.1998</td>
</tr>
<tr>
<td>US 05555385 A</td>
<td>10.09.1996</td>
<td>NONE</td>
<td></td>
</tr>
</tbody>
</table>