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(57)【要約】
【課題】無線通信装置３で、情報処理装置（例えば、パ
ソコン）の置き忘れや盗難などによる情報の漏洩問題を
効果的に防ぐ。
【解決手段】ＧＰＳ機能を有し、情報処理装置に内蔵さ
れ又は着脱可能に接続され、情報処理装置から供給され
る電源により動作する。充電手段が情報処理装置から供
給される電源を充電し、基準位置設定手段が基準位置を
設定し、位置条件設定手段が所定のセキュリティモード
の処理が実行される条件となる基準位置に対する位置条
件を設定し、位置条件判定手段が位置条件及びＧＰＳ機
能により取得された自己の位置情報に基づいて前記条件
となったか否かを判定し、セキュリティモード処理実行
手段が前記条件となったことが判定された場合には所定
のセキュリティモードの処理を実行する。情報処理装置
の電源がオフであるときには、充電された電源により動
作する。
【選択図】　図１
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【特許請求の範囲】
【請求項１】
ＧＰＳ機能を有し、情報処理装置に内蔵され又は着脱可能に接続され、当該情報処理装置
から供給される電源により動作する無線通信装置であって、
　前記情報処理装置から供給される電源を充電する充電手段と、
　基準位置を設定する基準位置設定手段と、
　所定のセキュリティモードの処理が実行される条件となる前記基準位置に対する位置条
件を設定する位置条件設定手段と、
　前記位置条件設定手段により設定された位置条件及び前記ＧＰＳ機能により取得された
自己の位置情報に基づいて、所定のセキュリティモードの処理が実行される条件となった
か否かを判定する位置条件判定手段と、
　前記位置条件判定手段により所定のセキュリティモードの処理が実行される条件となっ
たことが判定された場合には、所定のセキュリティモードの処理を実行するセキュリティ
モード処理実行手段と、を有し、
　前記情報処理装置の電源がオフであるときには、前記充電手段により充電された電源に
より動作する、ことを特徴とする無線通信装置。
【請求項２】
請求項１に記載の無線通信装置において、
　無線通信機能を有し、
　前記無線通信機能により所定のネットワークから送信されるＧＰＳのアシストデータを
受信して、自己の位置情報を取得する、ことを特徴とする無線通信装置。
【請求項３】
請求項１又は請求項２に記載の無線通信装置を備えたことを特徴とする情報処理装置。
【発明の詳細な説明】
【技術分野】
【０００１】
　本発明は、パーソナルコンピュータ（パソコン）などの情報処理装置のセキュリティ処
理を行う機能を有する無線通信装置や、このような無線通信装置を備えた情報処理装置に
関する。
【背景技術】
【０００２】
　図８には、パーソナルコンピュータ（パソコン）の構成例を示してある。
　本例のパソコンは、バッテリ１と、電源制御部２と、データ通信用無線モジュール１０
１及びそのアンテナ１１１と、外部インターフェース制御部４と、クロック５と、ＣＰＵ
（Ｃｅｎｔｒａｌ　Ｐｒｏｃｅｓｓｉｎｇ　Ｕｎｉｔ）６と、電源スイッチ７と、マウス
８と、キーボード９と、ハードディスク１０と、メインメモリ１１と、表示部１２と、表
示制御部１３を備えている。
　ここで、図８では、後述する実施例で参照される図１に示されるものと同様な処理部に
ついては、同一の符号を付してあるが、ここでは、本発明を不要に限定する意図は無い。
【０００３】
　本例のパソコンにより行われる動作を概略的に説明する。
　ＣＰＵ６は、電源スイッチ７からの入力を検出し、バッテリ１又は外部電源からの入力
がある場合には、各ブロック（各処理部）に電源が供給されるように電源制御部２を制御
する。各ブロックに電源が投入されると、クロック５から基準クロックがＣＰＵ６へ出力
される。電源とクロックが安定に供給されると、ＣＰＵ６は、完全に動作状態となり、パ
ソコンを立ち上げるために必要なプログラムを起動し、その際に必要な情報をハードディ
スク１０から読み出し、メインメモリ１１上で高速に処理し、マウス８やキーボード９や
表示部１２などの機能が正常に動作するようにパソコンを立ち上げる。
【０００４】
　パソコンの起動処理が終わると、ユーザ（人）は、マウス８やキーボード９などを使っ
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てハードディスク１０にあるアプリケーションソフトを立ち上げて、例えばデータ通信モ
ジュール（例えば、データ通信用無線モジュール１０１）をＵＳＢやシリアルポートやＰ
Ｃスロットなどの外部インターフェースに接続し、ＣＰＵ６や外部インターフェース制御
部４を介して、マウス８やキーボード９により、データ通信モジュールを制御することが
できるようになる。例えば、プロバイダや通信事業者と必要な契約を結び、インターネッ
トやメールのやり取りなどが可能になる。
【０００５】
【特許文献１】特開２００２－１１１８５８号公報
【発明の開示】
【発明が解決しようとする課題】
【０００６】
　しかしながら、パソコンに電源が供給されていなければ、データ通信用のカード（デー
タ通信モジュールの一例）などを外部インターフェースに取り付けても、メールのやり取
りなどのデータ通信はできなかった。
　また、今までのデータ通信モジュールはデータ通信専用のものであり、置き忘れや盗難
などにあった場合には、その所在はわからなかった。盗難などがあり、ユーザが気付いて
いたとしても、情報の漏洩を防ぐことができなかった。
　このようなことを防ぐためには、例えば、高額なセキュリティツールなどをインストー
ルして、セキュリティ対策をしなければならなかった。
【０００７】
　本発明は、このような従来の事情に鑑み為されたもので、パソコンの置き忘れや盗難な
どによる情報の漏洩問題を効果的に防ぐことができる無線通信装置及び情報処理装置を提
供することを目的とする。
【課題を解決するための手段】
【０００８】
　（第１の構成例）
　（１－１）
　上記目的を達成するため、本発明に係る無線通信装置では、次のような構成とした。
　すなわち、ＧＰＳ機能を有し、情報処理装置に内蔵され又は着脱可能に接続され、当該
情報処理装置から供給される電源により動作する。
　また、充電手段が、前記情報処理装置から供給される電源を充電する。基準位置設定手
段が、基準位置を設定する。位置条件設定手段が、所定のセキュリティモードの処理が実
行される条件となる前記基準位置に対する位置条件を設定する。位置条件判定手段が、前
記位置条件設定手段により設定された位置条件及び前記ＧＰＳ機能により取得された自己
の位置情報に基づいて、所定のセキュリティモードの処理が実行される条件となったか否
かを判定する。セキュリティモード処理実行手段が、前記位置条件判定手段により所定の
セキュリティモードの処理が実行される条件となったことが判定された場合には、所定の
セキュリティモードの処理を実行する。
　また、前記情報処理装置の電源がオフであるときには、前記充電手段により充電された
電源により動作する。
【０００９】
　従って、無線通信装置（例えば、無線通信モジュール）では、例えば、情報処理装置（
例えば、パソコン）から電源が供給される場合にはその電源により動作し、情報処理装置
の電源がオフであるとき（情報処理装置から電源が供給されないとき）には充電された電
源により動作することができる。また、基準位置に対する所定の位置条件が満たされた場
合には、所定のセキュリティモードの処理を（自動的に）実行することができる。このよ
うな機能を用いて、情報処理装置の置き忘れや盗難などによる情報の漏洩問題を効果的に
防ぐことができる。
【００１０】
　ここで、ＧＰＳ機能としては、例えば、一般的なものが用いられてもよく、具体例とし



(4) JP 2009-259211 A 2009.11.5

10

20

30

40

50

ては、ＧＰＳ衛星からの情報を受信して自己の位置情報を取得（例えば、演算）する機能
や、無線通信機能を利用してサーバからＧＰＳ衛星に関する情報などを受信して自己の位
置情報を取得（例えば、演算）する機能や、無線通信機能を利用してサーバから自己の位
置情報を受信して取得する機能や、これらの組み合わせなどを用いることができる。
【００１１】
　また、無線通信装置としては、例えば、情報処理装置に内蔵されて設けられてもよく、
或いは、情報処理装置と着脱可能に接続される構成が用いられてもよい。
　また、充電手段としては、種々なものが用いられてもよい。
　また、基準位置の設定としては、例えば、ユーザ（人）による操作や外部装置（例えば
、情報処理装置など）からの制御に基づいて行われてもよく、或いは、無線通信装置によ
り自動的に行われてもよく、或いは、予め無線通信装置に設定されてもよい。
　また、基準位置としては、種々な位置が用いられてもよく、例えば、ユーザや外部装置
により指定された位置や、或いは、同一（又は、所定の近辺）の位置に所定の期間以上存
在した場合における当該位置などを用いることができる。
【００１２】
　また、位置条件の設定としては、例えば、ユーザ（人）による操作や外部装置（例えば
、情報処理装置など）からの制御に基づいて行われてもよく、或いは、無線通信装置によ
り自動的に行われてもよく、或いは、予め無線通信装置に設定されてもよい。
　また、基準位置に対する位置条件としては、種々な条件が用いられてもよく、例えば、
基準位置に対して所定の距離以上離れた場合に所定のセキュリティモードの処理が実行さ
れるという条件を用いることができ、具体例として、基準位置を中心とした円の半径や直
径などにより設定することが可能である。
【００１３】
　また、所定のセキュリティモードの処理としては、種々な処理が用いられてもよく、例
えば、情報処理装置をロックする処理や、情報処理装置の電源をオンにする処理や、情報
処理装置の電源をオフにする処理や、情報処理装置の所定のメモリに記憶された情報を消
去する処理や、警報音などを発する処理や、所定のメールアドレス或いは所定の装置に宛
てて自己の位置情報などを送信する処理などを用いることができる。
　また、実行される所定のセキュリティモードの処理としては、例えば、ユーザ（人）に
よる操作や外部装置（例えば、情報処理装置など）からの制御に基づいて設定（変更でも
よい）されてもよく、或いは、無線通信装置により自動的に設定（変更でもよい）されて
もよく、或いは、予め無線通信装置に設定されてもよい。
【００１４】
　また、実施態様例として、所定のセキュリティモードの処理が実行される条件となった
ことが判定されて、セキュリティモードが設定された後に、所定のメールの情報を送信す
る場合に、予め登録されているアドレスなどに宛てて所定のメールを送ることを定期的（
例えば予め設定などされた一定の時間毎）に行う態様や、或いは、予め登録されているア
ドレスなどに宛てて所定のメールを送ることを、基準位置から離れた距離が一定の距離（
例えば予め設定などされた距離）だけ増加する毎に行う態様などを用いることもできる。
【００１５】
　例えば、所定時間経過後又は所定距離移動後に、所定のメールアドレス或いは所定の装
置に宛てて自己の位置情報を送信するようにしておけば、情報処理装置の存在する位置を
容易に確認することができ、情報処理装置の捜索に役立てることができる。
【００１６】
　（１－１－２）
　他の構成例を示しておく。
　ＧＰＳ機能を有し、情報処理装置に内蔵され又は着脱可能に接続され、当該情報処理装
置から供給される電源により動作する無線通信装置であって、
　前記情報処理装置から供給される電源を充電する充電手段と、
　基準位置を設定する基準位置設定手段と、



(5) JP 2009-259211 A 2009.11.5

10

20

30

40

50

　所定のセキュリティモードの処理が実行される条件及び前記ＧＰＳ機能により取得され
た自己の位置情報に基づいて、所定のセキュリティモードの処理が実行される条件となっ
たか否かを判定する位置条件判定手段と、
　前記位置条件判定手段により所定のセキュリティモードの処理が実行される条件となっ
たことが判定された場合には、所定のセキュリティモードの処理を実行するセキュリティ
モード処理実行手段と、を有し、
　前記情報処理装置の電源がオフであるときには、前記充電手段により充電された電源に
より動作する、ことを特徴とする無線通信装置。
【００１７】
　（１－２）
　本発明に係る無線通信装置では、上記した（１－１）において、一構成例として、次の
ような構成とした。
　すなわち、無線通信機能を有し、前記無線通信機能により所定のネットワークから送信
されるＧＰＳのアシストデータを受信して、自己の位置情報を取得する。
　ここで、所定のネットワークとしては、種々なものが用いられてもよく、例えば、携帯
電話などのシステムのネットワークを用いることができる。
【００１８】
　（１－３）
　また、本発明では、上記した（１－１）又は（１－２）について、上記したような無線
通信装置を備えた情報処理装置を提供することができる。
　従って、情報処理装置の置き忘れや盗難などによる情報の漏洩問題を効果的に防ぐこと
ができる。
　ここで、無線通信装置や、情報処理装置としては、それぞれ、種々なものが用いられて
もよい。
【００１９】
　（１－４）
　本発明では、一構成例として、所定のセキュリティモードの処理として、情報処理装置
をロックする処理が用いられる。
　（１－５）
　本発明では、一構成例として、所定のセキュリティモードの処理として、情報処理装置
の電源をオンにする処理が用いられる。
　（１－６）
　本発明では、一構成例として、所定のセキュリティモードの処理として、情報処理装置
の電源をオフにする処理が用いられる。
【００２０】
　（１－７）
　本発明では、一構成例として、所定のセキュリティモードの処理として、情報処理装置
の所定のメモリに記憶された情報を消去する処理が用いられる。
　（１－８）
　本発明では、一構成例として、所定のセキュリティモードの処理として、警報音を発す
る処理が用いられる。
　（１－９）
　本発明では、一構成例として、所定のセキュリティモードの処理として、所定のメール
アドレス或いは所定の装置に宛てて自己の位置情報を含むメールを送信する処理が用いら
れる。
　（１－１０）
　本発明では、一構成例として、上記した（１－９）において、前記メールは、セキュリ
ティモードに設定されたことを示す情報を有する。
【００２１】
　（第２の構成例）
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　なお、（第２の構成例）では、例えば、上記した（第１の構成例）と比べて、無線通信
装置が充電手段を有していないことに関する点を除いては、同様な構成を有しており同様
な効果を得ることができ、同様な部分については詳しい説明を省略する。
【００２２】
　（２－１）
　ＧＰＳ機能を有し、情報処理装置に内蔵され又は着脱可能に接続され、当該情報処理装
置から供給される電源により動作する無線通信装置であって、
　基準位置を設定する基準位置設定手段と、
　所定のセキュリティモードの処理が実行される条件となる前記基準位置に対する位置条
件を設定する位置条件設定手段と、
　前記位置条件設定手段により設定された位置条件及び前記ＧＰＳ機能により取得された
自己の位置情報に基づいて、所定のセキュリティモードの処理が実行される条件となった
か否かを判定する位置条件判定手段と、
　前記位置条件判定手段により所定のセキュリティモードの処理が実行される条件となっ
たことが判定された場合には、所定のセキュリティモードの処理を実行するセキュリティ
モード処理実行手段と、を有し、
　前記情報処理装置の電源がオフであるときにおいても、前記情報処理装置から供給され
る電源により動作する、ことを特徴とする無線通信装置。
【００２３】
　従って、無線通信装置（例えば、無線通信モジュール）では、例えば、情報処理装置（
例えば、パソコン）から電源が供給される場合にはその電源により動作し、また、情報処
理装置の電源がオフであるときにおいても、当該情報処理装置から供給される電源で動作
することができる。また、基準位置に対する所定の位置条件が満たされた場合には、所定
のセキュリティモードの処理を（自動的に）実行することができる。このような機能を用
いて、情報処理装置の置き忘れや盗難などによる情報の漏洩問題を効果的に防ぐことがで
きる。
【００２４】
　（２－１－２）
　他の構成例を示しておく。
　ＧＰＳ機能を有し、情報処理装置に内蔵され又は着脱可能に接続され、当該情報処理装
置から供給される電源により動作する無線通信装置であって、
　基準位置を設定する基準位置設定手段と、
　所定のセキュリティモードの処理が実行される条件及び前記ＧＰＳ機能により取得され
た自己の位置情報に基づいて、所定のセキュリティモードの処理が実行される条件となっ
たか否かを判定する位置条件判定手段と、
　前記位置条件判定手段により所定のセキュリティモードの処理が実行される条件となっ
たことが判定された場合には、所定のセキュリティモードの処理を実行するセキュリティ
モード処理実行手段と、を有し、
　前記情報処理装置の電源がオフであるときにおいても、前記情報処理装置から供給され
る電源により動作する、ことを特徴とする無線通信装置。
【００２５】
　（２－２）
　上記した（２－１）に記載の無線通信装置において、
　無線通信機能を有し、
　前記無線通信機能により所定のネットワークから送信されるＧＰＳのアシストデータを
受信して、自己の位置情報を取得する、ことを特徴とする無線通信装置。
【００２６】
　（２－３）
　上記した（２－１）又は（２－２）に記載の無線通信装置を備えたことを特徴とする情
報処理装置。
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　従って、情報処理装置の置き忘れや盗難などによる情報の漏洩問題を効果的に防ぐこと
ができる。
　ここで、本構成例の情報処理装置は、例えば、その電源がオフであっても、可能である
ときには、常に、無線通信装置へ電源を供給するように構成されている。なお、例えば、
情報処理装置に外部から電源が供給されておらず且つ情報処理装置の内部にも電源が残っ
ていないようなときには、無線通信装置へ電源を供給することができなくてもよい。
【００２７】
　（２－４）
　本発明では、一構成例として、所定のセキュリティモードの処理として、情報処理装置
をロックする処理が用いられる。
　（２－５）
　本発明では、一構成例として、所定のセキュリティモードの処理として、情報処理装置
の電源をオンにする処理が用いられる。
　（２－６）
　本発明では、一構成例として、所定のセキュリティモードの処理として、情報処理装置
の電源をオフにする処理が用いられる。
【００２８】
　（２－７）
　本発明では、一構成例として、所定のセキュリティモードの処理として、情報処理装置
の所定のメモリに記憶された情報を消去する処理が用いられる。
　（２－８）
　本発明では、一構成例として、所定のセキュリティモードの処理として、警報音を発す
る処理が用いられる。
　（２－９）
　本発明では、一構成例として、所定のセキュリティモードの処理として、所定のメール
アドレス或いは所定の装置に宛てて自己の位置情報を含むメールを送信する処理が用いら
れる。
　（２－１０）
　本発明では、一構成例として、上記した（２－９）において、前記メールは、セキュリ
ティモードに設定されたことを示す情報を有する。
【発明の効果】
【００２９】
　以上説明したように、本発明に係る無線通信装置や情報処理装置によると、情報処理装
置の置き忘れや盗難などによる情報の漏洩問題を効果的に防ぐことができる。
【発明を実施するための最良の形態】
【００３０】
　本発明に係る実施例を図面を参照して説明する。
【実施例１】
【００３１】
　本発明の第１実施例を説明する。
　図１には、本発明の一実施例に係るパーソナルコンピュータ（パソコン）の構成例を示
してある。
　本例のパソコンは、バッテリ１と、電源制御部２と、無線通信モジュール３及びそのア
ンテナ２１、２２と、外部インターフェース制御部４と、クロック５と、ＣＰＵ６と、電
源スイッチ７と、マウス８と、キーボード９と、ハードディスク１０と、メインメモリ１
１と、表示部１２と、表示制御部１３を備えている。
【００３２】
　ここで、本例のパソコンの基本的な構成や動作は、例えば、図８に示されるパソコンの
構成や動作と同様であり、本例では、主に、異なる構成や動作について詳しく説明する。
　主に異なる構成としては、本例のパソコンでは、図８に示されるパソコンと比べて、デ
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ータ通信用無線モジュール１０１及びそのアンテナ１１１の代わりに無線通信モジュール
３及びそのアンテナ２１、２２へ置き換えられており、無線通信モジュール３が電源制御
部２と接続されており、無線通信モジュール３が外部インターフェース制御部４を介さず
にＣＰＵ６と接続されている。
【００３３】
　図２には、本例の無線通信モジュール３の構成例を示してある。
　本例の無線通信モジュール３は、充電回路３１と、補助電源３２と、ＧＰＳ（Ｇｌｏｂ
ａｌ　Ｐｏｓｉｔｉｏｎｉｎｇ　Ｓｙｓｔｅｍ）受信部３３と、携帯電話無線部３４と、
ベースバンド部３５と、制御部３６と、ＲＯＭ（Ｒｅａｄ　Ｏｎｌｙ　Ｍｅｍｏｒｙ）／
ＲＡＭ（Ｒａｎｄｏｍ　Ａｃｃｅｓｓ　Ｍｅｍｏｒｙ）３７と、制御インターフェース（
制御ＩＦ）３８と、電源インターフェース（電源ＩＦ）３９と、電源回路４０を備えてい
る。
　携帯電話無線部３４のアンテナ２１は携帯電話通信用のアンテナであり、ＧＰＳ受信部
２３のアンテナ２２はＧＰＳ受信用のアンテナである。
【００３４】
　充電回路３１は、補助電源３２を充電する。
　補助電源３２は、充電可能な補助の電源である。
　ＧＰＳ受信部３３は、アンテナ２２により、ＧＰＳ衛星から無線送信される航法メッセ
ージのデータを受信する。
　ここで、航法メッセージのデータ（航法データ）には、例えば、ＧＰＳ受信側で位置の
算出に使用されるＧＰＳ衛星の軌道データや各種の補助データが含まれている。
【００３５】
　携帯電話無線部３４は、アンテナ２１により、携帯電話などのシステムに接続して送受
信する。
　ベースバンド部３５は、ＧＰＳの受信信号や携帯電話無線の送受信信号を信号処理する
。
　制御部３６は、無線通信モジュール３の各機能を制御する。制御部３６は、例えば、各
ブロック（各処理部）の動作の制御や、制御ＩＦ３８を介したパソコンとの信号のやり取
りの制御などを、ＲＯＭ／ＲＡＭ３７にアクセスしながら行う。
　ＲＯＭ／ＲＡＭ３７は、ＲＯＭやＲＡＭを有している。
【００３６】
　制御ＩＦ３８は、パソコンのＣＰＵ６に接続されるインターフェースである。
　電源ＩＦ３９は、パソコンの電源制御部２に接続されるインターフェースである。
　電源回路４０は、補助電源３２から供給される電圧と電源ＩＦ３９から供給される電圧
を切り替え、安定な電圧を各ブロックに供給するようにする。
【００３７】
　ここで、ＧＰＳの具体例について簡単に説明しておく。
　例えば、携帯電話で使用されるＧＰＳ機能としては、主に、ＭＳベースドと、ＭＳアシ
ステッドと、オートノーマスがある。
　ＭＳベースドは、ネットワーク支援型であり、アシストサーバからアシストデータを一
定周期で携帯端末へ送信する。そして、携帯端末で、アシストデータに基づいて、位置の
計算を行う。
　ＭＳアシステッドは、ネットワーク支援型であり、サーバが位置計算を行って、その結
果のみを携帯端末へ送信する。
　オートノーマスは、ネットワーク支援を行わない自立型であり、携帯端末が全ての位置
計算を行う。
【００３８】
　ここで、アシストデータには、例えば、ＧＰＳ衛星の位置や基地局情報の位置等の捕捉
情報が含まれている。
　一例として、アシストデータとしては、アルマナックデータや、エフェメリスデータが
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ある。
　アルマナックデータは、利用することが可能な全ての衛星の概略的な軌道周回情報であ
る。なお、アルマナックデータは、全ての衛星の航法データに相当する。
　エフェメリスデータは、現在位置を担当する衛星の詳細な軌道周回情報である。
【００３９】
　本例の無線通信モジュール３は、主な特徴点として次の（特徴点１）～（特徴点２）を
有している。
　（特徴点１）補助電源３２を内蔵しているため、パソコンからの電源供給がなくても、
自らの電源で動作することが可能である。
　（特徴点２）ＧＰＳ受信部３３と携帯電話無線部３４の両方を有するため、無線通信モ
ジュール３単独で、ＧＰＳ衛星からの航法メッセージデータや、携帯電話などのネットワ
ークからのＧＰＳアシスト情報（アシストデータ）を入手して、位置情報を得ることがで
きる。
【００４０】
　従って、本例のように、ＧＰＳ機能と携帯電話などのネットワークに接続できる機能を
有する無線通信モジュール３をパソコンに組み込むことで、当該無線通信モジュール３を
搭載したパソコンでは、当該無線通信モジュール３自身が自己（当該無線通信モジュール
３及び当該パソコン）が存在する位置情報を持つことができる。
【００４１】
　本例では、このような無線通信モジュール３を使用して、そのソフトウエアに新たな機
能を組み込むことで各種の効果を実現する。また、無線通信モジュール３とパソコンのＣ
ＰＵ６とは接続されているため、無線通信モジュール３内のＲＯＭ３７やパソコンのハー
ドディスク１０にソフトウエアがある場合には、無線通信モジュール３からの操作とパソ
コンからの操作の両方が可能であり、また、無線通信モジュール３内のＲＯＭ３７にソフ
トウエアを格納した場合には、パソコンの電源が入っていなくても、無線通信モジュール
３だけで主要な機能を実現することが可能である。
　本例では、無線通信モジュール３をパソコンに実装してあり、無線通信モジュール３は
、自らの機能により、パソコンのセキュリティ処理を行うことが可能である。
【００４２】
　図３に示されるフローチャートを参照して、無線通信モジュール３におけるセキュリテ
ィモード設定機能による処理の一例を示す。
　なお、このセキュリティモード設定機能は、例えば、無線通信モジュール３自体に備え
られているが、ユーザによる操作の内容はパソコンのマウス８やキーボード９を介してＣ
ＰＵ６から入力されてもよく、また、必要に応じて、表示部１２にユーザに対するメッセ
ージなどが表示されてもよい。或いは、無線通信モジュール３自体に、ユーザによる操作
の内容を受け付ける機能部や表示部が設けられてもよい。
【００４３】
　セキュリティモード設定機能の処理が開始すると（ステップＳ１）、例えばユーザによ
る操作に応じて、セキュリティモードを有効にするか否かの選択を行う（ステップＳ２）
。
　セキュリティモードを有効に設定した場合には（ステップＳ３）、例えばユーザによる
操作に応じて、セキュリティモードの設定内容を選択する（ステップＳ４）。
【００４４】
　セキュリティモードの設定内容として、パソコンが設置されている位置を示す基準位置
情報の設定が選択された場合には（ステップＳ５）、現在の位置情報を取得してメモリに
保存（記憶）する（ステップＳ６）。
　ここで、現在の位置情報は、一例として、ＧＰＳ機能を用いて取得することができ、例
えば、無線通信モジュール３のＧＰＳ機能により現在の位置情報を把握し、この位置情報
が一定時間以上変わらない場合に、基準位置情報とすることができる。
　また、現在の位置情報は、他の一例として、ユーザから所定の情報の入力を受け付けて
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取得することができ、例えば、無線通信モジュール３が、ユーザからパソコンを介して緯
度や経度の情報の入力を受け付けて、当該入力情報に基づいて現在の位置情報を検出する
ことや、或いは、無線通信モジュール３が、地図情報を有していて、ユーザからパソコン
を介して住所などの情報の入力を受け付けて、当該入力情報に基づいて現在の位置情報を
検出することができる。
【００４５】
　セキュリティモードの設定内容として、メールによりセキュリティ動作を指示すること
を可能とするメールアドレスの登録が選択された場合には、例えばユーザによる操作に応
じて、そのメールアドレスをメモリに登録（記憶）する（ステップＳ７）。
　なお、ここでは、無線通信モジュール３に対してセキュリティ動作の指示を行うことが
可能なメールアドレスを設定する場合を示したが、例えば、無線通信モジュール３からそ
の位置情報を送信する宛先となるメールアドレスを設定するようなことも可能である。ま
た、これらのメールアドレス（指示を行う送信元アドレスと、位置情報の送信先アドレス
）を共通なメールアドレスとすることも可能である。
【００４６】
　また、ユーザによる操作などに応じて、例えば、所定のメールを定期的に送信する構成
を用いる場合にその時間間隔（定期的の時間間隔）を設定するようにすることや、或いは
、所定のメールを、基準位置から所定の距離だけ離れる毎に、送信する構成を用いる場合
にその所定の距離を設定するようにすることも可能である。
【００４７】
　セキュリティモードの設定内容として、基準の位置からどれだけ離れたらセキュリティ
動作を実行するかを決定するアラーム位置情報の設定が選択された場合には、例えばユー
ザによる操作に応じて、そのアラーム位置情報をメモリに設定（記憶）する（ステップＳ
８）。
　ここで、アラーム位置情報としては、任意に設定されてもよく、一例として、基準位置
を中心とする円の半径や直径などの情報を用いて、その円の範囲を特定することが可能で
ある。
【００４８】
　セキュリティモードの設定内容として、セキュリティ動作の選択設定が選択された場合
には（ステップＳ９）、例えばユーザによる操作に応じて、実際に行われるセキュリティ
動作を選択する（ステップＳ１０）。具体的には、セキュリティ動作としては、パソコン
のロック、パソコンの電源のオン（ｏｎ）、パソコンの電源のオフ（ｏｆｆ）、メモリの
消去、警報音の出力、所定のメールの送信、などがある。
　ここで、所定のメールの送信としては、例えば、所定のメールを定期的に送信する構成
を用いることや、或いは、所定のメールを、基準位置から所定の距離だけ離れる毎に、送
信する構成を用いることもできる。
【００４９】
　上記した各種の設定が完了すると、例えばユーザによる操作に応じて、設定処理が終了
であるか否かを判定し（ステップＳ１１）、終了ではない場合には再びステップＳ４の処
理へ戻り、終了である場合には、必要に応じて、設定内容をメモリに保存（記憶）して（
ステップＳ１４）、本処理を終了する（ステップＳ１５）。
【００５０】
　また、上記したステップＳ２の処理において、セキュリティモードを有効にすることが
選択されなかった場合には、例えばユーザによる操作に応じて、セキュリティモードを解
除設定するか否かを判定する（ステップＳ１２）。
　セキュリティモードを解除設定した場合には（ステップＳ１３）、設定内容をメモリに
保存（記憶）して（ステップＳ１４）、本処理を終了する（ステップＳ１５）。
　一方、セキュリティモードを解除設定することが選択されなかった場合には、本処理を
終了する（ステップＳ１５）。
【００５１】
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　図４に示されるフローチャートを参照して、無線通信モジュール３におけるセキュリテ
ィモード機能による処理の一例を示す。なお、このセキュリティモード機能は、無線通信
モジュール３に備えられている。
　セキュリティモード機能が開始すると（ステップＳ２１）、セキュリティモードの設定
がされているか否かを判定し（ステップＳ２２）、設定されていない場合には、本処理を
終了する（ステップＳ２８）。
【００５２】
　一方、セキュリティモードの設定がされている場合には、無線通信モジュール３は、Ｇ
ＰＳ機能を用いて、ＧＰＳ衛星からの航法メッセージの受信情報や、携帯電話のネットワ
ークからのＧＰＳアシスト情報の受信情報などから、位置情報を取得し（ステップＳ２３
）、所定の演算処理により（ステップＳ２４）、取得した位置情報と登録されている基準
位置情報との差分を演算処理し（ステップＳ２５）、自己の位置情報がアラーム位置情報
の範囲外であるか否かを判定する（ステップＳ２６）。
　なお、このような演算は、例えば、衛星までの距離や、基地局までの距離がわかること
から、移動距離などで比較すれば比較的簡単に行うことが可能である。
【００５３】
　アラーム位置情報の範囲外ではないときには、再び、ステップＳ２２の処理へ戻る。
　一方、自己の位置がアラーム位置情報の範囲外になったときには、無線通信モジュール
３は、セキュリティモード設定により登録されている処理を実行し（ステップＳ２７）、
本処理を終了する（ステップＳ２８）。
　ここで、本例では、登録されている処理としては、パソコンのロック、電源のオン、電
源のオフ、メモリの消去、警報音、位置情報のメール送信のうちの一部又は全てがある。
【００５４】
　図５に示されるフローチャートを参照して、無線通信モジュール３におけるメール受信
処理の一例を示す。なお、このメール受信処理機能は、無線通信モジュール３に備えられ
ている。
　メール受信処理が開始すると（ステップＳ３１）、メールを受信し（ステップＳ３２）
、メールアドレスを照合することにより（ステップＳ３３）、受信したメールの送信元ア
ドレスが予め登録されているアドレスであるか否か、つまり、予め登録されているアドレ
スからのメールを受信したか否かを判定し（ステップＳ３４）、そうではない場合には、
処理を終了する（ステップＳ３７）。
【００５５】
　一方、予め登録されているアドレスからのメールを受信した場合には、そのメールの内
容を照合する（ステップＳ３５）。
　本例では、予め、メールの内容とセキュリティ処理の内容との規則性（対応関係）を決
めておく。具体例としては、「メールの受信内容が“ＡＢＣ”である場合には警報音出力
処理を行う」などといった情報が予め設定されている。
　そして、無線通信モジュール３は、メールの内容と一致するセキュリティ処理を実行し
（ステップＳ３６）、本処理を終了する（ステップＳ３７）。
　具体的には、セキュリティ処理としては、セキュリティモードの設定処理や、パソコン
のロック処理や、パソコンの電源オン処理や、パソコンの電源オフ処理や、メモリ消去処
理や、警報音の出力処理や、位置情報をメールで送信する処理がある。
【００５６】
　このように、受信メールの内容とその内容に対応して予め決められているセキュリティ
内容とを比較することで、メールにより指示されたセキュリティ内容を検出することがで
き、これにより、メールを受信させることでセキュリティ処理の内容を無線通信モジュー
ル３へ伝えることが可能であり、無線通信モジュール３は指示されたセキュリティ処理を
実行する。
　なお、登録されていないアドレスからのメール受信や、内容が異なるメールである場合
には、セキュリティ処理は実行されない。
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【００５７】
　図６（ａ）に示されるフローチャートを参照して、無線通信モジュール３におけるセキ
ュリティ設定機能による処理の一例を示す。なお、このセキュリティ設定機能は、例えば
、無線通信モジュール３自体に備えられている。
　セキュリティ設定機能の処理が開始すると（ステップＳ４１）、セキュリティ設定時の
処理とその設定内容の保存が実行され（ステップＳ４２）、本処理が終了する（ステップ
Ｓ４３）。
　なお、ここでは、セキュリティモードの設定について説明したが、例えば、セキュリテ
ィモードの解除設定を行うことも可能である。
【００５８】
　図６（ｂ）に示されるフローチャートを参照して、無線通信モジュール３におけるパソ
コンロック機能による処理の一例を示す。なお、このパソコンロック機能は、無線通信モ
ジュール３に備えられている。
　パソコンロック機能の処理が開始すると（ステップＳ５１）、パソコンの電源が入って
いるか否かを判定する（ステップＳ５２）。
　パソコンの電源が入っている場合にはパソコンに対してパスワードによるロックをかけ
（ステップＳ５３）、また、パソコンの電源が入っていない場合にはパソコンの電源が入
らないようにロックをかける（ステップＳ５４）。
　そして、本処理を終了する（ステップＳ５５）。
【００５９】
　図６（ｃ）に示されるフローチャートを参照して、無線通信モジュール３におけるパソ
コン電源オン機能による処理の一例を示す。なお、このパソコン電源オン機能は、無線通
信モジュール３に備えられている。
　パソコン電源オン機能の処理が開始すると（ステップＳ６１）、パソコンの電源をオン
にして（ステップＳ６２）、本処理を終了する（ステップＳ６３）。
【００６０】
　図６（ｄ）に示されるフローチャートを参照して、無線通信モジュール３におけるパソ
コン電源オフ機能による処理の一例を示す。なお、このパソコン電源オフ機能は、無線通
信モジュール３に備えられている。
　パソコン電源オフ機能の処理が開始すると（ステップＳ７１）、パソコンの電源をオフ
にして（ステップＳ７２）、本処理を終了する（ステップＳ７３）。
【００６１】
　図７（ａ）に示されるフローチャートを参照して、無線通信モジュール３におけるメモ
リ消去機能による処理の一例を示す。なお、このメモリ消去機能は、無線通信モジュール
３に備えられている。
　メモリ消去機能の処理が開始すると（ステップＳ８１）、パソコンの電源が入っている
か否かを判定して（ステップＳ８２）、パソコンの電源が入っているときに、パソコンの
メモリ（例えば、ハードディスク１０やメインメモリ１１）の内容を消去して（ステップ
Ｓ８３）、本処理を終了する（ステップＳ８４）。
【００６２】
　図７（ｂ）に示されるフローチャートを参照して、無線通信モジュール３における警報
音出力処理機能による処理の一例を示す。なお、この警報音出力処理機能は、無線通信モ
ジュール３に備えられている。
　警報音出力処理機能の処理が開始すると（ステップＳ９１）、パソコンの電源が入って
いるか否かを判定して（ステップＳ９２）、パソコンの電源が入っているときに、パソコ
ンのスピーカを制御して警報音を鳴らし（ステップＳ９３）、本処理を終了する（ステッ
プＳ９４）。
【００６３】
　図７（ｃ）に示されるフローチャートを参照して、無線通信モジュール３における位置
情報送信処理機能による処理の一例を示す。なお、この位置情報送信処理機能は、無線通
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信モジュール３に備えられている。
　位置情報送信処理機能の処理が開始すると（ステップＳ１０１）、例えばＧＰＳ機能を
用いて、自己の位置情報を取得して（ステップＳ１０２）、その位置情報を含むメールを
予め登録されているアドレスに宛てて送信し（ステップＳ１０３）、本処理を終了する（
ステップＳ１０４）。
　ここで、このようなメールの送信としては、例えば、このようなメールを定期的に送信
する構成を用いることや、或いは、このようなメールを、基準位置から所定の距離だけ離
れる毎に、送信する構成を用いることもできる。
【００６４】
　以上のように、本例の無線通信装置（本例では、無線通信モジュール３）は、ＧＰＳ機
能３３、３５、３６を有し、情報処理装置（本例では、パソコン）に内蔵（接続）され、
当該情報処理装置から供給される電源により動作する通信装置であって、情報処理装置か
ら供給される電源を充電する充電機能３１、３２と、基準位置を設定する基準位置設定機
能３３～３８と、予めセキュリティモードが動作する基準位置からの位置情報の設定をす
る位置情報設定機能３６～３８と、当該基準位置設定機能で設定された位置情報とＧＰＳ
機能により取得された自己の位置情報との差分を演算する演算機能３６と、当該演算機能
による演算結果に基づいて、自己の位置が位置情報設定機能で設定された位置情報の範囲
外になった場合に、セキュリティモードで設定されている処理を実行するセキュリティモ
ード実行機能３４～３８と、を有し、情報処理装置の電源がオフの際に、充電機能の電源
により動作する。
【００６５】
　また、本例の無線通信装置（本例では、無線通信モジュール３）では、更に、無線通信
機能３４～３６を有し、当該無線通信機能によりネットワークから送信されるアシストデ
ータを受信して、自己の位置情報を演算することが可能である。
　また、上記のような無線通信装置（本例では、無線通信モジュール３）を備えた情報処
理装置（本例では、パソコン）を実施することもできる。
【００６６】
　このように、本例の無線通信装置（本例では、無線通信モジュール３）では、情報処理
装置（本例では、パソコン）から供給される電源を充電する充電機能を有し、情報処理装
置の電源が入っていない状態においても、セキュリティモードを起動して、ＧＰＳ機能に
より取得される位置情報と予め設定された基準の位置情報との比較により、セキュリティ
モードの処理を実行することができる。
　また、本例の無線通信装置では、例えば、基準位置から所定の距離離れた場合にセキュ
リティモードの処理を実行することや、受信したメールの内容に応じてセキュリティモー
ドの処理を実行することができる。
　また、本例の無線通信装置では、例えば、セキュリティモードに設定された際には、セ
キュリティモードに設定されたことを示すメールを予め登録されているメールアドレス宛
てに送信するような構成とすることもでき、これにより、使い勝手を更に向上させること
ができる。
　ここで、このようなメールの送信としては、例えば、このようなメールを定期的に送信
する構成を用いることや、或いは、このようなメールを、基準位置から所定の距離だけ離
れる毎に、送信する構成を用いることもできる。
【００６７】
　上述のように、本例の無線通信装置では、セキュリティモードにおけるメール送信の処
理に関して、例えば、セキュリティモードに設定された際に、セキュリティモードに設定
されたことを示すメールを予め登録されているアドレスに宛てて送信する構成や、自己の
位置情報を取得して、その位置情報を含むメールを予め登録されているアドレスに宛てて
送信する構成や、セキュリティモードに設定されてから、一定時間経過後或いは所定距離
移動後（例えば、前回の位置情報と今回の位置情報が異なる場合等でもよい）に、取得し
た位置情報を予め登録されているアドレスに宛てて送信する構成などを用いることができ
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る。
【００６８】
　上記のような無線通信装置のセキュリティに関する機能を実現することにより、例えば
、パソコンの置き忘れや盗難などの要因により情報の漏洩が起きてしまうことを防ぐべく
、セキュリティ対策を行うことが可能である。
　具体的には、高額なセキュリティツールなどをインストールしてセキュリティ対策を行
わずとも、基準位置から場所が離れたことを所有者などに通知することができ、また、セ
キュリティ処理の内容について例えばユーザにより任意に設定することが可能であり、相
応の処置ができ、安価に秘密情報の漏洩を防ぐことができる。また、メールを使用して、
会社帰りに予めパソコンを立ち上げておくようなことも可能であり、時間を有効に活用す
ることができる。
【００６９】
　また、ユーザは、無線通信装置へ送信するメールの内容に応じて希望するセキュリティ
モードの処理を実行させることができるため、例えば、盗難に気付いた際に、自動的にセ
キュリティモードの処理が実行される前に、使用者によってセキュリティモードの処理を
実行させることができ、情報漏洩の向上につなげることができる。
【００７０】
　ここで、無線通信装置（本例では、無線通信モジュール３）は、例えば、従来と同様に
、インターネット接続などに使用することも可能である。
　また、本例の無線通信装置（本例では、無線通信モジュール３）としては、ＵＳＢ等の
インターフェースに着脱自在に接続可能なものであってもよいが、例えば、盗難者により
、無線通信装置を外すことでセキュリティモードの処理の実行を防ぐことが可能となるた
め、内蔵型の無線通信装置の実施が好ましいと考えられる。但し、インターフェース接続
型の無線通信装置の実施が為されてもよい。
【００７１】
　また、本例の情報処理装置では、例えば、当該情報処理装置が電源オフの状態であって
も、無線通信装置へ電源を供給することができる構成とされてもよい。一例として、無線
通信装置の補助電源（本例では、無線通信モジュール３の補助電源３２）の残量が所定値
以下（又は、所定値未満）になった場合に、情報処理装置からのバッテリ又は外部電源か
ら供給される電源により無線通信装置を動作可能にするような構成を用いることができる
。
【００７２】
　なお、本例のパソコン（情報処理装置の一例）では、無線通信モジュール３（無線通信
装置の一例）が内蔵され、又は、着脱可能に接続される。
　そして、本例の無線通信モジュール３では、ＧＰＳ機能（例えば、ＧＰＳ受信部３３や
ベースバンド部３５や制御部３６の機能）や、無線通信機能（例えば、携帯電話無線部３
４やベースバンド部３５や制御部３６の機能）を有しており、充電回路３１や補助電源３
２の機能により充電手段が構成されており、ＧＰＳ受信部３３や携帯電話無線部３４やベ
ースバンド部３５や制御部３６やＲＯＭ／ＲＡＭ３７や制御ＩＦ３８の機能により基準位
置設定手段が構成されており、制御部３６やＲＯＭ／ＲＡＭ３７や制御ＩＦ３８の機能に
より位置条件設定手段が構成されており、制御部３６の機能により位置条件判定手段が構
成されており、携帯電話無線部３４やベースバンド部３５や制御部３６やＲＯＭ／ＲＡＭ
３７や制御ＩＦ３８の機能によりセキュリティモード処理実行手段が構成されている。
　なお、上記した各処理部と各手段（各機能）との対応は、一例であり、種々な構成が用
いられてもよい。
【実施例２】
【００７３】
　本発明の第２実施例を説明する。
　図９には、本例の無線通信モジュール５１の構成例を示してある。
　本例の無線通信モジュール５１は、ＧＰＳ受信部３３と、携帯電話無線部３４と、ベー
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スバンド部３５と、制御部３６と、ＲＯＭ／ＲＡＭ３７と、制御インターフェース（制御
ＩＦ）３８と、電源インターフェース（電源ＩＦ）５２と、電源回路５３を備えている。
　携帯電話無線部３４のアンテナ２１は携帯電話通信用のアンテナであり、ＧＰＳ受信部
２３のアンテナ２２はＧＰＳ受信用のアンテナである。
【００７４】
　ここで、図９では、上記した図２に示されるものと同様な処理部については、同一の符
号を付してあり、詳しい説明を省略する。
　また、本例の無線通信モジュール５１は、図１に示されるのと概略的に同様なパーソナ
ルコンピュータ（パソコン）に備えられており、図１に示される無線通信モジュール３の
位置に備えられている。本例のパソコンでは、電源スイッチ７が（オンであるときだけで
なく）オフであるときにおいても、バッテリ１又は外部電源からの入力（例えば、少なく
とも一方の入力）がある場合には、無線通信モジュール５１に電源が供給されるように電
源制御部２が構成されている、又は、そのような電源供給が実現されるような配線などの
構成を有している。
【００７５】
　本例の無線通信モジュール５１について説明する。
　本例の無線通信モジュール５１は、例えば、図２に示される無線通信モジュール３と比
べて、充電に関する処理部（充電回路３１及び補助電源３２）を備えていない点を除いて
は、同様な構成を有しており同様な動作を行う。
　本例の無線通信モジュール５１において、電源ＩＦ５２はパソコンの電源制御部２（或
いは、例えば、図１に示されるバッテリ１や外部電源など）に接続されるインターフェー
スであり、また、電源回路５３は電源ＩＦ５２から供給される電圧を各ブロックに供給す
るようにする。
【００７６】
　以上のように、本例の無線通信モジュール５１では、情報処理装置の電源がオフであっ
ても、バッテリ１又は外部電源から電源ＩＦ５２を介して供給される電源により動作を行
うことができる。また、本例の無線通信モジュール５１では、例えば、充電に関する処理
部を備えていない点を除いて、図２に示される無線通信モジュール３と同様な効果を得る
ことができる。
【００７７】
　ここで、本発明に係るシステムや装置などの構成としては、必ずしも以上に示したもの
に限られず、種々な構成が用いられてもよい。また、本発明は、例えば、本発明に係る処
理を実行する方法或いは方式や、このような方法や方式を実現するためのプログラムや当
該プログラムを記録する記録媒体などとして提供することも可能であり、また、種々なシ
ステムや装置として提供することも可能である。
　また、本発明の適用分野としては、必ずしも以上に示したものに限られず、本発明は、
種々な分野に適用することが可能なものである。
　また、本発明に係るシステムや装置などにおいて行われる各種の処理としては、例えば
プロセッサやメモリ等を備えたハードウエア資源においてプロセッサがＲＯＭ（Ｒｅａｄ
　Ｏｎｌｙ　Ｍｅｍｏｒｙ）に格納された制御プログラムを実行することにより制御され
る構成が用いられてもよく、また、例えば当該処理を実行するための各機能手段が独立し
たハードウエア回路として構成されてもよい。
　また、本発明は上記の制御プログラムを格納したフロッピー（登録商標）ディスクやＣ
Ｄ（Ｃｏｍｐａｃｔ　Ｄｉｓｃ）－ＲＯＭ等のコンピュータにより読み取り可能な記録媒
体や当該プログラム（自体）として把握することもでき、当該制御プログラムを当該記録
媒体からコンピュータに入力してプロセッサに実行させることにより、本発明に係る処理
を遂行させることができる。
【図面の簡単な説明】
【００７８】
【図１】本発明の一実施例に係るパーソナルコンピュータの構成例を示す図である。
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【図２】本発明の第１実施例に係る無線通信モジュールの構成例を示す図である。
【図３】無線通信モジュールのセキュリティモード設定機能による処理の手順の一例を示
す図である。
【図４】無線通信モジュールのセキュリティモード機能による処理の手順の一例を示す図
である。
【図５】無線通信モジュールのメール受信処理の手順の一例を示す図である。
【図６】（ａ）は無線通信モジュールのセキュリティ設定処理の手順の一例を示す図であ
り、（ｂ）は無線通信モジュールのパソコンロック処理の手順の一例を示す図であり、（
ｃ）は無線通信モジュールのパソコン電源オン処理の手順の一例を示す図であり、（ｄ）
は無線通信モジュールのパソコン電源オフ処理の手順の一例を示す図である。
【図７】（ａ）は無線通信モジュールのメモリ消去処理の手順の一例を示す図であり、（
ｂ）は無線通信モジュールの警報音出力処理の手順の一例を示す図であり、（ｃ）は無線
通信モジュールの位置情報送信処理の手順の一例を示す図である。
【図８】背景技術に係るパーソナルコンピュータの構成例を示す図である。
【図９】本発明の第２実施例に係る無線通信モジュールの構成例を示す図である。
【符号の説明】
【００７９】
　１・・バッテリ、　２・・電源制御部、　３、５１・・無線通信モジュール、　４・・
外部インターフェース制御部、　５・・クロック、　６・・ＣＰＵ、　７・・電源スイッ
チ、　８・・マウス、　９・・キーボード、　１０・・ハードディスク、　１１・・メイ
ンメモリ、　１２・・表示部、　１３・・表示制御部、　２１、２２、１１１・・アンテ
ナ、　３１・・充電回路、　３２・・補助電源、　３３・・ＧＰＳ受信部、　３４・・携
帯電話無線部、　３５・・ベースバンド部、　３６・・制御部、　３７・・ＲＯＭ／ＲＡ
Ｍ、　３８・・制御インターフェース（制御ＩＦ）、　３９、５２・・電源インターフェ
ース（電源ＩＦ）、　４０、５３・・電源回路、　１０１・・データ通信用無線モジュー
ル、
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【図１】 【図２】

【図３】 【図４】
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【図７】 【図８】
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