It's a prepaid smart card to be used in a wireless telephone network and method for prepaying for wireless telephone services, and a system for operating a wireless telephone network with prepaid smart cards. The cards, method and system permit the use of wireless telephones anonymously, and/or the payment by a user without having a subscription. The invention requires minimal changes to the existing wireless telephone and wireless telephone network, yet provides security against abuse or fraudulent use of the system. Additionally, promotional material may be provided with the prepayment or persons may prepay into a subscriber's telephone.
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TITLE OF THE INVENTION

PREPAYMENT FOR WIRELESS TELEPHONE SERVICES BY MEANS OF SMART CARDS

TECHNICAL FIELD

The invention relates generally to prepaid smart cards for the delivery of goods/services, and to the use of such prepaid smart cards with subscriber identity modules, and which for example may find particular application in cellular or wireless telephone networks.

BACKGROUND ART

The invention is a method and apparatus and will be described with particular application to a cellular or wireless telephone and network of the GSM type. It should be understood however that the invention is not limited to such GSM cellular wireless network nor to telephones, but may find application elsewhere, and wherever there is the provision of services and/or goods which are paid for with prepaid smart cards.

Integrated circuit cards are smart cards, or electronic chip cards, which are usually the size of a conventional credit card, with six or eight small electrical contacts on one face, and contain an integrated circuit with a memory and may include a microprocessor. The newer type of cards are of the "contactless" type, i.e. the contacts are not electromechanical and there is no physical contact. There is a small loop or antenna inside the card, which makes electromagnetic or induction contact with a card reader terminal and with the integrated circuit in the card. This type of card is shown for example in U.S. Patents 4,874,934 and 5,206,495 presently owned by the same assignee as in this application. When the term
"contacts" is used here and in the claims of this patent application, it should be understood that it includes both the electromechanical and electromagnetic contacts. IC cards which include a microprocessor are sometimes called smart cards. Data and programs for manipulating data and communicating outside the card are included in the integrated circuit. In the past, prepaid cards have been widely used in the purchase of telephone services, particularly in France and Germany, where public pay phones accept the cards instead of coins.

Typically, the cards are purchased at the post office for a specified amount. The cards are inserted in a public pay telephone. Connection is made and units of value are removed or subtracted from the card during the telephone call. The mechanical and electrical specifications of the cards are standardized, and one set of standards is published by ANSI, American National Standards Institute, 11 East 42nd Street, New York, NY 10036 under the title "Identification cards-Integrated circuits cards with contacts" ISO 7816-1 and ISO 7816-2. Such cards are manufactured by and are commercially available from several companies, including applicant's assignee, Gemplus Card International, avenue du Pic de Bertagne, Parc d'Activités de la Plaine de Jouques, 13420, Gemenos, France.

Cellular wire networks are widely spread across the globe today. These networks are built to one of a few technical standards, which are GSM, DCS 1800, and PCS 1900. The present invention is described with reference to GSM but is not limited to GSM. The standards on wireless networks may be obtained from ANSI. Particular attention is directed to standard ETSI/GSM 11.11. Those wishing additional information on cellular wireless telephone and operation are referred to a number of books in the field, for example Mouly, Michel and Pautet, Marie-Bernadette, *The GSM System of Mobile*

These cellular technologies use the latest techniques. The more modern cellular wireless networks use a subscriber identity module, SIM, which is on a smart card which is inserted into the wireless handset. The SIM identifies the subscription to the cellular wireless network. Earlier model cellular telephones had the SIM permanently installed in the handset, but in modern equipment it is in a removable smart card. The advantage of a removable SIM is that a subscriber may carry his SIM with him, and insert it in any cellular telephone which will accept the card. This permits him both to use the card and to be billed on either his home number, or his account.

To use a cellular telephone, one needs a SIM. It is estimated that 40% to 50% of telephone users do not have sufficient credit to obtain issuance of a SIM. Several schemes have been proposed for permitting prepayment of calls from wireless terminals where the user would insert a prepaid card similar to the prepaid cards used in public telephones in France and Germany. One such application is described in the parent application, Serial No. 08/634,818, filed on April 19, 1996. Alternative approaches are provided for in the GSM standard, but have proved to be cumbersome. An aspect of the present invention is to permit prepayment of telephone calls from a cellular wireless telephone handset so that the call is not charged on the account of the registered SIM holder. It should be noted here that in the GSM system, the subscriber number, which is called an International Mobile Subscriber Identity, IMSI, is attached to an individual. In the GSM based
network, the IMSI number is stored in the SIM card. When inserted in the handset, the SIM provides information about the subscriber to the network that is necessary for establishing the call and for billing the call.

Because of this existing arrangement of providing cellular wireless service, there is lost those potential customers who cannot qualify as subscribers and who thus do not get any service. If we base this on today's analog subscription rate, then 40%-50% of people applying for subscription have been denied credit and denied service.

Depending on the country and also depending on the distribution method in that country, the problem can get more serious. In Europe, for example, the subscription process occurs at the point of sale. If the credit check at the point of sale proves to be negative, then the user will be refused service without having to purchase any goods. However, in North America an individual can buy a "ready to go" package in many different consumer stores, such as Radio Shack, Wal Mart without having to sign any contract at the time of purchase. The subscription process is done over-the-air later, usually at home. Consequently, the potential user can spend a few hundred, e.g. $200, for a package that he is not guaranteed to get any service from. And, this is a major problem that has not been solved to date.

In the prepaid card envisioned by the present invention, the billing of the call would not be to the identified subscriber, as in the IMSI and SIM, but would be paid from the credits in the prepaid card.

The apparatus, method and system of the present invention might also permit anonymous use, i.e. a party could have a SIM card that did not identify a particular individual or
subscriber. It would be an anonymous SIM, with payment by prepaid card.

In another application, a person wishing to use another person's cellular telephone, but not have the call billed to that person, could use the prepaid card and pay for the cellular call as used. Alternatively, one could give a present to a cellular user by storing prepaid units in the wireless telephone.

There have been several attempts to provide a prepaid type of service over GSM. But none of them truly provides the solution expected by network operators. One solution is to monitor use from the network, and to bill a prepaid card in the handset in real time. A second solution proposed is to use a service sometimes called Advice of Charge, AOC, which is more fully defined by GSM 11.11. Both of these solutions have drawbacks.

The first solution, prepayment managed from the network, is a viable alternative but with shortcomings. It is very expensive for the network operator. It requires an intelligent networking infrastructure, INI, with Hot Billing, HB, capability as well as a network capable of on-line tax or rate information. The user remains attached to a SIM card and is managed as a subscriber.

The second solution AOC provided by GSM was not intended for prepayment type of applications but more for family usage or rental applications. In AOC, there was always a subscription attached to the account. The "prepaid mode" was not reflected in the final bill. The subscriber can at any time turn his subscription into a restricted mode when he wants to lend his handset to someone. In this mode, the units are decremented in the card using a network-base telephone schedule of charges until all units have been consumed. Although it can
be assimilated to prepaid applications, it is charged on the subscriber's bill, and he remains responsible for the calls. Also, such implementation suffers from a lack of security. It is not intended for prepaid applications. And it is believed to be subject to probable fraud.

The previous GSM systems require identification of at least the purchaser of the cellular telephone, and there is no such thing as an anonymous user of a cellular telephone.

DISCLOSURE OF THE INVENTION

There is definitely a need to address the market segment of the "credit challenged" individuals in a different way than GSM can provide today. There have been several attempts to provide a "prepaid type" of service over GSM. But, each one does not truly provide the solution expected by network operators. A first solution is to monitor units from the network, and to bill a prepaid card in the handset in real time. A second solution proposed is to use a service sometimes called "Advice of Charge", AOC, which is more fully defined by GSM 11.11. Both of these solutions have drawbacks. The first solution, prepayment managed from the network, is a viable alternative, but with shortcomings. It is very expensive for the network operator. It requires an Intelligent Networking infrastructure, IN, with Hot Billing, HB, capability, as well as a network capable of on-line tax or rate information. In this prepaid managed system, the user remains attached to a SIM card, and has still to be considered as a subscriber and has to be managed as such.

The second solution, AOC, provided by GSM was not intended for prepayment type of applications, but more for family usage or rental applications. In AOC, there is always a subscription attached to the account. The "prepaid mode" is not seen from
the billing, and is not reflected on the final bill. The subscriber can at any time turn his subscription into a restricted mode when he wants to lend his handset to someone. In this mode, the units are decremented in the card using network based telephone schedule of charges until all units have been consumed. Although it can be assimilated to prepaid applications, it is never reflected on the subscriber's bill who remains overall a "credit worthy subscriber". Also, such implementation suffers from a lack of security, and is not intended for prepaid applications initially, and is believed to be subject to probable fraud.

All of the previous GSM systems require the user (or at least the purchaser of a cellular phone) to be identified. There is not such thing as an anonymous user of a cellular telephone. An object of the present invention is to provide a cellular telephone which may be used completely anonymously.

A further object of the invention is to provide a prepaid telephone service, which has enhanced security or put another way reduced opportunity for fraudulent use.

An object of the invention is to provide an apparatus and method and smart card, which will provide a network independent prepaid service based on a fixed tariff structure that will be offered to "credit challenged" individuals in the form of a prepaid throw away smart card.

In an alternative embodiment, the smart card may be used continuously in that new prepayment value may be placed in the card. As of today, GSM defines a "Mobile Station", MS, as having a "Mobile Equipment", ME, and a "Subscriber Identify Module", SIM; MS = ME + SIM. Such a combination is mandatory for operating a service. According to an aspect of the invention, the SIM is no longer attached to a subscriber, but will be identified to the network operator as an anonymous
prepaid type SIM. Prior to sale of the telephone, such a SIM
would be programmed and inserted into the handset. It would be
a SIM with restricted capabilities, e.g. 611 calls allowed
only. If the purchaser wished to convert his SIM to a
traditional subscription of a cellular phone, he could initiate
the subscription process, OTA, and the SIM could be turned into
a full subscription attached to a user after approval of the
user's credit check. In the case of the credit check being
unsuccessful, or if the user wished, there would be another
card in the package with the cellular telephone with an amount
of units already loaded, to be inserted in an additional slot
reserved for that purpose in the handset.

Because of that additional card, the user could still
benefit from a wireless service without passing the credit
check by using the additional card. Once the card was
consumed, i.e. all of the units or value of the card had been
used in calls, the user could buy another card to continue with
the service. This provides the network operator with a secure
financial position for such individuals, provides the user of
cellular service who may wish to remain anonymous, the ability
to do so. Also, for the user who has good credit and who
wishes to retain traditional service, and for the user who is
credit challenged, as well of the vendor of cellular equipment
to users, a one-stop shopping solution.

The concept and implementation as proposed herein opens
the door to an untouched area of promotional campaign wherein a
third-party could offer cellular air time by mailing prepaid
cards as part of the marketing program. It turns the handset
into a cellular prepaid phone.

An object of the invention is to provide cards, methods,
apparatus and systems for prepaid cards for use with a GSM or
other network that is easy to use, addresses issues of
security, and is thrifty for both the user and the network operator.

Another object is to provide an easy-to-use secure prepaid wireless communication system which integrates existing standards, and provides a minimum of new standards and new structure into the existing GSM network.

According to an aspect of the invention, there is provided a method for enabling service from a wireless telephone having a SIM and a prepaid card in the telephone comprising the steps of calculating in the card a certificate as a function of (i) number of prepaid units remaining in the card, (ii) serial number in the card, and (iii) a key number in the card; and transferring from the card to the SIM (i) said number of prepaid units remaining in the card, and (ii) the card's serial number; then calculating in the SIM a number which should be the same as the card key number based on said transferred number of prepaid units remaining in the card and said card serial number; and calculating in the SIM a certificate as a function of said transferred number of prepaid units remaining in the card and said calculated number which should be the same as said key number in the card; then comparing said calculated certificates from said card and from said SIM; and then if coincident in said comparison then enabling said telephone in said network.

According to a further aspect of the invention there is provided an apparatus which automatically performs the steps of the first described method.

According to another aspect of the invention, there is provided a modified prepaid secure smart card which in normal use in a network allows the transfer of goods/services to a user of the card from a network operator by subtracting prepaid units of value stored in said card in exchange for said
goods/services. The card is a card-shaped carrier having a terminal, and an integrated circuit embedded in the carrier and connected to said terminal. The integrated circuit includes a serial number register for storing a serial number unique to each card; a prepaid units register for storing a number of units of prepaid value; a switch responsive to interrogation at the terminal to write to the terminal the serial number in the serial number register, and to write to the terminal the number of prepaid units remaining in said units register; a key number register storing a key number, which has a first portion unique for each card, and a second portion which is common to a plurality of cards, and which is unique for a network operator, the key number in normal use of said card is not readable at the terminal; an algorithm stored in said card, said algorithm in normal use of said card not being readable in said terminal, and a microprocessor for calculating a certificate in accordance with the algorithm as a function of the key number and the number in the prepaid register, and the certificate being readable at the terminal.

According to another aspect of the invention, there is provided an improved subscriber identification module, SIM, for operating with prepaid cards and with a network that provides goods/services via said network. The SIM includes an integrated circuit having, an input for receiving from one prepaid card (i) a serial number of said card, (ii) a number of prepaid units remaining in the card, and (iii) a certificate compiled by said card from its serial number, card key number, an algorithm therein, and number of prepaid units remaining in the card; a diversification key which is the same for a plurality of modules of a network; first and second algorithms; a microprocessor for calculating (i) a card key number with the first algorithm as a function of the diversification key, and
the receive serial number of the card, and where the calculated
9 card key number should be the same as the key number in said
card; and (ii) calculating a certificate with the second
algorithm as a function of the calculated card key number, and
the receive number of prepaid units remaining in the card; and
(iii) comparing the calculated certificate with said received
certificate, and (iv) if coincidence, generating an enable
signal whereby goods/services are provided in accordance with
20 said generated enable signal.

According to a further object of the invention, there are
provided integrated circuits of the types first described in
the preceding two paragraphs for use in prepaid smart cards,
and for use in SIMs.

According to an aspect of the invention, there is provided
a method of prepaid cellular telephone calling with a prepaid
card which has the steps of validating a number of prepaid
units of a prepaid card; recording the number of validated
prepaid units in a SIM in a cellular telephone, and also
recording the number of validated prepaid units at a network
operation; calculating the number of prepaid units as a call
progresses at two separate locations with the calculations
being done independently, one being associated with the SIM and
the other in the network operator, and interrupting a call-in-
progress, when either of the calculations shows no remaining
prepaid units.

In a further aspect of the invention, the validation
determining if the prepaid card is for service with the network
operator; transmitting from the prepaid card to the network
operator a number of units to be validated from the card and a
certificate number of that card; and comparing in the network
operator the certificate number and the number of units
transmitted from the card, with a certificate number and a
number of units for the cards independently received by the network operator. In another aspect, the recording step includes having a first meter in the SIM and a first meter in the network operator, both of the first meters being set; and setting a second meter in the SIM and second meter in the network operator to a number of units different from the number of units in the first meters each by an amount corresponding to the number of validated prepaid units. Additionally, in another aspect of the invention, the calculating includes increasing the number of units in both the first meters in accordance with air time usage of the telephone; and comparing the number of units in the first and second meters in the SIM and comparing the number of units in the first and second meters at the network operator.

Another part of the invention is an addition to a wireless telephone network which has equipment for operating a wireless telephone network of wireless telephones according to a protocol. A card data base is added having information on a plurality of prepaid cards which are to be used in wireless telephones on the network. The data base includes for each card to be used in the network (i) a serial number of the card, (ii) a number corresponding to units of prepaid telephone calls, (iii) a certificate number which is a function of the card's serial number and the number of units. A supervisory control module validates each card when first used on the network by comparing the card's certificate number as received from a wireless telephone having the prepaid card therein, with the corresponding numbers for the card stored on the card data base. Apparatus downloads a message from the prepaid card to the wireless telephone that units are transferred from the card to the telephone; and sends a signal to the data base that the number of units associated with the card number has been used.
Another aspect of the invention is a mobile telephone handset with telephone circuitry to communicate with a wireless network operator in accordance with a protocol. A slot receives a removable SIM card; and the slot also accepts a removable prepaid card. The card has (i) a serial number, (ii) a number corresponding to units of prepaid telephone time, (iii) a number corresponding to the network in which the card may be used, and (iv) a certificate number which is a function of the serial number and the number of units. The SIM card includes a storage whose contents correspond to prepaid units remaining available to be used for calls, and a flag when set indicating if a telephone call is to be paid with the prepaid units.

The invention also envisions a data disk for use in a mobile telephone network, which provides for prepaid cards on the network and in which a number corresponding to value of prepaid calls is stored on cards and transferred to telephone handsets operable on the network. The data disk has identification numbers of each card with prepaid value which may be used on the network, an identification number of the network in which the cards are to be used, a number representing the value of prepaid calls stored on each card, and a signature of each card, the signature being a function of the card's identification number and number of units. The data disk is readable at the network operator and the data thereon is storable at the network operator for use in accepting and keeping records of the prepayments and calls placed against the prepayment. The disk may also have in the signatures a function of the network operator identification number.

An aspect of the present invention is a pre-paid chip card for use in a mobile telephone handset in a mobile telephone network. The card has an integrated circuit with a memory and
stored therein (i) a first number representing a serial number of the card; (ii) a second number representing value of prepaid telephone calls to be made from a mobile telephone; (iii) a third number representing a mobile telephone network in which the card may be used; (iv) a fourth number representing a certificate, which is a function of the first and second numbers; (v) a message string which is to be displayed on a mobile handset. The card includes circuitry operable in response to signals from the handset for enabling the numbers from the memory to the handset when the card is inserted into the mobile telephone handset, and for enabling the message string to be displayed on the handset. Also, the card may include in the signature a function of the third number.

The invention is also a method of operating a mobile telephone system with prepayment in which the system has a network operator, a plurality of handsets each with a removable SIM card, a plurality of prepaid cards each with prepaid units, and a certificate. The method includes the steps of removing the SIM card from the handset and replacing the SIM card with a prepaid card; entering from the prepaid card into the handset, (i) a number of prepaid units and (ii) the certificate number; transmitting from the handset to the network operator the number of prepaid units entered from the card and the certificate number entered from the card, verifying at the network operator the validity of the number of units and the certificate received from the handset, and if correct, then transmitting to the handset a message for increasing an accumulated call meter max in the SIM card by the number by the number of units as verified by the network operator.

When a call is made, the method debits an accumulated call meter, ACM in the SIM card for each unit of air time, compares the ACM with the ACM MAX, and permits the call to continue as
long as the ACM is less than ACM MAX, and signaling the network
operator for interrupting the call when the ACM value is at ACM
MAX. Whereby a call continues as long as credit remains
between ACM and ACM MAX.

These other features of the invention become more apparent
from the preferred embodiments described with reference to the
attached drawings, which are for purposes of illustration and
do not limit the invention.

These and other objects and features of the invention will
become more apparent from the preferred embodiments described
with reference to the attached drawings, which are for the
purposes of illustration and not limiting of the invention.

BRIEF DESCRIPTION OF THE DRAWINGS

Fig. 1 is a schematic drawing showing a cellular telephone
handset and cards of the invention, and a network operator's
base station.

Fig. 2 is a schematic block diagram showing various
elements in a prepaid smart card and in an integrated circuit
in said prepaid smart card.

Fig. 3 is a schematic block drawing illustrating various
elements in a SIM in a cellular telephone handset.

Fig. 4 is a schematic drawing showing an alternative
embodiment of a cellular telephone telephone handset and cards
and a network operator.

Fig. 5 is a schematic block diagram showing a prepaid card
an various elements in an integrated circuit in the prepaid
card in the embodiment of Fig. 4.

Fig. 6 is a schematic block drawing illustrating various
elements in a SIM of the embodiment of Fig. 4.

Fig. 7 is a schematic diagram of a portion of the network
operator's station of the embodiment of Fig. 4.
Fig. 8 is a flow chart illustrating validation of a prepaid card in a cellular telephone handset and entry of a number of prepaid units in the SIM and in the supervisory control module of Fig. 7 of Figs. 4-7.

Fig. 9 is a flow chart showing the call approval routine for calls from a cellular telephone which has validated prepaid units stored in the SIM card and registered in the network operator's supervisory control module of Fig. 4-8.

Fig. 10 is a schematic drawing of a prepaid card showing another alternative embodiment of a prepaid card in which some, but not all of the prepaid units may be transferred from the prepaid card to the SIM and the network operator's supervisory control module.

BEST MODES FOR CARRYING OUT THE INVENTION

Fig. 1 shows a cellular telephone handset 2 having two slots therein 4 and 6. The slot 4 is to receive a removable SIM mounted on a miniaturized smart card 8. The slot 6 is to receive a prepaid card 10 which is shown here on a conventional smart card 10, which is to the ISO standard cited above. In operation, the cellular phone 2 communicates through its antenna 11 with a cellular telephone operator's base station 12.

Fig. 2 is a highly schematic portrayal of the prepaid card 10. The card has six or eight contacts 14 on one face and an electronic circuit embedded in the card which in current manufacturer would be a single integrated circuit 16. The integrated circuit is embedded in the card usually below the contacts 14. According to the ISO standard, the card is 85 millimeters long, 54 millimeters wide, and 1 millimeter thick. The contacts 14 are six or eight in number, and occupy an overall area of not more than 9.62 mm x 9.32 mm. Each contact typically is not less than 1.7 x 2 mm. The contact area begins
typically 10.25 mm from the left edge and 9 mm from the upper edge of the card. The integrated circuit 16 typically is 1 or 2 mm on each side a fraction of a mm thick when mounted on a support. Thus it would be appreciated that the drawing of Fig. 2 is highly schematic.

Fig. 3 is a schematic view of a SIM card 8 as shown in the drawings here as the small physical version smart card with the typical dimensions of 25 x 15 x 1 millimeters; with the contact area substantially the same as in the large card. It would be thus appreciated that the drawing of Fig. 3 is highly schematic in its showing of the card 8 with contacts 18 and an integrated circuit 20.

Alternatively, the SIM may be mounted on a full size smart card or may be non-removably mounted in the handset. The slots 4 and 6 have the necessary connectors with contacts for making electrical connection to the contacts 14 and 18 on the cards 8 and 10.

Before describing in detail the Figs. 2 and 3, let us look at some of the overall operations and structure.

First, no modification to the existing GSM air interface between the handset 2 and the base station 12 is required.

Tax or telephone charge information is computed by the handset during the call. This may be based on a "unit value table", UVT, stored in the SIM. The tax information may be computed on the basis of a flat rate (e.g. using an internal clock of the handset), and for that reason in one embodiment, it will not allow roaming of the networks. Alternatively, the tax information may be provided by the network in which case roaming may be permitted. The table in the SIM is updated "Over the Air", OTA, at any time, once the handset has established connection with the network. The OTA update
capability offers flexibility in the management of the unit pricing.

The SIM plays the role of a security module that will secure the exchange with the prepaid card. The handset manages the exchange between the two cards and offers full telephone service only if a prepaid card with units left in it is inserted and has been authenticated; or if the "initially restricted" SIM has previously been turned into a "full subscription" SIM or otherwise it will offer restricted service, 611. It is believed that the handset is initially packaged and sold with a initially restricted subscription SIM and a prepaid card. The plug-in SIM is initially restricted. It has a subscription in "fixed dialing number", FDN, mode allowing calls to 611 only. The plug-in SIM is plugged into the handset. The prepaid card is loaded with units representing a value. For example, $10, which for example, represents 50 units of $0.20 each.

The prepaid card 10 has information, which is readable outside of the prepaid card, namely, the number of units remaining in the card, and a serial number of the card. Invisible in the card, i.e. which cannot be taken out of the card is a function or algorithm, F, and a key for that algorithm, Kn. The algorithm and the key are used by the prepaid card for making certain calculations.

The organization and data flow in one embodiment will now be described and we will need to form on two separate steps. First, an initial session set-up; and then, the decrementation process during a call.

The SIM in the cellular telephone is already active in the network when purchased. However, it is configured in "FDN" with all calls routed to the Customer Care Service center, CCS. If credit is sought and approved, the SIM is updated Over the
Air, OTA, and the FDN restriction is turned off. If not, the SIM remains in the restricted mode and no calls can be placed other than to customer service or as programmed in the FDN list. At that point, the prepaid card needs to be inserted to get service.

A typical initial session set-up would be as follows.

Before allowing any calls, the prepaid card in the handset needs to be authenticated to validate that it is a card really issued by the "Network Operator", NO. This is achieved by matching a "certificate" associated to the number of units claimed by the prepaid card. The SIM and the prepaid card are both inserted in the handset. The SIM is initially programmed with a function F that is the same as the function F in the prepaid card. To verify the certificate, the SIM recomputes the key number Kn. This is done using a diversification key Kd and another secret function G.

\[ Kn = G (\text{Ser.nb}, Kd) \]

In the prepaid card, the certificate is computed by the prepaid card from the number of units left, Xunits, using a formula involving the secret function or algorithm F, which is the same as the function F in the SIM, and a secret key Kn, which is stored in the prepaid card:

\[ \text{Cert} = F (\text{Xunits}, \text{Kn}) \]

The secret key Kn in the prepaid card is unique for each individual prepaid card.

The handset or SIM causes certain data to be read from the prepaid card to the SIM, namely Xunits, Ser.nb, and Cert1.

The SIM then computes

\[ Kn = G (\text{Ser.nb}, Kd) \]

and using that calculated Kn, then calculates

\[ \text{Cert} = F (\text{Xunits}, \text{Kn}) \]
A comparison is made, and if Cert = Cert1, then the prepaid card is authenticated. If the prepaid card authentication fails, the SIM stays in the FDN mode, and calls remain restricted to the FDN list. If the authentication is successful, the SIM automatically turns off the FDN mode or to a non-restricted mode to offer full network access either for outgoing or for incoming calls.

During the initialization of the call, it is prudent for the SIM to generate a random number to the prepaid card. The certificate generated in the prepaid card is a function that includes the random number, Rdn, i.e.:

\[ \text{Cert} = F(\text{Xunits}, \text{Kn}, \text{Rdn}) \]

Similarly, in the SIM, the calculation of the certificate also includes that random number so that the SIM after computing Kn, then calculates

\[ \text{Cert} = F(\text{Xunits}, \text{Kn}, \text{Rdn}) \]

This avoids the possibility of tampering with the first unit with a prepaid card.

An alternative approach might be to not include the random number in the first calculation, i.e. in the initialization, but to make the first time period until the prepaid card is decremented very short, i.e. a second or two, and then after that initial short time, to decrement the prepaid card one unit, the decrementation of the card being performed with a random number.

The decrementation of prepaid units during calls involves an exchange between the SIM and prepaid card. Every time a call is placed, the handset starts measuring time using its internal clock, and uses a table stored in the SIM to convert an amount of time into a number of units to decrement. Then, when units have been "decremented in the prepaid card", the process is as follows.
The handset has a SIM with F, Kd, G, random number generator.

The prepaid card in the handset has, Xunits, Ser.nb, F, and Kn.

The handset causes the number of prepaid units remaining in the prepaid card to be passed to the SIM, i.e. Xunits is read into the SIM. The handset asks the SIM to generate a random number Rdn. The SIM generates the random number, Rdn, as a parameter to ensure security, and to avoid someone trying to replay the same sequence. The random number is sent from the SIM to the prepaid card, and a pulse or other signal is sent to the prepaid card to decrement at least one unit, for example n units. In the prepaid card, n units are decremented, so that

\[
X_{\text{left}} = X_{\text{units}} - n.
\]

The prepaid card then computes a new certificate, or result, which is based upon the function F

\[
\text{Result} = F(X_{\text{left}}, Rdn, Kn)
\]

This is a new certificate, except that the Result includes as a variable the random number just received. The handset then sends back to the SIM the Result and the remaining number of units in the card. The SIM then recomputes the Result to verify that the units have been decremented:

\[
\text{Result} = F((X\text{unit} - n), Rdn, Kn)
\]

The Kn, it should be noted, at the SIM is previously computed from the formula \( Kn = G(Ser.nb, Kd) \).

If the result computed by the SIM matches the one from the prepaid card, it verifies that units have really been decremented. Thus, the SIM continues to operate normally. If the results as calculated in the SIM, and as received from the prepayment card are different, then the SIM turns back to the FDN mode and restricts the cellular phone to the FDN list.
This decrement process continues during the call until either the call is terminated, or there are no more units left in the prepaid card.

At the end of each session, when the handset is turned off, the temporary "non-restricted" mode disappears; and at the next session "power on", the SIM will automatically start in the FDN mode. In other words, the telephone is in the restricted or FDN mode when power is first turned on. If the SIM and prepaid card authenticate that there are units in the prepaid card in the initialization of a step, the SIM switches to a non-restricted mode. The telephone remains in the non-restricted mode until there are no more units remaining in the prepaid card, which would usually be due to the certification not matching as each unit is decreased, or if the telephone is powered off and then is powered on.

Some characteristics of the different elements may be noted.

The number of units remaining Xunits in the prepaid card is a variable.

The serial number, Ser.nb, in the card is a fixed number. It is unique to each card. Typically, it is 20 characters in length. The function F in both the prepaid card and the SIM are the same function. It is a coding algorithm and for example of the DES type. DES is a commonly used sophisticated algorithm developed by the U.S. National Bureau of Standards for encrypting and decrypting data. There is the encryptions standard DES, which uses a key. This or any type of convenient or conventional encryption system may be used.

The key number Kn is a fixed number in the prepaid card, and is the key to the function F. It is unique to each card and includes within it at least one character which identifies
each network operator. This permits cards of one network operator to be used only in its network.

In the SIM, the secret function G is a fixed algorithm and as the F secret function may be DSQ or any other convenient or conventional type. The diversification key Kd for the secret function G, is the same for all SIMs of that network operator, typically, 16 characters. The Kn is calculated by the SIM from G (Ser.nb, Kd).

Turning now to Fig. 2, there is shown the contacts 14 connected by a bus 24 to the integrated circuit 16. The bus 24 comes into a switch 26 which is operated by a microprocessor 28. The serial number of the card or integrated circuit is stored in serial number register 30. The number of units remaining in the card is stored in a prepaid number of units remaining register 32. The serial number register and prepaid number of units remaining register are shown connected by buses 34 and 36 to the switch 26. This is to indicate that the serial number and number of units remaining may be interrogated from outside the card through the contacts 14. Importantly, the actual arrangement of the switch, microprocessor, and the registers as now described may all be in a single portion of the microprocessor depending upon circuit design.

The algorithm or function F is stored in a function register 35, and the key number Kn is stored in a key number register 37. As shown in the drawing, these are connected by buses 38 and 40, respectively, to the microprocessor 28, which in turn is connected to the switch 26. The purpose here is to ensure that the function F and key number Kn are invisible at the contacts 14 and cannot in normal use and operation of the prepaid card be read out at the contacts 14.

The certificate is calculated in the microprocessor 28 and may be stored in a certificate register 42. The certificate is
passed to the contacts 14 in reply to an interrogation, and under control of the switch and microprocessor.

The random number Rdn received from the SIM, may be stored in a random number register 46 shown connected to the microprocessor by bus 48. The recalculated certificate with the random number may be stored in the certificate register 42, and is transferred as needed to the contacts 14.

With regard to the various elements shown in Fig. 2 as being on the integrated circuit, it will be appreciated that the switch, microprocessor, and several registers may be all contained within a single chip. Also the element may not be allocated to unique space within the IC memory, for example, the various numbers in the registers may be moved around under the control of the microprocessor. This would be in accordance with the design of the particular IC chip.

The important point is that the serial number, number of prepaid units remaining, and certificate can be read from outside the prepaid card through the contacts 14. The function F and the key number Kn can normally not be interrogated from the contacts 14. Supervisory controls, not shown, may be included in the integrated circuit to permit such an interrogation based upon a higher level of security than what is shown.

The serial number, function, and key number may be written into the integrated circuit at time of manufacture, or subsequent to manufacture. Any convenient or conventional type of circuit and method for the entry of such data may be used.

Turning now to Fig. 3, there is shown the SIM arranged on smart card 8 with the contacts 18 and an integrated circuit 20.

The contacts 18 are connected by a bus 54 to the a switch 56 and the switch is connected to a microprocessor 58.
A serial number register 60, a prepaid number of units remaining register 62, and a certificate register 64, are connected to a switch 56 by buses 66, 68 and 70, respectively, and receive and store the serial number, remaining number of prepaid units, and certificate number as received from the prepaid card through the contacts 18 and the switch 56, and under the control of a microprocessor 58. The switch 56 and the microprocessor 58 may be one and the same unit, although the microprocessor controls the switching function.

The function or algorithm F is stored in a F function register 72; the G function or algorithm is stored in a G function register 74; and the diversification key Kd is stored in a diversification key register 76. These three registers are shown connected by buses 78, 80 and 82, respectively to the microprocessor only because they cannot normally be read out from the SIM at the contacts 18. The key number Kn is computed by the SIM as a function of the G function operating on the serial number and the diversification key, and the key number is stored in a key number register 84. A random number generator 85, generates a random number, Rnd on a bus 87 connected to microprocessor 58. The microprocessor then calculates a certificate from the key number stored in the register 84, the F function stored in the F function register 72, the serial number in register 60; and number of units remaining in register 62. The calculated certificate is then stored in a register 86.

Comparison between the certificate calculated by the SIM in register 86 and the certificate received from the prepaid card in register 64 is performed in the microprocessor 58. Alternatively, it could be performed in a separate counter (not shown).
Tariff data as received from the network operator is stored in a memory 88 connected to the microprocessor 58 by a bus 90. The data comes via the handset antenna 11 and is downloaded through the contacts 18.

An alternative to countdown with the clock is to use pulses received from the network. In such an arrangement, during the course of a conversation, a pulse or other signal representative of unit of cost, is transmitted from the network to the telephone; and in accordance with those received pulses, the prepaid units are removed from the prepaid card. In the GSM 11.11 standard, this is sometimes referred to as the "E parameter". It has seven variables, and is called an advice of charge protocol, AOC.

A clock 92 and power supply 94 is shown in Fig. 3 as being on the SIM chip. This is used for calculation of costs for a call made, and for generating with the microprocessor a signal or pulse to the prepaid card for decrementing the number of units remaining in the prepaid card register 32 in Fig. 2.

It should be understood that the clock 92 and the power supply 94 may be contained off the SIM and may be included in the handset. This is shown by the dotted line 96. Also, the SIM 8 need not be on a smart card, but may be permanently attached in the handset.

Typically, the two functions F and G and the diversification key Kd will be entered in the SIMs integrated circuit during manufacture. However, depending upon the manufacturing technique and the preferences of network operators, some or all of those items may be entered at a later stage of manufacture, e.g. after the IC is tested, and before insertion in the card, or after insertion in the card, or after the card has been inserted in the network. Suitable security checks will be needed to install the two functions and
particularly the diversification key so that it cannot be read from the registers.

As used in this application, the contacts 14 and 18 are described as physical contacts on a surface of the card and in one embodiment are in accordance with the ISO standard. An alternative type of contact is that of a loop in which there is not a touching electrical contact with corresponding contacts inside the handset, but the contact is made electromagnetically through a coil in the card and in the handset. As the nature of contacts may develop over the life of this patent, the term contact as used herein and in the claims, covers all types of contacts which may be used to establish a connection, i.e. a transfer of data between the integrated circuit on the prepaid card, and the handset, and the integrated circuit in the SIM.

The present invention has been described with particular reference to a wireless or cellular telephone. The method, apparatus, integrated circuits and prepaid cards and SIMs of the invention are not so limited and may find other applications; for example, in subscriber pay-television, remote vending, electronic purse, reloading a pre-paid smart card.

Fig. 4 shows a cellular telephone handset 2 having a slot 4′ to receive a removable SIM card 6′, or to receive a removable prepaid card 8′. The SIM card and prepaid card meet the ISO standard cited above. It should be noted however, that one or both of the cards may be to the mini proposed ISO standard to other mechanical sizes. In operation, the cellular telephone 2 communicates through an antenna 11 with a cellular telephone network operator's station 12.

Fig. 5 is a highly schematic portrayal of the prepaid card 8′. The card has six or eight contacts 14 on one face, and an electronic circuit embedded in the card, which in current manufacture is a single integrated circuit 16′. The integrated
circuit is embedded in the card usually below the contact 14. According to the ISO standard, the card is 85 mm long, 54 mm wide, and 1 mm thick. The contacts 14 are eight in number or six as shown in Fig. 2, and occupy an overall area of not more than 2.62 mm x 9.32 mm. Each contact typically is not less than 1.7 x 2 mm. The contact area begins typically 10.5 mm from the left edge and 9 mm from the upper edge of the card. The integrated circuit 16' typically is 1 to 2 mm on each side, and a fraction of an mm thick.

Fig. 6 is a schematic view of the SIM card 6'. It is the same overall size and shape and with contacts 24' as the prepaid card 8. However, depending upon the internal circuitry in the handset, a contacts 24' on the SIM card 6' may be at a different location than on the prepaid card. There are provisions in the ISO standard for different locations of contacts. Alternatively, one set of contacts might be used in the handset, and the circuitry in the handset would decode whether it is a SIM card or a prepaid card. Slot 4' has the necessary connectors with contacts for making electrical connection to the contacts 14 and 24'.

On the first use of the handset, the SIM is inserted into the slot and an exchange between the SIM and the network operator is initiated. This follows the usual protocol but with some exceptions, e.g., an inquiry is made to the user if this SIM is to be operated prepaid only, or if it can be both prepaid and a regular subscriber. If prepaid only, a flag is set in the SIM card shown with legend 26'. If it is to be a regular subscriber, then the usual credit check is provided until the user is identified, and an account is opened for the user, in which case the prepaid only flag 26' is not set.

If prepaid only, the SIM card is then removed, and the prepaid card 8' is inserted into the slot 4'. As shown in Fig.
5, the contacts 14 are connected through a bus 28' to a switch 30 on the integrated circuit. The integrated circuit includes a serial number of the prepaid card. Typically each prepaid card has a different serial number, which is stored in a serial number register 32'. A value, or number of prepaid units, is stored in a prepaid number of units register 34. A PLMN register 36' stores a list of numbers which identifies the networks in which the prepaid card may be used. This is to insure that a prepaid card for which money has been paid to one telephone system is used on the appropriate system. A certificate number for the card, which is computed based on a secret key, a sequence number, the prepaid number of units and the card's serial number, is stored in a certificate number register 38'. Text strings to be displayed on the handset text area are stored in a text string's register 40'. The registers 32'-40' are connected to the switch 30'.

The word registers as used in the description includes a specific location in memory, and a floating position or variable position within memory. It depends to some extend upon the sophistication of the integrated circuit as to how the different items, e.g. serial number, prepaid number of units, text string, PLMN list, and certificate number are stored. It should be understood that the register includes the various embodiments of how numbers may be stored in an integrated circuit and does not require the physical presence of a dedicated portion of memory in which to store each number. One designer may wish to design the circuit that way, and another might choose a floating, or variable, or other approach. The important point is that register, as used herein, identifies that the numbers can be stored, retrieved, and as appropriate, modified.
When the prepaid card is first inserted in the slot 4', the handset reads out through contacts 14 and switch 30', the PLMN number in register 36', and then a comparison is made either in the handset, or the PLMN number is sent to the network operator for comparison. If the number does not belong to the network operator's authorized list, then a text is displayed on the handset or another signal is given to the user that the prepaid card is not for use on this network.

If the PLMN number is authorized, then the serial number from the register 32', the prepaid number of units from register 34', and the certificate number from register 36' and a sequence number (which in the embodiment of Fig. 5, e.g. is 1, but in the embodiment of Fig. 10 is a changing number, all as described as more fully below) are uploaded temporarily to the handset. The prepaid card is marked as "read" by the handset (e.g. a flag is set on the card), and the card is then removed and the SIM card reinserted. The handset reads the IMSI number from the SIM and concatenates the IMSI with the prepaid number of units, the certificate number, and the sequence number, and uploads it to the network operator 12. The network operator then compares the serial number, the prepaid number of units, and certificate number (or may recalculate the certificate number from the serial and prepaid number of units) with corresponding information, which was previously and independently provided to the network operator from the card manufacturer and stored in the network operator's computer.

The text string register 40' may contain text to be read by the user, and which may be uploaded to the handset to be displayed during the initialization of the card or after verification. The text string might be advertisements or promotional material, and might include a game or bonus or
prize, etc. For example, the prepaid card might contain a bonus, similar to the rub-off prize bonus cards that sometimes accompany goods. This might be for 5, or 10, or some addition number of prepaid units of air time. If the card is a "winner", then a display would be given to the user saying, "Congratulations!!! You have won 10 free units of air time." To use those bonus units, the prepaid card would include, for example, a second certificate number, and a second number of prepaid units, which might be stored respectively in registers 38' and 34'. If the user wished to use those units right away, he would leave the card inserted and initiate a procedure to transfer the units to the network operator, have them verified, and stored in the handset (temporarily to be subsequently transferred to the SIM), and the bonus units would then be canceled from the prepaid card. Alternatively, the user might submit his bonus units later in another handset with another SIM. The important point is that where there is value to be given for the bonus, whether it is for additional air time units on the network, or to be used in another system, e.g. in a public telephone system, or for purchasing in a vending machine, there is a corresponding certificate number, value, and if in a different system, a different system operator number, all of which must be on the card. As a further example of a bonus would be a message that says, "Take the card to the ABC company, who will give you a prize of a particular prize." The ABC Company would then have equipment for verifying the certificate number and the fact that the bonus was in that card. The ABC Company, upon giving the prize would cancel the certificate number, or cancel the bonus entry from the card, and from records at the ABC Company.

Referring now to Fig. 6, in the SIM card 6' the contacts 24 are connected through a bus 48 to the integrated circuit
which includes a switch 50, and a microprocessor 52. Signals
to and from the card go from the contacts through the switch 50
to the microprocessor 52. Alternatively (not shown in the
drawings), some signals might pass directly under control of
the microprocessor via the switch 50 to registers in the card.
Fig. 6 shows some structural elements in the SIM card which are
additional in the present invention, and does not show all of
those elements which are devoted to the routine GSM standard
SIM card.

When the SIM card is reinserted into the handset, any
difference between numbers in an accumulated call meter ACM
register 54 and an accumulated call meter max ACM MAX register
56 is calculated and stored in ACM MAX. ACM is reset to zero.
Then, the number of prepaid units taken from the prepaid card
and validated by the network operator is added to ACM MAX
register. ACM MAX defines the maximum number of units that ACM
is allowed to reach prior to shutting down a call.
Alternatively, if the ACM register and the ACM MAX register are
used only for prepaid calls, the ACM register might be a
continuous counter, i.e. never reset to zero, and the ACM MAX
register also would be a continuous counter, and, the validated
units would be added to ACM MAX. By setting ACM and ACM MAX,
the network operator increases the amount of air time a
customer is allowed to use and for which he has prepaid. The
handset compares ACM and ACM MAX at the beginning of each call,
and when each unit of air time is used. For a call to be
initiated and to continue, ACM MAX must be greater than ACM.

In some systems, these two numbers for the ACM register
and ACM MAX register may remain in the handset. If there were
previous remaining ACM MAX units, then the ACM MAX register is
updated. But, it should be noted, the updating is done by the
network operator.
The handset does a comparison between the ACM register's contents and the ACM MAX register's contents, and if the ACM MAX register is larger, then a call may be made and continue. The prepaid only flag 26' is set by the network operator over the air, when the SIM is first used, and may be changed later by the network operator if the SIM goes on subscription.

It is not essential that the ACM register be set to zero, or that the ACM MAX register contain only the number of remaining prepaid units. Both registers might contain a continuous counter, or partial continuous counter, containing previous units expended. The exact details of when to reset the ACM register to zero and the ACM MAX register to the remaining units to be used, is a choice for the systems operator.

In a preferred embodiment of the present invention the instruction from the network operator to the handset and SIM to update the ACM register and the ACM MAX register passes over the short message service center SMSC, which is sometimes called the paging channel, and is encrypted. It is essential that this update message be encrypted, to avoid fraud on the system.

Fig. 7 is a schematic diagram of a portion of the network operator's computer. Added to the network operator's computer is a prepaid card data base 60' and additional elements in a supervisory control module 62. The data base 60' and control module 62' cooperate with other elements of the network operator's central office and which includes an O.T.A. platform 64' and a short message service center 66'. The various elements are shown schematically in a network operator's central office 70' having an antenna 72' and a switch 74'.

When the prepaid cards are manufactured (typically in lots of 100,000), a floppy disk or other memory which contains the
serial number of each card, the number of units on each card, and the certificate number of each card is sent to the network operator's central office, where it is entered on the card database 60'. When the prepaid card is presented in the telephone handset, it must be validated and the card's serial number from register 32', the prepaid number of units in register 34' and the certificate number in register 38', and sequence number, and the IMSI of the SIM card are uploaded to the network operator 70' and a comparison is made with the corresponding data for that card, which has been entered in the central office card database 60'.

If there is a match with the card and the database, then an executable short message request is sent to the short message service center 66' via the O.T.A. platform 64'. The executable short message contains instructions to increase ACM MAX register 56 by the number of units taken from the prepaid card, and set ACM register 54' to zero, or as described above. The executable message also may contain a text string for display of a short message. This could read, e.g. "The value of $20.00 has been accepted by the network." This executable message could also be returned via a USSD to the attention of the IMSI.

A record of use for that particular card is made. E.g. the serial number and/or certificate number of the card which has just been read is marked as "read" in the card data base 60', thus making it impossible to use its certificate number again. Preferably the records marked as "read" will be deleted from the card data base during the next new data load, or at any other convenient or conventional time.

The SIM card 6' receives the executable short message and updates its ACM MAX register 56 (by the number of new units
plus the difference between old units in ACM and ACM MAX), and resets ACM register 54 to zero.

To minimize fraud on the system, there is included in the supervisory control module 62' for each SIM which has prepaid units, an ACM register 75 and an ACM MAX register 76'. There are two such registers 75 and 76' for each SIM on the system having prepaid cards. The ACM and ACM MAX registers 75 and 76' have duplicate information as to what is in the corresponding ACM and ACM MAX registers of the corresponding SIMS.

At the beginning of each call, if that SIM is to operate on prepaid only, the supervisory module 62' validates that the presence of units in the ACM MAX register 76' for that card is greater than the units in ACM register 75 for said card. If validated, the call is set up, and the network provides a start time to the supervisory control module 62. As the call progresses, the supervisory control module increases (or decreases depending upon how the system operates) the number in the ACM register 75. For each time unit, a comparison is made with the number in the ACM MAX register 76'. Substantially simultaneously, but independently, as the call progresses, the ACM register 54 is increased (decreased if the system operates that way) in the SIM card 6'. If the call progresses beyond either the number of units provided by ACM MAX register 56 as monitored by the handset; or as monitored on the supervisory control module 62', 75 and 76', then the call is interrupted. If first detected on the handset, then the handset notifies the network that the call is becoming invalid, and that there are no more prepaid units, or credit. If first detected on the supervisory control module, a similar signal is generated. The network, depending upon the choice of the network operator, would discontinue the call, but might send a notice or warning signal to the user, one or two units before expiration, that a
new card needs to be inserted, and that only one or two units remain. The call might be transferred to an operator, or to a robotic voice advising that additional units need to be inserted, or a different payment substituted. The important point is that both the handset and the supervisory control module independently keep track of the call as it progresses.

At the end of the call, or at other times, the ACM and ACM MAX register in the SIM card can be compared with the values in the ACM and ACM MAX registers 75 and 76’ for that SIM card in the supervisory control module.

In an alternative embodiment, the central office does not continuously monitor remaining value in the card, but only the beginning and end of a call. This leaves in the central office and the supervisory control module the number of units or air time remaining. Here, when the number of units or air time remaining is exceeded, i.e. the ACM = ACM MAX on the SIM card, then the handset sends a signal to the central office to interrupt the call. The fact that the call is interrupted may also be recorded on the supervisory control module 62’.

To perpetrate a continuous fraud on the network the service control module 62’ would have to be tampered with, which is outside the reach of most perpetrators. As an alternative, calls need not be monitored from the central office supervisory control module for each unit of call, but might be for every several units of calls, or for a given period of time. Thus, a user might get a short "free" use of the phone, but not any subsequent calls after the number of prepaid units have been exhausted.

An aspect of applicant's invention is to download from the supervisory control module 62’ to the ACM and ACM MAX registers of the SIM card through the short message service center 66’ an
executable short message, which is an encrypted and secure
transmission channel.

Fig. 8 is a flow chart illustrating one embodiment of
validation of a prepaid card, and entry of validated prepaid
units in the SIM card and in the supervisory control module.
As shown in block 80', the SIM card, if in the handset, is
removed, then the prepaid card is inserted. The handset
interrogates the prepaid card and determines if one of the PLMN
numbers read from the PLMN register 36' in the card matches the
PLMN number of the network in which the handset is operating.
If there is no match, then a display on the handset indicates
to the user that the card is for another network. The message
may be displayed visually or by voice. If the PLMN number does
match, then the handset interrogates the prepaid card as shown
in block 84' if there are prepaid units in register 34' of the
card. If there are none, then the display indicates that the
card has been used up or that no units are available. If there
are, the validation proceeds, a flag is set in the prepaid card
that the units are used, and the serial number, prepaid number
of units and the certification and sequence number are read out
of the card, uploaded from the card to the handset, as shown in
block 86. There may be at this point a display on the handset
to say, "remove prepaid card, & reinsert SIM card" and then,
"Please wait. Your card is being uploaded," or other message.

After the SIM is reinserted 87', the handset then uploads as
shown in block 88' to the network operator 70' information
about the prepaid card and the SIM card particularly the IMSI
of the SIM. As noted, this may either be an anonymous IMSI
where the cellular phone is to be used only with prepaid cards,
or may be a regular subscription IMSI. Also sent to the
network operator is the certificate number of the prepaid card,
the sequence number, and the number of units in the prepaid
card which are to be used. The central office then compares the certificate number and the number of units with the certificate number and the number of units for that card in the card data base 60'. As shown in block 90', the central office compares the certificate number and the number of units in the card, and determines whether it agrees with the certificate number and number of units for that card in the card data base 60'. If there is no agreement, then a signal 91' is sent back to the handset, which causes a message to appear on the display that the card cannot be validated. If there is an agreement in step 90', then two events occur. First is in the network operator, and is shown in block 92'. Here, the number of the card, which has just been validated, its certification number and perhaps the number of units for this card, are erased from the card data base 60'. Second, in the supervisory control module, the ACM register 74' corresponding to this card is set to zero, and the ACM MAX register for this card 76' is increased by the number of units taken from the card set to the number of units taken from the card and the previous remainder between ACM MAX and ACM. The second event is the downloading via the executable short message to the SIM, which is shown here with block 94'. The display then gives a message that the card has been validated. In the SIM card, the ACM register 54 is set to zero, and the ACM MAX register now has the number of units that have been removed from the prepaid card plus any remainder from before.

Fig. 9 is a flow chart showing a call approval routine for calls from a cellular telephone, which has validated prepaid units stored in the SIM card 6', and corresponding prepaid validated units registered in the central office supervisory control module 62'. A call originates as shown in block 100. An interrogation is made in the handset as shown on
interrogation block 102, is the prepaid only flag 26' in the
SIM card set? If there is no flag, then the call proceeds as a
normal subscription, or there is limited access, e.g. 911, to
an operator as shown in box 104. If yes, then the handset
proceeds to interrogation as shown in box 106 to determine if
there prepaid value, and a comparison is made between the
contents of the ACM Reg 54 and ACM MAX Reg 56. If there is no
value remaining, then a message is sent to the supervisory
control module, and a display to the user. If there is value
left, then the call is initiated 108.

An inquiry is made to the supervisory control module 62'
as shown in question box 110 where a comparison is made between
the ACM register 74' and the ACM MAX register 76' for this SIM
card. If the ACM MAX is greater than ACM, then the call
proceeds as shown in box 111. A clock 112 times the call.
This clock may be operated from the network operator or located
in the handset. As each unit of air time is used, the ACM 54
register in the SIM card in the handset, and the ACM 74
register in the supervisory control module is increased. This
is shown by blocks 114 and 116. The comparison is repeated,
shown at 110A, an 110B, as the call continues. As each unit
expires, a comparison is made and if ACM is less than ACM MAX,
then the call continues, as shown in block 111. When the ACM
reaches the ACM MAX, whether it is in the handset or in the
network operator's office, a signal is sent to interrupt the
call as shown in block 118. Alternatively, the loops are
interrupted, when the user completes the call. At that time,
there may be a handshake between the ACM and the ACM MAX
registers in the SIM card with the corresponding registers in
the security control module. In the event of a discrepancy
(defined here as a difference of more than one unit), there is
a report generated to the network operator. For handling
fractional seconds, a protocol should be worked out with the network operator as to which counter would take precedence. The two ACM's and two ACM MAX's should at all times agree.

If the call continues, when ACM = ACM MAX, there is an interruption in the call. A display may also be made on the handset. At the end of a call, the remaining value, i.e. the difference between ACM and ACM MAX, may also be displayed on the handset. A similar display may be made at the time the handset is powered up.

Fig. 10 is a schematic drawing of a prepaid card showing an alternative embodiment of a prepaid card in which some, but not all of the prepaid units may be transferred from the prepaid card to the SIM and the network operator's supervisory control module.

In Fig. 10, as with elements in Fig. 5, the card 8' has the contacts 14, and the bus 28' connected to the switch 30'. In addition to the serial number register 32', prepaid number of units register 34', PLMN register 36', certificate number register 38', and text string register 40', there is a sequence number register 46, and a microprocessor 128, which communicates with the switch 30'. A sequence number is held in the sequence register 46. When a card is first shipped, the register is set to "1". The certificate is calculated with the sequence number of "1". When the card is used the first time, the sequence number goes to the next number, e.g. "2", and a new certificate is calculated. This continues, each time a new certificate is calculated, until all of the prepaid units are used. For cards, such as those shown in Fig. 5, which cannot be partially used, i.e. all of the units must be taken out at one time, there is no sequence number register, and for encryption the sequence number is e.g. "1". It will be appreciated that another number than "1" might start the
sequence, and the number "1" is used for purposes of illustration only; also, the sequence might be a multiple string of numbers.

The switch 30' and microprocessor 128 can be combined on the integrated circuit. Some or all of the functions performed by the switch might be performed internally in the microprocessor.

In Fig. 10 some but not all of the prepaid number of units may be transferred to the SIM ACM MAX register 56 and the card data base supervisory control module ACM MAX register 76', while calculating and leaving a certificate number in the card 8' and a reduced number of prepaid units in the prepaid unit register 34'.

Prepaid card 8' has information which is readable outside of the prepaid card, namely the number of units remaining in the card and the serial number of the card. Invisible in the card, i.e. it cannot be taken out of the card, is a functional algorithm F shown in a function register 135 and a key for that algorithm Kn, shown in register 137. When the card is originally manufactured and shipped, the certificate number for the card, the prepaid number of units, the card number, a key, and sequence number are transmitted to the network operator. When the card is first placed into use, it is verified. At that point, a question is put to the user as to the number of units to be added to ACM MAX registers. If the user takes less than all of the prepaid number of units in register 34, then that number of units selected is placed in ACM MAX registers. The prepaid card 8' in its microprocessor 128, recalculates a new certificate number using the algorithm F and the key number Kn and sequence number Seq. Nb. The new certificate Cert1 is then stored in the certificate no. register 38' and the sequence number is increased by one. An independent
calculation may be made in the supervisory control module 62' and placed in the card data base 60'. There is a handshake or verification of the Cert1 # as it appears in the prepaid card 8' and in the updated card data base 60'. The card data base contains not only the new certificate number Cert1 but also the number of remaining prepaid units for this card. The new certificate number and number of units remaining, of course, is transmitted over an encrypted and secure transmission. Variations might include calculating new certificate number Cert1 only in the card, and then copying to the supervisory control module and card data base.

In summary, for this embodiment the user has the option to transfer only a portion of the prepaid units to the SIM. The card calculates a new certificate number using, the number of units, the function F and key number Kn and sequence number Seq. Nb. The new certificate Cert1 is concatenated with the IMSI of the SIM and sent to the network operator.

When a card in this embodiment is used, the supervisory control module for such prepaid card does not need to store the certificate numbers. It calculates the certificate number by having the card serial number, the number of units uploaded, the sequence number, and the key Kn. The supervisory control module has the algorithm. This provides an extra level of security in that there may be a parallel and independent calculation of each new certificate number for the remaining value for the prepaid cards.

In this embodiment, when a card having only a portion of the units used, is presented to use the remaining number of units, then the network operator first searches the card data base for the original certificate number. If this is not found, the card data base does a reverse calculation of certificate numbers to determine if a valid Cert1 has been
entered. Alternatively, it might go directly to a database of Cert1 numbers.

Another aspect is when a SIM card is in a subscription mode, i.e. the prepaid only flag 26' is not set, a prepaid card may still be used. For example, if a person borrows another's cellular telephone, then the borrower may use his prepaid card to pay for some, all, or more of his telephone call. The borrower could insert into the handset a prepaid card, with for example a $5 value. This prepaid card, for example of the type shown in Fig. 5, would then be read and uploaded through the handset to the network operator's central office where the supervisory control module would interrogate the card database. The card after validation would then transfer the value of that card to the lender's subscriber's accounts, i.e. the SIM subscription for a credit. This would appear on the bill of the subscriber.

A second example is a promotional prepaid card sent to a person having a regular subscription. The card would be inserted into the handset for which the SIM operates in a subscription mode. The prepaid card would be uploaded through the handset, and validated. The card would be marked "USED", or a flag would be set that the card has been used. And, the subscriber would have a credit to his subscription account, or telephone bill, for the amount of the prepaid card.

It will be apparent, therefore, that the illustrative embodiments described are only examples and that various modifications can be made in the construction, method and arrangement within the scope of the invention as defined in the appended claims.
Claims:

1. A method for enabling service from a wireless telephone having a SIM and a prepaid card in the telephone comprising the steps of:

   (a) calculating in the card a certificate as a function of
   (i) number of prepaid units remaining in the card,
   (ii) serial number in the card, and
   (iii) a key number in the card;

   (b) transferring from the card to the SIM
   (i) said number of prepaid units remaining in the card, and
   (ii) the card's serial number;

   (c) calculating in the SIM a number which should be the same as the card key number based on said transferred number of prepaid units remaining in the card and said card serial number;

   (d) calculating in the SIM a certificate as a function of said transferred number of prepaid units remaining in the card and said calculated number which should be the same as said key number in the card;

   (e) comparing said calculated certificates from said card and from said SIM; and

   (f) if coincident in said comparison then enabling said telephone in said network.

2. The method of claim 1, wherein said calculations of said certificates in said card in step (a) and in said SIM in step (d) use the same algorithm.

3. The method of claim 1, wherein said calculation in step (c) of said number which should be the same as said card key number, uses a diversification key which is the same in a plurality of wireless telephones serviced by one network operator.
4. The method of claim 1 or 3, wherein said key number comprises a first sequence which is unique for each card, and a second sequence which is common to a plurality of cards and unique for each network operator.

5. The method of claim 1 or 2, wherein one of said calculations of said certificates and said calculation of said key number which should be the same as the card key number employ different algorithms.

6. The method of claim 1, further comprising the steps of

(g) storing rate information in the telephone;

(h) measuring time usage after said telephone is enabled in the network and said telephone is placed in use for measuring time said telephone is in such use; and

(i) decreasing the number of remaining prepaid units in said card in accordance with the rate information and said time usage of the telephone.

7. The method of claim 6, wherein said decreasing step generates a periodic signal, with a period of said periodic signals corresponding to a prepaid unit, and said period is a function of said telephone rate information stored in said telephone, and a function of a type of service selected by a user of the telephone.

8. The method of claim 1 wherein said SIM generates a random number, transferring said random number to said prepaid card, and wherein said certificates calculated in said card and in said SIM each include as a function thereof said random number.

9. The method of claim 6, wherein said storing is in said SIM, and further comprising the step of modifying said rate information in said SIM by incoming wireless transmission from said network.
10. The method of claim 1, wherein said enabling signal changes said telephone from a restricted mode of use to a less restricted mode of use.

11. The method of claim 6 or 7 comprising in said decreasing the number of remaining prepaid units in said card further comprises steps of

(j) generating a random number in said SIM;

(k) transferring said random number to said card;

(l) recalculating said certificate in said card as a function of

number of units now remaining in the card, said serial number of the card, said key number of the card, and said random number;

(m) recalculating a certificate in said SIM as a function of

said number of units now remaining in the card, said serial number of the card, said key number of the card, and said random number;

(n) comparing said recalculated certificates and if non-coincidence then

(o) disabling said telephone from said network.

12. The method of claim 11, comprising the steps of repeating said steps (j) - (n) for each unit decreased from said card.

13. The method of claim 11, wherein said recalculating in said SIM comprises two sub-steps,

first generating in the SIM a card key number based on said transferred number of units remaining in the card and the serial number of the card which generated number should be the same as the key number in the card, and
second calculating in the SIM from said just generated
card key number, and from said random number, and from said
number of units now remaining in the card, said recalculated
certificate.

14. An apparatus for enabling service from a wireless
telephone having a SIM and a prepaid card in said telephone
comprising:

(a) means for calculating in the card a certificate as a
function of

10 (i) number of prepaid units remaining in the card,
(ii) serial number in the card, and
(iii) a key number in the card;

(b) means for transferring from the card to the SIM
(i) said number of prepaid units remaining in the card, and
15 (ii) the card's serial number;

(c) means for calculating in the SIM a number which
should be the same as the card key number based on said
transferred number of prepaid units remaining in the card and
said card serial number; and

20 (d) for calculating in the SIM a certificate as a
function of said transferred number of prepaid units remaining
in the card and said calculated number which should be the same
as said key number in the card

(e) means for comparing said calculated certificates from
25 said card and from said SIM, and if coincident in said
comparison then enabling said telephone in said network.

15. The apparatus of claim 14, wherein said means for
calculations of said certificates in said card and in said SIM
use the same algorithm.

30. 16. The apparatus of claim 15, wherein said means for
calculation of said number which should be the same as said
card key number comprises a diversification key which is the
same in a plurality of wireless telephones serviced by one network operator.

17. The apparatus of claim 14 or 16, wherein said key number comprises a first sequence which is unique for each card, and a second sequence which is common to a plurality of said cards and unique for each network operator.

18. The apparatus of claim 14, further comprising means for storing rate information in the telephone, means for timing said telephone when in use, and means for decreasing the number of remaining prepaid units in said card after said telephone is enabled in the network and said telephone is in use, in accordance with the stored rate information, and time duration of telephone use.

19. The apparatus of claim 14, further comprising means for storing rate information in the telephone, means for generating a periodic signal, wherein a period of said periodic signals corresponds to one of said prepaid units, and said period is a function of said telephone rate information stored in said telephone and time duration of usage of said telephone when enabled, and new line means for decreasing the number of remaining prepaid units in said card in accordance with said pulses.

20. The apparatus of claim 18 or 19, comprising means for modifying said stored rate information upon receipt of incoming wireless transmission of rate information from said network.

21. The apparatus of claim 18 or 20 comprising
   (a) means for generating a random number in said SIM;
   (b) means for transferring said random number to said card;

said means for calculating in said card including means for recalculating said certificate in said card as a function of
number of units now remaining in the card,
said serial number of the card,
said key number of the card, and
said random number;

(d) said means for calculating a certificate in said SIM
including means for recalculating a certificate as a function of
said number of units now remaining in the card,
said serial number of the card,
said calculated key number of the card, and
said random number;

(e) said means for comparing including means for comparing
said recalculated certificates and if non-coincidence then
disabling said telephone from said network.

22. A smart card, which in normal use in a network allows
the transfer of goods/services to a user of the card from a
network operator by subtracting prepaid units of value stored in
said card in exchange for said goods/services comprising a card-

eshaped carrier having a terminal and an integrated circuit
embedded in said carrier and connected to said terminal; said
integrated circuit comprising

a serial number register for storing a serial number unique
to each card,
a prepaid units register for storing a number of units of
prepaid value,
a switch responsive to interrogation at said terminal to
write to said terminal said serial number in said serial number
register, and to write to said terminal said number of prepaid
units remaining in said units register,
a key number register storing a key number, which has a first
portion unique for each card, and a second portion which is common
to a plurality of cards, and which is unique for a
network operator, said key number in normal use of said card not being readable at said terminal,

an algorithm stored in said card, said algorithm in normal use of said card not being readable in said terminal,

a microprocessor for calculating a certificate in accordance with said algorithm as a function of said key number and the number in said prepaid register, and said certificate being readable at said terminal.

23. A smart card, which in normal use in a network allows the transfer of goods/services to a user of the card from a network operator by subtracting prepaid units of value stored in said card in exchange for said goods/services comprising a card-shaped carrier having a terminal, and an integrated circuit embedded in said carrier and connected to said terminal;

said integrated circuit comprising

a serial number register for storing a serial number unique to each card, and which number in said register in response to interrogations at said terminal being readable at said terminal,

a prepaid units register for storing a number of units of prepaid value, and which number in said units register, in response to interrogations at said terminal being readable at said terminal,

a key number register storing a key number, which has a first portion unique for each card, and a second portion which is common to a plurality of cards, and which is unique for a network operator, said key number in normal use of said card not being readable at said terminal,

an algorithm stored in said card, said algorithm in normal use in said card not being readable in said terminal,
a microprocessor for calculating a certificate in accordance with said algorithm as a function of said key number and the number in said prepaid register, and said certificate being readable at said terminal.

24. A subscriber identification module for operating with prepaid cards and with a network that provides goods/services via said network comprising an integrated circuit having,

(a) an input for receiving from one prepaid card

(i) a serial number of said card,

(ii) a number of prepaid units remaining in said card, and

(iii) a certificate compiled by said card from its serial number, card key number, algorithm, and number of prepaid units remaining in said card;

(b) a diversification key which is the same for a plurality of modules of a network;

(c) first and second algorithms;

(d) a microprocessor for calculating

(i) a card key number with said first algorithm as a function of said diversification key, and said receive serial number of said card, and where said calculated card key number should be the same as said key number in said card; and

(ii) calculating a certificate with said second algorithm as a function of said calculated card key number, and said receive number of prepaid units remaining in said card; and

(iii) comparing said calculated certificate with said received certificate, and

(iv) if coincidence, generating an enable signal whereby goods/services are provided in accordance with said generated enable signal.
25. The module according to claim 24 further comprising
   (a) a clock input;
   (b) a register for receiving and storing time/tariff rates of the goods/services provided via the network;
   (c) an output for sending signals to said prepaid card;
   (d) said microprocessor calculating cost of a unit of goods/services as a function of
   (i) time elapsed via said clock input, and
   (ii) the rates stored in said register, and
   (e) in accordance with said calculations generating a signal on said output, representing consumption of a prepaid unit,
   whereby said output signal decreases the number of prepaid units in said card.

26. The module according to claim 24, wherein said diversification key is the same for a plurality of modules and is unique to a network, and said card key comprises a portion which is unique for each card and another portion which is unique to a network.

27. A device according to any one of claims 14, 22, 23 or 24 wherein said SIM generates a random number and transfers said random to said prepaid card and said calculations of said certificates comprise said random number as an additional variable.

28. The apparatus according to claim 18, wherein said stored rate information is selected from the group consisting of a table look-up and a formula.

29. A method for prepaid cellular telephone calling with a prepaid card comprising the steps of
   (a) validating a number of prepaid units of a prepaid card;
(b) recording said number of validated prepaid units in a SIM, said SIM to be used in a cellular telephone, and also recording said number of validated prepaid units at a network operator;

(c) calculating the number of prepaid units as a call progresses at two separate locations with said calculations being done independently, one being associated with the SIM and the other in the network operator, and

(d) interrupting a call-in-progress, when either of the calculations shows no remaining prepaid units.

30. The method of claim 29, wherein said validation comprises

(i) determining if said prepaid card is for service with the network operator;

(ii) transmitting from said prepaid card to the network operator a number of units to be validated from said card and a certificate number of that card; and

(iii) comparing in the network operator said certificate number and said number of units transmitted from said card, with a certificate number and a number of units for said cards independently received by the network operator.

31. The method of claim 29, wherein said recording comprises

(i) having a first meter in said SIM and a first meter in said network operator, both of said first meters set to a predetermined number of units; and

(ii) setting a second meter in said SIM and second meter in said network operator to a number of units different from said number of units in said first meters each by an amount including said number of validated prepaid units.

32. The method of claim 31, wherein said calculating comprises
(i) increasing said number of units in both said first meters in accordance with air time usage of said telephone; and
(ii) comparing said number of units in said first and second meters in said SIM and comparing said number of units in said first and second units at said network operator.

33. A wireless telephone network comprising
(a) equipment for operating a wireless telephone network of wireless telephones according to a protocol,
(b) a card data base comprising information on a plurality of prepaid cards which are to be used in wireless telephones on the network, said data base comprising for each card to be used in the network
(i) a serial number of the card,
(ii) a number corresponding to units of prepaid telephone calls,
(iii) a certificate number which is a function of the card’s serial number and number of units,
(c) a supervisory control module for validating each card when first used on the network by comparing the card’s certificate number as received from a wireless telephone having the prepaid card therein, with the corresponding numbers for said card stored on the card data base,
(d) apparatus for
(i) downloading a message to said wireless telephone that units are transferred from said card to said telephone; and
(ii) for sending a signal to said data base that the number of units associated with said card number has been used, and is no longer available.

34. A mobile telephone handset comprising
(a) telephone circuitry to communicate with a wireless network operator in accordance with a protocol;
(b) a slot for receiving a removable SIM card;
(c) said slot also accepting and reading a removable prepaid card having
   (i) a serial number,
   (ii) a number corresponding to units of prepaid telephone time,
   (iii) a number corresponding to the network in which the card may be used, and
   (iv) a certificate number which is a function of the serial number and the number of units;
(d) said SIM card including a storage whose contents correspond to prepaid units remaining available to be used for calls, and a flag indicating if a telephone call is to be paid with said prepaid units.

35. A telephone handset in accordance with claim 34, wherein said flag indicates if the calls may only be placed against prepaid value, whereby for a call to be made either said flag must be set and there are validated prepaid units in the SIM, or said flag is not set and the SIM card and network operator accept the call is on a subscription basis.

36. A data disk for use in a mobile telephone network, which provides for prepaid cards on the network and in which a number corresponding to value of prepaid calls is stored on cards and transferred to telephone handsets operable on the network, said data disk comprising
   (a) identification numbers of each card with prepaid value which may be used on the network,
   (b) a number representing the value of prepaid calls stored on each card, and
(c) a signature of each card, said signature being a function of the card’s identification number and number of units; whereby said data disk being readable at the network operator and the data thereon being storable at said network operator for use in accepting and keeping records of said prepayments and calls placed against said prepayment.

37. The disk according to claim 36, wherein said signature further is a function of the network operator identification number.

38. A pre-paid chip card for use in a mobile telephone handset in a mobile telephone network, said card comprising an integrated circuit having

(a) a memory and stored therein

(i) a first number representing a serial number of the card;

(ii) a second number representing value of prepaid telephone calls to be made from a mobile telephone;

(iii) a third number representing a mobile telephone network in which said card may be used;

(iv) a fourth number representing a certificate, which is a function of said first and second numbers;

(v) a message string which is to be displayed on a mobile handset after said card is inserted in said mobile telephone handset;

(b) circuitry operable in response to signals from said handset for enabling said numbers from said memory to said handset when said card is inserted into said mobile telephone handset, and for enabling said message string to be displayed on said handset.

39. The card according to claim 38, wherein said signature is also a function of said third number.
40. The card according to claim 38, further comprising in said integrated circuit a microprocessor having an algorithm, a key, and a sequence number generator.

41. A method of operating a mobile telephone system with prepayment in which the system has

(a) a network operator,
(b) a plurality of handsets each with a removable SIM card,
(c) a plurality of prepaid cards each with prepaid units, and a certificate,

comprising the steps of

(a) removing the SIM card from the handset and replacing the SIM card with a prepaid card,
(b) entering from the prepaid card into the handset,
(i) a number of prepaid units and
(ii) the certificate number,
(c) transmitting from the handset to the network operator the number of prepaid units entered from the card and the certificate number entered from the card, and
(d) verifying at the network operator the validity of the number of units and the certificate received from the handset, and if correct, then transmitting to the handset a message for increasing in the SIM card an accumulated call meter max by the number by said number of units as verified by the network operator.

42. The method of claim 41, further comprising in step (b) after entering the units to the handset, then marking said prepaid card that said prepaid units have been used.

43. The method of claim 41 further comprising when a call is subsequently made using said SIM the steps of

(g) debiting an accumulated call meter in said SIM card for each unit of air time,
(h) comparing said accumulated call meter with said accumulated call meter max,

(i) permitting said call to continue as long as said ACM is less than ACM MAX, and signaling the network operator for interrupting said call when said ACM value is at ACM MAX,

whereby a call continues as long as credit remains between ACM and ACM MAX and charge for the call takes place within the SIM, and handset, without each unit of call being cleared back and forth with the network operator.

44. The method of claim 43, further comprising at a beginning and an end of each call transmitting from the handset to the network operator the number of units in ACM, and in ACM MAX, and storing said numbers at the network operator.

45. The method of claim 44, further comprising when a call is initiated verifying the ACM and ACM MAX number, of units in the SIM before permitting a call from that SIM to continue.
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