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Beschreibung
GEBIET DER ERFINDUNG

[0001] Die Erfindung betrifft im Allgemeinen eine
Datenkonfliktauflésung, bei welcher mehrere Teilneh-
mer um Zugriff auf ein Datennetzwerk ringen, und
insbesondere ein System und ein Verfahren zur Auf-
I6sung von Datenkollisionen.

ALLGEMEINER STAND DER TECHNIK

[0002] Injedem Netzwerk, in welchem mehrere Teil-
nehmer mit einem gemeinsam genutzten Kommuni-
kationskanal verbunden sind, gibt es typischerweise
ein Verfahren zum Aufldsen welcher Teilnehmer eine
Nutzung des Kanals erhalt, wenn es einen Konflikt
gibt. Wenn zwei oder mehr Teilnehmer gleichzeitig
versuchen, Daten in der gleichen Bandbreite zu tber-
tragen, kann eine Kollision auftreten, und Daten kon-
nen verloren gehen. Die verschiedenen Verfahren
zum Auflésen von Wettkdmpfen zwischen den Teil-
nehmern und zum Wiedererlangen von Datenkollisi-
onen werden oft Medium-Zugriffssteuerungs-(MAC,
Medium Access Control)-Protokolle genannt.

[0003] Eine Hauptkategorie von MAC-Protokollen
ist der Direktzugriffstyp. Diese Protokolle setzen Pa-
ketkonfliktverfahren ein, wie beispielsweise ALOHA
mit Zeitraster oder Mehrfachzugriff durch Tragerab-
tastung (CSMA, Carrier Sense Multiple Access), um
einen Kanalkonflikt zu behandeln. ALOHA mit Zeit-
raster reduziert die Anzahl an Datenkollisionen durch
Aufteilen des Kanals in Zeitschlitze und durch Verlan-
gen, dass Teilnehmer am Anfang jedes Schlitzes
Ubertragen. Kollisionen treten Systemen mit ALOHA
mit Zeitraster auf, wenn zwei oder mehr Teilnehmer
gleichzeitig an den gleichen Zeitschlitz bertragen.
CSMA reduziert Kollisionen, indem Teilnehmer zum
Uberwachen der Datenkanale veranlasst werden, um
festzustellen ob der Kanal belegt oder zur Ubertra-
gung verflgbar ist. Kollisionen treten bei CSMA auf,
wenn zwei oder mehr Teilnehmer gleichzeitig einen
freien Kanal bemerken und gleichzeitig Gbertragen.

[0004] Eine eigene Kategorie von MAC-Protokollen
ist der bedarfsorientierte Zuteilungstyp. Diese Proto-
kolle verwalten einen Netzwerkkonflikt durch Auftei-
len des Kanals in Belegungsschlitze und durch Ver-
langen, dass Teilnehmer einen Kanalschlitz zum
Ubertragen belegen. Anders als bei Direktzugriffspro-
tokollen wird Teilnehmern eines Systems mit bedarfs-
orientierter Zuteilung zugesichert, dass die Daten
ohne Kollision Ubertragen werden, wenn einmal eine
erfolgreiche Belegung erzeugt wurde. Bedarfsorien-
tierte Zuteilungskollisionen treten jedoch noch in der
Belegungsphase der Ubertragung auf, wenn zwei
oder mehr Teilnehmer gleichzeitig versuchen, Bele-
gungen in der gleichen Bandbreite zu erzeugen.

[0005] Wenn mehrere Teilnehmer mit einem ge-
meinsam genutzten Kommunikationskanal verbun-
den sind, sind Datenkollisionen ungeachtet einer Ver-
wendung eines Direktzugriffs- oder eines bedarfsori-
entierten Zuteilungsprotokolls eine feste Tatsache.
Um einen Datenverlust bei jedem Auftreten einer Kol-
lision zu vermeiden, verwenden MAC-Protokolle Kol-
lisionsauflésungs- oder Back-Off-Algorithmen, um
die kollidierten Daten aus der Kollision wiederzuer-
langen und zu bestimmen, wann sie erneut Ubertra-
gen werden sollen.

[0006] In der Technik gibt es drei allgemein bekann-
te Typen von Back-Off-Algorithmen. Der erste ist ein
Spaltungsalgorithmus, welcher auch als ein
Baum-Algorithmus bekannt ist. Der zweite Typ ist ein
adaptiver p-Persistenz-Algorithmus, und der dritte ist
ein Back-Off-Algorithmus mit sukzessiver Verdopp-
lung (BEB). Jeder Algorithmus unternimmt einen un-
terschiedlichen Ansatz, um zu bestimmen, wann Da-
ten erneut Ubertragen werden sollen, welche zuvor
kollidiert sind.

[0007] Es existiert keine einzelne Richtschnur, um
zu bestimmen, welche der drei Kategorien von
Back-Off-Algorithmen die beste ist. Eine Richtschnur
des Leistungsvermoégens ist der Durchsatz. Im Allge-
meinen ist der Durchsatz die Datenmenge, welche
von einem Teilnehmer zu einem anderen Teilnehmer
in einer festgelegten Zeitspanne Ubermittelt wird. Bei
Konfliktauflésungsalgorithmen wird der Durchsatz oft
als ein Verhéltnis der Anzahl erfolgreicher Ubertra-
gungen zur Gesamtzahl von Ubertragungsgelegen-
heiten gemessen. Bei einem drahtlosen Internet-Zu-
griffssystem, welches ein bedarfsorientiertes Zutei-
lungsprotokoll verwendet, ist Durchsatz beispielswei-
se das Verhaltnis der Anzahl erfolgreich erzeugter
Belegungen zur Gesamtzahl verfligbarer Belegungs-
schlitze.

[0008] Von den drei oben stehenden Klassen von
Back-Off-Algorithmen, weisen Baum-Algorithmen im
Allgemeinen den héchsten Durchsatz auf. Obwohl ihr
maximaler stabiler Durchsatz unbekannt bleibt, wei-
sen Baum-Algorithmen erzielte Durchsatze von
0,4878 auf. Dieser groRere Durchsatz kommt jedoch
mit einem Preis. Der Baum-Algorithmus ist der bei
weitem fortschrittlichste der drei zu implementieren-
den Back-Off-Algorithmen, und die Anzahl der Netz-
werke, welche einen Baum-Algorithmus implemen-
tieren kdnnen, ist begrenzt, weil der Algorithmus er-
fordert, dass die Teilnehmer volle Kenntnis der drei
moglichen Bedingungen (Erfolg, Kollision, Untéatig-
keit) fur jeden Belegungsschlitz aufweisen.

[0009] Der zweite Back-Off-Algorithmustyp ist ein
adaptiver p-Persistenz-Algorithmus. Ein adaptiver
p-Persistenz-Algorithmus arbeitet mit einer Berech-
nung einer Wahrscheinlichkeit p einer erneuten Uber-
tragung durch ein Abschatzen der Anzahl aktiver Teil-
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nehmer (Teilnehmer, welche um die Bandbreite kon-
kurrieren) unter Verwendung einer Riickmeldung von
den Belegungsschlitzen. Der Algorithmus erhoéht p,
wenn ein untatiger Schlitz auftritt, und vermindert p,
wenn eine Kollision erkannt wird. Wenn es eine un-
endliche Anzahl von Teilnehmern im System gibt, ist
der maximal erreichbare Durchsatz der adaptiven
p-Persistenz-Algorithmen hdchstens 1/e = 0,3679.
Unter derartigen Umstanden treten Untatigkeiten mit
einer Wahrscheinlichkeit von 1/e~0,3679 auf, und
Kollisionen treten mit einer Wahrscheinlichkeit von
1-2/e~0,2642 auf.

[0010] Wie bei einem Baum-Algorithmus, erfordert
ein adaptiver p-Persistenz-Algorithmus eine Riick-
meldung Uber die Datenkanale, welche viele Netz-
werke nicht bereitstellen. Bei vielen Systemen ein-
schlielich vieler Computer- und drahtloser Kommu-
nikationsnetzwerke wissen individuelle Teilnehmer,
ob ihre eigenen Pakete erfolgreich Ubertragen wur-
den oder nicht, weisen jedoch keine Informationen
Uber den Status anderer Kandle im Netzwerk auf.
Weil so viele Systeme mit vielen Teilnehmern (ein-
schliel3lich Ethernet, CATV und drahtlose Netzwerke)
keine notwendige Kanalrickmeldung bereitstellen,
wird oft der BEB-Algorithmus zur Kollisionsauflésung
eingesetzt.

[0011] Anders als Baum- und adaptive p-Persis-
tenz-Algorithmen erfordert ein BEB-Algorithmus
nicht, dass Teilnehmer eine Rickmeldung tber jeden
Datenkanal bereitstellen. Der BEB arbeitet wie folgt:
eine unmittelbare erste Ubertragung wird ausgefiihrt
sobald ein Paket den Kopf der Ubertragungswarte-
schlange erreicht. Falls der Gbertragende Teilnehmer
eine Kollision erkennt, Ubertragt er k Schlitze spater
erneut, wobei k eine zuféllige Ganzzahl ist, welche
gleichmafig uber das Intervall [1, 21 verteilt ist. Das
Intervall, aus welchem die gleichmalig verteilte Zahl
gezogen wird, wird hier nachfolgend als das
Back-Off-Fenster bezeichnet. Falls i (die Anzahl der
Kollisionen) gréRer als 16 ist, ist das Paket verloren
und wird ausgelassen. Wenn ein Paket einmal ent-
weder erfolgreich Ubertragen oder ausgelassen wur-
de, wird i auf null gesetzt. Die Logik, welche dem BEB
zugrunde liegt, ist, dass fir ein gegebenes Paket eine
hohe Anzahl nicht erfolgreicher Ubertragungen vor-
aussetzt, dass mehr Teilnehmer um die verfligbare
Bandbreite ringen und ein grof3eres Back-Off-Fenster
geoffnet werden muss.

[0012] Einer der Nachteile des BEB ist, dass es un-
ter ein paar Problemen des Leistungsvermégens lei-
det. Erstens bewirkt es, dass das Netzwerk instabil
wird, wenn die Anzahl an Teilnehmern sehr grof3 wird.
Das bedeutet, dass wenn die Anzahl an Teilnehmern
auf einem System gegen unendlich geht, der Durch-
satz eines BEB-Systems gegen null geht. Zusatzlich
fuhrt der BEB unter den konkurrierenden Teilneh-
mern zu einem Zuletzt-Gekommen-Zuerst-Be-

dient-Effekt. Insbesondere ein Teilnehmer, welcher
ein Paket aufweist, welches gerade den Kopf der
Ubertragungswarteschlange erreicht hat, weist eine
héhere Wahrscheinlichkeit des Erhalts eines Bele-
gungsschlitzes auf als ein Teilnehmer, welcher sich
schon in der Warteschlange befindet und eine oder
mehrere Kollisionen erfahren hat. Dies tritt auf, weil
der Teilnehmer, dessen Paket gerade in der Warte-
schlange eingetroffen ist, ein relativ kleineres
Back-Off-Fenster aufweist als der Teilnehmer, wel-
cher schon mehrere Kollisionen erfahren hat. Dies
wird der Mitnahmeeffekt genannt, weil es einem ein-
zelnen oder wenigen gewinnenden Teilnehmern ge-
stattet, die verfliigbare Bandbreite zu beherrschen.

[0013] Es existiert folglich ein unbefriedigter Bedarf
in der Branche an einem verbesserten Verfahren zum
Auflésen von Datenkollisionen, welches die Mangel
des Stands der Technik Uberwindet, von welchen
manche oben stehend diskutiert wurden.

[0014] EP-A-0 524 675 offenbart ein Datenubertra-
gungsverfahren durch mehrere Unterstationen an
eine Hauptstation Uber einen gemeinsamen Kanal.
Jede Unterstation Ubertragt Daten in einem vorbe-
stimmten Zeitschlitz mit einer Wahrscheinlichkeit p,
welche durch die Unterstationen auf der Grundlage
von Steuerbefehlen modifiziert wird, welche von der
Hauptstation empfangen werden. Die Steuerbefehle
basieren auf dem Ergebnis eines Vergleichs zwi-
schen der Last des Kommunikationskanals und einer
optimalen Last des Kommunikationskanals, welcher
durch die Hauptstation ausgefiihrt wird.

[0015] EP-A-0 877 511 offenbart einen Knoten, wel-
cher Teil eines Systems ist, in welchem mehr als eine
Seite versucht, Informationen auf einem gemeinsa-
men Bus zu Ubertragen. Jeder Knoten des Systems
ist in der Lage, die Anzahl an Kollisionen zu bestim-
men, welche auf dem Bus aufgetreten sind, und falls
mehr als zwei Kollisionen aufgetreten sind, wird ein
Back-Off-Zeitfenster zufallig aus einer Gruppe vorbe-
stimmter Back-Off-Zeitfenster ausgewahlt. Auf die-
sem Weg werden Verzdgerungen aufgrund von meh-
reren  kollidierenden  Seiten  minimiert.  Die
Back-Off-Zeitfenster werden vorberechnet und bilden
einen Satz von Back-Off-Fenstern, von welchen ei-
nes zufallig ausgewahlt wird, wenn mehr als zwei
Kollisionen durch den Netzwerkknoten erkannt wur-
den.

[0016] Field J A et al. ,A Carrier Sense Multiple Ac-
cess (Collisiion Detection) System With Global Infor-
mation" COMPUTER NETWORKS, WASHINGTON,
20. bis 23. SEPTEMBER 1982 DIGEST OF PAPERS
FROM COMPCON. FALL, COMPUTER SOCIETY
INTERNATIONAL CONFERENCE, NEW YORK,
I.LE.E.E., US, Bd. CONF. 25, September 1982
(1982-09, Seiten 511 bis 520, XP000811222 offen-
bart ein alternatives CSMA-CD-Protokoll, welches
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eine globale Informationsabschatzung verwendet.
Eine Station versucht nur auf einem Bus zu Ubertra-
gen, wenn sich der Bus in seinem Ruhezustand be-
findet. Falls eine Kollision erkannt wird, bricht die Sta-
tion eine Ubertragung nach einem Zeitintervall ab
und plant einen erneuten Versuch nach einer
Back-Off-Verzoégerung ein. Falls der Bus nach der
Back-Off-Verzdgerung untatig ist und keine Kollision
wahrend der Back-Off-Verzégerung beobachtet wur-
de, wird sofort eine erneute Ubertragung versucht.
Andernfalls muss die Station warten, bis sich der
Kommunikationsbus wieder im Ruhezustand befin-
det. Ein Erfassen einer erfolgreichen Ubertragung
(durch eine andere Station) bewirkt, dass die Station
ihre verbleibende Back-Off-Verzogerung aufhebt. Es
wird ein idealer durchschnittlicher Back-Off auf der
Grundlage einer Annaherung eines rekursiven Algo-
rithmus an eine Exponentialfunktion berechnet.

KURZFASSUNG DER ERFINDUNG

[0017] Ein Verfahren und ein System gemaR der Er-
findung werden in den selbstadndigen Anspriichen
dargelegt. Bevorzugte Ausfihrungsformen werden in
den abhangigen Ansprichen dargelegt.

[0018] Ein System und ein Verfahren fiir eine Daten-
kollisionsauflésung, wobei das gleiche
Back-Off-Fenster an mehrere entfernte Teilnehmer
gesendet und dynamisch eingestellt wird, um eine
Kollisionsrate einzuhalten und dadurch einen verbes-
serten Durchsatz zu erméglichen. Gemal einer Aus-
fuhrungsform wird eine Kollisionsrate durch ein Er-
fassen von Kollisionen in Belegungsschlitzen abge-
schatzt und die Grofle des Back-Off-Fensters wird
eingestellt, um eine Kollisionsrate von ungefahr
1-2/e einzuhalten.

[0019] GemalR einer Ausflihrungsfarm der vorlie-
genden Erfindung wird ein Verfahren offenbart, wobei
ein erstes Back-Off-Fenster an alle Teilnehmer eines
Netzwerks gesendet wird, ein zweites
Back-Off-Fenster auf der Grundlage von einer oder
mehreren Betriebseigenschaften des Netzwerks be-
rechnet wird und das zweite Back-Off-Fenster dann
an die Teilnehmer gesendet wird. Eine Ausfuhrungs-
form der vorliegenden Erfindung offenbart weiterhin
ein Berechnungsverfahren des Back-Off-Fensters
auf der Grundlage der Kollisionsrate des Systems,
und bei einer anderen Ausfihrungsform wird das
Back-Off-Fenster eingestellt, um eine konstante Kol-
lisionsrate von ungefahr 1-2/e einzuhalten. Bei noch
einer anderen Ausfiihrungsform der vorliegenden Er-
findung wird der Status eines oder mehrerer Bele-
gungsschlitze verwendet, um die Kollisionsrate des
Systems abzuschatzen.

[0020] Gemal einer anderen Ausflihrungsform der
vorliegenden Erfindung wird ein Verfahren zur Kollisi-
onsauflésung offenbart, wobei ein gemeinsames

Back-Off-Fenster an alle Teilnehmer eines Netzwerks
gesendet wird und das Back-Off-Fenster dynamisch
eingestellt wird, um einen Durchsatz zu maximieren.
Eine andere Ausfuhrungsform offenbart ein dynami-
sches Einstellen des Back-Off-Fensters auf der
Grundlage einer Kollisionsrate, und bei einer ande-
ren Ausfiihrungsform wird das Back-Off-Fenster ein-
gestellt, um eine konstante Kollisionsrate von unge-
fahr 1-2/e einzuhalten. Bei wieder einer anderen
Ausfuhrungsform wird die Back-Off-Fenstergrofie
eingestellt, um die Anzahl von Teilnehmern auf dem
System ungefahr gleich der Back-Off-Fenster zu hal-
ten.

[0021] Gemal einer anderen Ausflihrungsform der
vorliegenden Erfindung wird ein System zum Aufl6-
sen von Datenkollisionen in einem gemeinsam ge-
nutzten Netzwerk offenbart, wobei das System meh-
rere entfernte Vorrichtungen und einen Zugangs-
punkt umfasst, so dass der Zugangspunkt einen Ver-
mittlungsschalter zur Kommunikation mit den mehre-
ren Teilnehmern, einen Sendeempfanger zum Sen-
den und Empfangen von Informationen an und von
den mehreren Teilnehmern, und eine Kollisionsauflo-
sungsvorrichtung umfasst, welche ein anfangliches
Back-Off-Fenster berechnet, welches an die mehre-
ren Teilnehmer gesendet wird, die Kollisionsrate des
Systems  abschatzt und  dynamisch  das
Back-Off-Fenster einstellt, um eine im Wesentlichen
konstante Kollisionsrate einzuhalten.

KURZBESCHREIBUNG DER ZEICHNUNGEN

[0022] Nachdem die Erfindung so in allgemeinen
Begriffen beschrieben wurde, wird nun auf die beglei-
tenden Zeichnungen Bezug genommen, welche nicht
unbedingt malstabstreu gezeichnet wurden, und wo-
bei:

[0023] Fig. 1 eine schematische Darstellung eines
Kommunikationsnetzwerks ist; und

[0024] Fig.2 ein Schaubild ist, welches einen
Durchsatz mit einer Back-Off-Fenstergrof3e fur ver-
schiedene Zahlen aktiver Teilnehmer in Beziehung
setzt.

[0025] Fig. 3 ein Schaubild ist, welches eine Schlitz-
kollisionsrate mit einer Back-Off-Fenstergrofle fur
verschiedene Teilnehmerzahlen in Beziehung setzt.

[0026] Fig. 4 ein Ablaufdiagramm ist, welches ein
Verfahren gemal der vorliegenden Erfindung illust-
riert, welches einem Zugangspunkt gestattet, Bele-
gungsschlitze und Kollisionen zu verfolgen.

[0027] Fig.5 ein Ablaufdiagramm ist, welches ein
Verfahren gemal der vorliegenden Erfindung illust-
riert, welches einem Zugangspunkt gestattet, das
Back-Off-Fenster dynamisch einzustellen.
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[0028] Fig. 6 ein Ablaufdiagramm ist, welches ein
Verfahren gemal der vorliegenden Erfindung vom
Standpunkt der drahtlosen Vorrichtung illustriert.

[0029] Fig. 7 ein Schaubild ist, welches die durch-
schnittliche Paketverzégerung eines Verfahrens ge-
maR der vorliegenden Erfindung mit der eines
BEB-Algorithmus vergleicht.

[0030] Fig. 8 ein Schaubild ist, welches die Stan-
dardabweichung der Verzégerung eines Verfahrens
gemal der vorliegenden Erfindung mit der eines
BEB-Algorithmus vergleicht.

[0031] Fig. 9 ein Schaubild ist, welches den Durch-
satz eines Verfahrens gemaR der vorliegenden Erfin-
dung mit dem eines BEB-Algorithmus vergleicht.

AUSFUHRLICHE BESCHREIBUNG DER ERFIN-
DUNG

[0032] Die vorliegende Erfindung wird nun hier
nachfolgend unter Bezugnahme auf die begleitenden
Zeichnungen vollstéandiger beschrieben, in welchen
bevorzugte Ausflihrungsformen der Erfindung ge-
zeigt werden. Diese Erfindung kann jedoch in vielen
unterschiedlichen Formen ausgefuhrt werden und
sollte nicht als auf die hier dargelegten Ausfiihrungs-
formen begrenzt gedeutet werden; stattdessen wer-
den diese Ausfiihrungsformen bereitgestellt, so dass
diese Offenbarung griindlich und vollstandig ist und
Durchschnittfachleuten den Schutzumfang der Erfin-
dung vollstandig mitteilt. Gleiche Zahlen beziehen
sich durchgehend auf gleiche Elemente.

[0033] Durchschnittsfachleuten auf dem Gebiet die-
ser Erfindung werden viele Modifikationen und ande-
re Ausflhrungsformen der Erfindung in den Sinn
kommen, welche den Nutzen der Lehren aufweisen,
welche in den vorangehenden Beschreibungen und
den zugeordneten Zeichnungen prasentiert wurden.
Deshalb versteht es sich, dass die Erfindung nicht auf
die bestimmten offenbarten Ausfiihrungsformen be-
grenzt ist, und dass Modifikationen und andere Aus-
fuhrungsformen als innerhalb des Schutzumfangs
der angefligten Anspriiche eingeschlossen gedacht
sind. Obwohl hier bestimmte Begriffe eingesetzt wer-
den, werden sie nur in einem generischen und be-
schreibenden Sinn verwendet und nicht zum Zweck
einer Beschrankung.

|. Architektur

[0034] In den folgenden Abschnitten wird die vorlie-
gende Erfindung in Bezug auf ein drahtloses Inter-
net-Zugangssystem beschrieben. Dies ist nur fur
Darstellungszwecke. Es wird Durchschnittsfachleu-
ten unmittelbar offenkundig, dass die vorliegende Er-
findung in jeder Netzwerkumgebung eingesetzt wer-
den kann, welche Zeitraster- und Zeitteilungsproto-

kolle verwendet, einschlielich und ohne Einschran-
kung Kabelfernsehen (,CATV"), Mehrfachzugriffsys-
teme mit Paketauflosung (,PRMA", packet resolution
multiple access systems) und jedes generische Zeit-
multiplexsystem.

[0035] Unter Bezugnahme auf Fig. 1 umfasst ein
drahtloses Internet-Zugangssystem 10 einen Zu-
gangspunkt 12 in Verbindung mit mehreren drahtlo-
sen Vorrichtungen 14, wie beispielsweise PDA-Mini-
computer, Mobiltelefone oder jedes andere Comput-
ergerat, welches mit einem drahtlosen Modem aus-
gestattet ist. Eine drahtlose Kommunikationsverbin-
dung 16 verkoppelt die drahtlosen Vorrichtungen 14
kommunikativ am Zugangspunkt 12 vorzugsweise
tiber eine bidirektionale Ubertragungsstrecke an. Der
Zugangspunkt 12 sendet Informationen an die und
empfangt Informationen von den mehreren drahtlo-
sen Vorrichtungen 14 Uber einen Sendeempfanger
13. Der Zugangspunkt 12 arbeitet als eine Basissta-
tion eines Netzwerks 18 und umfasst eine Kollisions-
auflésungsvorrichtung 30 (deren Betrieb unten in Ab-
schnitt [l beschrieben wird), welche geman der vorlie-
genden Erfindung das Back-Off-Fenster steuert und
dynamisch einstellt. Der Zugangspunkt 12 kann wei-
terhin derartige Elemente wie einen Vermittlungs-
schalter 15 und einen Mikroprozessor 17 mit einem
zugeordneten Speicher 19 umfassen, um den Ver-
mittlungsschalter zu steuern und Zugang zum Netz-
werk 18 bereitzustellen. Fir Darstellungszwecke der
bevorzugten Ausflihrungsform tritt die Kommunikati-
on vom Zugangspunkt 12 an die drahtlosen Vorrich-
tungen 14 in der Abwartsrichtung auf und wird durch
den Zugangspunkt 12 gesteuert und eingeplant. Eine
Kommunikation in der Aufwartsrichtung von den
drahtlosen Vorrichtungen 14 zum Zugangspunkt 12
tritt durch Belegungsschlitze eines bedarfsorientier-
ten Zuteilungsprotokolls auf (nachfolgend diskutiert).

[0036] Jede drahtlose Vorrichtung 14, welches die
drahtlose Verbindungsstrecke 16 verwendet, weist
eine Ubertragungswarteschlange 20 zum Halten von
Datenpaketen 22 auf, welche die Vorrichtung uber-
tragen muss. Wie beispielsweise in Fig. 1 ersichtlich,
weist die drahtlose Vorrichtung 14 ein friihestes Pa-
ket 24 auf, welches in der Ubertragungswarteschlan-
ge 20 platziert ist. Das Paket 24 wird das erste sein,
welches Ubertragen wird, wenn die Verbindungsstre-
cke 16 zum Zugangspunkt 12 einmal verfligbar wird.

[0037] Wenn ein Paket den Kopf der Ubertragungs-
warteschlange 20 erreicht, belegt die drahtlose Vor-
richtung 14 durch Belegungsschlitze Bandbreite auf
der drahtlosen Kommunikationsverbindung 16. Es
gibt eine Konkurrenz zwischen drahtlosen Vorrich-
tungen 14 bei ihrem Versuch, eine Belegung in einem
Belegungsschlitz zu erzeugen, und es kann eine Pa-
ketkollision auftreten. Falls eine drahtlose Vorrich-
tung 14 eine erfolgreiche Belegung erzeugt und der
Zugangspunkt 12 das Paket 24 ohne Kollision oder
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Fehler empfangt, teilt der Zugangspunkt 12 Band-
breite fur eine Datenlibertragung zu, und die drahtlo-
se Vorrichtung 14 Gbertragt seine Daten in der zuge-
teilten Bandbreite ohne ein Kollisionsrisiko. Falls je-
doch zwei oder mehrere drahtlose Vorrichtungen 14
gleichzeitig versuchen, eine Belegung im gleichen
Belegungsschlitz zu erzeugen, kollidieren die Pakete
und es ist keine Belegung erfolgreich. Wenn dies ge-
schieht, mussen die zwei oder mehreren drahtlosen
Vorrichtungen 14 ein Back-Off ausfiuihren und eine
zufallige Zeitspanne vor einem Versuch einer ande-
ren Belegung warten.

[0038] Die Kollisionsauflésungsvorrichtung 30 prift
den Status jedes Belegungsschlitzes, um zu bestim-
men ob eine Kollision aufgetreten ist, und berechnet
das Back-Off-Fenster gemall dem Feste-Kollisions-
raten-(FCR)-Algorithmus (nachfolgend beschrieben)
neu, um eine im Wesentlichen konstante Kollisions-
rate von 1-2/e einzuhalten und dadurch einen Durch-
satz zu maximieren. Bei einer bevorzugten Ausfuh-
rungsform halt die Kollisionsauflésungsvorrichtung
30 eine im Wesentlichen konstante Kollisionsrate
vom 0,25 ein, welche relativ nahe an 1-2/e (~0,2642)
liegt. Die Kollisionsauflésungsvorrichtung 30 schatzt
die Kollisionsrate des Systems durch ein Feststellen
ab, ob eine Kollision in einem gegebenen Belegungs-
schlitz auftritt. Wenn sich mehr als 25% der Bele-
gungsschlitze in Kollision befinden, steigert die Kolli-
sionsauflésungsvorrichtung 30 die GroRe des
Back-Off-Fensters, und wenn sich weniger als 25%
der Belegungsschlitze in Kollision befinden, wird das
Back-Off-Fenster verkleinert. Die Kollisionsauflo-
sungsvorrichtung 30 sendet die neu berechneten
Back-Off-Fenster zum Zugangspunkt 12, und der Zu-
gangspunkt 12 sendet das neue Back-Off-Fenster zu
den entfernten Vorrichtungen 14.

[0039] Bei einer bevorzugten Ausfiihrungsform wird
der FCR-Algorithmus Uber eine Software implemen-
tiert, welche im Speicher 32 gespeichert ist, wobei die
Kollisionsauflésungsvorrichtung 30 eine Zentralein-
heit 34 verwendet, um mit dem Speicher 32 zu inter-
agieren und den Algorithmus auszufiihren. Es ver-
steht sich jedoch, dass die Computerbefehle, welche
den Algorithmus ausfiihren, auch in Hardware, Soft-
ware oder Firmware implementiert werden kdnnen.
Diese Computerprogrammbefehle kénnen auf einen
Universalcomputer, einen Spezialrechner oder ande-
re programmierbare Datenverarbeitungsvorrichtun-
gen geladen werden, um eine Maschine zu erzeu-
gen, so dass die Befehle, welche auf dem Computer
oder anderen programmierbaren Datenverarbei-
tungsvorrichtungen ausgefiihrt werden, ein Mittel
zum Implementieren der hier spezifizierten Funktio-
nen schaffen.

Il. Betrieb

[0040] Die folgenden Abschnitte beschreiben den

FCR-Algorithmus, ein neues Verfahren zur Kollisi-
onsauflésung gemal einer Ausfliihrungsform der vor-
liegenden Erfindung, ausfihrlich und beschreiben
den FCR im Kontext des drahtlosen Internet-Zu-
gangssystems der Fig. 1. Das offenbarte Verfahren
kann auf vielen unterschiedlichen Systemen imple-
mentiert werden, weil, anders als die Baum- und
p-Persistenz-Algorithmen, der FCR-Back-Off-Algo-
rithmus, welcher Gegenstand der vorliegenden Erfin-
dung ist, nicht erfordert, dass individuelle Teilnehmer
volle Kenntnis des Status jedes anderen Kanals im
Netzwerk aufweisen. Mindestens in dieser Hinsicht
ist die vorliegende Erfindung einem BEB-Algorithmus
ahnlicher als entweder dem Baum- oder den p-Per-
sistenz-Algorithmen. Der FCR vermeidet jedoch viele
Probleme des Leistungsvermdgens, wie beispiels-
weise Instabilitdt und Mitnahmeeffekt, welche mit
dem BEB auftreten.

[0041] Ein anderer Unterschied zwischen dem FCR
und anderen in der Technik bekannten Back-Off-Al-
gorithmen ist, dass der FCR jedem Teilnehmer im
Netzwerk das gleiche Back-Off-Fenster zuordnet.
Dies bedeutet, dass jeder Teilnehmer die gleiche
Chance auf ein Erhalten von Netzwerkressourcen
hat, ungeachtet wie oft die Daten des Teilnehmers
zuvor kollidiert sind. Der FCR verteilt folglich die
Netzwerkressourcen in einer gerechteren Weise und
vermeidet gleichzeitig den Mitnahmeeffekt, welcher
beim BEB gefunden wird.

[0042] Der FCR halt einen hohen Durchsatz ein, in-
dem er periodisch das gemeinsame Back-Off-Fens-
ter erneut berechnet und das neue Back-Off-Fenster
an die Teilnehmer sendet. Der FCR berechnet das
Back-Off-Fenster auf der Grundlage einer oder meh-
rerer Betriebseigenschaften des Netzwerks neu. Bei-
spielsweise berechnet der FCR bei einer Ausflh-
rungsform das Back-Off-Fenster erneut, um eine Kol-
lisionsrate einzuhalten. Bei einer anderen Ausflh-
rungsform entspricht eine Back-Off-Fenstergrof3e der
Anzahl von Teilnehmern auf dem System.

[0043] Die Erfinder der vorliegenden Erfindung ha-
ben durch ein Monte-Carlo-Simulationsverfahren
festgestellt, dass ein maximaler Durchsatz auf einem
drahtlosen Internet-Netzwerk auftrat, wenn die An-
zahl aktiver Teilnehmer im Netzwerk gleich der GréR3e
des Back-Off-Fensters war. Sie haben auch entdeckt,
dass wenn ein Durchsatz maximiert war, die Kollisi-
onsrate des Netzwerks konstant bei 1-2/e verharrte,
und dass diese Kollisionsrate mit einer Steigerung
der Anzahl aktiver Teilnehmer auf dem Netzwerk kon-
stant blieb. Diese Entdeckungen wurden mathema-
tisch bestatigt.

[0044] Die Erfinder flihrten Monte-Carlo-Simulatio-
nen durch, um einen Durchsatz fiir eine unterschied-
liche Anzahl aktiver Teilnehmer U zu berechnen, wel-
che unterschiedliche Back-Off-Fenster (als W wie-
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dergegeben) verwenden. Es ist zu beachten, dass,
wie in der folgenden Diskussion der Simulationser-
gebnisse verwendet, ,Teilnehmer" und ,aktive Teil-
nehmer" unterschieden wurden. Teilnehmer werden
durch das System erkannt, sind jedoch untatig oder
konkurrieren auf andere Weise nicht um Kanalband-
breite. Aktive Teilnehmer sind andererseits diejeni-
gen Teilnehmer, welche Pakete aufweisen, welche in
der Warteschlange fiir eine sofortige Ubertragung
warten, und konkurrieren mit anderen aktiven Teil-
nehmern um Kanalbandbreite. Die Ergebnisse der
Durchsatzsimulationen mit aktiven Teilnehmern sind
in Fig. 2 firU =2, 4, 8, 16, 32, 64, 128, 256, 512 und
1024 ersichtlich. Die erste aus Fig.2 gezogene
Schlussfolgerung ist, dass ein maximaler Durchsatz
auftritt, wenn U = W ist (wenn die Anzahl aktiver Teil-
nehmer gleich dem Back-Off-Fenster ist). Die zweite
aus Fig.2 gezogene Schlussfolgerung ist, dass
wenn die Anzahl aktiver Teilnehmer gegen unendlich
geht, der maximal erreichbare Durchsatz gegen 1/e =
0,3679 geht. Wenn drittens die Anzahl aktiver Teil-
nehmer klein ist, ist ein gréRerer Durchsatz mdéglich.
Beispielsweise zeigt Fig. 2, dass wenn zwei aktive
Teilnehmer um Bandbreite konkurrieren, ein so hoher
Durchsatz wie 0,5 erreichbar ist.

[0045] Das Schaubild der Fig. 3 ist ein anderes Pro-
dukt der Monte-Carlo-Simulationen. Eig. 3 vergleicht
eine Schlitzkollisionsrate mit einer Back-Off-Fenster-
grée (W) fur U = 2, 4, 8, 16, 32, 64, 128, 256, 512
und 1024. Wie sie hier verwendet wird, ist eine
Schlitzkollisionsrate das Verhaltnis von in Kollision
befindlichen Schlitzen zur Gesamtzahl von Schlitzen.
Eig. 3 zeigt, dass die Schlitzkollisionsrate eine ab-
nehmende Funktion der Back-Off-FenstergréRe ist.
Es ist zu beachten, dass Quadrate verwendet wer-
den, um den Wert einer Schlitzkollisionsrate am
Punkt zu zeigen, an welchem W = U ist, und dass
wenn die Anzahl aktiver Teilnehmer gleich der
Back-Off-Fenstergrofie ist, Schlitzkollisionen mit ei-
ner beinahe konstanten Rate von 1-2/e~0,2642 auf-
treten. Wesentlicherweise bleibt die Schlitzkollisions-
rate mit einem Steigern der Anzahl aktiver Teilneh-
mer auf dem System beinahe konstant.

[0046] Die folgenden Absatze stellen die mathema-
tische Herleitung bereit, welchen den Monte-Car-
lo-Simulationsergebnissen zugrunde liegt, welche in
Fig. 2 und Fig. 3 dargelegt sind.

[0047] Es sein die Anzahl aktiver Teilnehmer. Wenn
P die Wahrscheinlichkeit ist, dass ein aktiver Teilneh-
mer einen Belegungsschlitz mit Nummer 1 wahlt, wo-
bei der aktive Teilnehmer zufallig eine Nummer zwi-
schen 1 und dem Back-Off-Fenster W wahlt, dann ist
p = 1/W. Wo, wie hier, allen aktiven Teilnehmern das
gleiche Back-Off-Fenster zugeordnet ist, weist die
Anzahl aktiver Teilnehmer, welche Konfliktschlitz 1
wahlen, eine Binomialverteilung mit Parametern p
und n auf, so dass:

P, = (1 - p)" = einer Wahrscheinlichkeit ist, dass kein
Teilnehmer Belegungsschlitz eins wahlt P, = np(1 —
p)™" = einer Wahrscheinlichkeit ist, dass ein Teilneh-
mer Belegungsschlitz eins wahlt

[0048] Weil ein Durchsatz auftritt, wenn ein einzel-
ner aktiver Teilnehmer der einzige aktive Teilnehmer
ist, welcher zufallig einen bestimmten Belegungs-
schlitz auswahlt, kann die Durchsatzwahrscheinlich-
keit dargestellt werden als P, = np(1 - p)™. In dieser
Gleichung ist P, eine unimodale Funktion von p und
weist einen Scheitelwert von P, = (1 = 1/n)™" bei p
= 1/n auf. Ein Durchsatz ist dann maximiert, wenn
das Back-Off-Fenster gleich der Anzahl aktiver Teil-
nehmer ist, und wenn n gegen unendlich geht, ist
Pimax = (1=1/n)"" > 1/e.

[0049] Die andere Seite der Gleichung ist, dass eine
Kollision auftritt, wenn mehr als ein aktiver Teilneh-
mer den gleichen Belegungsschlitz auswahlt, um
eine Belegung zu erzeugen. Die Wahrscheinlichkeit
einer auftretenden Kollision (die Kollisionswahr-
scheinlichkeit C) kann dargestellt werden als:

C=1-P,-P,=
1=(1=p)=np(1-p)'=1-(1-p)'(1+(n-1)p)

[0050] Bemerkenswerterweise geht die Kollisions-
wahrscheinlichkeit, wenn die Anzahl aktiver Teilneh-
mer gegen unendlich geht, gegen 1-2/e~0,2624.
Wenn weiterhin ein Durchsatz maximiert ist, das be-
deutet wenn W = U und p = 1/n ist, geht die Kollisi-
onswahrscheinlichkeit fir alle Werte von n gegen
1-2/e und kann dargestellt werden als:

C. = 1-(1=1n)'2-1/n),

opt =

wobei C,, die Kollisionswahrscheinlichkeit bei maxi-

malem Durchsatz ist.

[0051] Die vorangehende Simulation und mathema-
tische Analyse demonstrieren, dass ein maximaler
Durchsatz auftritt, wenn die Back-Off-Fenstergrofie
gleich der Anzahl aktiver Teilnehmer auf dem System
ist und, wenn dieser Zustand eines maximalen
Durchsatzes erreicht ist, Paketkollisionen mit einer
konstanten Rate von 1-2/e auftreten.

[0052] In der Praxis weisen wenige Systeme die Fa-
higkeit auf, entweder die Anzahl aktiver Teilnehmer
oder die Schlitzkollisionsrate zu verfolgen. Die Erfin-
der haben versucht, sich einen neuen Back-Off-Algo-
rithmus auszudenken, welcher kein kluges System
erfordert, welches ein System mit voller Kenntnis
(Untatigkeit, Erfolg, Kollision) des Status jedes Ka-
nals auf dem System ist. Am Ende entwickelten sie
den FCR-Algorithmus, welcher eine Schlitzkollisions-
rate unter Verwendung von Kanalstatusinformatio-
nen genau abschatzt, welche in jedem zentral ge-
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steuerten System verfiigbar sind. Der FCR berechnet
dann das Back-Off-Fenster dynamisch neu, um eine
abgeschatzte Kollisionsrate von ungefahr
1-2/e~0,2642 einzuhalten. Dies gewahrleistet wie-
derum, dass das System bei maximalem Durchsatz
arbeitet.

[0053] Eine Ausfuhrungsform des Verfahrens ge-
maR der vorliegenden Erfindung wird in den folgen-
den Absatzen ausfihrlich beschrieben. Die Ausfuh-
rungsform wird in Bezug auf ein drahtloses Inter-
net-Zugangssystem beschrieben, Durchschnittsfach-
leute werden jedoch sofort anerkennen, dass der
FCR in jeder gemeinsam genutzten Netzwerkumge-
bung verwendet werden kann, welche Zeitraster- und
Zeitteilungsprotokolle verwendet.

[0054] Bei der beschriebenen Ausflihrungsform
wird mindestens alle vier Belegungsschlitze ein neu-
es Back-Off-Fenster ausgestrahlt. Diese vier Bele-
gungsschlitze werden hier als die Stammlange der
Belegung bezeichnet. Die Stammlange der Belegung
ist die Anzahl von Belegungsschlitzen, welche vom
FCR verwendet werden, um die Schlitzkollisionsrate
abzuschatzen. Es werden vier Belegungsschlitze
verwendet, weil 0,25 relativ dicht an der Zielschlitz-
kollisionsrate von 1-2/e~0,2642 liegt. Es ist Durch-
schnittsfachleuten jedoch sofort offenkundig, dass
die Stammlange der Belegung eingestellt werden
kann, um die Schlitzkollisionsrate genauer abzu-
schatzen oder um Back-Off-Fenster mit hoherer Fre-
quenz auszustrahlen. Wahrend eine Steigerung der
Grole der Stammlange der Belegung eine genauere
Abschatzung der Kollisionsrate bereitstellt, bedeutet
eine grolRer Stammlange, dass das Back-Off-Fenster
weniger haufig eingestellt wird. Simulationsergebnis-
se zeigen, dass eine Verwendung anderer Stamm-
langen der Belegung das Leistungsvermdgen beein-
flusst; Steigerungen beim Durchsatz waren jedoch
minimal.

[0055] Fig. 4 ist ein Ablaufdiagramm, welches zu-
sammenfasst, wie der FCR Belegungsschlitze und
Kollisionszahler verwendet, um die Schlitzkollisions-
rate abzuschatzen und die Back-Off-Fenster dyna-
misch einzustellen, welche an alle drahtlose Vorrich-
tungen 14 (aktiven Teilnehmer) ausgestrahlt werden.

[0056] Unter Bezugnahme auf Fig.1 und Fig. 4
wird ein anfangliches Back-Off-Fenster im Schritt 100
initialisiert. Oft wird ein anfangliches Back-Off-Fens-
ter von eins verwendet. Im Schritt 102 werden ein Be-
legungsschlitzzahler und ein Kollisionszahler auf null
gesetzt. Der Belegungsschlitzzahler verfolgt die Ge-
samtzahl von Belegungsschlitzen, und der Kollisions-
zahler verfolgt die Anzahl von Belegungsschlitzen,
welche zu einer Kollision fiihren.

[0057] Wie diskutiert, ist ein Belegungsschlitz ein
Abschnitt des Datenkanals, welcher von den drahtlo-

sen Vorrichtungen 14 verwendet wird, um Bandbreite
auf dem Kanal zu belegen. Wenn eine drahtlose Vor-
richtung 14 einmal eine erfolgreiche Belegung er-
zeugt, teilt der Zugangspunkt 12 Bandbreite zur Da-
tenlibertragung zu, und die drahtlose Vorrichtung 14
verwendet die Bandbreite, um Daten zum Zugangs-
punkt 12 aufwarts zu Ubertragen. Es treten Kollisio-
nen im Belegungsschlitz auf, wenn zwei oder mehr
drahtlose Vorrichtungen 14 versuchen, gleichzeitig
den gleichen Belegungsschlitz zu belegen.

[0058] Wenn das Back-Off-Fenster einmal initiali-
siert ist und die Belegungs- und Kollisionszahler auf
null gesetzt sind, strahlt der Zugangspunkt 12 das
Back-Off-Fenster an die drahtlosen Vorrichtungen 14
aus (Schritt 104) und wartet auf den nachsten Bele-
gungsschlitz (Schritt 106).

[0059] Wenn der Belegungsschlitz eintrifft, wird der
Belegungsschlitzzahler mit eins inkrementiert (Schritt
108), und es wird eine Bestimmung getroffen ob eine
Kollision im Belegungsschlitz aufgetreten ist. Durch-
schnittsfachleuten sind mehrere Verfahren zum Er-
kennen von Kollisionen bekannt und eine erschép-
fende Besprechung dieser Verfahren geht tber den
Schutzumfang dieses Dokuments hinaus. Im We-
sentlichen nimmt der FCR an, dass eine Paketkollisi-
on aufgetreten ist, wenn der Zugangspunkt 12 ver-
stimmelte Daten oder auf andere Weise fehlerhafte
Daten empfangt, und inkrementiert den Kollisions-
zahler mit eins (Schritt 112).

[0060] Der Zugangspunkt 12 strahlt kein neues
Back-Off-Fenster aus, bis eine ausreichende Anzahl
von Belegungsschlitzen empfangen wurde, um die
Schlitzkollisionsrate abzuschatzen. Bei dieser Aus-
fuhrungsform ist die Stammlange der Belegung vier;
wenn deshalb der Belegungszahler vier nicht erreicht
hat (Schritt 116), kehrt der FCR zum Schritt 106 zu-
ruck und wartet auf den nachsten eintreffenden Bele-
gungsschlitz. Eine Ausnahme zu dieser Regel tritt
auf, wenn die Back-Off-Fenstergrof3e kleiner ist als
die Stammlange der Belegung (Schritt 114). Wenn
das Back-Off-Fenster bei dieser Ausfihrungsform
kleiner als vier ist und der Belegungszahler kleiner
als das Back-Off-Fenster ist, kehrt der FCR zum
Schritt 106 zurlick und wartet auf die nachste Bele-
gung (Schritt 118). Wenn jedoch das Back-Off-Fens-
ter kleiner als vier ist (Schritt 114) und der Belegungs-
zahler gleich dem Back-Off-Fenster ist (Schritt 118),
schatzt der FCR die Schlitzkollisionsrate ab, berech-
net ein neues Back-Off-Fenster (Schritt 120), und der
Zugangspunkt 12 strahlt das neue Back-Off-Fenster
aus.

[0061] Fig. 5 ist ein Ablaufdiagramm, welches ein
beispielhaftes FCR-Betriebsverfahren zeigt, welches
die Schlitzkollisionsrate abschatzt und diese Ab-
schatzung verwendet, um ein neues Back-Off-Fens-
ter geman einer Ausflihrungsform der vorliegenden
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Erfindung zu berechnen. Wie schon erklart, tritt die
Abschatzung und die Back-Off-Fensterberechnung
auf (Schritt 130), wenn entweder a) der Belegungs-
zahler die Stammlange der Belegung erreicht oder b)
das Back-Off-Fenster kleiner als die Stammlange der
Belegung und der Belegungszahler gleich dem
Back-Off-Fenster ist.

[0062] Im Schritt 132 prift der FCR die GroRe des
Back-Off-Fensters. Ein Back-Off-Fenster von eins
bedeutet, dass der Zugangspunkt 12 nur einen Bele-
gungsschlitz seit dem Ausstrahlen des letzten
Back-Off-Fensters empfangen hat. Im Schritt 134
pruft der FCR den Kollisionszahler, um zu sehen, ob
eine Kollision im einzelnen Belegungsschlitz aufge-
treten ist, welcher empfangen wurde. Falls es keine
Kollision gegeben hat, fahrt der FCR mit Schritt 200
fort, und der Zugangspunkt 12 strahlt das gleiche
Back-Off-Fenster (GroRRe eins) an die drahtlosen Vor-
richtungen 14 aus. Falls es andererseits eine Kollisi-
on gegeben hat (Kollisionszahler ist gleich zwei), er-
héht der FCR das Back-Off-Fenster auf zwei (Schritt
136) und der Zugangspunkt 12 strahlt das groRere
Back-Off-Fenster aus (Schritt 200).

[0063] Falls das Back-Off-Fenster groRRer als eins,
jedoch kleiner als vier ist (Schritt 138), fahrt der FCR
mit Schritt 140 fort. Beim Schritt 140 weist der Bele-
gungsschlitzzahler einen Wert von entweder zwei
oder drei auf, und der FCR priift den Kollisionszahler,
um festzustellen, wie viele Kollisionen in diesen
Schlitzen aufgetreten sind. Falls null Kollisionen auf-
getreten sind, wird das Back-Off-Fenster auf eins ge-
setzt (Schritt 142) und wird ausgestrahlt (Schritt 200).
Falls eine Kollision aufgetreten ist (Schritt 144), wird
das Back-Off-Fenster nicht verandert und wird erneut
ausgestrahlt (Schritt 200). Falls schlie3lich mehr als
eine Kollision auftritt, wird das Back-Off-Fenster auf
vier gesetzt (Schritt 146) und ausgestrahlt (Schritt
200).

[0064] Bei dieser Ausflihrungsform erreicht der
FCR Schritt 148, wenn die Grof3e des Back-Off-Fens-
ters groRer oder gleich vier ist (die Stammlange der
Belegung). Dies bedeutet, dass vier Belegungsschlit-
ze seit dem Ausstrahlen des letzten Back-Off-Fens-
ters aufgetreten sind. Im Schritt 148 prift der FCR
den Kollisionszahler, um festzustellen wie viele Kolli-
sionen aufgetreten sind. Falls es keine Kollisionen
gegeben hat, dekrementiert der FCR die GroRRe des
Back-Off-Fensters mit 1 (Schritt 150) und strahlt das
kleinere Back-Off-Fenster aus (Schritt 200). Falls
eine einzelne Kollision aufgetreten ist (Schritt 152),
wird das Back-Off-Fenster nicht verandert und wird
erneut ausgestrahlt (Schritt 200). Falls schliellich
mehr als eine Kollision auftritt, wird das
Back-Off-Fenster mit 1 inkrementiert (Schritt 154)
und ausgestrahlt (Schritt 200).

[0065] Fig. 6 ist ein Ablaufdiagramm, welches den

FCR vom Standpunkt einer der mehreren drahtlosen
Vorrichtungen 14 illustriert. Im Schritt 300 empfangt
eine drahtlose Vorrichtung 14 ein Back-Off-Fenster.
Im Schritt 302 beginnt die drahtlose Vorrichtung 14
auf einen Belegungsschlitz (Zugriff auf den Kanal) zu
warten. Falls ein Belegungsschlitz gewiinscht ist,
setzt die drahtlose Vorrichtung 14 das Warten fort, bis
ein Schlitz eintrifft (Schritt 306). Wenn der Bele-
gungsschlitz einmal eingetroffen ist, fahrt der FCR
mit Schritt 308 fort. Im Schritt 308 wahlt die drahtlose
Vorrichtung 14 zuféllig eine Zahl (k) zwischen eins
und der Grolle des Back-Off-Fensters aus. Wenn die
GroRe des Back-Off-Fensters beispielsweise zwei
ist, dann wird die Zufallsauswahl entweder eins oder
zwei sein. Die Zufallszahl identifiziert welche der an-
stehenden Belegungsschlitze der drahtlosen Vorrich-
tung 14 verwendet werden, um eine andere Bele-
gung zu versuchen. Im Schritt 310 bestimmt der FCR
ob die im Schritt 308 ausgewahlte Zufallszahl grofier
als vier ist (die Stammlange der Belegung). Falls die
Zufallszahl gréRer als vier ist, wird die drahtlose Vor-
richtung 14 keine Belegung versuchen, sondern auf
das nachste Back-Off-Fenster warten (Schritt 312).
Wenn das neue Back-Off-Fenster eintrifft (Schritt
314), kehrt die drahtlose Vorrichtung 14 zu Schritt
300 zurtick.

[0066] Falls die im Schritt 310 ausgewahlte Zufalls-
zahl kleiner als vier ist, fahrt der FCR dann mit Schritt
316 fort, und die drahtlose Vorrichtung 14 wartet auf
den Belegungsschlitz, welcher der zuféllig ausge-
wahlten Zahl entspricht (Schritt 318). Wenn der zufal-
lig ausgewahlte Belegungsschlitz eintrifft, versucht
die drahtlose Vorrichtung 14 eine Belegung im Bele-
gungsschlitz zu erzeugen (Schritt 320). Die Belegung
ist erfolgreich, wenn die drahtlose Vorrichtung 14 die
einzige Vorrichtung ist, welche eine Belegung in dem
bestimmten Belegungsschlitz versucht. Die Bele-
gung scheitert jedoch, und es tritt eine Kollision auf,
falls zwei oder mehr drahtlose Vorrichtungen 14 eine
Belegung im gleichen Belegungsschlitz versuchen.
Falls die Belegung erfolgreich ist, wird der drahtlosen
Vorrichtung 14 Kanalbandbreite fir eine Datenlber-
tragung zugeteilt (Schritt 324). Wenn die Zuteilung
einmal ausgefihrt ist, Gbertragt die drahtlose Vorrich-
tung 14 die Daten in der Warteschlange. Wenn die
Datenlibertragung beendet ist, endet der FCR bis zur
nachsten Kollision (Schritt 326). Falls der FCR im
Schritt 322 feststellt, dass der Belegungsversuch des
Schritts 320 gescheitert ist, fahrt die drahtlose Vor-
richtung 14 mit Schritt 312 fort und wartet auf das
nachste Back-Off-Fenster.

[0067] Die Vorrichtung und das Verfahren gemaf
der vorliegenden Erfindung stellen einen Back-Off-Al-
gorithmus bereit, welcher auf viele Weisen den ande-
ren in der Technik bekannten Back-Off-Algorithmen
Uberlegen ist. Anders als Baum- und p-Persistenz-Al-
gorithmen erfordert der FCR nicht, dass das Netz-
werk volle Kenntnis Gber die drei mdglichen Status
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(Untatigkeit, Kollision, Erfolg) fur jeden Kanal im
Netzwerk aufweist. Als ein Ergebnis kann der FCR
mit relativer Leichtigkeit und geringen Kosten imple-
mentiert werden und ist fiir eine Implementierung auf
Netzwerken verflugbar, welche nicht die Rickmel-
dung bereitstellen, welche von den Baum- und p-Per-
sistenz-Algorithmen erfordert wird.

[0068] Der FCR weist auch gegenuber dem BEB
Vorteile auf. Das Schaubild in Fig. 7 vergleicht die
durchschnittliche Paketverzégerung beim FCR und
beim BEB. Eine Ankunftszeit, wie sie hier verwendet
wird, misst, wie oft aktive Teilnehmer Belegungen
versuchen. Eine niedrige Ankunftszeit bedeutet, dass
aktive Teilnehmer aggressiv Kanalbetriebsmittel su-
chen und als ein Ergebnis wenige Belegungsschlitze
ohne einen Belegungsversuch passieren. Im Gegen-
satz dazu bedeutet eine hohere Ankunftszeit, dass
aktive Teilnehmer nicht so oft Belegungen versuchen
und eine relativ gréRere Anzahl von Belegungsschlit-
zen zwischen Belegungsversuchen passiert.

[0069] Fig. 7 zeigt, dass der FCR unter den meisten
Verkehrsstrukturen und Systembelastungen eine
kleinere durchschnittliche Paketverzdgerung auf-
weist. Die einzige Ausnahme tritt auf, wenn es weni-
ge aktive Teilnehmer auf dem System (4 < U < 64)
gibt und die wenigen Teilnehmer, welche aktiv sind,
aggressiv Bandbreite belegen (durchschnittliche An-
kunftszeit = 2 Schlitze). Unter diesen einschranken-
den Bedingungen scheint der BEB eine niedrigere
durchschnittliche Paketverzégerung als der FCR auf-
zuweisen. Die erfolgreichen Ubertragungen, welche
beim BEB unter diesen Bedingungen auftreten, wer-
den jedoch vom Mitnahmeeffekt beherrscht. Was bei
diesen Bedingungen passiert ist, dass wenige Teil-
nehmer mit wenig Kollision ubertragen und viel mehr
Teilnehmer ansteigende Back-Off-FenstergréRen er-
fahren.

[0070] Fig. 7 zeigt auch, dass der Unterschied bei
der durchschnittlichen Paketverzégerung zwischen
dem FCR und dem BEB mit einer Steigerung der An-
zahl aktiver Teilnehmer ansteigt. Der Nutzen des
FCR beim Leistungsvermogen steigt folglich mit dem
Ansteigen der Anzahl aktiver Teilnehmer an. Wenn
es beispielsweise 1024 Teilnehmer gibt, betragt die
schlechteste durchschnittliche Paketverzégerung
des FCR 2780 Schlitze, wahrend der beste Fall beim
BEB 6177 Schlitze betragt.

[0071] Fig. 8 zeigt die Unterschiede der Standard-
abweichung der Verzdgerung zwischen dem FCR
und dem BEB. Eine Standardabweichung der Verzo-
gerung bestimmt, wie gerecht das System die Kanal-
bandbreite zwischen aktiven Teilnehmern verteilt.
Eine kleine Standardabweichung der Verzdgerung
unterstellt, dass Pakete ungefahr die gleiche Zeit-
spanne warten, bevor sie erfolgreich Ubertragen wer-
den, und deshalb wird Bandbreite unter den konkur-

rierenden Teilnehmern in einer gerechteren Weise
aufgeteilt. Eine groRe Standardabweichung der Ver-
zogerung unterstellt andererseits, dass Bandbreite
nicht gleichmaRig auf die konkurrierenden Teilneh-
mer aufgeteilt wird. Wenn ein Mitnahmeeffekt vor-
liegt, tritt folglich eine groRRe Standardabweichung
auf, da manche der Pakete mit einer kleinen Kollisi-
onswahrscheinlichkeit Ubertragen werden, wahrend
andere Pakete zunehmend grofiere Back-Off-Fens-
ter und eine niedrigere Wahrscheinlichkeit einer er-
folgreichen Ubertragung aufweisen.

[0072] Wie oben unter Bezugnahme auf Fig. 7 dis-
kutiert, zeigen Simulationen, dass FCB unter fast al-
len Systembedingungen eine niedrigere durch-
schnittliche Paketverzégerung als der BEB aufweist.
Die einzige Ausnahme tritt auf, wenn es eine kleine
Anzahl aktiver Teilnehmer gibt, welche aggressiv um
Bandbreite konkurrieren. Fig. 8 enthiillt den Grund
fur eine niedrigere durchschnittliche Paketverzdge-
rung beim BEB unter diesen bestimmten Bedingun-
gen. Wenn es wenige Teilnehmer gibt, welche ag-
gressiv um Bandbreite konkurrieren, weist der BEB
eine sehr grof3e Standardabweichung der Verzoge-
rung auf. Dies bedeutet, dass die niedrigere durch-
schnittliche Paketverzégerung unter diesen ein-
schrankenden Bedingungen das Ergebnis eines Mit-
nahmeeffekts ist. Die Figur zeigt, dass unter diesen
gleichen Bedingungen der FCR eine viel niedrigere
Standardabweichung der Verzdgerung als der BEB
aufweist und deshalb keinen Mitnahmeeffekt erfahrt.
Fig. 8 zeigt weiterhin, dass der FCR mit einem An-
steigen der Anzahl aktiver Teilnehmer weiterhin eine
niedrigere Standardabweichung der Verzégerung
aufweist und der FCR deshalb durchweg die System-
betriebsmittel in einer deutlich gerechteren Weise
aufteilt.

[0073] Eig.9 vergleicht einen Durchsatz fir den
FCR und den BEB. Diese Figur zeigt, dass ein Mit-
nahmeeffekt bewirkt, dass der BEB einen viel groRRe-
ren Durchsatz im eingeschrankten Zustand aufweist,
wo es wenige aktive Teilnehmer gibt, welche aggres-
siv Bandbreite belegen.

[0074] In allen anderen Fallen weist der FCR einen
groReren Durchsatz als der BEB auf, oder der Unter-
schied ist vernachlassigbar. Bemerkenswerterweise
halt der FCR unabhangig von der Anzahl aktiver Teil-
nehmer auf dem Netzwerk einen Durchsatz von
1/e~0,3679 ein.

[0075] In der Schlussfolgerung der ausfihrlichen
Beschreibung sollte angemerkt werden, dass es
Durchschnittsfachleuten offensichtlich ist, dass viele
Anderungen und Modifikationen an der bevorzugten
Ausfihrungsform vorgenommen werden koénnen,
ohne wesentlich von den Prinzipien der vorliegenden
Erfindung abzuweichen. Derartige Anderungen und
Modifikationen sind hier als innerhalb des Schutzum-
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fangs der vorliegenden Erfindung, wie in den ange-
fugten Anspriichen dargelegt, eingeschlossen vorge-
sehen. Ferner sind in den hier nachfolgenden An-
sprichen die Strukturen, Materialien, Handlungen
und Aquivalente aller Mittel oder Schritt- plus Funkti-
onselemente gedacht, dass sie alle Strukturen, Mate-
rialien oder Handlungen zum Durchfiihren ihrer auf-
geflhrten Funktionen umfassen.

Patentanspriiche

1. Verfahren zur Datenkonfliktauflésung in einem
gemeinsam genutzten Netzwerk, das Verfahren
DURCH FOLGENDE SCHRITTE GEKENNZEICH-
NET:

Senden eines gemeinsamen Back-Off-Fensters an
mehrere Teilnehmer des Netzwerks; und
Neuberechnen neuer Back-Off-Fenster gemal einer
oder mehrerer Betriebseigenschaften des Netzwerks
und Senden der neuen Back-Off-Fenster an mindes-
tens einige der mehreren Teilnehmer, um den Durch-
satz des Netzwerks zu erhdhen.

2. Verfahren nach Anspruch 1, wobei der Schritt
des dynamischen Neuberechnens und Sendens neu-
er Back-Off-Fenster  ein Berechnen der
Back-Off-Fenster umfasst, um eine relativ konstante
Kollisionsrate einzuhalten.

3. Verfahren nach Anspruch 2, weiterhin umfas-
send den Schritt des Abschatzens der Kollisionsrate
auf der Grundlage des Status mindestens eines Be-
legungsschlitzes.

4. Verfahren nach Anspruch 1, wobei der Schritt
des dynamischen Neuberechnens und Sendens neu-
er Back-Off-Fenster  ein Berechnen der
Back-Off-Fenster umfasst, um eine relativ konstante
Kollisionsrate von 1-2/e einzuhalten.

5. Verfahren nach Anspruch 1, wobei der Schritt
des dynamischen Neuberechnens und Sendens neu-
er  Back-Off-Fenster  ein Berechnen der
Back-Off-Fenster umfasst, um eine relativ konstante
Kollisionsrate zwischen ungefahr 0,2 und 0,4 einzu-
halten.

6. Verfahren nach Anspruch 1, wobei der Schritt
des dynamischen Neuberechnens und Sendens neu-
er  Back-Off-Fenster  ein Berechnen der
Back-Off-Fenster auf der Grundlage einer Anzahl von
Teilnehmern im Netzwerk umfasst.

7. Verfahren nach Anspruch 1, wobei der Schritt
des dynamischen Neuberechnens und Sendens neu-
er  Back-Off-Fenster  ein Berechnen der
Back-Off-Fenster umfasst, um das Back-Off-Fenster
ungefahr gleich einer Anzahl von Teilnehmern einzu-
halten.

8. System zur Datenkollisionsauflésung in einem
gemeinsam genutzten Netzwerk, GEKENNZEICH-
NET DURCH:
mehrere entfernte Vorrichtungen; und
einen Zugangspunkt, welcher mit den mehreren ent-
fernten Vorrichtungen verbunden ist, wobei der Zu-
gangspunkt weiterhin Folgendes umfasst:
einen Vermittlungsschalter zur Kommunikation mit
den mehreren entfernten Vorrichtungen;
einen Sendeempfanger zum Senden von Informatio-
nen an die und zum Empfangen von Informationen
von den mehreren entfernten Vorrichtungen; und
eine Kollisionsauflésungsvorrichtung, welche ein an-
fangliches Back-Off-Fenster berechnet, welches an
die mehreren entfernten Vorrichtungen gesendet
werden soll, und ein Back-Off-Fenster dynamisch auf
der Grundlage einer oder mehrerer Netzwerksbe-
triebseigenschaften einstellt, um eine relativ konstan-
te Kollisionsrate einzuhalten.

9. System nach Anspruch 8, wobei die Kollisions-
auflésungsvorrichtung angepasst ist, um das
Back-Off-Fenster dynamisch einzustellen, um eine
relativ konstante Kollisionsrate von ungefahr 1-2/e
einzuhalten.

10. System nach Anspruch 8, wobei die Kollisi-
onsauflésungsvorrichtung angepasst ist, um die Kol-
lisionsrate des Netzwerks aus einem Status von Be-
legungsschlitzen abzuschatzen.

Es folgen 7 Blatt Zeichnungen
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Anhangende Zeichnungen
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