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DESCRIPTION

A HIGH SECURITY SYSTEM AND METHOD USED IN RADIO SYSTEMS

Field of the Invention

The present invention relates to a high security system and method which prevents unauthorized (foreign) radios that are not defined in the system from being served by the system in professional radio systems and which thus secures the communication of the radios that are registered in the system.

Background of the Invention

In the state of the art applications, registration of unauthorized radios to the system is prevented by means of authentication methods. With this method, resource allocation is not made for the requests made by a radio that is not registered in the system.

In the state of the art applications, in a conventional system, the voice packets transmitted by a valid and authenticated radio in uplink can be listened to and the related parameters (LC, ES) in this valid packet can be obtained. These parameters can be programmed to a radio that is not registered in the system. When the foreign radio is enabled to start transmitting voice in the system frequency, the foreign radio both occupies the system and can engage in unauthorized communication via the system.

The International patent application document no. WO0124560, an application in the state of the art, discloses an encryption technique applied in the communication of the mobile device with the base station. This encryption
process is performed by an encryption key and it is stated that the parameters compared in the encryption process are changed periodically.

The United States Patent document no. US201 1314287, an application known in the state of the art, discloses a method which enables authentication between devices. It is disclosed that in this method, authentication is performed by matching the information of the device defined as the subscriber with the network information.

The United States Patent document no. US20120159588, an application known in the state of the art, discloses an authentication system which can also be applied in radio systems and allows access to a plurality of services through a single device. It is also disclosed that this system is periodically updated.

The United States Patent document no. US201 1029770, an application known in the state of the art, discloses a radio communication system which enables to select the suitable process for authentication for the same user.

**Summary of the Invention**

The objective of the present invention is to provide a high security system and method which, in professional radio systems, prevents unauthorized radios that are not defined in the system from being served by the system and which thus secures the communication of the radios that are registered in the system.
Detailed Description of the Invention

A high security system and method developed to fulfill the objective of the present invention are illustrated in the accompanying figures, in which:

Figure 1 is a schematic view of the high security system.
Figure 2 is a schematic view of the high security method.

The components in the figures are given reference numbers as follows:

1. High security system
2. Main control unit
3. Main receiver unit
4. Main transmitter unit
5. Main memory unit
6. Radio control unit
7. Radio receiver unit
8. Radio transmitter unit
9. Radio memory unit

MCS. Main communication system

R. Radio

The high security system (IT) which, in professional radio systems, prevents unauthorized radios that are not defined in the system from being served by the main communication system (MCS), and which thus secures the communication of the radios (R) that are registered in the system, basically comprises
- at least main control unit (2) which is adapted to perform main controls and generate the parameters,
- at least one main receiver unit (3) which is adapted to receive the signals coming from air interface and transmit them to the main control unit (2),
- at least one main transmitter unit (4) which is adapted to send out the signals coming from the main control unit (2) to air interface,
- at least one main memory unit (5) which is adapted to store the data and is preferably located on the main control unit (2),
- at least one radio control unit (6) which is adapted to perform parameter controls and to save the parameters when necessary,
- at least one radio receiver unit (7) which is adapted to receive the signals coming from air interface and transmit them to the radio control unit (6),
- at least one radio transmitter unit (8) which is adapted to send out the signals coming from the radio control unit (6) to air interface,
- at least one radio memory unit (9) which is adapted to store the data and parameters and is preferably located on the radio control unit (6).

In one embodiment of the invention, the high security system (1) includes thereon a main control unit (2) which is adapted to perform main controls and generate the parameters, a main receiver unit (3) which is adapted to receive the signals coming from air interface and transmit them to the main control unit (2), a main transmitter unit (4) which is adapted to send out the signals coming from the main control unit (2), and a main memory unit (5) which is adapted to store the data. The high security system (1) also includes a radio control unit (6) which is adapted to perform parameter controls and to save the parameters when necessary, a radio receiver unit (7) which is adapted to receive the signals coming from air interface and transmit them to the radio control unit (6), a radio transmitter unit (8) which is adapted to send out the signals coming from the radio control unit (6), and a radio memory unit (9) which is adapted to store the data and parameters.

In a preferred embodiment of the invention, the main memory unit (5) provided on the high security system (1) of the present invention can be used externally. Furthermore, the main memory unit (5) and the main control unit (2) can be used separately (not embedded), and the connection between the main memory unit (5) and the main control unit (2) can be provided by wired/wireless means.
In a preferred embodiment of the invention, the radio memory unit (9) provided on the high security system (1) of the present invention can be used externally. Furthermore, the radio memory unit (9) and the radio control unit (6) can be used separately (not embedded) and the connection between the radio memory unit (9) and the radio control unit (6) can be provided by wired/wireless means.

In a preferred embodiment of the invention, the high security system (1) of the present invention is used in APCO P25 professional radio systems.

The high security method (100), which, in professional radio systems, prevents unauthorized radios that are not defined in the system from being served by the main communication system (MCS) and which thus secures the communication of the radios (R) that are registered in the system, basically comprises the steps of

- the main control unit (2) starting the high security system (1) (101),
- controlling the ALGID values in the uplink voice packet (102),
- controlling the Authentication Response (RES1) values in LSD (Low Speed Data) included in the uplink voice packet (103),
- controlling the Source ID in the downlink voice packet (104),
- terminating the high security system (1) (105).

The step of "controlling the ALGID values in the uplink voice packet (102)" of the high security method (100) comprises the sub-steps of

- the radio transmitter unit (8) transmitting the ALGID values in the radio memory unit (9) by means of the radio control unit (6) (201),
- the main receiver unit (3) receiving the ALGID values and sending them to the main control unit (2) (202),
- comparing the ALGID values with the values in the main memory unit (5) (203),
if there is a discrepancy between the ALGID values and the values in the main memory unit (5), the main control unit (2) stopping broadcasting the voice packets; if the values match, passing to step 103 (204).

5 The step of "controlling the Authentication Response (RES1) values in LSD (Low-Speed Data) included in the uplink voice packet (103)" of the high security method (100) comprises the sub-steps of
- transmitting the RES1 (response) value, which is recorded in the radio memory unit (9) and is used by the radio (R) for authentication, to the radio control unit (6) (301),
- entering the RES1 value coming from the radio control unit (6) into the LSD (Low Speed Data) field in the uplink voice packet, and the radio transmitter unit (8) sending the voice packet (302),
- the main receiver unit (3) receiving the voice packet and sending it to the main control unit (2) (303),
- comparing the RES1 value in the LSD field within the uplink voice packet with the values in the main memory unit (5) (304),
- if there is a discrepancy between the RES1 value and the values in the main memory unit (5), the main control unit (2) stopping broadcasting the voice packets, renewing registration and authentication of the concerned radio (R) by sending registration command (U_REG_CMD) to the radio and updating RES1 value; if the values match, passing to step 104 (305).

The step of "controlling the Source ID in the downlink voice packet (104)" of the high security method (100) comprises the sub-steps of
- the radio receiver unit (7) receiving the downlink voice packet and transmitting it to the radio control unit (6) (401),
- the radio control unit (6) carrying out the control of the Source ID in the downlink voice packet (402),
- if, as a result of the control, the radio (R) sees its own ID as the Source ID, upon figuring out that a foreign radio has copied its parameters and is
sending voice packets with these parameters, the radio (R) renewing registration and authentication and updating RES1 value; if the radio (R) does not see its ID as the Source ID, going to step 105 (403).
CLAIMS

1. A high security system (1), which, in professional radio systems, prevents unauthorized radios that are not defined in the system from being served by the main communication system (MCS), and which thus securing the communication of the radios (R) that are registered in the system, basically characterized by:
   - at least main control unit (2) which is adapted to perform main controls and generate the parameters,
   - at least one main receiver unit (3) which is adapted to receive the signals coming from air interface and transmit them to the main control unit (2),
   - at least one main transmitter unit (4) which is adapted to send out the signals coming from the main control unit (2) to air interface,
   - at least one main memory unit (5) which is adapted to store the data and is preferably located on the main control unit (2),
   - at least one radio control unit (6) which is adapted to perform parameter controls and to save the parameters when necessary,
   - at least one radio receiver unit (7) which is adapted to receive the signals coming from air interface and transmit them to the radio control unit (6),
   - at least one radio transmitter unit (8) which is adapted to send out the signals coming from the radio control unit (6) to air interface,
   - at least one radio memory unit (9) which is adapted to store the data and parameters and is preferably located on the radio control unit (6).

2. A high security system (1) according to Claim 1, characterized by the main memory unit (5) which can be used externally.

3. A high security system (1) according to Claim 1, characterized by the main memory unit (5) which can be used separately from (not embedded in) the main control unit (2).
4. A high security system (1) according to Claim 1, characterized by the main memory unit (5) whose connection with the main control unit (2) can be provided by wire.

5. A high security system (1) according to Claim 1, characterized by the main memory unit (5) whose connection with the main control unit (2) can be provided by wireless means.

6. A high security system (1) according to Claim 1, characterized by the radio memory unit (9) which can be used externally.

7. A high security system (1) according to Claim 1, characterized by the radio memory unit (9) which can be used separately from (not embedded in) the radio control unit (6).

8. A high security system (1) according to Claim 1, characterized by the radio memory unit (9) whose connection with the radio control unit (6) can be provided by wire.

9. A high security system (1) according to Claim 1, characterized by the radio memory unit (9) whose connection with the radio control unit (6) can be provided by wireless means.

10. A high security method (100), which, in professional radio systems, prevents unauthorized radios that are not defined in the system from being served by the main communication system (MCS), and which thus secures the communication of the radios (R) that are registered in the system, basically characterized by the steps of
   - the main control unit (2) starting the high security system (1) (101),
   - controlling the ALGID values in the uplink voice packet (102),
controlling the Authentication Response (RESl) values in LSD (Low Speed Data) included in the uplink voice packet (103),
- controlling the Source ID in the downlink voice packet (104),
- terminating the high security system (1) (105).

11. A high security method (100) according to Claim 10, characterized in that the step of "controlling the ALGID values in the uplink voice packet (102)" comprises the sub-steps of
- the radio transmitter unit (8) transmitting the ALGID values in the radio memory unit (9) by means of the radio control unit (6) (201),
- the main receiver unit (3) receiving the ALGID values and sending them to the main control unit (2) (202),
- comparing the ALGID values with the values in the main memory unit (5) (203),
- if there is a discrepancy between the ALGID values and the values in the main memory unit (5), the main control unit (2) stopping broadcasting the voice packets; if the values match, passing to step 103 (204).

12. A high security method (100) according to Claim 10, characterized in that the step of "controlling the Authentication Response (RES1) values in LSD (Low Speed Data) included in the uplink voice packet (103)" comprises the sub-steps of
- transmitting the RES 1 (response) value, which is recorded in the radio memory unit (9) and is used by the radio (R) for authentication, to the radio control unit (6) (301),
- entering the RESl value coming from the radio control unit (6) into the LSD (Low Speed Data) field in the uplink voice packet, and the radio transmitter unit (8) sending the voice packet (302),
- the main receiver unit (3) receiving the voice packet and sending it to the main control unit (2) (303),
comparing the RES1 value in the LSD field within the uplink voice packet with the values in the main memory unit (5) (304),

- if there is a discrepancy between the RES1 value and the values in the main memory unit (5), the main control unit (2) stopping broadcasting the voice packets, renewing registration and authentication of the concerned radio (R) by sending registration command (UJREG_CMD) to the radio and updating RES1 value; if the values match, passing to step 104 (305).

13. A high security method (100) according to Claim 10, characterized in that the step of "controlling the Source ID in the downlink voice packet (104)" comprises the sub-steps of

- the radio receiver unit (7) receiving the downlink voice packet and transmitting it to the radio control unit (6) (401),

- the radio control unit (6) carrying out the control of the Source ID in the downlink voice packet (402),

- if, as a result of the control, the radio (R) sees its own ID as the Source ID, upon figuring out that a foreign radio has copied its parameters and is sending voice packets with these parameters, the radio (R) renewing registration and authentication and updating RES1 value; if the radio (R) does not see its ID as the Source ID, going to step 105 (403).
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