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【公報種別】特許法第１７条の２の規定による補正の掲載
【部門区分】第７部門第３区分
【発行日】平成24年10月18日(2012.10.18)

【公表番号】特表2012-517185(P2012-517185A)
【公表日】平成24年7月26日(2012.7.26)
【年通号数】公開・登録公報2012-029
【出願番号】特願2011-549117(P2011-549117)
【国際特許分類】
   Ｈ０４Ｌ   9/08     (2006.01)
   Ｈ０４Ｗ  12/08     (2009.01)
   Ｈ０４Ｌ   9/32     (2006.01)
【ＦＩ】
   Ｈ０４Ｌ   9/00    ６０１Ｂ
   Ｈ０４Ｑ   7/00    １８４　
   Ｈ０４Ｌ   9/00    ６７３Ｂ
   Ｈ０４Ｌ   9/00    ６７３Ａ

【手続補正書】
【提出日】平成24年8月30日(2012.8.30)
【手続補正１】
【補正対象書類名】特許請求の範囲
【補正対象項目名】全文
【補正方法】変更
【補正の内容】
【特許請求の範囲】
【請求項１】
　ブートストラップ・メッセージの保護を可能にするデバイス管理ＤＭネットワーク・シ
ステムの第１のネットワーク・ユニット（５００）であって、
　デバイス（６００）をブートストラップする要求を含む第１のメッセージであって、前
記デバイス（６００）を識別する情報及び加入者を識別する情報を含む前記第１のメッセ
ージを受信する受信機（５１０）と、
　前記加入者を識別する前記情報を含む第２のメッセージであって、前記加入者を識別す
る前記情報に基づくブートストラップ・キーを前記第１のネットワーク・ユニット（５０
０）へ提供するように、第２のネットワーク・ユニットへ要求する前記第２のメッセージ
を、前記第２のネットワーク・ユニットへ送信する送信機（５２０）と
を備え、
　前記受信機（５１０）は、さらに、前記第２のネットワーク・ユニットから、前記ブー
トストラップ・メッセージの保護を可能にするための、前記ブートストラップ・キーと、
トリガ情報とを含む第３のメッセージを受信するように構成され、
　前記送信機（５２０）は、さらに、前記デバイス（６００）において前記ブートストラ
ップ・キーの生成を開始させるために、該デバイス（６００）へ前記トリガ情報を送信す
るように構成されることを特徴とする第１のネットワーク・ユニット（５００）。
【請求項２】
　前記ブートストラップ・キーを記憶する記憶手段（５３０）をさらに備え、
　前記第１のネットワーク・ユニット（５００）は、さらに、
　前記ブートストラップ・キーに基づいて、前記送信機（５２０）が保護されたブートス
トラップ・メッセージを前記デバイス（６００）へ送信する前に、前記ブートストラップ
・メッセージを保護するように構成されることを特徴とする請求項１に記載の第１のネッ
トワーク・ユニット（５００）。
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【請求項３】
　前記送信機（５２０）は、ジェネリック・ブートストラップ・アーキテクチャ・プッシ
ュ情報ＧＰＩの前記トリガ情報を送信するように構成され、
　前記受信機（５１０）は、ＧＰＩレスポンス・メッセージの前記ブートストラップ・キ
ーを含む前記第３のメッセージを受信するように構成されることを特徴とする請求項１又
は２に記載の第１のネットワーク・ユニット（５００）。
【請求項４】
　前記ブートストラップ・メッセージの検証後に、前記デバイス（６００）と前記ＤＭネ
ットワーク・システムとの間の少なくとも１つのＤＭセッション中に少なくとも１つのメ
ッセージの保護のための追加のキーを生成するために、マスタキーとして前記ブートスト
ラップ・キーを使用するようにさらに構成されることを特徴とする請求項１乃至３の何れ
か１項に記載の第１のネットワーク・ユニット（５００）。
【請求項５】
　ブートストラップ・メッセージの保護を可能にするためのデバイス管理ＤＭネットワー
ク・システムの第１のネットワーク・ユニット（５００）と通信可能なデバイス（６００
）であって、
　前記デバイスを識別する情報及び加入者を識別する情報を、前記第１のネットワーク・
ユニット（５００）へ通知する手段（６１０）と、
　前記第１のネットワーク・ユニット（５００）から、前記デバイスのブートストラップ
・キーの生成を開始させるトリガ情報を受信する受信機（６１０）であって、前記ブート
ストラップ・キーに基づいて保護される、保護されたブートストラップ・メッセージを受
信するように構成される前記受信機（６１０）と、
　前記保護されたブートストラップ・キーを検証するか、復号化するかの少なくとも一方
を行う手段（６３０）と
を備えることを特徴とするデバイス（６００）。
【請求項６】
　前記受信機（６１０）は、ジェネリック・ブートストラップ・アーキテクチャＧＢＡプ
ッシュ情報ＧＰＩメッセージの前記トリガ情報を受信するように構成されることを特徴と
する請求項５に記載のデバイス（６００）。
【請求項７】
　前記ブートストラップ・キーを記憶する記憶手段（６４０）をさらに備えることを特徴
とする請求項５又は６に記載のデバイス（６００）。
【請求項８】
　ブートストラップ・メッセージの保護を可能にするデバイス管理ＤＭネットワーク・シ
ステムの第１のネットワーク・ユニット（５００）における方法であって、
　デバイスをブートストラップする要求を含む第１のメッセージであって、前記デバイス
を識別する情報及び加入者を識別する情報を含む前記第１のメッセージを前記第１のネッ
トワーク・ユニットで受信するステップ（４０１）と、
　前記加入者を識別する前記情報を含む第２のメッセージであって、前記加入者を識別す
る前記情報に基づくブートストラップ・キーを前記第１のネットワーク・ユニットへ提供
するように、第２のネットワーク・ユニットへ要求する前記第２のメッセージを、前記第
２のネットワーク・ユニットへ送信するステップ（４０２）と、
　前記第２のネットワーク・ユニットから、前記ブートストラップ・メッセージの保護を
可能にするための、前記ブートストラップ・キーと、トリガ情報とを含む第３のメッセー
ジを受信するステップ（４０３）と、
　前記デバイスにおいて前記ブートストラップ・キーの生成を開始させるために、該デバ
イスへ前記トリガ情報を送信するステップ（４０４）と
を含むことを特徴とする方法。
【請求項９】
　前記ブートストラップ・キーを前記第１のネットワーク・ユニットで記憶するステップ
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と、
　前記ブートストラップ・キーに基づいて、前記ブートストラップ・メッセージを前記デ
バイスへ送信する前に、前記ブートストラップ・メッセージを保護するステップと
をさらに含むことを特徴とする請求項８に記載の方法。
【請求項１０】
　前記トリガ情報を送信する前記ステップ（４０４）は、ジェネリック・ブートストラッ
プ・アーキテクチャ・プッシュ情報ＧＰＩメッセージの前記トリガ情報を送信するステッ
プを含み、
　前記第３のメッセージを受信する前記ステップ（４０３）は、ＧＰＩレスポンス・メッ
セージの前記第３のメッセージを受信するステップを含むことを特徴とする請求項８又は
９に記載の方法。
【請求項１１】
　前記ブートストラップ・メッセージの検証後に、前記デバイスと前記ＤＭネットワーク
・システムとの間の少なくとも１つのＤＭセッション中に少なくとも１つのメッセージを
保護するための追加のキーを生成するために、マスタキーとして前記ブートストラップ・
キーを使用するステップをさらに含むことを特徴とする請求項８乃至１０の何れか１項に
記載の方法。
【請求項１２】
　請求項８乃至１１の何れか１項に記載の第１のネットワーク・ユニット（５００）にお
ける方法の各ステップをコンピュータに実行させるためのプログラム命令を含むコンピュ
ータで実行可能なコンピュータプログラム。
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