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(57)【要約】
記載される支払デバイスは、圧電型加速度計を含む、統合電源を含む。支払デバイスが動
作すると、運動エネルギーが圧電型加速度計の質量に向けて変換され、電気エネルギーを
生成し、支払デバイスの他の機能に電力を供給し得る。圧電型加速度計に向けて変換され
る動作はまた、他の入力と組み合わせて使用され、支払デバイスのセキュリティ機能を実
行し得る。
【選択図】なし



(2) JP 2019-500671 A 2019.1.10

10

20

30

40

50

【特許請求の範囲】
【請求項１】
　圧電型加速度計を含む統合電源と、
　前記統合電源と通信するプロセッサと、
　前記プロセッサと通信するメモリであって、前記支払デバイスの支払機能を起動するよ
うに、前記プロセッサを構成する命令を記憶する、メモリと、
　前記プロセッサと通信する入出力回路と、を備え、
　前記支払デバイスに向けて変換される運動エネルギーはまた、前記圧電型加速度計に向
けても変換され、前記統合電源に、前記プロセッサ、前記メモリおよび前記入出力回路へ
電力を供給させ、前記支払デバイスの前記支払機能を起動する、支払デバイス。
【請求項２】
　前記入出力回路と通信する電子ディスプレイをさらに備え、前記電子ディスプレイが、
前記圧電型加速度計の質量に向けて変換される運動エネルギーに応じて、機密データを専
ら表示し、前記機密データが、支払取引を完了するデータを含む、請求項１に記載の支払
デバイス。
【請求項３】
　前記支払デバイスが、
　実質的に平坦な前表面と、
　前記前表面に対向する、実質的に平坦な裏表面と、
　前記プロセッサ、前記メモリおよび前記統合電源用の開口部を備える内部領域と、を備
える、複数の層を備える、請求項１に記載の支払デバイス。
【請求項４】
　入力デバイスが、前記支払デバイス上に感熱領域を備え、前記プロセッサは、前記統合
電源に向かう運動エネルギーの変換の際に、前記感熱領域の加温を検知し、前記入力デバ
イスが作動したことを判定するように構成される、請求項１に記載の支払デバイス。
【請求項５】
　前記プロセッサが、時間の閾値を過ぎると、前記支払機能を停止するようにさらに構成
される、請求項４に記載の支払デバイス。
【請求項６】
　前記運動エネルギーが、最初に前記支払デバイスから、その後、
　前記圧電型加速度計の質量要素、および
　前記圧電型加速度計の圧電材料のどちらか一方または一つ以上へ向けて変換され、
　前記圧電型加速度計の圧電材料を圧縮し、前記統合電源に、前記プロセッサ、前記メモ
リおよび前記入出力回路へ電力を供給させ、前記支払デバイスの前記支払機能を起動する
、請求項１に記載の支払デバイス。
【請求項７】
　前記入力デバイスが、前記支払デバイス上に生体認証センサを備え、前記プロセッサが
、前記入力デバイスが作動したことを判定するように、ユーザの一つ以上の生体認証情報
を検知するように構成される、請求項１に記載の支払デバイス。
【請求項８】
　前記プロセッサが、前記入力デバイスからの入力と組み合わせて、前記圧電型加速度計
の前記質量に向けての運動エネルギーの変換を検知するようにさらに構成される、請求項
７に記載の支払デバイス。
【請求項９】
　前記入力デバイスが起動しているという前記判定が、前記ユーザの一つ以上の生体認証
情報の検知を含む、請求項８に記載の支払デバイス。
【請求項１０】
　前記一つ以上の生体認証情報が、指紋を含む、請求項９に記載の支払デバイス。
【請求項１１】
　前記プロセッサが、前記統合電源への前記運動エネルギー変換のパターンを判定し、前
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記パターンをパスコード動作と比較して、前記入力デバイスが前記ユーザにより作動した
ことを検証するように構成される、請求項１に記載の支払デバイス。
【請求項１２】
　前記パターンが、タップパターンおよび動作パターンのうちの一つ以上を含む、請求項
１１に記載の支払デバイス。
【請求項１３】
　前記動作パターンが、円形動作、往復水平動作および往復垂直動作のうちの一つ以上を
含む、請求項１２に記載の支払デバイス。
【請求項１４】
　前記統合電源が、筐体内に質量要素、圧電材料および作動手段、ならびにエネルギー貯
蔵デバイスを含む、請求項１に記載の支払デバイス。
【請求項１５】
　前記作動手段が、前記筐体内で前記質量の動作を促進して、前記圧電材料上に物理的力
をかける構造を含む、請求項１４に記載の支払デバイス。
【請求項１６】
　前記物理的力が、圧縮力または曲げ力を含む、請求項１５に記載の支払デバイス。
【請求項１７】
　前記圧電材料が、チタン酸バリウム、ジルコン酸鉛、チタン酸鉛およびメタニオブ酸鉛
から成る群より選択される、請求項１６に記載の支払デバイス。
【請求項１８】
　前記統合電源が、電力貯蔵要素をさらに含む、請求項１７に記載の支払デバイス。
【請求項１９】
　前記プロセッサが、前記支払デバイスの前記支払機能の起動に応じて、一つ以上のセキ
ュリティトークンを生成するようにさらに構成される、請求項１に記載の支払デバイス。
【請求項２０】
　前記プロセッサが、前記支払デバイスの前記支払機能の起動に応じて、動的認可データ
を生成するようにさらに構成される、請求項１に記載の支払デバイス。
【発明の詳細な説明】
【技術分野】
【０００１】
関連出願の相互参照
　本出願は、２０１５年１１月４日出願の米国特許出願第１４／９３２，６７０号の利益
を主張し、その開示は、全体を参照することによって本明細書に援用される。
【０００２】
　本開示は、様々な用途の電源を含むように構成されるクレジットカードに関し、より具
体的には、セキュリティを高め支払機能を促進するよう、圧電型加速度計などの加速度計
を電源として含むように構成されるクレジットカードに関する。
【背景技術】
【０００３】
　本明細書に提供される背景技術の記載は、一般に本開示の背景を提示するためのもので
ある。この背景技術の項に記載される範囲において、本発明者の作業ならびに出願時に従
来技術として認められなかった本記載の態様は、本開示に対する従来技術として、明示ま
たは黙示を問わず認められていない。
【０００４】
　クレジットカード取引は、長い間、犯罪行為である詐欺の標的となっている。デジタル
購入取引では、物理的クレジットカードは使用されず、したがって、盗まれた情報のみを
犯罪者が使用し、不正な取引が完了する場合がある。物理カードを使用する店頭での取引
では、犯罪者は、盗んだクレジットカード保有者情報を使用して物理カードを複製する、
洗練された技術を用いなくてはならない。クレジットカード会社は、各物理カードにセキ
ュリティ対策を組み込むことで、物理カードがコピーできないことを保証するためには労
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を惜しまない。しかしながら、これら対策は小規模製作において進歩していることから、
犯罪者が、物理的なクレジットカードセキュリティ用のさらに進歩した対策までも複製す
ることが益々容易になっている。
【０００５】
　確かに、物理的なクレジットカード詐欺を阻止または防止するために、クレジットカー
ド発行人が用いる可能性のある異なる対策は数々ある。しかしながら、費用および大きさ
の制限から、そのような対策を実現するのは、財布大のクレジットカードでは困難である
。物理的なクレジットカードのセキュリティを保証する、より小型でより洗練された対策
へのニーズが増大している。
【発明の概要】
【０００６】
　この発明の概要に記載の特徴および利点ならびに以下の詳細の説明は、すべてを網羅し
たものではない。多くの付加的な特徴および利点は、図面、明細書、および特許請求の範
囲を考慮すれば、当業者には明らかであろう。さらに、実施形態によっては、本発明の概
要に記載の特徴および利点の１つまたは複数（あるいはすべて）を省くことができる。
【０００７】
　クレジットカードは、洗練された物理的セキュリティコンポーネントに電力を提供する
ために、カード内に統合エネルギー源（例えば、加速度計）を用いるように構成されても
よい。一部の実施形態では、加速度計は圧電型加速度計であってもよい。例えば、カード
を持ち歩いたり、カードを持ち上げたり、もしくはカードをあちこちに動かしたりするな
どのカードの動作、またはカードもしくは特に加速度計のエリアへの圧力によって、電気
エネルギーが生成され、カードのセンサまたは他の物理的セキュリティ特徴部に電力を供
給することが可能になる。ユーザ入力または生体認証センサを統合エネルギー源と組み合
わせることによって、カードを一時的に（例えば、１５秒など特定の時間）「ロック解除
」することが可能になってもよい。加えて、統合電源は、ユーザＩＤ（例えば、暗証番号
、動作パターン）の入力または生体認証センサに電力を供給して、一時的にのみ機能する
ように、カードをロック解除することが可能になる場合がある。一部の実施形態では、カ
ードにエネルギーを供給している間に、ユーザＩＤまたは生体認証情報を入力した後、特
定の時間カードのロックを解除してもよい。圧電型加速度計などの統合エネルギー源によ
り、内蔵バッテリの必要性が排除され、店頭デバイスからの電力を必要とせずに、カード
が機能することが可能になってもよい。これらの対策で、ユーザがエネルギーを供給しロ
ックを解除する間のみ、カードが機能することを可能にすることによってセキュリティが
増大し、その上、従来の店頭デバイスなしでの支払いを伴う場合がある、より多くのモバ
イルアプリケーションへ使用範囲が増大するであろう。その上さらに、記載した通りに構
成されるカードによって、カード上のバッテリを必要としない、カード上でのトークン生
成、およびカード上での情報表示、ならびにカード上での動的認可データ生成が可能にな
るであろう。
【０００８】
　一実施形態では、支払デバイスは、圧電型加速度計を含む統合電源と、統合電源と通信
するプロセッサと、プロセッサと通信するメモリであって、プロセッサによって実行可能
である命令を記憶するメモリと、プロセッサと通信する入出力回路とを含んでもよい。支
払デバイス、およびしたがって、圧電材料に向けて変換される運動エネルギーおよび／ま
たは圧力は、プロセッサ、メモリおよび入出力回路に電力を供給する、電気エネルギーを
生成してもよい。
【図面の簡単な説明】
【０００９】
【図１】図１ａ、１ｂおよび１ｃは、統合エネルギー源を含む支払デバイスの実施形態の
様々な図を示す。
【図２】図２は、統合電源を伴う支払デバイス、および様々な入力デバイスの見本の回路
設計図である。
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【００１０】
　図面は、単なる例示の目的で、好ましい実施形態を図示する。当業者であれば、本明細
書に例示する構造および方法の代替の実施形態を、本明細書に記載する原理から逸脱せず
に採用可能なことが、以下の論述よりすぐに理解することができる。
【発明を実施するための形態】
【００１１】
　図１ａ、１ｂおよび１ｃは概して支払デバイス１００を示す。特に、図１ａは支払デバ
イス１００の前面外側図を示し、図１ｂは支払デバイス１００の内層の図を示し、図１ｃ
は支払デバイス１００の裏面外側図を示す。支払デバイス１００は、様々な形状および形
態を取ってもよい。実施形態によっては、支払デバイス１００は、デビットカードまたは
クレジットカードなどの伝統的なカードである。他の実施形態では、カードはキーチェー
ン上のフォブであってもよい。支払デバイス１００が支払受領デバイスと安全に通信可能
であってもよい限り、支払デバイスの形態は特に重要ではなく、設計する上で選択しても
よい。例えば、多くの旧来の支払デバイス１００が、磁気ストライプ読み取り装置によっ
て読み出しされなければならない可能性があり、したがって、支払デバイス１００は、磁
気カード読み取り装置に適合するサイズにする必要があってもよい。他の実施形態では、
支払デバイス１００は、近距離無線通信によって通信してもよく、支払デバイス１００の
形態は、事実上いかなる形態であってもよい。もちろん、カードの使用、使用されるリー
ダーの種類などに基づいて、他の形態も可能とすることができる。
【００１２】
　物理的には、支払デバイス１００はカードであってもよく、カードは、図１ａ、１ｂお
よび１ｃに示す通り、支払デバイス１００を構成する様々な要素を包含する、複数の層を
有してもよい。一実施形態では、支払デバイス１００は、実質的に平坦な前表面１０２、
および前表面に対向する実質的に平坦な裏表面１０４を有してもよい。理論的には、一部
の実施形態では、面１０２、１０４は、いくつかのエンボス加工を有してもよい。さらに
、内層１０６は、プロセッサ１０８、メモリ１１０、入出力回路１１２および電源１１４
用の開口部を有してもよい。一部の実施形態はまた、支払デバイス１００の一部であって
もよい、ディスプレイ１１６および入力デバイス１１８を含んでもよい。一部の実施形態
では、入力デバイス１１８は生体認証センサを含んでもよい。
【００１３】
　電源１１４は、例えば、筐体１１９、質量要素１２０、圧電材料１２２、作動手段１２
４およびエネルギー貯蔵デバイス１２６を含む、圧電型加速度計などのトランスデューサ
を含んでもよい。作動手段１２４は、圧電型加速度計内で質量１２０の動作を促進する、
いかなる構造を含んでもよい。本体１１９内の質量１２０の動作、またはユーザがかける
圧力によって、材料１２２を曲げるかまたは圧縮するかのどちらかのような、物理的力が
圧電材料１２２上にかかるであろう。材料１２２上への圧縮力は、圧電材料１２２の片側
にかかる力を含み、一方、正対する側は、例えば、固定表面および電源１１４の内壁に凭
れる。曲げ力は、質量１２０、または材料１２２の軸の周りの圧電材料１２２上に力をか
ける他の手段を伴ってもよい。一部の実施形態では、圧電型加速度計は、ニューヨーク州
イサカのＫｉｏｎｉｘ，Ｉｎｃ．が製造するＫＸ１１２またはＫＸＣＪＢなど、三軸加速
度計を含む。もちろん、他の種類の圧電型加速度計が、電力生成、および本明細書に記載
する他の機能に好適であってもよい。
【００１４】
　材料１２２は、結晶材料およびセラミック材料を含んでもよい。一部の実施形態は、単
結晶材料１２２（例えば、石英）を用いてもよく、一方、他の実施形態は、セラミック材
料を用いてもよい。圧電型加速度計電源１１４の一部の実施形態は、チタン酸バリウム、
ジルコン酸鉛、チタン酸鉛、メタニオブ酸鉛および他の圧電材料１２２を含んでもよい。
【００１５】
　使用するとき、圧電材料１２２に対して質量１２０を作動させる支払デバイス１００の
動作、またはカードの圧電材料を圧縮するユーザによる圧力によって、電気エネルギーを
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生成する。その後、電源１１４により作り出されるエネルギーを、プロセッサ１１８、デ
ィスプレイ１１６または支払デバイス１００の他のコンポーネントが消費してもよい。ま
た、後で使用するために、電力貯蔵要素１２７にエネルギーを蓄えてもよい。一部の実施
形態では、電力貯蔵要素は、充電式バッテリ、コンデンサ、または電気エネルギーを頻繁
に受け入れて蓄えることができる他の要素である。もちろん、支払デバイス１００はまた
、回路、または電源１１４および／または電力貯蔵要素１２７から、プロセッサ１０８、
ディスプレイもしくは支払デバイス１００の他のコンポーネントへ、生成したエネルギー
を伝える他の手段を含んでもよい。
【００１６】
　ディスプレイ１１６を含む実施形態では、実質的に平坦な前表面１０２は、ディスプレ
イ１１６を見る場合に通過する、半透明領域１２６を含んでもよい。理論的には、ユーザ
は、ディスプレイ１１６を見ようとしていてもよい。同時に、ディスプレイを要素から保
護する必要があってもよい。したがって、上部１０２の層および底部層１０４のいずれも
、または上部１０２の層もしくは底部層１０４の一方の半透明領域を、ディスプレイ１０
５の上に配置してもよい。また、複数のディスプレイ１０５があってもよく、各ディスプ
レイに対して内層に余裕がある必要があってもよく、ディスプレイを見るために、上部層
および／または底部層に半透明領域がある必要があってもよいことにも留意すべきである
。ディスプレイ１１６を含む実施形態は、「ＳＥＬＥＣＴＡＢＬＥ　ＤＩＳＰＬＡＹ　Ｏ
Ｆ　ＤＡＴＡ　ＯＮ　Ａ　ＰＡＹＭＥＮＴ　ＤＥＶＩＣＥ」と題する米国特許出願第１４
／５８７，３１０号にさらに記載され、その全体の開示は、本明細書で参照することによ
って完全に援用される。
【００１７】
　支払デバイス１００はまた、剛性層１２８を有してもよい。多くの回路、プロセッサ、
メモリ、ディスプレイなどは、曲るように適合しなくてもよい。実際、閾値を超えてデバ
イス１００を曲げるとき、多くの電子デバイスが壊れる。それゆえ、非可撓性材料の剛性
化層１２８を、支払デバイス１００に追加してもよい。剛性化層１２８は、前層１０２、
後層１０４、内層１０６の一部であってもよく、または支払デバイス１００全体が、剛性
のある材料から成ってもよい。
【００１８】
　ここで図２を参照すると、支払デバイスは、支払デバイス１００を構成する様々なコン
ポーネントを有してもよい。プロセッサ２００は、入力部１１８およびディスプレイ１１
６を、他のコンピュータ要素と共に有効にするよう、物理的に構成されてもよい。プロセ
ッサ２００は、割り当てられた空間に収まる、いかなるプロセッサであってもよく、支払
デバイス１００の中で限定された電力を使用して動作し、過度の熱を生成し得ない。プロ
セッサ２００は、プロセッサ２００の複数セクションが必要でないとき、それらのセクシ
ョンの電源を切るように適合してもよい。例えば、プロセッサは、入力デバイス１１８か
ら入力を受信するまで表示機能を切り、電源１１４からの電力を節約してもよい。
【００１９】
　メモリ２０２は、空間に収まり、支払デバイス１００の電力環境で動作し得る、いかな
る適切なメモリであってもよい。メモリ２０２は、入力デバイス１１８およびディスプレ
イ１１６、ならびに本明細書に記載する通りの他の機能を有効にするよう、プロセッサ２
００により実行可能なステップまたは命令を記憶するように物理的に構成されてもよい。
メモリ２０２は、ＲＡＭまたはＲＯＭであってもよく、支払デバイス１００の特定の実施
形態の必要性によって、一時的または永続的であってもよい。メモリ２０２は、物理的に
、プロセッサ２００の一部であっても、またはプロセッサ２００から分離していてもよい
。
【００２０】
　同様に、入出力回路１１２は、プロセッサ２００からの信号およびプロセッサ２００へ
の信号を伝達してもよく、またプロセッサ２００の一部であってもよく、または分離した
デバイスであってもよい。加えて、入出力回路１１２は、支払デバイス１００の空間に収
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まることが必要とされてもよく、支払デバイス１００の電力環境で動作することを必要と
されてもよい。
【００２１】
　電源１１４に充分な電力を維持することは、充分な電力がない場合に、ディスプレイ１
１６、入力デバイス１１８、またはデバイス１００の他のコンポーネントが動作できない
ときの、懸念事項となる場合がある。一部の実施形態では、電源１１４または電力貯蔵要
素１２７の電力が、閾値を下回ると、低電力警告が伝達されてもよい。一部の実施形態で
は、低電力警告は、ディスプレイ１１６上のメッセージ、事前に設定したアドレスへの電
子メールもしくはテキストメッセージ、またはデバイス上の表示灯（例えば、ＬＥＤ）の
起動であってもよい。もちろん、低電力メッセージの伝達もまた、電力を使用する場合が
あるため、低電力警告は、過度の再送または繰り返しを必要とすることなく、迅速にメッ
セージを伝達できるような、閾値より上の許容される伝達信号を、支払デバイス１００が
受信する場合にのみ伝達されてもよい。メッセージは、例えば、Ｗｉ－Ｆｉ信号、セルラ
ー信号、近距離無線通信システムまたは赤外線信号を使用して、送受信機２０４を介して
伝達されてもよい。圧電型加速度計を統合電源１１４として使用する実施形態では、ユー
ザは、支払デバイス機能を起動するのに充分な電荷が存在するまで、デバイスを動かし、
または振って支払デバイス１００を「充電」してもよい。大部分のユーザは支払デバイス
を携帯しているため、歩行など、通常の日常的な動きによって、デバイス１００に充分な
電荷を保持するであろうと想定される。また、デバイスは、支払取引中に財布またはポケ
ットからカードを持ち上げる自然な動作で、充電され、または電力供給状態もしくは「覚
醒」状態に入ってもよい。自然な動作は、支払デバイスを充電および／または覚醒するよ
うに、カードの一部分を圧縮する、カードの熱センサを触る、カードの表面をタップする
など、他の行動と組み合わせてもよい。
【００２２】
　入力デバイス１１８はまた、様々な形態を呈してもよく、様々な手法で作動してもよい
。理論的には、入力デバイス１１８は、支払デバイス１００と合致する必要があってもよ
く、入出力回路１１２と通信してもよい。一実施形態では、入力デバイス１１８は、支払
デバイス１００上の感熱領域であり、支払デバイス１００は、感熱領域を加温することに
よって作動してもよい。別の実施形態では、入力デバイス１１８は、タッチセンサ領域に
触れることで作動する、支払デバイス１００上のタッチセンサ領域である。一部の実施形
態では、入力デバイス１１８は目に見えてもよく、他の実施形態では、入力デバイス１１
８は、支払デバイス１００の発行人などのロゴの下にあってもよい。
【００２３】
　別の実施形態では、入力デバイス１１８は、動作センサであってもよく、または統合電
源１１４の圧電型加速度計など、動作センサに連結されてもよい。そのような入力デバイ
ス１１８は、動作センサからの示度が、閾値（例えば、圧電型加速度計の統合電源１１４
により生成される電圧）を超える原因となってもよい、支払デバイス１００のフリックま
たはクリックによって作動してもよい。一部のユーザは、他のユーザよりもより行動的で
ある場合があるため、閾値はユーザによって調整されてもよい。一部の実施形態では、デ
バイス１００の表面に対するユーザ定義の固有パターンのタップによって、一定期間にわ
たってデバイス１００を起動してもよい。例えば、統合電源１１４の圧電型加速度計は、
各タップを登録してもよく、プロセッサ１０８は、支払デバイス１００を起動するパター
ンを検証する命令を実行してもよい。同様に、デバイス１００の動きパターンによっても
また、起動を引き起こしてもよい。
【００２４】
　さらに別の実施形態では、入力デバイス１１８は電子信号であってもよく、入力デバイ
ス１１８は、信頼できるデバイスから作動信号を受信することによって作動してもよい。
例えば、信頼できるデバイスは、携帯電話のような携帯型コンピュータデバイスであって
もよく、支払デバイス読み取り装置またはＲＦＩＤデバイスであってもよい。一実施形態
では、ユーザは、携帯電話から支払デバイス１００の中の送受信機２０４へ、信号を伝達
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してもよく、信号は、入力デバイス１１８により受信され、デバイス１００を使用して支
払いを行うことができるような、ディスプレイ１１８を作動させる、または支払デバイス
１００自体を作動させる入力として働いてもよい。一部の実施形態では、デバイスの起動
は、ユーザがデバイス１００を使用して支払いを処理させることができ、その後、再び必
要とされるまで、デバイスがロックまたはそうでない場合は使用不可となってもよいよう
な、短時間（例えば、１５秒）のみ続いてもよい。理論的には、メッセージは、暗号化さ
れてもよく、支払デバイス１００と信頼できるコンピュータデバイスとの間に信頼を構築
するために、電子キーの交換を必要としてもよい。一部の実施形態では、ある期間中に閾
値の回数よりも多く、信頼できないデバイスから作動信号を受信する場合、デバイスは、
長時間ロックされてもよく、または送受信機を介するデバイス１００への信号によって、
完全に停止されてもよい。電子信号を入力として使用することによって、支払デバイス１
００のセキュリティを向上させてもよい。
【００２５】
　一部の実施形態では、入力デバイス１１８は、認証のために、指紋、目の網膜および虹
彩、声のパターン、顔のパターンならびに手の測定値など、ユーザの人体の特質を検出す
るように適合する、生体認証センサであってもよい。例えば、入力デバイス１１８は、指
紋読み取り装置上に信頼できる指紋を受け取ることによって作動してもよい。メモリ２０
２は、入力デバイス１１８で受け取るような、信頼できる指紋を検証する、プロセッサ２
００により実行される命令を含んでもよい。入力デバイス１１８用の生体認証センサを使
用することによって、支払デバイス１００のセキュリティを向上させてもよい。
【００２６】
　さらに別の実施形態では、入力デバイス１１８は、画像センサであってもよい。入力デ
バイス１１８は、承認されたユーザが事前に設定してもよい、許容される画像を受信する
ことによって作動してもよい。メモリ２０２は、画像を検証し承認信号を送信する、プロ
セッサ２００により実行される命令を含んでもよい。画像センサを使用することによって
、支払デバイス１００のセキュリティを向上させてもよい。
【００２７】
　他の実施形態では、入力デバイス１１８は、マイクなどの音センサであってもよい。入
力デバイス１１８は、承認されたユーザが事前に設定してもよい、許容される音または声
を受信することによって作動してもよい。音分析モジュールは、メモリ２０２に記憶され
てもよく、音を受信して、それに応じて受信器２０４が受信してもよい承認信号を伝達す
るように、プロセッサ２００によって実行される命令を含んでもよい。音センサを使用す
ることによって、支払デバイス１００のセキュリティを向上させてもよい。
【００２８】
　統合電源１１４によって、支払デバイス１００用の多くのさらなるセキュリティ機能を
促進して、デバイスの使用を認定されたユーザに制限してもよい。使用するとき、ユーザ
は、従来のクレジットカード読み取り装置など、店頭デバイスからの電力を必要としない
様々な手法で、支払デバイス１００を起動してもよい。例えば、支払デバイス１００の動
作によって、圧電型加速度計の統合電源１１４内で質量１２０の動作が引き起こされて、
質量１２０に圧電材料１２２を変形（すなわち、圧縮または曲げ）させてもよい。したが
って、カードのいかなる単一動作、または様々な動作のいかなる組み合わせによって、電
力貯蔵要素１２７に蓄えられ、プロセッサ１０８によって使用され、ディスプレイ１１６
によって使用され、入力デバイス１１８によって使用されるなどしてもよい、電力を生成
してもよい。そのような動作によって、信号を送信して、カードを「ロック解除」または
認定させ、支払デバイス１００を使用して支払いの完了を促進してもよい。例えば、一部
の実施形態では、ユーザは、支払デバイス１００を自身の財布から取り出して、カードを
フリックしてまたは振って、圧電型統合電源１１４に電力を生成させてもよく、その後、
その電力によって、プロセッサ１０８に、メモリ１１０に記憶された一つ以上の命令を実
行させ、ディスプレイ１１６、入力デバイス１１８、または本明細書に記載する通りの支
払デバイスの他の態様を起動し、支払デバイスを使用して支払取引を促進する。他の実施
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形態では、複数の異なる動作または組み合わせ「パスコード」動作を使用して、支払デバ
イス１００を起動してもよい。ユーザは、支払デバイス１００を、一連の動作で起動する
ように構成してもよい。構成した動作の順序でカードを動かすと、カードを起動すること
ができる。例えば、圧電型加速度計の統合電源１１４は、一つ以上の方向軸を持った様々
な動作を検出してもよく、メモリ１１０に記憶された一つ以上の命令を、プロセッサ１０
８が実行して、メモリ１１０に動作のシグネチャを記録してもよい。シグネチャは、当該
技術分野において既知である通り、圧電型加速度計の統合電源１１４が生み出す電力もし
くは電圧（例えば、正確にまたは実質的に、閾値に合致または閾値を超過する電圧）の量
、電源１１４の配向、またはユーザが圧電型加速度計に生成させて記録されてもよい、測
定可能で繰り返し可能ないかなる他の測定基準であってもよい。使用するとき、ユーザは
、円形にカードを動かし、一度垂直に往復させ、その後、二度水平に往復させる、パスコ
ード動作の順序を設定してもよい。その同じ順序の動作を実行すると、デバイス１００を
、支払取引の完了を促進するために一時的に起動できる。
【００２９】
　もちろん、多くの他の単一の動きまたは動きの組み合わせが可能であり、パスコード動
作順序として使用されてもよい。一部の実施形態では、支払デバイス１００の起動は、圧
電材料１２２を変形し、別の入力と連結される電圧を入力デバイス１１８へ生成する、圧
電型加速度計の統合電源１１４内において、質量１２０の動作によって引き起こされても
よい。例えば、圧電型加速度計の統合電源１１４へ向けて変換される動きと、入力デバイ
スからの入力との組み合わせによって、デバイス１００を起動して、支払いを促進しても
よい。ユーザは、自身の親指または他の指を、入力デバイス１１８に置いて、自身の財布
からデバイス１００を取り出してもよい。圧電型加速度計の統合電源１１４内における質
量要素１２０と、入力デバイス１１８上への圧力との組み合わされた動作によって、デバ
イス１００を起動して支払取引を促進するよう、プロセッサ１０８にメモリ１１０からの
一つ以上の命令を実行させてもよい。入力デバイス１１８が生体認証センサである場合、
デバイス１１８は、生体認証入力（例えば、指紋、または当該技術分野において既知であ
り、本明細書に記載する通りの他の生体認証情報）をデバイス１１８で読み取り、それを
動作の組み合わせの代わりの、支払デバイス１００を起動する入力として使用してしても
よい。
【００３０】
　圧電型加速度計などの統合電源１１４が促進する場合がある、他のセキュリティおよび
使い易さのための機能は、ユーザによりエネルギーが供給されロック解除されるときのみ
、デバイス１００が支払いを促進することを可能にすることと、無線通信要素（例えば、
Ｂｌｕｅｔｏｏｔｈ、ＲＦＩＤ、Ｗｉ－Ｆｉなど）を用いてデバイス１００の範囲を増大
することと、カード上にバッテリを必要とすることのない、セキュリティトークン、表示
および動的認可データのデバイス上での生成を可能にすることとを含んでもよい。
【００３１】
　入力デバイス１１０を起動する場合に、様々なステップまたは事象が起こる可能性があ
る。一実施形態では、支払デバイス１００の一部分が、ロゴなどを点灯してもよく、また
は入力デバイス１１０自体が点灯してもよい。加えて、ディスプレイ１０５は、入力デバ
イス１１０が作動すると、所望の機密データ１３０（図１ａ）を表示してもよい。機密デ
ータ１３０は、事実上、ｃｃｖ、有効期限、カード番号、ユーザ氏名および発行人など、
支払取引の完了に必要ないかなるデータであってもよい。
【００３２】
　一部の実施形態では、入力デバイス１１８を作動させて、ディスプレイ１１６によって
機密データ１３０を交代で表示させてもよい。例えば、単一の入力（例えば、圧電型加速
度計の統合電源１１４の本体内における質量の動作）によって、口座番号を表示させても
よく、追加の入力（例えば、入力デバイス１１８の圧力または生体認証情報の読取）によ
って、有効期限を表示させてもよく、さらに別の入力（例えば、動作のパターン、入力の
組み合わせなど）によって、有効期限を表示させてもよい。
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【００３３】
　さらに一部のより多くの実施形態では、支払デバイス１００は、支払デバイス１００に
置かれる複数のディスプレイ１１６を含んでもよい。単一の入力によって、ディスプレイ
１１６のいずれかに機密データ１３０が現れるようにさせてもよい。さらに別の実施形態
では、入力デバイス１１８を作動して、ディスプレイ１１６によって所望の機密データ１
３０を交代で表示してもよい。他の実施形態では、機密データ１３０を様々なディスプレ
イ１１６に無作為に表示してもよい。
【００３４】
　理論的には、ディスプレイ１１６上への機密データ１３０の表示は、所与の時間のみで
あってもよい。統合電源１１４は、有効期限がある場合があり、そのため、表示時間を限
定することは論理的であるだろう。さらに、期間が限定されることで、機密データ１３０
を盗むのがより困難になってもよい。一部の実施形態では、ディスプレイ１１６が機密デ
ータ１３０を表示する時間の長さに、規定値があってもよく、さらにユーザが調整しても
よい。
【００３５】
　特許法および法体系の規定に従い、上記の例示的構成は、本発明の好ましい実施形態を
提示するものとしてみなされる。しかしながら、本発明が、その精神または範囲より逸脱
することなく、具体的に図示および記載する以外にも実践できることは留意されるべきで
ある。

【図１】 【図２】
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