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(54) 자동 반복 요청 방식을 갖는 데이터 네트워크에서패킷들을 폐기하기 위한 방법 및 장치

(57) 요약

본 발명에 따르면, 아직 성공적으로 전송되지 않은 구식 패킷들을 폐기함으로써, 데이터 패킷을 전송하기 위해 네트워크

내의 수신기 및 송신기에 의해 사용된 대역폭을 최소화하기 위해 데이터 내트워크에서 자동 반복 요청(ARQ:Automated

Repeat Request) 방식을 사용하는 기술이 제공된다. 본 발명의 실시예에 따라, 비트는, 폐기되었고 재전송되지 않은 하나

이상의 오류 또는 비수신 패킷들 다음의 패킷들을 강제로 수신기가 수용하게 하도록 ARQ 패킷 헤더에서 설정된다. 본 발

명의 또다른 실시예에 따라, 데이터 패킷들이 폐기된 후에, 시퀀스 번호들은 아직 수신기에 전송되지 않은 미폐기 데이터

패킷들에게 다시 할당되어서, 미폐기 패킷들의 전송 스트림이 연속 시퀀스 번호들을 갖게 한다.

대표도

도 9

특허청구의 범위

청구항 1.

자동 반복 요청 방식(automatic repeat request scheme)을 포함하는 패킷 전송 프로토콜을 사용하는 데이터 네트워크에

서 각각 연관된 시퀀스 번호를 갖는 패킷들을 폐기하기 위한 방법에 있어서,

데이터 네트워크의 송신기에 의해, 상기 데이터 네트워크의 수신기로부터 응답이 수신되지 않은 적어도 하나의 패킷을 폐

기하는 단계; 및

상기 송신기에 의해 상기 수신기로 하여금 a) 상기 폐기된 적어도 하나의 패킷과 연관된 적어도 하나의 시퀀스 번호를 스

킵하고, b) 상기 적어도 하나의 스킵된 시퀀스 번호에 후속하는 다음의 시퀀스 번호를 갖는 비연속적인 패킷을 수신하도록

명령하는 단계

를 포함하는 방법.

청구항 2.

제1 항에 있어서,

상기 적어도 하나의 패킷 각각이 수신 강제 비트(receive enforcement bit)를 포함하고,

상기 명령 단계는,

상기 적어도 하나의 패킷 각각의 수신 강제 비트를 TRUE 값에 설정하는 단계; 및
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상기 적어도 하나의 패킷을 상기 수신기에게 송신하는 단계

를 포함하는 방법.

청구항 3.

제1 항에 있어서,

상기 명령 단계는,

적어도 하나의 패킷 각각에 대해 수신 강제 비트를 TRUE 값에 설정하는 단계; 및

상기 패킷들 및 제어 메시지의 상기 패킷들의 시퀀스 번호들을 송신하는 송신기의 식별(identification)과 함께 TRUE에 설

정된 상기 적어도 하나의 수신 강제 비트를 상기 수신기에게 송신하는 단계

를 포함하는 방법.

청구항 4.

제1 항에 있어서,

상기 방법이 블록 연속 전송 자동 반복 요청 방식(go-back-n automatic repeat request scheme)과 관련되고,

DSN+2k-1 값과 동일한 최대 상위 시퀀스 번호(maximum top sequence number)를 정의하는 단계 -여기서 DSN은

DSN 이전의 시퀀스 번호들을 갖는 모든 패킷들이 상기 데이터 네트워크의 수신기에 의해 수신되었다고 응답되었음을 나

타내는 시퀀스 번호이고, k는 상기 데이터 네트워크의 패킷에 대한 시퀀스 번호 필드의 비트들의 수임- ;

상기 수신 패킷의 수신 강제 비트가 TRUE에 설정되고 N(S)-ESN < 2k-1일 때, 수신 패킷을 수용하는 단계 -여기서 N(S)

는 상기 수신 패킷의 시퀀스 번호이고 ESN은 수신될 다음 패킷의 예측 시퀀스 번호임- ;

상기 수신 패킷의 수신 강제 비트가 TRUE에 설정되고 N(S)-ESN ≥ 2k-1일 때, a) 자동 반복 요청 방식의 재개시 및 b) 관

리 제어 시스템에게 고장 상황(failure event)을 보고하는 것 중 하나를 실행하는 단계를 더 포함하는

방법.

청구항 5.

제1 항에 있어서,

상기 방법이 블록 연속 전송 자동 반복 요청 방식과 관련되고,

(TSN≤DSN-1), (TSN≤BSN+W) 및 (1≤W≤2k-1)인 조건들을 따라 상위 시퀀스 번호(TSN)를 제한하는 단계 -여기서,

k는 상기 데이터 네트워크의 패킷에 대한 시퀀스 번호 필드의 비트들의 수이고, DSN은 DSN 이전의 시퀀스 번호들을 갖는

모든 패킷들이 상기 데이터 네트워크의 수신기에 의해 수신되었다고 응답되었음을 나타내는 시퀀스 번호이고, BSN은 상

기 데이터 네트워크의 송신기의 송신 버퍼에 기억된 가장 오래된 패킷의 시퀀스 번호를 나타내는 하위(bottom) 시퀀스 번

호이고, W는 상기 수신기와 상기 송신기에게 모두 인식되고 그 크기 내에서 패킷들이 추적되는 윈도 크기(window size)임

- ;
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상기 수신 패킷의 수신 강제 비트가 TRUE에 설정되고 N(S)-ESN < 2k-W일 때, 수신 패킷을 수용하는 단계 -여기서 N

(S)는 상기 수신 패킷의 시퀀스 번호이고 ESN은 수신될 다음 패킷의 예측 시퀀스 번호임- ;

상기 수신 패킷의 수신 강제 비트가 TRUE에 설정되고 N(S)-ESN ≥ 2k-W일 때, a) 자동 반복 요청 방식의 재개시 및 b)

관리 제어 시스템에게 고장 상황을 보고하는 것 중 하나를 실행하는 단계; 및

조건(DSN≤BSN≤TSN)에 따라 BSN을 제한하는 단계를 더 포함하는

방법.

청구항 6.

제1 항에 있어서,

상기 방법이 선택 재전송 자동 반복 요청 방식(selective repeat automatic repeat request scheme)과 관련되고,

조건들(DSN≤BSN≤TSN≤TSNMAX)에 따라, 상기 데이터 네트워크의 송신기의 송신 버퍼에 기억된 가장 오래된 패킷의

시퀀스 번호를 나타내는 하위 시퀀스 번호(BSN), 및 상위 시퀀스 번호(TSN)를 제한하는 단계 -여기서 DSN은 DSN 이전

의 시퀀스 번호들을 갖는 모든 패킷들이 상기 데이터 네트워크의 수신기에 의해 수신되었다고 응답되었음을 나타내는 시

퀀스 번호이고, TSNMAX는 최대 상위 시퀀스 번호이고, TSNMAX-DSN=2k-1 이며, k는 상기 데이터 네트워크의 패킷에 대

한 시퀀스 번호 필드의 비트들의 수임- ;

상기 수신 패킷의 수신 강제 비트가 TRUE에 설정되고 N(S)-ESN < 2k-1일 때, 수신 패킷을 수용하는 단계 - 여기서 N(S)

는 상기 수신 패킷의 시퀀스 번호이고 ESN은 수신될 다음 패킷의 예측 시퀀스 번호임 - ;

상기 수신 패킷의 수신 강제 비트가 TRUE에 설정되고 N(S)-ESN ≥ 2k-1일 때, a) 자동 반복 요청 방식의 재개시 및 b) 관

리 제어 시스템에 고장 상황을 보고하는 것 중 하나를 실행하는 단계를 더 포함하는

방법.

청구항 7.

제6 항에 있어서,

a) DSN 후와 BSN 전의 시퀀스 번호를 갖는 제1 패킷이 부정 응답(negatively acknowledged)되고, b) 상기 제1 패킷 이

전에 있고 긍정 응답(positively acknowledged)되지 않은 패킷들의 수가 BSN과 상기 제1 패킷의 시퀀스 번호의 차 보다

작고, c) TSN≠BSN 일 때, BSN으로 표시된 상기 패킷의 수신 강제 비트를 설정하고 BSN으로 표시된 상기 패킷을 상기

송신기로부터 상기 수신기로 재전송하는 단계를 더 포함하는 방법.

청구항 8.

제6 항에 있어서,

a) DSN 후와 BSN 전의 시퀀스 번호를 갖는 제1 패킷이 부정 응답되고, b) 상기 제1 패킷 이전에 있고 긍정 응답되지 않은

패킷들의 수가 BSN과 상기 제1 패킷의 시퀀스 번호의 차 보다 작고, c) TSN = BSN 일 때,
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패킷이 송신을 대기(pending)하고 있으면, 상기 대기 패킷의 수신 강제 비트를 TRUE에 설정하고 상기 대기 패킷을 상기

송신기로부터 상기 수신기로 송신하는 단계를 더 포함하고;

송신을 대기하는 패킷들이 없으면, a) 패킷이 상위 층으로부터 수신될 때까지 대기하는 것과 b) 상기 수신기에게 대기 중

인 패킷들이 없음을 알려주는 것 중 하나를 실행하는 단계를 더 포함하는

방법.

청구항 9.

제6 항에 있어서,

a) DSN 후이고 BSN 전인 시퀀스 번호를 갖는 제1 패킷이 부정 응답되고, b) 상기 제1 패킷 이전에 있고 긍정 응답되지 않

은 패킷들의 수가 BSN과 상기 제1 패킷의 시퀀스 번호의 차 보다 크고, c) TSN≠BSN 일 때, BSN 후의 제1 미처리 패킷

의 수신 강제 비트를 설정하고 상기 제1 미처리 패킷을 상기 송신기로부터 상기 수신기로 재전송하는 단계를 더 포함하는

방법.

청구항 10.

제6 항에 있어서,

a) DSN 후이고 BSN 전인 시퀀스 번호를 갖는 제1 패킷이 부정 응답되고, b) 상기 제1 패킷 이전에 있고 긍정 응답되지 않

은 패킷들의 수가 BSN과 제1 패킷의 시퀀스 번호의 차 보다 크고, c) 상기 제1 패킷 후에 적어도 하나의 패킷이 존재하고,

d) BSN 후의 시퀀스 번호를 갖는 부정 응답된 패킷들이 없을 때, BSN 후의 제1 패킷의 수신 강제 비트를 설정하고 BSN

후의 상기 제1 패킷을 상기 송신기로부터 상기 수신기로 재전송하는 단계를 더 포함하는 방법.

청구항 11.

제6 항에 있어서,

DSN 후이고 BSN 전인 시퀀스 번호를 갖는 제1 패킷이 부정 응답되고, BSN 보다 크거나 같고 TSN 보다 작은 시퀀스 번

호들을 갖는 모든 패킷들이 긍정 응답되었을 때,

패킷이 송신을 대기하고 있으면, 상기 대기 패킷의 수신 강제 비트를 TRUE에 설정하고 상기 대기 패킷을 상기 송신기로부

터 상기 수신기로 송신하는 단계를 더 포함하고;

송신을 대기하는 패킷들이 없으면, a) 패킷이 상위 층으로부터 수신될 때까지 대기하는 것과 b) 상기 수신기에게 대기 중

인 패킷들이 없음을 알려주는 것 중 하나를 실행하는 단계를 더 포함하는

방법.

청구항 12.

제6 항에 있어서,

패킷의 타이머-개시 재전송(timer-initiated retransmission)이 발생하고 ISN=BSN 일 때, 상기 패킷의 수신 강제 비트를

TRUE에 설정하는 단계; 및
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상기 패킷의 타이머-개시 재전송이 발생하고 ISN≠BSN 일 때, 상기 패킷의 수신 강제 비트를 FALSE에 설정하는 단계를

더 포함하고,

ISN은 송신될 다음 패킷의 시퀀스 번호를 나타내는

방법.

청구항 13.

제6 항에 있어서,

ISN=BSN 이고 BSN≠DSN 일 때, 상기 패킷의 수신 강제 비트를 TRUE에 설정하고, 그렇지 않은 경우에 상기 패킷의 수

신 강제 비트를 FALSE에 설정하고, 여기서 ISN은 송신될 다음 패킷의 시퀀스 번호를 나타내는 방법.

청구항 14.

블록 연속 전송 자동 반복 요청 방식을 포함하는 패킷 전송 프로토콜을 사용하는 데이터 네트워크에서 각각 연관된 시퀀스

번호를 갖는 패킷들을 폐기하기 위한 방법에 있어서,

송신기에 의해 적어도 하나의 패킷을 폐기하는 단계;

상기 송신기에 의해, 상기 적어도 하나의 폐기된 패킷에 대한 NACK을 수신하는 단계; 및

상기 송신기에 의해, 상기 적어도 하나의 폐기된 패킷에 뒤이은 폐기되지 않은 패킷들에 대해 연속적인 시퀀스 번호를 할

당하는 단계

를 포함하는 방법.

청구항 15.

블록 연속 전송 자동 반복 요청 방식을 포함하는 패킷 전송 프로토콜을 사용하는 데이터 네트워크에서 각각 연관된 시퀀스

번호를 갖는 패킷들을 폐기하기 위한 방법에 있어서,

상기 데이터 네트워크의 송신기에 의해 송신되었지만 상기 데이터 네트워크의 수신기에 의해 수신되었다고 응답되지 않은

적어도 하나의 패킷을 상기 송신기에 의해 폐기하는 단계; 및

상기 적어도 하나의 패킷을 폐기한 후에, 상기 송신기 및 상기 수신기를 재동기화하여 상기 수신기에 의해 수신된 최종 패

킷과 상기 송신기에 의해 송신될 다음 패킷이 연속 시퀀스 번호들을 갖게 하는 단계

를 포함하는 방법.

청구항 16.

제15 항에 있어서,

상기 재동기화 단계는,

상기 수신기가 다음으로 수신할 것으로 예측하는 시퀀스 번호가 무엇인지를 결정하는 단계; 및
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상기 예측 시퀀스 번호가 상기 송신기로부터 다음으로 송신될 상기 패킷의 시퀀스 번호와 상이할 때, 상기 송신기로부터

다음으로 송신될 상기 패킷에게 상기 예측 시퀀스 번호를 할당하는 단계

를 포함하는 방법.

청구항 17.

블록 연속 전송 자동 반복 요청 방식을 포함하는 패킷 전송 프로토콜을 사용하는 데이터 네트워크에서 각각 연관된 시퀀스

번호를 갖는 패킷들을 폐기하기 위한 방법에 있어서,

상기 데이터 네트워크의 송신기에 의해 전송되었지만 상기 데이터 네트워크의 수신기에 의해 수신되었다고 확인되지 않은

적어도 하나의 패킷을 상기 송신기에 의해 폐기하는 단계; 및

상기 적어도 하나의 패킷을 폐기한 후에, 상기 수신기가 다음으로 예측하는 시퀀스 번호가 무엇인지를 결정함으로써 상기

송신기 및 상기 수신기를 재동기화하고, 상기 수신기의 예측 시퀀스 번호가 상기 송신기로부터 송신될 다음 패킷의 시퀀스

번호와 상이할 때, 상기 송신기로부터 송신될 다음 패킷의 시퀀스 번호와 부합하도록 상기 수신기의 상기 예측 시퀀스 번

호를 변경하도록 상기 수신기에게 명령하는 단계

를 포함하는 방법.

청구항 18.

제15 항에 있어서,

상기 재동기화 단계는 상기 송신기로부터 상기 수신기로 송신될 다음 패킷의 시퀀스 번호를 예측하도록 상기 수신기에게

명령하는 단계를 포함하는 방법.

청구항 19.

블록 연속 전송 자동 반복 요청 방식을 포함하는 패킷 전송 프로토콜을 사용하는 데이터 네트워크에서 각각 연관된 시퀀스

번호를 갖는 패킷들을 폐기하기 위한 방법에 있어서,

상기 데이터 네트워크의 송신기에 의해 송신되었지만 데이터 네트워크의 수신기에 의해 수신되었다고 응답되지 않은 적어

도 하나의 패킷을 상기 송신기에 의해 폐기하는 단계; 및

상기 적어도 하나의 패킷을 폐기한 후에, 상기 수신기가 다음으로 예측하는 시퀀스 번호가 무엇인지를 결정함으로써, 또

한, 상기 송신기에서 대기하는 패킷들에 대해 상기 예측 시퀀스 번호로부터 시작해서 연속적으로 번호를 다시 매김으로써,

상기 수신기 및 상기 송신기를 재동기화하는 단계

를 포함하는 방법.

명세서

기술분야

본 발명은 고정/무선 데이터 네트워크에서 데이터를 전송하기 위한 자동 반복 요청(ARQ) 방식들에 관한 것이다.

배경기술
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ARQ 방식들은 신뢰성 있는 데이터 전송을 보장하고 데이터 시퀀스 완전성(integrity)을 보호하기 위해 데이터 네트워크에

서 통상 사용된다. 데이터 패킷들은 에러 검출 코드로 인코드됨으로써, 데이터 네트워크의 송신기가 데이터 네트워크의 수

신기에게 데이터 패킷들을 송신하거나 전송할 때 데이터 패킷들을 수신하는 수신기가 변조되거나 오류가 있거나 손실된

패킷들을 검출함으로써 송신기에게 상기 데이터 패킷들을 재전송하도록 요청할 수 있게 된다. 데이터 시퀀스의 완전성은

패킷들에게 순차적으로 번호를 매기고 특정 송신 규칙을 적용함으로써 보통은 보호된다.

ARQ 방식에는 3개의 주요한 방식들: 정지 대기(Stop-and-Wait) 방식; 블록 연속 전송(Go-Back-N) 방식; 및 선택 재전

송(Selective Reject, 때때로 Selective Repeat라고도 함) 방식이 있다. 3개의 방법들 모두가 데이터 네트워크의 수신기에

게 패킷들을 적합한 순서로 전송하기 위한 메카니즘을 제공한다. 신호대 잡음 비의 함수로서의 스루풋 효율성(throughput

efficiency)에 있어서는, 일반적으로 선택 재전송 방식이 가장 효율적이고, 정지 대기 방식이 가장 덜 효율적이며, 블록 연

속 전송 방식이 중간이다. 또한, 선택 재전송 방식과 블록 연속 전송 방식을 혼합한 다양한 기술들이 존재하는데, 이 다양

한 기술들은 효율성과 복잡성 면에서 볼 때 순수 선택 재전송 방식과 순수 블록 연속 전송 방식의 사이에 존재한다.

블록 연속 전송 방식에 있어서, 긍정 응답(PACK), 부정 응답(NACK), 재전송 타이머, 폴링 방식 등을 사용하는 방법이 서

로 상이한 몇몇 변경된 방식들이 존재한다.

한 타입의 블록 연속 전송 방식은 다음의 특성을 갖는 PACK 및 NACK을 모두 사용한다:

도 1a의 일례에 도시된 바와 같이, 시퀀스 번호(N(R))를 갖는 데이터 패킷에 대한 PACK은 N(R) 전의 시퀀스 번호들을 갖

는 데이터 패킷들에 대한 누적 긍정 응답을 제공하지만, 시퀀스 번호(N(R))를 갖는 데이터 패킷에 대해 긍정적으로 응답하

는 것은 아니다.

NACK은 부정 응답되는 데이터 패킷 전의 모든 데이터 패킷들에 대해 긍정적으로 응답한다. 도 1b의 일례에 도시된 바와

같이, NACK이 부정적으로 응답하는 데이터 패킷은 N(R)로 표시된다.

도 2는 간단한 ARQ 송신기 윈도를 도시한 것으로, 5개의 변수들이 송신기 상태를 추적하는데 사용된다. 5개의 변수들은

하위(bottom) 시퀀스 번호(BSN); 상위(top) 시퀀스 번호(TSN); 최대 상위 시퀀스 번호(TSNMAX); 순간 시퀀스 번호(ISN;

instant sequence number); 및 예측 시퀀스 번호(ESN)를 포함한다.

BSN은 송신기 버퍼의 가장 오래된 패킷을 나타내고, 또한 응답되었거나 폐기된 BSN 패킷 전의 모든 패킷들을 나타낸다.

TSN으로 표시된 패킷 전의 패킷들은 송신되었다. ESN은 수신될 패킷의 예측 시퀀스 번호를 나타낸다. ISN은 송신될 다

음 패킷의 시퀀스 번호를 나타낸다. 패킷이 처음으로 송신될 때, TSN과 ISN은 동일하다. 그러나, 재전송이 실행될 때, ISN

은 제1 재전송 패킷으로부터 시작해서, 한번에 한 패킷씩 TSN까지 연속적으로 진행된다. TSN은 윈도 크기(W; window

size)로 정의되는 TSNMAX를 초과할 수 없다. 시퀀스 번호 필드가 k 비트들을 가진다고 가정하면, 2k개의 상이한 시퀀스

번호들이 생성될 수 있다. 따라서, 도 2에 도시된 윈도의 최대 크기(W)는 2k-1 이다.

PACK과 NACK을 모두 사용하는 블록 연속 전송 방식의 동작은 도 3a 내지 도 3d에 도시된 원의 원주 둘레에 시계 방향으

로 연속적으로 모듈로 2k 시퀀스 번호를 매긴다고 상상함으로써 예상될 수 있다. 도 3a는 패킷들이 아직 송신되지 않은 상

태를 나타내는 원을 도시한 것으로, TSN, ESN, BSN 및 ISN이 모두 동일한 값을 갖는다. 즉, 동일한 패킷을 나타낸다. 도

3b에 도시된 원은 ESN = TSN 이므로 패킷들(TSN-BSN)이 송신되었고 또한 수신되었음을 나타낸다. 오류 또는 손실 패

킷은 다른 패킷들이 송신되었음에도 불구하고 ESN이 앞으로 진행하지 못하게 한다. 예를 들어, 도 3c에서, TSN 및 ISN으

로 표시된 패킷까지의 패킷들은 송신되었지만, ESN은 수신되지 않은 이전 패킷을 나타낸다. 패킷이 손실되거나 오류 패킷

이 수신된 후에, ARQ 수신기는 NACK을 ARQ 송신기에 송신하여서, ARQ 송신기에게 손실 또는 오류 패킷에 대해 알려준

다. NACK은 ESN과 동일하게 설정된 복귀 시퀀스 번호(N(R))를 포함함으로써, 모든 이전 패킷들이 정확하게 수신되었다

고 응답한다. BSN 및 ISN은 ESN(및 N(R))과 동일하게 설정되어서, BSN은 순방향으로 이동하게 되고 ISN은 손실 또는

오류 패킷을 나타내는 시퀀스 번호로 역방향으로 이동하게 된다. 그 후, 도 3d에 도시된 바와 같이, ISN 및 ESN은 손실 또

는 오류 패킷이 재전송되고, 또한 다음 패킷들이 재전송됨에 따라 순방향으로 함께 이동한다.
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도 4a 내지 도 4d는 PACK을 사용하는 경우를 도시한 것이다. 도 4a는 아무 것도 송신되지 않은 상태를 도시한 것으로,

TSN = ISN = BSN = ESN 이다. 도 4b는 송신된 모든 패킷들이 정확하게 수신된 경우를 도시한 것이다. 도 4c는 타이머-

개시(timer-initiated) PACK이, BSN과 TSN=ESN=ISN 사이의 패킷의 시퀀스 번호(N(R))를 전달하면서, 송신되는 것을

나타낸다. 도 4d에 도시된 바와 같이, PACK이 송신된 후에, BSN은 N(R)로 설정된다.

PACK의 송신은 시퀀스 번호 결핍(starvation)이 발생하지 않음을 보장한다. TSN가 BSN을 통과할 수 없기 때문에, 송신

기가 PACK을 수신하지 않으면, TSNMAX 까지의 데이터 패킷들을 계속해서 송신할 수 있다. 그러나, TSNMAX 까지의 데

이터 패킷들이 송신되지만, 아무런 PACK도 수신되지 않으면, TSNMAX는 진행할 수 없고 시퀀스 번호 결핍이 발생한다.

송신기는 PACK을 수신해서 BSN이 진행함에 따라 TSNMAX가 진행하게 될 때까지 대기해야만 한다.

도 5는 ARQ 데이터 패킷(510)의 일반적인 일례를 도시한 것이다. 패킷(510)은 전형적으로 ARQ 헤더(512) 및 데이터 부

(516)를 포함한다. 헤더(512)는 k-비트 시퀀스 번호(514)를 포함하고, 도 5에 도시된 바와 같이 패킷(510)의 앞에 배치되

거나, 패킷(510) 내의 임의의 선정된 위치에 배치될 수 있다.

도 6은 ACK 메시지(610)를 송신하는 응답 터미널을 식별하는 식별자 필드(612), PACK 또는 NACK이 송신되고 있는지

를 나타내는 NACK/PACK 타입 지시자(614), 및 ACK 메시지(610)가 유효한 시퀀스 번호를 나타내는 시퀀스 번호 필드

(N(R))(616)를 포함하는 일례의 ACK 메시지(610)를 도시한 것이다.

선택 재전송 방식에서, 2k-1 또는 보다 작은 크기를 갖는 송신기 윈도는 자동 (타이머-개시) 재전송과 관련하여 나타나는

특정한 모호성을 방지하기 위해 통상 사용된다. 선택 재전송 방식의 수신기 윈도 크기는 블록 연속 전송 방식에서 처럼 단

하나의 위치를 갖는 대신 최대 2k-1개의 위치들을 포함할 수 있다. 선택 재전송 방식에서, 수신기 윈도가 최대 2k-1개의 위

치들을 포함할 수 있기 때문에, 패킷들의 범위가 수신될 수 있다.

패킷들이 정확하게 수신되는 한, 상기 패킷들은 다음 상위 층(higher layer)으로 송신되거나 발송된다. 미처리 패킷

(outstanding packet), 즉, 송신되었지만 수신되지 않았거나 또는 정확하게 수신되지 않은 패킷이 검출될 때, 상위 층 까지

의 다음 패킷들의 송신은 중단되고 정확한 손실 패킷들의 목록이 달성된다. NACK은 하나의 미처리 패킷 또는 다수의 미

처리 패킷들의 재전송 요청을 개시하는데 사용된다. 제1 검출 미처리 패킷이 정확하게 수신될 때, 상기 패킷 및 모든 다음

패킷들은, 다음 미처리 패킷이 검출되어서 새로운 미처리 패킷에 대한 프로세스를 반복할 때까지, 상위 층으로 송신된다.

도 7a는 예를 들어 3개의 패킷들이 미처리된 경우를 도시한 것이다. 미처리 패킷들은 ESN1, ESN2 및 ESN3으로 표시된

다. 수신기는 상기 미처리 패킷들의 시퀀스 번호를 나타내는 하나 또는 수개의 NACK을 송신한다. 도 7b 및 도 7c에서, 송

신기는 하나 또는 수개의 NACK을 수신해서 그 응답으로 미처리 패킷들을 재전송한다. 새로운 패킷들의 송신은 TSNMAX

한계까지 진행할 수 있는데, 이는 NACK이 수신되지 않을 때 발생할 수 있다. 특히, 도 7b는 ESN1은 재전송되고 정확하게

수신되었고, ESN2는 재전송중인 상태를 도시한 것이다. 또한 BSN은 ESN1로 설정되었다. 다시 말해서, ESN1에 대한

NACK은 ESN1 전의 패킷들에 대한 누적 긍정 응답으로서 작용하고, BSN은 그에 따라 조정된다.

때때로, NACK은 인식되지 않은 이유들로 인해 송신기에 도달하지 못한다. 이러한 상황에서, 특정한 시간 또는 선정된 시

간이 경과된 후에, (NACK 또는 PACK에 의해서) 응답되지 않은 송신기 버퍼의 패킷들은 자동적으로 재전송될 수 있다.

NACK은 NACK을 송신하고 가장 오래된 NACK 시퀀스 번호(여기서는 ESN1로 표시됨)를 명시적으로 나타냄으로써, 또

한 정확하게 수신된 패킷들 및 손실 패킷들을 나타내는 비트맵을 사용함으로써 효율적으로 송신될 수 있다. 이러한 타입의

NACK은 부정 응답된(NACKed) 시퀀스 번호 전의 패킷들에 대한 누적 PACK을 실행한다. 다른 NACK 옵셥들도 또한 사

용될 수 있는데, 예를 들면, 부정 응답된 시퀀스 번호 전의 패킷들에 대해 누적 긍정 ACK가 실행되거나 송신되는 NACK

옵션들이다.

선택 재전송 방식 및 블록 연속 전송 방식은 선택 재전송 방식이 임의의 특정 순서로 패킷들을 송신할 필요가 없는데 반해,

블록 연속 전송 방식 수신기는 연속 시퀀스 번호 순으로 패킷들을 수신할 필요가 있다는 점에서 상이하다.
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일반적으로, 데이터 네트워크에서, 임의의 패킷 손실 없이 모든 패킷들을 전송하는 것이 바람직하다. 그러나, 때때로, 예를

들어, 지연으로 인해 패킷의 정보가 구식이어서 수신기에 유용하지 않게 되는 상황과 같이 상당히 지연된 패킷들을 송신하

는 것은 무의미하다. 지연 감지 애플리케이션들(delay sensitive applications)의 일례들은 예를 들면 전화(telephony), 화

상 회의 및 지연 감지 제어 시스템들이다.

또한, 비시간 임계 애플리케이션들(non-time-critical applications)은 수신 단말기로부터 응답이 없을 때마다 통상 상위

레벨 재전송을 야기하는데, 이는 ARQ 버퍼들이 아직 성공적으로 전송되지 않은 데이터로 채워지고, 및/또는 새롭게 재전

송된 데이터로 채워지게 되는 상황을 야기할 수 있다. 이는 데이터가 유효 시간과 관련되고, 유효 시간이 애플리케이션에

대한 재전송 시간 보다 약간 짧게 설정되는 경우 방지될 수 있다. 그러나, 하위 층(LLC; lower layer)은 어떤 애플리케이션

이 상위 레벨인지를 모르기 때문에, 실제로, 어떤 재전송 시간이 사용되는지를 식별하는 것은 어렵거나 불가능할 수 있다.

이러한 상황에서는, 특정한 애플리케이션이 가정되어야만 하고, 그 가정 하에 통신 시스템을 특별히 설계해야만 한다.

특정 서비스 클래스의 경우에 있어서는, 일정한 전송 지연 시간이 지난 후에, 데이터 패킷에 대한 폐기가 비동기 전송 방식

(ATM; Asynchrounous Transfer Mode)으로 이루어진다. ATM과 관련된 ARQ는 ARQ 함수로 접속-특정 폐기 타이머

(connection-specific discard timer)들을 조정하기 위해 ATM 층에 의해 제공된 전송 지연 정보를 사용할 수 있다. 그러

나, 수신기의 ARQ는 손실되거나 불완전한 패킷들을 검출하고 재전송을 요청할 수 있다.

요약하면, 현재의 ARQ 방법들은 데이터 패킷들이 제한된 수명을 갖는 상황을 인식하거나 허용하지 못한다. 따라서, 상당

히 지연되거나 구식인 데이터 패킷들을 송신(또는 재전송)하지 않음으로써 대역폭 사용을 최소화하는 것에 실패했다.

<요약>

본 발명의 일례의 실시예들에 따라, 임의의 제한된 수명을 갖는 데이터 패킷들을 인식함으로써 대역폭 사용을 최소화하는

ARQ 방식들이 제공된다. 수명은 고정된다고 가정되거나, ATM 층 정보로부터 추론될 수 있다. 특히, 본 발명의 일례의 실

시예들은 구식 데이터 패킷들을 폐기하고, 구식 데이터 패킷들을 폐기하기 위해 정지 대기 방식에 적용될 수 있는 원리들

을 구현한 향상된 블록 연속 전송 방식 및 선택 재전송 방식을 다양하게 보여준다.

본 발명의 실시예에 따라, 비트는 폐기되었고 재전송되지 않은 하나 이상의 오류 또는 비수신 패킷들 다음의 패킷들을 강

제로 수신기가 수용하게 하도록 ARQ 헤더에서 설정된다.

본 발명의 다른 실시예에 따라, NACK이 수신되었고 데이터 패킷들이 폐기되었을 때, 시퀀스 번호들은 폐기되지 않은 데

이터 패킷들에게 다시 할당되어서, 폐기되지 않은 패킷들의 전송 스트림이 연속 시퀀스 번호들을 갖게 한다.

본 발명의 다른 실시예에 따라, 패킷 폐기시 송신기는 수신기 상태를 모니터한다. 패킷이 이미 폐기되었다고 예측되면, 송

신기는 데이터 패킷들에게 다시 번호를 매기거나 수신기에게 임의의 선택된 시퀀스 번호를 수용하도록 명령함으로써 재동

기화한다.

발명의 상세한 설명

송신기와 수신기가 데이터 패킷들을 교환하고 있는 통신 시스템을 포함하는 본 발명의 일례의 실시예에 따라, 패킷 폐기

프로시져에서, 송신기의 송신기 윈도의 하부의 경과(progress)가 수신기에게 보고되어서, 폐기되었기 때문에 더 이상 존

재하지 않는 패킷들을 수신기가 적합하게 스킵하게 한다. 따라서, 수신기는 폐기된 패킷들을 스킵하거나, 또는 다시 말해

서, 폐기된 패킷들을 수신하는 임의의 예측을 면하게 하도록 명령받을 수 있다. 모호성 문제점을 방지하기 위해, 수신기 및

송신기에 대한 특정 규칙들이 정의되고, 수신기 및 송신기에 의해 이행된다.

송신기가 패킷을 폐기하는 경우에, 다음 패킷의 ARQ 헤더의 특정 RPEB(Receiver Packet Enforcement Bit)를 설정하고

패킷을 수신기에 송신함으로써, 수신기에게 다음 패킷을 수용하도록 명령한다. 수신기가 패킷을 수신할 때, RPEB 비트는

수신기가 패킷을 수용하게 한다. 도 8은 ARQ 헤더(812) 및 데이터 부(818)를 갖는 ARQ 패킷(810)을 도시한 것이다. 헤더

(812)는 수신 패킷 강제 비트(RPEB, 814) 및 k-비트 시퀀스 번호(N(S), 816)를 포함한다. 대안으로, 다수의 강제 비트들

이 각각의 강제 비트가 속한 ARQ 패킷에 관한 암시적이거나 명시적인 지시들과 함께 ARQ 패킷들로부터 개별적으로 송신

될 수 있다.
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특정 ARQ 패킷과 관련된 RPEB를 송신하는 강제 함수는 다양한 상황에서 사용될 수 있다. 예를 들어, 시퀀스 번호(N(R))

로 표시된 ARQ 패킷과 관련된 NACK이 ARQ 수신기에 의해 송신되고 ARQ 송신기에 의해 적합하게 수신되는 상황이 발

생할 수 있다. NACK이 하나의 폐기 데이터 패킷에 대해 유효하면, 재전송될 다음 데이터 패킷은 TRUE로 설정된 RPEB를

가질 수 있다.

다른 일례의 상황에서는, 재전송 타이머가 만기되고 하나 이상의 데이터 패킷들이 폐기되었다. 송신될 다음 입력 데이터

패킷 또는 재전송될 제1 데이터 패킷은 TRUE로 설정된 RPEB를 가질 수 있다.

시스템은 또한 다른 모든 상황들에서 데이터 패킷과 관련된 RPEB가 FALSE로 설정되도록 구성될 수도 있다.

특히, 시스템이 블록 연속 전송 방식의 패킷 교환을 사용할 때, 두가지 타입의 패킷 강제 방식들이 사용될 수 있다. 제1 타

입은 임의 윈도 크기(W)를 갖는 일반적인 방법이고, 제2 타입은 일반적인 방법의 특별한 경우이다. 특별한 경우에서, 윈도

크기(W)는 2k-1이다. 즉, 최대 시퀀스 번호의 1/2이다.

특별한 경우의 방법에서, 모호성은 매우 간단한 규칙들을 적용함으로써 우회될 수 있다. 특별한 경우의 방법은 새로운 변

수(DSN)를 사용한다. DSN은 예를 들어 도 9에 도시되어 있는데, 모든 이전 패킷들이 적합하게 송신되고 수신됨에 따른

응답이 있음을 나타낸다. 도 9에서, 모든 패킷들(DSN 내지 BSN-1)은 패킷 폐기 타임아웃으로 인해 폐기되었다. 예를 들

어, 버퍼의 가장 오래된 패킷들이 선정된 시간 동안 버퍼에 존재 했었고, 선정된 시간의 만기시 폐기되는 경우에, 패킷 폐

기 타임아웃이 발생할 수 있다. 오래된 패킷들이 폐기될 때, 버퍼에서 가장 오래된 나머지(즉, 폐기되지 않은) 패킷을 나타

낼 때까지 BSN의 값은 증가된다. 도 9는 버퍼의 가장 오래된 나머지 패킷을 나타내는 BSN을 도시하고 있다. 선정된 시간

이 만기된 후에, TSN의 값은 BSN의 새로운 값과 동일하거나 보다 크다. 이는 패킷들(BSN 내지 TSN-1)이 송신되었음을

나타낸다. TSN은 송신될 새로운 다음 패킷을 나타내고, ISN은 초기에 지시된 함수와 동일한 함수를 갖는다. 즉, 송신될 다

음 패킷의 시퀀스 번호를 나타낸다. ESN(예를 들면, ESN1)은 수신기가 수신할 것으로 예측되는 다음 패킷의 시퀀스 번호

를 나타낸다. 모호성을 방지하기 위해, TSN은 TSNMAX를 초과하지 않아야 한다. 상기 대안에서, TSNMAX는 DSN+2k-1

이다.

도 9에 도시된 바와 같이, DSN과 BSN 사이의 데이터 패킷들이 폐기되었더라도, 몇몇 인식되지 않은 이유들로 인해, ARQ

수신기로부터 ARQ 송신기로의 이전 ACK들이 이루어지지 않았거나, 또는 ARQ 패킷들(ESN1 내지 TSN)이 수신되지 않

았다. 이는 ESN1이 폐기된 ARQ 패킷들을 나타내는 시퀀스 번호들의 시퀀스 중에 있는 이유, 또는 다시 말해서, 수신기가

폐기된 시퀀스 번호를 예측하고 있는 이유를 설명한다. 이와 관련하여, 재전송 타이머가 재전송을 개시하거나, NACK이

적합하게 수신된다. 상기 경우들 모두에서, RPEB는 송신될 다음 패킷에 대해 TRUE로 설정된다. N(S)와 ESN(예를 들면,

ESN1) 간의 차는 2k-1 보다 작고 패킷 수신시 RPEB=TRUE이면, 패킷의 데이터가 정확한 한 패킷은 수용되고 상위 층에

발송된다.

도 9는 TSNMAX가 DSN+2k-1으로 정의될 때 모호성이 전혀 발생하지 않음을 도시하고 있다. ESN(ESN1)이 BSN 뒤로 지

체될 때, 수신기는 항상 RPEB=TRUE인 ARQ 패킷을 수신하도록 강요받을 수 있다. ESN(ESN1)이 BSN 보다 앞서고 수

신된 ARQ 패킷의 RPEB가 TRUE이면, 패킷은 수용될 수 없다. 이는 (BSN-ESN)이 W=2k-1을 초과하는지를 식별함으로

써 결정될 수 있다. NACK이 TSN 보다 높은 시퀀스 번호에 대해 ARQ 송신기에서 수신되면, 장애(fault)가 발생했고 재초

기화 또는 재개시가 야기될 수 있다. 재초기화 또는 재개시시, 모든 카운터들 및/또는 변수들은 ARQ가 새롭게 재개시할 수

있도록 특정 값으로 재설정된다. 예를 들어, 변수들은 TSN=ISN=BSN=ESN=DSN 등이 되도록 설정될 수 있다.

도 10a 및 도 10b는 2가지 경우들을 도시함으로서 변수 정의를 보다 정확하게 도시한 것이다. 도 10a는 버퍼의 내용이 로

우인 경우를 도시한 것이고, 도 10b는 버퍼가 거의 가득 찬 경우를 도시한 것이다. 도 10a 및 도 10b는 또한 패킷 버퍼에

대한 상한(고정 또는 동적)이 존재할 수 있음을 나타낸다. 또한 상위 층으로부터 수신되었지만, TSN이 TSNMAX에 도달할

수 있기 때문에 송신이 허용되지 않은 패킷들이 있을 수도 있다. 상기 패킷들은 송신을 대기(pending)하고 있으며, 도 10b

에 도시된 대기 시퀀스 번호(PSN)로 표시된다. 클리어런스가 착수되자 마자, 대기 패킷들이 송신된다. NACK 또는 PACK

이 적합하게 수신될 때 클리어런스가 진행되어서, DSN이 순방향으로 전진하고, 또한 아마도 BSN도 순방향으로 전진하게

된다. 이는 TSNMAX도 또한 순방향으로 전진하게 한다.
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한편, 보다 일반적인 경우에는 보다 복잡한 규칙들을 필요로 한다. 다음으로 보다 일반적인 경우를 나타내는 임의 윈도 크

기를 갖는 ARQ 송신기의 함수가 기술된다.

도 11은 ARQ의 임의 상태를 도시한 것이다. 일반적인 경우는 윈도 크기(W)가 DSN 보다는 BSN을 사용하여 정의된다는

점에서 상술된 특별한 경우와 상이하다. 이는 최종 응답 패킷(DSN)과 최고 송신 패킷(TSN) 간의 가능한 최대 거리를 제공

한다. 특별한 경우에서와 같이, TSN은 TSNMAX를 초과할 수 없다. TSNMAX=BSN+W인데, 1≤W≤2k-1 이다.

이하에도, 부호(≤)가 사용된다. 우리는 현재 모듈러스 연산(modulus arithmetic)을 사용하고 있기 때문에, 상기 부호는 일

반적인 산술 연산의 의미가 아닌 "전(before)", "후(after)"의 의미로 사용된다. 예를 들어, k = 8 비트이면, BSN = 192, W

= 128이다. 이는 BSN+W=(192+128)mod2k=64를 산출한다. 예를 들어, 산술적으로 254 > (192+128)mod2k=64 이더

라도, TSN은 BSN+W 전인 254 일 수 있다.

몇몇 중요한 조건들은 TSN ≤ DSN-1, TSN ≤TSNMAX, DSN ≤BSN ≤ TSN 인데, 여기서 TSNMAX = BSN+W 이다. W

는 1과 2k-1 사이의 임의의 값으로 가정될 수 있다. 그러나, 수신기 및 송신기는 모두 동일한 임의 값(W)을 사용해야만 한

다.

N(S)-ESN<2k-W 이고, RPEB = TRUE 이며, 패킷의 데이터가 정확할 때, 패킷은 정규 블록 연속 전속 방식의 함수와 무

관하게 수용될 수 있다.

일반적인 경우의 추가 규칙은 모호성 문제점을 방지하기 위해 BSN-DSN이 항상 2k-W 보다 작아야만 한다는 점이다.

(BSN-DSN)=2k-W 인 상황이 발생하면, 전형적으로 재동기가 일어나거나, 또는 배드 링크 성능(bad link performance)

을 나타내는 통보(notification)가 제어 및 관리 층에 송신된다. 제어 및 관리 층은 문제점을 처리하기 위해 대응책을 실시

할 수 있다.

예를 들어 도 12에 도시된 본 발명의 다른 일례의 실시예에서는, 블록 연속 전속 방식 패킷 교환에서 사용된 특별한 경우

및 일반적인 경우에 대한 상술된 기본 원리들을 근거로 한 선택 재전송 방식의 패킷 교환이 사용된다. 즉, 다른 실시예들에

대한 상술된 RPEB와 같은 수신 강제 비트가 송신기 버퍼로부터의 패킷들의 폐기를 용이하게 하기 위해 송신된다.

상기 실시예에서, 기본 규칙들은 DSN ≤BSN ≤TSN ≤TSNMAX 및 TSNMAX - DSN = 2k-1을 포함한다. 변수 정의는 다른

실시예들에 대한 상술된 정의와 동일하다. NACK, PACK 및 패킷의 자동 재전송을 처리하는 방법에 대한 몇몇 추가 규칙

들은 이하에 기술될 것이다.

다수의 패킷 재전송이 발생한 경우에, 패킷 폐기 타임아웃이 발생되어, 버퍼의 가장 오래되고 응답되지 않은 패킷들이 폐

기되도록 할 수 있다. 예를 들어, DSN과 BSN 사이의 시퀀스 번호들을 갖는 패킷들이 폐기된 경우를 도 12에서 볼 수 있

다.

오래된 패킷들이 송신기 버퍼로부터 폐기된 후에, 2가지 상황들이 발생할 수 있다. 패킷 재전송 명령이 타이머 만기에 의

해 발생되거나, 아니면, DSN과 BSN 사이의 시퀀스 번호들에 대한 NACK이 수신된다. 먼저, NACK의 경우에 대해 생각해

보자.

NACK의 사용은 다음 특성을 포함한다고 가정하자. NACK이 송신될 때, 가장 오래된 수신되지 않은 패킷은 시퀀스 번호로

명시적으로 표시된다. 가장 오래된 미처리 패킷 전의 시퀀스 번호들을 갖는 패킷들은 상기 NACK 메시지에 의해 동시에

긍정적으로 응답된다. 상기 NACK에는 a) 미처리 패킷들을 나타내는 길이(n)의 비트맵이 수반되는데, 여기서, 예를 들어,

1로 설정된 비트들이 미처리 패킷들을 나타내고, 또는 b) 수신되지 않은 패킷들의 명시적으로 표시된 시퀀스 번호들의 수

(N), 또는 c) a) 및 b)의 몇몇 결합이 수반될 수 있다.

첫번째 경우에, 도 12를 참조해 볼 때, DSN과 BSN 사이의 ESN1에 대한 NACK이 수신되고, NACK의 커버 ACK 범위

(covered ACK range)가 BSN-ESN1 보다 작고, 적어도 하나의 패킷이 폐기되지 않으면(TSN ≠ BSN), RPEB가 TRUE

로 설정된 상태에서 BSN으로 표시된 패킷이 재전송된다. 또한 송신기가 수신기에게 패킷들이 폐기되었음을 알려주기 위

해 짧은 제어 메시지를 송신해서, 대역폭을 절약할 수도 있음을 주지하자.
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두번째 경우에, DSN과 BSN 사이에 위치한 ESN1에 대한 NACK이 수신되고, NACK의 커버 ACK 범위가 BSN-ESN1 보

다 작고, 모든 패킷들이 폐기되었으면, 즉, BSN = TSN이면, RPEB=TRUE인 대기 패킷이 송신된다. 그러나, 어떠한 패킷

도 송신을 대기하고 있지 않으면, 시스템은 a) 다음 패킷이 상위 층으로부터 수신될 때까지 대기한 후, RPEB=TRUE인 상

기 패킷을 송신하거나, 또는 b) 현재 더 이상 송신될 패킷들이 없음을 수신기에게 알려준다. 수신기에게 패킷들이 폐기되

었음을 알려주는 대신 패킷 보다 짧은 메시지가 사용되어서, 대역폭을 절약할 수 있다.

세번째 경우에, DSN과 BSN 사이의 ESN1에 대한 NACK이 수신되고, NACK의 커버 ACK 범위가 BSN-ESN1 보다 크고,

적어도 하나의 패킷이 폐기되지 않았고, 시퀀스 번호 ≥ BSN인 적어도 하나의 미처리 패킷이 존재하면, NACK 메시지에

의해 표시된, BSN 후의 제1 미처리 패킷은 RPEB=TRUE인 상태에서 재전송된다.

네번째 경우에, a) DSN과 BSN 사이의 ESN1에 대한 NACK이 수신되고, b) NACK의 커버 ACK 범위가 BSN-ESN1 보다

크고, c) 송신되었지만 긍정적으로도 또는 부정적으로도 응답되지 않고 NACK 메시지에 의해 표시된 패킷 후의 시퀀스 번

호를 갖는 적어도 하나의 패킷이 존재하고, d) 시퀀스 번호 ≥ BSN인 NACK 메시지에 표시된 미처리 패킷이 하나도 존재

하지 않으면, NACK 메시지에 표시된 패킷들 후의 제1 패킷이 RPEB=TRUE인 상태에서 재전송된다. 수신기에게 패킷들

이 폐기되었음을 알려주는 대신 패킷 보다 짧은 메시지가 사용되어서, 대역폭을 절약할 수 있다.

다섯번째 경우에, a) DSN과 BSN 사이의 ESN1에 대한 NACK이 수신되고, b) NACK의 커버 ACK 범위가 BSN-ESN1 보

다 크고, c) NACK 메시지에 의해 표시된 패킷 후에 어떠한 패킷도 존재하지 않고, d) 시퀀스 번호 ≥ BSN인 NACK 메시

지에 표시된 미처리 패킷이 하나도 존재하지 않으면, 송신을 대기하고 있던 패킷이 RPEB=TRUE인 상태에서 송신된다. 다

시 말해서, BSN 내지 TSN 범위의 시퀀스 번호들(N(S))을 갖는(즉, TSN≤N(S)≤BSN) 모든 패킷들이 긍정 응답되었을

때, 송신을 대기중이던 패킷이 RPEB=TRUE인 상태에서 송신된다. 그러나, 송신을 대기하던 패킷이 없으면, 시스템은 다

음 패킷이 상위 층으로부터 수신될 때까지 대기한 후 상기 다음 패킷을 RPEB=TRUE인 상태에서 송신하거나, 또는 수신기

에게 현재 송신될 패킷들이 더 이상 없음을 알려 준다. 수신기에게 패킷들이 폐기되었음을 알려주는 대신 패킷 보다 짧은

메시지가 사용되어서, 대역폭을 절약할 수 있다.

여섯번째 경우에, 패킷의 타이머-개시 재전송이 발생하고, ISN = BSN 일 때, RPEB는 TRUE로 설정되어야만 한다. 다른

경우에는, RPEB는 FALSE로 설정되어야만 한다. 대안으로, ((ISN=BSN) 이고 (BSN ≠DSN))일 때, RPEB는 TRUE로 설

정될 수 있고, 다른 경우에는 FALSE로 설정될 수 있다.

RPEB=TRUE인 정확한 패킷이 수신될 때, 상기 패킷 전과 다음 미처리 패킷까지의 모든 패킷들은 버퍼로부터 해제되어서

상위 층으로 발송된다. 지연 및 어셈블리 요구 사항들이 만족되면, 애플리케이션 또는 다른 층들은 패킷들이 사용될 수 있

는지의 여부를 결정한다.

2k-1 보다 작은 윈도 크기가 사용되는 경우에, 선택 재전송 방식 자체에 의해 부가된 일상적인 요구 사항들 외에, 다른 추

가적인 폐기 기능 개념을 생각할 필요가 없다.

블록 연속 전송 방식을 사용하는 본 발명의 다른 실시예에서는, NACK이 수신되고, N(R)<BSN인 경우에만 재동기가 일어

난다고 가정된다. 송신기는 전체 수신기 상태를 인식하게 된다. 즉, ESN이 인식된다. 상술된 NACK이 수신되고 수신기가

전체 수신기 상태의 인식을 보장하기 위해 라운드-트립 지연 기간을 기다릴 수 있다는 것을 주지하자. 다시 말해서, 부정

응답된 패킷의 재전송이 막 실행되었고, 패킷들이 모든 버퍼들을 패스했고 다른 지연-기능들이 작용하는지가 알려지지 않

을 때, 수신기는 라운드-트립 지연 기간을 기다릴 수 있다. 여기서, 시퀀스 번호를 다시 매긴 후에 송신된 제1 ARQ 패킷이

NACK이 언급된 패킷의 시퀀스 번호와 동일한 시퀀스 번호를 수반하도록, 패킷 시퀀스 번호를 다시 매길 수 있다.

도 13에서, ESN이 BSN 보다 앞서기 때문에, 폐기된 패킷에 대한 NACK이 수신된다. 따라서, BSN이 ESN으로 개시되고,

BSN+1 패킷은 ESN+1로 되는 등, BSN으로부터 전방향으로의 모든 다음 패킷들에게 다시 시퀀스 번호가 매겨진다. 타이

머-개시 재전송을 위해서는 시퀀스 번호가 다시 매겨지지 않음을 주지하자.

기본 블록 연속 전송 방식을 사용하는 본 발명의 다른 실시예에서, 수신기 및 송신기는 각각의 폐기가 발생할 때마다 재동

기화된다. 상기 실시예에서, ARQ 패킷들은 이전에 응답되지 않았을 경우에만 폐기될 수 있다.

폐기가 실행되었을 때를 인식하기 때문에, 재동기화는 송신기에 의해 개시된다. 수신기가 ARQ 패킷들을 수용했을 때까지

(그러나, 포함하지는 않음), 송신기는 시퀀스 번호를 요구한다. 시퀀스 번호가 최종 폐기 시퀀스 번호 전이면, 송신기는 수
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신기에게 임의로 선택되었지만 선정된 시퀀스 번호로부터 다시 시작하도록 명령한다. 송신된 다음 패킷들은 상기 임의 선

택 시퀀스 번호로부터 이후로 번호가 매겨진다. 대안으로서, 재동기 후에 송신된 제1 패킷이 수신기에 의해 예측된 다음

패킷과 동일한 시퀀스 번호를 갖도록, 송신기만이 재동기화된다.

본 발명의 다양한 실시예들에서, 특정 애플리케이션에 따라, 데이터 네트워크 내에서 송신기와 수신기 간의 호출이 처음으

로 셋업될 때, W의 크기가 정의될 수 있다. 예를 들어, 송신기가 데이터 네트워크의 소프트웨어의 상위 층에 의해 초기화될

때, W의 크기를 선택할 수 있고 수신기에게 상기 크기를 알려줄 수 있다. 또한, 역도 성립한다. W 크기를 나타내는 정보는

제어 메시지를 사용하여 송신기로부터 수신기로(또는 그 반대로) 송신될 수 있다.

요약하면, 본 발명의 다양한 실시예들은 구식 패킷들을 폐기함으로써 ARQ 패킷들을 사용해서 통신 시스템의 스루풋을 증

가시킨다. 또한, 본 발명의 다양한 실시예들은 송신기의 ARQ 버퍼가 오버플로될 확률을 감소시킨다. 본 기술 분야에 숙련

된 자들은 또한 본 발명의 다양한 실시예들과 관련된 상술된 원리들이 정지 대기 ARQ 방식에도 적용될 수 있음을 알 것이

다.

본 기술 분야에 숙련된 자들은 본 발명이 본 발명의 원리 또는 본질적인 특성을 벗어나지 않고 다른 특정 형태들로 구현될

수 있음과, 본 발명이 상술된 특정 실시예들로만 제한되지 않음을 알 것이다. 따라서, 상술된 실시예들은 일례로 기술된 것

으로 그에 제한되지는 않는다. 본 발명의 범위는 상술된 바 보다는 첨부된 청구 범위에 의해 정해지고, 청구 범위와 등가인

의미와 범위 내에서 모든 변경이 이루어질 수 있다.

도면의 간단한 설명

본 발명의 여타 목적들 및 장점들은 첨부된 도면들과 관련된 양호한 실시예들에 대한 이하의 상세한 설명으로부터 본 기술

분야에 숙련된 자들에게 명백해질 것이다. 도면들의 유사한 소자들은 유사한 참조 부호들로 표기되었다.

도 1a 및 도 1b는 종래 기술의 블록 연속 전송 방식을 도시한 것이다.

도 2는 종래 기술의 블록 연속 전송 방식의 윈도를 도시한 것이다.

도 3a 내지 도 3d는 종래 기술의 블록 연속 전송 방식의 전송 시퀀스를 도시한 것이다.

도 4a 내지 도 4d는 종래 기술의 블록 연속 전송 방식의 긍정 응답의 사용을 도시한 것이다.

도 5는 ARQ 데이터 패킷의 종래 기술의 일례를 도시한 것이다.

도 6은 응답 메시지의 종래 기술의 일례를 도시한 것이다.

도 7a 내지 도 7c는 종래 기술의 선택 재전송 방식의 부정 응답의 사용을 도시한 것이다.

도 8은 본 발명의 실시예에 따른 수신기 패킷 강제 비트(receiver packet enforcement bit)를 도시한 것이다.

도 9는 본 발명의 실시예의 동작을 도시한 것이다.

도 10a 및 도 10b는 본 발명의 실시예의 동작을 도시한 것이다.

도 11은 본 발명의 실시예의 동작을 도시한 것이다.

도 12는 본 발명의 실시예의 동작을 도시한 것이다.

도 13은 본 발명의 실시예의 동작을 도시한 것이다.

도면
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도면1a
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도면1b
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도면2

도면3a
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도면3b

도면3c

도면3d
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도면4a

도면4b

도면4c
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도면4d

도면5

도면6

도면7a
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도면7b

도면7c

도면8
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도면9
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도면10a
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도면10b
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도면11

도면12
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도면13
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