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(57) ABSTRACT

Aspects of the present disclosure include systems and meth-
ods for injecting content into a webpage at or local to a
network access gateway. For example, in an embodiment, a
network access gateway is provided for accessing the inter-
net. A user logs onto the internet through the network access
gateway and request a webpage. The gateway requests the
webpage from the webpage provider. Before the gateway
delivers the webpage to the user, the gateway, or a content
injection engine local to the gateway, injects content, such
as, for example, advertisements or other useful information,
into the webpage and then sends the altered webpage to the
user.
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SYSTEMS AND METHODS FOR INJECTING
CONTENT

REFERENCE TO RELATED APPLICATIONS

[0001] This application is a continuation of U.S. patent
application Ser. No. 14/517,066, filed Oct. 17, 2014, entitled
“SYSTEMS AND METHODS FOR INJECTING CON-
TENT,” which is a continuation of U.S. patent application
Ser. No. 11/864,319, filed Sep. 28, 2007, entitled “SYS-
TEMS AND METHODS FOR INJECTING CONTENT,”
which claims priority benefit under 35 U.S.C. §119(e) from
U.S. Provisional Application No. 60/848,116, filed Sep. 29,
2006, entitled “SYSTEMS AND METHODS FOR INJECT-
ING CONTENT,” which are incorporated herein by refer-
ence.

FIELD OF THE INVENTION

[0002] The present invention relates to the field of pro-
viding network access. More particularly, the present inven-
tion relates to providing content to a user accessing a
network.

BACKGROUND

[0003] The internet is a vast array of interconnected com-
puters which share information with each other. The internet
has become an important arena for sharing, storing, trans-
ferring, searching for information, and transacting business.
Increasingly, the general public is able to access the internet
in a wider range of locations. For example, public access to
the internet is becoming increasingly popular in locations
such as hotel rooms, airports, and coffee shops. However,
local network access providers have little control over the
content requested and viewed by a user.

SUMMARY

[0004] Aspects of the present disclosure include systems
and methods for injecting content into a webpage at or local
to a network access gateway as well as remote to the
gateway. For example, in an embodiment, a network access
gateway is provided for accessing the internet. A user logs
onto the internet through the network access gateway and
requests a webpage. The gateway requests the webpage from
the webpage provider. Before the gateway delivers the
webpage to the user, the gateway, or a content injection
engine local or remote to the gateway, injects content, such
as, for example, advertisements or other useful information,
into the webpage and then sends the altered webpage to the
user. In some embodiments, the content injected replaces
some or all of the content provided by the webpage provider.
In some embodiments, the content injected adds to the
content provided by the webpage provider. When the user
views the webpage, the user views the access provider’s
content rather than or in addition to the webpage provider’s
content.

[0005] In an embodiment, the injected content includes
advertising related to or associated with the local network
access provider. In an embodiment, the injected content
includes user inputs for allowing a user to communicate and
transact with the local network access provider or others
associated with the local network access provider.

[0006] In an embodiment, advertising content is injected.
In an embodiment, the advertising content is provided from
a local advertising content system. In an embodiment, the
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advertising content is provided from a remote advertising
content system. In an embodiment, the advertising content is
provided by both a local and remote advertising content
system. Local herein refers to a system which is not accessed
through a network, but which is locally connected. Remote
herein refers to a system which is accessed through a
network independent of the system’s location.

[0007] In an embodiment, content is provided based on a
user’s history of use. In an embodiment, content is provided
based on a user’s specified preferences. In an embodiment,
content is provided based on user provided information,
such as, for example, length of visit, requested services,
demographic information, or the like. In an embodiment,
content is provided based on the type of device used to
connect to the network. For example, content provided to a
user accessing a network through a personal digital assistant
(PDA) can be different than content provided to a user
accessing a network through a laptop or cell phone.

[0008] In an embodiment, a management system provides
content to a content injection engine. The management
system provides content that allows a user to select services
and service preferences of a particular venue, such as, for
example, a hotel, restaurant, convention center, airport,
business, or the like. In an embodiment, multiple separate
systems provide content to a user, such as, for example, a
restaurant management service, a housekeeping manage-
ment service, a front desk management service, or the like.

[0009] In an embodiment, a subscriber management sys-
tem allows a user to save preferences so that each time the
user visits a particular location they do not have to reenter
their preferences. In an embodiment, the subscriber man-
agement system is local to a particular location. In an
embodiment, the subscriber management system is remote
to a particular location. In an embodiment, the subscriber
management system is used to provide user preferences to
multiple locations. For example, In an embodiment, the
subscriber management system provides user preferences to
individual hotels in a particular chain of hotels. In an
embodiment, user preferences are shared between multiple
hotel chains. In an embodiment, user information is shared
throughout a range of network access provider locations
servicing various industries.

[0010] In an embodiment, a local or remote system, such
as an advertising provider system, management system,
subscriber management system, the same or the like pro-
vides a different look and feel for the injected content based
on the user and/or the location. For example, content
injected into webpages provided to a user at one hotel chain
may look different than content provided to a user at a
different hotel chain. Similarly, content provided to a par-
ticular user specifying a particular set of preferences may be
different than content provided to a different user specifying
different preferences.

[0011] In an embodiment, the network gateway device
injects the content. In an embodiment, the network gateway
works in cooperation with a separate content injection
engine to inject content. In an embodiment, the network
injection engine injects content before it is received by the
gateway device. In an embodiment, the network injection
engine injects content after it is received by the gateway
device. In an embodiment, the network injection engine is
local to the gateway device. In an embodiment, the injection
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engine is remote to the gateway device. In an embodiment,
an injection engine injects content for a plurality of gateway
devices.

[0012] In an embodiment, the injected content is persis-
tent. For example, in an embodiment, the content injection
engine checks the user’s device to confirm that the content
is still visible on the user’s screen. As another example, in
an embodiment, the content is maintained on top of other
applications on the user’s screen so as to be continually
visible. In an embodiment, the content is injected indepen-
dent of the website or network content requested.

[0013] Inanembodiment, a system for injecting content is
disclosed. The system includes a network access gateway
and a content injection engine. The content injection engine
injects content into the requested network content. In an
embodiment, the network access gateway and the content
injection engine are included within the same housing. In an
embodiment, the network access gateway and the content
injection engine are included within separate housings.
[0014] In an embodiment, a method of injecting content
local to a gateway device is disclosed. The method includes
the steps of requesting network content at a gateway device;
receiving network content at a content injection engine;
injecting content into the network content at the content
injection engine; and sending the injected network content to
a user device. In an embodiment, the method also includes
the step of parsing the received network content at the
content injection engine before injecting the content. In an
embodiment, the method also includes the step of confirm-
ing the injected content is found on the user’s device. In an
embodiment, the method includes the step of utilizing one or
more of an applet, application, or compiled code to confirm
the injected content is found and/or visible on the user’s
device. In an embodiment, applets, applications, or compiled
code uses one or more of flash, java, JavaScript, VBscript,
and HTML, or the like. Of course, it is to be understood that
aperson of ordinary skill in the art can use any programming
language to accomplish the same tasks as those described in
the present disclosure.

BRIEF DESCRIPTION OF THE DRAWINGS

[0015] FIGS. 1A-1D illustrate embodiments of content
injection systems.

[0016] FIGS. 2A-2C illustrate embodiments of network
operations centers used in conjunction with a content injec-
tion system.

[0017] FIGS. 3A-3C illustrate flowcharts of embodiments
of a content injection system.

[0018] FIGS. 4A-4C illustrate screen shots of various
embodiments of webpages with injected content.

[0019] FIGS. 5A-6C illustrates various embodiments of
virtual user kiosks.

[0020] FIG. 7 illustrates a flowchart of an embodiment of
a persistent content monitor.

DETAILED DESCRIPTION

[0021] FIG. 1A illustrates an embodiment of a content
injection system 100. A user uses a client device 101, such
as, for example, a computer, laptop, personal digital assistant
(PDA), cell phone or the like, to connect to a gateway device
103. The connection can be wired or wireless and can be
used with any available wired or wireless communications
protocols such as, for example, Ethernet, Bluetooth, IEEE
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802.11a-n, or the like. Once connected to the gateway device
103, the user can request information through a network
107, such as for example, the internet. The gateway device
103 communicates the user’s requests to the content injec-
tion engine 105. The content injection engine 105 commu-
nicates with the requested content server 109 through the
network 107. The requested content server 109 responds by
transmitting the requested content to the content injection
engine 105 through the network 107. The content injection
engine 105 injects content into the requested content and
transmits the altered requested content to the gateway device
103. The gateway device 103 transmits the altered requested
content to the user device 101 which displays the altered
requested content to the user. Some examples of a gateway
device are explained in U.S. Pat. No. 6,636,894 and U.S.
Pat. No. 6,130,892, the disclosures of which are hereby
incorporated by reference.

[0022] Inanembodiment, the content injection engine 105
injects content stored in the content injection engine 105. In
an embodiment, the content injection engine 105 injects
content supplied by a venue operator server 111. In an
embodiment, the content injection engine 105 injects con-
tent supplied by a local ad or content server 113. In an
embodiment, the content injection engine 105 injects con-
tent supplied by a remote content or ad server 115. In an
embodiment, the content injection engine 105 injects con-
tent supplied from multiple sources including a venue opera-
tor server 111, a local content or ad server 113, and a remote
content or ad server 115.

[0023] The local and/or remote ad or content provider
servers 113, 115 provide local or remote content and adver-
tising. For example, the local ad or content server 113 may
provide advertising on local restaurants, local events, local
activities, or the like. The local ad or content provider can
also be used to provide non-locally related advertising. The
remote ad or content server 115 provides advertising and
content to multiple network access locations. The remote ad
or content server 115 can provide local or non-local adver-
tising.

[0024] The local or remote venue operator server 111, 117
provides injectable content from the venue operator. For
example, the venue operator servers 111, 117 may inject
advertisements specific to the venue. In an embodiment, the
advertisements can be about the venue or can be targeted at
venue users.

[0025] In an embodiment the content injection engine 105
and the gateway device 103 are housed within the same
housing 121 or integrated into a single device. The content
injection engine 105 can operate independent of the gateway
device 103 within the same housing, or the content injection
engine 105 may be an integral part of the gateway device
103.

[0026] FIG. 1B illustrates an embodiment in which the
content injections engine 105 is accessed through the net-
work 107. For example, in an embodiment, when a user
requests content, such as a webpage, the gateway device 103
forwards the request over the network 107 to the content
injection engine 105 which then requests the content from
the content provider. The content provider sends the
requested content to the content injection engine 105 which
injects content into the requested content. The content
injection engine 105 then forwards the altered content to the
gateway device 103, which forwards the altered content to
the user.
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[0027] FIG. 1C illustrates an embodiment of a gateway
device 103 which receives requested content directly from
the network 107 and then forwards the received content to
the content injection engine 105. The content injection
engine 105 injects content and then forwards the requested
content with the injected content to the gateway device 103
for delivery to the user. The content to be injected can be
received by or stored in the gateway device 103 or content
injection engine 105. The content to be injected can be
received from various servers, such as, for example, the
servers described above with respect to FIG. 1A. When it is
received by the gateway device 103, the gateway device
forwards the content to be injected to the content injection
engine 105.

[0028] FIG. 1D illustrates another embodiment of a con-
tent injection system. FIG. 1D illustrates various local
management systems in communication with the content
injection engine 105 which are used to inject content regard-
ing local services and information. The local management
systems can include, such as, for example, a restaurant
management system 157, a hotel management system 159,
a concierge service system 161, a local content/ad server
163, or any other local service systems. For example, in an
embodiment, the content injection engine 105 injects local
restaurant information to allow a user to access information
regarding local restaurants. In an embodiment, the injected
content allows a user to make a reservation or order a
delivered meal. In an embodiment, a concierge service
system 161 provides content based on local activities, local
events, traffic, weather, local restaurants, directions, or the
like. In an embodiment, a hotel management system 159
allows a user to check in or checkout, provide preferences
regarding hotel services, request a wake up call, or request
information or services. Although FIG. 1D is described with
respect to hotel services, a person of ordinary skill in the art
will understand from the disclosure herein that other venues,
such as airports, convention centers, schools, or the like, will
provide similar content provider systems to provide a user
with local content and local transaction options.

[0029] FIG. 1D also illustrates the use of a local subscriber
management system 155 and/or a remote subscriber man-
agement system 153. In an embodiment of a subscriber
management system, a user is allowed to save preferences so
that each time the user visits a particular location they do not
have to reenter their preferences. The local subscriber man-
agement system 155 saves user preferences specific to the
particular access location. The remote subscriber manage-
ment system 153 saves user preferences which are distrib-
uted to multiple access locations. For example, in an
embodiment, the subscriber management system provides
user preferences to individual hotels in a particular chain of
hotels. In an embodiment, user preferences are shared
between multiple hotels. In an embodiment, user informa-
tion is shared throughout a network of network access
provider locations servicing various industries.

[0030] FIG. 2A illustrates an embodiment of a content
injection system utilizing a network operations center
(NOC) 155. The network operations center can be used to
manage multiple gateway devices and multiple venues. The
network operation center can be located remote or local to
a gateway device. The network operation center can also be
physically mapped to multiple locations for data redundancy
and reliability. The network operations center can provide a
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variety of services including, such as, for example, redirec-
tion, authentication, billing, content injection, management
services or the like.

[0031] FIG. 2B illustrates an embodiment of a network
operations center 155. The network operations center 155
includes portals 201, access module 203, partner services
207, and clearing house 205. Access module 203 provides
services which allow the network access system to redirect
and change the content viewed by a user’s computer without
the user having to reconfigure the user’s device settings. The
access module 203 makes it appear to the user’s device that
it is receiving the requested content when in fact the content
may be different from that requested. Access module 203
can also provide content injection services to inject content
into requested content.

[0032] Partner services 207 provides databases which
track usage and expenses incurred by users and partners and
provides usage reports, invoices and other services, such as,
for example, technical support to partners. A partner can be,
for example, a gateway or venue owner or operator. A venue
can include one or more gateway devices providing network
access from one or more locations in the venue or through-
out the entire venue. A venue can be a coffee shop, airport,
convention center, cruise ship, plane, stadium, library,
school or the like.

[0033] Clearing house 205 can include an authentication,
authorization, and accounting (AAA) server 206 and partner
settlement server 209. In some embodiments of network
access systems, only certain users are given network access.
For example, the users may be required to be part of a
specified group or may be required to pay for network
access. Clearing house 205 provides services to allow a user
to be authenticated and given access to the network. In an
embodiment, the clearinghouse 205 is operated by a third
party. In an embodiment, the clearing house 205 facilitates
exchange of authentication and accounting messages
between service providers and home entities. Home entities
are entities which have a prior relationship with the user. In
an embodiment, the clearing house 205 provides auditable
data for settlement of roaming payments. In an embodiment,
the clearing house utilizes RADIUS accounting. The AAA
server 206 provides information and services necessary to
track allowed users in order to grant the user access. For
example, the AAA server may include a list of allowed users
with corresponding identification information, such as, for
example, a user name and password. The AAA server may
also include information concerning whether or not a user
has paid the required fees to access the network. The partner
settlement server 209 tracks the user usage and charges.

[0034] Portals 201 can include the web pages where users
are initially redirected to before authentication occurs. The
portals can include local information and advertising and
can provide the vehicle to allow a user to enter information
for authentication and payment.

[0035] FIG. 2C illustrates another embodiment of a net-
work operations center 155. The network operations center
155 includes portals 201, partner services 207, clearing
house 205, application gateway 251, directory 253 and
AAA/virtual private network (VPN) 257. Portals 201, part-
ner services 207 and clearing house 205 are similar to those
described with respect to FIG. 2B. Application gateway 251,
directory 253 and AAA/VPN 257 can be used to provide
similar functionality to that of access module 203 or more
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advanced functionality to provide security features as under-
stood by those of skill in the art from the present disclosure.
[0036] FIG. 3A illustrates a flowchart of an authentication
process 300. Authentication process 300 begins at block 301
where a user connects to the gateway using a client device.
At block 302, the gateway device redirects the user to a
network operations center. At block 303, the network opera-
tions center obtains a pre-authentication page and injects
content into the pre-authentication page. At block 304, the
new user is presented with the pre-authentication page
containing the injected content. At block 305, the user inputs
authenticating information and is authenticated to the net-
work.

[0037] FIG. 3B illustrates a flowchart of an embodiment
of a content injection process 310. The process begins at
block 311 where a user requests network content using a
client device in communication with a gateway device. The
request is forwarded to the requested content server which
replies with the requested content. The process 310 then
moves to block 312 where the requested network content is
received by the content injection engine. At block 313, the
content injection engine injects content into the network
content. The process 310 then moves to block 314 where the
network content with the injected content is sent to the user’s
device.

[0038] FIG. 3C illustrates a flowchart of another embodi-
ment of a content injection process 320. At block 321 a user
requests network content using a client device. The user’s
request is then forwarded from the client device to the
gateway device. The gateway device forwards the user’s
request to the content injection engine at block 323. The
content injection engine forwards the request to the network
at block 325. The network receives the request at block 327
and forwards the request to the appropriate server which
responds to the users request with content. The content is
then sent from the network to the content injection engine at
block 329. The content injection engine determines the
content type at block 331. The content type can be, for
example, HTML content, PDF content, audio-visual content,
executable content, or any other type of content sent or
received from a network system. Based on the content, the
content injection engine injects content into the content
received from the network. For example, if the content is
HTML, the content injection engine parses the content at
block 333, and injects new content at block 335. The altered
content is then forwarded to the gateway device at block
337. The gateway device forwards the altered content to the
client device at block 339. The altered content is displayed
at block 341.

[0039] FIG. 4A illustrates one example of a webpage with
injected content. Webpage 401 includes original content 403
and injected content 405. Injected content 405 is included in
a frame of the webpage 401. The frame may be of any shape,
size, configuration or orientation. For example, the frame
may be in the middle or on the right side of the webpage.
[0040] FIG. 4B illustrates injected content 425 in a frame
or section of the webpage 421 of the original content 423.
The frame or section of the webpage in which the injected
content is placed can be a pre-existing frame or section, or
a newly created frame or section, created by the content
injection engine. The content injection engine 105 injects
content independent of the content or the site from which the
content is received. In an embodiment, content is injected in
the form of an XML application. In an embodiment, content
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is injected in the form of an HTML application. In an
embodiment, the content is injected in the form of a mac-
romedia application.

[0041] FIG. 4C illustrates an embodiment in which the
content is injected into an XML or other application 445 of
webpage 441 so as to be floating over original content 443.
The XML application can be pre-existing to the frame or can
be created by the injection engine.

[0042] The content to be injected can be delivered in any
number of ways. For example, In an embodiment, the
injected content is delivered in real time. In an embodiment,
the content is stored on a remote or local server or on the
portal server, gateway, or content injection engine. In an
embodiment, content to be injected is stored and updated in
real time or as needed.

[0043] The injected content can be chosen based on any of
a variety of indications about the user. For example, the
injected content may be based on the user’s location, for
example, as determined by the gateway device providing
access. The content injected can also be determined based on
metadata or other information contained in the requested
content. The content injected can also be based on the past
browsing history of the user or on preferences selected by
the user. The content injected can also be based on the
personal information obtained through the authentication
processor from a venue provider. A person of skill in the art
will understand from the present disclosure that many other
indications about a user can be used to determine a type of
content to inject into requested content.

[0044] In an embodiment, the content injected can be
injected into any content type transferable over a network
connection, such as, for example, HTML, PDF, Flash,
streaming media, static media, or the like. In an embodi-
ment, the content injected content can be of any type
transferable over a network connection, such as, for
example, HTML, PDF, Flash, streaming media, static media,
or the like. In an embodiment, the injected content type is
different than the content type into which the content is
being injected. For example, streaming media can be
injected into static content. In an embodiment, the content
injection engine may communicate with other inline
devices, such as, for example, the gateway, in order to
increase the bandwidth allotted for a given user or user’s
channel so that the injected content does not affect the
network performance of the user.

[0045] FIG. 5A illustrates an embodiment of a User Kiosk
or console system. The User Kiosk provides network and
local information services for the user. The User Kiosk can
be downloaded onto the user computer as an application or
injected into requested content. In an embodiment, the User
Kiosk provides a non-intrusive, pervasive console on the
user’s device in visitor-based networks without the necessity
of installing client-side software. The console enables con-
venient access to valuable services. The console allows the
user to access network-based applications as well as tradi-
tional services. The subscriber gains access to the capabili-
ties provided by the console by simply connecting his/her
network-enabled device to the local network (either wired or
wireless) and opening a browser. In an embodiment, the
User Kiosk provides one or more of the following function-
ality: weather information; wake up call; room service;
faxing/printing; ordering a taxi; car rental; flight informa-
tion; accessing local amenity information; local services;
nearby restaurants; photo copy and business service loca-
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tions; frequent flyer discounts; the ability to check out from
the hotel, including payment; restaurant reservations, or the
like. The User Kiosk may be designed in various ways to
provide convenient information to the user. The User Kiosk
can also provide interactive applications.

[0046] FIG. 5A illustrates one embodiment in which a
User Kiosk 503 is provided in a browser window 501 with
content 505. The User Kiosk 503 includes various manage-
ment centers and interactive applications such as, for
example, alarm clock 507, hotel services 509, games 511,
movies 513, concierge 515, business center 517, phone 519,
network center 521, and music 523.

[0047] FIG. 5B illustrates an embodiment in which the
User Kiosk 503 can be moved outside of the browser
window. FIG. 5C illustrates an embodiment in which the
User Kiosk 503 is moveable within the browser window.
[0048] FIG. 6A illustrates an example of virtual business
center 605. When a user clicks or mouses over business
center 503, virtual business center 605 appears. The virtual
business center 605 provides user information to the user
relevant in conducting business and can include information
specific to the user. For example, virtual business center 605
includes voice mail control function 609, fax services 611,
and usage information 607. The virtual business center 605
can also include advertisements, such as, for example a
banner advertisement including a moving advertisement,
such as, for example, a ticker, or static banner advertisement.
[0049] FIG. 6B illustrates an embodiment of hotel services
center 625. Hotel services center 625 includes services
related to a users hotel stay, such as, for example, current
charges 627, made service 629, room service 631, hotel
information 633, and wake-up call 635. The hotel services
center 625 also can incorporate an advertisement 613.
[0050] FIG. 6C illustrates an embodiment which includes
both a hotel services center 625 and a concierge center 655.
The concierge center 655 can include any type of informa-
tion or applications useful to a hotel guest including spon-
sored activities notification 657, weather 659 and advertise-
ments 661.

[0051] In an embodiment, the content injected is based on
the content requested by the user, and not on information
requested or fetched by the User Kiosk application.

[0052] In an embodiment, the User Kiosk is customizable.
The User Kiosk can be customized by the user to include
only specified content or expanded to include third party
applications. In an embodiment, preferences related to the
User Kiosk can be saved, for example, in the subscriber
management server so that when a user moves to a new
location, the User Kiosk includes the user’s previously set
preferences.

[0053] Although FIGS. 5A-6C are described in relation to
a hotel stay, one of ordinary skill in the art will recognize
from the disclosure herein that a similar virtual business
center can be used in relation to other venues, such as, for
example, a convention center, a library, a school, a business,
a restaurant, shops, or any other network access venue.
[0054] FIG. 7 illustrates a flowchart of the operation of a
heart beat or persistent content check process 701. When
content is injected into requested content, it can be desirable
to confirm that the content is still visible and/or included in
the requested content. For example, if an advertisement is
injected into the content, it may be desirable to confirm that
the advertisement is still viewable and/or included in the
requested content so as to gain the attention of the user. In
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an embodiment, a heart beat, or signal, is sent periodically
from the injected content on the user’s device to the content
injection engine or other monitoring system. A heart beat
monitor performs the function of checking to see if the
content is still present and/or visible on the user’s device. If
the heart beat is not sent, or stops being sent, then the content
injection engine assumes that the injected content is not
present and/or displayed and initiates a process to re-inject
the content.

[0055] In a browsing experience, this heart beat can be
implemented as JavaScript code run in a frame. If the
content’s parent window is closed, this framed window will
also close and the heartbeat will stop. This will trigger the
content injection engine to re-inject the content at the next
data request from the user. In an embodiment, the heartbeat
mechanism is implemented using a macromedia flash applet
downloaded for the window or as part of a User Kiosk
application/applet that can be downloaded by the user.

[0056] The process 701 begins at block 705 where user
requested content is received. Content is injected in the
requested content at block 707. The process 701 continues
by looking to see if the injected content is still present and
or displayed on the user’s device at block 709. If the answer
is yes, then the ad rotator counter is updated at block 711. If
the answer is no, then the system moves to block 713 where
the process reinjects content or waits for a new user access
request to reinject content.

[0057] Although the foregoing invention has been
described in terms of certain preferred embodiments, other
embodiments will be apparent to those of ordinary skill in
the art from the disclosure herein. For example, although the
disclosure has been described with respect to certain
embodiments and certain programming languages, a person
of ordinary skill will understand from the disclosure herein
that other programming languages can be used to accom-
plish any aspect of the present disclosure. As another
example, although the content injection engine is described
with respect to injecting content, it is too be understood that
injecting can mean both adding to the original content or
replacing at least a portion of the original content. Addi-
tionally, other combinations, omissions, substitutions and
modifications will be apparent to the skilled artisan in view
of the disclosure herein. It is contemplated that various
aspects and features of the invention described can be
practiced separately, combined together, or substituted for
one another, and that a variety of combination and subcom-
binations of the features and aspects can be made and still
fall within the scope of the invention. Furthermore, the
systems described above need not include all of the modules
and functions described in the preferred embodiments.
Accordingly, the present invention is not intended to be
limited by the recitation of the preferred embodiments, but
is to be defined by reference to the appended claims.

1-23. (canceled)

24. A method for providing location specific information
to a client device in a network based system without
requiring the client to identify the location, the method
comprising:

receiving at a gateway device a client device request for

network information, the gateway device configured to
allow access to a network without the requiring a user
to reconfigure the client device;
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determining at the gateway device the location of the
client device based on the location of the gateway
device;

sending to the client device an interactive tool which

appears to the client device to be part of the requested
network information, wherein the interactive tool pro-
vides location specific information and access to loca-
tion specific services.

25. The method of claim 1, wherein sending to the client
device the interactive tool which appears to the client device
to be part of the requested network information, wherein the
interactive tool provides location specific information and
access to location specific services further comprises send-
ing to the client device an interactive tool which appears to
the client device to be part of the requested network infor-
mation, wherein the interactive tool provides location spe-
cific information and access to hotel services.

#* #* #* #* #*
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