SYSTEMS AND METHODS FOR ELECTRONIC FRAUD DETECTION AND PREVENTION

Abstract: A non-transitory computer readable medium storing instructions for performing a secure transaction is provided. The instructions, when executed by at least one processor, cause the at least one processor to perform operations including harvesting, at a mobile device, activity data indicative of various diverse activities of a user of the mobile device; transmitting to a remote server, from the mobile device, the activity data harvested from the mobile device in order to enable the remote server to generate a behavioral profile of the user of the mobile device based on the harvested activity data; receiving at the mobile device, from the server, the behavioral profile; storing the behavioral profile locally on the mobile device; and, determining, on the mobile device, whether to authorize a requested financial transaction based on a comparison of data associated with the requested financial transaction and data associated with the behavioral profile.
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