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Description

Cross Reference to Related Application


Technical Field of the Invention

[0002] The present invention is directed, in general, to computer networks and, more specifically, to a system and method that provides for anonymous transmission of electronic mail ("e-mail") over a network and filtering of incoming e-mail based, at least in part, on the destination address of the e-mail.

Background of the Invention

[0003] In recent years, the availability of more efficient, reliable and cost-effective computers and networking tools has allowed many companies and individuals (collectively, "users") to become involved in an ever-growing electronic community. The immeasurable gains in technology experienced by the computer industry overall have allowed these users to rely on commercially available computers, such as personal computers ("PCS"), to meet their information processing and communication needs. To that end, PC manufacturers allow users to equip most PCS with an interface (such as a modem) that may be used for communication over networks, such as the Internet. The Internet is a well-known collection of networks (e.g., public and private voice, data, video and multimedia networks) that cooperate using common protocols to form a worldwide network of networks.

[0004] Cooperation often includes the communication of electronic mail ("e-mail") from one user (a "sender") to another (a "recipient"). One conventional e-mail protocol employed over the Internet, Standard Mail Transfer Protocol ("SMTP"), mandates that each e-mail message body have a header that includes the sender's e-mail address (a "source address") and the recipient's e-mail address (a "destination address"). All well-known e-mail protocols mandate inclusion of a source address to allow the recipient to send e-mail back to the sender.

[0005] Privacy has become a primary concern in today's computer-based society. Users want to be able to express themselves in words, sounds or pictures over a computer network, but may not want to be identified as the source. In particular, users want to keep their true identity secret, but still wish to receive e-mail addressed to them. This need for privacy spans the spectrum of communication, from business transactions to personal thoughts. Unfortunately, mandated inclusion of the source address with the sender's e-mail gives away the sender's identity, compromising privacy.

[0006] One solution to this problem is a so-called "anonymous remailer." An anonymous remailer is a computer system, coupled to the network, that allows bidirectional e-mail communication over the network without compromising the sender's identity. The recipient cannot discover the true identity of the sender unless the sender encloses identifying information in the body of the e-mail message itself.

[0007] Anonymous remailing is well known in the art. The most famous Internet remailer to date has been the Finnish "anon.penet.fi" remailer, which, at its zenith, boasted more than 500,000 users.

[0008] To support bidirectional e-mailing, conventional remailers must maintain a translation table that correlates real user addresses and alias source addresses (usually taking the form "xxxxxx@remailer.address"). Upon receipt of a message from an anonymous sender, the remailer replaces the sender's real source address with a corresponding alias source address and remails the message to the intended recipient. The recipient can reply to the message, but only by using the anonymous sender's alias source address. Upon receipt of a reply from the recipient, the remailer substitutes the anonymous sender's real source address for the alias source address and remails the reply to the anonymous sender.

[0009] The main problem with conventional remailers is the translation table itself. Because the table contains detailed real source addresses and the correlations between such real source addresses and alias source addresses, both hackers and law enforcement agencies covet it. Thus, the person maintaining the remailer must both protect the translation table from hackers and face thorny legal questions about the privacy of the senders who trust him to protect their true identity.

[0010] Even though a sender may preserve his anonymity by using an anonymous remailer, he still may be subjected to receiving a barrage of unsolicited, usually computer-generated e-mail ("junk" e-mail or "spam," in today's Internet parlance), because the sender still may be reached via his alias source address. Currently, the only automatic way to protect against such unsolicited e-mail is to filter based on the source address contained in the header or specific words contained in the body. Unfortunately, filtering based on source address or words in the body of the message is crude at best, risking both the unintended deletion of valid e-mail messages and unintended retention of junk. Of course, manual filtering remains an option, but at the cost of time and with the risk of exposure to any offensive subject matter contained in such e-mail messages.


[0012] Gabber E., et al., "HOW TO MAKE PERSONALIZED WEB BROWSING SIMPLE, SECURE, AND ANONYMOUS" FINANCIAL CRYPTOGRAPHY INTERNATIONAL CONFERENCE, 24 February 1997, pages 17-31, also addresses anonymous email and automa-
cally generating an alias that can be used to establish an anonymous account at a web-site.

Therefore, what is needed in the art is an improved remailer, a method of remailing and a more effective way to filter unsolicited e-mail messages automatically.

Summary of the Invention

To address the above-discussed deficiencies of the prior art, the present invention introduces a system for and method of, generating an alias source address for an electronic mail ("e-mail") message having a real source address and a destination address and a computer network, such as the Internet, including the system or the method. In one embodiment, the system includes an alias source address generator that employs the destination address to generate the alias source address. The system further includes an alias source address substitutor that substitutes the alias source address for the real source address. This removes the real source address from the e-mail message and thereby renders the sender, located at the real source address, anonymous. The system further includes an e-mail forwarder that receives e-mail addressed to the alias source address, computes the real source address, and forwards the e-mail to the real source address.

The sender is therefore provided with a set of alias source addresses that may, in some embodiments of the present invention, be unique to each destination address. However, since the system automatically provides generation and substitution of source addresses, the user is freed of the task of tracking multiple alias source addresses.

In one embodiment of the present invention, the alias source address includes an encrypted version of the real source address, among other information. In this way, the e-mail forwarder can compute the real source address given the alias source address without any need for a translation table from alias source addresses to real source addresses. Another advantage of this embodiment is that the alias generator does not have to communicate with the e-mail forwarder. Thus the system may comprise any number of alias generators and any number of e-mail forwarders. Alias generators and e-mail forwarders may be added and removed from the system at any time.

In the present invention, the system further includes an e-mail filter capable of filtering incoming reply mail based on the alias source address. By causing the alias source address to depend upon the destination address, a single sender can have a set of different alias source addresses, allowing the sender to filter incoming reply mail, if he so desires, based upon alias source addresses. Purveyors of junk e-mail can obscure their identity or the content of an unwanted message by many means, but if they want to send e-mail successfully to that sender, they must address it to the sender’s exact same alias source address. The alias source address, when thus used as a destination address, provides users an effective way to filter junk e-mail and to determine, if they so desire, where the junk e-mail purveyor obtained the alias source address.

The ability to filter e-mail based on the alias source address is independent of the particular method of generation of the alias source address. To allow e-mail filtering by this method, the alias source address should depend upon the destination address. The alias source address generator may advantageously have one or more of the following three attributes: (1) consistency (the same alias is presented to the same destination), (2) uniqueness (the probability is low that two destinations are given the same alias) and (3) privacy (the recipient cannot determine the real source address given the alias source address).

In one embodiment of the present invention, the system takes the form of a remote anonymous remailer with which the sender must communicate over a network. In an alternative embodiment, the system executes locally on the sender’s computer. As the sender generates e-mail messages, alias source addresses are determined and added, eliminating a need for the remote anonymous remailer.

The present invention further relates to a method as defined in claim 10 and an electronic mail message as defined in claim 17. Further embodiments according to the present invention are defined in the dependent claims.

The foregoing has outlined, rather broadly, preferred and alternative features of the present invention so that those skilled in the art may better understand the detailed description of the invention that follows. Additional features of the invention will be described hereinafter that form the subject of the claims of the invention.

Brief Description of the Drawings

For a more complete understanding of the present invention, reference is now made to the following descriptions taken in conjunction with the accompanying drawings, wherein like numbers designate like objects, and in which:

FIGURE 1 illustrates a high-level block diagram of an exemplary distributed network with which the principles of the present invention may be suitably used; FIGURE 2 illustrates a block diagram of a computer system that may be employed in the network of FIGURE 1 to provide an environment within which the present invention can operate; FIGURE 3 illustrates a flow diagram of one specific embodiment of a method of generating an alias source address for an e-mail message having a real source address and a destination address; and FIGURE 4 illustrates a flow diagram of one specific embodiment of a method of filtering unwanted e-mail
messages based on alias source addresses and forwarding e-mail to the real source address.

Detailed Description

[0023] Referring initially to FIGURE 1, illustrated is a high-level block diagram of an exemplary distributed network (generally designated 100) with which the principles of the present invention may be suitably used to provide an anonymous remailer that operates without a translation table and assigns destination-dependent alias source addresses to a sender's e-mail. The distributed network 100 illustratively includes a plurality of computer systems 110a, 110b, 110c, 110d, 110e, 110f, 110g, 110h, 110i that are illustratively coupled together to form the Internet 115. The Internet 115 includes the World Wide Web, which is not a network itself, but rather an "abstraction" maintained on top of the Internet 115 effected by a combination of browsers, server sites (as may be hosted on the plurality of computer systems 110a, 110b, 110c, 110d, 110e, 110f, 110g, 110h, 110i), HyperText Markup Language ("HTML") pages and the like.

[0024] Although the illustrated embodiment is suitably implemented for and used over the Internet 115, the principles and broad scope of the present invention may be associated with any appropriately arranged computer, communications, multimedia or other network, whether wired or wireless. Further, though the principles of the present invention are illustrated using a single computer system, such as one of the plurality of computer systems 110a, 110b, 110c, 110d, 110e, 110f, 110g, 110h, 110i, alternate embodiments within the scope of the same may include more than a single computer system.

[0025] The exemplary network 100 is assumed to include a plurality of (assumed) insecure communication channels that operate to intercouple ones of the various computer systems 110a, 110b, 110c, 110d, 110e, 110f, 110g, 110h, 110i of the network 100. The concept of communication channels is known and allows insecure communication of information among ones of the intercoupled computer systems (the Internet employs conventional communication protocols, such as SMTP, that are also known). A distributed network operating system executes on at least some of computer systems 110a, 110b, 110c, 110d, 110e, 110f, 110g, 110h, 110i and may manage the insecure communication of information therebetween. Distributed network operating systems are also known.

[0026] FIGURE 1 also illustrates first and second user's computer systems 105a, 105b, which are assumed, for purposes of the following discussion, to be associated with an e-mail sender and an e-mail recipient, respectively. Thus, a sender may apply his real source address and a destination address corresponding to the recipient to a particular e-mail message and send the e-mail message to the recipient via the network 100 and the second user's computer.

[0027] The first user's computer system may be associated with a particular computer system 110a (such association denoted by a broken line 120). The particular computer system 110a acts as a home site for the first user's computer system and a provider of Internet service.

[0028] Turning now to FIGURE 2, illustrated is a block diagram of data processing and storage circuitry, generally designated 200, that may be employed in the network of FIGURE 1 to provide an environment within which the present invention can operate. The circuitry 200 comprises a processor 210, volatile memory 220, a nonvolatile mass storage unit 230 and communication circuitry 240.

[0029] The circuitry 200 illustrated in FIGURE 2 is intended to represent a wide array of computing platforms. Accordingly, the circuitry 200 may be a mainframe, minicomputer or personal computer ("PC"). The present invention is not limited whatsoever to a particular class of computing platform. With reference back to FIGURE 1 and continuing reference to FIGURE 2, each of the plurality of computer systems 110a, 110b, 110c, 110d, 110e, 110f, 110g, 110h, 110i and the first and second user's computer systems 105a, 105b may have the circuitry illustrated in FIGURE 2 associated therewith.

[0030] The present invention may be embodied as a sequence of instructions executable in the data processing and storage circuitry 200 to yield an alias source address generator, an alias source address substitutor, a real source address generator, a real source address substitutor and an e-mail filter as the present invention provides.

[0031] Turning now to FIGURE 3, illustrated is a flow diagram of one highly specific embodiment of a method, generally designated 300, of generating an alias source address for an e-mail message having a real source address and a destination address. The method 300 may be embodied in an alias source address generator.

[0032] It should be stated at this point in the discussion that the method 300 is nothing more than one example of a way to generate an alias source address from a real source address. The alias source address generator may advantageously have one or more of the following three attributes: (1) consistency (the same alias is presented to the same destination), (2) uniqueness (the probability is low that two destinations are given the same alias) and (3) privacy (the recipient cannot determine the real source address given the alias source address).

[0033] The method begins in a start step 310, wherein an e-mail message to be remailed is received from a sender at a remailer that operates according to the principles of the present invention. The sender's real source address is read from the e-mail message and compressed in a step 320 to ensure that the alias source address that results when the method 300 is complete is not excessively long. Compression may, in the illustrated embodiment, be variable-length compression that depends upon the character set used in the sender's mailbox name, domain name and top-level domain. The compression step is, of course, purely optional.
[0034] Following compression, the method 300 continues in a step 330, wherein a hash value of the destination address of the e-mail message is computed by means of the well-known MD5 algorithm. The destination address may be the domain part of a destination e-mail address, or it may be the host part of a Uniform Resource Locator ("URL") of a World Wide Web form that asks the user to provide an e-mail address. From the MD5 hash value, two non-overlapping bit fields are obtained. In the illustrated embodiment, the first bit field is two bits long and the second bit field is eight bits long.

[0035] Like compression, computation of a hash value is purely optional. The only important aspect of the step 330 is that the alias source address is caused to be based on the destination address of the e-mail message. Modification of the destination address is not required to base the alias source address thereon (as will be seen below in the description of a more trivial method).

[0036] Next, in a step 340, n null bytes are appended to the compressed real source address, where n equals the value of the first bit field. Appending the null bytes obscures the true length of the real source address. Also in the step 340, the second bit field is appended to a secret key stored locally in the remailer, thereby producing an expanded secret key unique to the destination address. While appending null bytes obscures the true length of the real source address, appending is unnecessary to the broad scope of the present invention.

[0037] Next, in a step 350, the compressed real source address (with appended null bytes) is encrypted according to, for example, the Data Encryption Standard ("DES") using the expanded secret key unique to the destination address as an encryption key. Multiple DES passes may be employed further to enhance security.

[0038] Of course, the type of encryption applied is unimportant. Encryption does need not to be DES and does not need to be symmetrical. In fact, the present invention does not require encryption whatsoever.

[0039] Next, in a step 360, the second bit field is appended to the encrypted compressed real source address. The result is passed through an m-base conversion (m being any desired number) to obtain a desired string. For a printable alphanumeric string including both uppercase and lowercase characters, a base-64 conversion can be used. If only lowercase or only uppercase characters are desired, a base-32 conversion can be used.

[0040] The method 300 ends in an end step 370, yielding: "wxOn1q1UXEXjxzwVSsfKgW". This can be prepended to the domain name and top-level domain of an exemplary remailer to yield: "wxOn1q1UXEXjxzwVSsfKgW@1pwa.com", a destination-address-specific, SMTP-valid, alias source address.

[0043] Employing a less complex method wherein the compressing, hashing, appending and encrypting, as set forth in the method 300 above, do not occur can yield different results. For example, an e-mail message having a real source address of, for example, "foo_bar@bell-labs.com" and a destination address of "www.yahoo.com" can be converted to "foo_bar.bell-labs.com" and "www.yahoo.com" (nothing more than a trivial string concatenation). This can be pre-appended to the domain name and top-level domain of an exemplary remailer to yield: "www.yahoo.com.foo_bar.bell-labs.com". This far less complex (and less secure) method falls well within the broad scope of the present invention, as well. Note that the steps set forth in the method 300 are not employed in the less complex method.

[0044] Several things regarding the above-described method 300 should be noted. First, the secret key is the only data required to be stored at the remailer site. All of the remaining data are contained in the e-mail message itself. Thus, the translation table of conventional remailers is avoided. The secret key can, in fact, be compiled into the software that constitutes the remailer.

[0045] Second, many World Wide Web sites impose limits on the length of an e-mail address they will accept in a form. Since the method 300 produces an alias source address that is longer than the real source address, the real source address is initially compressed to reduce the extent to which the length of the alias source address exceeds the length of the real source address. Should certain sites truncate the resulting alias source address, reply mail employing the truncated alias source address will be lost.

[0046] Third, the number of distinct destination-address-specific alias source addresses generated for the same real source address is limited to two to the power of n, where n is the total length of the bit fields computed in step 330. In the illustrated embodiment, the number of destination-address-specific alias source addresses generated for the same real source address is 1024. This should prove adequate for most purposes. If the second bit fields were longer, the alias source address space would correspondingly increase. However, it should particularly be noted that the resulting alias source addresses remain unique to the sender, even if they do overlap destinations.

[0047] Fourth, the above-described method 300 employs DES, a well-known secret key encryption algorithm that conventionally operates on a 56 bit key. Since eight of the bits come from the second bit field, the secret key is 48 bits long. If encryption stronger than effective 48 bit DES is desired, multiple DES passes can be used.
Accordingly, to reduce the confusion, the recipient will continue to be called the ‘recipient’ and the sender will continue to be called the ‘sender,’ even though it is understood that the reply e-mail is traveling from the ‘recipient’ to the ‘sender.’ Accordingly, the method 400 begins in a start step 410 and proceeds to a step 420, wherein a reply e-mail message is received from the recipient. The method 400 continues in a step 430, wherein the alias source address is read from the reply e-mail message. Next, the alias source address is compared to alias source addresses contained in a sender-supplied list of rejected alias source addresses in a decisional step 440.

If the alias source address matches one of the items in the list (taking the YES branch of the decisional step 440, the reply e-mail is deleted and the sender spared of its receipt. If the alias source address does not match any of the items in the list (taking the NO branch of the decisional step 440, the method continues in a step 450 wherein the sender’s real source address is derived (perhaps by reversing the exemplary method 300 described above or perhaps by way of a real source address generator that generates a real source address from an alias source address) and substituted into the reply e-mail for the alias source address, perhaps by way of a real source address substitutor.

Next, the reply-e-mail is forwarded to the sender in a step 460. The method ends in an end step 470, filtered forwarding having been accomplished.

As with the method 300, the steps 410, 420, 430, 440, 450, 460 of the method 400 may performed in any order, omitted or performed multiple times, as may be appropriate to degrade or enhance security, anonymity, speed or complexity or to accommodate other design considerations.

In an alternative method to the above, the re-mailer can simply move the alias source addresses of reply e-mail to a field in the header or to the body of the reply e-mail and forward the reply e-mail to the sender without filtering. The sender’s e-mail client program can then filter the e-mail based upon criteria the sender has supplied.

Because the alias source address is keyed to the destination address of the sender-originated e-mail, the sender can filter incoming reply e-mail destined for a particular alias source address and be assured that his other alias source addresses are unaffected. The recipient has no leeway to alter the alias source address if he wants the reply e-mail to be delivered to the appropriate sender. Thus, unwelcome reply e-mail cannot disguise itself.

Claims

1. A system (200) for generating an alias source address for an electronic mail message having a real source address and a destination address, including an alias source address generator adapted to employ said destination address to generate said alias source address and an alias source address substitutor adapted to substitute said alias source address for said real source address, wherein said real source address is removed from said electronic mail
message, said system including:

an e-mail filter adapted to filter incoming reply mail based on said alias source address,
means for determining said destination address from said alias source address of said reply mail.

2. The system as recited in Claim 1 wherein said alias source address generator is adapted to employ a real source address of said electronic mail message and said destination address to generate said alias source address.

3. The system as recited in Claim 2 wherein said alias source address generator is adapted to compress said real source address to generate said alias source address.

4. The system as recited in any of the preceding claims wherein said alias source address generator is adapted to employ a secret key to generate said alias source address.

5. The system as recited in any of the preceding claims further comprising:

a real source address generator arranged to generate a real source address from said alias source address; and
a real source address inserter, coupled to said real source address generator, arranged to place said real source address in said electronic mail message.

6. The system as recited in Claim 5 wherein said real source address inserter is arranged to substitute said real source address for said alias source address, said real source address generator and inserter capable of cooperating to allow electronic mail directed to said alias source address to be routed to said real source address, said system functioning as an electronic mail forwarder.

7. The system as recited in any of the preceding claims wherein said alias source address is longer than said real source address.

8. A remailer for coupling to at least one of a plurality of computer systems (110a-i) of a computer network (100), for generating an alias source address for, and remailing, an electronic mail message, comprising:

a system as recited in Claim 1 and
data transmission circuitry that remails said electronic mail message to said destination address.

9. A method of generating an alias source address for an electronic mail message having a real source address and a destination address, including generating said alias source address based on said destination address; and substituting said alias source address for said real source address, wherein said real source address is removed from said e-mail message; said method including:

filtering incoming reply mail based on said alias source address, and
determining said destination address from said alias source address of said reply mail.

10. The method as recited in Claim 9 wherein said step of generating comprises the step of employing a real source address of said e-mail message and said destination address to generate said alias source address.

11. The method as recited in Claim 10 wherein said step of generating comprises the step of compressing said real source address to generate said alias source address.

12. The method as recited in any of claims 9 to 11 wherein said step of generating comprises the step of employing a secret key to generate said alias source address.

13. The method as recited in any of claims 9 to 12 further comprising the steps of:

generating a real source address from said alias source address; and
substituting said real source address for said alias source address to allow e-mail directed to said alias source address to be routed to said real source address thereby to forward said e-mail.

14. The method as recited in any of claims 9 to 12 wherein said alias source address is longer than said real source address.

15. An electronic reply mail message, including a destination address; and an alias source address based on said destination address; wherein said message is adapted to be filtered based on said alias source address and adapted to enable to determine said destination address from said alias source address of the reply mail message.

16. The message as recited in Claim 15 wherein said alias source address is further based on a real source address of said message.
Patentansprüche

1. Ein System (200) zum Erzeugen einer Alias-Quelladresse für eine elektronische Postnachricht, welche eine Standard-Quelladresse und eine Zieladresse aufweist, umfassend einen Alias-Quelladress-Generator, welcher dazu ausgelegt ist, die besagte Zieladresse zu verwenden, um die besagte Alias-Quelladresse zu erzeugen, und einen Alias-Quelladress-Substitutor, welcher dazu ausgelegt ist, die besagte Alias-Quelladresse an die Stelle der besagten Standard-Quelladresse zu setzen, wobei die besagte Standard-Quelladresse aus der besagten elektronischen Postnachricht entfernt wird, wobei das System umfasst:

   Einen E-Mail-Filter, welcher dazu ausgelegt ist, eine eingehende Antwortpost auf der Basis der besagten Alias-Quelladresse zu filtern, Mittel zum Ermitteln der besagten Zieladresse aus der besagten Alias-Quelladresse der besagten Antwortpost.

2. Das System nach Anspruch 1, wobei der besagte Alias-Quelladress-Generator dazu ausgelegt ist, eine Standard-Quelladresse der besagten elektronischen Postnachricht und die besagte Zieladresse zu verwenden, um die besagte Alias-Quelladresse zu erzeugen.

3. Das System nach Anspruch 2, wobei der besagte Alias-Quelladress-Generator dazu ausgelegt ist, die besagte Standard-Quelladresse zu komprimieren, um die besagte Alias-Quelladresse zu erzeugen.


5. Das System nach einem beliebigen der vorstehenden Ansprüche, weiterhin umfassend:


6. Das System nach Anspruch 5, wobei der besagte Standard-Quelladress-Inserter dazu ausgelegt ist, die besagte Standard-Quelladresse an die Stelle der besagten Alias-Quelladresse zu setzen, wobei der besagte Standard-Quelladress-Generator und der besagte Standard-Quelladress-Inserter fähig sind, zu kooperieren, um eine an die besagte Alias-Quelladresse gerichtete elektronische Post an die besagte Standard-Quelladresse zu routen, wobei das System als ein E-Mail-Forwarder fungiert.

7. Das System nach einem beliebigen der vorstehenden Ansprüche, wobei die besagte Alias-Quelladresse länger als die besagte Standard-Quelladresse ist.

8. Ein Remailer, welcher an mindestens eines einer Vielzahl von Computersystemen (110a-i) eines Computernetzwerks (100) gekoppelt wird, um eine Alias-Quelladresse für eine elektronische Postnachricht zu erzeugen und diese umzuleiten, umfassend:

   Ein System nach Anspruch 1, und eine Datenübertragungsschaltung, welche die besagte elektronische Postnachricht an die Zieladresse umleitet.

9. Ein Verfahren zum Erzeugen einer Alias-Quelladresse für eine elektronische Postnachricht, welche eine Standard-Quelladresse und eine Zieladresse aufweist, umfassend, das Erzeugen der besagten Alias-Quelladresse auf der Basis der besagten Zieladresse; und das Einsetzen der besagten Alias-Quelladresse an die Stelle der besagten Standard-Quelladresse, wobei die besagte Standard-Quelladresse aus der besagten E-Mail-Nachricht entfernt wird; wobei das Verfahren umfasst:

   Filtern einer eingehenden Antwortpost auf der Basis der besagten Alias-Quelladresse, und Ermitteln der besagten Zieladresse aus der besagten Alias-Quelladresse der besagten Antwortpost.


13. Das Verfahren nach einem beliebigen der Ansprüche 9 bis 12, weiterhin die folgenden Schritte um-
14. Das Verfahren nach einem beliebigen der Anspü-

15. Eine elektronische Antwortpostnachricht, umfass-

16. Die Nachricht nach Anspruch 15, wobei die besagte

Revendications

1. Système (200) pour générer une adresse source par

2. Système selon la revendication 1 dans lequel ledit
genrateur d'adresse source par pseudonyme est
adapté pour utiliser une adresse source réelle dudit
message de courrier électronique et ladite adresse de
destination pour générer ladite adresse source
par pseudonyme.

3. Système selon la revendication 2 dans lequel ledit
genrateur d'adresse source par pseudonyme est
adapté pour compresser ladite adresse source réelle
pour générer ladite adresse source par pseudony-
me.

4. Système selon l’une quelconque des revendications
précedentes dans lequel ledit generateur d’adresse
source par pseudonyme est adapte pour utiliser une
cle secrete pour generer ladite adresse source par
pseudonyme.

5. Système selon l’une quelconque des revendications
precéderes comprenant en outre :

e un generateur d’adresse source reelle conçu

6. Système selon la revendication 5 dans lequel ledit
dispositif d’insertion d’adresse source par pseudo-
ynome est conçu pour remplacer ladite adresse sour-
ce reelle par ladite adresse source par pseudonyme,

7. Système selon l’une quelconque des revendications
précéderes dans lequel ladite adresse source par
pseudonyme est plus longue que ladite adresse
source reelle.

8. Dispositif de retransmission de courrier électronique
couplé à l’au moins un parmi une pluralité de sys-
tèmes informatiques (110a-i) d’un réseau informati-
que (100), pour générer une adresse source par
pseudonyme pour un message de courrier électroni-
que et pour retransmettre ce dernier, comprenant :
un système selon la revendication 1 et
des circuits de transmission de données qui re-
transmettent ledit message de courrier électroni-
que vers ladite adresse de destination.

9. Procédé pour générer une adresse source par pseu-
donyme pour un message de courrier électronique

message de courrier électronique et ladite adresse de
destination pour générer ladite adresse source
par pseudonyme.

3. Système selon la revendication 2 dans lequel ledit
genrateur d’adresse source par pseudonyme est
adapté pour compresser ladite adresse source réelle
pour générer ladite adresse source par pseudony-
me.

4. Système selon l’une quelconque des revendications
précedentes dans lequel ledit generateur d’adresse
source par pseudonyme est adapte pour utiliser une
cle secrete pour generer ladite adresse source par
pseudonyme.

5. Système selon l’une quelconque des revendications
precéderes comprenant en outre :

e un generateur d’adresse source reelle conçu

6. Système selon la revendication 5 dans lequel ledit
dispositif d’insertion d’adresse source par pseudo-
ynome est conçu pour remplacer ladite adresse sour-
ce reelle par ladite adresse source par pseudonyme,

7. Système selon l’une quelconque des revendications
précedentes dans lequel ladite adresse source par
pseudonyme est plus longue que ladite adresse
source reelle.

8. Dispositif de retransmission de courrier électronique
couplé à l’au moins un parmi une pluralité de sys-
tèmes informatiques (110a-i) d’un réseau informati-
que (100), pour générer une adresse source par
pseudonyme pour un message de courrier électroni-
que et pour retransmettre ce dernier, comprenant :
un système selon la revendication 1 et
des circuits de transmission de données qui re-
transmettent ledit message de courrier électroni-
que vers ladite adresse de destination.

9. Procédé pour générer une adresse source par pseu-
donyme pour un message de courrier électronique
ayant une adresse source réelle et une adresse de destination, comprenant la génération de ladite adresse source par pseudonyme basée sur ladite adresse de destination ; et le remplacement de ladite adresse source par pseudonyme par ladite adresse source réelle, dans lequel ladite adresse source réelle est retirée dudit message de courrier électronique, ledit procédé comprenant :

le filtrage du courrier de réponse entrant en se basant sur ladite adresse source par pseudonyme, et la détermination de ladite adresse de destination à partir de ladite adresse source par pseudonyme dudit courrier de réponse.

10. Procédé selon la revendication 9 dans lequel ladite étape de génération comprend l’étape d’utilisation d’une adresse source réelle dudit message de courrier électronique et ladite adresse de destination pour générer ladite adresse source par pseudonyme.

11. Procédé selon la revendication 10 dans lequel ladite étape de génération comprend l’étape de compression de ladite adresse source réelle pour générer ladite adresse source par pseudonyme.

12. Procédé selon l’une quelconque des revendications 9 à 11 dans lequel ladite étape de génération comprend l’étape d’utilisation d’une clé secrète pour générer ladite adresse source par pseudonyme.

13. Procédé selon l’une quelconque des revendications 9 à 12, comprenant en outre les étapes suivantes :

 générer une adresse source réelle à partir de ladite adresse source par pseudonyme ; et
 remplacer ladite adresse source réelle par ladite adresse source par pseudonyme pour permettre à un courrier électronique dirigé vers ladite adresse source par pseudonyme d’être acheminé vers ladite adresse source réelle afin d’acheminer ledit courrier électronique.

14. Procédé selon l’une quelconque des revendications 9 à 12 dans lequel ladite adresse source par pseudonyme est plus longue que ladite adresse source réelle.

15. Message de courrier électronique de réponse, comprenant une adresse de destination, et une adresse source par pseudonyme basée sur ladite adresse de destination ; dans lequel ledit message est adapté pour être filtré en se basant sur ladite adresse source par pseudonyme et adapté pour permettre de déterminer ladite adresse de destination à partir de ladite adresse source par pseudonyme du message de courrier électronique de réponse.

16. Message selon la revendication 15 dans lequel ladite adresse source par pseudonyme est en outre basée sur une adresse source réelle dudit message.
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