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(57)【要約】
【課題】通信システム構成上で内部的に複数のＩＰアド
レスを使用しても、通信相手とのＩＰアドレス競合を自
動的に回避できる機能を持つネットワーク間中継機器を
提供する。
【解決手段】このデータ通信システムにおけるグローバ
ルネットワーク１００に接続されたクライアント端末１
０１～１０３とローカルネットワーク２００に接続され
たサーバ２０１～２０ｎとの間のデータ通信を中継する
中継機器２１０は、サーバ２０１～２０ｎが内部的に使
用するＩＰアドレスを管理するＩＰアドレス管理手段と
、端末１０１～１０３からの通信データを解析してそれ
に含まれるＩＰアドレスとサーバ２０１～２０ｎに係る
ＩＰアドレスとの競合を検出するＩＰアドレス競合検出
手段と、端末１０１～１０３のＩＰアドレスとサーバ２
０１～２０ｎのＩＰアドレスとが競合した際に競合した
サーバへ別な新規ＩＰアドレスを割り当てて適用させる
新規ＩＰアドレス適用手段と、を備える。
【選択図】図１
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【特許請求の範囲】
【請求項１】
　プライベート空間に属される互いにネットワーク接続された複数の第１のデバイス、及
びグローバル空間に属される互いにネットワーク接続された複数の第２のデバイスの間の
データ通信を中継するネットワーク間中継機器において、
　前記複数の第１のデバイスが内部的に使用するＩＰアドレスを管理するＩＰアドレス管
理手段と、前記複数の第２のデバイスからの前記通信データを解析して当該通信データに
含まれるＩＰアドレスと前記複数の第１のデバイスに係る前記ＩＰアドレスとの競合を検
出するＩＰアドレス競合検出手段と、前記ＩＰアドレス競合検出手段による検出結果で前
記複数の第２のデバイスに係る前記ＩＰアドレスと前記複数の第１のデバイスに係る前記
ＩＰアドレスとが競合した際に当該競合した第１のデバイスへ別な新規ＩＰアドレスを割
り当てて適用させる新規ＩＰアドレス適用手段と、を備えたことを特徴とするネットワー
ク間中継機器。
【請求項２】
　請求項１記載のネットワーク間中継機器において、前記複数の第１のデバイスに係る前
記ＩＰアドレスを記憶する記憶手段を備え、前記複数の第１のデバイスは、互いにローカ
ルネットワークで接続されたサーバであり、前記複数の第２のデバイスは、互いにグロー
バルネットワークで接続されたクライアント端末であることを特徴とするネットワーク間
中継機器。
【請求項３】
　請求項２記載のネットワーク間中継機器を、前記複数のサーバが互いに接続された前記
ローカルネットワーク、前記複数のクライアント端末が互いに接続された前記グローバル
ネットワークに対してそれぞれ有線式、無線式で接続して構成されたことを特徴とするデ
ータ通信システム。
【請求項４】
　請求項３記載のデータ通信システムにおける前記複数のサーバは、少なくともプリンタ
機能、複写機機能、スキャナ機能、ファクシミリ機能を含む複数の機能を一つの筐体に纏
めたデジタル複合機である多機能周辺装置（ＭＦＰ：Ｍｕｌｔｉｆｕｎｃｔｉｏｎ　Ｐｅ
ｒｉｐｈｅｒａｌ／Ｐｒｉｎｔｅｒ／Ｐｒｏｄｕｃｔ）仕様の画像形成装置であり、前記
複数のクライアント端末は、前記画像形成装置に対して画像形成指示を出力するドライバ
機能を持つことを特徴とする画像形成システム。
【発明の詳細な説明】
【技術分野】
【０００１】
　本発明は、プライベート空間に属される互いにネットワーク接続された複数の第１のデ
バイス、及びグローバル空間に属される互いにネットワーク接続された複数の第２のデバ
イスの間のデータ通信を中継するネットワーク間中継機器及びそれを備えたデータ通信シ
ステム、並びに画像形成システムに関する。
【背景技術】
【０００２】
　従来、プリンタ機能、複写機機能、スキャナ機能、ファクシミリ機能等の複数の機能を
一つの筐体に纏めたデジタル複合機である多機能周辺装置（ＭＦＰ：Ｍｕｌｔｉｆｕｎｃ
ｔｉｏｎ　Ｐｅｒｉｐｈｅｒａｌ／Ｐｒｉｎｔｅｒ／Ｐｒｏｄｕｃｔ）仕様の画像形成装
置等のデバイスでは、１台で複数のコンピュータ機能を持つものがある。こうしたデバイ
スは、ネットワーク上で１台のデバイスとして管理することができないため、一つのＩＰ
（Ｉｎｔｅｒｎｅｔ　Ｐｒｏｔｏｃｏｌ）アドレスに統合して共有させたいという要求が
ある。このため、１つのＩＰアドレスを複数のコンピュータで共有することが可能なＮＡ
ＰＴ（Ｎｅｔｗｏｒｋ　Ａｄｄｒｅｓｓ　Ｐｏｒｔ　Ｔｒａｎｓｌａｔｉｏｎ）やＩＰマ
スカレード（Ｍａｓｑｕｅｒａｄｅ）と呼ばれるアドレス変換機能が開発されている。
【０００３】
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　このような１つのＩＰアドレスを複数のコンピュータで共有することに関連する周知技
術として、内部ノードが別のノードに交換されても、管理者の手を煩わせることなくその
ネットワーク情が常に適切に管理できるようにし、これにより管理者の負担の軽減と信頼
性の高いルーティング処理を可能にした「ネットワーク間接続装置」（特許文献１参照）
が挙げられる。
【発明の概要】
【発明が解決しようとする課題】
【０００４】
　上述した特許文献１記載の技術は、内部端末の管理を容易にする目的として、グローバ
ル空間とプライベート空間とのデータ通信を中継するアドレス変換機能について開示され
ており、具体的にはプライベート空間に属されるデバイスのネットワークＩ／Ｆ情報を把
握してＭＡＣ（Ｍｅｄｉａ　Ａｃｃｅｓｓ　Ｃｏｎｔｒｏｌ）アドレスを管理することに
より、デバイスのＩＰアドレスが変更されたことを検知して適切にデバイスを管理する機
能を構築している。
【０００５】
　しかしながら、特許文献１記載の技術でのＩＰアドレスを共有する仕組みでは、通信シ
ステム構成上で内部的に複数のＩＰアドレスを使用していることにより、実際に適用する
ＩＰアドレスが通信相手のＩＰアドレスと競合すると、データ通信を続行できなくなる支
障を来し、こうした場合には手動でＩＰアドレスを変更設定する必要があるため、運用面
で手間が掛かってしまうという問題がある。
【０００６】
　本発明は、このような問題点を解決すべくなされたもので、その技術的課題は、通信シ
ステム構成上で内部的に複数のＩＰアドレスを使用しても、通信相手とのＩＰアドレス競
合を自動的に回避できる機能を持つネットワーク間中継機器及びそれを備えたデータ通信
システム、並びに画像形成システムを提供することにある。
【課題を解決するための手段】
【０００７】
　上記技術的課題を解決するため、本発明は、プライベート空間に属される互いにネット
ワーク接続された複数の第１のデバイス、及びグローバル空間に属される互いにネットワ
ーク接続された複数の第２のデバイスの間のデータ通信を中継するネットワーク間中継機
器において、複数の第１のデバイスが内部的に使用するＩＰアドレスを管理するＩＰアド
レス管理手段と、複数の第２のデバイスからの通信データを解析して当該通信データに含
まれるＩＰアドレスと複数の第１のデバイスに係るＩＰアドレスとの競合を検出するＩＰ
アドレス競合検出手段と、ＩＰアドレス競合検出手段による検出結果で複数の第２のデバ
イスに係るＩＰアドレスと複数の第１のデバイスに係るＩＰアドレスとが競合した際に当
該競合した第１のデバイスへ別な新規ＩＰアドレスを割り当てて適用させる新規ＩＰアド
レス適用手段と、を備えたことを特徴とする。
【発明の効果】
【０００８】
　本発明のネットワーク間中継機器によれば、プライベート空間に属される互いにネット
ワーク接続された複数の第１のデバイスで内部的に使用するＩＰアドレスを記憶して管理
すると共に、グローバル空間に属される互いにネットワーク接続された複数の第２のデバ
イスからの全てのデータ通信の内容を解析することでＩＰアドレス競合を検出すると、競
合した第１のデバイスに対して内部的に使用するＩＰアドレスを別な新規ＩＰアドレスを
割り当てて適用させる機能を持つため、第２のデバイスに係るＩＰアドレスと第１のデバ
イスに係るＩＰアドレス（装置内のＮＡＰＴで使用するＩＰアドレス）とが競合してもデ
ータ通信を継続することができ、その結果、通信システム構成上で内部的に複数のＩＰア
ドレスを使用しても、通信相手とのＩＰアドレス競合を自動的に回避できるようになる。
【図面の簡単な説明】
【０００９】
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【図１】本発明の実施例に係るネットワーク間中継機器を含むデータ通信システム全体の
概略構成を示した図である。
【図２】図１に示すデータ通信システムに備えられるネットワーク間中継機器の細部構成
を示したブロック図である。
【図３】図１に示すデータ通信システムに備えられるネットワーク間中継機器の処理機能
の内容を示した機能ブロック図である。
【図４】図１に示すデータ通信システムに備えられるネットワーク間中継機器によるプラ
イベート空間に属される複数のサーバに対するＩＰアドレス管理の動作処理を示したフロ
ーチャートである。
【図５】図１に示すデータ通信システムに備えられるネットワーク間中継機器によるグロ
ーバル空間に属される複数のクライアント端末とプライベート空間に属される複数のサー
バとのＩＰアドレス競合を回避する動作処理を示したフローチャートである。
【図６】図１に示すデータ通信システムに備えられるネットワーク間中継機器によるＩＰ
アドレス競合の発生時にプライベート空間に属されるサーバへ新ＩＰアドレスを割り当て
る動作処理を示したフローチャートである。
【発明を実施するための形態】
【００１０】
　以下に、本発明のネットワーク間中継機器及びそれを備えたデータ通信システム、並び
に画像形成システムについて、実施例を挙げ、図面を参照して詳細に説明する。
【実施例】
【００１１】
　図１は、本発明の実施例に係るネットワーク間中継機器２１０を含むデータ通信システ
ム全体の概略構成を示した図である。このデータ通信システムは、プライベート空間に属
されるローカルネットワーク２００で互いに接続された複数（ここではＮ台）の第１のデ
バイスであるサーバ２０１、２０２、２０Ｎと、グローバル空間に属されるグローバルネ
ットワーク１００で互いに接続された複数（ここでは３台）の第２のデバイスであるクラ
イアント端末１０１、１０２、１０３と、ローカルネットワーク２００、グローバルネッ
トワーク１００に対してそれぞれ有線式、無線式で接続された中継機器２１０と、を備え
て構成されており、クライアント端末１０１、１０２、１０３とサーバ２０１、２０２、
２０ｎとの間のデータ通信を中継機器２１０が介在して行うようになっている。
【００１２】
　このデータ通信システムでは、サーバ２０１、２０２、２０Ｎが１つのグローバルＩＰ
アドレスを共有してデータ通信を行う。ＩＰアドレスの共有は、ＮＡＰＴの仕組みが適用
された中継機器２１０によって実現される。中継機器２１０は、グローバルネットワーク
１００とローカルネットワーク２００とのデータ通信を中継するために２つのＮＩＣ（Ｎ
ｅｔｗｏｒｋ　Ｉｎｔｅｒｎｅｔ　Ｃｏｎｔｒｏｌｌｅｒ）を保有し、サーバ２０１、２
０２、２０Ｎが内部的に使用するＩＰアドレスを管理する。また、中継機器２１０は、サ
ーバ２０１、２０２、２０Ｎとクライアント端末１０１、１０２、１０３とのデータ通信
を解析することによってＩＰアドレス競合を検出する機能を有している。
【００１３】
　図２は、中継機器２１０の細部構成（ハードウェア構成）を示したブロック図である。
この中継機器２１０は、ハードウェア構成上において、制御プログラムを実行するＣＰＵ
２１１と、制御プログラムを格納したＥＰＲＯＭ２１２と、データ通信の中継処理及びサ
ーバ２０１～２０ＮのＩＰアドレス管理を行う際に作業メモリとして使用されるＲＡＭ２
１３と、ＣＰＵ２１１に接続されてネットワーク通信に使用するＥｔｈｅｒ（商標登録）
２１４、２１５と、を備えて構成される。
【００１４】
　図３は、中継機器２１０の処理機能の内容（ソフトウェア構成）を示した機能ブロック
図である。この中継機器２１０は、ソフトウェア構成上において、クライアント端末１０
１～１０３とサーバ２０１～２０Ｎとのデータ通信における中継動作を制御する通信制御
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部２１６と、サーバ２０１～２０ＮからのＩＰアドレス取得要求に応答し、サーバ２０１
～２０Ｎに対して割り当てるＩＰアドレスを管理する内部ＩＰアドレス管理部２１７と、
を備えて構成される。
【００１５】
　即ち、実施例に係る中継機器２１０において、内部ＩＰアドレス管理部２１７はサーバ
２０１～２０Ｎについて内部的に使用するＩＰアドレスを管理するＩＰアドレス管理手段
として働き、ＲＡＭ２１３はサーバ２０１～２０Ｎに係るＩＰアドレスを保存する記憶手
段として働く。また、通信制御部２１６とＣＰＵ２１１及びこれに接続されたＥｔｈｅｒ
２１４、２１５とが協働し、クライアント端末１０１～１０３からの通信データを解析し
てその通信データに含まれるＩＰアドレスとサーバ２０１～２０Ｎに係るＩＰアドレスと
の競合を検出するＩＰアドレス競合検出手段として働く他、その検出結果としてクライア
ント端末１０１～１０３に係るＩＰアドレスとサーバ２０１～２０Ｎに係るＩＰアドレス
とが競合した際に競合したサーバに対して別な新規ＩＰアドレスを割り当てて適用させる
新規ＩＰアドレス適用手段として働く。
【００１６】
　要するに、この中継機器２１０では、プライベート空間に属されるサーバ２０１～２０
Ｎに係るＩＰアドレス管理、並びにグローバル空間に属されるクライアント端末１０１～
１０３とのデータ通信を行う際の処理として、ＣＰＵ２１１がＥＰＲＯＭ２１２から読み
出した制御プログラムに従って、内部ＩＰアドレス管理部２１７によるＩＰアドレス管理
手段がサーバ２０１～２０Ｎに係る内部的に使用するＩＰアドレスを管理・把握し、通信
制御部２１６とＣＰＵ２１１及びこれに接続されたＥｔｈｅｒ２１４、２１５とによるＩ
Ｐアドレス競合検出手段が通信相手との通信内容を解析することでＩＰアドレス競合を検
出し、ＩＰアドレス競合が検出された場合には、通信制御部２１６とＣＰＵ２１１及びこ
れに接続されたＥｔｈｅｒ２１４、２１５とによる新規ＩＰアドレス適用手段がサーバ２
０１～２０ＮのうちのＩＰアドレス競合したサーバを対象としてＩＰアドレスを別な新規
ＩＰアドレス（以下は、新ＩＰアドレスと呼ぶ）に変更することが特色となっている。 
【００１７】
　このため、図１に示したデータ通信システムでは、通信システム構成上でサーバ２０１
～２０Ｎに対して内部的に複数のＩＰアドレスを使用しても、通信相手とのＩＰアドレス
競合を自動的に回避できる機能が持たされることになる。
【００１８】
　図４は、中継機器２１０によるプライベート空間に属されるサーバ２０１～２０Ｎに対
するＩＰアドレス管理の動作処理を示したフローチャートである。図４を参照すれば、こ
こではローカルネットワーク２００領域のＩＰアドレス管理を示しており、最初にサーバ
２０１が中継機器２１０に対してＩＰアドレス取得要求（Ｓｔｅｐ１）を行い、係る要求
を受けた中継機器２１０がサーバ２０１へ配布するＩＰアドレスを記憶（Ｓｔｅｐ２）し
てからサーバ２０１に対してＩＰアドレス１を指定し、これによってサーバ２０１は指定
されたＩＰアドレス１を適用する。
【００１９】
　次に、サーバ２０２が同様な手順で中継機器２１０に対してＩＰアドレス取得要求（Ｓ
ｔｅｐ３）を行い、係る要求を受けた中継機器２１０がサーバ２０２へ配布するＩＰアド
レスを記憶（Ｓｔｅｐ４）してからサーバ２０２に対してＩＰアドレス２を指定し、これ
によってサーバ２０２は指定されたＩＰアドレス２を適用する。
【００２０】
　更に、サーバ２０Ｎが同様な手順で中継機器２１０に対してＩＰアドレス取得要求（Ｓ
ｔｅｐ５）を行い、係る要求を受けた中継機器２１０がサーバ２０Ｎへ配布するＩＰアド
レスを記憶（Ｓｔｅｐ６）してからサーバ２０Ｎに対してＩＰアドレスＮを指定し、これ
によってサーバ２０Ｎは指定されたＩＰアドレスＮを適用する。
【００２１】
　因みに、図４におけるサーバ２０１～サーバ２０ＮによるＩＰアドレス取得要求（Ｓｔ
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ｅｐ１、３、５）は、具体的な手段として、ＤＨＣＰ（Ｄｙｎａｍｉｃ　Ｈｏｓｔ　Ｃｏ
ｎｆｉｇｕｒａｔｉｏｎ　Ｐｒｏｔｏｃｏｌ）等の仕組みがある。中継機器２１０による
サーバ２０１～サーバ２０ＮへのＩＰアドレスの配布時には、どのサーバにどのＩＰアド
レスを割り当てたかを記憶する（Ｓｔｅｐ２、４、６）。
【００２２】
　図５は、中継機器２１０によるグローバル空間に属されるクライアント端末１０１～１
０３とプライベート空間に属されるサーバ２０１～２０ＮとのＩＰアドレス競合を回避す
る動作処理を示したフローチャートである。図５を参照すれば、ここではデータ通信シス
テムの全体の動作処理の要点に該当するもので、最初にクライアント１０１～１０３がサ
ーバ２０１～２０Ｎの何れかの機能利用要求（Ｓｔｅｐ１）を要求パケットとして中継機
器２１０へ送信する。
【００２３】
　中継機器２１０では、要求パケットについての要求元のＩＰアドレスと、サーバ２０１
～サーバ２０ＮのＩＰアドレスが競合しているかチェック（Ｓｔｅｐ２）を行う。チェッ
クの結果、競合していると判定した場合、ローカルネットワーク２００領域のサーバ２０
１～サーバ２０Ｎに割り当てるＩＰアドレス範囲を変更する（Ｓｔｅｐ３）処理を行う。
このＳｔｅｐ３では、ＤＨＣＰで配布するＩＰアドレス範囲を競合しないＩＰアドレス範
囲に変更するものである。この後、中継機器２１０はサーバ２０１に競合しないＩＰアド
レス（新ＩＰアドレス１）を送り、ＩＰアドレスの再設定を指示する（Ｓｔｅｐ４）処理
を行い、これを受けてサーバ２０１は中継機器２１０から伝えられたＩＰアドレス（新Ｉ
Ｐアドレス１）を自身に再設定する（Ｓｔｅｐ５）処理を行い、再設定後には設定終了の
旨を中継機器２１０へ応答する。
【００２４】
　引き続き、中継機器２１０はサーバ２０２に競合しないＩＰアドレス（新ＩＰアドレス
２）を送り、ＩＰアドレスの再設定を指示する（Ｓｔｅｐ６）処理を行い、これを受けて
サーバ２０２は中継機器２１０から伝えられたＩＰアドレス（新ＩＰアドレス２）を自身
に再設定する（Ｓｔｅｐ７）処理を行い、再設定後には設定終了の旨を中継機器２１０へ
応答する。
【００２５】
　更に、中継機器２１０はサーバ２０Ｎに競合しないＩＰアドレス（新ＩＰアドレスＮ）
を送り、ＩＰアドレスの再設定を指示する（Ｓｔｅｐ８）処理を行い、これを受けてサー
バ２０Ｎは中継機器２１０から伝えられたＩＰアドレス（新ＩＰアドレスＮ）を自身に再
設定する（Ｓｔｅｐ９）処理を行い、再設定後には設定終了の旨を中継機器２１０へ応答
する。そこで、中継機器２１０はＳｔｅｐ１で送られたサーバ機能利用要求の中継処理（
Ｓｔｅｐ１０）に進み、宛先ポート番号等からサーバ機能利用要求に対応するサービスを
提供しているサーバを特定した後、そのサーバへ中継処理する。
【００２６】
　また、先のＩＰアドレスが競合しているかチェック（Ｓｔｅｐ２）した結果、競合して
いないと判定した場合（Ｓｔｅｐ１１）、中継処理が行われていることを確認し、要求に
含まれるポート番号に対応するサービスを提供しているサーバを特定する処理を行った後
、要求をサーバ２０１～２０Ｎに転送する処理を行ってからサーバ２０１～２０Ｎからの
応答をクライアント端末１０１～１０３に転送する。この後は待機状態に推移する。
【００２７】
　要するに、図５中の基本処理では、中継機器２１０がサーバ２０１～サーバ２０Ｎに対
してＩＰアドレスの再設定を指示する（Ｓｔｅｐ４、６、８）際、クライアント端末１０
１～１０３と競合しない新ＩＰアドレス１、２、３を配布し、サーバ２０１～２０Ｎが中
継機器２１０から送られた新ＩＰアドレス１、２、３を自身に設定する（Ｓｔｅｐ５、７
、９）。
【００２８】
　図６は、中継機器２１０によるＩＰアドレス競合の発生時にプライベート空間に属され



(7) JP 2015-162742 A 2015.9.7

10

20

30

40

50

るサーバ２０１へ新ＩＰアドレスを割り当てる動作処理を示したフローチャートである。
図６では図５中の中継機器２１０がサーバ２０１～サーバ２０Ｎに対してＩＰアドレスの
再設定を指示する（Ｓｔｅｐ４、６、８）際の詳細事項を示したもので、説明を簡単にす
るためにＩＰアドレス競合が発生した際にサーバ２０１へ新ＩＰアドレスを割り当てる場
合について説明するが、その他のサーバ２０２、２０Ｎに対しても、同様の流れでそれぞ
れ新ＩＰアドレスを割り当てることができるものである。
【００２９】
　図６を参照すれば、ここでは、まずサーバ２０１から中継機器２１０に対して新ＩＰア
ドレスの取得要求を出して貰うために、中継機器２１０からサーバ２０１にＩＰアドレス
取得要求を促すためのメッセージを送る（Ｓｔｅｐ１）。このメッセージは、一般的なＤ
ＨＣＰサーバ～クライアントの仕組みを導入している場合、サーバ２０１～２０Ｎからの
ＩＰアドレス取得要求を誘導するものであれば良く、ＤＨＣＰ　ＦＯＲＣＥＲＥＮＥＷメ
ッセージやＤＨＣＰｖ６　Ｒｅｃｏｎｆｉｇｕｒｅメッセージが該当する。但し、これら
の２つのメッセージに限定されるものではなく、その他の手段としては、例えばＤＨＣＰ
クライアント機能の再起動要求メッセージを使用することができる。何れにせよ、これら
のメッセージの実施後には、ＤＨＣＰクライアントからＩＰアドレス取得要求が出ること
を期待する。
【００３０】
　次に、メッセージを受けたサーバ２０１は、中継機器２１０に対してＩＰアドレスの取
得要求を出すべく、ＤＨＣＰサーバへＩＰアドレス取得要求を送信（Ｓｔｅｐ２）する処
理を行う。中継機器２１０は、Ｓｔｅｐ２のＩＰアドレス取得要求に対する応答と合わせ
て、サーバ２０１に競合しないＩＰアドレス（新ＩＰアドレス）を送信（Ｓｔｅｐ３）す
る。新ＩＰアドレスには、クライアント端末１０１～１０３のＩＰアドレスと競合したＩ
Ｐアドレスとは異なるＩＰアドレスが割り当てられる。競合したＩＰアドレスと異なる新
ＩＰアドレスを適用することにより、ＩＰアドレス競合が再度発生するリスクを低減する
ことができる。
【００３１】
　更に、サーバ２０１は、Ｓｔｅｐ３で送られてきた新ＩＰアドレスについて、配布され
たＩＰアドレスを自身に設定（Ｓｔｅｐ４）して適用し、再設定後には設定終了の旨を中
継機器２１０へ応答する。サーバ２０１から設定応答を受けた中継機器２１０は、この後
に待機状態に推移する。
【００３２】
　尚、図１を参照して説明した実施例に係るデータ通信システムは、グローバル空間に属
されるグローバルネットワーク１００に接続される３台のクライアント端末１０１～１０
３を持つ構成を例示したが、それ以外の台数であっても良いので、中継装置２１０が適用
されるデータ通信システムの形態は開示したものに限定されない。
【００３３】
　また、実施例で説明したデータ通信システムは、サーバ２０１～２０Ｎを少なくともプ
リンタ機能、複写機機能、スキャナ機能、ファクシミリ機能を含む複数の機能を一つの筐
体に纏めたデジタル複合機である多機能周辺装置（ＭＦＰ）仕様の画像形成装置に適用し
、係る画像形成装置に対して画像形成指示を出力するドライバ機能をクライアント端末１
０１～１０３に持たせるようにすれば、画像形成システムとして構成されるものである。
【符号の説明】
【００３４】
　１００　グローバルネットワーク
　１０１、１０２、１０３　クライアント端末
　２００　ローカルネットワーク
　２０１、２０２、２０Ｎ　サーバ
　２１０　中継機器
　２１１　ＣＰＵ



(8) JP 2015-162742 A 2015.9.7

　２１２　ＥＰＲＯＭ
　２１３　ＲＡＭ
　２１４、２１５　Ｅｔｈｅｒ
　２１６　通信制御部
　２１７　内部ＩＰアドレス管理部
【先行技術文献】
【特許文献】
【００３５】
【特許文献１】特開２０１０－１９９７３８号公報

【図１】
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